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Abstract—Error detection (ED) in tabular data is crucial yet
challenging due to diverse error types and the need for contextual
understanding. Traditional ED methods often rely heavily on
manual criteria and labels, making them labor-intensive. Large
language models (LLM) can minimize human effort but struggle
with errors requiring a comprehensive understanding of data
context. In this paper, we propose ZeroED, a novel hybrid error
detection framework, which combines LLM reasoning ability
with the machine learning pipeline via zero-shot prompting.
ZeroED operates in four steps, i.e., feature representation, error
labeling, training data construction, and detector training. Ini-
tially, to enhance error distinction, ZeroED generates rich data
representations using LLM-driven error reason-aware binary
features, pre-trained embeddings, and statistical features. Then,
ZeroED employs LLM to holistically label errors through in-
context learning, guided by a two-step LLM reasoning process for
detailed ED guidelines. To reduce token costs, LLMs are applied
only to representative data selected via clustering-based sampling.
High-quality training data is constructed through in-cluster label
propagation and LLM augmentation with verification. Finally, a
classifier is trained to detect all errors. Extensive experiments
on seven datasets demonstrate that, ZeroED outperforms state-
of-the-art methods by a maximum 30% improvement in F1 score
and up to 90% token cost reduction.

Index Terms—Data cleaning, error detection, large language
model

I. INTRODUCTION

Dirty data have a severely negative impact on the per-
formance of data analytical results, especially in the era of
large language models (LLMs). When LLMs are trained on
data containing errors, these mistakes can spread through their
outputs, leading to false information and financial losses. [1]–
[3]. Error detection (ED) serves as a crucial first step in data
engineering by identifying quality issues before they affect
downstream applications [4]–[6]. Real-world datasets often
contain heterogeneous errors from diverse sources (e.g., typos,
missing values, pattern violations) [7]–[10]. Identifying these
errors accurately and completely remains challenging. The
main difficulty lies in understanding data context at various
scopes, which makes manual error detection extremely time-
consuming. The example in Fig. 1 discusses several error types
in a sampled dataset.

Name Gender Education Salary

Bob Johnson Phd 80000

Carol Brown F Master 6000

DaveGreen M Bechxlor 64000

… … … …

OutliersMissing

Pattern violation TypoRule violation

Fig. 1: Illustration of various error types in tabular data.

Example 1. Fig. 1 states a sample of tuples from a tax
dataset, containing several erroneous values highlighted in
colored cells. It comprises four attributes, i.e., Name, Gender,
Education, and Salary. Five erroneous values are observed,
representing different error types. The dashed boxes indicate
the varying scopes of necessary data context for ED. For
example, missing and typo errors (i.e., NULL and ‘Bechxlor’)
can be identified by examining the individual cells; pattern
violation and outlier issues (i.e., ‘DaveGreen’ and ‘6000’)
require pattern and domain analysis in Name and Salary
attribute, respectively; and rule violation problems (i.e., ‘F’)
need examining values across attributes, where Name deter-
mines Gender in this case.

The prior ED methods primarily rely on detecting violations
of manually defined criteria, e.g., integrity constraints [11]–
[13], patterns [13], knowledge bases [14], [15], and statisti-
cal thresholds [16]. They are inherently limited to detecting
errors included in criteria, as shown in Table I. Manually
developing comprehensive criteria to capture all possible error
types requires significant resources [17]. Another group of
ED methods directly regards errors as values differing from
clean data, typically using human labels to train a binary
error detection machine learning (ML) classifier. As Table I
shows, they enable holistic error detection since human experts
can identify all errors. Both ED approaches heavily rely
on extensive human labor, either through manually defined
criteria or labels, thus limiting their practicability.

Moreover, for manual label-based ED methods training ML
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TABLE I: Comparison of existing ED methods and ZeroED.

Category Methods
Processing errors*

Missing
& Typos

Pattern
violations

Rule
violations Outliers

Manual
criteria

dBoost [16] ✗ ✓ ✓ ✓
Nadeef [13] ✓ ✗ ✓ ✗

Holistic [11] ✓ ✗ ✓ ✗

Katara [14] ✗ ✓ ✓ ✗

Manual
label

Raha [10] ✓ ✓ ✓ ✓
HoloDetect [7] ✓ ✓ ✓ ✓

LLM prompt FM ED [19] ✓ ✗ ✗ ✗

LLM label ZeroED ✓ ✓ ✓ ✓
* Processing errors are labeled based on their experiment reports.

models, their learning process suffers from two issues. (i)
Surface-level features. These methods extract basic features
such as frequency statistics and basic lexical patterns like value
frequency and TF-IDF [7], [10], which lack the error semantic
understanding. More critically, underlying error reasons are
not directly captured. For instance, a low frequency does not
necessarily indicate erroneous, and vice versa. (ii) Sparse and
imbalanced training data. Real-world datasets typically have
low error ratios (e.g., < 40% in CleanML [18] benchmark),
causing class imbalance. Limited manual labeling further
reduces training samples, especially for the minority class of
dirty data. Current methods usually mitigate this issue through
label propagation and error augmentation techniques [7], [8],
[10], which remain problematic as propagated labels lack
verification, and error augmentation relies solely on string-
level modifications without semantic consideration. Besides,
manual labels are still necessary.

The emergence of LLMs has opened up new opportunities
for developing ED methods with minimal human expertise
via zero-shot prompting [19]–[24]. They typically employ
simplistic prompts, such as querying LLM ‘Is there an
error in this tuple?’ on each single tuple to detect
errors. However, these LLM prompt-based methods face two
major challenges: (i) Limited ED capability. The way of
individual tuple detection is infeasible to identify the errors
that require contextual analysis among numerous tuples and
attributes. For instance, it is difficult to identify rule violations
in Fig. 1 without knowing relationships across attributes. (ii)
Huge token consumption. As is well known, the computation
cost of LLM is proportional to the used token number in the
text processing. Moreover, these LLM-based ED approaches
have to evaluate the text of all tuples in the dataset. Conse-
quently, the token cost of LLM for ED would be extremely
high when processing large datasets.

To address the limited ED capability of LLM prompt-based
methods, a naive improvement is to include additional relevant
tuples in the prompt as references, but this further increases
token consumption. An alternative approach is to combine
LLM with manual label-based ED methods. As shown in
Table I, manual label-based methods holistically detect errors
but require human labor. In contrast, LLM prompt-based
methods require no manual criteria or labels but with limited
ED capabilities. This suggests a promising hybrid approach
with both strengths: with zero-shot prompting [22], leveraging

LLMs to label all error types of small data samples, then
adopting an LLM-enhanced ML process to detect all errors.
This strategy could achieve comprehensive error detection
while minimizing both human effort and LLM token costs.

To this end, we introduce ZeroED, a novel hybrid ED frame-
work that combines LLMs’ superior reasoning abilities with
the ML process, requiring zero pre-existing labels or criteria.
ZeroED proceeds in four main steps, i.e., feature representa-
tion, data sampling and labeling, training data construction,
along with detector training and prediction. First, ZeroED
develops executable error-checking criteria, and then generates
error reason-aware binary features based on data values’ ad-
herence. Combined with pre-trained semantic embeddings and
statistical features, it creates comprehensive representations.
Second, ZeroED creates error detection guidelines through a
two-step process, enabling LLMs to conduct holistic labeling
through in-context learning. To reduce token costs, ZeroED
applies LLMs to label only representative data selected from
a clustering-based sampling strategy. Third, through label
propagation in cluster and error augmentation, ZeroED then
constructs high-quality training data with a mutual verification
process. Finally, ZeroED trains an ML classifier to detect all
errors. Our main contributions are summarized as follows.

• Hybrid Zero-shot Framework. We propose ZeroED, a
novel hybrid ED framework combining holistic LLM
labeling and LLM-enhanced ML process, eliminating the
need for pre-existing labels and criteria via zero-shot
prompting. To the best of our knowledge, this is the first
specialized ED framework integrating LLMs.

• Holistic LLM Labeling. We improve LLMs’ error detec-
tion ability via in-context learning, using comprehensive
ED guidelines derived from distribution analysis func-
tions parsing data. This approach helps LLMs identify
diverse error types while reducing token consumption.

• LLM-enhanced ML process. We leverage LLMs’ reason-
ing abilities to optimize the machine learning process for
error detection. This includes developing error reason-
aware features through executable error-checking crite-
ria, and enhancing training data quality via semantic error
augmentation and mutual verification.

• Comprehensive Experiments. Extensive experiments on
seven public datasets demonstrate that, ZeroED consis-
tently shows superior performance, outperforming state-
of-the-art methods up to 30% in F1 score and reducing
maximum 90% token costs.

The rest of the paper proceeds as follows. We introduce
the preliminaries and problem statements in Section II. The
proposed framework is elaborated and discussed in Section III.
Comprehensive experiments and our findings are reported
in Section IV. Section V overviews the related work. We
conclude this paper in Section VI.

II. PRELIMINARIES

In this section, we first introduce types of errors in tabular
data, and the workflow of error detection algorithms. We then
define the error detection problem in this paper.



Feature 
representation

Data sampling & 
human labeling Training data construction

Name … Salary

Bob Johnson … 80000

Carol Brown … 6000

DaveGreen … 64000 Error reason-aware 
feature representation

Name … Salary

✓ … ✓
✓ … ✗
✗ … ✓

Input dirty data

Data sampling & Holistic 
LLM labeling

Training data construction with 
verification and augmentation 

Detection results

Detector 
training and 
prediction

Fig. 2: The comparison of our proposed hybrid framework ZeroED with previous manual label-based ones.

Let D = {t1, t2, ..., tN} be a dirty tabular dataset consisting
of N tuples, where each ti represents an individual tuple. The
schema of D is defined as Attrs = {a1, a2, ..., aM}, com-
prising M attributes. We use D[i, j] to denote the cell value
of attribute aj in tuple ti. Let D∗ represent the ground truth
version of dataset D. Following the existing literature [5], [7],
[10], [25], any value D[i, j] that differs from the corresponding
ground truth D∗[i, j] is considered a data error.

Types of data errors. In tabular data, errors commonly
manifest in several forms, i.e., missing values, typos, pattern
violations, outliers, and rule violations [8], [10], [26], [27].
Their detection requires various contexts across tuples and
attributes. Missing values are characterized by empty fields
or null entries, while typos manifest as incorrect spellings or
character substitutions, typically resulting from human input
errors. These two types of errors can be simply identified
through single-value examination. Pattern violations occur
when values fail to conform to expected attribute formats,
such as improper date formats or incorrectly structured email
addresses. Outliers are values that significantly deviate from
the dataset’s statistical distribution or expected domain, po-
tentially indicating measurement errors or genuine anomalies.
Both pattern violations and outliers require a comprehensive
understanding of the attribute’s value distribution and expected
patterns for detection. Rule violations specifically refer to
inconsistencies between related attributes, such as when the
capital cities are incorrect for their corresponding country val-
ues. This distinguishes them from single-attribute constraints
like data patterns and domain rules, which are covered under
pattern violations and outliers.

Error detection methods. Error detection (ED) aims to
identify incorrect entries in datasets. Most ED methods typ-
ically require external human expertise in two main forms,
i.e., manual criteria and labels. Manual criteria-based ED
methods [11], [13], [28], [29] usually utilize predefined in-
tegrity constraints (e.g., functional dependencies [29], [30],
denial constraints [11], [13]), patterns (e.g., domain informa-
tion, regex expressions [9]), and statistical thresholds [16] to
identify errors based on the violations of these criteria. These
methods inherently rely on the side effects of data errors [7],
[31], thus lacking comprehensiveness.

In contrast, manual label-based ED methods regard errors
as values different from ground truth, adopting a machine
learning process with holistic manual labeled data [7], [8],
[10]. As illustrated by the upper workflow in Fig. 2, this
process begins with feature representation, where features
are extracted to capture data characteristics. Subsequently,

data samples are selected for human labeling to determine
their correctness. These labeled instances are then used to
construct training datasets, enabling the training of an ML-
based detector that can identify all errors. Since human experts
can comprehensively label all error types, they inherently can
detect errors holistically.

Recent advances in LLMs have introduced an alternative
method [19], [24], [32], [33], where prompt-based queries to
LLMs are used to assess data correctness, reducing the reliance
on traditional human expertise. But they can identify limited
error types and output tokens are underutilized providing only
yes/no feedback without further error reasoning insights.

Hybrid approach. Observing that (i) manual label-based
methods, while comprehensive, demand significant human
effort, and (ii) LLM-based approaches, though less human
labor-intensive, typically underutilizing LLM’s reasoning ca-
pabilities, we therefore propose a framework that combines
their strengths. As shown in Fig. 2, our framework follows the
workflow of manual label-based ED methods, employing the
LLMs’ reasoning abilities [34], [35] to enhance the whole
process via zero-shot prompting [22]. Moreover, using the
sampling strategy, LLM token costs are reduced significantly.

Problem statement. The error detection problem is to
detect all errors in a dataset D without human-defined cri-
teria or manual labels. Formally, it is a binary classification
problem that assigns the most probable positive or negative
class for each cell value D[i, j]. A cell value is considered
correctly classified if it is assigned a negative class when
D[i, j] = D∗[i, j], or a positive class when D[i, j] ̸= D∗[i, j].

To address ED as a binary classification problem without
pre-existing labels or criteria, three subproblems need to be
resolved. (i) Feature representations that can distinguish clean
and erroneous data. (ii) Holistic data labeling that covers all
error types, without pre-existing labels and criteria. (iii) High-
quality data to train an effective classifier.

III. THE PROPOSED FRAMEWORK

In this section, we first present an overview of ZeroED. We
then elaborate its four steps one by one, including LLM-driven
processes of error reason-aware feature representation, data
sampling and holistic LLM labeling, along with the training
data construction process. Note that, the fourth step of detector
training is the same as that in previous methods.

A. Framework Overview

To achieve comprehensive ED while minimizing human
labor and computation cost, we propose a hybrid framework
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Fig. 3: The detailed process of LLM-enhanced steps in ZeroED.

combining LLM with the ML pipeline. As shown in Fig. 2,
ZeroED optimizes three key steps of the original workflow
with LLM, i.e., feature presentation (to enable error aware-
ness), data sampling and labeling (to minimize human efforts
and computation costs), along with training data construction
(to enhance training data quality). Through zero-shot prompt-
ing [22], users only need to specify simple task parameters
(e.g., LLM usage budget) and universal template prompts.

Fig. 3 details the three enhanced processes of ZeroED.
Since error reasons and data patterns vary across attributes,
ZeroED processes data by attributes. Initially, beyond statisti-
cal features, ZeroED also incorporates pre-trained embeddings
from Fasttext [36] to offer semantic understanding. Then, to
enhance awareness of specific error causes, LLM is applied to
derive executable error-checking criteria from various perspec-
tives. ZeroED creates binary features based on each value’s
adherence to these error-checking criteria. Combining these
three features, ZeroED builds a base feature for each value.
Additionally, since tabular data values are typically correlated,
ZeroED concatenates base features of related attribute values

to create the final comprehensive feature representations.
Data sampling and labeling process aim to achieve two

goals: i) minimizing human efforts and token costs, and ii)
holistic error labeling. To serve the first one, ZeroED makes
LLM label a few key data samples. With the features, ZeroED
adopts a clustering-based sampling strategy. By selecting
centroid points in clusters, ZeroED ensures that the selected
data are representative of both semantic and error patterns.
The number of clusters can be decided based on user labeling
budgets. For the second goal, ZeroED employs a two-step ED
guideline generation process. It first generates data distribution
analysis functions to parse data. Then based on extracted
critical statistical and contextual patterns, ZeroED creates ED
guidelines that specify error examples, causes, and methods for
various error types. With these attribute-specific guidelines,
LLM can holistically grasp data relations and label errors
through in-context learning.

To provide sufficient high-quality training data, ZeroED
firstly expands labeled samples by propagating LLM labels
within clusters, observing that data points in the same cluster



typically share similar error patterns [10], [37]. Then, Ze-
roED enhances data quality through a mutual verification
process, where criteria are first refined via contrastive in-
context learning and then cross-checking proceeds between the
propagated labeled samples and evolving criteria. As right data
typically outnumbers erroneous in real-world datasets, ZeroED
further employs LLM-based error augmentation, resulting in
a balanced, high-quality training dataset.

Finally, ZeroED trains a simple machine learning classifier
to detect all errors, capturing complex interactions between
features and data correctness.

B. Feature Representation with Criteria Reasoning

Previous feature representation methods for error detection
primarily rely on basic statistical and lexical patterns [7],
[31]. While showing relations with errors, such surface-
level features inherently lack semantic understanding and
error reason awareness. Semantic understanding is crucial for
identifying semantic errors (e.g., typos and missing values)
that go beyond simple statistical patterns. Explicit reasoning
about error origins can help identify context-dependent errors,
like pattern and rule violations. Therefore, ZeroED further
includes pre-trained semantic embeddings and specific error-
checking criteria feature through LLM reasoning. This process
is fully automated, with the only human involvement being the
creation of the initial prompt template for LLM reasoning.

Statistic and semantic features. We first introduce the
applied statistics and semantic features. For statistical features,
inspired by previous studies [9], [10], for each cell value, three
types of statistic frequencies are considered, namely value
frequency, vicinity frequency, and pattern frequency. Though
limited, these different frequencies measure help identify com-
mon types of data errors. For a cell value D[i, j] in dataset
D, value and vicinity frequency are defined as below:

fstat(D[i, j]) =
{count(D[i, j]|D[i, q]) | ∀aq ∈ Attrs}

|D[i, q]| if i ̸= q, |D| otherwise

where count(D[i, j]|D[i, q]) represents how often the value
D[i, q] determines D[i, j]. |D[i, q]| refer to the occurrence
number of |D[i, q]| in aq . When aq is equal to ai, it is the
value frequency, and the vicinity frequency otherwise.

For the pattern frequency, inspired by previous research for
pattern violation detection [9], we generalize value D[i, j]
through three levels: L1 contains all valid characters; L2
categorizes them into letters, digits, and symbols; and L3
distinguishes upper and lower case letters. For the generalized
pattern patv , its frequency is defined as:

fpat(D[i, j]) =
count(patv(D[i, j]))

|patv(D[i, j])|

where |patv(D[i, j])| refers to its frequency in attribute
aj . For example, given “DOe123.”, L1 is “A[6].”, L2 is
“L[3]D[3]S[1]”, L3 is “U[2]u[1]D[3]S[1]”, where A, L,
U/u, D, S denote alphanumeric, letters, upper/lowercase,
digits, symbols, respectively. If 50/1000 values match L3,
fpat3(D[i, j]) = 0.05.

As for the semantic embedding of cell values, instead of
simple lexical features, we utilize pre-trained FastText word
embeddings [38] to generate value embeddings. For cell value
D[i, j], ZeroED first preprocesses by tokenizing it into words
and removing stop words. The semantic representation is then
computed by averaging the embeddings of all tokens [38].

fsem(D[i, j]) =

∑
w∈tokens(D[i,j]) Fasttext(w)

|tokens(D[i, j])|

where tokens(D[i, j]) is the token set of the original value,
and |tokens(D[i, j])| represents the token number.

Error reason-aware features. Though statistical and se-
mantic features are vital, they face challenges in distinguishing
valid but uncommon data patterns and identifying errors
requiring multi-tuple and multi-attribute analysis, like pattern
and rule violations. This limitation arises from their inability
to comprehend the underlying error causes. To overcome this,
ZeroED makes LLMs reason about error causes, deriving
error-checking criteria in executable codes (e.g., Python func-
tions). This approach capitalizes on LLMs’ strength in code
generation [2], and enables richer operations beyond basic
arithmetic [39]. Executing these criteria, binary features are
then created based on each value’s adherence, improving the
distinction between erroneous and clean data.

Specifically, ZeroED derives error-checking criteria through
prevailing prompt engineering with LLM [40]. With given
prompts and data examples, LLMs can reason data-specific
criteria that encode possible error reasons for all possible error
types, providing explicit multi-perspective validation checks.

To create prompts, the first step is tabular data serialization,
as LLMs operate fundamentally on textual contents. Following
previous research [19], [21], for a given tuple ti, we serialize
it as a string of attribute-value pairs: serialize(ti) = {a1 :
vali1...aM : valiM}. aj represents the j-th attribute name and
valij is the value of aj in ti. In cases where an attribute value
is NULL, it is represented as an empty string.

Since data patterns and correlations vary significantly in
different attributes, ZeroED generates criteria by attributes.
For each attribute ai, the applied LLM LM is prompted with
a task and role description Tr, common error descriptions
E, randomly sampled tuples from dataset Ds with the above
serialization. This process can be formalized as:

Prr = {(Tr, serialize(Ds), E, ai) | ai ∈ Attrs}
LM(Prr) = {(ai, Fi) | ai ∈ Attrs}

where Prr is the prompt for criteria reasoning, and the output
indicates the set of criteria Fi = {f1, f2, ..., fki} for each
attribute ai in the dataset.

As shown in Fig. 4, these criteria demonstrate how ZeroED
uses LLM to create error-checking criteria. The Hospital
criterion checks for consistency across attributes. The Flights
criterion verifies if arrival times fall within a valid hour range.
Both examples showcase different aspects of error reasons,
meanwhile providing explainable and multi-perspective vali-
dation checks tailored to each dataset’s specific characteristics.



Generated criteria examples
# Hospital: MeasureCode
def is_clean_consistent_with_measure_code(row, 
attr):

condition = row[attr].lower()
measure_code = row['MeasureCode'].lower()
if 'scip' in measure_code:

return 'surgical infection prevention' in condition
elif 'ami' in measure_code:

return 'heart attack' in condition
elif 'pn' in measure_code:

return 'pneumonia' in condition
return False

# Flights: arr_time
def is_clean_hour_range(row, attr):

# Check if the hour part is within the 
valid range

time_str = row[attr]
try:

parts = time_str.split()
time_part = parts[0]
hour = int(time_part[:2])
return 1 <= hour <= 12

except (ValueError, IndexError):
return False

Fig. 4: The examples of LLM-derived error-checking criteria.

For a given value D[i, j] in attribute aj , ZeroED executes
each criteria ft in Fj and create error-reason aware features:

fcri(D[i, j]) = {exec(ft, D[i, j]) | ft ∈ Fj}

where exec(fk, D[i, j]) returns a binary vector indicating
whether the value satisfies the specific criterion after execution.
This transforms the rich error-checking operations in criteria
into meaningful binary feature representations.

For each value D[i, j], ZeroED concatenates previ-
ous features fstat(D[i, j]), fpat(D[i, j]), fsem(D[i, j]) and
fcri(D[i, j]), constructing a base feature vector fbase(D[i, j]).

Unified Feature Representation. In tabular data, attributes
are typically correlated, implying that the correctness of a
value often depends on other related attribute values. This
makes it essential to consider features of other attribute values.
However, examining all attributes is computationally intensive
and potentially counterproductive, as most attributes share
minimal meaningful relationships. This observation neces-
sitates a strategic approach to identify strongly correlated
attributes, which can provide reliable contexts for ED while
maintaining computational efficiency.

Given that the predominant relationships in tabular data are
dependencies [30] (e.g., Name values decide Gender ones in
Fig. 1), which often manifest as statistical correlations, we
utilize normalized mutual information (NMI) to calculate the
correlation degree between attributes. NMI can effectively cap-
ture both linear and non-linear dependencies while providing
normalized scores between 0 and 1, making it suitable for
measuring correlations in tabular data. For two attributes ax
and ay in Attr, their mutual information is defined as:

NMI(ax, ay) =
I(ax; ay)√
H(ax)H(ay)

I(ax, ay) =
∑
x∈ax

∑
y∈ay

p(x, y) log
p(x, y)

p(x)p(y)

H(ax) = −
∑
x∈ax

p(x) log p(x), H(ay) = −
∑
y∈ay

p(y) log p(y)

where p(x, y) is the joint probability distribution of attributes
ax and ay , and p(x) and p(y) indicates marginal probability
distributions. Since actual distributions are hard to obtain, p(x)
and p(y) are estimated as the frequency of each value divided
by total sample count, while p(x, y) is the frequency of co-
occurrence of values x and y divided by total sample count.

To identify the highly related attributes for attribute ai, we
compute the NMI between ai and every other attribute aj ∈ A

in the dataset. ZeroED selects the attributes with the top-k
highest NMI scores to form the correlative attribute set Rai =
{aj1 , aj2 , . . . , ajk}, providing focused contexts.

The final feature representation for cell value D[i, j] com-
bines its base features with those of its correlated attributes:
Feat(D[i, j]) = fbase(D[i, j]) ⊕ {⊕aq∈Raj

fbase(D[i, q])}.
The final feature vector is within dimension dim(fbase)×(1+
k), where dim(fbase) is the base feature dimension and k is
the number of correlated attributes. Combining both direct and
related attribute value features, our representation considers the
rich contextual information for comprehensive ED.

C. Representative Data Sampling and LLM Labeling

As previously analyzed, using LLMs to directly process
all data values is computationally expensive. Alternatively,
ZeroED only makes LLMs label a small set of key values.

Clustering-based Data Sampling. Random sampling often
fails to capture diverse data characteristics, especially when
certain values predominate. This approach may also ignore
minority error values, as correct data typically outnumber
incorrect ones in real-world datasets. Instead, we propose a
clustering-based sampling method based on previous feature
representations. ZeroED groups similar data into clusters and
selects representative samples from each, ensuring compre-
hensive coverage of the dataset’s diversity, including rare
errors. Moreover, with the comparison of both normal and
problematic samples, LLMs can provide more robust error la-
beling results in the subsequent labeling process. Only required
human effort is manually setting the number of clusters based
on LLM usage budget.

ZeroED first employs the widely used k-means algorithm
for clustering [41], as it naturally prioritizes denser regions
of data, making it effective for sampling representative points.
It is also scalable and can operate within a given clustering
number. For each attribute, the k-means method partitions
the feature space of its values into s clusters, where s can
be flexibly adjusted based on the LLM usage budget. For-
mally, for each attribute aj given its feature representations
Feat(D[i, j])

n
i=1, we perform k-means clustering:

Caj = kmeans({Feat(D[i, j])}ni=1)

= {cj1, cj2, ..., cjs}

After obtaining the clusters, ZeroED proceeds to sample the
centroid points from each cluster, which typically serves as a
good representative for other data points within the cluster.
For cluster cje with centroid µje we select the point qcje :

qcje = argmin
D[i,j]∈cje

||Feat(D[i, j])− µje||2

µje =
1

|cje|
∑
x∈cje

x

where |cje| denotes the number of data points in cluster cje,
and x represents individual data points within the cluster. By
sampling points near cluster centers, ZeroED ensures data
characteristics coverage while maintaining efficiency.



Guideline generation prompt 
You are a top data scientist in data cleaning. Please generate a 
comprehensive guideline for identifying and analyzing common 
errors in the '[attr_name]' attribute of the '[data_name]' table:

Here are the data distribution analysis for the attribute 
'[attr_name]’: [anal._content]

Here are examples for '[attr_name]' with strong correlated 
attribute values: [example_data]

Please first explain the meaning of attribute '[attribute_name]’. 
Then, for each error type below, considering the data 
distribution analysis results, provide specific causes, examples, 
and detection methods for '[attribute_name]’: [Error 
descriptions]

NOTE: When analyzing potential errors, only flag values as errors 
when you have high confidence.

Name … Rel_attrk
Bob Johnson … attr_val1

Carol Brown … attr_val2

DaveGreen … attr_val3

…… … …

Distribution analysis prompt
Based on the column '[attr_name]' with examples: 
[example_data]

Please generate Python functions to analyze the data 
distribution from various perspectives, so that we can verify 
whether an error is reasonable or not. 
Each function should:
1. Take parameters (dirty_csv:pd.df, attr_name: str)
2. Return a string containing the detailed analysis results
3. Do not enumerate all values, showing representative 
ones
4. Also import necessary libraries

Example function code snippet:\n
```python 
def distr_analysis_[perspective](dirty_csv, attr_name):
    # Your logic here
    return 'Detailed description of the analysis results'
```\n

Data serialization

Extract funcs + Distri. analysis with data parsing

Generated guideline
Explanation of the attr: 
<EXPLNATIONS>

Error Types and Analysis
1. Pattern violations
- examples: <DESC>
- causes: <DESC>
- det methods: <DESC>
……

5. Typos
- examples: <DESC>
- causes: <DESC>
- det methods: <DESC>

By systematically identifying these errors, 
you can ensure the attribute data in the 
table is more clean for further analysis.

Querying LLM

Fig. 5: Guideline generation workflow and example prompts.

Context-aware LLM Labeling. As stated in Example 1, the
identification of errors requires data-specific contextual anal-
ysis among tuples and attributes, which LLMs inherently lack
despite broad knowledge. Recent studies have demonstrated
that providing explicit examples and guidelines through in-
context learning significantly improves LLM performance [2],
[42]. Inspired by this, we propose a two-step approach: first,
using LLMs to generate detailed ED guidelines specifically
tailored to each attribute, and then applying these guidelines
to label data (correct or not). With these comprehensive
guidelines explaining errors with specific examples, ZeroED
enables LLMs to make more informed decisions.

Guideline Generation. Generating beneficial data-specific
ED guidelines requires an understanding of whole data dis-
tributions. However, directly analyzing all data examples with
LLMs faces practical input length constraints [2]. Therefore,
ZeroED generates error detection guidelines in two steps,
as shown in Fig. 5. First, it directs LLM to create analysis
functions that can parse the entire dataset and extract key (or
rare) distributions. This enables an understanding of full-scope
data distribution without being limited by input length. Sec-
ondly, ZeroED combines the distribution analysis results with
previously sampled representative data, making LLM generate
detailed and data-specific detection guidelines. Notably, these
prompts mainly focus on task requirements, reducing the need
for in-depth data knowledge. As templates, their reusability
across various datasets further minimizes human effort.

This process starts by prompting LLM previous represen-
tative samples to create analysis functions. By examining
these samples, the LLM uses its inherent reasoning ability
to design specific analysis functions that identify attributes’
specific key features relevant for ED. These may include
common patterns, rare occurrences, and value (or pattern)
distributions. As shown in Fig. 5, the prompt mainly includes
task descriptions, randomly sampled example tuples with seri-
alization, and expected function code formats. With functions
executed to parse the whole dataset, a thorough analysis of
data distribution tailored to attribute features is created.

With the distribution analysis results, ZeroED moves to
generate error detection guidelines. It is obvious that only

including abstract error descriptions in the guidelines is insuf-
ficient. For example, different attributes usually have different
pattern requirements (e.g., time format and date format), and
pure pattern violation descriptions are not specific enough to
effectively identify errors. Therefore, we enhance the guideline
generation process in two aspects. First, we provide descrip-
tions of all common error types, i.e., missing values, typos,
outliers, pattern violations, and rule violations. These error
descriptions can be generated by simply prompting LLM.
We then incorporate previously sampled representative data
examples, leveraging the LLM’s reasoning ability to ground
the abstract error categories in instantiated, domain-specific
contexts for ED. The derived guidelines include error ex-
amples, causes, and detection methods, as shown in Fig. 5.
Similarly, the guideline generation prompt consists of task
descriptions, data distribution analysis results, serialized data
examples, as well as error descriptions.

LLM Labeling. Utilizing automatically reasoned guidelines
as error judging rationale, ZeroED can then comprehensively
label data with zero-shot prompting [22]. Leveraging LLMs’
in-context learning capabilities and pre-trained knowledge,
this labeling process eliminates the need for pre-existing
data-specific labels (and criteria), parameter-tuned training,
and manual annotation. Limited human intervention is only
required to specify high-level task and workflow design, which
are universal across datasets.

Specifically, for each attribute, we present LLM with both
corresponding detection guidelines and selected samples for
analysis. LLM examines each value by comparing it against
the guidelines, enabling the comprehensive detection pro-
cesses. To handle large-scale datasets efficiently, a batch
processing approach is applied. Rather than processing the
sampled data at once, we divide it into manageable batches to
ensure LLM can focus on a reasonable number of instances at
a time, leading to more reliable error detection. The labeling
process can be expressed as:

Prl = {(Tl, Gi, Bw, ai) | ai ∈ Attrs}
LM(Prl) = {(vwj , lwj) | lwj ∈ {0, 1}, j ∈ {1, ..., |Bw|}}

where Tl is the task descriptions, Gi represents the task
description and guideline for attribute ai, Bw denotes the w-th
batch of data instances, vwj represents the j-th value in batch
w, and lwj indicates the label (i.e., error or not) assigned to
value vwj . LLM examines each value against the guidelines
Gi to identify potential errors.

Notably, in each batch, ZeroED integrates not only the
values in ai but also values of correlated attributes in Rai .
Through this context-aware approach, we can enable compre-
hensive error detection while maintaining efficiency.

D. Constructing Training Data

After completing the LLM labeling process, our goal is to
train simple detectors to detect remaining errors. However,
this task presents two challenges. First, limited LLM labeled
data can lead to detectors overfitting. Second, real-world
datasets are typically class-imbalanced, containing far more



Algorithm 1: Training Data Construction
Input: Clusters C, LLM-labeled data L, Attributes Attrs,

and LLM LM
Output: Training dataset T , updated criteria F ∗

1: P ← PropagateLabels(C,L)
2: F ∗ ← ∅
3: for ai ∈ Attrs do
4: Vit ← SampleErrorValues(L, ai)
5: Vif ← SampleRightValues(L, ai)
6: Prc ← ConstructContrastivePrompt(Vit, Vif )
7: F ∗

i ← LM(Prc)
8: /* Verify criteria with right labels*/
9: P i

right ← FilterLabelsRight(P i)
10: for f∗

i ∈ F ∗
i do

11: if AccOnDataRight(f∗
i , P

i
right) < 0.5 then

12: F ∗
i .remove(f∗

i )
13: end
14: end
15: /* Verify data with reliable criteria*/
16: for data ∈ P i

right do
17: if PassRateOnCriteria(data, F ∗

i ) < 0.5 then
18: P i

right.remove(data)
19: end
20: end
21: Pright.update(P

i
right)

22: F ∗.add(F ∗
i )

23: end
24: P.update(Pright)
25: GenErrs← GenerateErrs(P,LM)
26: T ← CombineData(P,GenErrs)
27: return T , F ∗

correct values than errors. These challenges call for a robust
approach to construct sufficient and high-quality training data
for building reliable error detectors.

As shown in Algorithm 1, firstly, ZeroED propagates the
LLM labels within clusters to expand the training data pool
(Line 1), observing that data within the same cluster are
likely to share the same class label [10], [37], However, this
propagation may introduce unreliable labels. A direct way is to
use the previous criteria set {Fi}Mi=1 to verify these labels. Yet,
this is not ideal since these criteria are derived from random
samples, and may consequently miss certain error patterns.

We therefore propose contrastive in-context prompting to
enhance criteria quality (Lines 4-7). This strategy works by
structuring prompts to present both clean and erroneous value
groups, guiding LLM to recognize subtle distinctions between
correct and incorrect data. Through such targeted prompting,
LM develops a more refined understanding of both error pat-
terns and validity requirements within specific data contexts,
resulting in enhanced error-checking criteria F ∗.

To ensure the quality of both training data and criteria,
ZeroED implements a mutual verification process between the
enhanced criteria and propagated labels. Observing that correct
values often make up more than 0.5 of real-world datasets, we
use data with correct labels to verify our criteria, applying a 0.5
accuracy threshold to identify data with correct labels (Lines
8-14). This process helps discard unreliable criteria. ZeroED
then uses these verified criteria to examine propagated correct

labels, removing data where over 50% of criteria indicate
incorrectness (Lines 15-20). This mutual verification helps
enhance the quality of both our criteria and training data.

To address the challenge of class imbalance, we leverage
LLM to create additional error examples. (Lines 24-25). By
analyzing error reasons in verified labeled data, LLMs create
more error instances that maintain semantic similarity while
reflecting realistic scenarios, effectively augmenting the minor-
ity error class while preserving data quality. The final training
dataset combines the verified propagated labels and synthetic
error examples (Line 26). This comprehensive approach yields
a balanced, high-quality training dataset that captures diverse
error patterns while maintaining semantic validity with only
human effort involved in prompt formulation with defined
configurations, enabling the training of a robust ED classifier.

Within high-quality training data, ZeroED trains a simple
Multilayer Perceptron (MLP) model to classify all cell values
as clean or dirty, which captures the non-linear interactions
between feature representations and value correctness.

The commonly used cross-entropy loss function is employed
as the objective function for model optimization, which is
defined as follows.

L(y′v, ŷv) = − 1

|Bw|
∑
v∈Bw

[y′v log ŷv + (1− y′v) log(1− ŷv)]

where ŷv represents the prediction of MLP for value v , y′v
denotes the label in batch Bw, and |Bw| is size of the batch.
Upon completion of training, the MLP classifier is applied to
predict the correctness of all values in the target dataset D.

E. Discussions

ZeroED presents a novel hybrid resolution for zero-shot
tabular data error detection, with the combination of LLM
labeling and LLM-enhanced ML process. Compared with
traditional non-LLM methods, ZeroED eliminates the need for
manual criteria or labeling. Moreover, harnessing LLMs’ vast
background knowledge, ZeroED can better understand data
patterns and relationships. This allows for processing a broader
range of error types and adapting to diverse error scenarios.

In contrast to other LLM-based ED methods, instead of
direct error detection with individual tuples, ZeroED employs
LLMs’ reasoning abilities to derive error-checking criteria and
error detection guidelines. This makes it can holistically iden-
tify errors like human experts. Moreover, ZeroED improves the
machine learning process through better error-distinguishable
feature representations and higher-quality training data, lead-
ing to competitive performance while keeping low token costs.
Experimental results demonstrate ZeroED’s effectiveness with
up to 30% improvement in F1 score while reducing token costs
by up to 90%. This makes ZeroED a practical solution, mark-
ing an important advance in fully automated error detection.

IV. EXPERIMENTS

We evaluate the performance of ZeroED against six state-
of-the-art ED methods. Experiments are conducted on a server
with an Intel Xeon Gold 6326 CPU (2.90GHz), 3*A40 GPUs,



TABLE II: The information of the evaluation datasets.

Name #Tuples #A. Err.(%) MV(%) PV(%) T(%) O(%) RV(%)
Hospital 1,000 20 4.82 0 2.75 2.71 2.98 2.05
Flights 2,376 7 34.51 16.22 20.12 13.92 17.52 34.51
Beers 2,410 11 12.98 0.90 9.14 2.43 1.09 1.12
Rayyan 1,000 11 29.19 15.31 9.42 3.23 8.47 11.40
Billionaire 2,615 22 9.84 2.41 3.14 1.35 3.80 0.56
Movies 7,390 17 4.97 2.22 2.32 0.03 2.64 0
Tax 200,000 22 0.11 0.01 3.36 0.04 0.08 0.03

512GB RAM, running Ubuntu 20.04.6 LTS. The source code
is available at https://github.com/ZJU-Data-Governance-and-
Services-Team/ZeroED.

A. Experiment Settings

Datasets. Our experiments utilize seven datasets, encom-
passing both real-world and synthesized errors. Five datasets,
i.e., Hospital, Flights, Beers, Movies, and Rayyan, contain
real-world errors, while Billionaire and Tax feature man-
ually injected errors. We selected these datasets for their
representation of common, realistic error types, i.e., outliers
(O), typographical errors (T), pattern violations (PV), missing
values (MV), and rule violations (RV). Table II presents
comprehensive details about these datasets. We report overall
error rate (Err.) and individual error rates by type. As no
explicit methods exist for type detection, we classify them as
follows: T include errors within edit distance ≤3 from clean
data; PV represent error formats unseen in the clean data;
MV include explicit and implicit placeholders; RV cover rule
violations; O are errors with <1% frequency. Hospital and
Flights are well-established ED benchmarks [8], [10], [25],
[31]. Beers [43] dataset is cleaned manually, whereas Movies
is sourced from the Magellan repository [44], cleaned with
duplicate tuple labels. Rayyan is another real-world dataset,
cleaned by its original owners. To expand the range of error
types, we also create a dirty Billionaire [45] dataset. Using
publicly available code [46], we introduced all five types
of errors. Tax is a large synthetic dataset from the BART
repository [47]. We use this dataset for scalability evaluations.

Baselines. We evaluate ZeroED against diverse state-of-the-
art ED methods for tabular data. Our comparison includes
methods requiring external manual criteria: dBoost [16] with
statistical configuration, Nadeef [13] using pre-defined con-
straints and patterns, and Katara [14] leveraging knowledge
bases. We also include state-of-the-art manual label based
approaches Raha [10]. For comprehensive comparison, we
include ActiveClean [48], which employs downstream models
for error detection. Additionally, we incorporate FM ED [19]
as a representative of LLM-driven methods This comparison
spans various ED paradigms and techniques, enabling a holis-
tic evaluation of ZeroED’s capabilities.

Evaluation Metrics. To comprehensively evaluate ED per-
formance, we employ precision (Prec), recall (Rec), and F1-
score (F1) metrics, which are widely adopted in previous
literature [5], [7], [10], [25], [49] Precision is the percentage
of correctly identified errors among all identified errors. Recall
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Fig. 6: Raha performance via active learning.

is the proportion of identified errors out of all actual errors.
F1-score is the harmonic mean of precision and recall. Higher
values across them indicate better ED performance.

Implementation Details. All open-source LLMs are run
on vllm [50], including Qwen [51] and Llama [52] series.
The closed-source gpt-4o-mini-2024-05-13 model through
API calls is also incorporated to assess runtime and token
costs. For reproducibility, LLM query parameters are set
with a temperature of 0 and a maximum output of 4096
tokens. By default, we use Qwen2.5-72b to label 5% of data,
with the clustering number determined by multiplying data
size. 2 related attributes are used except in hyperparameter
experiments. The criteria are generated within two rounds of
prompting. Our MLP model comprises two layers with ReLU
activation functions. To address the input length constraints
of LLMs, we segmented the data into sequential batches of
20 tuples each for prompts requiring data input. For baselines
requiring integrity constraints, patterns, and knowledge bases,
we incorporated these from existing public code [8], [10]. To
meet the scenarios requiring minimal human efforts, we used
2 labeled tuples per dataset for ED methods requiring manual
labels. Notably, ZeroED does not depend on manually defined
constraints, patterns, knowledge bases, or labels. Each reported
result represents the average of three repeated experiments.
Other parameters are set to their default values.

B. Comparison Study

We first comprehensively explore the error detection per-
formance of different error detection methods, across six
datasets, shown in Table III For justification, we also evaluate
the performance of Raha with different numbers of labeled
tuples, as illustrated in Fig. 6. ZeroED achieves superior
performance in most scenarios, particularly excelling in pre-
cision and F1 score. When compared to traditional criteria-
based error detection methods such as dBoost, Nadeef, and
Katara, ZeroED exhibits superior performance across almost
all metrics. This is primarily due to the fact that criteria
violations do not always indicate absolute errors, which can
lead to suboptimal ED performance. Katara shows minimal
detection results on Flights, Beers, and Rayyan due to the
absence of relevant knowledge bases. Nadeef achieves perfect
precision on Movies, due to the limited but precision pattern
criteria. ZeroED also demonstrates significant improvements
over Raha. As shown in Fig. 6, the star points indicate
the first time Raha outperforms ZeroED. Notably, except for



TABLE III: Performance comparison of error detection methods, with the best results highlighted in bold. The improvements
in F1 score over all baselines are statistically significant (i.e., paired t-tests with p < 0.05).

Methods Hospital Flights Beers Rayyan Billionaire Movies
Prec Rec F1 Prec Rec F1 Prec Rec F1 Prec Rec F1 Prec Rec F1 Prec Rec F1

dBoost 0.887 0.355 0.507 0.753 0.582 0.657 0.535 0.997 0.697 0.515 0.414 0.459 0.795 0.497 0.612 0.555 0.412 0.473
Nadeef 0.061 0.257 0.059 0.420 0.927 0.578 0.135 0.089 0.107 0.742 0.556 0.632 0.145 0.083 0.106 1.000 0.104 0.189
Katara 0.439 0.071 0.122 0 0 0 0 0 0 0 0 0 0.101 0.013 0.022 0 0 0

ActiveClean 0.049 0.088 0.074 0.350 0.959 0.513 0.130 0.996 0.230 0.292 1.000 0.452 0.098 0.935 0.179 0.109 0.006 0.011
Raha 0.727 0.068 0.125 0.719 0.612 0.591 0.742 0.636 0.685 0.532 0.350 0.422 0.278 0.126 0.174 0.376 0.371 0.373

FM ED 0.665 0.638 0.651 0.926 0.513 0.660 0.866 0.076 0.139 0.793 0.568 0.662 0.628 0.727 0.674 0.793 0.461 0.583
ZeroED 0.936 0.715 0.811 0.935 0.586 0.722 0.888 0.689 0.774 0.778 0.692 0.732 0.768 0.767 0.767 0.724 0.812 0.765

TABLE IV: Ablation study of ZeroED. All decreases in F1 score values with process removal are statistically significant (i.e.,
two-sided t-tests with p < 0.05).

Ablation
Process

Hospital Flights Beers Rayyan Billionaire Movies
Prec Rec F1 Prec Rec F1 Prec Rec F1 Prec Rec F1 Prec Rec F1 Prec Rec F1

w/o. Guid. 0.926 0.697 0.795 0.905 0.577 0.705 0.852 0.370 0.516 0.751 0.618 0.678 0.497 0.752 0.598 0.662 0.805 0.727
w/o. Crit. 0.652 0.573 0.609 0.965 0.534 0.688 0.923 0.581 0.714 0.697 0.611 0.651 0.624 0.718 0.667 0.543 0.664 0.598
w/o. Corr. 0.903 0.692 0.784 0.681 0.573 0.623 0.931 0.395 0.555 0.696 0.457 0.552 0.685 0.702 0.693 0.392 0.738 0.511
w/o. Veri. 0.932 0.664 0.775 0.933 0.571 0.708 0.890 0.682 0.772 0.774 0.663 0.714 0.768 0.767 0.767 0.724 0.812 0.765
ZeroED 0.936 0.715 0.811 0.935 0.586 0.722 0.888 0.689 0.774 0.778 0.692 0.732 0.768 0.767 0.767 0.724 0.812 0.765
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Fig. 7: Running time eval. across datasets and data sizes.

Flights and Beers, Raha requires over 20 labeled tuples to
achieve performance comparable to ZeroED. This underscores
ZeroED’s effectiveness without the need for labeled data.
ActiveClean struggles to differentiate between errors and clean
data in the Flights and Rayyan datasets due to its simple
feature extraction method, leading it to treat all data as
incorrect. ZeroED’s outperforming of FM ED demonstrates
that its novel framework, which combines LLMs with an
ML pipeline, offers superior accuracy and comprehensiveness
compared to purely LLM-based detection approaches.

C. Running Time and Token Consumption Evaluation

1) Running time: We analyzed the end-to-end runtime
across datasets, with a special focus on different-sized subsets
of the largest Tax dataset. As shown in Fig. 7, traditional
methods like dBoost, Nadeef, and Katara execute quickly due
to simple heuristics. FM ED and ZeroED run slower due to
API limitations. In the largest Tax datasets, ZeroED’s runtime
becomes comparable to Raha. Moreover, rapidly improving
LLM processing speeds (e.g., GPT-4o is 4x faster than original
GPT-4) suggest the runtime will continue to decrease.

2) Token consumption: We compare token costs between
FM ED and ZeroED. Fig. 8 shows that ZeroED generally
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Fig. 8: Token consumption eval. across datasets and data sizes.

uses fewer tokens as dataset size grows, except for Billionaire
dataset due to its high attribute count and small data size.
Notably, FM ED typically uses more input tokens, while
ZeroED focuses on output tokens. This suggests ZeroED more
effectively leverages the LLM for insights. Experiments on
the Tax dataset demonstrate ZeroED’s superior scalability,
maintaining modest token growth compared to FM ED’s steep
increase, achieving over 90% token cost reduction at the
maximum dataset size.

D. Ablation Study

We conducted ablation studies on ZeroED by removing
individual components, i.e., guideline generation (Guid.), cri-
teria reasoning (Crit.), correlated attributes calculation (Corr.),
and training data verification and error generation (Veri.)
processes. Table IV shows that removing any component from
ZeroED leads to a decrease in performance, with all decreases
in F1 score being statistically significant (p < 0.05). The
results highlight that guideline generation, criteria reasoning,
and correlated attribute calculation are particularly crucial
for ZeroED. For Hospital and Flights, which contain easily
detectable errors such as simple typos and missing values,
removing guidelines has minimal effect. However, for complex
datasets, with a broader range of errors, the guidelines prove



TABLE V: Detection performance comparison of ZeroED with different LLMs

LLMs Hospital Flights Beers Rayyan Billionaire Movies
Prec Rec F1 Prec Rec F1 Prec Rec F1 Prec Rec F1 Prec Rec F1 Prec Rec F1

GPT-4o-mini 0.164 0.691 0.265 0.687 0.492 0.574 0.532 0.617 0.571 0.447 0.545 0.491 0.311 0.501 0.384 0.208 0.736 0.325
Llama3.1-8b 0.678 0.815 0.755 0.820 0.594 0.689 0.629 0.434 0.514 0.798 0.627 0.702 0.819 0.702 0.756 0.484 0.782 0.598
Llama3.1-70b 0.687 0.763 0.723 0.886 0.583 0.703 0.907 0.502 0.647 0.774 0.682 0.724 0.612 0.706 0.656 0.686 0.735 0.710
Qwen2.5-7b 0.532 0.776 0.631 0.802 0.552 0.654 0.712 0.543 0.616 0.779 0.596 0.675 0.418 0.318 0.361 0.300 0.449 0.360
Qwen2.5-72b 0.936 0.715 0.811 0.935 0.586 0.722 0.888 0.689 0.774 0.778 0.692 0.732 0.768 0.767 0.767 0.724 0.812 0.765
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Fig. 9: Error detection performance under different data label rates (clustering number) using LLM.

critical. As for training data verification and error generation
process, it is also crucial for Hospital, Flights, and Beers, but
has minimal impact on other datasets. This is possibly because
other datasets have relatively more diverse errors, While re-
moving criteria reasoning and correlated attributes calculation
may slightly increase precision, this marginal improvement did
not offset the overall drop in model robustness.

E. Parameter Evaluation

1) Effect of LLM label rate: (Clustering number) Fig. 9
illustrates ZeroED’s performance as the LLM label rate in-
creases from 1% to 5%. The clustering number for each
dataset is calculated as data size ∗ label rate. We observe
general metric improvements with higher label rates. Precision
consistently improves across most datasets, while recall shows
less consistency, with slight decreases possibly indicating
overfitting or noise for some datasets. F1 scores improve
steadily, confirming that higher label rates enhance overall
performance, though at varying rates. These results underscore
ZeroED’s effectiveness in leveraging increased labeled data.

2) Effect of LLMs: Table V presents the F1 scores of
ZeroED using various open-source and closed-source LLMs,
including the Qwen series [51], Llama series [52], and GPT-
4o-mini. The results reveal significant variability in perfor-
mance. Qwen2.5-72b consistently achieved the highest F1
scores across most datasets, demonstrating superior perfor-
mance. In contrast, GPT-4o-mini underperformed, highlighting
its limitations in handling diverse error types. Larger models,
such as Llama3.1-70b and Qwen2.5-72b, generally outper-
formed smaller ones, indicating their enhanced ability to cap-
ture and interpret complex error patterns. Notably, Llama3.1-

8b also performed well, showcasing the effectiveness of our
framework in helping smaller models understand data errors.

3) Effect of correlated attribute number: Fig. 10 illustrates
how the number of correlated attributes affects ED perfor-
mance across six datasets. Hospital and Flights maintain high
precision with 2-4 attributes, Movies show stable performance
across different attribute numbers, Billionaire performs best
with 2 attributes, and Beers and Rayyan display more variabil-
ity. Optimal performance is generally achieved with 2-3 related
attributes, providing sufficient context while minimizing noise.
Using only 1 attribute results in poor performance due to
insufficient context, while including 5 attributes degrades
performance due to increased noise and complexity.

4) Effect of clustering methods: To further explore the
effects of clustering methods, we adopt three different clus-
tering methods, e.g., random sampling, Agglomerative Clus-
tering [53], and k-means [41] methods on Flights, Billionaire,
and Movies. Table VI demonstrates that two clustering meth-
ods generally perform better than random sampling. Specifi-
cally, the k-means clustering method is more robust across var-
ious datasets, while Agglomerative Clustering can outperform
in certain scenarios. Notably, for the Flights dataset, which
contains simpler errors, there is less performance disparity
between the methods. However, for the Billionaire and Movies
datasets, which present more complex errors, the performance
gap becomes more pronounced, highlighting the effectiveness
of the clustering approaches over random sampling.

F. Different Error Scenarios

As shown in Fig. 11, we evaluate the F1 score on the
Beers dataset across previous five error types selected from
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Fig. 10: Error detection performance under different related attribute numbers.

TABLE VI: Performance with different clustering methods.

Clustering
method

Flights Billionaire Movies
Prec Rec F1 Prec Rec F1 Prec Rec F1

Random 0.875 0.599 0.702 0.510 0.571 0.539 0.368 0.741 0.491
AGC 0.946 0.580 0.719 0.668 0.762 0.718 0.589 0.720 0.632

k-Means 0.935 0.586 0.722 0.768 0.767 0.767 0.724 0.812 0.765

the original data, and corresponding error rates are shown
previously. Especially, mixed errors (ME) involving at least 3
former types with 0.49% error rate, and ‘x’ denotes zero value.
Although specialized methods like Nadeef (for rule violations)
and dBoost (for outliers) excel in their specific scenarios, they
require human-defined criteria. Except for RV error condition,
ZeroED generally performs better. ZeroED and FM ED show
more robust performance than non-LLM baselines, particularly
in mixed error scenarios, indicating the usage of LLM in better
managing interrelated errors.

V. RELATED WORK

This section provides an overview of existing ED methods,
including those relying on external expertise, labeled errors,
and LLMs. Most prior ED methods depend on pre-defined
manual criteria [11], [13], [14], [25], [29], [54]–[56], typically
developing heuristic strategies to find violations. Manual label-
based algorithms aim to provide more comprehensive detec-
tion by leveraging ML models trained on (weakly) labeled er-
rors [7], [8], [10], [31]. However, these methods often require
substantial human effort, and frequently rely on predefined
statistical or simple lexical features, limiting their adaptability
to diverse datasets and domains.

The emergence of LLMs such as ChatGPT [57], [58],
Llama [52], [59], and Qwen [51], [60], has revolutionized
current applications, demonstrating impressive capabilities in
in-context learning [20], [61]–[63], adherence to instruc-
tions [64]–[66], and chain-of-thought reasoning [67]–[69].
Existing LLM-based tabular data error detection methods
primarily focus on creating prompts [19] or fine-tuning LLMs
for various table-related tasks [24], [34], [58], [70]. They often
examine tuples in isolation, lacking the necessary data contexts
to detect complex errors. In contrast, ZeroED uses LLMs for
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Fig. 11: Performance v.s. error types.

zero-shot and holistic error labeling, meanwhile enhancing
important feature representation, error labeling, and training
data construction through LLM reasoning. This combination of
both strengths, offers an effective and efficient ED framework.

VI. CONCLUSION

In this paper, we present ZeroED, a novel hybrid framework
that combines LLM reasoning with previous ML pipelines via
zero-shot prompting. ZeroED enhances feature representation
through LLM-derived error-checking criteria features, mean-
while using efficient sampling and LLM-deduced guidelines to
achieve holistic and zero-shot labeling with limited token cost.
Training data quality is also improved through label propaga-
tion and error augmentation with verification. Experimental
results demonstrate the superior performance and efficiency
of ZeroED as a practical solution.
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