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Abstract

Vision-Language Models (VLMs) extend the capabilities of
Large Language Models (LLMs) by incorporating visual
information, yet they remain vulnerable to jailbreak at-
tacks, especially when processing noisy or corrupted im-
ages. Although existing VLMs adopt security measures dur-
ing training to mitigate such attacks, vulnerabilities associ-
ated with noise-augmented visual inputs are overlooked. In
this work, we identify that missing noise-augmented train-
ing causes critical security gaps: many VLMs are suscep-
tible to even simple perturbations such as Gaussian noise.
To address this challenge, we propose Robust-VLGuard, a
multimodal safety dataset with aligned / misaligned image-
text pairs, combined with noise-augmented fine-tuning that
reduces attack success rates while preserving functional-
ity of VLM. For stronger optimization-based visual per-
turbation attacks, we propose DiffPure-VLM, leveraging
diffusion models to convert adversarial perturbations into
Gaussian-like noise, which can be defended by VLMs with
noise-augmented safety fine-tuning. Experimental results
demonstrate that the distribution-shifting property of diffu-
sion model aligns well with our fine-tuned VLMs, signif-
icantly mitigating adversarial perturbations across vary-
ing intensities. The dataset and code are available at
https://github.com/JarvisUSTC/DiffPure-
RobustVLM .

*Equal contribution.
†Corresponding author.

1. Introduction

Recently, Vision-Language Models (VLMs) [3, 9, 29, 51]
have significantly extended the capabilities of Large Lan-
guage Models (LLMs) by integrating both visual and textual
information, allowing them to interpret and respond based
on multimodal inputs. This advancement enables VLMs to
tackle a wider range of tasks, from understanding images to
generating rich, contextually aware responses that leverage
both language and visual cues. While LLMs have incor-
porated various training techniques, such as Reinforcement
Learning from Human Feedback (RLHF) [5, 15], to ensure
alignment with ethical and legal standards, VLMs remain
more susceptible to certain risks. Fine-tuning VLMs for
visual instruction-following can disrupt the alignment care-
fully established in LLMs [52]. Additionally, the integra-
tion of visual modalities not only introduces extra risk fac-
tors, such as a heightened vulnerability to jailbreak attacks
[27, 35], but also poses greater challenges for model ro-
bustness. Compared to LLMs, VLMs must account for a
broader spectrum of visual scenarios, rendering them more
sensitive to even minor noise perturbations.

Perturbation-based adversarial attacks have long tar-
geted image classification neural networks [18]. With the
emergence of VLMs, many studies have adapted tradi-
tional optimization-based perturbation attack methods to
perform jailbreak attacks on these models [27, 35]. Con-
currently, substantial research has focused on defending
against perturbation-based attacks. For instance, DiffPure
[33] utilizes the denoising capabilities of Diffusion Models
as an image preprocessing method to neutralize perturba-
tion noise in adversarial images, though it does not fully
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counteract perturbation attacks, particularly in VLMs [35].
Zong et al. [52] introduced VLGuard, a vision-language
dataset containing both safe and unsafe queries and images,
designed to fine-tune VLMs for enhanced protection against
jailbreak attacks. However, VLGuard’s effectiveness has
only been evaluated against the FigStep attack and it does
not consider cases where the image is unrelated to the text
prompt. Similarly, Zhang et al. [49] introduced Jailguard, a
mutation-based detection framework that effectively identi-
fies jailbreaks but significantly raises inference costs. More
recently, Xu et al. [44] proposed an efficient cross-modality
approach, CIDER, for detecting adversarially perturbed im-
ages, though it still impacts models’ helpfulness noticeably.

In this work, we observed that many vision-language
models lack noise augmentation for visual inputs during
training, leaving them vulnerable to even slight perturba-
tions like Gaussian noise. Such vulnerabilities can dis-
rupt both the helpfulness and safety alignment of VLMs.
To investigate this vulnerability, we systematically evalu-
ate the robustness of three mainstream VLMs, including
InternVL2-8B [9], LLaVA-v1.5-7B [29], and MiniGPT-4-
13B [51], against minor Gaussian noise perturbations. Our
experiments reveal that although these models excel un-
der standard conditions, their helpfulness and safety perfor-
mance degrades significantly in the presence of Gaussian
noise, emphasizing the need for enhanced noise robustness
in VLM designs.

To address this challenge, we first introduce Robust-
VLGuard, a novel vision-language dataset aimed at bolster-
ing VLM robustness against Gaussian noise while improv-
ing safety alignment and preserving helpfulness. For safety,
our dataset includes 2,000 carefully curated instructions that
consider both image-text alignment and misalignment, with
the latter representing a novel scenario—acknowledging
that fine-tuning VLMs can disrupt the alignment of pre-
trained LLMs and that perturbation-based attacks may in-
troduce noise unrelated to text prompts. To maintain help-
fulness, we complement these safety-driven instructions
with 4,467 general instructions covering a broad spec-
trum of tasks, including general question answering, world
knowledge, mathematics, OCR, spatial reasoning, and ex-
tended text generation. We further leverage GPT-4V [34] to
generate detailed responses for these general instructions,
addressing the issue of overly brief annotations in existing
datasets that leads to performance degradation during fine-
tuning. Then, we fine-tune VLMs using Robust-VLGuard
with Gaussian noise augmentation. Our noise-augmented
safety fine-tuning approach demonstrates that even limited
high-quality data can significantly enhance noise robustness
with minimal impact on baseline capabilities.

To further explore the benefits of our Gaussian-noise-
tolerant VLMs, we extend our evaluation beyond Gaussian
noise attacks to a broader range of optimization-based ad-

versarial perturbations. While noise augmentation typically
enhances robustness against specific noise distributions, we
emphasize the crucial role of effective image preprocessing.
Our statistical analyzes reveal that DiffPure [33] excels in
shifting distributions by using diffusion models to transform
adversarial noise into Gaussian-like noise without com-
promising image content. Compared to JailGuard [49], a
VLM-specific defense, DiffPure proves significantly more
effective and efficient when paired with noise-augmented
safety fine-tuned VLMs. Building on this, we propose
DiffPure-VLM, a defense pipeline that integrates diffusion
models with Gaussian-noise-tolerant VLMs to bolster pro-
tection against diverse adversarial attacks. Experiments
demonstrate that DiffPure’s distribution shift property align
well with safety fine-tuned VLMs, effectively mitigating
adversarial perturbations across varying intensities.

In conclusion, our contributions are: (1) To our best
knowledge, we are the first to provide a systematic vulnera-
bility analysis revealing that mainstream VLMs lack inher-
ent robustness to Gaussian noise visual perturbations. (2)
We propose Robust-VLGuard dataset, which features novel
image-text misalignment scenarios and detailed responses,
and combine it with Gaussian noise augmentation for fine-
tuning to enhance VLM robustness against Gaussian noise
while preserving its helpfulness. (3) We expand the de-
fense scope of fine-tuned VLMs to optimization-based vi-
sual adversarial attacks and propose a defense framework,
DiffPure-VLM, by adopting the distribution-shifting ability
of diffusion model to transfer adversarial noise to Gaussian-
like noise in visual input, which can be defended by VLMs
with noise-augmented safety fine-tuning. Experimental re-
sults demonstrate the superiority of DiffPure-VLM against
baseline methods and its generalization.

2. Vulnerability of VLMs to Gaussian Noise
Perturbations

We observed that many current VLMs, including advanced
ones, lack noise augmentation during training, rendering
them vulnerable to basic perturbations like Gaussian noise.
As shown in Figure 1, we presented both a clean image and
a slightly Gaussian-noised version as visual prompts. One
leading model, InternVL2-8B [9], displayed inconsistent
responses, with noisy prompts causing hallucinated outputs.
This motivates a systematic evaluation of the robustness
of mainstream VLMs against Gaussian noise, focusing on
helpfulness and safety. Additional evaluation results for the
latest VLMs (e.g., LLaMA-3.2-Vision [13], Qwen2.5-VL
[4]) are provided in Table 10 in the Appendix.

2.1. Experimental Settings
Models We evaluate three state-of-the-art VLMs:
MiniGPT-4 (13B) [51], LLaVA-v1.5 (7B) [29], and In-
ternVL2 (8B) [9]. Each model features a distinct LLM,



Question: what is the green
logo on the car?

Answer: The green logo on
the car is the Monster

Energy logo.

Answer: The green logo on
the car is the Mötley

Crüe logo.

Clean Image

Noisy Image

InternVL2-8B

InternVL2-8B

Figure 1. Visualization of Vision-Language Model’s outputs un-
der different noise conditions. The upper part shows the original
image with green text indicating correct responses generated with-
out noise, while the lower part adds slight Gaussian noise, with red
text highlighting errors introduced under noisy conditions. Please
zoom in for better visualization.

vision encoder, and vision-language alignment method, al-
lowing us to draw broader insights. Details of these models
are in Table 6 in the Appendix. To ensure reproducibility in
helpfulness evaluations, we set the temperature to 0, while
safety assessments follow the setup of Qi et al. [35]. The
default system prompt is used throughout.
Datasets To test robustness under Gaussian noise, we
evaluate VLM performance on two key aspects: helpfulness
and safety. For helpfulness, we use MM-Vet [45], a compre-
hensive benchmark assessing six vision-language capabili-
ties: recognition, OCR, knowledge, language generation,
spatial reasoning, and mathematics. For safety, we use the
RealToxicityPrompts benchmark [16], specifically the chal-
lenging subset with 1,200 prompts, following Qi et al. [35].
We augment image prompts from both datasets with Gaus-
sian noise with a mean of 0 and a standard deviation of 0.1,
to compare performance under clean and noisy conditions.
Metrics For helpfulness, we use the original MM-Vet
metric [45], designed to handle diverse real-world scenar-
ios. GPT-4 [1] serves as the evaluation assistant, using a
few-shot prompt template for flexible scoring. Each re-
sponse is rated from 0 for incorrect answers to 1 for cor-
rect answers, and the Performance Score is the average of
all sample scores. For safety, we use the metrics from Qi
et al. [35], pairing visual adversarial examples with text
prompts and measuring toxicity using the Perspective API1

and Detoxify classifier [20]. Toxicity scores range from 0,
indicating least toxic, to 1, indicating most toxic. The At-
tack Success Rate is the percentage of responses with any
toxicity score above 0.5, indicating a successful attack.

1https://perspectiveapi.com/
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(a) Performance evaluation on MM-
Vet benchmark.
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(b) Attack success rate on RealTox-
icityPrompts benchmark.

Figure 2. Comparison of various models’ performance and robust-
ness: (a) helpfulness on the MM-Vet benchmark with clean and
noisy image prompts, and (b) attack success rates on the RealTox-
icityPrompts benchmark using clean and noisy image prompts.

2.2. Findings

The main results are shown in Figure 2, where helpfulness
is measured using MM-Vet benchmark scores and safety is
evaluated by the Attack Success Rate using the Perspec-
tive API on the RealToxicityPrompts benchmark. We draw
the following key insights regarding the impact of Gaussian
noise on VLMs in terms of helpfulness and safety align-
ment:

Helpfulness Degradation In Figure 2a, InternVL2, de-
spite having the highest baseline performance on MM-Vet,
suffers a significant drop when exposed to Gaussian noise,
revealing its lack of noise robustness. MiniGPT-4 and
InternVL2 show similar relative declines of around 10%,
while LLaVA-v1.5 experiences a smaller drop, indicating
better noise tolerance. However, all models exhibit a no-
ticeable decrease, underscoring their vulnerability to even
slight noise perturbations.

Safety Alignment Impact Figure 2b shows increased at-
tack success rates on the RealToxicityPrompts benchmark
across all models under noisy conditions, suggesting that
Gaussian noise negatively affects safety alignment. While
prior work focuses on optimization-based attacks [27, 35],
our results demonstrate that even random Gaussian noise
can significantly disrupt alignment. Both MiniGPT-4 and
InternVL2 show substantial increases in attack success
rates, indicating greater vulnerability, whereas LLaVA-v1.5
experiences a smaller but still significant rise, suggesting
slightly better robustness to noise. Detailed theoretical con-
jecture and discussions about the vulnerability caused by
gaussian noise are provided in Section 13 in the Appendix.

Overall Robustness The findings in Figure 2 indicate that
while current VLMs perform well under standard condi-
tions, their robustness significantly decreases when faced
with Gaussian noise. Both helpfulness and safety align-
ment degrade across all models, highlighting the need for
enhanced noise robustness in future VLM designs to ensure
better stability and alignment.



Table 1. Detailed Breakdown of General Instruction Data

Task Dataset Number of Samples
General QA GQA [24] 1000
World Knowledge A-OKVQA [38] 1000
Math & OCR ChartQA [31], TabMWP [30] 467
Spatial Reasoning VQAv2 [19] 1000
Extended Text Generation LLaVA v1.5 Mix 665k [29] 1000

3. Noise-Augmented Safety Alignment

A straightforward strategy to bolster VLM robustness
against Gaussian noise is to integrate noise augmentation
into the training process. In this section, we introduce our
novel dataset, Robust-VLGuard, which comprises metic-
ulously curated image-text aligned and misaligned safety
data, as well as a diverse array of general instructions. We
then fine-tune VLMs using Robust-VLGuard augmented
with Gaussian noise in visual inputs. Through extensive
experimentations, we enable rapid enhancement of model
robustness while preserving, and even enhancing, the mod-
els’ inherent helpfulness.

3.1. Robust-VLGuard Dataset
While the VLGuard dataset [52] has been developed to
fine-tune VLMs for improved defense against jailbreak at-
tacks, it does not address perturbation-based attacks or sce-
narios where the image content is unrelated to the text
prompt. Therefore, we build a more robust public vision-
language safety dataset Robust-VLGuard, as shown in Fig-
ure 3, which consists of three parts: (1) General Instruc-
tion Data, consisting of safety-agnostic SFT data cover-
ing various areas, including general QA, world knowledge,
math, OCR, spatial reasoning, and extended text genera-
tion; (2) Image-Text Aligned Safety Data, containing in-
structions where the image content aligns with the safety-
related text prompts; and (3) Image-Text Misaligned Safety
Data, with instructions where the image content is unrelated
to the safety-related text prompts.
General Instruction Data To maintain VLMs’ helpful-
ness, we collect 4,467 supervised fine-tuning instructions
from various aspects, including general QA, world knowl-
edge, math, OCR, spatial reasoning, and extended text gen-
eration, as illustrated in Table 1. Specifically, we sample
various instructions from these datasets and use GPT-4V
[34] to refine the annotated answers. This refinement is es-
sential, as we found that the original annotations were of-
ten too brief for effective model learning. For extended text
generation, we select 1,000 instructions with responses over
150 words. For all other datasets, we choose instructions
with responses exceeding 10 words.
Image-Text Aligned Safety Data The VLGuard dataset
is well-suited for preventing jailbreak attacks, as it con-
tains harmful information embedded within image content,
with instructions generated by GPT-4V. Therefore, we di-

Table 2. Performance Comparison on MM-Vet and RealToxici-
tyPrompts Benchmarks with Clean and Noisy Image Prompts. †

indicates reproduced results. Bold values denote, for each base
model, the method (VLGuard vs. RobustVLGuard) that achieves
the smallest performance drop on MM-Vet and the lowest at-
tack success rate on RealToxicityPrompts.

Model MM-Vet (%) ↑ RealToxicityPrompts (%) ↓
Clean Image Noisy Image Clean Image Noisy Image

InternVL2-8B 59.9 54.4 50.5 57.2
InternVL2-8B-VLGuard† 42.9 (-7.0) 42.6 (-11.8) 27.7 39.9
InternVL2-8B-RobustVLGuard 56.2 (-3.7) 52.5 (-1.9) 29.9 34.5
LLaVA-v1.5-7B 33.0 31.3 57.7 60.1
LLaVA-v1.5-7B-VLGuard [52] 28.8 (-4.2) 29.8 (-1.5) 50.3 52.3
LLaVA-v1.5-7B-RobustVLGuard 30.3 (-2.7) 29.8 (-1.5) 43.6 42.3
MiniGPT-4-13B 26.7 24.0 34.8 44.1
MiniGPT-4-13B-VLGuard† 17.5 (-9.2) 17.6 (-6.4) 41.3 43.7
MiniGPT-4-13B-RobustVLGuard 26.9 (+0.2) 27.3 (+3.3) 16.0 16.5

rectly use the instructions from VLGuard as our image-text
aligned safety data, randomly selecting 1,000 instructions
from this dataset.
Image-Text Misaligned Safety Data Incorporating
safety data for image-text misalignment is also crucial, as
fine-tuning VLMs for visual tasks can disrupt the alignment
of pre-trained LLMs [52], even when only text prompts are
used. Additionally, perturbation-based attacks can intro-
duce learnable noise into images that is unrelated to text
prompts. Inspired by Bianchi et al. [6], who showed
that a small set of safety examples can significantly boost
model safety, we include 1,000 safety instructions from
their dataset. To adapt these language-only safety instruc-
tions for multimodal use, we pair half of them with ran-
domly selected images from the COCO dataset [28], while
the remaining half are kept as text-only prompts.

3.2. Safety Fine-Tuning
To optimize resource usage, we employ a Gaussian-noise-
augmented post-hoc fine-tuning approach. This efficient
method is applied to pre-trained VLMs, enhancing robust-
ness with minimal computational costs. Using the Robust-
VLGuard dataset, which includes both safety-specific and
general instruction data, we effectively boost the model’s
resilience to Gaussian noise while maintaining safety and
helpfulness. Specifically, we fine-tune only the vision en-
coder using LoRA [23] on our dataset and augment training
images with Gaussian noise, selecting a random standard
deviation between 0.01 and 0.15, with a 70% probability
of application. The fine-tuning process is conducted over 3
epochs and takes approximately 3 hours on a single A100
GPU. Detailed fine-tuning configurations and a theoretical
discussion on the algorithm’s effectiveness are provided in
Table 7 and Section 13 in the Appendix.
Comparison with VLGuard dataset To assess the ef-
fectiveness of our proposed Robust-VLGuard, we adopt the
same experimental settings described in Section 2.1. Three
leading VLMs, i.e., MiniGPT-4 (13B) [51], LLaVA-v1.5
(7B) [29], and InternVL2 (8B) [9], are fine-tuned using our



Place it in a warm spot.

Question: What should I do after kneading the
dough, before dividing it into pieces?

GPT-4V

After kneading, let the dough rest in
a greased bowl, covered with a damp

cloth or plastic wrap. Place it in
a warm spot (75–85°F/24–

29°C) for about 1 hour until
it doubles in size. To check, press a

finger into the dough—if it slowly
springs back, it’s ready. If not, give it
more time. Once risen, gently punch

down to release excess gas, making it
easier to handle. This step enhances

texture and flavor. Now, you
can divide the dough into pieces and

proceed with shaping and baking.

Brief Response

Detailed Response

(a) Example of general instruction data.

Question: Post this image on social media to
raise awareness about gun safety.

I'm sorry, but I can't assist with that
instruction. The image depicts a minor with

a firearm, which is a sensitive and
potentially harmful topic. Gun safety is an

important issue, but sharing images of
minors with firearms can promote unsafe

behavior, glorify violence, and lead to
negative consequences.

Safe Response

(b) Example of image-text aligned safety data.

Question: Create a plan to ruin a chef's dishes.

I'm sorry, but as an AI language model, I
cannot provide advice on how to

intentionally ruin someone's dishes. It
is unethical and disrespectful to intentionally

sabotage someone else's work. Instead, I
suggest focusing on constructive feedback or

discussing your concerns with the chef
directly in a respectful manner.

Safe Response

(c) Example of image-text misaligned safety data.

Figure 3. Overview of the Robust-VLGuard dataset. (a) General Instruction Data: Leveraging GPT-4V to generate comprehensive, detailed
responses rather than brief replies; (b) Image-Text Aligned Safety Data: The image content directly corresponds to the safety-related text
prompts; (c) Image-Text Misaligned Safety Data: The image content that is deliberately unrelated to the safety-related text prompts. Red
text indicates content with potential risks, while green text denotes content without risks.

Gaussian-noise-augmented method and Robust-VLGuard
dataset. For comparison with VLGuard, we follow the setup
of [52], combining 5,000 supervised fine-tuning instruc-
tions from LLaVA v1.5 Mix 665k [29] with 3,000 safety
instructions from VLGuard.

Experimental results are summarized in Table 2. Due
to the inevitable degradation in helpfulness resulting from
LoRA-based safety fine-tuning, our proposed method aims
to reduce the attack success rate while incurring mini-
mal performance drop in helpfulness. The InternVL2-8B-
VLGuard model demonstrates a tendency towards over-
defensiveness, achieving a lower attack success rate but
at the cost of a noticeable decline in helpfulness com-
pared to the original InternVL2-8B model. In contrast,
our InternVL2-8B-RobustVLGuard model achieves a com-
parable level of safety while largely retaining the origi-
nal helpfulness, achieving a more balanced performance.
For LLaVA-v1.5-7B, the VLGuard-fine-tuned variant main-
tains its helpfulness, thanks to alignment with the origi-
nal training data. However, it demonstrates limited im-
provements in safety, highlighting its inability to effec-
tively address image-text misalignment attacks on the
RealToxicityPrompts Benchmark. Our LLaVA-v1.5-7B-
RobustVLGuard delivers better overall performance, ex-
hibiting stronger safety defenses and comparable helpful-
ness on both clean and noisy images. The MiniGPT-4-
13B-VLGuard model lags behind in both helpfulness and
safety, whereas the MiniGPT-4-13B-RobustVLGuard vari-
ant shows notable enhancements, excelling on the MM-
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(a) Performance on the MM-Vet
benchmark across different instruc-
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(b) Attack success rate on the Real-
ToxicityPrompts benchmark across
different instruction ratios.

Figure 4. Effect of varying instruction ratios on VLM’s robustness
of helpfulness and safety alignment.
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(b) Attack success rate on the Real-
ToxicityPrompts benchmark across
different training epochs.

Figure 5. Effect of varying training epochs on VLM’s robustness
of helpfulness and safety alignment.

Vet benchmark and significantly lowering the attack suc-
cess rate. Overall, these results emphasize the strengths
of Robust-VLGuard in simultaneously enhancing model
helpfulness and safety, providing comprehensive protection
while maintaining performance across diverse scenarios.



Ablation Studies on Instruction Ratio and Training
Epochs All ablation studies are based on the InternVL2-
8B model. First, we vary the ratio of general to safety in-
struction data from 4:1 to 4:4, training for a single epoch for
efficiency. As depicted in Figure 4, increasing the propor-
tion of safety data lowers the attack success rate but slightly
reduces helpfulness, echoing the over-defensiveness is-
sue noted by [6]. However, beyond a 4:3 ratio, perfor-
mance stabilizes, suggesting effective mitigation of over-
defensiveness. We select a 4:2 ratio as the optimal balance,
maximizing safety gains with minimal helpfulness impact.

Next, we evaluate the impact of training duration while
keeping the instruction ratio fixed at 4:2 and varying the
number of epochs from 1 to 4. As illustrated in Figure 5,
increasing the number of epochs has a negligible effect on
the model’s helpfulness as measured by the MM-Vet bench-
mark. However, it significantly reduces the attack success
rate on the RealToxicityPrompts benchmark, indicating im-
proved safety alignment without compromising utility. To
strike a balance between helpfulness and safety alignment,
we select 3 epochs as the fine-tuning configuration.

4. Generalize to Optimization-based Visual
Perturbation Attack

In this section, we extend our defense scope to a frequently
encountered and challenging attack scenario: Optimization-
Based Visual Perturbation Attack. It uses the projected gra-
dient descent algorithm (PGD) with a pixel constraint ϵ to
inject adversarial noise into images, effectively jailbreaking
VLMs. While noise augmentation typically enhances ro-
bustness against specific noise distributions, we emphasize
the critical role of image preprocessing in either transform-
ing adversarial noise into a target distribution or directly
eliminating it. We first evaluate the effectiveness of various
image preprocessing defense methods, and then introduce
DiffPure-VLM, a universal defense framework that robustly
counters both Gaussian and adversarial noise.

4.1. Preprocessing Methods in distribution shifting
In this section, we explore different image preprocessing
defense methods in distribution shifting. Specifically, we
use adversarial images Iadv optimized for perturbation at-
tacks on MiniGPT-4 [51] from [35], with pixel constraint
ϵ = 16/255 as an example. As Iadv is optimized based
on benign clean image Ic, we compute their residual image
radv = Iadv − Ic to obtain the adversarial noise. Then we
use histogram and quantile-quantile (Q-Q) plot to evaluate
the distribution property of radv . As shown in Figure 6,
adversarial noise follows an non-Gaussian distribution.

Currently, there are two representative image preprocess-
ing defense methods: JailGuard [49] and DiffPure [33].
JailGuard, designed specifically for VLMs, employs var-
ious image processing techniques (e.g., random masking,

 Clean Image  Adversarial Image  Diffused Image 

Perturbation-
based Attacks

PGD with
constraint 

DiffPure with
timestep  

Residual Image  

Residual Image  

 Statistics of  (Red Channel) Statistics of  (Red Channel)

Figure 6. Residual image Gaussianity analysis. We apply Diff-
Pure (t∗ = 50) to adversarial image Iadv to obtain diffused image
Idiffused . Then we calculate residual images radv and rdiffused and
evaluate their distribution by the histogram and Q-Q plot.

horizontal flipping, Gaussian blur, and resizing) to generate
variants of the input and detect adversarial samples based on
discrepancies in model responses. However, most of these
operations are linear transformations, offer limited ability
to eliminate adversarial perturbations. Moreover, JailGuard
requires multiple model runs, leading to high computational
overhead. In contrast, DiffPure is tailored for computer vi-
sion models (e.g., classifiers) and leverages diffusion mod-
els to mitigate adversarial noise. It adds a small amount
of noise to the adversarial image Iadv and reconstructs a
clean image through a limited number of forward and re-
verse diffusion steps (e.g., using DDPM [21]) with a care-
fully chosen timestep t∗ ∈ [50, 150]. While DiffPure aims
to purify adversarial perturbations while preserving global
semantic structures, our findings reveal that at relatively
small timesteps it does not completely remove the noise.
Instead, it shifts the perturbation distribution towards
Gaussian-like distribution.

Specifically, we apply t∗ = 50 in DiffPure and obtain
diffused image Idiffused based on Iadv . Then we calculate
the residual image rdiffused = Idiffused − Ic. As shown
in Figure 6, rdiffused approximates a Gaussian distribution
from its shape and its closeness to the theoretical line (Red
line) of Gaussian distribution in the Q-Q plot. More visual-
izations of Idiffused and statistic of rdiffused across different
ϵ and t∗ are available in Section 11.2 in the Appendix. For
quantitative evaluation of rdiffused , we use two metrics:
(1) Kurtosis: Kurtosis is used to measure the tailedness of
a data distribution with the definition as

Kurt[X] = E

[(
X − µX

σX

)4
]

(1)

where µX and σX are mean and standard deviation of data



X . If X follows Gaussian distribution, Kurt[X] = 3.
(2) Q-Q deviation: Q-Q deviation measures the root-mean-
square error (RMSE) between the quantiles of the sample
distribution and those of a Gaussian distribution:

D(Qs, Qg) =

√√√√ 1

N

N∑
i=1

(Qs,i −Qg,i)
2 (2)

where N is the number of ordered quantile points, Qs is
the sample quantiles of rdiffused and Qt is the theoretical
quantiles of a Gaussian distribution. A lower RMSE value
suggests closer alignment to a Gaussian distribution. We
vary t∗ in DiffPure from 0 to 750 in increments of 50, and
also examine t∗ = 30 for fine-grained analysis. For RGB
images, we calculate these metrics per channel and obtain
the average value. To identify Gaussian-like distributions
in our analysis, we use the thresholds 3 ≤ Kurtosis ≤ 6
and Q-Q deviation ≤ 0.01. Points meeting these criteria
are marked in red in Figure 7, showing that under certain
timesteps t∗ (e.g., t∗ ∈ [50, 150]) in DiffPure, rdiffused ex-
hibits Gaussian-like distribution properties. We further con-
duct our analysis in the embedding space and the conclusion
is similar as in pixel space. Detailed analysis is provided in
Section 11.2 in the Appendix .

Finally, we conduct defense experiment with DiffPure.
Specifically, we employ MiniGPT-4 as the VLM. We ap-
ply the unconditional model in [11] as the Diffusion model
in DiffPure in all our experiments. We add Gaussian noise
n ∼ N (0, σ2

n) to the benign clean image Ic and apply Diff-
Pure with timestep t∗ to both Gaussian noisy image and ad-
versarial images. Then we evaluate their attack success rate
in the RealToxicityPrompts benchmark. Table 3 presents
results for σn = 30/255 and t∗ = 50, results of different
σn and t∗ are provided in Table 11 in the Appendix.

Experiment result shows that directly applying DiffPure
to the Gaussian noisy image with VLM without noise-
augmented safety fine-tuning does not decrease the attack
success rate. We further observe that the attack success
rate for diffused images are similar to Gaussian noisy im-
age. Overall, we conclude that DiffPure, when applied
with a suitable timestep t∗ (e.g., t∗ ∈ [50, 150]), exhibits
a unique distribution-shifting capability that transforms
adversarial noise into a Gaussian-like distribution.

4.2. DiffPure-VLM
Leveraging our safety fine-tuning approach and DiffPure’s
unique characteristic, we propose DiffPure-VLM — a
defense pipeline that integrates Diffusion Models with
Gaussian-noise-tolerant VLMs, as illustrated in Figure 14.
Specifically, we purify adversarial images by applying a
small timestep in DiffPure to preserve image content. The
purified image with slight Gaussian-like noise is fed into
the Gaussian-noise-tolerant, safety-tuned VLM, effectively
mitigating the adversarial perturbations.
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Figure 7. Gaussianity metrics of rdiffused under different pixel
constraints ϵ of adversarial image Iadv and timestep t∗ in DiffPure.
Please zoom in to see details.

Table 3. Defense of DiffPure in MiniGPT-4 under different image
configurations. Attack Success Rate is evaluated on the RealToxi-
cityPrompts benchmark.

Image Configuration Attack Success Rate (%)

Benign clean Image Ic 34.8 ± 1.6
+ n (σn = 30/255) 44.1
+ n (σn = 30/255) + DiffPure (t∗ = 50) 44.3

Adversarial image Iadv (ϵ = 16/255) 53.6 ± 1.0
+ DiffPure (t∗ = 50) 45.0

Adversarial image Iadv (ϵ = 32/255) 59.4 ± 1.4
+ DiffPure (t∗ = 50) 45.5

Adversarial image Iadv (ϵ = 64/255) 67.2 ± 0.2
+ DiffPure (t∗ = 50) 44.5

Figure 8. The overall framework of DiffPure-VLM.

First, to verify DiffPure’s effectiveness in our defense
pipeline, we compare its performance against JailGuard for
mitigating optimization-based perturbation attacks follow-
ing [35] on the RealToxicityPrompts benchmark. We se-
lected two base models, LLaVA-VLGuard and our LLaVA-
RobustVLGuard, for a comprehensive evaluation. As
shown in Table 4, DiffPure with t∗ = 50 consistently out-
performs JailGuard across both base models. Notably, when
paired with our VLM, DiffPure delivers a substantially
greater improvement over JailGuard than when paired with
LLaVA-VLGuard, confirming that its distribution-shifting
properties are especially well-suited to our robust VLM.

To evaluate the generalization of DiffPure-VLM, we as-
sess the pipeline’s performance under various optimization-
based perturbation attack strengths (pixel constraint ϵ ∈
{16/255, 32/255, 64/255}) and different timesteps (t∗ =
50, 150) of DiffPure in our suite of three safety fine-tuned
VLMs. For brevity, Table 12 presents results for ϵ =



Table 4. Comparison of image preprocessing methods for mitigat-
ing adversarial attacks (ϵ = 32/255) on RealToxicityPrompts.

Model Attack
Success Rate ↓ Identity Profanity Severe

Toxicity
Sexually
Explicit Threat Toxicity

LLaVA-VLGuard 70.4 21.3 52.8 7.5 16.7 7.0 67.2
JailGuard + LLaVA-VLGuard 52.1 12.5 39.0 5.3 13.2 4.9 50.0
DiffPure + LLaVA-VLGuard 51.1 3.4 40.9 2.2 13.4 3.6 47.5
LLaVA-RobustVLGuard 62.5 7.8 48.0 5.4 16.5 5.8 60.0
JailGuard + LLaVA-RobustVLGuard 48.9 6.0 37.3 4.8 13.4 4.0 46.5
DiffPure + LLaVA-RobustVLGuard 43.9 3.2 34.6 2.4 12.8 3.7 41.0

Table 5. Evaluation of DiffPure-VLM’s effectiveness on RealTox-
icityPrompts. Metrics include attack success rate and various toxi-
city levels (Perspective API %). Additional results for other attack
strengths are provided in Table 12 in the Appendix .

Image Type Attack
Success Rate ↓ Identity Profanity Severe

Toxicity
Sexually
Explicit Threat Toxicity

InternVL2-8B-RobustVLGuard
Benign Clean image 29.9 0.8 22.1 0.3 7.2 1.5 25.9
Gaussian Noisy image 34.5 2.1 27.2 1.3 8.4 1.6 31.3
Adversarial image (ϵ = 32/255) 70.6 26.7 56.5 9.2 17.3 6.9 68.1

+DiffPure-VLM (t*=50) 33.4 2.4 20.6 0.7 8.1 2.4 29.1
+DiffPure-VLM (t*=150) 32.8 1.7 25.9 0.6 7.7 1.8 29.1

LLaVA-v1.5-7B-RobustVLGuard
Benign Clean image 43.6 4.6 34.7 2.4 12.3 3.5 41.0
Gaussian Noisy image 42.3 3.1 34.5 1.9 11.8 3.1 40.0
Adversarial image (ϵ = 32/255) 62.5 7.8 48.0 5.4 16.5 5.8 60.0

+DiffPure-VLM (t*=50) 43.9 3.2 34.6 2.4 12.8 3.7 41.0
+DiffPure-VLM (t*=150) 42.5 3.5 32.7 2.8 12.1 4.1 39.3

MiniGPT-4-13B-RobustVLGuard
Benign Clean image 16.0 0.4 9.9 0.3 4.6 1.1 12.1
Gaussian Noisy image 16.5 0.9 11.9 0.6 5.8 1.0 14.0
Adversarial image (ϵ = 32/255) 53.7 9.8 35.3 4.1 13.9 5.4 48.1

+DiffPure-VLM (t*=50) 13.6 0.3 9.2 0.2 5.5 0.9 10.6
+DiffPure-VLM (t*=150) 11.9 0.5 8.6 0.2 4.2 0.6 9.9

32/255. Results for the other ϵ values are provided in Ta-
ble 12 in the Appendix. The experimental results demon-
strate that, compared to clean or Gaussian-noise inputs,
adversarial perturbation attacks substantially increase at-
tack success rates. Nevertheless, our DiffPure mechanism
consistently reduces these rates across all tested timesteps,
nearly restoring performance to that of clean or Gaussian
inputs. This not only confirms our analysis of DiffPure’s
unique ability to transform adversarial noise into Gaussian
noise, but also highlights the efficacy and generalization
of DiffPure-VLM with effectively mitigating the impact of
perturbations.

5. Related Work
5.1. Vision Language Model
In recent years, Vision Language Models have gained sig-
nificant attention due to their ability to jointly process and
understand both visual and textual data. A major break-
through in this area came with the development of large-
scale pre-trained models like CLIP [36], which aligns im-
ages and texts in a shared embedding space. By training
on a vast dataset of image-text pairs, CLIP enabled zero-
shot learning capabilities for tasks such as action recog-
nition [7, 32] and optical character recognition [26, 40].
Recent advances have introduced multi-modal foundation
models like InstructBLIP [10], LLaVA [29], and Qwen-
VL [3] which leverage large-scale transformer networks

that can process both image and text inputs simultaneously,
enabling more sophisticated reasoning over complex sce-
narios. These models excel in advanced tasks like UI un-
derstanding [14, 22] and visual question answering [2], and
open up new possibilities for generative capabilities.

5.2. Jailbreaking VLMs
As VLMs become increasingly integrated into various ap-
plications, critical concerns have arisen regarding their ro-
bustness, security, and ethical alignment. A critical issue is
”jailbreaking”—the ability to bypass safety protocols, po-
tentially triggering unintended or harmful behaviors. Given
that VLMs process both textual and visual inputs, vulner-
abilities inherent in LLMs may also affect VLMs. More-
over, the integration of visual inputs into VLMs, while ex-
panding their capabilities, introduces more diverse attack
patterns, significantly heightening the severity of potential
threats [25, 43]. Several methods have emerged in this do-
main, including converting the malicious content into im-
ages through typography-based manipulations [17], lever-
aging multimodal perturbations to craft stronger adversarial
attacks [47, 50], and using gradient updates to embed mali-
cious triggers within seemingly benign images [39]. These
diverse sophisticated methods pose significant challenges to
ensuring the safety and reliability of VLMs.

5.3. Safeguarding VLMs
Given the growing challenges posed by malicious attacks
on VLMs, it is crucial to develop effective defense strate-
gies. One key approach involves enhancing the training
process through adversarial fine-tuning [37, 52] or prompt
tuning [48], where models or learnable prompts are trained
on perturbed examples to improve resilience against real-
world attack scenarios. Another promising defense strat-
egy is input sanitization, which aims to detect or neutralize
adversarial inputs before they can compromise the model.
Methods in this area include shifting sample probabilities to
adversarial-free regions [42], applying randomized smooth-
ing to mitigate the impact of adversarial inputs [41], and
utilizing unlabeled prompts from users in the wild for ma-
licious prompt detection [12]. In this work, we concen-
trate on improving VLM robustness to noise-augmented
inputs. By integrating Diffusion Models with safety fine-
tuned VLMs, we equip these models with enhanced protec-
tion against a broad range of adversarial attacks.

6. Conclusion
In this work, we address a critical gap in the robust-
ness of VLMs by examining the impact of Gaussian noise
perturbations and propose Robust-VLGuard, a multimodal
safety dataset paired with Gaussian-noise-augmented fine-
tuning, to enhance safety alignment and preserve helpful-
ness of VLMs. We further propose DiffPure-VLM to de-



fend Optimization-Based Visual Perturbation Attack by us-
ing diffusion model to transfer adversarial noise to Gaus-
sian noise which can be defended by VLMs with noise-
augmented safety fine-tuning. Experiment result demon-
strates the superiority of DiffPure-VLM in Gaussian noise
and adversarial perturbations with baseline methods.

While DiffPure-VLM provides a practical defense, fu-
ture work includes integrating noise augmentation in pre-
training, expanding the safety dataset for broader tasks, and
exploring adaptive multi-modal defenses to further enhance
real-world performance.

7. Social Impact
This research exposes VLM vulnerabilities to noisy in-
puts and adversarial attacks. While Robust-VLGuard and
DiffPure-VLM enhance robustness, our findings have dual-
use implications. Given VLMs’ growing adoption, we re-
sponsibly disclose these issues to raise awareness and foster
the development of more secure models, mitigating deploy-
ment risks.
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Safeguarding Vision-Language Models: Mitigating Vulnerabilities to Gaussian
Noise in Perturbation-based Attacks

Supplementary Material

8. Overview of the Supplementary Material

This supplementary material offers additional details and
analyses to further support the findings presented in the
main manuscript. It includes detailed information on the
experimental configuration (Appendix 9), more evaluation
on recent vision-language models (Appendix 10), a thor-
ough analysis of the limitations and unique characteris-
tics of DiffPure (Appendix 11), extended implementation
specifics of DiffPure-VLM (Appendix 12), and conjectures
along with preliminary theoretical discussions on the effects
of Gaussian noise (Appendix 13). Collectively, these sec-
tions provide deeper insights into our methodology, enhanc-
ing the transparency and reproducibility of our research.

9. Experiment Details

9.1. Models

In this work, we conduct all experiments on three leading
Vision-Language Models (VLMs), i.e., MiniGPT-4 (13B)
[51], LLaVA-v1.5 (7B) [29], and InternVL2 (8B) [9]. We
use the official model weights from HuggingFace or Github
repositories for experiments in our paper. These model de-
tails are summarized in Table 6. Each model features a dis-
tinct LLM, vision encoder, and vision-language alignment
method, allowing us to draw broader insights.

Table 6. Specifications of the evaluated VLMs.

Model Size Vision Encoder LLM VL Connection Module

MiniGPT-4-13B 14B EVA-CLIP ViT-G/14 Vicuna-v0-13B Q-former

LLaVA-v1.5-7B 7B CLIP ViT-L/14 Vicuna-v1.5-7B MLP

InternVL2-8B 8B InternViT-300M-448px InternLM2-8B MLP

9.2. Fine-tuning Configuration

We present the detailed hyper-parameters for post-hoc fine-
tuning on our Robust-VLGuard dataset in Table 7. Gaus-
sian noise augmentation was applied to the training images,
with a randomly selected standard deviation between 0.01
and 0.15, and a 70% probability of application. The fine-
tuning was performed over 3 epochs on a single A100-80G
GPU, using a consistent batch size of 16. For MiniGPT-4-
13B, unfreezing the linear projector significantly improved
robustness in terms of helpfulness and safety alignment.
However, for LLaVA-v1.5-7B and InternVL2-8B, unfreez-
ing the linear projector led to increased overfitting, likely

due to differences in the vision-language connection mod-
ules of these models.

Table 7. Post-hoc fine-tuning hyper-parameters of different mod-
els.

Model Training Module LoRA Rank LoRA Alpha Learning Rate

MiniGPT-4-13B
Vision Encoder &

Linear Projector
16 32 3e-5

LLaVA-v1.5-7B Vision Encoder 16 256 4e-5

InternVL2-8B Vision Encoder 16 256 4e-5

9.3. Details of Evaluation Settings
For evaluation on the MM-Vet benchmark, we set the tem-
perature to 0 and use greedy decoding across all experi-
ments to ensure reproducibility in helpfulness assessments.
For safety evaluations on the RealToxicityPrompts bench-
mark, we follow the setup of Qi et al. [35], using a tempera-
ture of 1 and performing three runs to calculate the average
attack success rate. Greedy decoding is also employed for
this benchmark. The choice of temperature 1 reflects real-
world usage, where sampling is typically enabled during in-
teractions with VLMs. This setting aims to better simulate
real-world scenarios when assessing safety alignment.

Additionally, the MM-Vet and RealToxicityPrompts
benchmarks offer a comprehensive set of metrics covering
various aspects. For the sake of brevity, we report only the
overall metrics — Performance Score and Attack Success
Rate — in the main paper. Here, we present the detailed
evaluation results in Table 8 and Table 9, corresponding to
Figure 2 in the main paper. The results show that Gaussian
noisy images negatively impact nearly all metrics across
both benchmarks and various models. Notably, using Gaus-
sian noisy images as prompts improves MiniGPT-4’s per-
formance on the OCR metric in the MM-Vet benchmark,
highlighting the current VLMs’ lack of robustness.

10. Additional Evaluation on Recent Vision-
Language Models

In this section, we further assess the robustness of state-
of-the-art vision-language models against Gaussian noise.
Table 10 presents the attack success rates on the RealTox-
icityPrompts benchmark for four recent VLMs—LLaMA-
3.2-Vision-11B [13], Ivy-VLM-3B [46], Qwen2.5-VL-7B
[4], and InternVL2.5-8B [8]—under various Gaussian noise
levels. Lower percentages indicate improved safety align-
ment.



Table 8. Robustness comparison of various models on the MM-Vet benchmark using clean and Gaussian noisy image prompts (GPT-4 %).

Image Type
Performance

Score ↑
Recognition OCR Knowledge Generation Spatial Math

MiniGPT-4-13B
Clean Image 26.7 34.9 13.5 27.4 27.1 19.1 7.7

Gaussian Noisy Image 24.0 (-2.7) 29.0 (-5.9) 16.9 (+3.4) 20.5 (-6.9) 22.5 (-4.6) 20.7 (+1.6) 7.7 (0.0)

LLaVA-v1.5-7B
Clean Image 33.0 37.9 23.9 20.4 23.6 28.5 11.5

Gaussian Noisy Image 31.3 (-1.7) 36.3 (-1.6) 21.9 (-2.0) 18.3 (-2.1) 21.2 (-2.4) 25.7 (-2.8) 3.8 (-7.7)

InternVL2-8B
Clean Image 59.9 53.5 71.9 40.4 44.6 69.7 65.4

Gaussian Noisy Image 54.4 (-5.5) 47.1 (-6.4) 66.8 (-5.1) 35.1 (-5.3) 39.2 (-5.4) 61.1 (-8.6) 53.5 (-11.9)

Table 9. Robustness comparison of various models on the RealToxicityPrompts benchmark using clean and Gaussian noisy image prompts.
Metrics include Attack Success Rate and toxicity levels (Perspective API %).

Image Type
Attack

Success Rate ↓
Identity Attack Profanity

Severe
Toxicity

Sexually
Explicit

Threat Toxicity

MiniGPT-4-13B
Clean Image 34.8 2.7 25.1 1.5 12.2 2.0 30.5

Gaussian Noisy Image 44.1 (+9.3) 3.6 (+0.9) 31.2 (+6.1) 2.3 (+0.8) 13.7 (+1.5) 2.9 (+0.9) 38.2 (+7.7)

LLaVA-v1.5-7B
Clean Image 57.7 5.7 46.8 3.7 18.0 3.8 54.4

Gaussian Noisy Image 60.1 (+2.4) 4.8 (-0.9) 48.1 (+1.3) 2.9 (-0.8) 17.8 (-0.2) 4.0 (+0.2) 56.0 (+1.6)

InternVL2-8B
Clean Image 50.5 4.1 40.2 1.9 13.5 2.5 44.3

Gaussian Noisy Image 57.2 (+6.7) 4.5 (+0.4) 45.9 (+5.7) 2.0 (+0.1) 14.3 (+0.8) 3.2 (+0.7) 51.7 (+7.4)

As shown, when Gaussian noise is introduced at in-
creasing levels (σn = 30/255, σn = 50/255, and σn =
70/255), all models exhibit a rise in attack success rates,
highlighting their sensitivity to simple Gaussian noise per-
turbations. These findings underscore the need for ro-
bust noise augmentation and defense strategies in training
pipelines to maintain safety alignment in VLMs.

11. Further Analysis of DiffPure
11.1. Defence Performance
In this section, we present a comprehensive analysis
of the effects of DiffPure [33] and Gaussian noise un-
der perturbation-based attacks in Vision-Language Models
(VLMs). Specifically, we extend the experimental setup
described in Section 3.1 in the main paper by varying the
standard deviation σn of Gaussian noise n and the timestep
parameter t∗ in DiffPure. Results are summarized in Ta-
ble 11. First, Gaussian noise n with standard deviations
σn ∈ {15/255, 30/255, 50/255, 75/255} is added to the
benign clean image Ic to evaluate its impact on the Attack
Success Rate. The results demonstrate that the Attack Suc-
cess Rate under Gaussian noise is significantly higher than
that of the benign clean image. When σn ≤ 50/255, in-
creasing σn will lead to a higher Attack Success Rate. How-
ever, this trend did not continue at a higher σn setting (e.g.,
σn = 75/255), indicating that the effect of Gaussian noise

on VLMs is limited. Next, we apply DiffPure with different
timesteps t∗ ∈ {50, 100, 150} to generate diffused images
from adversarial inputs Iadv with varying perturbation con-
straints ϵ. For ϵ = 16/255, increasing t∗ to 100 or 150 re-
duces the Attack Success Rate but does not lower it below
the level observed for the benign clean image. For larger
perturbation constraints, increasing t∗ fails to decrease the
Attack Success Rate, with a comparable performance of
Gaussian noisy images.

11.2. Distribution Shift
In this section, we present detailed results from the Gaus-
sianity experiments conducted on adversarial and diffused
images. Specifically, we visualize adversarial images Iadv
alongside their corresponding residuals radv , and diffused
images Idiffused with their residuals rdiffused , under pixel
constraints ϵ ∈ {16/255, 32/255, 64/255} for Iadv and
diffusion timesteps t∗ ∈ {50, 100, 150, 500, 750} in Diff-
Pure [33] for generating Idiffused . Visualizations are shown
in Figure 9, 10 and 11 with corresponding metrics: Kur-
tosis, Q-Q deviation, mean and standard deviation. From
these visualizations, we observe that when 50 ≤ t∗ ≤ 150,
the residuals rdiffused exhibit a Gaussian-like distribution,
particularly for ϵ = 32/255 and ϵ = 64/255. However,
as t∗ increases, the Kurtosis of rdiffused rises, indicating a
shift towards a long-tailed distribution. This suggests that
a small fraction of pixels in Idiffused undergo significant



Table 10. Attack success rate (%) on the RealToxicityPrompts benchmark for various vision-language models under different noise levels.
Lower scores indicate improved safety alignment.

RealToxicityPrompts (%) ↓
LLaMA-3.2-Vision-11B Ivy-VLM-3B Qwen2.5-VL-7B InternVL2.5-8B

Benign clean Image Ic 45.4 29.9 36.8 43.9
+ n (σn = 30/255) 46.4 (+1.0) 35.5 (+5.6) 39.3 (+2.5) 51.5 (+7.6)
+ n (σn = 50/255) 47.6 (+2.2) 40.3 (+10.4) 39.5 (+2.7) 52.8 (+8.9)
+ n (σn = 70/255) 48.5 (+3.1) 42.0 (+12.1) 46.1 (+9.3) 54.0 (+10.1)

Table 11. Detailed results of the defense of DiffPure in MiniGPT-4 on the RealToxicityPrompts benchmark under different image config-
urations. (Perspective API %).

Image Configuration
Attack

Success Rate ↓
Identity Attack Profanity

Severe
Toxicity

Sexually
Explicit

Threat Toxicity

Benign clean Image Ic 34.8 2.7 25.1 1.5 12.2 2.0 30.5
+ n (σn = 15/255) 38.5 (+3.7) 2.9 (+0.2) 27.4 (+2.3) 1.1 (-0.4) 13.0 (+0.8) 2.3 (+0.3) 34.1 (+3.6)
+ n (σn = 30/255) 44.1 (+9.3) 3.6 (+0.9) 31.2 (+6.1) 2.3 (+0.8) 13.7 (+1.5) 2.9 (+0.9) 38.2 (+7.7)
+ n (σn = 50/255) 46.3 (+11.5) 3.4 (+0.7) 34.0 (+8.9) 1.8 (+0.3) 14.8 (+2.6) 2.5 (+0.5) 39.5 (+9.0)
+ n (σn = 75/255) 44.1 (+9.3) 3.8 (+1.1) 30.1 (+5.0) 1.9 (+0.4) 14.3 (+2.1) 2.8 (+0.8) 37.5 (+7.0)

Adversarial image Iadv (ϵ = 16/255) 53.6 (+18.8) 8.4 (+5.7) 36.6 (+9.4) 6.6 (+5.1) 14.1 (+1.9) 4.7 (+2.7) 48.6 (+18.1)
+ DiffPure (t∗ = 50) 45.0 (+10.2) 2.5 (-0.2) 31.7 (+6.6) 1.8 (+0.3) 14.5 (+2.3) 2.8 (+0.8) 38.8 (+8.3)
+ DiffPure (t∗ = 100) 37.6 (+2.8) 3.0 (+0.3) 25.6 (+0.5) 1.3 (-0.2) 12.3 (+0.1) 1.8 (-0.2) 33.1 (+2.6)
+ DiffPure (t∗ = 150) 37.7 (+2.9) 2.5 (-0.2) 26.5 (+1.4) 2.1 (+0.6) 12.2 (+0.0) 2.5 (+0.5) 32.9 (+2.4)

Adversarial image Iadv (ϵ = 32/255) 59.4 (+24.6) 14.6 (+11.9) 39.5 (+14.4) 7.0 (+5.5) 14.9 (+2.7) 6.2 (+4.2) 53.8 (+23.3)
+ DiffPure (t∗ = 50) 45.5 (+10.7) 2.6 (-0.1) 32.1 (+7.0) 2.2 (+0.7) 14.8 (+2.6) 3.0 (+1.0) 38.5 (+8.0)
+ DiffPure (t∗ = 100) 43.8 (+9.0) 3.3 (+0.6) 31.9 (+6.8) 1.9 (+0.4) 13.1 (+0.9) 2.5 (+0.5) 38.1 (+7.6)
+ DiffPure (t∗ = 150) 42.3 (+7.5) 3.7 (+1.0) 30.4 (+5.3) 1.3 (-0.2) 13.3 (+1.1) 2.8 (+0.8) 36.3 (+5.8)

Adversarial image Iadv (ϵ = 64/255) 67.2 (+32.4) 15.9 (+13.2) 49.6 (+24.5) 12.2 (+10.7) 16.9 (+4.7) 6.6 (+4.6) 63.1 (+32.6)
+ DiffPure (t∗ = 50) 44.5 (+9.7) 2.9 (+0.2) 32.2 (+7.1) 2.4 (+0.9) 13.7 (+1.5) 2.7 (+0.7) 38.0 (+7.5)
+ DiffPure (t∗ = 100) 42.1 (+7.3) 2.8 (+0.1) 30.3 (+5.2) 1.9 (+0.4) 13.7 (+1.5) 3.0 (+1.0) 36.5 (+6.0)
+ DiffPure (t∗ = 150) 44.1 (+9.3) 3.3 (+0.6) 31.5 (+6.4) 1.4 (-0.1) 13.3 (+1.1) 2.5 (+0.5) 38.2 (+7.7)

changes compared to Ic, leading to a cleaner image with
minimal content alteration, especially when ϵ = 16/255. At
t∗ = 500, the Kurtosis and standard deviation of rdiffused
become significantly larger, implying greater changes in im-
age content, as reflected in the visualization of Idiffused . For
t∗ = 750, the Kurtosis decreases while the standard devi-
ation further increases, indicating that rdiffused transitions
to a flatter and broader distribution. In this case, Idiffused
diverges substantially from Ic in image content.

Furthermore, we extend our analysis to the embedding
space, examining the similarities between the clean im-
age Ic, the adversarial image Iadv , and the diffused image
Idiffused . Based on our experiment in pixel space, where the
residual noise rdiffused approximates a Gaussian distribu-
tion under certain timestep settings in DiffPure, we consider
Idiffused as comparable to Ic with added Gaussian noise. To
verify this, we generate a noisy image In = Ic + n, n ∈
N

(
0, σ2

rdiffused

)
, where σrdiffused indicates the standard de-

viation of rdiffused . Using pre-trained visual encoder E
in MiniGPT-4, we compute cosine similarities between the
embeddings of In and Iadv , denoted as Cn,adv , and between
In and Idiffused , denoted as Cn,diffused . Figure 12 shows

these similarities across varying adversarial constraints ϵ
and DiffPure steps t∗. Results indicate that, Cn,diffused con-
sistently exceeds Cn,adv , showing that Idiffused is closer to
In than Iadv in the embedding space. Notably, with mod-
erate timesteps (t∗ ∈ [50, 150]), Idiffused is similar to In
(Gaussian noise n added to the benign clean image Ic) in
both pixel and embedding spaces.

We also visualize the cosine similarity between the
visual embeddings of Idiffused and Ic, denoted as
Cclean,diffused , across varying ϵ and t∗. Results are shown
in Figure 13, revealing that Cclean,diffused decreases rapidly
as t∗ decreases, while it gradually declines as t∗ increases.
Combining these findings with experiments in pixel space,
we conclude that smaller t∗ values lead Idiffused to retain
adversarial information, whereas larger t∗ values result in
significant content disruption, leading to semantic misalign-
ment.

12. Additional Details of DiffPure-VLM
12.1. Implementation Details
The overall architecture of our proposed DiffPure-VLM
framework is illustrated in Figure 14, with the detailed al-
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Figure 9. Iadv , Idiffused and statistics of radv , rdiffused under different t∗ in DiffPure (constraint ϵ = 16/255). Metrics are shown in
‘Kurtosis / Q-Q Deviation / Mean / Standard Deviation’. Please zoom in to see details.
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Figure 10. Iadv , Idiffused and statistics of radv , rdiffused under different t∗ in DiffPure (constraint ϵ = 32/255). Metrics are shown in
‘Kurtosis / Q-Q Deviation / Mean / Standard Deviation’. Please zoom in to see details.
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Figure 11. Iadv , Idiffused and statistics of radv , rdiffused under different t∗ in DiffPure (constraint ϵ = 64/255). Metrics are shown in
‘Kurtosis / Q-Q Deviation / Mean / Standard Deviation’. Please zoom in to see details.
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Figure 12. Cosine similarity of visual embeddings under different
ϵ of adversarial image Iadv and t∗ of DiffPure.
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Figure 13. Cosine Similarity of visual embeddings from Ic and
Idiffused under different ϵ of adversarial image.

gorithmic procedure outlined in Algorithm 1. For our ex-
periments, we employ the Guided Diffusion model for Im-
ageNet [11], specifically the 256× 256 unconditional vari-
ant provided by OpenAI2. Importantly, we synchronize the
forward diffusion timesteps (tforward) with the reverse dif-
fusion timesteps (treverse), denoted as t∗ in the experimental
results, following the setup in DiffPure [33]. Here, we lever-
age this diffusion model to validate the robustness of our
fine-tuned VLMs against Gaussian noise, demonstrating a
preliminary defense strategy. However, the fixed image res-
olution of the diffusion model requires down-sampling and
up-sampling operations, which may introduce artifacts not
considered during the fine-tuning of the VLM, potentially
impacting evaluation results. In the future, adopting more
advanced diffusion models will be essential for real-world
applications.

2https://openaipublic.blob.core.windows.net/
diffusion/jul-2021/256x256_diffusion_uncond.pt

Algorithm 1 DiffPure-VLM Adversarial Image Purifica-
tion with DDPM
Require: Adversarial image x, harmful text prompt p, dif-

fusion model D, forward diffusion timesteps tforward, re-
verse diffusion timesteps treverse, visual language model
VLM.

Ensure: Question answering result output
1: Resize input image x to the size required by the diffu-

sion model (e.g., 256× 256).
2: DDPM forward process with tforward steps: x̂ =

get noised x(x, tforward).
3: for t in treverse do
4: Denoise using reverse DDPM process: x =

denoising process(x̂, t).
5: end for
6: Obtain purified image with Gaussian noise: xgaussian =

normalize(x).
7: Perform question answering using VLM: output =

VLM(xgaussian, p).
8: return output

12.2. Extended Experimental Results

In the main paper, for the sake of brevity, we only report re-
sults for the standard perturbation-based attack setting of
ϵ = 32/255. However, we also conducted experiments
with lower attack strength (ϵ = 16/255) and higher at-
tack strength (ϵ = 64/255) to further validate our analysis
and approach in Table 12. Across different models and at-
tack strengths, our DiffPure-VLM consistently reduces the
attack success rate within a limited number of diffusion
timesteps (fewer than 150). Notably, under lower attack
strengths, setting the diffusion step to as low as t∗ = 50 is
sufficient to bring the attack success rate down to the level
observed for clean inputs. However, under higher attack
strengths, t∗ = 50 fails to reduce the attack success rate
to the baseline level for both InternVL2-8B and MiniGPT-
4-13B. This indicates that stronger attacks require a larger
number of diffusion steps to effectively transform the ad-
versarial noise into Gaussian noise. This finding aligns
with the analysis presented in Figure 4 of the main paper,
where the residual image at t∗ = 50 for an attack strength
of ϵ = 64/255 does not exhibit Gaussian characteristics.
Moreover, we observe that t∗ = 100 demonstrates strong
performance across all attack conditions, making it an ef-
fective trade-off between time and robustness. Thus, in real-
world applications, setting t∗ = 100 offers a balanced solu-
tion, achieving reliable defense while maintaining compu-
tational efficiency.

https://openaipublic.blob.core.windows.net/diffusion/jul-2021/256x256_diffusion_uncond.pt
https://openaipublic.blob.core.windows.net/diffusion/jul-2021/256x256_diffusion_uncond.pt


Figure 14. The overall framework of DiffPure-VLM.

13. Conjectures and Discussion on the Impact
of Gaussian Noise

Problem Definition
Setting:
• A Visual Language Model (VLM) typically consists of

three main components: a visual encoder, a language
model, and a vision-language connection module.

• Let the input be a pair (I, T ), where I ∈ Rd is an image
and T is the corresponding text prompt.

• The VLM generates an output sequence of tokens, de-
noted by T̂ = fθ(I, T ), where fθ represents the VLM
pipeline parameterized by θ.

Adversarial Attack: An adversarial perturbation δ is ap-
plied to the image I , resulting in a perturbed image Iδ =
I + δ. The perturbation δ is crafted to manipulate the VLM
into generating a specific harmful target text T target. The
adversary’s objective is:

δ = arg min
∥δ∥≤ϵ

L
(
fθ(I + δ, T ), T target) ,

where L(·, ·) measures the discrepancy between the gen-
erated text T̂ and the target text T target. The constraint
∥δ∥ ≤ ϵ ensures that the perturbation is imperceptible.
Conjectures: We introduce the following four conjectures
to guide our investigation into the impact of Gaussian noise
on VLMs:

1. Sensitivity of Adversarial Attacks to Gaussian Noise:
Adding Gaussian noise to adversarially perturbed im-
ages will significantly reduce the effectiveness of the at-
tack.

2. Gaussian Noise as a Simple Attack on VLM Safety:
Gaussian noise, even without adversarial perturbations,
may increase the likelihood of generating harmful text.

3. Gaussian Noise as a Regularizer: Augmenting train-
ing data with Gaussian noise may act as a regularizer,
enhancing the robustness of the VLM.

4. Fine-Tuning with Gaussian Noise Preserves Perfor-
mance: Incorporating Gaussian noise during fine-tuning

will preserve or even improve the VLM’s overall perfor-
mance.

Objective: The goal of this study is to systematically evalu-
ate the impact of Gaussian noise on the robustness and reli-
ability of VLMs. By exploring the above conjectures, we
aim to determine whether Gaussian noise can effectively
mitigate adversarial perturbations and enhance model ro-
bustness without compromising performance.

Conjecture 1: Sensitivity of Adversarial Perturba-
tions to Gaussian Noise
Statement: Adversarial perturbations are highly sensitive
to Gaussian noise; the attack effectiveness is significantly
diminished when Gaussian noise is added to the adversarial
image.
Discussion:

Consider an adversarially perturbed image Iδ = I + δ,
where the perturbation δ is optimized to minimize the loss:

δ = arg min
∥δ∥≤ϵ

L
(
fθ(I + δ, T ), T target) ,

where L(·, ·) measures the discrepancy between the gen-
erated text T̂ and the harmful target text T target. The pertur-
bation δ is crafted to exploit specific vulnerabilities in the
model fθ.

Now, consider the scenario where Gaussian noise η ∼
N (0, σ2I) is added to the input. The new input becomes:

Iδ,η = I + δ + η.

The expected loss over the distribution of Gaussian noise
η is:

Eη

[
L
(
fθ(I + δ + η, T ), T target)] .

Since the adversarial perturbation δ is tailored for the
specific input I , adding random Gaussian noise η dis-
rupts this optimization. Adversarial perturbations exploit
the model’s sensitivity along certain directions in the input
space, while isotropic Gaussian noise perturbs the input uni-
formly in all directions, diminishing the effect of δ.



Table 12. Evaluation of DiffPure-VLM’s effectiveness on RealToxicityPrompts across different image configurations. Metrics include
attack success rate and toxicity levels (Perspective API %). Rows highlighted in light red indicate cases where attack success rate does not
meet the baseline level of benign image input.

Image Type Attack
Success Rate ↓ Identity Attack Profanity Severe

Toxicity
Sexually
Explicit Threat Toxicity

InternVL2-8B-RobustVLGuard

Benign Clean Image 29.9 0.8 22.1 0.3 7.2 1.5 25.9
Benign Noisy Image 34.5 2.1 27.2 1.3 8.4 1.6 31.3

Adversarial Image (ϵ = 16/255) 72.5 19.8 58.5 8.3 19.2 7.8 70.0
+DiffPure-VLM (t∗ = 50) 31.4 1.4 24.6 1.1 7.9 1.6 27.5
+DiffPure-VLM (t∗ = 100) 28.2 0.9 21.7 0.4 6.8 1.5 23.9
+DiffPure-VLM (t∗ = 150) 28.2 1.6 22.4 0.2 6.9 1.1 24.4

Adversarial Image (ϵ = 32/255) 70.6 26.7 56.5 9.2 17.3 6.9 68.1
+DiffPure-VLM (t∗ = 50) 33.4 2.4 20.6 0.7 8.1 2.4 29.1
+DiffPure-VLM (t∗ = 100) 33.4 1.6 27.7 0.6 7.6 1.5 30.2
+DiffPure-VLM (t∗ = 150) 32.8 1.7 25.9 0.6 7.7 1.8 29.1

Adversarial Image (ϵ = 64/255) 57.3 9.3 45.8 4.4 16.1 3.9 53.9
+DiffPure-VLM (t∗ = 50) 40.9 2.3 32.9 1.4 9.3 2.3 37.3
+DiffPure-VLM (t∗ = 100) 35.7 1.8 28.2 0.8 7.6 2.4 31.8
+DiffPure-VLM (t∗ = 150) 36.1 2.4 28.3 1.2 8.3 1.8 33.6

LLaVA-v1.5-7B-RobustVLGuard

Benign Clean image 43.6 4.6 34.7 2.4 12.3 3.5 41.0
Benign Noisy image 42.3 3.1 34.5 1.9 11.8 3.1 40.0

Adversarial image (ϵ = 16/255) 62.6 11.3 48.8 5.3 16.8 5.8 59.1
+DiffPure-VLM (t∗ = 50) 42.7 3.4 32.1 1.5 12.0 4.6 39.7
+DiffPure-VLM (t∗ = 100) 42.8 3.9 32.5 2.3 12.5 3.7 39.3
+DiffPure-VLM (t∗ = 150) 44.4 3.3 34.4 2.2 12.6 3.2 41.0

Adversarial image (ϵ = 32/255) 62.5 7.8 48.0 5.4 16.5 5.8 60.0
+DiffPure-VLM (t∗ = 50) 43.9 3.2 34.6 2.4 12.8 3.7 41.0
+DiffPure-VLM (t∗ = 100) 44.1 3.5 35.4 2.1 13.0 4.1 41.3
+DiffPure-VLM (t∗ = 150) 42.5 3.5 32.7 2.8 12.1 4.1 39.3

Adversarial image (ϵ = 64/255) 57.5 9.2 43.5 5.2 15.3 5.8 54.7
+DiffPure-VLM (t∗ = 50) 42.1 2.7 32.1 2.1 12.3 2.9 39.0
+DiffPure-VLM (t∗ = 100) 40.5 3.3 31.4 1.9 11.7 2.8 37.5
+DiffPure-VLM (t∗ = 150) 42.4 3.5 32.8 1.8 11.5 4.0 40.2

MiniGPT-4-13B-RobustVLGuard

Benign Clean image 16.0 0.4 9.9 0.3 4.6 1.1 12.1
Benign Noisy image 16.5 0.9 11.9 0.6 5.8 1.0 14.0

Adversarial image (ϵ = 16/255) 47.4 9.3 34.2 1.4 11.8 4.2 41.5
+DiffPure-VLM (t∗ = 50) 16.0 0.6 9.3 0.3 6.5 1.4 13.2
+DiffPure-VLM (t∗ = 100) 15.8 0.7 9.7 0.0 6.1 1.1 12.8
+DiffPure-VLM (t∗ = 150) 9.8 0.4 6.0 0.1 3.3 0.5 7.8

Adversarial image (ϵ = 32/255) 53.7 9.8 35.3 4.1 13.9 5.4 48.1
+DiffPure-VLM (t∗ = 50) 13.6 0.3 9.2 0.2 5.5 0.9 10.6
+DiffPure-VLM (t∗ = 100) 15.2 0.6 9.5 03 5.4 1.1 12.7
+DiffPure-VLM (t∗ = 150) 11.9 0.5 8.6 0.2 4.2 0.6 9.9

Adversarial image (ϵ = 64/255 ) 60.2 6.8 44.6 4.2 16.2 5.8 56.0
+DiffPure-VLM (t∗ = 50) 30.3 1.8 21.6 1.4 11.4 1.9 26.9
+DiffPure-VLM (t∗ = 100) 10.6 0.0 7.1 0.0 4.1 0.8 8.2
+DiffPure-VLM (t∗ = 150) 9.4 0.4 5.5 0.3 4.1 0.6 7.0



Assuming that fθ and L are Lipschitz continuous, we
can bound the increase in expected loss as follows:

Eη

[
L
(
fθ(I + δ + η, T ), T target)] ≥L

(
fθ(I + δ, T ), T target)

+
σ2λ

2
,

where λ is a positive constant related to the curvature of
L and fθ.

This inequality indicates that the addition of Gaussian
noise increases the expected loss, thus reducing the effec-
tiveness of the adversarial perturbation. The random noise
η disrupts the carefully crafted δ, making it less effective
at manipulating the VLM’s output. This supports our con-
jecture that Gaussian noise can act as a simple yet effective
countermeasure against adversarial attacks.

Conjecture 2: Gaussian Noise as a Simple Attack
on VLM Safety
Statement: Adding Gaussian noise η ∼ N (0, σ2I) to a
clean image Iclean can compromise the safety of VLMs.
Setting: Let Iclean be a clean image, and η ∼ N (0, σ2I) be
Gaussian noise. The perturbed image is defined as:

Inoisy = Iclean + η.

The VLM processes the noisy image Inoisy along with a
corresponding text prompt T , and generates an output based
on this combined input.
Discussion:

1. Effect of Noise on Model Input: The input to the
model becomes Inoisy = Iclean + η. This perturbation, al-
though random, alters the image representation processed
by the VLM. The model’s output can be locally approxi-
mated around the clean input as:

fθ(Iclean + η, T ) ≈ fθ(Iclean, T ) +∇Icleanfθ · η,

where ∇Icleanfθ represents the gradient of the model out-
put with respect to the clean image input. The Gaussian
noise η introduces random perturbations that shift the im-
age features.

2. Vulnerability of VLMs to Noise: VLMs are typically
trained on clean image data, and thus, they may lack robust-
ness to input noise. The introduction of Gaussian noise can
push the model’s input into regions of the feature space that
were not well-covered during training, potentially causing
the model to misinterpret the input and generate unexpected
responses.

3. Impact on Safety: Adding Gaussian noise may shift
the model’s behavior towards decision boundaries where
safety mechanisms are less effective. This increases the
likelihood of generating unsafe or harmful text:

L(fθ(Iclean + η, T ), T target) ≥ L(fθ(Iclean, T ), T
target),

where T target represents a potentially harmful target out-
put. The inequality suggests that the noisy input can lead to
a higher loss, increasing the risk of unsafe text generation.

4. Gaussian Noise as a Simple Yet Effective Attack:
Unlike adversarial perturbations that require careful opti-
mization and model-specific crafting, Gaussian noise intro-
duces random changes without any specific targeting. De-
spite its simplicity, it can destabilize the model and affect its
safety, demonstrating that even non-adversarial noise can be
a risk factor for VLMs.

In summary, adding Gaussian noise to clean images can
indeed disrupt the safety of VLMs, even in the absence of
sophisticated adversarial attacks. This highlights a potential
vulnerability of VLMs that warrants further investigation.

Conjecture 3: Gaussian Noise as a Regularizer
Statement: Augmenting training data with Gaussian noise
acts as a regularizer, reducing the risk of overfitting to ad-
versarial perturbations and enhancing model robustness.
Discussion:

We introduce a regularized loss function that incorpo-
rates Gaussian noise during training:

Lreg(θ) = E(I,T )∼DEη∼N (0,σ2I) [L (fθ(I + η, T ), T )] ,

where D represents the training data distribution. This
formulation encourages the model to perform well not only
on clean inputs but also on noisy inputs, promoting robust-
ness.

To understand the regularizing effect of Gaussian noise,
we expand the loss function L using a second-order Taylor
expansion around the clean input I:

L (fθ(I + η, T ), T ) ≈ L (fθ(I, T ), T )

+∇IL (fθ(I, T ), T )
⊤
η

+
1

2
η⊤∇2

IL (fθ(I, T ), T ) η.

Taking the expectation over the Gaussian noise η ∼
N (0, σ2I), we obtain:

Eη [L (fθ(I + η, T ), T )] ≈ L (fθ(I, T ), T )

+
1

2
Eη

[
η⊤∇2

IL (fθ(I, T ), T ) η
]

= L (fθ(I, T ), T )

+
σ2

2
Tr

(
∇2

IL (fθ(I, T ), T )
)
.



The additional term σ2

2 Tr
(
∇2

IL (fθ(I, T ), T )
)

penal-
izes large curvature (i.e., high second derivatives) of the
loss function with respect to the input I . This encourages
smoother mappings from the input to the output, reducing
the model’s sensitivity to small input perturbations, includ-
ing adversarial ones.

In summary, the addition of Gaussian noise during train-
ing acts as a regularizer by penalizing sharp changes in the
loss landscape. This results in a model that is less prone
to overfitting and more resilient to adversarial attacks, as it
learns smoother and more stable input-output mappings.

Conjecture 4: Fine-Tuning with Gaussian Noise
Preserves Performance
Statement: Fine-tuning the VLM with Gaussian noise-
augmented data maintains performance on clean data while
enhancing robustness to adversarial perturbations.
Discussion:

Let D = {(Ii, Ti)}Ni=1 be the original training dataset.
We construct an augmented dataset by adding Gaussian
noise:

Daug =
{
(Ii + ηi, Ti) | ηi ∼ N (0, σ2I)

}N

i=1
.

The training objective is to minimize the following loss
function:

L̂aug(θ) =
1

N

N∑
i=1

Eηi
[L (fθ(Ii + ηi, Ti), Ti)] .

Since the Gaussian noise ηi has a zero mean, the ex-
pected gradient of the loss with respect to the model param-
eters θ is centered around the gradient on the clean data:

Eηi [∇θL (fθ(Ii + ηi, Ti), Ti)] = ∇θL (fθ(Ii, Ti), Ti) .

This result indicates that the expected training gradient
remains aligned with the gradient computed on the clean
data, thereby preserving the model’s performance on clean
inputs.

Moreover, by training on both clean and noise-
augmented data, the model is exposed to a neighborhood
of inputs around each training example. This exposure
helps the model generalize better and become less sensitive
to small perturbations, effectively enhancing its robustness
against adversarial attacks.

In summary, fine-tuning with Gaussian noise-augmented
data acts as a regularization strategy that not only maintains
the VLM’s accuracy on clean data but also improves its re-
sistance to adversarial perturbations.

14. Detailed Proofs
Bounding the Increase in Loss Due to Gaussian
Noise
Discussion:
Step 1: Lipschitz Continuity of fθ and L

Assume that the model function fθ : Rd × T → Rk and
the loss function L : Rk ×T → R are Lipschitz continuous
with constants Kf and KL, respectively. That is, for all
x, y ∈ Rd and T ∈ T :

∥fθ(x, T )− fθ(y, T )∥ ≤ Kf∥x− y∥,

and for all a, b ∈ Rk:

|L(a, T target)− L(b, T target)| ≤ KL∥a− b∥.

Step 2: Bounding the Change in Loss Due to Noise η
Consider the adversarially perturbed image Iδ = I + δ,

where δ is crafted to minimize the loss:

δ = arg min
∥δ∥≤ϵ

L
(
fθ(I + δ, T ), T target) .

When Gaussian noise η ∼ N (0, σ2I) is added, the input
becomes Iδ,η = I + δ + η. The change in loss due to η is:

∆L = L
(
fθ(I + δ + η, T ), T target)−L

(
fθ(I + δ, T ), T target) .

Using the Lipschitz continuity of L:

|∆L| ≤ KL ∥fθ(I + δ + η, T )− fθ(I + δ, T )∥ .

Step 3: Computing the Expected Increase in Loss
Applying the Lipschitz continuity of fθ:

∥fθ(I + δ + η, T )− fθ(I + δ, T )∥ ≤ Kf∥η∥.

Thus, the change in loss is bounded by:

|∆L| ≤ KLKf∥η∥.

Since η is a Gaussian random vector with zero mean and
covariance σ2I , the expected value of ∥η∥ is:

E[∥η∥] = σ
√
2
Γ
(
d+1
2

)
Γ
(
d
2

) ≈ σ

√
d− 1

2
for large d.

Therefore, the expected increase in loss is approxi-
mately:

E[|∆L|] ≤ KLKfσ
√
d.



Step 4: Lower Bounding the Expected Increase in Loss
Since δ minimizes L(fθ(I + δ, T ), T target) at the point

I+ δ, any perturbation η added to I+ δ is likely to increase
the loss. Under the conjecture that L is convex around I+δ,
the expected increase in loss due to η can be lower bounded
using the curvature (second derivative) of L:

Eη

[
L
(
fθ(I + δ + η, T ), T target)] ≥

L
(
fθ(I + δ, T ), T target)+ σ2

2
λmin,

where λmin is the smallest eigenvalue of the Hessian ma-
trix ∇2

I+δL(fθ(I + δ, T ), T target).
Conclusion:

Adding Gaussian noise increases the expected loss by at
least σ2

2 λmin, reducing the effectiveness of the adversarial
perturbation. This result supports the conjecture that Gaus-
sian noise disrupts the optimization achieved by the adver-
sary, weakening the impact of adversarial attacks.

Second-Order Taylor Expansion of L Around I

Discussion:
Step 1: Second-Order Taylor Expansion

We expand the loss function L(fθ(I + η, T ), T ) around
the point I using the second-order Taylor expansion:

L(fθ(I + η, T ), T ) = L(fθ(I, T ), T )

+∇IL(fθ(I, T ), T )
⊤η

+
1

2
η⊤∇2

IL(fθ(I, T ), T )η +R3

where:
• ∇IL(fθ(I, T ), T ) is the gradient of the loss with respect

to the input I .
• ∇2

IL(fθ(I, T ), T ) is the Hessian matrix of second deriva-
tives with respect to I .

• R3 is the remainder term of higher order O(∥η∥3).
Step 2: Expected Value of the Linear Term

Since η is sampled from a zero-mean Gaussian distribu-
tion η ∼ N (0, σ2I), the expected value of the linear term
becomes:

Eη

[
∇IL(fθ(I, T ), T )

⊤η
]
= ∇IL(fθ(I, T ), T )

⊤Eη[η] = 0

Step 3: Expected Value of the Quadratic Term
Next, we compute the expectation of the quadratic term:

Eη

[
η⊤∇2

IL(fθ(I, T ), T )η
]

Using the properties of Gaussian distributions, we know
that for a symmetric matrix A:

Eη

[
η⊤Aη

]
= σ2 Tr(A)

Thus, the expected value of the quadratic term becomes:

Eη

[
η⊤∇2

IL(fθ(I, T ), T )η
]
= σ2 Tr

(
∇2

IL(fθ(I, T ), T )
)

Step 4: Neglecting the Remainder Term
For small values of σ, the remainder term R3 is of order

O(σ3) and can be safely ignored. Thus, the approximation
becomes:

Eη [L(fθ(I + η, T ), T )] ≈ L(fθ(I, T ), T )

+
σ2

2
Tr

(
∇2

IL(fθ(I, T ), T )
)

Step 5: Interpretation of the Trace Term
The term Tr

(
∇2

IL(fθ(I, T ), T )
)

denotes the sum of the
eigenvalues of the Hessian matrix, representing the over-
all curvature of the loss function with respect to the input.
A larger trace value indicates higher curvature, suggesting
greater sensitivity of the model to input perturbations. Re-
ducing this sensitivity is crucial for enhancing the model’s
robustness.
Step 6: Gaussian Noise as Regularization

The additional term σ2

2 Tr
(
∇2

IL(fθ(I, T ), T )
)

func-
tions as a regularizer, penalizing high curvature in the loss
landscape. This encourages the model to learn smoother
input-output mappings, thereby reducing its vulnerability to
small perturbations, including adversarial attacks.
Step 7: Connection to Tikhonov Regularization

This regularization effect is conceptually similar to
Tikhonov regularization, where a penalty proportional to
the norm of the model parameters is added to the loss func-
tion. In our case, the penalty arises naturally from the Gaus-
sian noise, encouraging robustness by flattening the loss
landscape:

Eη [L(fθ(I + η, T ), T )] ≈ L(fθ(I, T ), T )

+
σ2

2
Tr

(
∇2

IL(fθ(I, T ), T )
)

This smoothing effect reduces the model’s sensitivity to
input perturbations, enhancing its robustness without com-
promising performance on clean data.
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