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Abstract

Cybercrime, primarily in the form of malware, imposes substantial fi-
nancial burden on its victims, with projections estimating its cost reaching
$10 trillion by 2025. Malware detection in low-level programs using static
analysis began as early as 2003, and feature extraction remains the dom-
inant approach today. This research enabled subsequent signature-based
and AI-based detection algorithms, all of which rely on feature matching
in various ways. However, no theoretical analysis has been conducted on
malware detection using algorithms based on features matching. In this
paper, we examine malware detection through feature matching by for-
malizing the problem based on two observations from reality: (1) Most
malware samples received by a single company belong to the same family
or subfamily, exhibiting similarities in the low-level program structure,
which consists of essentially disjoint blocks (each with a single entry and
exit point); (2) Certain critical instruction sequences—such as opening
a file followed by write operations, possibly preceded by API calls—are
indicative of malware but not a guarantee.

We formulate the problem of low-level malware detection using al-
gorithms based on feature matching as Order-based Malware Detection
with Critical Instructions (General-OMDCI): given a pattern in the form
of a sequence M of colored blocks, where each block contains a critical
character (representing a unique sequence of critical instructions poten-
tially associated with malware but without certainty), and a program A,
represented as a sequence of n colored blocks with critical characters,
the goal is to find two subsequences, M ′ of M and A′ of A, with blocks
matching in color and whose critical characters form a permutation of
each other. When M is a permutation in both colors and critical char-
acters the problem is called OMDCI. If we additionally require M ′ = M ,
then the problem is called OMDCI+; if in this case d = |M | is used as a

∗Gianforte School of Computing, Montana State University, Bozeman, MT 59717, USA.
Email: a.liyanaralalage@montana.edu

†Gianforte School of Computing, Montana State University, Bozeman, MT 59717, USA.
Email: braeden.sopp@student.montana.edu

‡Gianforte School of Computing, Montana State University, Bozeman, MT 59717, USA.
Email: bhz@montana.edu

1

ar
X

iv
:2

50
3.

23
17

6v
1 

 [
cs

.C
C

] 
 2

9 
M

ar
 2

02
5



parameter, then the OMDCI+ problem is easily shown to be FPT. Our
main (negative) results are on the cases when |M | is arbitrary and are
summarized as follows:

1. OMDCI+ is NP-complete, which implies OMDCI is also NP-complete.

2. For the special case of OMDCI, deciding if the optimal solution has
length 0 (i.e., deciding if no part of M appears in A) is co-NP-hard.
As a result, the OMDCI problem does not admit an FPT algorithm
unless P=co-NP.

In summary, our results imply that using algorithms based on feature
matching to identify malware or determine the absence of malware in a
given low-level program are both hard.

1 Introduction

Cybercrime, primarily carried out through malware attacks, occurs daily. Pro-
jections in 2020 indicated that its cost is expected to grow at an annual rate
of 15%, reaching an estimated $10.5 trillion, up from $3 trillion in 2015 [16].
This cost exceeds the annual GDP of every country except the United States
and China. Therefore, substantial research is necessary to prevent or at least
mitigate malware spread. Notably, Christodorescu and Jha conducted the first
research on extracting malware features using static analysis in low-level pro-
grams as early as 2003 [3].

Currently, feature extraction algorithms (and matching algorithms) are among
the most widely used techniques for malware detection and analysis [1, 2, 8, 10,
12, 21]. These methods involve static analysis, dynamic analysis, or a combi-
nation of both to extract features such as API calls and control flow graphs.
Static analysis requires a deep understanding of malware structure, whereas dy-
namic analysis involves executing the program to traverse most, if not all, of its
execution paths.

On top of the features extracted, malware classification can be done us-
ing signature-based [5, 17, 19, 20] and AI-driven algorithms, both methods are
based on feature matching in different ways. Signature-based algorithms identify
similar signature features in potential malware [14], while AI-driven algorithms
learn these features automatically from prior analysis using known features from
training data. The latter certainly depends on the ability to automatically learn
features from the corresponding AI packages (e.g., a neural network) [15]. In
fact, data visualization has also become a viable solution for malware detection
[11]. (As AI-based and visualization-based methods are not particularly rele-
vant to this paper, we refer the reader to the following two papers for more
details [11, 15].)

Recently, Zhong et al. conducted a systematic study to classify malware
into five families and 40 subfamilies [22]. The five families are: adware, worm,
trojan, pua, and virus. The majority of subfamilies are under trojan which
has 21 subfamilies. The basic idea of the research by Zhong et al. is to decom-
pose a large program into blocks, each of which is a segment of the program with
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one entry point and one exit point, then applying machine learning methods to
determine the similarity of blocks to an existing dataset.

Although there has been extensive research on malware detection and clas-
sification from a practical side, less attention has been given to the algorithmic
and computational complexity perspective. How hard is it to detect malware,
even approximately? Can malware identified in one architecture B be used
to detect malware in another architecture C? If so, what is the computational
complexity of this process? As a starting point, we investigate some of these
problems in this paper.

Note that many malware are caused by system-based critical instructions,
possibly preceded by API calls. Consider, for example, a potentially unwanted

application (pua). A pua is often produced by the remote injection of instruc-
tions into a local program, which then creates and opens a local file, writes un-
wanted contents into it, and ultimately forges and executes an unwanted applica-
tion. In this process, the unique sequence of instructions ⟨create, open, write⟩
are critical instructions that collectively build a pua. Note that this sequence
can be denoted as a single letter/character. However, the mere presence of these
instructions does not necessarily imply the existence of pua.

The general idea of our approach is based on these findings as well as the
recent classification method by Zhong et al.; moreover, we follow an interest-
ing finding by Ugarte-Pedrero et al., i.e., more than 70% of malware samples
caught at a company belong to a known family or subfamily [18]. Consequently,
identifying new malware based on its similarity to (a superset containing) other
malware, as well as the sequence of critical instructions in them, is the key to
this paper.

We formulate a low-level program at an assembly language level as a sequence
of blocks (each with one entry and exit point); moreover, the blocks have some
similarity scores with existing programs written under the same architecture
(i.e., with identical assembly instructions) — this can be done using existing AI
packages [22]. Then, we give each block a unique color that corresponds to the
score. Once this is done, within each block we identify the sequence of critical
instructions, possibly preceded by some API calls, that are most likely to cause
malware. (Note that, to avoid being caught easily, a malware creator is unlikely
to inject more than one such sequence causing malware in one program, let
alone in one block.) This can be done by matching the new program with the
existing datasets or database; for instance, in [22] Zhong et al. collected 25739
samples among all the 40 subfamilies. If a block contains no such sequence of
critical instructions, we could just ignore the block.

The formal formulation is the General-OMDCI problem: given a program
A, as a sequence of colored blocks each with a critical letter/character (repre-
senting the corresponding sequence of critical instructions), we match it with a
known pattern M by finding a common subsequence of blocks, in terms of the
blocks colors, where both subsequences use the same critical characters an equal
number of times. (When the context is clear, we simply refer to it as a charac-
ter.) We consider a restricted variant that requires M to be a permutation (in
both colors and characters) and appears completely in A, which we refer to as
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OMDCI+ . (The intuitive idea is that if some part of M could cause malware
but we are not so sure, then we would like to find the whole M in the input
program A, without missing any part of it.) We also make another restriction
on the General-OMDCI problem by requiring M to be a permutation (in both
colors and characters); the resulting problem is called OMDCI . Clearly, any
hardness result on OMDCI would also hold on General-OMDCI .

Our main results are two reductions from the NP-complete problems X3C
and Hamiltonian Cycle (really, its complement), which were first shown to be
NP-complete by Karp [13]. The first one, from X3C, shows that OMDCI+ is
NP-complete. The second one is more surprising: we show that, by a reduc-
tion from the Complement Hamiltonian Cycle problem (co-HC), deciding if
OMDCI has an optimal solution of size zero (i.e., finding if there is no malware
in the input program) is co-NP-hard. The reductions, especially the second one,
use new techniques to encode a permutation into a sequence, which might find
applications in other problems involving sequences. We assume that readers are
familiar with the NP-completeness and FPT concepts. For NP-completeness,
we refer the reader to the original paper by Cook [4] and certainly to the classic
textbook by Garey and Johnson [9]. For the concepts and properties of FPT,
we refer the reader to the textbooks [6, 7].

The paper is organized as follows. In Section 2, we present necessary defini-
tions. In Section 3, we prove the NP-completeness of OMDCI+ . In Section 4,
we prove the co-NP-hardness of 0-OMDCI. At the end of both cases, we present
some related negative results. We conclude the paper in Section 5.

2 Preliminaries

Let n, i and j be natural numbers. We define [n] := {1, 2, ..., n} and [i, j] :=
{i, i + 1, ..., j} for i < j. Given an alphabet Σ, a string S over alphabet Σ of
length n is defined as a function:

S : [n] → Σ.

A subsequence S′ of S of length k is defined by a strictly increasing sequence of
indices:

IS′ = {i1, i2, i3, . . . , ik}, where 1 ≤ i1 < i2 < · · · < ik,

such that
S′(j) = S(ij), ∀j ∈ [k].

We use OMDCI to denote the problem Order-Based Malware Detection Us-
ing Critical Instructions. Given two alphabets Σ and Γ, we define a string
with colored indices R as a 3-tuple ([k], γ, σ) where k ∈ N,

γ : [k] → Γ, and σ : [k] → Σ.

For clarity and ease of comprehension, we denote a 3-tuple R as:

R :=
σ(1)

γ(1)
· σ(2)
γ(2)

· · · σ(k)
γ(k)

.
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We use · as well as ◦ to denote concatenations of strings with colored indices.

Definition 2.1 General-OMDCI problem
Given two alphabets Σ and Γ, an input to the General-OMDCI problem is a

pair of strings with colored intervals (M,A) with

M = ([m], γM , σM ), A = ([n], γA, σA).

Here, γM and γA are strings over the alphabet Γ. Similarly σM and σA are
strings over Σ. The decision version of this problem is to determine whether
there is a common subsequence of length k > 0 between γM and γA defined over
sequences of indices IM ′ = {a1, a2, . . . , ak} and IA′ = {b1, b2, . . . , bk} denoted as
M ′ and A′, respectively, with the following properties:

1. γM (al) = γA(bl), ∀l ∈ [k].

2. CM ′ = CA′ where

CM ′ = {σM (i) : i ∈ IM ′}, CA′ = {σA(i) : i ∈ IA′}.

In general for a subsequence γ′ defined by sequence of indices {i1, ..., il} of
the string γ in (S, γ, σ), we denote the multiset of critical instructions,
{σ(i1), . . . , σ(il)}, in γ′ as Cγ′ .

Example 2.1 Let Γ = {1, 2, 3, 4}, Σ = {a1, a2, a3, a4, a5}, m = 4 and n = 6.

M =
a1
1

· a2
2

· a4
1

· a3
4
, and A =

a2
1

· a4
4

· a1
2

· a3
3

· a5
4

· a3
3
.

The optimal solution is

M ′ =
a1
1

· a2
2
, and A′ =

a2
1

· a1
2
.

Intuitively, in the General-OMDCI problem, we would like to find if any part of
some potential malware M (based on prior analyses or AI) appears in a piece
of program A. Here, we define two variants of the General-OMDCI problem,
which eventually helps us obtain the hardness results.

Definition 2.2 OMDCI+ problem
OMDCI+ is a version of the General-OMDCI version with following restric-

tions on the input M and the solution:

1. The strings γM and σM are permutation strings over the alphabets Γ
and Σ, respectively.

2. The decision version of the problem requires determining whether there is
a solution such that A′ = γM .
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Essentially, the goal is to answer whether the permutation string γM of colors
appears as a subsequence in γA while covering the set of critical instructions
associated with the triple M .

Example 2.2 Let Γ = {1, 2, 3, 4}, Σ = {a1, a2, a3, a4}, m = 4 and n = 6. An
example for OMDCI+ is as follows:

M =
a2
1

· a1
2

· a4
4

· a3
3
, and A =

a1
1

· a4
4

· a2
2

· a3
3

· a3
4

· a4
3
.

The solution is
A′ =

a1
1

· a2
2

· a3
4

· a4
3
.

Again, intuitively, imagine that we know some blocks in M cause malware
through a critical instruction sequence (critical characters in our abstraction)
but we are unable to detect which ones. An approach to determining whether
some other program A also causes malware would be to determine if M appears
in A — without any element missing. Alternatively, we could instead search
for a subset of blocks in M that match blocks in A, which is considered in the
following restricted variant:

Definition 2.3 OMDCI problem
We add the following restrictions to the input triple M while retaining the

original solution restraints from the General-OMDCI problem.

1. The strings γM and σM are permutation strings over alphabets Γ and Σ.

Example 2.3 Let Γ = {1, 2, 3, 4}, Σ = {a1, a2, a3, a4}, m = 4 and n = 6. An
example for OMDCI is as follows:

M =
a2
1

· a1
2

· a4
4

· a3
3
, and A =

a4
1

· a1
4

· a2
2

· a4
3

· a3
4

· a2
3
.

There is no solution for this OMDCI instance. In fact, we call this special case
as 0-OMDCI (i.e., deciding if OMDCI has a 0-solution). Note that OMDCI is
a special case of General-OMDCI, hence any hardness result on it would imply
that General-OMDCI has the same hardness result.

3 NP-completeness of OMDCI+

In this section, as a warm-up, we show that OMDCI+ is NP-complete. Recall
that in this case we need to find the whole (permutation) pattern M in A.

Theorem 3.1 The decision version of OMDCI+ is NP-complete.

Proof. The NP membership checking is easy: when a possible solution A′ is
given, we first check if the block sequence match that of M and then check if the
set of critical characters is equal to that of M . If both tests pass, then return
yes; otherwise, return no.
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We then reduce Exact-Cover by 3-Sets (X3C) to OMDCI+. The input to
X3C is a base set B = {b1, b2, ..., b3q} of 3q elements (with q being a positive
integer) and a set S of m 3-sets in the form of S = {Si|Si = {ti,1, ti,2, ti,3} ⊂
B, i ∈ [m]}. The problem is to decide if S contains a subset T of q 3-sets whose
union is exactly B.

For each j ∈ [m], we construct three intervals with colors vj,1, vj,2, vj,3
which can further become distinct intervals by adding different superscripts
i ∈ [q]. The elements in the base set B would be used as distinct (crit-
ical) characters. In addition, we also construct 3m − 3 different characters
C1, C2, C3, ..., C3m−5, C3m−4, C3m−3, which can also become distinct by adding
distinct superscripts.

We define T (i), with i ∈ [q], which is related to the three elements b3i−2, b3i−1

and b3i in a base set Si, as follows.

T (i) =
Ci

1

vi1,1
· Ci

2

vi1,2
· Ci

3

vi1,3
◦ Ci

4

vi2,1
· Ci

5

vi2,2
· Ci

6

vi2,3
◦ Ci

7

vi3,1
· Ci

8

vi3,2
· Ci

9

vi3,3
◦ · · · · · ·

◦
Ci

3m−5

vim−1,1

·
Ci

3m−4

vim−1,2

·
Ci

3m−3

vim−1,3

◦ b3i−2

vim,1

· b3i−1

vim,2

· b3i
vim,3

.

Note that T (i) has a length of 3m. We now construct the permutation M ,
with length 3mq, as

M = T (1)T (2) · · ·T (q).

We next construct the sequence A which could contain M as a subsequence.
First, recall that

S = {Sj |Sj = {tj,1, tj,2, tj,3} ⊂ B, j ∈ [m]}.

We then define P
(i)
j , with i ∈ [q] and j ∈ [m], which is related to Sj =

{tj,1, tj,2, tj,3} as

P
(i)
j =

tj,1
vij,1

· tj,2
vij,2

· tj,3
vij,3

,

then for i ∈ [q] and j ∈ [m]

H
(i)
j =

Ci
3j−2

vij,1
·
Ci

3j−1

vij,2
·
Ci

3j

vij,3
,

and for i ∈ [q] and j ∈ [2,m]

L
(i)
j =

Ci
3j−5

vij,1
·
Ci

3j−4

vij,2
·
Ci

3j−3

vij,3
.

With these, we define for i ∈ [q] the sequence X(i), which is of 9(m−1)+3 =
9m− 6 intervals and colors as follows:

X(i) = P
(i)
1 L

(i)
2 H

(i)
1 · P (i)

2 L
(i)
3 H

(i)
2 · · · · · ·P (i)

m−1L
(i)
m H

(i)
m−1 · P (i)

m .
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Finally, we construct the string A, which is of length (9m− 6)q as follows:

A = X(1)X(2) · · ·X(q).

Since |M | = 3mq and |A| = (9m − 6)q, the reduction obviously takes poly-
nomial time. To close the proof, we claim that X3C has a solution if and only
if the intervals in M appears as a subsequence in A and the characters in M is
a permutation of that of the characters of the matched intervals in A.

The “only if” part is proved as follows. If X3C has a solution {Z1, Z2, ..., Zq},
for each i ∈ [q] we just take a substring of three intervals P

(i)
j in X(i) such that

the colors in them equals to those in the Zi. After P
(i)
j is selected, first note that

the colors of intervals in L
(i)
k+1 and H

(i)
k are the same, while the corresponding

first indexes (subscripts) of the corresponding intervals in L
(i)
k+1 are one more

than those in H
(i)
k , for k ∈ [m − 1]. Then, intervals of C-colors in X(i) can be

selected to match those in T (i) in the same order of C-colors, while the indexes

of the corresponding intervals (including those in P
(i)
j ) match exactly those in

T (i). Clearly, the selected intervals in all X(i)’s meet the requirement; or, the
instance ⟨M,A⟩ has a solution for the OMDCI problem.

For the “if” part, we first assume that ⟨M,A⟩ has a solution for the OMDCI
problem. Due to that the superscripts of v-intervals (and C-colors) in X(i) and
T (i) are the same (i.e., all are i), the selected v-intervals in A to match those in
T (i) must come from X(i). Further, since T (i) is a permutation, exactly 3(m−1)
distinct C-colors with superscripts i must be selected and the three extra colors
must be in B — by construction these three must correspond to a set in S and
the union of these colors in all T (i)’s must be equal to B. Since this holds for
all i ∈ [q], the three non-C-colors selected in all X(i)’s must cover B exactly. In
other words, we have a solution for X3C. ⊓⊔

We show an example to help readers understand the proof better. The
X3C instance is: q = 2, B = {1, 2, 3, 4, 5, 6}, and S = {S1, S2, S3, S4} with
S1 = {1, 3, 5}, S2 = {2, 5, 6}, S3 = {2, 4, 6} and S4 = {1, 2, 4}. We have

M = T (1)T (2),

with

T (1) =
C1

1

v11,1
· C1

2

v11,2
· C1

3

v11,3
◦ C1

4

v12,1
· C1

5

v12,2
· C1

6

v12,3
◦ C1

7

v13,1
· C1

8

v13,2
· C1

9

v13,3
◦ 1

v14,1
· 2

v14,2
· 3

v14,3
,

and

T (2) =
C2

1

v21,1
· C2

2

v21,2
· C2

3

v21,3
◦ C2

4

v22,1
· C2

5

v22,2
· C2

6

v22,3
◦ C2

7

v23,1
· C2

8

v23,2
· C2

9

v23,3
◦ 4

v24,1
· 5

v24,2
· 6

v24,3
.

We also have
A = X(1)X(2),
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with

X(1) =
1

v11,1
· 3

v11,2
· 5

v11,3
◦ C1

1

v12,1
· C1

2

v12,2
· C1

3

v12,3
◦ C1

1

v11,1
· C1

2

v11,2
· C1

3

v11,3
◦ 2

v12,1
· 5

v12,2
· 6

v12,3
◦

C1
4

v13,1
· C1

5

v13,2
· C1

6

v13,3
◦ C1

4

v12,1
· C1

5

v12,2
· C1

6

v12,3
◦ 2

v13,1
· 4

v13,2
· 6

v13,3
◦ C1

7

v14,1
· C1

8

v14,2
· C1

9

v14,3
◦

C1
7

v13,1
· C1

8

v13,2
· C1

9

v13,3
◦ 1

v14,1
· 2

v14,2
· 4

v14,3
.

The solution is Y (1)Y (2), where Y (1) is a subsequence of X(1), covering the
3-set S1 = {1, 3, 5}. To be more precise,

Y (1) =
1

v11,1
· 3

v11,2
· 5

v11,3
◦ C1

1

v12,1
· C1

2

v12,2
· C1

3

v12,3
◦ C1

4

v13,1
· C1

5

v13,2
· C1

6

v13,3
◦ C1

7

v14,1
· C1

8

v14,2
· C1

9

v14,3
.

We leave the construction of X(2) and Y (2), which should cover the 3-set S3 =
{2, 4, 6}, as an exercise for the readers.

Theorem 3.1 implies that OMDCI (and General-OMDCI ) are NP-hard.
However, for the OMDCI+ problem, if |M | = d is a (small) parameter, then the
problem is easily shown to be FPT (Fixed-Parameter Tractable). We just take
M and compute all the d! permutations of its critical characters (while keeping
the order of the d colored blocks). Then we have d! sequences M1,M2, ...,Md!

and we just need to check if one of them appear in A as a subsequence in both
colors and critical characters.

Corollary 3.1 Parameterized by the size of M , OMDCI+ is FPT.

In the next section, we consider the 0-OMDCI problem: what is the difficulty
to decide that there is no malware in an input program A at all (even when a
malware pattern M is given)? It turns out that this problem is co-NP-hard and
the proof is more involved.

4 0-OMDCI is co-NP-hard

We state the main result in this section (also in this paper) as follows. Recall
that 0-OMDCI is the problem of deciding if OMDCI has an optimal solution of
size zero.

Theorem 4.1 Deciding if 0-OMDCI has a solution is co-NP-hard.

We show Theorem 4.1 by producing a reduction from the complement Hamiltonian-
Cycle problem (co-Hamiltonian Cycle problem) to 0-OMDCI. Before we prove
the theorem, we describe the reduction instance in detail as well as show some
properties of the reduction instance. We start by fixing an instance of the co-
Hamiltonian Cycle problem, G = (V,E) and choosing arbitrary ordering of the
vertices < v1, v2, v3, . . . , vn >.
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4.1 Reduction Instance

We start by describing the set of characters Σ followed by the set of colors for
the indices Γ. For (vi, vj) ∈ E, we also write vi ∼E vj .

For every i ∈ [1 . . . n], we define the following set of characters:

Σ
(P )
i := {pi,j : j ∈ [1 . . . n]},Σ(S)

i := {si,j : j ∈ [1 . . . n]},Σ(T )
i := {ti,j : j ∈ [1 . . . n]};

and
Σi = Σ

(P )
i ∪ Σ

(S)
i ∪ Σ

(T )
i .

We then define our set of characters as Σ = ∪n
i Σi.

Similarly to the sets of characters, we define the following sets of colors.

Γ
(P )
i := {Pi,j : j ∈ [1 . . . n]},Γ(S)

i := {Si,j : j ∈ [1 . . . n]},Γ(T )
i := {Ti,j : j ∈ [1 . . . n]},

and
Γi = Γ

(P )
i ∪ Γ

(S)
i ∪ Γ

(T )
i .

Like before, define our set of colors as Γ = ∪n
i Γi.

The input to the 0-OMDCI instance M and A are constructed using two
types of gadgets named Selection and Linking. The linking gadget further
has two subgadgets called PreLink and PostLink. Every gadget consists of
a string with colored indices for both A and M . Before moving on to the
description of the gadgets, we present the intuition used in their construction
and the purpose of the different sets used to construct Σ and Γ.

Idea 1 Elements of the sets Σ
(P )
i and Γ

(P )
i are for picking vertices. The colors

in Γ
(P )
i appear only in the ith Selection gadget.

Idea 2 The elements of the sets Σ
(P )
i and Σ

(P )
1+(i%n) are connected together by

the set of colors Γ
(T )
i which serves as a mechanism for linking adjacent vertices

in the Hamiltonian cycle. Furthermore, through the colors in Γ
(T )
i they connect

the Linking subgadgets in M and A with selection subgadgets in M and A.

Idea 3 Elements of sets Σ
(S)
i and Γ

(S)
i are for starting an interval in A. Ele-

ments of sets Σ
(T )
i and Γ

(T )
i are for terminating an interval in A. The inter-

vals prevents selecting a vertex more than once. The colors in Γ
(S)
i appear only

in PreLink subgadgets of Link gadgets and the colors in Γ
(T )
i only appear in

PostLink subgadgets.

Now define the Selection gadget which has n components. For every i ∈ [n],
we define the following strings with colored intervals, with colors appearing at
the bottom:

MSelectioni :=
pi,1
Pi,1

· pi,2
Pi,2

· . . . · pi,n
Pi,n

, (1)

ASelectioni :=
si,n
Pi,n

· si,n−1

Pi,n−1
· . . . · si,1

Pi,1
. (2)
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The string with colored indices for M and A are

MSelection :=
∏
i∈[n]

MSelectioni (3)

and
ASelection :=

∏
i∈[n]

ASelectioni (4)

respectively.
There is a PreLink and PostLink subgadget for every two indices i, j ∈ [n]

and a Linking subgadget for index j ∈ [n]. We start by specifying only the
Prelink subgadget.

For j ∈ [1 . . . n], let α[j, 1], . . . , α[j, deg(vj)] be the list of all indices for
vertices adjacent to vj appearing increasing order. Fixing j, for i ∈ [1..n] we
define the strings with colored indices for M in the PreLink subgadget as

MPreLinki,j =
si,j
Si,j

. (5)

For the string with colored indices for A in the PreLink subgadget, we similarly
define for i ∈ [n]:

APreLinki,j =
ti,j
Si,j

. (6)

Proceeding to the PostLink subgadget, For all i, j ∈ [n], we define its sub-
gadgets for the M string as

MPostLinki,j =
ti,j
Ti,j

. (7)

For any j ∈ [n], we define the PostLink subgadgets for the A string as follows:

APostLinki,j =
p1+(i%n),α[j,1]

Ti,j
·
p1+(i%n),α[j,2]

Ti,j
· · ·

p1+(i%n),α[j,deg(vj)]

Ti,j
. (8)

To complete the construction of Linking gadgets for every j ∈ [n], we use
PreLinki,j and PostLinki,j subgadgets where i ∈ [n] as follows:

MLinkingj =
∏
i∈[n]

(MPreLinki,j ◦MPostLinki,j) (9)

and

ALinkingj =

∏
i∈[n]

APreLinki,j

 ◦

∏
i∈[n]

APostLinki,j

 (10)

for the M and A strings respectively. We construction the complete string with
colored for indices for the M and A in gadget as:

MLinking =
∏
j∈[n]

MLinkingj , (11)
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ASelectioni
si,n
Pi,n

· si,n−1

Pi,n−1
· · si,qiPi,qi

· · si,1
Pi,q1

APrelinki,qi
ei,qi
Si,qi

APostlinki,qi
pi+1,α[i,1]

Ei,qi
· pi+1,α[i,2]

Ei,qi
· ·pi+1,qi+1

Ei,qi
· ·pi+1,α[i,deg(vi)]

Ei,qi

ASelectioni+1
si+1,n

Pi+1,n
· si+1,n−1

Pi+1,n−1
· · si+1,qi+1

Pi+1,qi+1
· · si+1,1

Pi+1,q1

= ... ...

=

= ... ...

= ... ...

Figure 1: An illustration of the flow of the reduction.

ALinking =
∏
j∈[n]

ALinkingj . (12)

The complete reduction instance for G now may be computed by concate-
nating our two gadgets together with

M = MSelection ◦MLinking (13)

and
A = ASelection ◦ALinking. (14)

A flow of the reduction can be found in Figure 1.

4.2 Properties of reduction instance

In this section, we show properties of M and A along with the properties of
any OMDCI solution between M and A. Let β : Γ ∪ Σ′ → [1...n] map each
color and character to the second index of their subscript; e.g., β(pi,j) = j and
β(Pi+1,α[j,1]) = α[j, 1].

4.2.1 Properties of A and M

Observation 4.1 M is a permutation string and each color and critical char-
acter in M appears exactly once.

Observation 4.2 If c ∈ Γ \ ∪i∈[n]Γ
(T )
i , then exactly one index is colored c in

A.
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Observation 4.3 If c ∈ Γ
(T )
i and β(c) = i then the number of indices in A

colored c is deg(vi) and all the indices colored c appear in one APostLinki,j
subgadget.

Observation 4.4 If δ ∈ Σ \ ∪i∈[n]Σ
(P )
i , then δ appears exactly once in A.

4.2.2 Properties of OMDCI solutions between A and M

Suppose there exists a solution of size k > 0 for the input pair (A,M). Using the
same notation as in Definition 2.1 and the preliminaries, let M ′ and A′ denote
the common subsequences of colors. Let IM ′ = {a1, a2, . . . , ak} be the strictly
increasing indices in γM corresponding to M ′, and IA′ = {b1, b2, . . . , bk} be the
strictly increasing indices in γA corresponding to A′.

Proposition 4.1 For any l ∈ [k], the color γM (al) appears at some index in
MSelectioni if and only if the color γA(bl) appears at some index in ASelectioni.

Proof. This proposition essentially states that if a color is picked in some
MSelectioni, then its corresponding colored index must only exist inASelectioni

and vice versa.
Immediately following Observations 4.1 and 4.2, any color that is matched

in either MSelectioni or ASelectioni must be matched solely within their re-
spective gadgets. ⊓⊔

Proposition 4.2 For any l ∈ [k], the color γM (al) appears at some index in
MPreLinki,j if and only if the color γA(bl) appears at some index in APreLinki,j.

Proof. Similar to Proposition 4.1, this proposition states that if a color is picked
in some MPreLinki,j , then its corresponding colored index must only exist in
APreLinki,j , and vice versa.

The proof is straightforward. From Observations 4.1 and 4.2, any color
matched in either MPreLinki,j or APreLinki,j must be matched solely within
their respective gadgets. ⊓⊔

Proposition 4.3 For any l ∈ [k], the color γM (al) appears at some index in
MPostLinki,j if and only if the color γA(bl) appears at some index in APostLinki,j.

Proof. The argument is similar to the previous two proofs. Immediately follow-
ing Observations 4.1 and 4.3, any color that is matched in either MPostLinki,j
or APostLinki,j must be matched solely within their respective gadgets. ⊓⊔

4.2.3 Properties from Mselectioni and ASelectioni

Proposition 4.4 For all i ∈ [n], any OMDCI solution can only include at most
one colored index from MSelectioni and ASelectioni selection subgadgets.

13



Proof. Directly following the Proposition 4.1 and the fact that colors ofASelectioni

is the reversed sequence ofMSelectioni colors, the longest common subsequence
of colors between the said subgadgets is of size 1. Consequently, at most one col-
ored index from MSelectioni and ASelectioni can be included in any OMDCI
solution. ⊓⊔

Proposition 4.5 For all i ∈ [n], If the colored interval Pi,j is included in the
OMDCI solution, then the colored interval Si,j is included in the solution.

Proof. First observe that for any i ∈ [m] the critical characters pi,j and si,j
appear exactly once in M and are associated with the colored intervals Pi,j

and Si,j , respectively, in the selection gadgets MSelectioni and MPreLinki,j .
Now, assume that the color Pi,j is included in the OMDCI solution; this as-
sumption coupled with Proposition 4.1 implies that the solution contains the
critical characters pi,j and si,j . Following the previously mentioned observation
and the Property 2 of the OMDCI solution; it is immediately evident that the
solution must contain the color Si,j to cover the critical character si,j . ⊓⊔

4.2.4 Properties from the Linking Gadgets

We now show some properties dependent on the construction of the Linking
gadget. The first group of properties show how the Linking gadget “links”
colors in Γ together.

Proposition 4.6 For any i, j ∈ [n], if there exist some index in M ′ and A′

with color Si,j then there must exist some index in M ′ and A′ with color Ti,j.

Proof. The proof follows directly from Observations 4.1, and 4.2. Assume that
the color Si,j ∈ MPreLinki,j is selected in the solution. This assumption,
combined with Proposition 4.2, implies that the critical characters si,j and ti,j
are selected in M ′ and A′, respectively. Consequently, the solution must also
select the color Ti,j , as it is the only color associated with the critical character
ti,j , in order to satisfy Property 2. ⊓⊔

Proposition 4.7 For any i, j ∈ [n], when there exist some index in M ′ and A′

with color Ti,j then the following hold: there must exist some index in M ′ and
A′ colored P1+(i%n),k, where vk ∼E vj.

Proof. First let us assume that the solution contains the color Ti,j for some
i, j ∈ [n]. Note that the color Ti,j appears only in the gadget APostLinki,j
within A. Consequently, the presence of the color Ti,j in A′, specifically in
APostLinki,j , must include a critical character in the form p1+(i%n),α[j,q] where
q ∈ [deg(vj)] and k = α[j, q]. Since p1+(i%n),k is part of the solution, it implies,
by Observation 4.1 as well as Equation 1, the solution must also contain the
color P1+(i%n),k. Furthermore, according to Equation 8, p1+(i%n),k exists in
APostLinki,j only if there exists vj ∼E vk. This proves the proposition. ⊓⊔

Combining Propositions 4.5, 4.6, and 4.7, yields the following:

14



G1 G2

v1

v2

v3

v4

v5

v1 v4

v2

v5v3

Figure 2: The reductions from two graphs G1 and G2 would create different
OMDCI instances.

Lemma 4.1 For any i, j ∈ [n], if there exist some index in M ′ and A′ with
color Pi,j then there must exist some index k ∈ [n] such that there exist vj ∼ vk
and the colors P1+(i%n),k and S1+(i%n),k exist in M ′ and A′.

Proof. First, assume the premise. Then, by sequentially applying Modus Po-
nens to Propositions 4.5, 4.6, and 4.7, we conclude that the color P1+(i%n),k

exists in both M ′ and A′. Applying the Proposition 4.5 once more, we further
deduce that the color S1+(i%n),k must also exist in M ′ and A′. This completes
the proof. ⊓⊔

We use G2 in Figure 2 as an example to illustrate this lemma. In this case,
consider the Hamiltonian cycle: ⟨5, 3, 1, 4, 2⟩. We first match the color P1,5

in MSelection1 and ASelection1. Then MPreLink1,5 enforces the selection
of S1,5, which is selected in turn by APreLink1,5, together with the critical
character t1,5. Finally, MPostLink1,5 would need to match the character t1,5,
which would also pick the color T1,5. Consequently, APostLink1,5 would select
a critical character at step 2, which is p2,3. Then we would repeat the above
process by selecting the color P2,3 and then S2,3. We show the following flows
(not the exact sequences, as pi,j ’s would be put together at the beginning of
M and si,j ’s would be put together at the beginning of A) of M ′ and A′, only
giving details for the first selected vertex (among the 5 selected vertices):

Flow of M ′ = MSelection1 → MPrelink1,5 → MPostLink1,5 → MSelection2 · · · ,

which expands to

Flow of M ′ =
p1,5
P1,5

→ s1,5
S1,5

→ t1,5
T1,5

→ p2,3
P2,3

· · · p3,1
P3,1

· · · p4,4
P4,4

· · · p5,2
P5,2

· · · t5,2
T5,2

;

and,

Flow of A′ = ASelection1 ·APrelink1,5 · · ·APostLink1,5 ◦ASelection2 · · · ,

which expands to

Flow of A′ =
s1,5
P1,5

→ t1,5
S1,5

→ p2,3
T1,5

→ s2,3
P2,3

→ s3,1
P3,1

· · · s4,4
P4,4

· · · s5,2
P5,2

· · · p1,5
T5,2

.
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Note that the first character p1,5 in M ′ matches the last character p1,5 in A′.
The following proposition is useful in showing the Linking gadget prevents

vertices from being selected multiple times.

Proposition 4.8 For any i, t ∈ [n] where i ̸= t, if there exists k ∈ [n] such that
St,k is included in M ′ and A′, then Si,k can not be included in the solution.

Proof.
Assume, without loss of generality, that t < i. We proceed by negating the

claim. Specifically, suppose that for some i, k, t ∈ [n] and the colors St,k and Si,k

are included in M ′ and A′. Note that St,k and Si,k appear in the MLinkingk
and ALinkingk gadgets within M and A, respectively. More specifically, St,k

appears in MPreLinkt,k and APreLinkt,k, while Si,k appears in MPreLinki,k
and APreLinki,k.

By Proposition 4.6, we also deduce that the colors Tt,k and Ti,k must be
included in M ′ and A′. These colors reside in the MLinkingk and ALinkingk
gadgets, where Tt,k appears in MPostLinkt,k and APostLinkt,k, and Ti,k ap-
pears in MPostLinki,k and APostLinki,k.

Thus, the colors St,k, Si,k, Tt,k, Ti,k must all appear in M ′ and A′. Now,
consider the order of these subgadgets within MLinkingk and ALinkingk, as
described in Equations 10 and 9:

• In MLinkingk, for all j ∈ [n], the sequence MPreLinkj,k ◦MPostLinkj,k
appears consecutively. Hence, MPreLinkt,k ◦MPostLinkt,k must appear
before MPreLinki,k ◦MPostLinki,k.

• In ALinkingk, for all j ∈ [n], the APreLinkj,k subgadgets always appear
before any APostLinkj,k subgadgets.

By Propositions 4.2 and 4.3, the color St,k is matched within MPreLinkt,k
and APreLinkt,k, and the color Tt,k is matched within MPostLinkt,k and
APostLinkt,k. Similarly, by Proposition 4.2, the color Si,k must be matched
within MPreLinki,k and APreLinki,k. However, this order of colors is impos-
sible to achieve in the common subsequence, leading to a contradiction. Thus,
the initial assumption must be false. ⊓⊔

We use G1 in Figure 2 as an example to illustrate this observation. In
this case, consider the path we attempt to include in the Hamiltonian cycle:
⟨1, 2, 3, 5, 2⟩. Initially, the color match P1,1 is matched within MSelection1

and ASelection1. Then MPreLink1,1 enforces the selection of S1,1, which is
selected in turn by APreLink1,1, together with the critical character t1,1. Fi-
nally, MPostLink1,1 would need to match the character t1,1, which would also
pick the color T1,1. Consequently, APostLink1,1 would select a critical charac-
ter starting the selection of the second vertex in the cycle, which is p2,2. Then
we would repeat the above process by selecting the color P2,2 and then S2,2,
etc. We show the following flows (again, not the exact sequences) of M ′ and A′,
only giving details for the first selected vertex (among the 5 selected vertices):

Flow of M ′ =

MSelection1 → MPrelink1,5 → MPostLink1,5 → MSelection2 · · · ,
(15)
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which expands to

Flow of M ′ =
p1,1
P1,1

→ s1,1
S1,1

→ t1,1
T1,1

→ p2,2
P2,2

→ s2,2
S2,2

· · · s3,3
S3,3

· · · s4,5
S4,5

→ t4,5
T4,5

,

and

Flow of A′ = ASelection1 → APrelink1,5 → APostLink1,5 → ASelection2 · · · ,

which expands to

Flow of A′ =
s1,1
P1,1

→ t1,1
S1,1

→ p2,2
T1,1

→ s2,2
P2,2

→ t2,2
S2,2

· · · t3,3
S3,3

· · · t4,5
S4,5

→ p5,2
T4,5

.

Note that p5,2 never appears in M ′. In fact, since G1 has no Hamiltonian
cycle, even if we add the character p5,2 to the end of A′ it can never match the
first character p1,1 in M ′.

4.3 Proof of Theorem 4.1

We now proceed to prove Theorem 4.1, as the “if and only if” relation is a bit
long, we separate it out as the following lemma.

Lemma 4.2 The graph G has a Hamiltonian cycle if and only if there ex-
ists k > 0 such that there exist subsequences M ′ of γM and A′ of γA with
IM ′ = {a1, a2, . . . , ak}, IA′ = {b1, b2, . . . , bk} such that properties of definition
2.1 holds.

Due to space constraint, we leave the proof of Lemma 4.2 to the appendix. We
now complete the proof of Theorem 4.1.
Proof. The construction of the Selection subgadgets uses O(n) characters thus
the whole Selection gadget consists of O(n2) characters. The PreLinki,j and
PostLinki,j subgadgets are of size 1 in M and of size 1 and deg(vj) in A. Thus,
MLinkingj and ALinkingj are of sizes 2n and n(1 + deg(vj)) respectively.
Consequently the size of MSelection gadget is 2n2 and the size of ASelection is∑n

j n(1+ deg(vj)) = n2+2n|E| = O(n3). Therefore the construction of M and

A can be done in O(n2 +n3) = O(n3) time. As G = (V,E) has no Hamiltonian
cycle if and only if M and A have an optimal solution of size zero by Lemma 4.2,
we have deciding OMDCI has a zero solution is co-NP-hard. ⊓⊔

Suppose there is a polynomial-time approximation algorithm A for OMDCI,
then running A on the above instance, it would solve the instance (i.e., deciding
that there is a size-zero solution) in polynomial time. We then have the following
corollary.

Corollary 4.1 The maximization version of OMDCI has no polynomial-time
approximation (regardless of its factor) unless P=co-NP.

Similarly, we have the following corollary regarding the fixed-parameter
tractability of OMDCI.
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Corollary 4.2 OMDCI has no FPT algorithm parameterized by the solution
size unless P=co-NP.

Proof. Suppose there is an FPT algorithm F for OMDCI parameterized by the
solution size d, which runs in O(f(d)nc) time, where f(−) is any computable
function and c is a constant not related to the input length n. At the end of
the instance M and A in Theorem 4.1, attach 2 unique new blocks each with
a distinct new letter. Running F on this new instance, if F returns a size-2
solution, then it would imply that the original instance has a zero solution. By
Theorem 4.1, the latter would further imply that F solves co-HC in polynomial
(i.e., O(f(2)nc)) time. This is not possible unless P=co-NP. Therefore, OMDCI
has no FPT algorithm parameterized by the solution size d unless P=co-NP. ⊓⊔

A twist of the above proof, by attaching some intervals at the end of M
and A such that they must all appear in the optimal solution, also implies that
OMDCI is co-NP-hard. Hence we additionally have the following corollary.

Corollary 4.3 OMDCI is NP-complete and co-NP-hard.

5 Concluding Remarks

In this paper, we investigated the computational complexity of detecting mal-
ware in low-level programs with feature matching algorithms. Essentially, we
show that the problem is hard in both directions—determining the presence of
some malware and verifying its absence are both computationally hard. Our
method more generally shows that matching features in order data is compu-
tationally difficult. For example, trying to find a common sequence of events
between two calendars which share the same participants forms a OMDCI in-
stance where critical characters are participants and the colors are the types of
events.

Certainly—in reality—the scenario could be more complex. For instance, the
new malware might be embedded in a program written in architecture B while
the known malware is written in architecture C where B is based on a 32-bit
machine while C is on a 64-bit machine. In this case, the set of instructions in
B and C are different, even the number of instructions may not be the same, in
which case one cannot obtain a one-to-one mapping between the instructions.
In this case, it should be harder to compare the similarity of two programs
written in B and C directly. One idea is to use additional semantic information
or structure of such programs; for instance, the known function of some blocks,
or even the calling graph of blocks. We are currently working along this line.
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6 Appendix: proof of Lemma 24

Proof. We start by showing the forward direction. Assume G has a Hamiltonian
cycle. Let H be a Hamiltonian cycle in G and assign the vertices in G ordering
v1, . . . , vn. Select some arbitrary vertex vq1 and consider the walk vq1 , . . . , vqn
around H that starts and ends at vq1 .

Let M and A be the two inputs to OMDCI , where M = ([m], γM , σM ) and
A = ([n], γA, σA) as described in Section 4.1.

We start by constructing subsequences A′ in A and M ′ in M before showing
properties (1) and (2) of Definition 2.1. We start by considering the subset
indices in M ′ and A′ in the Selection gadget which denote M ′

P and A′
P . Let

Γ′
P = {Pi,qi : i ∈ [N ]}, then let

M ′
P = {i ∈ [m] : i ∈ Γ′

P }, A′
P = {i ∈ [N ] : i ∈ Γ′

P }.

Using Propositions 4.5, 4.6 and 4.7 as a guide, we now consider the remaining
indices in A′ and M ′. Let Γ′

S = {Si,qi : i ∈ [n]} and Γ′
T = {Ti,qi : i ∈ [n]}. The

set of indices in M ′ and A′ with color in ∪iΓ
(S)
i are respectively:

I
(M)
S = {i ∈ [m] : γM (i) ∈ Γ′

S},

and
I
(A)
S = {i ∈ [N ] : γA(i) ∈ Γ′

S}.

The set of indices in M ′ and A′ with color in ∪iΓ
(T )
i are respectively:

I
(M)
T = {i ∈ [m] : γM (i) ∈ Γ′

T },

and
I
(A)
T = {i ∈ [N ] : γA(i) = Ti,qi and σA(i) = p1+(i%n),q1+(i%n)

}. (16)
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Now, let A′ be the subsequence in γA defined by the sequence of indices I
(A)
P ∪

I
(A)
S ∪ I

(A)
T , and let M ′ be the subsequence in γM defined by the sequence of

indices I
(M)
P ∪ I

(M)
S ∪ I

(M)
T .

By Observations 4.1 and 4.2, each color in Γ′
P , Γ

′
S appears only once in A and

M thus appears only once in A′ and M ′. Further Observation 4.1 also implies
each Γ′

E appears once in M ′ and M , and similarly (4.3) and (16) imply the
same for A and A′. Thus both A′ and M ′ are subsequences of length 3n. Note

I
(A)
P and I

(M)
P each only use one index in each subgadget of the MSelection

and ASelection; thus, the first n colors of M ′ and A′ are identical. Similarly,
we have Si,qi and Ei,qi appearing in both M ′ and A′ with Si,qi appearing in
the PreLinki,qi , which occurs before the PostLinki,qi containing Ei,qi . As Si,qi

and Ei,qi are the only two characters appearing in the Linkingqi subgadget and
the MLinkinqi and ALinkingqi are concatenated together in the same order in
both A and M , the last 2n of A′ and M ′ must be identical as well. Therefore
A′ and M ′ must be a common subsequence of A and M satisfying Property 1
of Definition 2.1.

We now proceed to show (2) holds for A′ and M ′. Let ΣA and ΣM be the
set of instructions in Σ that appear at least once in A′ and M ′ respectively.
Note for i ∈ [n], there is an index with critical character Pi,qi , Si,qi , Ti,qi in M ′

thus applying Observation 4.1 tells us:

1. pi,qi ∈ ΣM as Pi,qi appears in (1),

2. si,qi ∈ ΣM as Si,qi appears in (5),

3. ti,qi ∈ ΣM as Ti,qi appears in (7).

We further have by consequence of Observations 4.2 and 4.4:

1. pi,qi ∈ ΣA as there is an index i′ in (8) where σA(i
′) = pi,qi and γA(i

′) =
Ei−1,qi for i ∈ [2, n] and γA(i

′) = En,q1 when i = n.

2. si,qi ∈ ΣA as Pi,qi appears in A′ and (2).

3. ti,qi ∈ ΣA as Si,qi appears in A′ and (8).

As we have now considered every index in M ′, we have ΣM ⊆ ΣA. By Obser-
vation 4.1 we have |ΣM | = |M ′| thus ΣM = ΣA as |M ′| = |A′| > |ΣA|. This
shows property 2 in Definition 2.1, which completes the forward direction.

We now show the reverse direction. Let M ′ and A′ be an OMDCI solution
for M and A. As k > 0, there exists some c ∈ Γ that is a color of an index in

both A′ and M ′. Suppose c ̸∈ ∪n
i Γ

(P )
i then Propositions 4.6 and 4.7 imply that

there exists some c′ ∈ ∪n
i Γ

(P )
i that is the color of an index in both M ′ and A′.

Thus, we may always select a c ∈ ∪n
i Γ

(P )
i that is the color of an index in both

A′ and M ′. Furthermore, as a consequence of Proposition 4.4 and Lemma 4.1,
we have n colors P1,h1

, . . . , Pn,hn
that are the colors of indices in both M ′ and

A′ as well as colors S1,h1
, . . . Sn,hn

that are also the color of indices in both M ′

and A′ where vhn ∼E vh0 and vhi ∼ vhi+1 for i ∈ [n− 1]. Now all that is left to
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show is that hi ̸= hj if i ̸= j. We proceed by contradiction and assume without
loss of generality i < j and hi = hj . Note then Si,hi and Sj,hj = Sj,hi both
appear in M ′ and A′ which is a contradiction by Proposition 4.8. Therefore we
have found n unique vertices such that v1 ∼E v2 ∼E . . . ∼E vn ∼E v1 thus G
has a Hamiltonian cycle. ⊓⊔
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