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Abstract
The rapid advancement of large language models (LLMs) has introduced new challenges in distinguishing human-
written text from AI-generated content. In this work, we explored a pipelined approach for AI-generated text
detection that includes a feature extraction step (i.e. prompt-based rewriting features inspired by RAIDAR and
content-based features derived from the NELA toolkit) followed by a classification module. Comprehensive
experiments were conducted on the Defactify4.0 dataset, evaluating two tasks: binary classification to differentiate
human-written and AI-generated text, and multi-class classification to identify the specific generative model used
to generate the input text. Our findings reveal that NELA features significantly outperform RAIDAR features
in both tasks, demonstrating their ability to capture nuanced linguistic, stylistic, and content-based differences.
Combining RAIDAR and NELA features provided minimal improvement, highlighting the redundancy introduced
by less discriminative features. Among the classifiers tested, XGBoost emerged as the most effective, leveraging
the rich feature sets to achieve high accuracy and generalisation.
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1. Introduction

The rapid advancements in large language models (LLMs) have revolutionised natural language pro-
cessing (NLP), enabling systems to generate human-like text with remarkable fluency and contextual
relevance. These models, such as OpenAI’s GPT-3.5 [1], GPT-4 [2], and Meta’s LLaMA [3], are now
widely used across various domains, including education, customer support, and creative content gen-
eration. While these systems have demonstrated significant potential to augment human productivity
and assist in a variety of tasks, they also introduce critical challenges, particularly in ensuring their
responsible use.

One major concern is the misuse of LLMs for generating misleading or harmful content [4]. Malicious
actors can exploit these models to create misinformation, spam, or fraudulent websites, leveraging
their ability to produce seemingly credible and factually sound text at scale [5]. Compounding the
issue, these models often present information with high fluency and confidence, which can deceive
users into mistaking coherence for truthfulness [6, 7]. Inexperienced users may unknowingly rely on
AI-generated text for high-stakes tasks, such as academic writing or medical advice, only to encounter
significant inaccuracies or unintended consequences. This raises concerns about the ethical and safe
deployment of these powerful systems in everyday applications [8].

Given the proliferation of AI-generated content, it is essential to develop a text detector that not only
processes a piece of text but also identifies its source, as the ability to distinguish between human-written
and AI-generated text has become a pressing need. This task, however, is increasingly challenging as
the sophistication of LLMs continues to evolve [9]. Traditional methods, including statistical measures,
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feature-based classifiers, and fine-tuned language models, have shown varying levels of success, but face
limitations in generalisability and robustness [10]. For example, current detection systems often struggle
to adapt to novel architectures or combat adversarial tactics such as paraphrasing [11]. Furthermore, the
lack of comprehensive benchmarks that incorporate stylistic, structural, and sequence-based features
limits progress in developing effective detection mechanisms [12, 13].

In this work, we investigate the task of identifying AI-generated text, focusing on evaluating fea-
tures such as geneRative AI Detection viA Rewriting (RAIDAR) [11], content-based features from the
News Landscape (NELA) toolkit [14], e.g., stylistic features (stopwords, punctuation, quotes, negations
etc), complexity features (type-token ratio, words per sentence, noun/verb phrase syntax tree depth),
psychology features (linguistic inquiry and word count [15], positive and negative emotions [16]).
Specifically, we explore their performance in distinguishing between human-written and AI-generated
text, supplemented by an analysis of stylistic, structural, and sequence-based features. The findings
of this research provide critical insights into the differences between human- and AI-generated text,
offering valuable guidance for improving detection frameworks. By establishing benchmarks and
highlighting the limitations of existing methods, this work contributes to the development of more
robust and adaptable tools for mitigating the risks associated with AI-generated content. Ultimately, our
study seeks to foster the responsible use of LLMs and support the creation of safer digital environments.
We make our code publicly available https://github.com/skmalviya/ai-gen_text_defactify.

In short, the contributions of this paper are the following:
- We demonstrate a pipelined approach for AI-generated text detection, integrating feature extrac-

tion followed by a classification module.
- We provide a detailed comparative analysis of rewriting-based and content-based feature extrac-

tion approaches, highlighting the strengths and limitations of each.
- Through comprehensive experiments, we demonstrate that content-based features significantly

outperform rewriting-based features in both binary and multi-class classification tasks.
- We evaluate the effectiveness of popular classifiers, identifying XGBoost as the most suitable

model for handling diverse feature sets in AI-generated text detection.

2. Shared Task CT2: AI-Generated Text Detection

2.1. Tasks

The shared task CT2: AI-Generated Text Detection challenge is an initiative organised by researchers
from the University of South Carolina, US, to address the growing concerns surrounding AI-generated
text. With the increasing sophistication of LLMs such as GPT-4, LLaMA, Qwen, Gemma, Mistral, and
Yi, distinguishing human-authored text from AI-generated text has become a critical task in fields like
media authenticity, misinformation detection, and AI ethics. The challenge provides participants with a
curated dataset and a platform to develop and evaluate machine learning models aimed at identifying
and attributing AI-generated text.

To address these challenges, they propose an AI-Generated Text Detection shared task [17], accom-
panied by a comprehensive dataset designed to support two primary classification tasks: (a) Task A:
Binary classification to determine whether a given text is human-authored or AI-generated. (b) Task
B: Multi-class classification to identify the specific AI model responsible for generating synthetic text.
The dataset and tasks aim to enable the development of robust machine learning models capable of
accurately classifying and attributing text generation, thereby advancing the field of generative AI
forensics.

2.2. Dataset Description

The dataset [18] for the task consists of textual data (train: 50𝑘, validation: 10𝑘 and test: 10𝑘, approxi-
mately) annotated with two types of labels: (a) Label_A: A binary label indicating whether the text is
human-authored (0) or AI-generated (1). (b) Label_B: A multi-class label that identifies the specific AI
model responsible for generating the text. The available models include: (1) Gemma-2-9B, (2) Mistral-7B,

 https://github.com/skmalviya/ai-gen_text_defactify
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Table 1
Example rows from the dataset.

Index Text Label_A Label_B
0 The U.S. bombings that ended World War II didn’t mark

the close of atomic...
0 Human_Story

1 The radioactive fallout has led to a spike in thyroid can-
cers, leukemia...

1 Qwen-2-72B

2 Climate models predict a 50% increase in extreme
weather events by 2050...

1 GPT-4-o

(3) Qwen-2-72B, (4) LLaMA-8B, (5) Yi-Large, and (6) GPT-4-o. Additionally, each row in the dataset
includes a unique index for identification and the corresponding text entry. Human-generated text
entries are labeled as 0 for Label_A, with Label_B remaining a placeholder (Human_Story or similar).

The dataset is structured to support seamless data ingestion and preprocessing for machine learning
tasks. Each entry includes the following fields: (i) Index: A unique identifier for each text instance. (ii)
Text: The text content, either human-authored or AI-generated. (iii) Label_A: Binary label for Task A.
(iv) Label_B: Multi-class label for Task B. Examples from the development dataset are shown in Table 1.

3. Methodology
In this section, we present our methodology for tackling the AI-generated text detection challenge.
Our approach leverages a combination of feature extraction techniques, inspired by state-of-the-art
methods, to maximise detection accuracy. Specifically, we employ two complementary feature extraction
strategies: (1) leveraging rewriting-based feature extraction, inspired by RAIDAR: Generative AI
Detection via Rewriting, and (2) incorporating NELA features from a Multi-Module Toolkit named
‘NELA’. These features are integrated into a unified pipeline designed for efficient training and testing.

3.1. Our Pipeline

Our methodology follows a systematic pipeline for training and testing, as depicted in Figure 1. The
pipeline ensures a clear flow from input text to final predictions, with well-defined stages for feature
extraction, fusion, and classification.

Text Features
Extraction

(Rewriting, Style, Bias, Affect...)

Text Classifier
(RandomForest, XGBoost etc.)

Classes:
0: Human-authored text (no AI involved)
1: Gemma-2-9B
2: Mistral-7B
3: Qwen-2-72B
4: LLaMA-8B
5: Yi-Large
6: GPT-4-o

Training

Testing

Training data

Test data

Figure 1: Overview of the Training/Testing pipeline for text classification tasks. The pipeline includes text pre-
processing, feature extraction (rewriting-based/NELA features), feature fusion, classifier training, and evaluation.

3.2. Feature Extraction

Our feature extraction approach combines rewriting-based techniques and NELA features to capture
diverse linguistic and stylistic attributes. Inspired by the RAIDAR framework [11], we adopt a rewriting
approach to detect AI-generated text. The underlying intuition is that human-written and AI-generated
text respond differently to perturbations in the form of rewriting. This step highlights structural and
stylistic differences based on rewriting features. In parallel, NELA features [12] contribute lexical,
stylometric, and content-based attributes, such as word frequencies, readability scores, sentiment
analysis, and entity recognition. By integrating these two methodologies, we ensure the extraction
of both fine-grained and broad textual features, enhancing the ability to distinguish between human-
written and AI-generated text.
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• Prompt-based Rewriting Features (RAIDAR): For the rewriting-based feature extraction, we utilised
the RAIDAR-inspired module, which performs paraphrasing and syntactic transformations on the
input text [11]. The rewriting for a given text is done based on 7 different prompts (Appendix A).
All prompts, including the input text, are considered for feature extraction. For prompting, we
use meta-llama/Llama-3.1-8B1 model for generating rewritings due to its balance between
computational efficiency and generative capabilities. Compared to larger models, it provided
sufficient quality in text rewriting while maintaining reasonable inference costs. Later, RAIDAR
extracts features highlighting statistics of common terms, fuzzy ratios, etc., for each example.

• Content-based Features (NELA): The NELA feature extraction module uses the open-source NELA-
Toolkit to extract content-based attributes of three broad categories: stylistic, complexity, and
psychological [14]. Lexical features include word frequencies and sentiment scores, while stylis-
tic features capture readability, punctuation patterns, and average word length; psychological
features, on the other hand, include sentiment analysis and the use of the Linguistic Inquiry and
Word Count (LIWC) dictionaries [15]. For a given text, it extracts 87 attributes across all three
categories.

3.3. Training

The training stage aims to build a robust classifier for distinguishing human-written text from AI-
generated content and identifying specific generative models. The process begins with extracting
features by prompt-based rewriting (RAIDAR) and the NELA toolkit. We conducted experiments to
evaluate the strength of each feature set individually and also combined them into a unified repre-
sentation. Each feature set is used for training machine learning classifiers, such as Random Forests,
XGBoost, and Support Vector Machines, due to their effectiveness in handling structured feature-based
text classification tasks [19, 20]. Each classifier is trained with their default parameter setting. e.g.
(scikit-learn v1.5.2).

3.4. Testing

The testing stage evaluates the performance of the trained classifier on unseen data. Similar feature-
extraction steps are applied to the test input to ensure compatibility with the training data. Features are
extracted using the same rewriting (RAIDAR) and NELA modules, ensuring consistency in representa-
tion. The classifier’s predictions are compared against ground truth labels to compute the evaluation
metric F1-score. This stage highlights the generalisation ability of the model and its effectiveness in
handling real-world data.

4. Results & Discussion

To evaluate our approach, we conducted experiments on the AI-generated text detection dataset,
focusing on the two tasks of the challenge: Task A, involving binary classification to distinguish
human-written text from AI-generated content, and Task B, requiring multi-class classification to
identify the specific generative model. Various classifiers, including Support Vector Machines (SVC),
Random Forests, and XGBoost, were evaluated on the development dataset. XGBoost emerged as the
best-performing classifier due to its ability to handle complex feature sets and its robust performance
across tasks. This classifier was subsequently used for testing on unseen data to assess generalisation
capabilities. The F1 score metric is used to evaluate the pipeline’s performance comprehensively.

On the development dataset, we evaluated the performance of various classification methods, such
as SVC, Random Forest, and XGBoost. Table 2 shows XGBoost consistently outperformed SVC and
Random Forest across all combinations of feature sets, achieving an F1-score (Defactify4.0 challenge
score) of 0.9979 for Task A and 0.8489 for Task B. Its ability to model complex, nonlinear relationships

1https://huggingface.co/meta-llama/Llama-3.1-8B

https://huggingface.co/meta-llama/Llama-3.1-8B
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Table 2
Performance on the development set.

Feature-Set
SVC Random Forest XGBoost

F1 (Task-A) F1 (Task-B) F1 (Task-A) F1 (Task-B) F1 (Task-A) F1 (Task-B)

RAIDAR [11] 0.9573 0.5403 0.9548 0.5283 0.9652 0.5719
NELA [14] 0.9205 0.4585 0.9942 0.8061 0.9979 0.8489
RAIDAR + NELA 0.9268 0.4337 0.9933 0.7754 0.9968 0.8430

between features allowed it to better exploit the rich information embedded in NELA features. SVC
struggled with the high-dimensional feature space, while Random Forest exhibited reduced performance
due to its tendency to overfit on redundant features from the RAIDAR module. Using XGBoost, we
obtained an F1-score score of 0.9945 and 0.7615 on the testing leaderboard for Task A and B, respectively
(Table 3).

Table 3: Performance on the test set.

Feature-Set
XGBoost

F1 (Task-A) F1 (Task-B)

RAIDAR [11] 0.9454 0.4410
NELA [14] 0.9945 0.7615
RAIDAR + NELA 0.9917 0.7443

As shown in Tables 2 and 3, NELA features significantly
outperformed RAIDAR-based features across both tasks
on both the development and testing sets. With XGBoost,
NELA features show a jump of 27% and 32% on F1 score
compared to RAIDAR on Task-B for development and test
data, respectively. However, combining RAIDAR and NELA
features does not demonstrate any significant improvement
in the performance on either Task A or Task B. These results suggest that RAIDAR features introduced
redundancy rather than complementarity, likely due to their limited discriminatory capacity in the
presence of high-quality NELA features. NELA features capture richer and more discriminative features
for both the binary and multi-class classification task.
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Figure 2: Confusion matrix illustrating the
classification performance across
human-written and AI-generated
text classes.

To better understand the limitations of our detection ap-
proach, we analysed the misclassification patterns using a
confusion matrix on the development data as in Figure 2.
The classifier demonstrated strong performance in distin-
guishing human-written and GPT-4-o text, with 1552 and
1516, respectively, correctly classified instances. This sug-
gests their consistent generative characteristics, making it
easier to classify them correctly. Gemma-2-9B and Qwen-
2-72B showed notable overlap. There were 91 instances
where Qwen-generated text was misclassified as Gemma-
generated and 77 where Gemma was misclassified as Qwen.
This could be due to similar training data distributions or
shared linguistic patterns among these models. For Mid-
Sized Models (LLaMA, Yi, Qwen), LLaMA-8B and Yi-Large
exhibited moderate misclassification rates. For instance, 88
instances of Yi-Large were misclassified as LLaMA-8B, and
60 cases of LLaMA-8B were mistaken for Yi-Large.

Overall, our findings highlight the importance of selecting features for AI-generated text detection,
avoiding redundancy and ensuring effective integration. The superior performance of NELA features em-
phasises the need for contextually rich and stylistically diverse attributes in detecting AI-generated text.
Despite RAIDAR’s theoretical appeal, its practical limitations in multi-class classification underscore
the need for more robust rewriting-based approaches in future research.

To improve generalisability, future work will explore domain adaptation techniques, augmenting
the training data with more diverse AI-generated text sources. Additionally, meta-learning strategies
can be employed to finetune detection models across different LLM architectures. Investigating feature
representations that remain invariant across various models could also enhance robustness.
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5. Conclusion

This work addresses the challenge of AI-generated text detection by leveraging features such as
prompt-based rewriting (RAIDAR) and content-based features (NELA). Through rigorous evaluation,
we identified XGBoost as the optimal classifier for this task, due to its ability to exploit rich feature
representations, and NELA features as the superior choice. Our results highlight the importance of
selecting high-quality, discriminative features and avoiding redundancy in detection frameworks. This
research contributes to the development of more robust tools for distinguishing AI-generated text,
supporting ethical and responsible AI deployment. Future work could focus on improving rewriting-
based feature extraction methods to enhance their complementarity with content-based approaches,
further advancing the field of generative AI forensics.
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A. Rewriting prompts

The 7 prompts in the RAIDAR-based feature extraction approach were designed to elicit variations in text
generation, emphasizing differences in syntactic structure, coherence, fluency, and factual consistency.
These prompts were incorporated from prior research [11] that demonstrated how different types of
paraphrasing affect text features, making them valuable indicators for distinguishing AI-generated text
from human-written content.

• CONCISE: Concise this for me and keep all the information.
• REVISE: Revise this with your best effort
• POLISH: Help me polish this
• REWRITE: Rewrite this for me
• FLUENT: Make this fluent while doing minimal change
• REFINE: Refine this for me please
• GPTIZE: Improve this in GPT way
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