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Abstract

Modern development methodologies, such as Kanban and contin-

uous integration and continuous deployment (CI/CD), are critical

forweb application development—as software productsmust adapt

to changing requirements and deploy products to users quickly. As

web application attacks and exploited vulnerabilities are rising, it

is increasingly crucial to integrate security into modern develop-

ment practices. Yet, the iterative and incremental nature of these

processes can clashwith the sequential nature of security engineer-

ing. Thus, it is challenging to adopt security practices and activities

in modern development practices. Dynamic Application Security

Testing (DAST) is a security practice within software development

frameworks that bolsters system security. This study delves into

the intersection of Agile development and DAST, exploring how a

software organization attempted to integrate DAST into their Kan-

ban workflows and CI/CD pipelines to identify and mitigate secu-

rity vulnerabilities within the development process. Through an

action research case study incorporating interviews among team

members, this research elucidates the challenges, mitigation tech-

niques, and best practices associatedwith incorporatingDAST into

Agile methodologies from developers’ perspectives. We provide

insights into integrating security practices with modern develop-

ment, ensuring both speed and security in software delivery.

CCS Concepts

• Software and its engineering → Agile software develop-

ment; • Security and privacy → Software security engineer-

ing;Web application security; Social aspects of security and pri-

vacy.
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1 Introduction

Organizations are increasingly deployingweb applications, software

accessed through web browsers [33], to deliver online services to

users across domains [8]. To implement these products, develop-

ment teams often rely on a variety of modern development prac-

tices. For example, Agile software development methodologies are

the most popular development approach [28]—reportedly adopted

by over 70% of companies in the United States [12]. Studies show

web applications are often developed using iterative Agile processes [31],

such as Kanban [38]. Further, continuous integration and contin-

uous delivery (CI/CD) processes [63] are often used to build, test,

and deploy code changes to users [54]. Studies show CI/CD prac-

tices are commonly adopted to support web application develop-

ment [49].

Yet, the majority of security breaches can be exploited through

web applications [1, 32]—making web application security increas-

ingly critical as online threats evolve and expand [7]. Thus, inte-

grating security into modern development methodologies is para-

mount, particularly when software deals with sensitive informa-

tion [18] and data protection requirements [15]. For instance, web

applications are increasingly collecting data from users [16]. How-

ever, modern software development practices are difficult to secure.

For instance, prior work suggests traditional Security Engineering

is sequential in nature [59], conflicting with Agile workflows. Re-

search also shows security activities are challenging to integrate in

CI/CD pipelines [10, 55]. This creates a critical gap: while modern

software must adapt quickly, it must also be secure and robust.

Dynamic Application Security Testing (DAST) is a security prac-

tice that automates security testing inweb applications. DAST tools

are widely used to assess the security of web applications [21] by

dynamically simulating attacks and evaluating applications exter-

nally, mimicking the actions of a malicious attacker [64]. DAST

tools generate security reports that rank vulnerabilities based on

severity, enabling development teams to address critical issues be-

fore deployment [9].

Traditional security practices, with their reliance on lengthy

planning and heavy documentation [57], can be challenging to im-

plement in modern fast-moving, iterative environments. However,

developers’ perceptions of the real-world integration of DAST into

Kanban and CI/CD processes remains an under-explored area—

particularly in industry contexts where speed and security are of-

ten at odds. Therefore, this study explores practitioner perspec-

tives on integrating DAST into a Kanban team. We investigate the

perceived impacts and challenges of integrating automated secu-

rity testing to detect and mitigate vulnerabilities during develop-

ment and maintenance. To accomplish this, we aim to answer the

following research questions (RQs):

http://arxiv.org/abs/2503.21947v1
https://orcid.org/0009-0003-8132-2887
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RQ1 How willing are Kanban team members to adopt and

continue usingDAST in their development process, andwhat

factors influence their willingness?

RQ2What are the key challenges and perceived impacts of

integrating DAST into Kanban workflows?

RQ3 What improvements can be made to better integrate

security practices into Kanban?

RQ4 How does the use of DAST compare to other security

practices familiar to team members?

We seek to answer these RQs through an action research case

study [52], involving a real-world software development team that

undertook the initiative to adoptDAST inmodernmethodologies—

specifically Kanban and CI/CD processes. The first author was em-

bedded as a member of this development team and led the efforts to

implement DAST scans as part of their CI/CD pipeline. Our study

focuses on aspects of DAST integration in Kanban and CI/CD pro-

cesses, seeking to understand the perspectives and experiences of

different stakeholders within the team—developers, testers, data

analysts, and managers—throughout the process. To gain a deeper

understanding, qualitative interviews were conductedwith ten team

members, providing valuable insights into the challenges and im-

pact of integrating security practices in modern workflows.

Our findings make three key contributions: (1) we present a

real-world case study on how DAST was integrated into a Kanban-

based web development team, offering insights into the techni-

cal and organizational challenges involved; (2) we provide empiri-

cal evidence from qualitative interviews with practitioners across

various roles, highlighting the factors influencing the willingness

to adopt and continue using DAST in Kanban and Agile environ-

ments; (3) we offer practical recommendations and lessons learned

for software development teams in industry to improve the integra-

tion of DAST into development workflows. By addressing these

points, our work contributes to a broader understanding of how

to effectively incorporate security into modern development pro-

cesses.

2 Background

2.1 Kanban

Kanban is a widely adopted Agile framework [79] that emphasizes

visualizing workflows by using cards[34], limitingwork in progress

(WIP) [4], and promoting continuous delivery without the rigid

time-boxed iterations commonly associatedwith otherAgilemethod-

ologies, such as Scrum [19, 29]. Originating from lean manufac-

turing principles[30], Kanban emphasizes optimizing efficiency by

encouraging teams to pull tasks into their workflows based on ca-

pacity [82] rather than adhering to a predefined sprint schedule.

This adaptability makes Kanban particularly attractive for teams

that require flexibility in managing varying workloads and pri-

orities [43]. The Kanban board is typically divided into columns

representing different stages of the development process (e.g., “To

Do,” “In Progress,” “In Review,” “Done”) [62]. By efficiently mov-

ing cards/tasks through the pipeline, teams can continuously re-

lease features and updates, fostering a more dynamic development

environment. The emphasis on WIP limits ensures that teams do

not overload themselves [19], thereby reducing bottlenecks and

improving workflow.

2.2 Dynamic Application Security Testing
(DAST)

Dynamic Application Security Testing (DAST) is a technique used

to evaluate the security of web applications and APIs in a live en-

vironment [51]. Unlike Static Application Security Testing (SAST),

which focuses on analyzing the application’s source code [22], DAST

simulates an attacker by interacting with the application from the

outside. This real-time approach enables DAST tools to uncover

runtime vulnerabilities, including issues like SQL injection, cross-

site scripting (XSS), and authentication flaws [61]. Various com-

mercial and open-source DAST tools are available, enabling orga-

nizations to identify and address security weaknesses in web appli-

cations and APIs, thereby strengthening their overall security pos-

ture. DAST operates as a Black-box Testing testing method [45],

meaning it does not require access to source code, interacting with

the application through external interfaces likeweb forms andAPIs [61].

DAST performs Dynamic Analysis by sending requests and in-

puts to the application while it is running, uncovering vulnerabil-

ities that may only emerge under specific conditions [45]. DAST

toolsSimulateReal-World attacks [17] by sendingmalicious pay-

loads to probe the application for security flaws, helping organiza-

tions evaluate how well their applications would withstand actual

cyber threats. Once a scan is complete, DAST tools generate a re-

port categorizing vulnerabilities by severity.

3 Case Study Setting

Our case study was conducted within the Identity Service team of

an organization under their broader Information Technology (IT)

division. The organization’s name has been anonymized to protect

the integrity of ongoing discussions about security protocols. The

Identity Services team plays a critical role in ensuring the secure

management of digital identities by providing authentication and

authorization for the organization. These services facilitate safe

access to resources, applications, and data, supporting vital func-

tions such as operations, research, and outreach. The Identity Ser-

vices team is committed to maintaining and continuously improv-

ing identity and access services, focusing on high-security stan-

dards, user-friendly design, and adaptability to industry changes.

3.1 Team Organization

The team consists of 23 members and is formed by three distinct

groups: Developers & DevOps, Testers, and Identity and Access

Management (IAM) Analysts, all of which collaborate to provide

agile, secure, and seamless digital identity solutions across the or-

ganization’s ecosystem. The teammanages key applications, which

include a web Single-Sign-On (SSO) service, a web application for

directory administration, an account creation system, and an en-

terprise directory for identity management. Each group plays a

crucial role in the software development process, with Develop-

ers & DevOps focusing on code development and infrastructure,

Testers ensuring the quality of the product, and Analysts provid-

ing insights and feedback based on system requirements and per-

formance metrics. All team members worked remotely and in the

same timezone.
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3.2 Development Process

The team follows the Kanban framework, emphasizing continu-

ous flow and limiting work in progress to optimize efficiency. All

team members are familiar with Agile and Kanban. For the team’s

specific implementation, stand-up calls are held every morning,

serving as a touchpoint for members to discuss progress, block-

ers, and plans for the day. After the stand-up, additional discus-

sions are encouraged if team members have specific topics or is-

sues they wish to address. The work is managed through three

Kanban boards, one for each group. Combining daily stand-up calls

followed by after-Kanban discussion practices balances flexibility

and accountability. It is a suitable environment for integrating ad-

ditional security practices [11], such as DAST, into the Agile SDLC.

The team uses GitLab for version control and to run and configure

their CI/CD pipeline.

4 Methodology

We conducted an action research case study [52, 68] with a real-

world software development team to gain detailed insights from de-

velopers on the challenges and impacts of integrating DAST tools

in Agile development. Researchers suggest case studies are valu-

able in software engineering research to observe phenomena in

relevant industry contexts [60, 80]. Further, previous studies have

similarly leveraged case studies to observe various software engi-

neering phenomena in practice (i.e., [20, 41, 74]). Our study incor-

porated the five iterative steps of the action research cycle [52, 68]:

problem diagnosis; action planning, action taking; evaluation; and

specifying learning. We describe these steps in detail below.

4.1 Problem Diagnosis

Problem diagnosis focuses on identifying and describing the prob-

lem in industrial contexts [52]. Our prior work suggests software

development teams utilizing Agile development processes often

face challenges adopting security activities into their workflow [71].

In addition, studies show UIs—in particular web applications—are

challenging to develop [48], test [46], and secure [47]. For instance,

many security vulnerabilities, such as cross-site scripting, access

management issues, and information leakage, can be exploited through

UIs [40]. To mitigate these exploits, DAST tools have been intro-

duced to assess web application security by simulating attacks to

its user interface [21]. However, there is limited knowledge explor-

ing the adoption of DAST in industry contexts.

The primary goal of the case study team was to explore possible

methods of incorporating security testing into the team’s CI/CD

pipeline for a selected web application based in Java. The team

lacked sufficient security testing, primarily relying on manual and

ad hoc efforts to verify the robustness of their system—leading

them to explore DAST integration. This task, created in the project

backlog and later assigned to an individual engineer, marked the

beginning of the team’s DAST integration effort. The task was

eventually moved to the “Implement” columnon the Kanban board,

where it became the focus of this project. Integrating DAST into

the team’s workflow began as a research initiative within the test-

ing group, of which the first author is a member. This research

initiative emerged from the testing group’s interest in adding se-

curity tests to their existing suite of test sets. They recognized the

limitations of their current test suite, which had no security tests,

and sought to investigate how automated security testing could be

integrated into their development workflows.

The scope of our case study investigates how a real-world soft-

ware development team (see Section 3) adopts DAST in Kanban

and CI/CD development processes to secure web applications. Our

study employed focused observation [69], a field technique where

an observer concentrates on specific phenomena in a natural set-

ting to provide in-depth insights on DAST integration in Agile

practices. We implemented this approach with a high degree of in-

teraction by the researchers and low awareness of being observed

by the team [60]. The first author was actively a member of the

team during the integration of DAST within their workflows to se-

cure systems, collaborating with the testing team and all 23 mem-

bers of the team, and a manager to support DAST integration in

their project workflow. The first author spent three months with

the team, taking part in normal work activities, including stand-

up meetings and after-Kanban discussions. Each activity was ob-

served in real-time in-person, through video conferencing tools

(i.e., ZoomandMicrosoft Teams), and in communications platforms

(i.e., Slack). Observations were scheduled during regular team ac-

tivities to avoid disruptions and allow the team to continue work

naturally. Participant confidentiality and anonymity were assured,

and this research initiative was approved by the team manager.

4.2 First Iteration

4.2.1 Action Planning. This phase explores various methods for

solving the identified problem [52]. The plan was co-created with

the researcher and the team based on the needs and constraints of

the case study organization—i.e., its infrastructure and resources.

The team desired the following use case to automateDAST scans in

their workflow: (a) the systemmust have the capability to act as an

authorized user through an API; (b) Once logged in, control must

be transferred to the DAST tool; and (c) The system, acting as an

authenticated user, must conduct the necessary security scans to

detect for vulnerabilities and ensure compliance. To fulfill this re-

quirement, it was essential to identify a DAST solution that could

be programmatically controlled through code, enabling seamless

integration into the CI/CD pipeline. Based on these requirements,

we explored eight potential DAST solutions—identifying OWASP

ZAP1 as the most suitable tool. Zed Attack Proxy (ZAP) is a free,

open-source, cross-platformweb application security scanner main-

tained by theOpenWebApplication Security Project (OWASP) [65].

It provides automated scanners for vulnerability assessment and

an interactive manual testing environment for analysis. ZAP sat-

isfied the requirement of being callable via code through its local

API, making it an ideal choice for integrating into the team’s exist-

ing workflow.

4.2.2 Action Taking. This phase involves implementing the planned

actions [52]—in this case, integrating the selected DAST tool ZAP

to secure the team’s product within their Agile development prac-

tices. The researcher introduced the action as a direct interven-

tion [68], directly changing the organization’s operations. The en-

gineer responsible for this task implemented a Java program that

1https://www.zaproxy.org/

https://www.zaproxy.org/
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leveraged the in-house Java software to sign in to the web applica-

tion with authorized user credentials. Once signed in, the program

extracted the necessary authentication token and cookies from the

session and transferred them to the ZAP application environment.

This allowed ZAP to access the web application authentically, en-

suring the security scans were conducted with the necessary priv-

ileges. The Java program then communicated with the locally in-

stalled ZAP instance through its API, specifying the scans to be per-

formed. Once the scans were completed, the program generated a

security report, providing the team with detailed insights into any

vulnerabilities identified within the web application. This imple-

mentation allowed the testing team to integrate automated secu-

rity scans into the CI/CD pipeline without disrupting the existing

workflow, ensuring that security remained a core focus throughout

the software development lifecycle.

After successfully developing the initial Java program to con-

duct DAST scans using ZAP, the team tested it on several web ap-

plications. While the program worked as expected for simpler ap-

plications built with HTML and CSS, we encountered issues when

testing JavaScript-heavy web applications:

Dynamic Content: ZAP struggled to handle dynamic content

generated by modern JavaScript frameworks, which limited its ef-

fectiveness for more complex applications.

HTTP Protocol: Additionally, at the time of implementation,

ZAP only supported the HTTP/2 protocol, while many of our web

applications had already migrated to the newer HTTP/3 standard.

This limitation further constrained the utility of ZAP in our testing

environment, prompting us to explore alternative DAST solutions.

4.3 Second Iteration

4.3.1 Action Planning. After evaluating several options, including

WebInspect and BurpSuite, we chose to move forward with Burp-

Suite2 based on its feature set and the input from the rest of the

team. Burp Suite, developed by PortSwigger, is a commercial web

vulnerability scanner. Similar to ZAP, it offers both automated and

manual testing capabilities. Burp Suite features a variety of inbuilt

extensions, such as Proxy, Intruder, and Repeater, to facilitate pen-

etration testing [35].

4.3.2 Action Taking. The team initially experimentedwith the free

version of BurpSuite to assess its capability for running authenti-

cated scans. With assistance from BurpSuite’s support team, we ob-

tained the necessary scripts and configurations to perform security

scans as an authenticated user, allowing us to achieve the desired

functionality. The transition to BurpSuite provided a more robust

solution for testing our JavaScript-heavy applications and resolved

the protocol compatibility issues we had encountered with ZAP.

This decision marked an important step in ensuring the DAST im-

plementation was effective and aligned with the team’s web appli-

cation requirements. After determining that BurpSuite met the re-

quirements, we obtained a subscription to BurpSuite Pro with addi-

tional features and support. However, in subsequent after-Kanban

meetings following DAST integration, several issues arose:

2https://portswigger.net/burp/pro

Table 1: Interview Participants

Group Participant Role

Industry

Exp.

(Years)

Testing T1 Test Engineer 20

T2
Test Engineering

Manager
41

T3 Test Engineer 37

Developer

& De-

vOps

D1
Applications Devel-

oper
22

D2
Middleware Engi-

neering Manager
25

D3
Lead Software Devel-

oper
17

D4
Database Administra-

tor
40

IAM Ana-

lysts
I1

IAM Business Ana-

lyst
19

I2

IAM Systems and

Directory Adminis-

trator

26

I3 IAM Systems Analyst 37

Timing: During an after-Kanban discussion, the team agreed

that DAST scans would be conducted quarterly to balance secu-

rity concerns with development timelines. However, this conflicts

with CI/CD and Agile values, which suggest automated test suites

should be run frequently to ensure and maintain software qual-

ity [54].

Lack of Bandwidth: Team members lacked the bandwidth to

address all security alerts generated by DAST. After further dis-

cussion, it was agreed that only medium and high-severity alerts

would be prioritized for resolution. This decision ensured critical

security vulnerabilities were addressed without overwhelming the

development team.

4.4 Evaluation

The evaluation phase seeks to understand the effects of the cap-

tured actions [52]. We conducted qualitative interviews with devel-

opers to reflect on their experiences integrating DAST into their

project Agile workflow. Our interview protocol was approved by

the Institutional Review Board (IRB).

4.4.1 Data Collection.

Participant Recruitment. Once the DAST integration was com-

pleted, we initiated qualitative interviews to gain insights into how

DAST was adopted within the Agile workflows. We initiated the

process by sending an open invitation through the team’s dedi-

cated Slack channel, reaching out to all members to participate in

the research interviews. Of the 23 team members contacted, 10 re-

sponded positively, yielding a 43% participation rate. We then co-

ordinated with each respondent individually to schedule virtual

https://portswigger.net/burp/pro


Integrating DAST in Kanban and CI/CD: A Real-World Security Case Study , March 2024, USA

Table 2: Interview Questions

RQs No. Questions

RQ1 Q1

“How willing were you to include the DAST (Dy-

namic Application Security Testing) security scan-

ning practice into the software development pro-

cess?”

Q2

“Now that it has been brought into the Agile pro-

cess, how willing are you to continue DAST secu-

rity scanning practice?”

RQ2 Q3
“What impact did the inclusion of this security

practice have on your day-to-day work?”

Q4

“What are the general challenges you had while in-

corporating security practice into your agile pro-

cess?”

Q5 “How did this inclusion affect the team velocity?”

Q6

“Do you think the software product is more or less

secure now that we have included this security

practice?”

RQ3 Q7
“What improvements can be made to better inte-

grate security practices into Agile?”

RQ4 Q8
“How does the use of DAST compare to other secu-

rity practices familiar to team members in Agile?”

interviews at times that accommodated their work schedules, min-

imizing any impact on their ongoing projects and daily responsi-

bilities. As indicated in Table 1, four participants were part of the

Developer & DevOps group, three were from the Testing group,

and three were from the IAM Analyst group. The distribution of

participants were fairly evenly spread across the three groups in

the team, allowing us to gather a well-rounded view of the DAST

integration experience from the different roles.

InterviewDesign. The interview questions, listed in Table 2,were

designed to align with our research questions exploring various di-

mensions of the team’s experience with DAST integration in Kan-

ban development. Questions were open-ended to allow a broad

range of responses from participants. The interview sessions were

recorded using Zoom or Microsoft Teams, depending on partici-

pants’ preferences.

To answer RQ1, interview questions Q1 and Q2 aimed to un-

derstand the willingness of team members to initially adopt DAST

and their continued interest in using it. By exploring the team’s

openness to integrating DAST into their daily routines and Agile

practices, we gained valuable data on the factors that influenced

their willingness.

The next set of questions (Q3|Q6) were designed to answer RQ2

by focusing on the tangible effects of DAST on the team’s work-

flow. Q3 and Q4 explored the day-to-day challenges and disrup-

tions caused by DAST, such as how it fits into Agile processes and

whether it caused any friction with the team’s existing workflow.

Q5 focused explicitly on the perceived impact of DAST on team ve-

locity. Q6 sought broader team members’ perspectives on whether

the software was more secure after implementing DAST.

Lastly, Q7 and Q8 provided data to answer RQ3 and RQ4 re-

spectively, by asking the team members for their thoughts on im-

proving the integration of security practices within Agile and how

DAST compares to other security practices theywere familiar with.

By exploring these questions, we were able to contextualize DAST

within the broader landscape of securitymeasures and gather ideas

for further improvement.

Participants. The ten team members who took part in our inter-

views brought diverse perspectives to the integration of security

practices into their Agile SDLC. As shown in Table 1, the partic-

ipants had significant industry experience, ranging from 17 to 41

years, with an average of 28.4 years. This wealth of experience un-

derscores the depth of expertise they brought to the discussion on

integrating securitymeasures, such as DAST, into their Agile work-

flows.

4.4.2 Data Analysis. Interview recordings were transcribed using

Zoom and Microsoft Teams functionalities to facilitate a detailed

analysis. We employed the open coding process, commonly used

in qualitative research[23], to analyze the transcripts[14] and iden-

tify, label, and categorize data into themes or patterns without pre-

defined codes. Two researchers conducted the analysis, each inde-

pendently coding responses before merging to finalize categories,

drawing insights from participant responses.

A sample of our data analysis process is depicted in Table 3 for

RQ2. We asked team members about their challenges while incor-

porating the DAST security practice into their Agile process. We

highlighted parts of sentences that indicate one ormore challenges.

For example, T1 responded “One of the challenges was getting the

DAST scans to work right. They are not automated in the deployment

pipeline. JavaScript driver app payloads are garbage.”. After individ-

ual analyses, we finally coded “getting the DAST scans to work

right” as Setup Challenges, “They are not automated in the deploy-

ment pipeline” as Lack of Automation, etc. Similarly, all responses

for each questionwere thoroughly analyzed and classified into one

or more categories. We did not obtain IRB approval to share the in-

dividual responses publicly.

4.5 Specifying Learning

The final phase of action research involves providing general learn-

ings based on the evaluation [52]. Based on our findings, Section 6

provides implications for improving DAST and general lessons learned

to share insights for future teams considering DAST integration in

Agile processes.

5 Results

This section presents the findings from our interviews. For partic-

ipants, we use the T- prefix to indicate a tester, D- for developers,

and I- for IAM analysts.

5.1 RQ1: Willingness to Adopt and Continue
DAST

During our interviews, we asked participants to reflect on their

willingness to adopt DAST when the team initially considered in-

corporating it into their project and provide insights on their will-

ingness to continue DAST after integration.
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Table 3: Open coding examples for “What are the general challenges you had while incorporating security practice into your

agile process?”

Participant Response Categories Identified

T1

“One of the challenges was getting the DAST scans to work right. They are not automated

in the deployment pipeline. Javascript driver app payloads are garbage.DOM faced diffi-

culty with ZAP and other initial tools. The biggest challenge going forward would be the

disconnect between themodernweb and Javascript. Artificial Intelligence (AI) will get into

this too, there is future potential for an AI tool to parse web pages.”

Setup Challenges, Tool

Limitations, Lack of Au-

tomation, Disconnect with

Modern Web (JavaScript),

Future Solution: AI

T2
”Finding the right tool that we can work with. Our system had limitations. We could not

create fake accounts for testing, and now it may be turned off.”

Tool Compatibility, Sys-

tem Limitations (DUO

2FA), Testing Restrictions

(No Fake Accounts)

T3 ”Setting up a repeating card in an agile board. Earlier upper management did not approve.”

Cultural Challenges,

Upper Management Ap-

proval

D1 ”Finding the time bandwidth.”
Time Constraints, Limited

Bandwidth

D2
”I mean, there’s this general challenge of parsing the report, but I don’t think that’s, you

know, something you’re not gonna be able to avoid.”

DAST Report Parsing

Challenges, Unavoidable

Challenges

D3

”Since the assigned engineer did all of the work, and we did not have any vulnerabilities

that needed to be fixed, there were no challenges for me. Once the assigned engineer is

gone and if are to continue the DAST practice, then some of the challenges would be how

to incorporate this into our pipeline, what is the right tooling, setting the balance between

which levels of alert would need to be fixed and which to ignore.”

No Challenges, Engineer

Dependence, Future Chal-

lenges: Tool Selection,

Pipeline Integration, Alert

Prioritization

D4
”I did not have any challenges since we had you working on the setup and the configura-

tion.”

No Challenges, Engineer

Dependence

I1 ”I have had no general challenges while incorporating this security practice.” No Challenges

I2
”Did not encounter any challenges while incorporating this security practice into our

SDLC.”
No Challenges

I3
”I haven’t had to do anything with myself, so it has not affected me except to check them

out quarterly.”

No Challenges, Minimal

Involvement

5.1.1 Original Willingness. Our interview results indicate a high

willingness of Agile members to adopt DAST in their SDLC, with

most interview participants expressing a positive attitude towards

its integration. Of the ten interviewees, seven were very willing,

two were willing, and one was unwilling to adopt DAST. I2 and

D4 explicitly stated the importance of security in software devel-

opment, particularly when handling sensitive information. As I2

noted, “Security is a critical aspect of software engineering, and in-

corporating DAST into our process seems like a natural step”. D4 also

echoed this sentiment, saying, “Security is crucial, especially when

dealing with large datasets that contain sensitive information”. De-

spite the overall enthusiasm, participants raised several challenges

and concerns. Practical concerns related to setup, resource allo-

cation, and organizational support were common themes. For in-

stance, T1 mentioned beingWilling but was concerned about Po-

litical factors and noted that Getting Management Approval

was a hurdle. T2 said that while they were Extremely willing,

there were challenges in figuring out “how hard it is and what it

will cost in money and man-hours”. These responses highlight how

concerns about implementation complexity and organizational re-

sistance often temper willingness to adopt DAST. Only D1 from

the entire team wasUnwilling to adopt DAST and said they were

“concerned about return on investment and the development team’s

time and effort that would go into it”. These concerns suggest that

while the teammay enthusiastically adopt DAST, ongoing support

and resources will be necessary to sustain it.

5.1.2 ContinuedWillingness. All team members were highly will-

ing to continue using DAST after integration. Seven interviewees

were VeryWilling to continue using DAST, highlighting its effec-

tiveness in detecting vulnerabilities early and aligning well with

existing workflows. For instance, I2 stated, “I’m very willing to con-

tinue with DAST. It fits well with the DevOps philosophy of CI/CD”.

Similarly, I1 emphasized the tool’s practical benefits, saying, “I’m

very willing to continue, especially since it has shown to be effective

in identifying vulnerabilities that could compromise user identities”.

D4 was willing to continue after observing DAST’s ability to iden-

tify specific vulnerabilities, such as SQL injections: “I’m willing to

continue with it, especially since we’ve seen benefits in identifying

SQL injection vulnerabilities”. No participants expressed outright

unwillingness to continue using DAST. However, the four mem-

bers (T2, I2, D1 and D3) pointed out the need for improvements.

D1, for example, was Willing but stressed the need for more clar-

ity in the tests and suggested involving a security specialist for
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better interpretation of the reports: “We need to review the set of

tests that would generate alerts worth looking into. Need to be a se-

curity specialist to explain the reports”. Other areas of improvement

include reducing developer effort through automation and better

integration into CI/CD pipelines. D3 said: “I am totally willing to

continue, but the team has to decide. If the scans are integrated into

CI/CD, it won’t take much effort from the developers”. This reflects

a consensus that while team members are willing, they also seek

enhancements to make DAST more efficient and less intrusive in

their development workflow.

5.2 RQ2: Perceived Impacts of DAST
Integration

5.2.1 Impact on Day-To-Day Work. When asked about the impact

DAST integration had on participants’ day-to-day work, all ten

responded that it had minimal impact, with Low/No Impact be-

ing the most frequently observed response. This indicates that the

security practice did not interfere with their core responsibilities.

Participants often cited their involvement as infrequent, typically

limited to reviewing quarterly reports, further emphasizing the

Occasional involvement. For example, D3 noted, “It didn’t re-

ally impact my day-to-day work at all, but again, that was because

[assigned engineer] did all of the heavy lifting.” Similarly, D2, “We

only look at these things quarterly, almost none. 10-15 minutes every

three months.” These responses highlight participants’ limited in-

teraction with DAST due to either the low frequency of vulnerabil-

ities found or the delegation of security tasks to other teams, such

as the security engineers. Additionally, DAST requiredNegligible

Effort for most participants, with time investment restricted to oc-

casional review of scan reports. For instance, I1 explained, “I spend

some time reviewing the scan results to ensure there are no identity-

related vulnerabilities”, indicating that the only effort involved was

a light review process. Despite the low impact and effort, some

participants did report an Increased Confidence in System Se-

curity, mainly due to the assurance that no critical vulnerabilities

were present. As T2 put it, “The positive impact is that we know

there isn’t any big vulnerability that needs to be taken care of, in-

creasing our level of confidence in system security”. This balance of

minimal disruption alongside a reassurance of security highlights

the overall effectiveness of DAST with low overhead for day-to-

day operations.

5.2.2 Challenges. We also asked the participants about their chal-

lenges when incorporating DAST. Six out of the ten participants

mentioned that they had No Challenge, while others mentioned

minimal challenges. This suggests integrating DAST was largely

seamless for many team members, thanks to support from the en-

gineer assigned. For instance, D4 noted, “I did not have any chal-

lenges since we had [assigned engineer] working on the setup and

the configuration,”. Others (I1, I2, I3) echoed similar sentiments, in-

dicating they faced minimal or no difficulties due to the division of

tasks and reliance on specific team members to handle the setup

and execution of DAST. This pattern of Engineer Dependence

suggests that delegating security responsibilities mitigated many

potential challenges, though it raises concerns about sustainability

once such personnel are unavailable.

Despite the overall lack of challenges formost participants,Time

Management andBandwidth Issues emerged as hurdles for those

actively involved. T3 andD1 cited finding theTimeBandwidth as

a constraint, reflecting on the difficulty of integrating DAST along-

side other development tasks in an already tight workload. Addi-

tionally, D2 mentioned that they encountered difficulties, such as

Report Parsing, due to the complexity of interpreting security

scan reports saying, “There’s this general challenge of sort of pars-

ing the report, but I don’t think that’s something you’re not going to

be able to avoid.” While technical complexities were not as wide-

spread as the time constraints or reliance on personnel, they still

underscore the importance of further automating and improving

DAST processes to reduce challenges for developers.

5.2.3 Impact on Team Velocity. We inquired about the impact of in-

tegratingDAST on team velocity. This integration hadNo/Minimal

Impact on Velocity, as indicated by eight out of ten participants.

The predominant sentiment reflected in the feedback is that DAST

introduced some level of effort but did not alter the team’s over-

all productivity. Three participants mentioned that relying on a

dedicated engineer to handle DAST activities contributed to this

perception of minimal impact. As D3 articulated, “There was no

measurable impact of this practice on team velocity because 99.99%

of the work was done by [assigned engineer].” This sentiment was

echoed by others who reported that the separate manpower for

managing DAST scans allowed the team to maintain their velocity

withoutmajor disruptions. I2 mentioned that the low impact is due

to the less frequent scans, stating, “It has a very minimal effect on

the team velocity, as the scans themselves are conducted quarterly.”

Despite the minimal impact on velocity, it is concerning that se-

curity remains an afterthought for the team, due to aTask-Oriented

focus that prioritizes Speed over Security. I3 said the team often

aims to “just sort of wanna get the job done and move the card from

one column to the next,” indicating a reluctance to pause and con-

sider the security implications of their actions. This Lack of Secu-

rity Awareness results in simplified measures, with many relying

solely on existing tools like firewalls and failing to adopt a compre-

hensive security mindset. I3 expressed that there is a need for a cul-

tural shift toward viewing security as an integral part of the SDLC,

“If people got used to it and did it, I think it would just be part and par-

cel,” reflecting the belief that security should be ingrained in daily

practices rather than treated as an isolated concern. However, the

challenge lies in overcoming resistance to change, as many team

members may not easily adapt their mindset. I3 noted, “it’s a big

ship, and it’s gonna turn slowly”, emphasizing the Difficulty of

Instilling a Security-First Culture amidst existing Organiza-

tional Inertia. Nonetheless, there is hope, as the team members

are willing to advocate for security awareness and knowledge shar-

ing, indicating a potential pathway to enhance the overall security

posture. Overall, the impact of including DASTs on team velocity

has been limited, primarily due to the structure of theAgile process

and the dedicated resources allocated to security activities.

5.2.4 Perceived Impact on Security. Participants were asked if they

felt the software was more secure with DAST in Agile. This in-

clusion had a positive impact on the product’s perceived security.

Eight out of ten participants directly agreed that the product was

More Secure after incorporating DAST. D3 was unsure and said
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that there were indirect security improvements, while T2 said that

it is the same as before. Several members highlighted the specific

benefits of DAST; these were Increased Confidence in the Se-

curity Level (T3, D3), Increased Security Assurance I2 and Im-

proved Awareness of the Current State of Security (D2, T3).

Many participants noted that DAST added an Extra Layer of Pro-

tectionD4, especially for low-risk vulnerabilities, whichwere some-

times overlooked in their previous processes I1. For instance, I2

mentioned that “The DAST scans have identified vulnerabilities we

might not have caught otherwise. These are critical components, and

securing them has significantly reduced our risk profile and provided

assurance in the security of our software systems.” This combination

of newfound confidence and reduced risk profile contributed to an

overall perception of increased security among the team.

However, some participants expressed a nuanced view, pointing

out the limitations of DAST in fully addressing security needs. For

instance, D1 noted that “the security scans are missing some class of

errors,” and suggested incorporating additional tools like AI, ML,

and fuzzing to cover those gaps. Despite this, most participants be-

lieved that DAST had positively impacted security, even if it didn’t

catch everything. D3 commented that “indirectly there is a security

improvement anytime you introduce some software scanning process

into your SDLC.” This sentiment reflects a broader consensus that

DAST has contributed to a more robust security posture, although

continued improvements and complementary tools are necessary

for comprehensive coverage.

5.3 RQ3: Improvements to DAST Integration

We inquired about ways to improve the integration of other se-

curity practices into the Agile. Several recurring themes emerged

from participant responses, particularly emphasizing the need for

Increased Testing,Automation, and Security Training. Partic-

ipants highlighted that more frequent testing and diverse types of

testing, such as smoke and regression tests, are essential for identi-

fying vulnerabilities early in the development life-cycle. T1 noted,

“We need to move up the testing interval, i.e., make them more fre-

quent,” which underscores the urgency for consistent testing prac-

tices. The need for Automation was mentioned by T1, D4 and

I3. As I3 articulated, “Automation to run the scans whenever new

releases are made should be a part of the CI/CD pipeline.” D3 also

suggested that tools should have the capability to be integrated

into the CI/CD pipeline, saying, “That would be the ultimate goal,

which is to fail the pipeline if a vulnerability is found.” Better Feed-

back Loops were deemed necessary for facilitating communica-

tion among team members, while frequent reporting was high-

lighted to ensure that security remains a top priority throughout

the development life-cycle. Participants emphasized that regular

training sessions could improve the team’s understanding of secu-

rity practices within the Agile framework. I2 expressed, “Conduct-

ing regular security training for the DevOps team would help every-

one understand the importance of security in the context of IAM.” Fur-

thermore, I1 mentioned integrating security practices with Iden-

tity and Access Management (IAM) checks as a crucial step in

achieving a more comprehensive security posture.

Participants also emphasized the need forReporting improve-

ments, particularly regarding consistent DAST reporting across

REST APIs. D2 stated, “Personally, I would like to see the same sort

of reporting done against our REST APIs”. Additionally, Enhancing

Accessibility and Usability of Security Reports was noted as

a factor; as D2 expressed, “I have no idea how to look at the HTML.

I have to download it and open it, which feels like an unnecessary ex-

tra step”. I3 advocated forAnomaly Detection and LogMonitor-

ing, alongside integrating artificial intelligence (AI) for advanced

analysis, saying, “We should do more sophisticated data analysis on

our logs; we could use AI to process these logs”, emphasizing the po-

tential of AI to enhance security visibility. These aspects highlight

desired improvements to enhance security within modern devel-

opment processes.

5.4 RQ4: Comparing DAST with Other Security
Practices

We inquired about how participants felt other familiar security

practices compared to DAST. According to the responses, DAST

stands out by offering Runtime Vulnerability Detection, a cru-

cial advantage highlighted by four participants. Unlike SAST, which

focuses on analyzing code for potential issues, DAST captures vul-

nerabilities that arise during the actual execution of the applica-

tion, providing deeper insights into how an application behaves

in real-world scenarios. As D3 noted, “DAST is more live, done at

runtime, which is fantastic because the static analysis does not give

us runtime vulnerabilities.” This distinction is critical for the de-

velopment team, as it complements the existing SAST practices

by covering areas that static analysis alone cannot. By integrating

DAST into their pipeline, teams can benefit from a Layered Secu-

rity Approach, ensuring that security concerns are comprehen-

sively addressed. Combining static and dynamic testing methods

can strengthen overall project security by enhancing the detection

of runtime and code-based vulnerabilities that might otherwise go

unnoticed.

Moreover, participants also emphasized DAST’s collaborative

and Proactive Nature, which contributes to Improving Team

Communication and the overall security workflow. For instance,

I3 remarked, “We should track these vulnerabilities and notify the

team regularly, being proactive”, underscoring the value of Con-

tinuous Monitoring and real-time feedback that DAST provides.

This helps teams stay aware of emerging threats and prioritize crit-

ical vulnerabilities effectively, leading to better-informed decision-

making. Additionally, DAST’s ability to Complement Other Se-

curity Practices, such as access control and multi-factor authen-

tication, was pointed out by I1 who stated, “Security scanning, like

DAST, complements these practices by identifyingvulnerabilities that

could potentially be exploited to bypass IAM controls.” DAST iden-

tifies application-level vulnerabilities and enhances the effective-

ness of other security practices already in place, making it a crucial

addition to the team’s security arsenal.

6 Discussion

The findings of this study underscore the benefits and challenges

of integrating DAST into Agile workflows. Through observation

and interview, we explore how DAST can impact team dynamics,

development velocity, security practices, and overall security pos-

ture. We found Agile team members are willing to integrate DAST
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into workflows and face limited challenges and impact on daily

tasks with increased confidence in security. However, participants

also noted improvements necessary to enhance DAST scanning

and streamline DAST integration. We reflect on lessons learned to

provide actionable recommendations for practitioners and broader

implications for enhancing tools to streamline the integration of

automated security testing in Agile development.

6.1 Importance of Automation and Tooling

One of the key takeaways from this study is the critical role of au-

tomation in successfully integrating security into Agile workflows.

The willingness of the team to adopt and continue using DAST

highlights the increasing recognition that security cannot be side-

lined in today’s fast-paced development environments. Most par-

ticipants also noted DAST increased their confidence in the secu-

rity of the program.

Lesson Learned: Automate Security Scans Previously, the testing

team of the organization adopted manual and ad hoc methods to

ensure the security of the team’s projects. The inefficiencies of

these approaches led to the decision to seek automated security

testing through DAST. Prior work also suggests security testing

can be frustrating and cognitively demanding [67]. However, auto-

mated tooling has been shown to reduce cognitive load on devel-

opers [50] and detect vulnerabilities efficiently and effectively [5],

ensuring software security. Thus, Agile teams should integrate au-

tomated security tools into CI/CD pipelines to ensure continuous

security scanning without manual intervention.

Lesson Learned: Assign an Engineer Participants reported mini-

mal challenges and impact of DAST integration to their daily work

tasks, primarily due to having a dedicated engineer working on

DAST integration tasks. One engineer led the efforts to explore

and integrate tools, allowing other developers to continue with

their normal work activities. Prior work suggests developers are

unaware of security concerns and make them low priority [39]—

however, Poller et al. show that security experts can enhance secu-

rity in Agile organizations [53]. Agile teams considering adopting

automated security testing should also consider having dedicated

workers to undertake integration tasks.

Tool Recommendation: Enhanced Automation The reliance on an

assigned engineer to manage and conduct DAST integration and

the expressed need for better automation point to the need to en-

hance DAST tooling. The more automated and seamless security

practices are, themore likely theywill be adopted and sustained [55].

Participants noted the limitations of current DAST tools, particu-

larly in report parsing and the interpretation of findings. These

challenges indicate the need for more sophisticated tools to pro-

vide clearer, actionable insights directly within the development

pipeline. Enhancements like automated report analysis, better feed-

back loops, and tighter integration with CI/CD project manage-

ment tools could further streamline security processes and reduce

efforts for developers and security specialists.

6.2 Balancing Speed and Security in Agile

Another recurring theme in this studywas the tension betweenAg-

ile and the nature of security testing. While Agile methodologies

emphasize rapid delivery and iterative feedback loops, integrating

comprehensive security practices can hinder speed [59]. This ten-

sion was evident in the participants’ feedback, with many report-

ing the value of adding DAST despite the complexity of managing

security scans.

Lesson Learned: Be flexible The team prioritized DAST integra-

tion in their CI/CD pipeline to allow security scans with limited

manual intervention. However, challenges with tool limitations and

manual report interpretation remain. Despite prior work suggest-

ing automated tests should be run frequently and often [54], the

teamdecided to run scans quarterly and only focus onhigh-priority

issues. Prior work also suggests prioritizing vulnerabilities can en-

hance security in web applications [6] and infrequent automated

testing can reveal new defects while consistent replays of test cases

can set a false expectation of high quality [13]. This flexibility helped

the team strike the right balance between Agile and security prac-

tices. Thus, Agile teams should be flexible in their integration of

automated security testing.

Tool Recommendation: Enhance Tool Output We observed the

main challenges with adopting security scans in Agile develop-

ment was parsing and understanding the generated reports. Prior

work also shows understanding security reports is challenging for

developers, inhibiting the security of the system [66]. Prior work

has explored solutions, such as leveraging large language models

(LLMs) to summarize DAST reports to make them more human-

readable [70]. Future efforts by tools and researchers can investi-

gate additional techniques to simplify automated security reports

to streamline understanding for developers in Agile teams.

6.3 Cultural Shift Towards Security Awareness

Our findings highlight the need for cultural shifts in how devel-

opment teams view security. The team prioritized security testing

and DAST integration on their Kanban board. However, we also

found many team members viewed security as secondary to their

primary task of delivering software quickly. In addition, challenges

with “politics” and “getting management approval” inhibited will-

ingness to adopt DAST.

Lesson Learned: Foster a Security-First Culture Prior work sug-

gests security is often not prioritized by software engineers [39]

and highlights adversarial relationships between development and

security testing teams [26]. Enhancing security in organizational

culture can influence the adoption of security tools in practice [81].

Investing in tools that provide insights from security scans can

foster a security-first culture. For instance, we observed the com-

mercial version of Burp Suite provided enhanced capabilities and

support compared to the free and open-source ZAP tool. Agile is

driven by feedback [36], and regular reviews of security reports,

along with providing clear feedback to all stakeholders, can help

ensure security remains a top priority [77]. By instilling a mindset

that prioritizes security, organizations can encourage an environ-

ment where security is prioritized in development workflows.

Tool Recommendation: Support SecurityCultureWe observed sev-

eral suggestions for tooling to support a security-first culture. For
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instance, participants desired more understandable output and bet-

ter feedback loops to facilitate communication about security is-

sues among teammembers. Participants also noted the need for in-

creased testing, automation, and training regarding DAST integra-

tion. For instance, the process of searching for DAST toolswas non-

intuitive, leading to restarting the process after a selected tool did

not meet the team requirements due to supporting an out-of-date

policy. As security becomes increasingly automated, novel features

can be used to promote security in development teams. For exam-

ple, this can be achieved through regular security workshops[75,

76], gamified security challenges[72], or by integrating security

checklists[25].

6.4 Comparative Strengths and Gaps of DAST

Our study revealed DAST offers unique benefits compared to other

security practices, such as the ability to identify runtime vulner-

abilities that static analysis might miss, offering a comprehensive

layer of protection. Participants also pointed out DAST limitations,

particularly its difficulty in detecting certain classes of vulnerabil-

ities, such as logical errors or business logic flaws, which require

more contextual analysis.

Lesson Learned: Adopt a Layered Security Approach To address

these gaps, teams may benefit from combining security testing

practices. For instance, DAST can be combined with other secu-

rity practices [44], such as SAST [27, 45], to ensure comprehen-

sive coverage of vulnerabilities. This layered approach–combining

multiple tools and practices–addresses the the team’s pre and post-

deployment security concerns. Prior work suggests organizations

should adopt more holistic security strategies that include static

and dynamic testing [2], alongside continuous monitoring and se-

curity training.

Tool Recommendation: Complement Other Security Practices In

our interview results, we found participants praised DAST tools

for their ability to be integrated with other security practices, in-

cluding IAManalyses, multi-factor authentication, and SAST. Prior

work shows the incompatibility of security tools into existing de-

velopment processes is one of the main inhibitors to adoption [3].

Thus, automated security tools should aim to be compatible with

additional security and development practices.

7 Related Work

Prior work has investigated securing web applications in modern

development. For instance, researchers have proposed lightweight

methods and processes to integrate security, such as incremental

risk and security policy analysis [24], security-focused software

lifecycles [78], continuous security testing [56], andDevSecOps [37].

Specifically for web application security, researchers posits the Ag-

ile Web Development with Web Framework (AWDWF) [31] and

mapping secure Scrum processes with the ISO Systems Security

Engineering – Capability Maturity Model (SSE-CMM) [42]. How-

ever, these approaches lack insights into the integration of auto-

mated security analysis tooling into modern processes.

Research suggests suggest security practices are crucial in soft-

ware development to reduce vulnerabilities and prevent attack—

however, integrating them into Agile-based [57, 83] and CI/CD [10,

56] practices is hard. Prior work also highlights developer percep-

tions of difficulties integrating security modern development prac-

tices [71]. Rindell et al. [58] surveyed software practitioners, out-

lining beliefs that traditional security processes are not compat-

ible with iterative and incremental Agile software development.

Bartsch et al. [11] highlight challenges of integrating security prac-

tices into Agile through a literature review and interviews with

practitioners from different organizations. Rahman et al.[73] ana-

lyzed internet artifacts and conducted surveys to explore percep-

tions of integrating security in DevOps practices, and found prac-

titioners believe DevOps activities negatively impact security. We

gather practitioner insights on challenges integrating security prac-

tices, focusing onDAST integration in Kanban and CI/CDpipelines

for a development team through an action case study.

8 Threats to Validity

This research study on integrating DAST into modern workflows

faces potential threats to validity, which may affect the interpreta-

tion of the results. Internal validity concerns arise from the re-

liance on qualitative data from interviews and observation, which

may be influenced by participant bias or recall inaccuracies. Addi-

tionally, the researcher’s involvement in the team might have led

to observer bias, where team members altered their behavior due

to the researcher’s presence. We tried to mitigate these risks by en-

suring anonymous interviews and utilizing multiple coders—one

external from the team—to analyze transcripts External validity

is limited by the scope of the study, which focused on a single case

study team using a Kanban-based Agile process. The findings may

not generalize to other Agile methodologies or organizations with

different team structures, cultures, or industries. While this study

provides valuable insights into DAST integration in one specific

context, broader generalization requires further research involv-

ing multiple teams and varied environments to validate the find-

ings. Lastly, Construct and Conclusion Validity are potential

concerns due to subjective interpretations of security integration

and the small sample size of interview participants. Although open

coding was used to analyze qualitative data, differing perspectives

on success in security integration and the potential for selection

bias may affect the study’s conclusions. We also only explore per-

ceived impacts of DAST integration, and future work is needed

to explore the effects of DAST effects on the security of software

products.

9 Future Work

Future research can explore the integration ofDAST acrossmethod-

ologies beyond Kanban. By examining how different frameworks

like Scrum, Extreme Programming (XP), or hybrid Agile models

incorporate security practices, researchers can identify effective

strategies for various development processes—providing a broader

understanding of how DAST and other security practices can be

tailored to meet the needs of diverse teams and workflows. Future

directions can also incorporate quantitative metrics to assess the

impact of security practices on development. While this study fo-

cused on qualitative insights, combining them with quantitative

data such as the number of identified vulnerabilities, the time taken

to resolve them, and changes in team velocity would provide a
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more objective view of how security tool integration influences Ag-

ile processes. Lastly, future studies should explore the long-term

sustainability of security practices in Agile environments. Longi-

tudinal research tracking how teams continue to use and adapt

to DAST over time would provide valuable insights into whether

these practices remain effective and integrated into workflows af-

ter initial adoption. Expanding the scope to includemulti-team and

multi-industry case studies will help generalize the findings and

identify best practices for different organizational contexts, indus-

tries, and security challenges.

10 Conclusion

We explore the integration ofDAST intomodern development work-

flows through a case study of a Kanban-based web application de-

velopment team. Our findings demonstrate incorporating DAST

into the team’s Kanban and CI/CD processes resulted in minimal

disruption to team velocity, especially when automation and ded-

icated engineers are leveraged. Most team members were initially

willing to adopt and continue using DAST due to its value in iden-

tifying vulnerabilities without significantly burdening their day-

to-day responsibilities. The team found DAST integration aligned

with iterative development in CI/CD pipelines, reduced manual

effort, and improved the team’s overall confidence in system se-

curity; however, it also introduced challenges with understanding

reports, prioritizing vulnerabilities, and the need for increased au-

tomation. Based on our findings, we provide actionable insights for

development teams and automated security systems, emphasizing

the need to balance the speed of delivery with the imperative of

maintaining secure, resilient systems.
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