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Abstract

The rapid advancements in large language models (LLMs)
have spurred growing interest in LLM-based video anomaly
detection (VAD). However, existing approaches predomi-
nantly focus on video-level anomaly question answering or
offline detection, ignoring the real-time nature essential for
practical VAD applications. To bridge this gap and facil-
itate the practical deployment of LLM-based VAD, we in-
troduce AssistPDA, the first online video anomaly surveil-
lance assistant that unifies video anomaly prediction, de-
tection, and analysis (VAPDA) within a single framework.
AssistPDA enables real-time inference on streaming videos
while supporting interactive user engagement. Notably,
we introduce a novel event-level anomaly prediction task,
enabling proactive anomaly forecasting before anomalies
fully unfold. To enhance the ability to model intricate spa-
tiotemporal relationships in anomaly events, we propose
a Spatio-Temporal Relation Distillation (STRD) module.
STRD transfers the long-term spatiotemporal modeling ca-
pabilities of vision-language models (VLMs) from offline
settings to real-time scenarios. Thus it equips AssistPDA
with a robust understanding of complex temporal dependen-
cies and long-sequence memory. Additionally, we construct
VAPDA-127K, the first large-scale benchmark designed for
VLM-based online VAPDA. Extensive experiments demon-
strate that AssistPDA outperforms existing offline VLM-
based approaches, setting a new state-of-the-art for real-
time VAPDA. Our dataset and code will be open-sourced to
facilitate further research in the community.

1. Introduction
Video anomaly detection (VAD) [1, 22, 32, 40] aims to au-
tomatically identify anomalous events in video. Traditional
VAD methods mainly focus on score-based detection, i.e.,
assigning anomaly scores to frames, clips, or entire videos
to indicate the degree of abnormality. However, these meth-
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ods lack semantic interpretability, making them insufficient
for handling complex and diverse anomalous events.

The emergence of large language models (LLMs) [5, 13,
26, 43] has inspired LLM-based VAD approaches. For in-
stance, Du et al. proposed an anomaly causal understanding
framework [8]; Zhang et al. introduced a multimodal LLM-
based unbiased and interpretable VAD framework [41]; and
Tang et al. developed an open-world anomaly comprehen-
sion method using vision-language models (VLMs) [23].
These works demonstrate the potential of LLMs in VAD,
showcasing promising applications of VLMs in the field.
However, a major limitation of these methods is that they
operate in an offline setting, which fundamentally diverges
from the real-world requirement for online VAD in practical
surveillance scenarios. As of now, research on leveraging
VLMs for online VAD remains unexplored.

To advance the practical application of VLMs in VAD,
our primary goal is to develop an online video anomaly
surveillance assistant. Specifically, as illustrated in Fig. 1,
we identify three core capabilities: (1) Video Anomaly Pre-
diction (VAP): In real-world surveillance, anomalies should
not only be detected post-occurrence but also anticipated as
early as possible to minimize potential damage. (2) Video
Anomaly Detection: The system must robustly detect sud-
den, unpredictable anomalies such as explosions or sudden
attacks, ensuring timely alerts. (3) Video Anomaly Analysis
(VAA): Given the diversity of real-world anomalies, users
may require real-time assistance to analyze and respond ap-
propriately to incidents. The surveillance assistant should
facilitate real-time question answering and event analysis,
aiding users in handling anomalies effectively.

To realize aforementioned goals, we propose Assist-
PDA, the first online video surveillance assistant for Video
Anomaly Prediction, Detection, and Analysis (VAPDA).
AssistPDA is the first framework to unify anomaly predic-
tion, detection, and interactive analysis within a single sys-
tem, supporting real-time streaming inference and interac-
tion. AssistPDA operates in three primary modes: proac-
tive anomaly prediction, real-time anomaly detection, and
interactive analysis. In predictive and detection modes, the
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Streaming Video

Sure, I am your 

multimodal AI 

surveillance assistant!

A potential future stealing event 

could occur, as a white male is 

kicking in doors.

A stealing is taking place as 

two white males carry items 

from inside the house.

✓ Online Anomaly Prediction/Detection

… …

Two white males can be seen breaking and entering 

and taking certain items from inside the room, 

behaviors that suggest a stealing is taking place.

What specific actions 

indicate a burglary attempt?

How should I handle 

this stealing event?

You should seek help from the 

police and other relevant authorities 

and check for lost items.

✓ Online Video Anomaly Q&A

Streaming Dialogue

Please  predict potential 

abnormal events in real time 

based on the received video 

stream.

Video Time: 1s Video Time: 31 s Video Time: 147 s Video Time: 158 s Video Time: 163 s Video Time: 180 s Video Time: 224 s Video Time: 240 s

Response Time: 1.5sQuery Time: 1s

Query Time: 175s Response Time: 175.5s Query Time: 195s Response Time: 195.5s

Response Time: 159s Response Time: 190s
…

User AssistantAssistant

User Assistant User Assistant

Assistant

Figure 1. Illustration of the proposed Video Anomaly Prediction, Detection, and Analysis (VAPDA) tasks.

system autonomously alerts users to critical anomalies. In
interactive mode, it responds to user queries in real-time.

Developing the AssistPDA presents two key challenges.
(1) Constructing training data for online VAPDA. Exist-
ing LLM-based VAD methods have released video anomaly
question-answering datasets. However, these datasets are
constrained to clip-level Q&A, making them unsuitable for
training a real-time video streaming-based model. To bridge
this gap, we construct VAPDA-127K, the first large-scale
benchmark dataset for online VAPDA. Built upon UCF-
Crime [22] and XD-Violence [31] video anomaly datasets,
our dataset consists of 2,415 videos across 15 anomaly
categories, and 127K time-stamped anomaly predictions,
detections, and Q&A in natural language form. (2) En-
abling temporal awareness in frame-by-frame streaming in-
ference. AssistPDA leverages Qwen2-VL [27] as the back-
bone, which inherently supports offline video/image infer-
ence. However, transitioning to frame-by-frame online in-
ference introduces a critical challenge since capturing long-
range temporal dependencies is crucial for detecting com-
plex and varied anomaly events.

To address this, we propose a SpatioTemporal Relation
Distillation (STRD) module, inspired by recent advances in
vision-language modeling. Many existing VLMs [24, 27],
trained on large-scale video datasets, exhibit strong offline
temporal reasoning capabilities. We aim to distill this spa-
tiotemporal reasoning knowledge from a pre-trained offline
VLM vision encoder into a lightweight module, integrat-
ing it within the online vision encoder-LLM pipeline. This
enables AssistPDA to maintain robust long-term spatiotem-
poral understanding despite operating in a streaming frame-
by-frame inference setting. Through extensive experiments,

we demonstrate that AssistPDA significantly outperforms
existing VLMs in VAPDA, marking a major step towards
intelligent real-time video anomaly surveillance systems.
To summarize, our major contributions are as follows:
• We propose, for the first time, a unified framework that in-

tegrates video anomaly prediction, detection, and analy-
sis in an online setting. Moreover, we propose event-level
video anomaly prediction as a new task.

• We devise the AssistPDA, an assistant for online video
anomaly surveillance, incorporating a novel STRD mod-
ule to transfer offline VLM spatiotemporal reasoning ca-
pabilities to streaming inference, significantly enhancing
long-term spatiotemporal understanding.

• We construct VAPDA-127K, the first large-scale bench-
mark dataset for online VAPDA, containing 127K times-
tamped anomaly predictions, detections, and Q&A in nat-
ural language form, providing a valuable resource for fu-
ture VLM-based video anomaly research.

2. Related Works

2.1. Video Anomaly Detection

VAD problem has been studied over the years [9, 11]. Early
methods primarily relied on handcrafted feature-based ap-
proaches, such as those proposed in [6, 15, 19]. With the
rapid advancements in deep learning, deep learning-based
methods have become the dominant paradigm. These meth-
ods can be broadly categorized into three types: unsuper-
vised, semi-supervised, and weakly supervised VAD.

Unsupervised VAD methods [20] typically leverage
clustering techniques or pseudo-label generation with self-
training to directly mine anomaly-related information from
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Figure 2. Pipeline of data construction for the proposed VAPDA-127K dataset.

mixed normal and abnormal data. Semi-supervised VAD
approaches [14, 16, 35, 36] are mainly based on either
frame reconstruction or frame prediction, both of which em-
ploy a surrogate task to learn patterns from normal video
data. During inference, deviations from normal patterns
are considered anomalies. Weakly supervised VAD meth-
ods [22, 25, 31, 33, 34, 37] carry out on datasets with only
video-level annotations and often utilize multiple-instance
learning to infer segment-level anomaly scores.

2.2. Multimodal Video Anomaly Detection

With the rapid progress of LLMs and their superior per-
formance in visual understanding [10, 28, 29], multimodal
VAD based on LLMs has gained increasing attention [8,
39]. For instance, Lv et al. proposed a video anomaly de-
tection and explanation framework leveraging VLM [17].
Zanella et al. introduced a training-free VAD method us-
ing LLMs [39]. Du et al. proposed a framework that uti-
lizes VLMs for causal reasoning in VAD [8]. Tang et al.
introduced HAWK, which leverages VLMs to understand
open-world video anomalies [23]. Zhang et al. developed
Holmes-VAD for unbiased and interpretable VAD [41].

However, existing VAD methods based on LLMs or
VLMs are limited to single-task anomaly detection or video

anomaly question answering. These methods operate only
in offline settings without predictive capabilities. Such lim-
itations hinder their applicability in real-world surveillance
scenarios. In contrast to previous methods, we propose
the first VLM-based online video anomaly surveillance as-
sistant, unifying video anomaly prediction, detection, and
real-time question answering within a single framework.
Furthermore, we construct a large-scale benchmark dataset
VAPDA-127K tailored for the online VAPDA task.

3. Method

In this section, we first define the tasks of video anomaly
prediction, detection, and analysis in Sec 3.1. Sec 3.2 intro-
duces the construction process of the VAPDA-127K dataset.
Sec 3.3 presents the detailed model architecture, while Sec
3.4 describes the training and inference procedures.

3.1. Task Definition

As mentioned, a video anomaly surveillance assistant
should possess three key capabilities: Video Anomaly Pre-
diction, Video Anomaly Detection, and Video Anomaly
Analysis. We first define these tasks under the setting of
VLM-based streaming video online inference.
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Video anomaly prediction. In this work, we introduce the
event-level VAP task for the first time. Although previ-
ous studies [2, 30] have explored frame-level anomaly score
prediction, such as predicting whether anomalies will occur
in future T + n frames based on the previous T frames,
existing methods are typically limited to a very short pre-
diction window (0-1s in advance), which limits their prac-
tical applicability in real-world scenarios. In contrast,
event-level prediction aims to anticipate potential anoma-
lous events before they fully unfold, leveraging historical
video information to generate early warnings in natural lan-
guage. The predicted output includes the event category and
a descriptive explanation of the anticipated anomaly.

We formalize this process as follows: At time t0, a user
issues a query, e.g., “Please predict potential abnormal
events in real time based on the received video stream.”
The actual anomaly occurs between tn ∼ tm. Given the
observed video stream between t0 and tk(k <= n), if an
anomaly is deemed likely, the model should automatically
generate a natural language response at tk, detailing the pre-
dicted event type and description.
Video Anomaly Detection. Certain types of abrupt anoma-
lous events are inherently unpredictable in advance. There-
fore, the capability of the model to perform real-time
anomaly detection is crucial. We formalize this process as
follows: At time t0, the user issues a query, e.g., “Please
detect any abnormal events in real time based on the re-
ceived video stream.” The actual anomaly occurs between
tn ∼ tm. During this period, the model provides anomaly
detection responses at multiple key moments within tn to
tm, each response containing the detected anomaly type and
a descriptive explanation of the event.
Video Anomaly Analysis. For the VAA task, we adopt a
user-centric approach, where the model provides responses
based on the user’s inquiries regarding ongoing anomalous
events. Since real-world anomalies can be highly diverse,
and user queries are completely open-ended, we formalize
video anomaly analysis as an online video question answer-
ing task. Specifically, assume that an anomaly begins to
occur at tn. At a later time tn + k, the user issues a query,
such as “How should the ongoing anomaly be handled?”
Upon receiving the query, the model should generate an im-
mediate response at tn + l with (l >= k), addressing the
user’s question in real time.

3.2. Dataset Construction
In this section, we detail the construction process of the
VAPDA-127K dataset to adapt the three tasks above. Fig.
2 illustrates the process of construction of the dataset.
Data Collection. We first collect raw video data from
the two largest weakly supervised VAD datasets, UCF-
Crime [22] and XD-Violence [31]. After filtering out
low-quality videos, we obtain a total of 2415 untrimmed

videos. These videos only contain video-level annotations,
indicating whether an anomaly occurs within the video,
but lack precise timestamps for when anomalies happen.
However, to train the VLM-online for our three defined
tasks, timestamp-level anomaly annotations are necessary.
Thanks to HIVAU-70K [42] providing annotated event start
and end timestamps for UCF-Crime and XD-Violence, we
further build our task-specific dataset based on them.
Data Annotation for Anomaly Prediction. For the VAP
task, we require frame-level information preceding the oc-
currence of an anomaly. To reduce the computational bur-
den caused by redundant frames, we first sample the raw
videos at 1 FPS and then use an existing VLM to generate a
caption for each frame. Next, we segment each video at the
start time of each anomalous event. We then feed all cap-
tions (with their corresponding caption ID ) from the video
start time up to the onset of the anomaly into a LLM. Using
specifically designed prompts, we instruct the LLM to de-
termine the earliest frame where a potential future anomaly
could have been predicted and to generate the anomaly type
and a brief description of the predicted anomaly.
Data Annotation for Anomaly Detection. For the VAD
task, we focus on video segments corresponding to the ac-
tual anomaly occurrence. Using HIVAU-70K [42], which
provides event start and end timestamps and segment-level
captions, we first extract data containing explicit start and
end timestamps for anomalous events. While segment-
level captions exist within the anomalous event period, not
all captions within this period necessarily contain explicit
anomaly-related information due to the complexity of real-
world events. We sequentially feed captions with times-
tamps along with historical captions into the LLM. The
LLM is instructed to determine whether each caption con-
tains an ongoing anomalous event. Furthermore, by lever-
aging both the current and historical captions, the LLM
generates a concise anomaly description that includes the
anomaly type. Through this process, we obtain times-
tamped anomaly detection captions corresponding to key
moments during the anomaly occurrence.
Data Annotation for Anomaly Analysis. For the VAA
task, we construct open-ended question-answer pairs based
on ongoing anomalous events. This is distinctly differ-
ent from existing anomalous Q&A data, which are fixed-
template Q&A pairs constructed based on the entire video
or clips. Building upon the anomaly detection annotations,
we extract key detection captions at critical moments within
the anomaly period and combine them with historical cap-
tions in chronological order. These are then fed into an
LLM, which, based on the 5W (Who, What, When, Where,
Why) and 2H (How, How much) principle, generates ques-
tions relevant to the ongoing anomalous event. The LLM
also generates factually and logically consistent answers
based on both the current and historical captions.
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Figure 3. Pipeline of our method. VE and STRD are short for Video Encoder and Spatiotemporal relation distillation, respectively.

Manual Review and Refinement. To mitigate the effects
of LLM hallucinations, we iteratively refine the prompts
to ensure optimal generated responses. Finally, all LLM-
generated data undergo manual review, where inappropri-
ate responses are removed or modified. This review pro-
cess involved five annotators, each spending an average of
10 hours, ensuring high-quality annotations for the dataset.
Please refer to the supplementary material for more details
on the construction of the dataset.

3.3. Model Architecture

Fig. 3 presents an overview of our proposed AssistPDA,
which consists of three key components: a vision encoder,
a spatiotemporal relationship distillation module, and an
LLM with a fine-tunable LoRA module. In the following
sections, we provide details of each module.

3.3.1. Vision Encoder

We adopt the frozen vision encoder φv from Qwen2-VL
[27], which is based on a Vision Transformer (ViT) [7].
Following existing work [3], we sample frames from the
original video at 2 FPS. To support both image and video
inputs, the Qwen2-VL vision encoder duplicates input im-
ages when operating in image mode. To reduce redundant
computation, we directly take every two consecutive frames
as input to extract visual tokens. Given an input video frame
sequence ν ∈ RT×H×W×C , the visual token obtained from

Vision Encoder (Qwen2-VL)

Vision Encoder (Qwen2-VL)

STRD

…

…

MSE Loss 

Linear

Scaled Dot-Product Attention

Concat

Linear

Linear Linear

V Q K

MHSA

Video tokens

Image tokens



videoV

imageV

Figure 4. Illustration of the STRD module.

the (i− 1)-th and i-th frames is formulated as:

Vi−1,i = {v1i−1,i, v
2
i−1,i, v

3
i−1,i, ..., v

N
i−1,i} = φv(νi−1, νi),

(1)
where vji−1,i (j ∈ {1, 2, ..., N}) represents the patch to-
kens, with N denoting the total number of patches obtained
from every two input frames. For clarity and conciseness,
we will refer to “each frame” as a representation of the ac-
tual two-frame input in the subsequent discussion.

3.3.2. SpatioTemporal Relationship Distillation
In online processing mode, video frames are input frame
by frame, making the learning of spatiotemporal relation-
ships and long-term memory a significant challenge. Ex-
isting approaches often incorporate memory units between
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the vision encoder and the LLM to store historical frame
information, which is then retrieved to maintain temporal
memory or extract key information. However, such meth-
ods impose substantial constraints on inference speed.

To ensure that our designed online framework, Assis-
tantPDA, maintains high inference efficiency while also
exhibiting strong spatiotemporal reasoning and long-term
memory capabilities, we introduce a STRD module ϕ. To
minimize additional computational overhead on the VLM
backbone, we adopt a lightweight approach by employ-
ing a two-layer Multi-Head Self-Attention (MHSA) net-
work as the STRD module. This module transfers the
VLM’s offline-mode ability to model global spatiotempo-
ral relationships into an online processing pipeline. We per-
form the distillation using Qwen2-VL [27] with the goal
that the tokens obtained from the frame-by-frame video in-
put remain as consistent as possible in feature space with
those obtained from processing the entire video directly.
The spatiotemporal relationship distillation process is il-
lustrated in Fig. 4. First, the input video frame sequence
ν ∈ RT×H×W×C is directly processed by the Qwen2-VL
vision encoder, obtaining the global visual token represen-
tation:

⌢

V video = {v1i , v2i , v3i , ..., vMi } = φv(ν), (2)

where vji (j ∈ {1, 2, ...,M}) denotes the patch tokens and
M is the number of patches extracted from the input video.

Since the vision encoder applies a 3D convolution with
a stride of 2 before patch embedding, each vji still rep-
resents a patch token fused from two consecutive frames.
However, unlike frame-by-frame input, since the visual to-
kens here are obtained through a global attention operation,
meaning each vji inherently contains information from all
other frame patches, incorporating full spatiotemporal con-
text. The role of the STRD module is to ensure that tokens
obtained from frame-by-frame input, after transformation,
also encapsulate global contextual information. To achieve
this, we first concatenate the tokens obtained from frame-
by-frame input along the temporal dimension:

Vimages = concate(V 1
i−1,i, V

2
i+1,i+2, ..., V

T/2
T−1,T ). (3)

We then apply the distillation module to transform these to-
kens, which is formulated as:

⌢

V images = ϕ(Vimages). (4)

Finally, we enforce consistency between
⌢

V images and the

global video tokens
⌢

V video in feature space using a mean
squared error (MSE) loss function:

Ldistill =
1

M

∥∥∥∥⌢

V video −
⌢

V image

∥∥∥∥2
2

. (5)

After training the STRD module, we insert it between the
vision encoder and the LLM during LoRA fine-tuning. In
real-time inference, the MHSA module in the STRD mod-
ule is equipped with KV cache, allowing frame-by-frame
input tokens to retain historical spatiotemporal context. By
adjusting the length of the KV cache, we can control the
temporal span of frames considered by the STRD module.
On our experimental setup with an A6000 GPU, the maxi-
mum temporal receptive field can reach up to 20 minutes.

3.3.3. LLM
The LLM used in our framework is QwenLM from Qwen2-
VL [27]. It is responsible for processing the visual tokens
obtained from the STRD module, concatenating them with
the text tokens derived from the user query in temporal or-
der, and feeding them into the LLM for decoding to gener-
ate the VLM response.

3.4. Training and Inference
Our training process consists of two stages. The first stage
involves pre-training the STRD module. As described in
Sec 3.3.2, we optimize this module using the MSE loss
function. The second stage involves instruction fine-tuning
of the model using the constructed VAPDA-127K dataset.
The loss function consists of two components. The first
component is autoregressive language modeling, which
aims to maximize the joint probability P

[Txti+1]
i of the in-

put text sequence. The second component is video stream-
ing input prediction modeling. For real-time anomaly pre-
diction and detection tasks, AssistPDA needs to have the
capability to respond automatically, determining when to
generate a response and when to remain silent. Following
the work [3], we introduce an additional streaming End-of-
Sequence (EOS) token appended to each video frame to-
ken. The probability P

[EOS]
i of predicting the EOS token is

used to decide whether to continue receiving video frame
inputs or to generate a response. Both components are opti-
mized using the cross-entropy loss function, formulated as
follows:

L =
1

N

N∑
i=1

(
− log li+1P

[Txti+1]
i − w log fiP

[EOS]
i

)
, (6)

where li and fi are condition indicators; li is 1 if the i-th
token is a language response token, and 0 otherwise; fi is
1 if (1) the i-th token is the last token of a frame, and (2)
li+1 = 0. w is balance term. Essentially, the streaming EOS
loss is applied to frames before responding. P

[Txti+1]
i de-

notes the probability of the (i+1)-th text token output from
the language model head at the i-th token, while P [EOS]

i rep-
resents the probability assigned to the EOS token.

During the inference stage, AssistPDA executes differ-
ent tasks based on user-specified queries. For VAP and
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VAD tasks, we introduce a threshold γ to control the pre-
diction of the EOS token. When the predicted probability
of the EOS token falls below γ, the model generates a re-
sponse, enabling AssistPDA to provide predictions or detec-
tion alerts at critical moments while remaining silent during
normal periods. For anomaly analysis tasks, AssistPDA re-
sponds immediately after the user completes their query, no
threshold setting is required. On an A6000 GPU, Assist-
PDA achieves an average inference speed of 15–20 FPS.

4. Experiments
4.1. Dataset and Evaluation Metrics

Dataset. Our VAPDA-127K is constructed based on the
raw videos from the two largest-scale VAD datasets, UCF-
Crime [22] and XD-Violence [31]. VAPDA-127K consists
of 2, 415 untrimmed videos, covering a total of 15 cate-
gories of anomalous events, including abuse, arson, car ac-
cidents, fighting, explosion, riots, stealing, and shooting,
etc. These events are from real-world scenarios and se-
lected footage from movies and live broadcasts. More de-
tails about the dataset are in the supplementary material.
Evaluation Metrics. For training and ablation studies, we
follow [3] and adopt three evaluation metrics to efficiently
assess the overall performance of the model: Language
Modeling Perplexity (LM-PPL), Time Difference (TimeD-
iff), and Fluency. LM-PPL is a commonly used perplexity
measure to evaluate language modeling capability, where a
lower LM-PPL indicates more accurate responses. TimeD-
iff measures the temporal alignment ability of the model
by computing the difference between the predicted response
timestamp and the expected timestamp. Fluency evaluates
the proportion of continuously and successfully predicted
tokens within a dialogue round. Since this also includes lan-
guage tokens, the fluency metric comprehensively reflects
the model’s language modeling ability in an online stream-
ing pipeline. During inference, different evaluation met-
rics are used depending on the task. For textual responses
in real-time inference across VAP, VAD, and VAA tasks,
following the work[8] we employ MoverScore (MS) [44],
Bleurt [21], and Unieval [45] to evaluate response quality
by comparing them with ground truth text annotations. For
VAP and VAD tasks, we also use the weighted F1-score to
measure the model’s accuracy in classifying predicted and
detected anomaly types. In addition, we introduce the aver-
age advance time (AAT) metric to evaluate the model’s ca-
pability to predict anomalies in advance by comparing the
response time with the actual anomaly onset time.

4.2. Implementation Details
The vision encoder and LLM module of our framework are
initialized using the Qwen2-VL-2B-Instruct version. Dur-
ing the pretraining distillation stage of the STRD module,

we train for a total of 10 epochs using the AdamW opti-
mizer with an initial learning rate of 1 × 10−4, employing
a cosine annealing decay strategy. In the main framework
training stage, we train all linear layers of the LLM using
LoRA with r = 32 and α = 64, and the epoch is set to 2.
Additionally, we fine-tune the final output linear layer of the
STRD module. The default loss weight w is set to 1. The
EOS token prediction thresholds for video anomaly predic-
tion and detection are set to 0.96 and 0.7. Further execution
details can be found in the supplementary materials.

4.3. Main Results
Since AssistPDA is the first framework that leverages a
VLM for online VAPDA, we compare it with two types of
baselines: general-purpose VLMs and VLMs designed for
VAD. Most existing VLMs only support offline processing.
To facilitate a fair comparison, we simulate an online setting
for offline models by adopting a sliding window approach
with a window size of 5 seconds. Specifically, we provide
each VLM with prompts related to prediction, detection,
and question, instructing them to generate anomaly cate-
gories, corresponding anomaly descriptions, and responses
to user queries based on the input video segments. Due to
differences in instruction fine-tuning data across VLMs, we
optimize prompts for each model to maximize response ac-
curacy. For VLMs that support online processing, such as
VideoLLM-online [3], we directly feed streaming video in-
put at 2 FPS. Table 1 presents the comparison results of As-
sistPDA with existing methods on the three tasks. The com-
pared VLMs include Video-LLaMA2 [4], Video-LLaVA
[12], Video-ChatGPT [18], InternVL2 [24], and Qwen2-
VL [27], which are among the most advanced VLMs cur-
rently available. Additionally, Holmes-VAD [41] is an of-
fline VLM specifically designed for VAD.

As shown in Table 1, our method significantly outper-
forms all baselines, achieving superior performance across
all evaluation metrics. Except for Holmes-VAD, other
VLMs exhibit low F1-scores on both VAP and VAD tasks.
This is primarily due to the fact that VAPDA-127K encom-
passes 15 distinct categories of anomalous events, posing a
considerable challenge for general-purpose VLMs. The on-
line method, VideoLLM-Online, fails to follow our instruc-
tions, producing largely garbled and redundant outputs, re-
sulting in poor performance. Notably, in the video anoma-
lous event prediction task, the average advance prediction
time AAT of our method is 29.19s, which is a qualitative
leap compared to frame-level prediction. The consistent su-
periority of our method across all metrics demonstrates the
effectiveness of AssistPDA in VAP, VAD, and VAA tasks.

4.4. Ablation Study
We conduct ablation experiments in this subsection to ana-
lyze the effectiveness of each component of our framework.
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Task Name VAP VAD VAA

F1-score(%) AAT (s) Language F1-score (%) Language Language

Params MS (%) Bleurt (%) Unieval (%) MS (%) Bleurt (%) Unieval (%) MS (%) Bleurt (%) Unieval (%)
Sliding windows size=5s fps=2
Video-LLaMA2 [4] 7B 28.26 10.32 53.05 37.98 79.84 9.56 50.65 29.67 65.23 56.64 52.15 80.22
Video-LLaVA [12] 7B 38.63 12.34 52.99 37.39 73.89 12.01 48.32 20.28 67.69 57.05 44.49 81.84
Video-ChatGPT [18] 7B 18.94 7.25 53.54 38.06 41.08 11.35 54.15 40.66 64.12 56.29 47.56 80.60
InternVL2 [24] 2B 16.16 6.32 53.22 33.98 61.98 13.77 52.59 38.82 66.25 55.82 44.19 73.29
Qwen2-VL [27] 2B 30.71 11.64 54.59 40.02 72.12 11.83 55.45 48.14 69.29 54.78 47.13 75.45
Holmes-VAD [41] 7B 47.91 15.68 54.97 41.47 70.61 25.83 55.00 42.52 68.48 55.70 40.72 88.05
Streaming video input at 2 fps
VideoLLM-online [3] 8B 0 / 5.23 6.75 10.23 0 6.78 4.43 9.46 5.67 3.56 8.92
AssistPDA 2B 64.69 29.19 61.89 51.63 76.69 45.66 65.45 63.83 72.46 62.87 61.12 88.32

Table 1. Main results of VAP, VAD, VAA on VAPDA-127K. We compare existing general-purpose VLMs with those tailor-designed for
VAD. For VLMs that do not support online inference, video is sampled at 2 FPS and processed using a 5-second sliding window as input.

VAP VAD

LM-PPL ↓ TimeDiff ↓ Fluency ↑ LM-PPL ↓ TimeDiff ↓ Fluency ↑
Baseline 1.76 1.52 53.02% 2.15 5.14 46.69%
w/o pretraining 1.79 1.85 52.76% 2.27 5.19 44.53%
w/o finetune 1.70 1.27 53.42% 1.98 4.82 46.68%
w finetune 1.68 1.07 53.81% 1.96 4.71 46.83%

Table 2. Performance comparison of our method with different
STRD settings.

VAP VAD

LM-PPL ↓ TimeDiff ↓ Fluency ↑ LM-PPL ↓ TimeDiff ↓ Fluency ↑
1 layer MHSA 1.67 1.08 53.07% 1.97 4.78 45.95%
2 layer MHSA 1.68 1.07 53.81% 1.96 4.71 46.83%
3 layer MHSA 1.70 1.09 53.46% 1.96 4.83 46.46%

Table 3. Performance comparison of our method on STRD with
different numbers of MHSA layers.

Effectiveness of the STRD. To evaluate the effectiveness
of the STRD module, we perform multiple ablation and
comparative experiments. Table 2 presents the results of
four experimental settings: (1) the baseline model without
the STRD (baseline), (2) the model with the STRD mod-
ule but without distillation pertaining (w/o pretraining), (3)
the model with the STRD module but without finetune (w/o
finetune), and (4) the model with both the STRD module
and fine-tuning (w finetune). From the Table 2, it can be
observed that the setting with both the STRD module and
finetuning achieves the best performance. Compared to the
baseline, the model with the STRD module and fine-tuning
shows a significant advantage in both LM-PPL and TimeD-
iff metrics, indicating improved language modeling accu-
racy and temporal alignment. These results demonstrate
that the design of the STRD module, combined with fine-
tuning, effectively enhances the model’s capability in spa-
tiotemporal reasoning. Table 3 presents the impact of dif-
ferent numbers of MHSA layers in the STRD module. The
results show that the 2-layer MHSA configuration achieves
the best overall performance.
Impact of EOS Token Prediction Threshold γ. As shown
in Fig. 5 (a)(b), we illustrate the impact of the EOS to-

(a) VAP (b) VAD

Figure 5. F1-score variation for different EOS token prediction
thresholds γ on VAP and VAD tasks.

ken threshold γ on model performance during the inference
phase. We can observe that the prediction task is sensitive to
the EOS token threshold, which aligns with its inherent na-
ture, requiring heightened sensitivity to anomalous events.
Finally, the optimal EOS token threshold γ is set to 0.96 for
the prediction task and 0.7 for the detection task.

5. Conclusion

In this work, we propose the AssistPDA, an online
video anomaly surveillance assistant that integrates video
anomaly prediction, detection, and analysis. Based on this
framework, we introduce a novel event-level video anomaly
prediction task aimed at enabling early warning of anoma-
lous events. To enhance AssistPDA’s capability of under-
standing long-term spatiotemporal relationships in video
streams under online inference settings, we introduce a
novel STRD module, which can effectively transfer the spa-
tiotemporal reasoning ability of existing VLMs from offline
processing to online inference. To accommodate the tasks
of online VAPDA, we construct a large-scale benchmark
dataset, VAPDA-127K, which serves as a valuable resource
for future research on online video anomaly understanding.
Extensive experiments have shown that AssistPDA achieves
superior performance compared to existing state-of-the-art
VLMs across the VAP, VAD, and VAA tasks.
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AssistPDA: An Online Video Surveillance Assistant for Video Anomaly
Prediction, Detection, and Analysis

Supplementary Material

6. Dataset Construction Details
This section provides additional details on the dataset con-
struction process.

6.1. Caption Model
For generating video frame captions, we follow the work
[39] and aggregate the outputs from five caption mod-
els: BLIP2-flan-t5-xl, BLIP2-flan-t5-xl-coco, BLIP2-flan-
t5-xxl, BLIP2-opt-6.7b, and BLIP2-opt-6.7b-coco. This
aggregation helps mitigate potential biases from individual
caption models.

6.2. Task Prompts for LLM
For the three tasks VAP, VAD, and VAA, task-specific data
are generated based on captions using the Qwen2.5-72B-
Instruct model, which is the most powerful open-source
LLM available at the time of dataset construction. The spe-
cific task prompts for each task are shown in Figure 7.

6.3. Dataset Splits
Table 5 provides a detailed split of the training and test set
composition of VAPDA-127K across the three tasks. No-
tably, for the anomaly analysis test set, we select one of the

ten open-ended questions corresponding to each timestamp
as the final test sample to ensure compatibility with online
streaming inference. Table 6 compares our dataset with
existing VAD-related datasets, highlighting its advantages.
Our dataset provides textual annotations tailored for online
video anomaly prediction and detection tasks. Additionally,
for the anomaly analysis task, it offers open-ended question-
answer pairs specific to individual anomalous events.

7. Impact of LoRA Fine-tuning Parameters
Table 4 presents the impact of different LoRA fine-tuning
parameters, r and α, on performance. The results show that
different parameter combinations affect LM-PPL, TimeD-
iff, and Fluency metrics differently. After a comprehensive
trade-off, we select r = 32 and α = 64 as the optimal con-
figuration.

8. More Qualitative Results
Figure 6 further demonstrates the qualitative results on the
test set. For the VAP and VAD task, the assistant receives
the video stream input in real time and gives a response at
the moment when the anomaly may occur as well as at the
moment when the anomaly actually occurs. For the VAA
task, the assistant immediately responds to the user’s ques-
tion.

Streaming Video

Sure, I am your 

multimodal AI 

surveillance assistant!

A future burglary anomaly may occur because 

the man is seen prying open the door of a house, 

which is a clear indication of intent to steal.

A burglary anomaly is 

currently occurring, as 

indicated by the man prying 

open the door and entering 

the house. 

✓ Online Anomaly Prediction/Detection

Why is the man 

trying to break into 

the house?

The man is likely 

attempting to steal 

property or commit 

other crimes inside 

the house.

✓ Online Video Anomaly Q&A

Online Dialogue

Please  predict potential 

abnormal events in real time 

based on the received video 

stream.

Video Time: 1s Video Time: 20s

Response Time：21.5s Response Time：23.5s

…

Response Time：1.5sQuery Time：1s

Video Time: 6s Video Time: 8s Video Time: 12s Video Time: 23s Video Time: 24s Video Time: 25s

Query Time: 24 s Response Time: 24.5 s

What behavior indicates 

that a burglary is in 

progress.

A man wearing a 

helmet was 

attempting to pry the 

door open, indicating 

a burglary in progress.

Query Time: 22 s Response Time: 22.5 s

User Assistant Assistant

User Assistant User Assistant

Assistant

Figure 6. Visualization results on the test set.

1



VAP VAD

LM-PPL ↓ TimeDiff ↓ Fluency ↑ LM-PPL ↓ TimeDiff ↓ Fluency ↑
r=8/α=16 1.69 1.09 53.41% 1.98 4.72 46.55%
r=16/α=32 1.67 1.07 53.74% 1.99 4.68 46.76%
r=32/α=64 1.68 1.07 53.81% 1.96 4.71 46.83%
r=64/α=128 1.70 1.12 53.65% 1.98 4.85 46.71%

Table 4. Performance comparison of our method with different LoRA fine-tuning parameters.

VAPDA-127K dataset
Prediction text Detection text Anomaly Analysis (QA pair) Timestamp

Training set 2511 6513 96720 ✓
Test set 556 1521 19630 (1963) ✓

Table 5. Detailed training and test set split for VAPDA-127K dataset.

Methods #Categories #Samples
Text

Temp. Anno. VLM tuningPrediction text Detection text Anomaly Analysis (QA pair)
Fixed template Open-end

UCA [38] 13 23542 ✗ ✗ ✗ ✗ ✓ ✗
LAVAD [39] N/A N/A ✗ ✗ ✗ ✗ ✗ ✗

VAD-VideoLLama [17] 13/7 2400 ✗ ✗ ✗ ✗ ✗ projection
CUVA [8] 11 6000 ✗ ✗ ✓ ✗ ✗ ✗
Hawk [23] - 16000 ✗ ✗ ✓ ✗ ✗ projection

HIVAU-70K [42] 19 70000 ✗ ✗ ✓ ✗ ✓ LoRA
VAPDA-127K (Ours) 15 127451 ✓ ✓ - ✓ ✓ LoRA

Table 6. Comparison of other existing VAD method datasets.
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Anomaly Prediction Task Prompt

You are an expert in anomaly event prediction. Based on the provided video frame caption occurring before an anomaly event, analyze whether it
is possible to predict future anomaly events based on the information from these pre-anomaly video caption.

Please provide the output in the following JSON format:

{ "Prediction Result": "Yes/No". <If it is possible to predict future anomaly events based on the information, respond with 'Yes'. Otherwise,
respond with 'No'.>,

"Potential Anomaly ID": "<xxx>". <From the provided pre-anomaly video caption with ID annotations, select the ID corresponding to the video
caption that allows the prediction of future anomaly events. If no prediction is possible, respond with 'None'.>,

"Anomaly Type": "<xxx>". <Indicate the potential type of future anomaly, selecting from the following: Abuse, Arrest, Arson, Assault, Burglary,
Explosion, Fighting, Road Accidents, Robbery, Shooting, Shoplifting, Stealing, Vandalism, Riot, Car accident. If prediction is not possible, respond
with 'None'.>,

"Anomaly Prediction Description": "<xxx>". <Provide a brief explanation of the reason for the potential future anomaly event. Use the following
template for the response: 'A future <Anomaly Type> anomaly may occur because <reason>.' If prediction is not possible, respond with 'None'.>}

Anomaly Detection Task Prompt

You are an expert in anomaly event analysis. Based on the provided video caption, analyze whether the segment indicates that an anomaly event is
currently occurring. Please provide the output in the following JSON format:

{ "Detection Result": "Yes/No". <If it can be determined that an anomaly event is currently occurring, respond with 'Yes'. Otherwise, respond with
'No'.>,

"Anomaly Type": "<xxx>". <Indicate the type of anomaly event currently occurring, selecting from the following: Abuse, Arrest, Arson, Assault,
Burglary, Explosion, Fighting, Road Accidents, Robbery, Shooting, Shoplifting, Stealing, Vandalism, Riot, Car accident. If it cannot be determined,
respond with 'None'.>,

"Anomaly Detection Description": "<xxx>". <Provide a refined description based on the provided anomaly event segment description. Use the
following template: 'A <Anomaly Type> anomaly is currently occurring, <reason>.' If the detection result is 'No', respond with 'None'.>}

Anomaly Analysis Task Prompt

You are an advanced video surveillance assistant capable of detecting and analyzing anomalous events in real time. Based on the provided
descriptions of the current anomalous video clip and contextual information from past video clips, generate 10 possible questions and
corresponding answers to analyze and address the anomalous event. The questions should primarily focus on the specific details of the current
anomalous video clip, ensuring that the answers can be derived or inferred from the given contextual information. Frame the questions using the
5W2H framework: When, What, Who, Where, Why, How, and How much. Provide the output in the following JSON format:

[ { "Question <id>": "<A specific question related to analyzing and addressing the anomaly>",

"Answer <id>": "<A detailed answer to the corresponding question based on the context>" }]

Important Notice: Ensure the questions and answers are detailed, contextually relevant, and practical for investigating and addressing the described
anomaly.

Figure 7. Illustration of how to prompt LLM to generate data for VAP, VAD, and VAA tasks.
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