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Federated Intelligence: When Large AI Models
Meet Federated Fine-Tuning and Collaborative

Reasoning at the Network Edge
Wanli Ni, Haofeng Sun, Huiqing Ao, and Hui Tian

Abstract—Large artificial intelligence (AI) models exhibit
remarkable capabilities in various application scenarios, but
deploying them at the network edge poses significant challenges
due to issues such as data privacy, computational resources, and
latency. In this paper, we explore federated fine-tuning and col-
laborative reasoning techniques to facilitate the implementation
of large AI models in resource-constrained wireless networks.
Firstly, promising applications of large AI models within specific
domains are discussed. Subsequently, federated fine-tuning meth-
ods are proposed to adapt large AI models to specific tasks or
environments at the network edge, effectively addressing the chal-
lenges associated with communication overhead and enhancing
communication efficiency. These methodologies follow clustered,
hierarchical, and asynchronous paradigms to effectively tackle
privacy issues and eliminate data silos. Furthermore, to enhance
operational efficiency and reduce latency, efficient frameworks
for model collaborative reasoning are developed, which include
decentralized horizontal collaboration, cloud-edge-end vertical
collaboration, and multi-access collaboration. Next, simulation
results demonstrate the effectiveness of our proposed methods in
reducing the fine-tuning loss of large AI models across various
downstream tasks. Finally, several open challenges and research
opportunities are outlined.

I. INTRODUCTION

The rapid evolution of artificial intelligence (AI) has led
to the development of large AI models (e.g., ChatGPT and
Llama) that capture more nuanced patterns and subtleties
in data, thereby exhibiting remarkable capabilities in various
application scenarios, especially for content generation [1], [2].
However, pre-training, fine-tuning and deploying these large
models in practical Internet of Things (IoT) networks pose
significant challenges, particularly due to issues related to data
privacy, computational resources, and latency [3]. Existing
research has explored various federated fine-tuning approaches
to address the privacy concerns associated with centralized
AI model training [4]. These approaches employ parameter-
efficient training techniques, such as low-rank adaptation
(LoRA) and prompt tuning, to minimize computational costs
[5]. Furthermore, to mitigate reasoning latency and tackle the
deployment challenges posed by large AI models on resource-
constrained devices, researchers have proposed collaborative
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reasoning frameworks that enable the distribution of computa-
tional workloads for downstream tasks across multiple devices
or servers [6].

In the era of large AI models, the integration of federated
fine-tuning and collaborative reasoning offers significant ben-
efits for achieving federated intelligence [7]. Such a collective
intelligence approach makes it well-suited to tackle complex
AI tasks in distributed and resource-constrained environments
[5]. By leveraging federated intelligence, large AI models dis-
tributed in real-world wireless networks can collectively form
comprehensive perspectives and collaborative efforts. This is
particularly effective in tackling complex multi-disciplinary
problems that exceed the capabilities of a single AI model.
Specifically, through the use of federated fine-tuning, large AI
models can be trained on a broader and more diverse range
of data without compromising privacy, ultimately resulting in
more desirable and effective models [5]. Similarly, collabo-
rative reasoning can help distribute the computational load
of computing tasks, making large AI models more accessible
and efficient among resource-constrained devices [8]. Overall,
this integration holds the promise of unlocking the federated
intelligence of large AI models within wireless networks, and
offers a range of benefits, such as reduced communication and
computation overheads, enhanced model personalization, and
strengthened privacy protection [9].

Although federated intelligence holds immense potential in
future wireless networks, it also poses substantial challenges
[3]. On the one hand, fine-tuning large AI models directly
on resource-constrained IoT devices is impractical due to
their limited computing power and storage capacity. The
authors of [4] proposed a federated LoRA scheme to enable
efficient fine-tuning of large language models (LLM) over
wireless networks, and utilized an over-the-air computation-
based transmission scheme to achieve fast parameter aggrega-
tion. On the other hand, determining the optimal partitioning of
a large AI model across multiple devices, or efficiently break-
ing down complex inference tasks into smaller, cooperative
subtasks, can be difficult [10]. The authors of [11] proposed
a semi-asynchronous split learning framework to address the
challenges of device heterogeneity and waiting latency, where
a Lyapunov-based online optimization algorithm was designed
to dynamically adjusts the resource allocation and model
partitioning based on real-time channel conditions. However,
existing research lacks a systematic review of federated intel-
ligence, particularly from the perspectives of federated fine-
tuning and collaborative reasoning for large AI models in
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wireless networks. Against this background, the following
contributions are made in this paper:

• Federated Fine-Tuning: We provide three federated fine-
tuning schemes for training large AI models in wireless
networks, each designed to address specific challenges.
For example, 1) Cluster federated fine-tuning groups
similar users into clusters, allowing for more targeted and
efficient model updates, which is particularly effective
in environments with heterogeneous data distributions.
2) Hierarchical federated fine-tuning introduces a hier-
archical structure to the federated learning process that
helps balance the trade-off between generalization and
personalization. 3) Asynchronous federated fine-tuning
allows devices to participate in the learning process at
their own pace without requiring synchronization between
all devices, which is critical for devices with different
availability and connectivity. In summary, these methods
not only improve the performance of large AI models
on a wide range of downstream tasks but also ensure
the protection of user privacy, making them suitable for
model fine-tuning in various domains.

• Collaborative Reasoning: We offer a set of collabora-
tive reasoning frameworks to optimize resource utiliza-
tion and improve inference efficiency for complex tasks
in distributed environments. These frameworks include:
1) Decentralized horizontal collaboration distributes in-
ference tasks among multiple devices within a peer-to-
peer network to boost resource utilization. 2) Cloud-
edge-end vertical collaboration integrates the compu-
tational resources of cloud, edge, and end devices to
minimize response time. 3) Multi-access collaboration
enables devices to dynamically select the most appro-
priate communication pathway to ensure high reliability
and low latency. Overall, these frameworks provide a
robust and scalable solution for enhancing the reasoning
performance of large AI models at the network edge.

The remainder of this paper is organized as follows. First
of all, Section II discusses the applications of large AI models
in specific domains, followed by Section III, which delves
into federated fine-tuning methods to effectively preserve user
privacy. Section IV explores collaborative reasoning frame-
works for allocating the inference tasks across multiple devices
or servers. Section V presents the simulation results, while
Section VI discusses future research opportunities. Finally,
Section VII concludes the paper.

II. APPLICATIONS OF LARGE AI MODELS IN SPECIFIC
DOMAINS

Large AI models hold the promise of revolutionizing numer-
ous industries by providing unprecedented insights and inno-
vative solutions. Below is a detailed introduction to how these
models are being utilized in the communications, robotics,
healthcare, finance, and education domains.

Large AI Models for Communications: In communi-
cation systems, large AI models can be used to enhance
network efficiency, optimize data transmission, and improve
user experience. One key area where these models are making

a significant impact is in network management, operation,
and system-level optimization. By leveraging their advanced
prediction capabilities, large AI models can predict and adapt
to network traffic patterns in real-time, enabling more efficient
resource allocation and reducing latency. Furthermore, large
AI models are also being utilized in physical layer design. By
analyzing user behavior and network conditions, large models
can identify the optimal coding and modulation strategies,
leading to improved spectral efficiency.

Large AI Models for Robotics: In robotics, large AI
models are instrumental in advancing the capabilities of au-
tonomous systems. These models enable robots to understand
and navigate complex environments with greater precision
and adaptability. By processing and interpreting multi-modal
sensory data from cameras, lidars, and other sensors, they
allow robots to perform tasks such as object recognition, path
planning, and obstacle avoidance with remarkable accuracy.
Moreover, large AI models are being used to enhance the
learning abilities of robots, enabling them to continuously
improve their performance through experience and interaction
with their surroundings. This is particularly important in fields
like manufacturing, where robots need to adapt to varying
production processes and product specifications.

Large AI Models for Healthcare: In healthcare, large AI
models are transforming the way medical data is analyzed and
utilized. These models can process vast amounts of clinical
data, including patient records, imaging studies, and genomic
sequences, to identify patterns and insights that may not
be apparent to human analysts. This has led to significant
advancements in disease diagnosis, treatment planning, and
patient monitoring. For instance, large AI models have been
used to develop early warning systems for critical conditions
such as sepsis and heart failure, as well as to personalize
treatment plans based on individual patient characteristics.

Large AI Models for Finance: In the financial industry,
large AI models are revolutionizing risk management, fraud
detection, and investment strategy. They can analyze historical
financial data, market trends, and economic indicators to
forecast future market movements and identify potential risks.
This has enabled financial institutions to make more informed
investment decisions and manage their portfolios with greater
precision. Furthermore, large AI models are being used to
detect and prevent fraud by analyzing transaction patterns and
identifying anomalies that may indicate suspicious activity.

Large AI Models for Education: In education, large AI
models are transforming the way students learn and teachers
teach. These models can personalize learning experiences
by analyzing student data, such as test scores, assignment
submissions, and engagement levels, to identify strengths,
weaknesses, and areas for improvement. This information is
then used to tailor educational content and resources to meet
individual student needs. Additionally, large AI models are
being used to develop intelligent tutoring systems that can
provide real-time feedback and guidance to students as they
work through problems and assignments.
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Fig. 1. Diverse application scenarios of large AI models, and different federated learning methods for fine-tuning models in wireless networks.

III. FEDERATED FINE-TUNING FOR LARGE AI MODELS

Owing to the issues such as privacy preservation, data
heterogeneity, and scalability, it is crucial to investigate feder-
ated fine-tuning methods when deploying large AI models in
resource-constrained IoT networks. As shown in Fig. 1, feder-
ated fine-tuning allows for the adaptation of pre-trained large
models to specific tasks or domains without necessitating the
centralization of the local raw data from end devices, thereby
preserving user privacy. In the following, three variations of
federated fine-tuning are discussed.

A. Clustered Federated Fine-Tuning

Based on the factors such as data similarity, computational
capabilities, or communication latency, clustered federated
fine-tuning first entails the formation of clusters comprising
participating clients [12]. Subsequently, each cluster indepen-
dently proceeds with its own federated fine-tuning process,

wherein model updates are aggregated within the cluster prior
to potential sharing or further aggregation across clusters.
This approach leverages the natural heterogeneity in federated
environments, enabling more tailored model customization
within clusters while maintaining privacy. By reducing the
variability in data distributions and computational resources
within each cluster, clustered federated fine-tuning can accel-
erate the convergence of model training and improve the final
model’s performance on local tasks.

B. Hierarchical Federated Fine-Tuning

By introducing a hierarchical structure within the wireless
network, hierarchical federated fine-tuning builds upon the
clustered approach. In this setup, clients are organized into
multiple layers of hierarchy, wherein lower-level clients form
clusters that subsequently function as clients in higher-level
federations [13]. This multi-layered architecture facilitates
the refinement of models at various levels of granularity.
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Fig. 2. An illustration of the decentralized schemes for horizontal collaborative reasoning of large AI models at the network edge.

For instance, models might first be fine-tuned within local
clusters (representing small communities or organizations),
and then these locally fine-tuned models can be aggregated and
further fine-tuned at regional or global levels. This hierarchical
approach facilitates the balance between model generalization
across broader users and customization to specific user groups.
It caters to varying levels of privacy concerns and regulatory
requirements by enabling more precise control over data
sharing and model updates.

C. Asynchronous Federated Fine-Tuning
In synchronous federated fine-tuning, the requirement for

all clients to participate simultaneously in each training round
may pose practical challenges due to variations in network
conditions, client availability, and computational capabilities.
Asynchronous federated fine-tuning circumvents these issues
by allowing clients to update the model independently. Clients
can download the latest global model whenever they are
available, perform local training, and upload their updates at
their convenience. The server then aggregates these model
updates as they arrive, continuously refining the global model.
This flexibility accommodates real-world constraints and ac-
celerates the overall training process by maximizing the uti-
lization of available resources. However, asynchronous updates
may introduce stale gradients and non-deterministic behavior,
necessitating robust aggregation strategies and convergence
guarantees to ensure model quality [11].

D. Convergence Analysis of Federated Fine-Tuning
The examination of the convergence properties of federated

fine-tuning methodologies is essential for ensuring their reli-

ability and efficacy. This entails a comprehensive analysis of
the convergence dynamics under diverse conditions, including
heterogeneous data distributions, asynchronous updates, and
constraints on communication resources. By establishing the
upper bounds of convergence for federated fine-tuning, it be-
comes possible to enhance the model training process through
the rational optimization of communication, computing, and
aggregation strategies. For instance, in our prior work [4],
we implemented a federated low-rank adaptation approach to
fine-tune large models within wireless networks. Our findings
indicated that the aggregation of low-rank adapters with a
higher rank could improve fine-tuning performance, but it also
significantly elevated the probability of encountering stragglers
with weak computing power.

IV. COLLABORATIVE REASONING FOR LARGE AI
MODELS

Despite the benefits of federated fine-tuning, deploying
large AI models on resource-constrained devices still faces
challenges such as high memory usage and slow inference
speed. As models scale up, collaborative reasoning frameworks
become crucial, as they not only enhance operational efficiency
but also minimize response times for mobile devices.

A. Decentralized Horizontal Collaborative Reasoning

In an environment without a centralized node with powerful
computing resources, decentralized collaborative reasoning
paradigms are particularly well-suited for large AI models
that require significant computational power and memory to
perform complex inference tasks. As shown in Fig. 2, we
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present the following three decentralized schemes for the
horizontal collaborative reasoning.

1) Collaborative Reasoning via Expert Models: In this
scheme, each device is equipped with an expert model
that is good at a certain class of tasks. When a
computationally intensive task arrives at a particular
device, it breaks down the task into several smaller,
more manageable subtasks. These subtasks are then
distributed to neighboring devices via device-to-device
communications. Once the neighboring devices com-
plete their assigned subtasks, they send the results back
to the originating device. Note that in this scheme, the
tasks are separable, but the model deployed on each
device remains complete. However, expert model-based
collaborative reasoning may entail considerable commu-
nication overhead and synchronization challenges due to
the need to transmit subtasks and receive results among
devices.

2) Collaborative Reasoning via Split Models: In split
learning-based scheme, the model is segmented into
several smaller submodels, each of which is deployed
on a local IoT device [11]. These devices communicate
with each other to coordinate the reasoning process,
thereby guaranteeing the accuracy and consistency of the
overall model’s output. The division of the model can
be customized according to a range of considerations,
including the computational requirements of each com-
ponent, the communication bandwidth available between
nodes, and the privacy concerns related to the data being
processed. Since submodels are distributed on different
devices, the failure of a single device can compromise
the entire reasoning process. Therefore, ensuring the
robustness and resilience of the system is crucial.

3) Collaborative Reasoning via Federated Analytics:
Federated analytics represents a cutting-edge approach
for solving complex computational tasks by engaging
multiple devices in a collective effort to perform re-
sult inference, without the need to share raw data [7].
Within this scheme, neither the task nor the model
is partitioned among the devices. Instead, each device
conducts its computations locally, and the results are
subsequently synthesized to produce a comprehensive
global analysis. The aggregation process of federated
analytics guarantees that the local insights from each
device are integrated into the final outcome.

B. Cloud-Edge-End Vertical Collaborative Reasoning

Cloud-edge-end collaborative reasoning is a vertical
paradigm designed to utilize the computational resources and
capabilities of different layers for the rapid inference of
intelligent tasks [14]. This multi-layered architecture opti-
mizes performance by leveraging the strengths of each layer.
Cloud computing provides extensive storage and processing
capabilities, edge computing offers low latency and real-time
processing, and end devices benefit from their proximity to
data sources and user interactions, all contributing to reduced
latency and improved responsiveness. As shown in Fig. 3,
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Fig. 3. An illustration of cloud-edge-end vertical collaborative reasoning.
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in this vertical collaborative framework, cloud servers serve
as the central hub for large-scale data storage and complex
computations. Edge servers, positioned between the cloud
and end devices, play a crucial role in reducing latency
and bandwidth consumption by performing preliminary data
processing, filtering, and even some inference tasks. This
allows for faster responses and reduces the load on the cloud.
End devices, such as smartphones, sensors, and IoT gadgets,
are the entry points for data collection. They capture raw data
from the physical world, which is then sent to edge servers
or directly to the cloud for further processing. In the context
of collaborative reasoning, end devices may also participate
in local computations, utilizing lightweight models to perform
initial data analysis or feature extraction.

C. Multi-Access Collaborative Reasoning

In multi-access collaborative reasoning framework, a client
is capable of directly communicating with multiple edge
servers or other end devices, thereby facilitating the offloading
of its local computational tasks or inference outcomes to
alternative devices and edge nodes. Furthermore, multi-access
collaborative reasoning ensures that devices remain intercon-
nected even in the face of network failures or disruptions. This
redundancy is critically important for real-time applications,
such as autonomous driving, where continuous and reliable
communication is essential for maintaining safe and effective
operations. As illustrated in Fig. 4, multi-access collaborative
reasoning endows vehicles with the flexibility to alternate
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Fig. 5. Performance of fine-tuning LLaMA-7B on OpenOrca dataset.

between various communication pathways, influenced by pa-
rameters such as availability, bandwidth, latency, and cost. For
instance, a vehicle may utilize cellular networks to connect
with a roadside unit (RSU) for disseminating its real-time traf-
fic monitoring data to a broader audience, while concurrently
employing vehicle-to-vehicle (V2V) communications for the
rapid exchange of real-time inference results among adjacent
vehicles. This flexibility ensures that vehicles always have the
optimal communication path for reduced latency and improved
performance. The distributed nature of the multi-access frame-
work makes it more resilient to failures or disruptions. If a
RSU experiences downtime, nearby vehicles can continue to
process requests, ensuring uninterrupted service.

D. Resource Allocation for Collaborative Reasoning

In wireless networks with distributed devices, the effective
implementation of collaborative reasoning for large AI models
necessitates a meticulous approach to resource allocation. This
is crucial for optimizing performance, reducing latency, and
enhancing reliability [15]. Firstly, the allocation of computa-
tional resources plays a pivotal role in collaborative reason-
ing. Strategies for computational resource allocation include
dynamically scaling resources based on workload demands,
leveraging cloud and edge computing resources, and optimiz-
ing the utilization of available hardware. These strategies en-
sure that computational tasks are distributed efficiently across
the network, thereby minimizing processing time and enhanc-
ing overall performance. Secondly, the communication over-
head and network latency can significantly impact the overall
performance of the reasoning process. Therefore, efficient
allocation of communication resources is essential to mini-
mize latency and ensure reliable data transfer. This involves
optimizing network bandwidth, reducing data redundancy, and
implementing efficient data transmission protocols. Finally,
ensuring synchronization and coordination among distributed
nodes is essential for maintaining consistency and coherence
in the inference results. This can be achieved through the
use of distributed consensus algorithms, which enable nodes
to reach agreement on a shared state or decision without
requiring a centralized authority. These algorithms ensure that
the reasoning process remains coherent and accurate, even in
distributed environments.

V. SIMULATION RESULTS

In this section, we present experimental results to evaluate
the performance of fine-tuning large AI models in wireless
networks. The setup for our experiments includes a base
station with a coverage area of 100 meters in radius and
a bandwidth of 20 MHz. We set the number of users to
8 and the number of local samples to 1600, with users
deployed randomly within the base station’s coverage area.
The transmit power of users is set to 23 dBm, while the
additive white Gaussian noise is set as -80 dBm. For the
model training parameters, we use a mini-batch size of 80,
a learning rate of 2 × 10−4, and a token length of 128. To
assess performance, we compare the following schemes: 1)
FL-LoRA: A federated low-rank adaptation scheme; 2) FL-
P-Tuning: A federated prefix-tuning scheme; 3) FL-Prompt-
Tuning: A federated prompt-tuning scheme; 4) CFL-LoRA: A
clustered federated fine-tuning scheme.

Fig. 5 depicts the fine-tuning loss of the LLaMA-7B model
on the OpenOrca dataset1. As shown in Fig. 5a, the FL-LoRA
scheme exhibits significantly lower fine-tuning loss compared
to FL-Prompt-Tuning and FL-P-Tuning. This indicates that
FL-LoRA is more effective in adapting the large AI model
to the local data distributions. In Fig. 5b, we further evaluate
the fine-tuning performance of the different schemes by cal-
culating the average perplexity. The simulation results in Fig.
5b indicate a consistent decrease in average perplexity for all
three schemes as the number of fine-tuning rounds increases.
However, FL-LoRA achieves the lowest average perplexity,
which suggests that the fine-tuned LLM using FL-LoRA is
capable of producing more accurate predictions compared to
the other methods.

Fig. 6 shows the fine-tuning performance of GPT2-Small
on both text generation and classification tasks using the
CFL-LoRA and FL-LoRA schemes. The experiments were
conducted with 16 users and 4 clusters. The generation task
was evaluated using the title-abstract dataset2 spanning four
academic disciplines. The classification task was evaluated
on subsets SST2, QNLI, and QQP from GLUE3, as well
as the Amazon Polarity dataset. From Fig. 6a, we observe
that the CFL-LoRA framework achieves faster convergence

1https://huggingface.co/datasets/Open-Orca/OpenOrca
2https://huggingface.co/datasets/shf123/MDAAG
3https://huggingface.co/datasets/nyu-mll/glue

https://huggingface.co/datasets/Open-Orca/OpenOrca
https://huggingface.co/datasets/shf123/MDAAG
https://huggingface.co/datasets/nyu-mll/glue
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Fig. 6. Fine-tuning loss of GPT2-Small on generation and classification tasks.

and lower fine-tuning loss compared to FL-LoRA on the text
generation task. This improved performance can be attributed
to the adoption of a clustered model aggregation approach,
which enables CFL-LoRA to dynamically adapt diverse low-
rank adapters tailored to the specific domains of multiple
clusters. Fig. 6b illustrates the fine-tuning performance of
GPT2-Small on the text classification task. Similarly, CFL-
LoRA still outperforms FL-LoRA. This further confirms the
superiority of the clustered fine-tuning paradigms in enabling
more tailored model customization. Given that model up-
dates can inadvertently disclose sensitive information about
the training data, federated fine-tuning paradigms still pose
potential risks of data leakage. Consequently, future research
should focus on developing robust aggregation and privacy-
preserving techniques to mitigate these risks effectively.

VI. CHALLENGES AND RESEARCH OPPORTUNITIES

A. Scalability and Computational Efficiency

As the size and complexity of AI models increase, the
computational resources required for training and inference
also grow exponentially. This can lead to bottlenecks in
wireless networks, where limited computational power and
energy resources must be shared among numerous devices
and services. To address this challenge, research is needed
to develop scalable AI architectures that can efficiently uti-
lize available resources while maintaining high performance.
This includes exploring distributed computing paradigms to
offload computational tasks from resource-constrained devices
to more powerful servers. Additionally, research into efficient
algorithms and hardware accelerators, such as specialized AI
chips, can help to alleviate the computational burden of large
AI models in wireless networks.

B. Interoperability and Standardization

The integration of large AI models into wireless networks
also requires addressing interoperability and standardization
issues. Different devices, platforms, and services may use
different AI models, data formats, and communication pro-
tocols, which can lead to compatibility problems and hinder
the widespread adoption of AI-based solutions. To address
this challenge, research is needed to develop standardized

frameworks and protocols for AI-native networks. This in-
cludes establishing common data formats, model interfaces,
and communication protocols to ensure that different devices
and services can seamlessly interact and collaborate.

C. Multi-Modal and Cross-Device Collaboration

Multi-modal large language models (MLLMs) have
emerged as powerful tools for processing and understand-
ing diverse types of data. However, their deployment and
utilization in real-world applications are hindered by sub-
stantial computational resource requirements for both training
and inference. In wireless networks, data and computational
resources are distributed across multiple devices. Improved
multi-modal fusion techniques can enable MLLMs to better
leverage diverse data sources, leading to more accurate and
robust models. Efficient cross-device coordination mechanisms
ensure that large models can be trained and deployed in
scalable and efficient ways, even in resource-constrained IoT
networks.

D. Privacy Protection for Opt-Out Users in AI Systems

Since large AI models require processing data from mul-
tiple users for training and learning, effectively reversing the
influence of a user’s data on the model when they choose
to opt out presents a significant issue. Traditional centralized
learning methods are inapplicable in this scenario, as user
data, once used for training, cannot be directly removed,
thereby complicating the process of revoking its impact on the
model. Consequently, a critical issue arises concerning how to
safeguard user data privacy and prevent data residue upon user
opt-out. To address this, there is a pressing need to research a
federated unlearning mechanism specifically designed for user
opt-outs, which can automatically eliminate the influence of
a user’s data on the model upon their exit, ensuring that the
model’s accuracy and robustness remain unaffected.

E. Token Communications Between Large AI Models

Tokens are the fundamental units processed by large AI
models. They play a crucial role in connecting bits and
semantics by compressing raw data into a more computable
format. Researchers can delve into optimizing the tokenization
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process to transform complex multi-modal data into tractable
segments for large AI models to process easily. In practical
applications, it is imperative to ensure that tokens accurately
reflect user intent and mitigate the risk of communication er-
rors stemming from semantic ambiguity or misunderstandings.
Furthermore, in the context of token communications, tokens
act as carriers of data, making their security a paramount
concern. It is essential to safeguard tokens against tampering,
theft, or misuse during both transmission and storage.

VII. CONCLUSIONS

In this paper, we introduced the concept of federated in-
telligence by integrating federated fine-tuning and collabora-
tive reasoning with large AI models. This concept involved
enabling multiple nodes to collaboratively update large AI
models and produce a collective output in a distributed en-
vironment. First of all, federated fine-tuning methods were
presented to collaboratively update large AI models while en-
suring the protection of user privacy within wireless networks.
Then, collaborative reasoning frameworks were developed to
allocate the inference workload across multiple devices or
servers, which enhanced operational efficiency and improved
scalability by deploying multiple AI models on distributed
nodes. Simulation results for different tasks indicated that
the proposed fine-tuning methods were effective in improving
performance of large AI models in wireless networks.
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