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Abstract

We determine the covert capacity for entanglement generation over a noisy quantum channel. While secrecy guarantees that the
transmitted information remains inaccessible to an adversary, covert communication ensures that the transmission itself remains
undetectable. The entanglement dimension follows a square root law (SRL) in the covert setting, i.e., O(

√

n) EPR pairs can
be distributed covertly and reliably over n channel uses. We begin with covert communication of classical information under a
secrecy constraint. We then leverage this result to construct a coding scheme for covert entanglement generation. Consequently,
we establish achievability of the same covert entanglement generation rate as the classical information rate without secrecy, albeit
with a larger key.

I. INTRODUCTION

Privacy is a fundamental aspect of communication systems [1, 2]. Traditional security approaches — such as data encryption,

information-theoretic secrecy, and quantum key distribution — are designed to prevent an eavesdropper from recovering the

transmitted information or part of it [3]. Apart from these methods, covert communication is a promising approach for privacy

protection due to its high security guarantees. In covert communication, the transmitter masks the transmitted signals within

environmental or artificial noise, preventing detection by the warden [4]. It has been established that the number of information

bits that can be transmitted covertly over n channel uses follows a square-root law (SRL), i.e., it scales as O(
√
n) [5, 6].

While secrecy and covertness can be seen as two orthogonal approaches to secure communication, there has also been work

on their combined setting of covert and secret communication over classical channels [7]. Additional work on secrecy and

covert communication can be found in [8–10] and [11–14], respectively.

Recently, there has been a growing interest in how pre-shared entanglement resources can boost covert communication

performance. The concept behind entanglement-assisted communication is to utilize inactive periods to generate shared

entanglement, which can then enhance the throughput once transmission resumes [15–17]. Gagatsos et al. [18] showed

that, in continuous-variable communication, entanglement assistance enables the transmission of information on the order

of O(
√
n logn) information bits. Wang et al. [19] improved their result, showing that the benefits of entanglement can

be achieved with fewer entanglement resources than previously established. Zlotnick et al. [20] showed that O(
√
n logn)

information bits can be sent with entanglement assistance over finite-dimensional quantum channels, more specifically, qubit

depolarizing channels. This highlights the significance of covert entanglement generation.

Entanglement generation is closely related to quantum subspace transmission [21–23], i.e., sending quantum information.

In particular, the ability to teleport a qubit state implies the ability to generate an EPR pair between Alice and Bob, i.e., a

pair of entangled qubits. Anderson et al. [24, 25] have recently developed lower bounds on the quantum covert rate using

twirl modulation and depolarizing channel codes. Here, we give a more refined characterization and determine the capacity

for covert entanglement generation in terms of the channel itself. Moreover, while Anderson et al. [25] use a key of size

∼ √
n logn, our protocol employs a smaller key of size ∼ √

n.

Furthermore, entanglement generation is intimately related to secrecy. Due to the no-cloning theorem, the transmission of

quantum information inherently ensures secrecy [26]. If the eavesdropper, Eve, could obtain any information about the quantum

information that Alice is sending to Bob, then Bob would not be able to recover it. Otherwise, this would contradict the no-

cloning theorem. Devetak [23] introduced a coherent version of classical secrecy codes, which leverage their privacy properties

to define subspaces where Alice can securely encode quantum information, ensuring Eve’s inaccessibility. Another technique

for entanglement generation is based on the decoupling approach [27], which leverages the principle that quantum information

transmission is possible if the environment of the channel becomes “decoupled” from the transmitted quantum state [28]. In

this sense, secrecy is both necessary and sufficient in order to establish entanglement generation.

Consider a covert entanglement generation setting described in Figure 1. Alice makes a decision on whether to perform

the communication task, or not. If Alice decides to be inactive, the channel input is |0〉⊗n
, where |0〉 is the innocent state

corresponding to a passive transmitter. Otherwise, if she does perform the task, she prepares a maximally entangled state

ΦRM locally, and applies an encoding map on her “quantum message” M . She then transmits the encoded system An =
(A1, A2, . . . , An) using n instances of the quantum channel. At the channel output, Bob and Willie receive Bn = (B1, . . . , Bn)
and Wn = (W1,W2, . . . ,Wn), respectively. Bob uses the key and performs a decoding operation on his received system, which

recovers a state that is close to Φ
RM̂

. Meanwhile, Willie receives Wn and performs a hypothesis test to determine whether

Alice has transmitted information or not.

http://arxiv.org/abs/2503.21002v1
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Fig. 1. Covert entanglement generation. Alice prepares a maximally entangled state |ΦMR〉, locally, where R is a resource that she keeps, and M is the
resource that she would like to distribute to Bob. Alice makes a decision on whether to perform the communication task, or not. If Alice decides to be inactive,

the channel input is |0〉⊗n. Otherwise, she applies an encoding map to prepare the channel input An using a pre-shared secret key. She then transmits An

via the quantum channel U⊗n

A→BW
. Bob receives Bn, and uses the key to perform a decoding operation and prepare M̂ such that Alice and Bob’s state is

≈
∣∣Φ

M̂R

〉
. Willie would like to detect the transmission. To this end, he performs a hypothesis-test measurement on his output Wn to estimate whether the

input is zero (null hypothesis H0) or encoded (alternate hypothesis H1).

Our approach is fundamentally different from that in Anderson et al. [24, 25]. First, we consider the combined setting of

covert and secret communication of classical information via a classical-quantum channel, and determine the covert secrecy

capacity. This can be viewed as the classical-quantum generalization of the result by Bloch [7, Sec. VII-C]. One might argue

that, if covertness is achieved, secrecy becomes redundant, as Willie would not attempt to decode a message he does not detect.

However, covertness is typically defined in a statistical sense, meaning that while the probability of detection is small, it is not

necessarily zero. Thus, in rare cases where Willie does detect some anomalous activity, secrecy ensures that he still cannot

extract meaningful information. Covert secrecy is thus a problem of independent interest, not merely an auxiliary result for

the main derivation. Then, we use Devetak’s approach [23] of constructing an entanglement generation code from a secrecy

code. This method utilizes secrecy to establish entanglement generation. As a result, we achieve the same covert entanglement

generation rate as the classical information rate in previous work [5, 6], albeit with a larger classical key. We note that as

opposed to Anderson et al. [25], we show achievability using a limited-rate classical key, though the optimality of this rate

remains unknown.

We show that approximately
√
nCEG EPR pairs can be generated covertly. The optimal rate CEG, which is referred to as

the covert capacity for entanglement generation, is given by

CEG =
D(σ1 ||σ0)√
1
2η(ω1||ω0)

, (1)

where σ0 and ω0 are Bob’s and Willie’s respective outputs for the “innocent” input |0〉, whereas σ1 and ω1 are the outputs

associated with inputs that are orthogonal to |0〉; D(ρ||σ) is the quantum relative entropy and η(ρ||σ) is the η-relative entropy

defined in (7), which can be interpreted as the second derivative of the quantum relative entropy [29] [30, Sec. 1.1.4].

The paper is organized as follows. Section II provides basic definitions. In Section III, we address covert communication of

classical information under a secrecy constraint. In Section IV, we present the model definitions and capacity result for covert

entanglement generation. The analysis is given in Sections V and VI, showing the capacity derivation for covert secrecy and

covert entanglement gneeration, respectively. Section VII concludes with a summary and discussion.

II. BASIC DEFINITIONS

We use the following notation conventions: calligraphic letters X ,Y,Z, . . . denote finite sets. Bold lowercase letters

x,y, z, . . . represent random variables, while the non-bold lowercase letters x, y, z, . . . stand for their values. We use

xj = (x1, x2, . . . , xj) for a sequence of letters from the alphabet X , and [i : j] denotes the index set {i, i + 1, . . . , j}
where j > i. We use standard asymptotic notation [31, Ch. 3.1] for functions g : N → R,

O(g(n)) ≡
{
f(n) : lim sup

n→∞

∣∣∣ f(n)g(n)

∣∣∣ <∞
}
, o(g(n)) ≡

{
f(n) : lim

n→∞
f(n)
g(n) = 0

}
,

Ω(g(n)) ≡
{
f(n) : lim inf

n→∞
f(n)
g(n) > 0

}
, ω(g(n)) ≡

{
f(n) : lim

n→∞

∣∣∣ f(n)g(n)

∣∣∣ = ∞
}
.

(2)
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The quantum state of system A is described by a density operator ρ on a finite-dimensional Hilbert space HA. We denote

the dimension by either dA or dim(HA). Let L (HA) be the set of all operators Q : HA → HA, and S (HA) be the subset

of all density operators, S (HA) ⊂ L (HA). We denote the symmetric maximally entangled state on H⊗2
A by

|ΦA1A2〉 ≡
1√
dA

dA−1∑

i=0

|i〉 ⊗ |i〉 (3)

for dim(HA1) = dim(HA2) = dA. The quantum Fourier transform unitary F : HA → HA is defined by

F ≡ 1√
dA

dA−1∑

k=0

dA−1∑

j=0

e2πikj/dA |k〉〈j| (4)

and the Hisenberg-Weyl unitaries by

X ≡
dA−1∑

j=0

|j + 1〉〈j| , Z ≡
dA−1∑

j=0

e2πij/dA |j〉〈j| (5)

with addition modulo dA. The Controlled-Not (CNOT) gate is a unitary that performs modular addition on the target qudit

based on the control qudit, and can be expressed as

CNOT ≡
dA−1∑

j=0

|j〉〈j| ⊗ X
j . (6)

The minimal and maximal eigenvalues of an Hermitian operator Q ∈ L (H) are denoted by λmin(Q) and λmax(Q),

respectively. The Schatten p-norm of any operator Q is defined as ‖Q‖p ≡ (Tr{|Q|p})
1
p , where |Q| ≡

√
Q†Q. The trace

norm is the Schatten 1-norm, i.e., ‖Q‖1 ≡ Tr{|Q|}, and the supremum norm is ‖Q‖∞ ≡
√
λmax(Q†Q). The normalized

trace distance between ρ and σ is given by 1
2 ‖ρ− σ‖1, and their fidelity by F (ρ, σ) ≡

∥∥√ρ√σ
∥∥2
1
. For ρ ∈ S (H) and

σ ∈ L (H), the quantum relative entropy D(ρ ||σ) (also known as the Umegaki divergence) is defined as follows: D(ρ ||σ) =
Tr [ρ(log ρ− log σ)], if supp(ρ) ⊆ supp(σ); and D(ρ ||σ) = ∞, otherwise. Throughout the paper, all exponents and logarithms

are in the natural basis. Given a spectral decomposition σ =
∑

i λiΠi, define the η-relative entropy as [29]

η(ρ||σ) =
∑

i6=j

log(λi)− log(λj)

λi − λj
Tr [(ρ− σ)Πi(ρ− σ)Πj ] +

∑

i

1

λi
Tr [(ρ− σ)Πi(ρ− σ)Πi] . (7)

Intuitively, the η(ρ||σ) can be interepreted as the second derivative of the traditional relative entropy [29] [30, Sec. 1.1.4].

The von Neumann entropy is defined as H(ρ) ≡ −Tr[ρ log(ρ)]. Given a bipartite state ρAB ∈ S (HA ⊗HB), the quantum

mutual information is I(A;B)ρ = H(ρA) +H(ρB) −H(ρAB). The conditional quantum entropy is defined by H(A|B)ρ =
H(ρAB)−H(ρB), and the quantum conditional mutual information is defined accordingly.

A quantum channel NA→B : S (HA) → S (HB) is a linear completely-positive and trace-preserving (CPTP) map. Every

quantum channel has a Stinepring representation. Specifically, there exists an isometric map UA→BW (ρ) = V ρV †, such that

NA→B = TrW ◦ UA→BW (8)

where the operator V : HA → HB ⊗ HW is an isometry, i.e., V †V = 1A. In general, the system W is interpreted as the

receiver’s environment.

III. CLASSICAL INFORMATION WITH SECRECY

First, we establish an achievability result for covert transmission of classical information with secrecy. Originally, the classical

setting of covert secrecy via a classical wiretap channel was considered by Bloch [7, Sec. VII-C]. This addition makes the

protocol not only undetectable, but also prevents the warden from extracting information about the transmitted message. Later,

we use Devetak’s approach [23] of constructing an entanglement generation code from a secrecy code.

Secrecy requires that Willie cannot recover the message. In covert communication, the goal is to ensure that Willie is not

even aware that a transmission is occurring. One might argue that if covertness is achieved, secrecy becomes redundant, as

Willie would not attempt to decode a message he does not detect. However, covertness is typically defined in a statistical

sense, meaning that while the probability of detection is small, it is not necessarily zero. Thus, in rare cases where Willie does

detect some anomalous activity, secrecy ensures that he still cannot extract meaningful information. In this section, we impose

both covertness and secrecy as fundamental constraints. This requirement later plays a crucial role in establishing entanglement

generation, where covertly transmitting quantum states demands an additional layer of security beyond mere undetectability.
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A. Coding Definitions

1) Covert Secrecy Code: Consider a classical-quantum channel PX→BW : X → S (HB ⊗HW ) that maps a classical input

x ∈ X to a quantum state π
(x)
BW = PX→BW (x). Hence, the reduced states of Bob and Willie are given by σx ≡ TrW

(
π
(x)
BW

)

and ωx ≡ TrB

(
π
(x)
BW

)
, respectively. Alice would like to send a classical message to Bob with two security guarantees:

Covertness and secrecy.

Definition 1. A classical secrecy code (K, f,Λ) for the classical-quantum channel PX→BW consists of:

• A message set M,

• a key set K,

• an encoding function f : M×K → Xn, and

• a collection of decoding measurements {Λ(m,k)
Bn ,m ∈ M} on H⊗n

B , for k ∈ K.

The setting is depicted in Figure 2. Suppose that Alice and Bob share a random key k that is uniformly distributed over K.

Alice selects a uniform mesage m ∈ M that she would like to send to Bob.

In the security setting of covert communication, Alice makes a decision on whether to perform the communication task, or not.

Assume X ≡ {0, 1, . . . , |X |−1}. If Alice decides to be inactive, the channel input is the zero sequence, i.e., xn = {0, 0, . . . , 0}.

Otherwise, if she does communicate, then she transmits a codeword xn = f(m, k) of length n, using her access to the key k.

The joint output state is thus

ρ
(m,k)
BnWn = P⊗n

X→BW (f(m, k))

=
n⊗

i=1

π
(fi(m,k))
BW . (9)

At the channel output, Bob and Willie receive Bn = (B1, B2, . . . , Bn) and Wn = (W1,W2, . . . ,Wn), respectively. Using

the key, Bob performs a decoding measurement {Λ(k)
m ,m ∈ M} on his received system Bn, and obtains an estimate m̂ as the

measurement outcome. The conditional probability of decoding error given a message m and key k is

P (n)
e (m, k) = 1− Tr

(
Λ
(m,k)
Bn ρ

(m,k)
Bn

)
. (10)

Hence, the average error probability is

P
(n)

e =
1

|M||K|
∑

m∈M

∑

k∈K
P (n)
e (m, k) . (11)

Meanwhile, Willie receives Wn in the following state:

ρ
(m)
Wn =

1

|K|
∑

k∈K
ρ
(m,k)
Wn (12)

where ρ
(m,k)
Wn = TrRBn

(
ρ
(m,k)
RBnWn

)
is Willie’s reduced state when conditioned on the message m and the key k. As we average

over the message set, we obtain

ρWn =
1

|M|
∑

m∈M
ρ
(m)
Wn . (13)

Willie performs a hypothesis test to determine whether Alice has transmitted information or not. In addition, if Willie

identifies the transmission, he may also try to recover the message. Detection failure could arise from either falsely identifying

a transmission when none occurs (false alarm) or failing to detect an actual transmission (missed detection). Denoting these

error probabilities by PFA and PMD, respectively, and assuming equally likely hypotheses, Willie’s probability of error is

eW =
PFA + PMD

2
. (14)

A detector is ineffective if it performs no better than random guessing, yielding eW = 1
2 . The objective of covert communication

is to construct a code that forces Willie’s detector to become asymptotically ineffective. The minimal error probability for Willie

is given by

eW,min =
1

2

(
1− 1

2

∥∥ρWn − ω⊗n
0

∥∥
1

)

≥ 1

2

(
1−

√
1

2
D(ρWn ||ω⊗n

0 )

)
(15)
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where ω0 is Willie’s output corresponding to the innocent input x = 0 (no transmission), and the inequality follows by the

quantum Pinsker’s inequality (see [26, Sec. 9.1.4 and Th. 11.9.1]). Therefore, we call a code covert if the quantum relative

entropy D(ρWn ||ω⊗n
0 ) tends to zero as n→ ∞.

The covert secrecy code is required to satisfy three requirements: Reliability, covertness, and secrecy. Formally,

an (|M|, n, ε, δ0, δ1) secrecy code for the classical-quantum covert communication channel PX→BW satisfies the following

conditions:

(i) Decoding Reliability: The probability of decoding error is ε-small, i.e.,

P
(n)

e ≤ ε . (16)

(ii) Covertness Criterion: In order to render Willie’s detection ineffective, we require that the quantum relative entropy is

δ0-small, i.e.,

D(ρWn ||ω⊗n
0 ) ≤ δ0 (17)

where ρ̄Wn is Willie’s average state when Alice is active and uses the channel (see (13)), and ω0 is Willie’s output

corresponding to the innocent input x = 0 (no transmission). By (15), this guarantees that Willie’s minimal error probability

eW,min is close to that of random guessing.

(iii) Secrecy: There exists a constant state ρ̆Wn , which does not depend on the message m, such that the leakage distance is

δ2-small, i.e.,

max
m∈M

∥∥∥ρ(m)
Wn − ρ̆Wn

∥∥∥
1
≤ δ1 (18)

where ρ
(m)
Wn is Willie’s state for a given message m, as in (12).

2) Covert Secrecy Capacity: In traditional coding problems, the secrecy rate is defined as RS = log |M|
n , i.e., the number

of information bits per channel use. However, in the covert setting, the best achievable transmission rate is zero, since the

number of qubit pairs is sublinear in n, and scales as log |M| = O(
√
n). Instead, we define the covert rate as follows. The

covert secrecy rate is characterized as

LS ≡ log |M|√
nδ0

(19)

hence, |M| = e
√
nδ0LS . We now define an achievable covert rate and the covert capacity for for sending secret classical

information.

Definition 2 (Achievable covert secrecy rate). A covert secrecy rate LS > 0 is achievable if, for every ε, δ0, δ1 > 0, and

sufficiently large n, there exists a (e
√
nδLS , n, ε, δ0, δ1) code for covert and secret classical communication.

Equivalently, a covert secrecy rate LS is achievable if there exists a sequence of codes of length n approaching this rate,

such that the error probability, covertness divergence, and leakage distance all tend to zero as n→ ∞.

Definition 3 (Covert secrecy capacity). The covert secrecy capacity CS(P) of a c-q covert communication channel PX→BW

is the supremum of all achievable rates.

B. Assumptions

We are mostly interested in covert communication under the following assumptions:

i) The test is not trivial: supp(ω1) ⊆ supp(ω0) and ω1 6= ω0. This eliminates cases where Willie can detect a non-zero

transmission with probability 1, or could never detect it.

ii) Bob does not have an unfair advantage over Willie: supp(σ1) ⊆ supp(σ0). Together with the first condition, this guarantees

that neither Bob nor Willie can detect a non-zero transmission with certainty.

Since the support of ω0 contains all of Willie’s states, we may assume without loss of generality that ω0 has a full support.

Otherwise, we can redefine the channel such that HW = supp(ω0).

C. Capacity Theorem

For simplicity, we assume a binary input, i.e., X = {0, 1}.

Theorem 1. Let PX→BW be a classical-quantum covert communication channel. Consider covert communication of classical

information with secrecy via this channel. If PX→BW satisfies

supp(σ1) ⊆ supp(σ0) (20)

and

supp(ω1) ⊆ supp(ω0) (21)
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Willie
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P⊗n
X→BW

Decoder m̂

Detector/

Decoder

H0

H1

m̂

Pre-shared secret

xn
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Fig. 2. Covert secrecy for a classical-quantum channel. Suppose Alice selects a classical message m. She makes a decision on whether to send it to Bob, or
be inactive and transmit channel input is xn = 0n. Otherwise, she encodes her message m using her access to the pre-shared secret and transmits a codeword

xn = f(m, k) via P⊗n

X→BW
. At the channel output, Bob uses the key and performs a decoding measurement on his received system Bn, and obtains an

estimate m̂. Willie attempts to detect and decode Alice’s transmission and message by measuring his received system Wn.

then the covert secrecy capacity is given by

CS(P) =
D(σ1||σ0)√
1
2η(ω1||ω0)

. (22)

The proof of Theorem 1 is given in Section V. In the analysis, we combine several methods from previous works on secret

and covert communication. We build upon covert communication results without secrecy [6], along with the secrecy coding

approach proposed by Bloch [7] for classical channels. We employ binning and one-time pad encryption to guarantee security,

and then we use the quantum channel resolvability lemma due to Hayashi to show that secrecy holds [32].

Remark 1. We observe that we achieve the same covert rate as without secrecy [5, 6], albeit with a larger classical key.

Specifically, covert communication without secrecy requires a key rate Lkey ≡ log |K|√
nδ0

of

Lkey ∼ max (D(ω1||ω0)−D(σ1||σ0), 0)√
1
2η(ω1||ω0)

. (23)

Whereas, here, we establish secrecy using

Lkey ∼ D(ω1||ω0)√
1
2η(ω1||ω0)

. (24)

Remark 2. Consider covert communication with the key rate in (24). If D(ω1||ω0) ≥ D(σ1||σ0), secrecy can be obtained through

straightforward one-time pad (OTP) encryption as the key is longer than the message. However, if D(ω1||ω0) < D(σ1||σ0),
then our key is shorter than the message, hence secrecy requires a more elaborate coding scheme. In this case, we use a similar

coding approach as in the classical work [7] on covert secrecy for classical channels, using rate splitting and combining binning

with OTP. We bound the leakage using the quantum channel resolvability lemma due to Hayashi [32].

IV. COVERT ENTANGLEMENT GENERATION

We now turn to our main problem of interest.

A. Channel Model

Consider a quantum channel NA→B with a Stinespring dilation, UA→BW . In our setting, we assume that an adversarial

warden, Willie, holds W (in the context of secrecy, the environment is sometimes viewed as an eavesdropper and referred to

as Eve). The complementary channel from Alice to Willie is defined by

N c
A→W = TrB ◦ UA→BW . (25)

Therefore, the isometric channel UA→BW maps Alice’s input state ρA into a joint state of Bob and Willie, ρBW = UA→BW (ρA),
while the marginal channels NA→B and N c

A→W produce the reduced states ρB = NA→B(ρA) and ρW = N c
A→W (ρA),

respectively.
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Suppose that Alice would like to generate entanglement with Bob covertly, i.e. without the adversarial warden Willie knowing

whether Alice transmitted or not. Assume that |0〉 is the “innocent” input, corresponding to the case where Alice is inactive, i.e.,

she is not using the channel in order to generate shared entanglement with Bob. Let {|0〉 , |1〉 , . . . , |dA − 1〉} be an orthonormal

basis, and denote Bob’s output by

σx ≡ NA→B(|x〉〈x|) (26)

and Willie’s output by

ωx ≡ N c
A→W (|x〉〈x|) , (27)

for x ∈ {0, 1, . . . , dA − 1}. In particular, σ0 and ω0 are Bob and Willie’s respective outputs for the innocent input |0〉. We are

interested in covert entanglement generation under the same assumptions as for classical information. See Subsection III-B.

B. Coding Definitions

1) Entanglement Generation Code: The definition of a code for entanglement generation over a quantum channel with

classical key assistance is given below.

Definition 4. A (T, n) entanglement-generation code consists of a Hilbert space HM of dimension dim(HM ) = T , where T

is an integer, a key set K, and a collection of encoding and decoding maps, F (k)
M→An : S (HM ) → S (H⊗n

A ) and D(k)

Bn→M̂
:

S (H⊗n
B ) → S (HM ), for k ∈ K, respectively. We denote the entanglement-generation code by (K,F ,D).

The setting is depicted in Figure 1. The goal is to generate entanglement between Alice and Bob, without being detected

by Willie. Suppose that Alice and Bob share a random key k that is uniformly distributed over K. Alice prepares a maximally

entangled state |ΦMR〉 on H⊗2
M , locally, where R is a resource that she keeps, and M is the resource that she would like to

distribute to Bob.

In the security setting of covert communication, Alice makes a decision on whether to perform the communication task,

or not. If Alice decides to be inactive, the channel input is |0〉⊗n
. Otherwise, if she does perform the task, she applies an

encoding map F (k)
M→An on her “quantum message” M , which results in a quantum state

τ
(k)
RAn = (idR ⊗F (k)

M→An) (|ΦRM 〉〈ΦRM |) (28)

using her access to the key, k. She then transmits the encoded system An = (A1, A2, . . . , An) using n instances of the quantum

channel UA→BW . The joint average output state is thus

τ
(k)
RBnWn = (idR ⊗ U⊗n

A→BW )
(
τ
(k)
RAn

)
. (29)

At the channel output, Bob and Willie receive Bn and Wn, respectively. Bob uses the key and performs a decoding operation

D(k)

Bn→M̂
on his received system Bn, which recovers a state

τRM̂ =
1

|K|
∑

k∈K
(idR ⊗D(k)

Bn→M̂
)
(
τ
(k)
RBn

)
(30)

where τ
(k)
RBn = TrWn

[
τ
(k)
RBnWn

]
is the reduced output state of Alice and Bob alone, when conditioned on the key k, which

is known to Bob.

Meanwhile, Willie receives Wn in the average state

τWn =
1

|K|
∑

k∈K
τ
(k)
Wn (31)

where τ
(k)
Wn = TrRBn

[
τ
(k)
RBnWn

]
is Willie’s reduced state when conditioned on the key, which is unknown to Willie. He

performs a hypothesis test to determine whether Alice has transmitted or not.

A (T, n, ε, δ)-code for covert entanglement generation satisfies the following conditions.

(i) Decoding Reliability: The fidelity between the resulting state and the maximally entangled state is ε-close to 1,

F
(
τ
M̂R , ΦMR

)
≥ 1− ε (32)

where Φ ≡ |Φ〉〈Φ|.
(ii) Covertness Criterion: The quantum relative entropy is δ-small, i.e.,

D(τWn ||ω⊗n
0 ) ≤ δ (33)

where τ̄Wn is Willie’s average state when Alice is active and uses the channel (see (31)), and ω0 ≡ N c
A→W (|0〉〈0|) is

the output corresponding to the innocent input (no transmission). By (15), this guarantees that Willie’s minimal error

probability eW,min for detection tends to failure.
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We note that, by the quantum Pinsker inequality, we also have
∥∥τWn − ω⊗n

0

∥∥
1
≤ δ1 ≡

√
2δ. That is, the two outputs of

Willie, when Alice is active or inactive, are δ1-indistinguishable.

Remark 3. Since all Stinespring dilations are isometrically equivalent and the relative entropy is invariant with respect to an

isometry, the characterization does not depend on the choice of dilation (see [26, Ex. 5.2.5 and 11.8.6]).

Remark 4. As can be seen in the proof for covert entanglement generation (see Section VI), Alice applies an isometric encoder,

hence we need not assume that Willie cannot access the encoder’s environment, as assumed by Anderson et al. [25].

Remark 5. Entanglement generation is intimately related to secrecy. Due to the no-cloning theorem, the transmission of

quantum information inherently ensures secrecy [26]. If the eavesdropper, Eve, could obtain any information about the quantum

information that Alice is sending to Bob, then Bob would not be able to recover it. Otherwise, this would contradict the no-

cloning theorem. Devetak [23] introduced a coherent version of classical secrecy codes, which leverage their privacy properties

to define subspaces where Alice can securely encode quantum information, ensuring Eve’s inaccessibility. In this sense, secrecy

is both necessary and sufficient in order to establish entanglement generation. We discuss the connection between classical

secrecy and entanglement generation in Section VII.

2) Entanglement-Generation Capacity: In traditional coding problems, the entanglement rate is defined as REG =
log[dim(HM)]

n , i.e., the number of qubit pairs per channel use. However, in the covert setting, the best achievable entanglement

rate is zero, since the number of qubit pairs is sublinear in n, and scales as log [dim(HM )] = O(
√
n). Instead, we define the

covert entanglement-generation rate as

LEG ≡ logT√
nδ

(34)

where T = dim(HM ) is the entanglement dimension, hence, T = e
√
nδLEG . We are now in position to define an achievable

covert rate and the covert capacity for entanglement generation.

Definition 5 (Achievable covert entanglement-generation rate). A covert entanglement-generation rate LEG > 0 is achievable

if for every ε, δ > 0 and sufficiently large n, there exists a (e
√
nδLEG , n, ε, δ) code for covert entanglement generation via the

quantum channel NA→B .

Equivalently, a covert entanglement-generation rate LEG is achievable if there exists a sequence of codes of length n
approaching this rate, such that both the fidelity tends to one, and the covertness divergence tends to zero, as n→ ∞.

Definition 6 (Covert entanglement-generation capacity). The covert entanglement generation capacity CEG(N ) of a quantum

channel NA→B is the supremum of all achievable rates.

C. Capacity Theorem

Now we reach our main result. For simplicity, we assume dA = 2.

Theorem 2. Consider covert entanglement generation via a quantum channel UA→BW that satisfies

supp(σ1) ⊆ supp(σ0) (35)

and

supp(ω1) ⊆ supp(ω0) . (36)

Then, the covert entanglement-generation capacity is given by

CEG(N ) =
D(σ1 ||σ0)√
1
2η(ω1||ω0)

(37)

The proof of Theorem 2 is given in Section VI.

Remark 6. Recall that {|x〉}x=0,1,...,dA−1 is an orthonormal basis for the input Hilbert space HA. We may define a classical-

quantum channel PX→BE by

PX→BW (x) ≡ UA→BW (|x〉〈x|A) (38)

for x ∈ X , where X ≡ {0, 1, . . . , dA− 1}. In the achievability proof for the entanglement generation capacity, we construct an

entanglement generation code for the quantum channel NA→B from classical secrecy codes for the classical-quantum channel

PX→BW , following the approach by Devetak [23].

Remark 7. The entanglement generation capacity is identical to the classical capacity. In other words, the number of EPR

pairs that Alice can generate covertly with Bob, log2 T , is the same as the number of classical bits that can be sent covertly

[6]. This arises from Devetak’s approach [23], constructing a code for entanglement generation using a classical secrecy code.

The difference, however, is that we are employing a larger key compared to [6]. We discuss this further in Section VII-F.
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Remark 8. In a recent work on covert quantum communication [25], a lower bound is established using twirl modulation with

the aid of O(
√
n logn) key bits, based on a method that employs a sparse signaling approach with the order of the number

of channel uses n. This implies that the key rate, Lkey = log |K|√
nδ

, is infinite in their coding scheme. Here, on the other hand,

we use a key of length O(
√
n), as the key rate is finite.

V. PROOF OF THEOREM 1 (CLASSICAL INFORMATION WITH SECRECY)

To show achievability for covert secrecy via a classical-quantum channel, we combine several methods from previous works

on secret and covert communication. We build upon covert communication results without secrecy [6] along with the secrecy

coding approach proposed by Bloch [7] for classical channels. Specifically, we employ binning and one-time pad encryption

to guarantee security, and then we use the quantum channel resolvability lemma due to Hayashi to show that secrecy holds

[32].

A. Analytic Tools

We provide the basic analytic tools for our analysis below.

1) Operators: Consider an Hermitian operator P ∈ L (H) with a spectral decomposition P =
∑

j λjΠj , where Πj are

orthogonal projectors. The projector onto the non-negative eigenspace is defined as

{P ≥ 0} =
∑

j:λj≥0

Πj . (39)

Furthermore, the pinching of an operator Q ∈ L (H) with respect to P is defined as the following map,

EP : Q 7→
∑

j

ΠjQΠj . (40)

The lemma below bounds the number of distinct eigenvalues for an n-fold product of P .

Lemma 3 (see [32, Lemma 3.9]). Let P ∈ L (H) be an Hermitian operator. The n-fold product operator P⊗n has at most

(n+ 1)d distinct eigenvalues, where d = dim(H).

Lemma 4 (Hölder’s inequality (see [26, Sec. 12.2.1])). For every two operators Q1, Q2 ∈ L (H), the following inequality

holds
∣∣∣Tr
{
Q†

1Q2

}∣∣∣ ≤ ‖Q1‖p‖Q2‖q (41)

for p and q such that p−1 + q−1 = 1, p, q ≥ 1, where p, q ∈ R ∪ {∞} and ∞−1 ≡ 0.

We use Hölder’s inequality with p = 1 and q = ∞.

Lemma 5 (see [6, Lemma 9]). Let ω0, ω1 be some density operators with supports such that supp(ω1) ⊆ supp(ω0). Consider

ωα = (1− α)ω0 + αω1 (42)

where α ∈ (0, 1). Then,

λmin(ωα) ≥ (1− α)λmin(ω0) (43)

2) Quantum resolvability: Resolvability quantifies the amount of randomness that is required in order to simulate a particular

state through a given ensemble. Consider a probability distribution p(x) on a state ensemble, {ωx}x∈X . Denote the average

state by

ωp =
∑

x∈X
p(x)ωx . (44)

Following the definition by Hayashi [32], let

φ(s, p) = log
∑

x∈X
p(x)Tr

{
ω1−s
x ωs

p

}
(45)

for s ∈ R (see [32, Eq. (9.53)]). This definition is closely related to the Rényi relative entropy, as eφ(s,p) = EX {Ds(ωp||ωX)},

where Ds(·||·) is the Rényi relative entropy of order s. For a binary probability distribution p = (1 − α, α) on {ω0, ω1}, we

denote ωα = (1− α)ω0 + αω1 instead of ωp, and similarly, φ(s, α) instead of φ(s, p).
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Lemma 6 (Quantum resolvability [32, Lemma 9.2] [33]). Let {p(x), ωx}x∈X be a given ensemble in S (H), with an average

ωp. Consider a random codebook {c(m),m ∈ M}, where each codeword c(m) is drawn independently at random according

to a probability mass function p : X → [0, 1]. Then,

EC

∥∥∥∥∥
1

|M|
∑

m∈M
ωc(m) − ωp

∥∥∥∥∥
1

≤ 2
√
exp{βs+ φ(s, p)}+

√
eβν

|M| (46)

for all s ≤ 0, where the expectation is with respect to the random codebook C = {c(m)}, and ν is the number of distinct

eigenvalues of ωp.

Roughly speaking, the covert encoding scheme is based on a sparse transmission, with only a fraction of αn non-zero

transmissions [6]. This fraction is chosen as αn = γn√
n

, where γn tends to zero. The state ωαn
is referred to in [6] as the

“quantum-secure covert state". Further discussion and properties are shown in [6, II-E]. In particular, covertness is established

in [6] using the properties D((1−αn)ω0+αnω1||ω0) ≈ 1
2α

2
nη(ω1||ω0) and D(ω⊗n

αn
||ω⊗n

0 ) = nD(ωαn
||ω0) ≈ 1

2γ
2
nη(ω1||ω0) ∈

O(γ2n) [29, Lemma 5].

The lemma below provides an upper bound on φ(s, αn).

Lemma 7 (see [6, Lemma 8]). Let αn be as in Proposition 8 below, s0 < 0 be an arbitrary constant,

pX(x) =

{
1− αn, x = 0

αn, x = 1
(47)

and

ωαn
= (1− αn)ω0 + αnω1 . (48)

Then,

φ(s, αn) ≤ −αnsD(ω1||ω0) + ϑ1αns
2 − ϑ2s

3. (49)

for all s ≥ s0 and some constants ϑ1, ϑ2 > 0, independent of s and αn.

B. Random Codebook Analysis

First, we show achievability of secret and covert classical-quantum communication, using a random codebook.

Proposition 8 (Random secrecy code). Consider a covert memoryless classical-quantum channel such that supp(σ1) ⊆ supp(σ0)

and supp(ω1) ⊆ supp(ω0). Let αn = γn√
n

with γn ∈ o(1)∩ω
(

(logn)
7
3

n
1
6

)
. Then, for any ζn ∈ o(1)∩ω

(
(logn)−

2
3

)
, there exist

ζ
(1)
n ∈ ω

(
(logn)−

4
3n− 1

3

)
, ζ

(2)
n ∈ ω

(
(logn)−2

)
, ζ

(3)
n ∈ ω

(
(logn)−1

)
and a covert classical-quantum code with a random

codebook C , such that, for n sufficiently large:

log |M| = (1 − ζn)γn
√
nD(σ1 ||σ0) , log |K| = (1 + ζn)γn

√
nD(ω1 ||ω0) (50)

and

EC

{
P

(n)

e

}
≤ e−5ζ(1)

n γn

√
n, (51a)

EC

{∣∣D(ρWn ||ω⊗n
0 )−D(ω⊗n

αn
||ω⊗n

0 )
∣∣} ≤ e−4ζ(2)

n γ
3
2
n n

1
4 , (51b)

EC

{
1

|M|
∑

m∈M

∥∥∥ρ(m)
Wn − ω⊗n

αn

∥∥∥
1

}
≤ e−3ζ(3)

n γ
3
2
n n

1
4

(51c)

where the expectation is with respect to the distribution of the random codebook C (see Subsection III-A1).

Remark 9. We take here a more restrictive constraint on γn relative to the corresponding coefficients in the previous works

without secrecy, [6, Eq. 25] and [7], which are γn ∈ o(1) ∩ ω
(

(log n)
4
3

n
1
6

)
and γn ∈ o(1) ∩ ω

(
logn√

n

)
, respectively. It is worth

mentioning that this difference from the classical-quantum setting without secrecy [6] is negligible as n→ ∞. This constraint

ensures we retain the covertness criterion after performing the expurgation in Lemma 10.

Proof. We divide the proof into two cases, following similar steps as in the classical work by Bloch [7] (see Remark 2). If

(1− ζn)D(σ1 ||σ0) ≤ (1+ ζn)D(ω1 ||ω0), then we know from [6, Theorem 1] that we may transmit covertly log |M| = (1−
ζn)γn

√
nD(σ1 ||σ0) message bits with the help of log |K| = γn

√
n [(1 + ζn)D(ω1 ||ω0)− (1 − ζn)D(σ1 ||σ0)] key bits. One

may render the message bits secret by performing one-time pad (OTP) encryption, requiring another (1− ζn)γn
√
nD(σ1 ||σ0)

key bits, for a total of log |K| = (1 + ζn)γn
√
nD(ω1 ||ω0) key bits.
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It remains to consider the case where

(1− ζn)D(σ1 ||σ0) > (1 + ζn)D(ω1 ||ω0) . (52)

In this case, covertness without secrecy can be achieved without a key, i.e. log |K| = 0. Therefore, we modify the random

coding argument as follows.

Code Construction

We use rate splitting and consider a message that consists of two components, m1 and m2, that are encrypted using binning

and OTP, respectively.

Classical codebook generation: Generate |M1||M2| codewords c(m1,m2) ∈ {0, 1}n, independently at random, for

(m1,m2) ∈ M1 ×M2, each drawn i.i.d. from the Bernoulli(αn) distribution. Reveal the codebook in public, to Alice, Bob,

and Willie. We denote the random codebook by C = {c(m1,m2)}.

Encoder: Given the message m = (m1,m2), prepare the state |ψAn〉 = |c(m1,m2)〉, and transmit An over the channel.

Decoder: Define the projectors

Πxn ≡ {Eσ⊗n
0

[σxn ]− eanσ⊗n
0 ≥ 0} (53)

for xn ∈ {0, 1}n, where an ∈ o(
√
n) is set below. Bob performs the “square-root measurement,” specified by the following

POVM,

Υm1,m2 =


 ∑

m′
1,m

′
2

Πc(m′
1,m

′
2)




−1/2

Πc(m1,m2)


 ∑

m′
1,m

′
2

Πc(m′
1,m

′
2)




−1/2

(54)

for (m1,m2) ∈ M1 ×M2.

Error and covertness analysis

The error and covertness derivations follow the previous results without secrecy, due to Bullock et al. [6], as we briefly

explain below. Suppose that Alice is using the channel to perform entanglement generation. Bob’s output state given the

message m = (m1,m2), is σc(m1,m2) =
⊗n

i=1 σxi(m1,m2). The average error probability with respect to the codebook

C = {c(m1,m2)} is then

P
(n)

e (C ) =
1

|M|
∑

m∈M

(
1− Tr

{
Υmσc(m)

})
(55)

as without secrecy, where we take m = (m1,m2) and M ≡ M1 ×M2. Therefore, by the same error analysis as in covert

communication without secrecy [6, Th. 1], the expected error probability is bounded as in (51a), for

log |M| = log |M1|+ log |M2| = (1− ζn)γn
√
nD(σ1 ||σ0) (56)

choosing an ∈ o(
√
n) in (53) to be as in [6, Eq. (65)].

We now consider the covertness. If Alice has used the channel, Willie’s average state is ρWn = 1
|M1||M2|

∑
m1,m2

ωc(m1,m2),

where ωxn =
⊗n

i=1 ωxi
. By quantum channel resolvability [32] (see Lemma 6), we have for any sn ≤ 0 and βn ∈ R:

EC

[∥∥ρWn − ω⊗n
αn

∥∥
1

]
≤ 2
√
eβnsn+nφ(sn,αn) +

√
eβnνn

|M1||M2|
(57)

where νn is the number of distinct eigenvalues of ω⊗n
αn

and φ(sn, αn) are as defined in (48) and (45), respectively. We observe

that the bound on the right-hand-side of (57) has appeared in the derivation without secrecy due to Bullock et al. [6] (see

Proof of Lemma 14 therein, Eq. (86)). The difference, however, is that m2 in [6] is not a message component, but rather

a pre-shared key. Consequently, log |M| = log |M1| + log |M2| scales as ∼ √
nD(ω1||ω0) in [6], whereas here, log |M|

scales as
√
nD(σ1||σ0), with respect to Bob’s outputs σx, instead of Willie’s outputs ωx (see (56)). Nonetheless, based on our

assumption in (52) and (56), we have

log (|M1||M2|) ≥ (1 + ζn)γn
√
nD(ω1 ||ω0) . (58)

Therefore, the covertness bound (51b) immediately follows from [6].

Secrecy

The main novelty of our analysis is in the derivation of secrecy, which was not considered in [6]. To ensure secrecy, we

combine the OTP and binning techniques.



11

1) One-time pad: The message component m2 is encrypted by a one-time pad code, requiring a key of length

log |K| = log |M2| = (1 + ζn)γn
√
nD(ω1 ||ω0) . (59)

That is, the encoder replaces m2 by m2 ⊕ k, where k is the pre-shared key. Therefore, Willie’s average output state is

ρ
(m1,m2)
Wn =

1

|K|
∑

k∈K
ωc(m1,m2⊕k)

=
1

|K|
∑

k∈K
ωc(m1,k) (60)

This ensures perfect secrecy for the message component m2.

2) Binning: We divide the random code C into |M1| bins, Cm1 for m1 ∈ M1, each of size |M2| = |K|. Note that here

we treat m2 as a “junk” variable with respect to m1. That is, m2 is the codeword index within each bin Cm1 .

Let (m1,m2) ∈ M1 ×M2. By (60),

∥∥∥ρ(m1,m2)
Wn − ω⊗n

αn

∥∥∥
1
=

∥∥∥∥∥
1

|K|
∑

k∈K
ωc(m1,k) − ω⊗n

αn

∥∥∥∥∥
1

. (61)

In order to establish secrecy, we apply the quantum channel resolvability from Lemma 6,

EC

[∥∥∥∥∥
1

|K|
∑

k∈K
ωc(m1,k) − ω⊗n

αn

∥∥∥∥∥
1

]
≤ 2

√
exp

[
β̃ns̃n + nφ̃(s̃n, αn)

]
+

√
eβ̃nνn
|K| . (62)

Consider the first term on the right-hand side of (62). By Lemma 7, we have

β̃ns̃n + nφ̃(s̃n, αn) ≤ β̃ns̃n + n
(
−αns̃nD(ω1||ω0) + ϑ1αns̃

2
n − ϑ2s̃

3
n

)
. (63)

Then, set

β̃n =

(
1 +

ζn
2

)
αnnD(ω1||ω0) , (64)

s̃n = −
√
αnζnD(ω1||ω0)

4ϑ2
. (65)

We note that αn · ζn ∈ o(n− 1
2 ) for αn and ζn as in Proposition 8. Therefore, for large enough n, the condition s̃n ≥ s̃0 in

Lemma 7 holds, for any choice of a negative constant s̃0 < 0.

As we plug (64)-(65) into the right-hand side of (63), we obtain

β̃ns̃n + nφ̃(s̃n, αn) ≤ s̃nαnn

(
ζn
2
D(ω1||ω0) + ϑ1s̃n − ϑ2s̃

2
nα

−1
n

)
.

≤ s̃nαnn

(
ζn
4
D(ω1||ω0) + ϑ1s̃n

)

= −
√
αnζnD(ω1||ω0)

4ϑ2
αnn

(
ζn
4
D(ω1||ω0) + ϑ1s̃n

)
(66)

and thus,

exp
[
β̃ns̃n + nφ̃(s̃n, αn)

]
≤ exp


−
√
αnζnD(ω1||ω0)

4ϑ2
αnn

(
ζn
4
D(ω1||ω0) + ϑ1s̃n

)


≤ exp


−



√

(D(ω1||ω0))3

4ϑ2


α

3
2
n ζ

3
2
n n


 (67)

where the last inequality follows since ϑ1s̃ ∈ o(1), according to Lemma 7. Next, we bound the second term on the right-hand

side of (62). As we set β̃n according to (64), we can write this term as

eβ̃nνn
|K| =

e(1+
ζn
2 )αnnD(ω1||ω0)νn

|K| . (68)
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Accroding to Lemma 3, the number of distinct eigenvalues of ω⊗n
αn

is bounded by νn ≤ (n+ 1)dimHW . Hence,

eβ̃nνn
|K| ≤ e(1+

ζn
2 )αnnD(ω1||ω0)(n+ 1)dW

|K| (69)

where dW ≡ dimHW . Thus, for the key size in (59), we have

eβ̃nνn
|K| ≤ e(1+

ζn
2 )αnnD(ω1||ω0)(n+ 1)dimHW

e(1+ζn)αnnD(ω1||ω0)

= exp

[
−ζn

2
αnnD(ω1||ω0) + dW log(n+ 1)

]
. (70)

Substituting (67) and (70) into the covertness bound (62) yields

EC

[∥∥∥∥∥
1

|K|
∑

k∈K
ωc(m1,k) − ω⊗n

αn

∥∥∥∥∥
1

]
≤ 2 exp


−1

2



√

(D(ω1||ω0))3

4ϑ2


α

3
2
n ζ

3
2
n n




+ exp

[
−1

2

ζn
2
αnnD(ω1||ω0) + dW log(n+ 1)

]
. (71)

Thus, we conclude that there exists a sequence ζ
(3)
n ∈ ω((log n)−1), for large enough n, such that

EC

[∥∥∥∥∥
1

|K|
∑

k∈K
ωc(m1,k) − ω⊗n

αn

∥∥∥∥∥
1

]
≤ e−3ζ(3)

n α
3
2
n n

= e−3ζ(3)
n γ

3
2
n n

1
4

(72)

where the equality holds since αn = γn√
n

in Proposition 8. Finally, from linearity we can bound also the average leakage,

EC

[
1

|M1|
∑

m1∈M1

∥∥∥∥∥
1

|K|
∑

k∈K
ωc(m1,k) − ω⊗n

αn

∥∥∥∥∥
1

]
=

1

|M1|
∑

m1∈M1

EC

[∥∥∥∥∥
1

|K|
∑

k∈K
ωc(m1,k) − ω⊗n

αn

∥∥∥∥∥
1

]

≤ e−3ζ(3)
n γ

3
2
n n

1
4

(73)

C. Derandomization

Here, we show achievability without the need to share a random codebook beforehand, i.e., without common randomness on

top of the shared secret key. Recall that we assume that the message is uniformly distributed, and thus, the error, covertness,

and secrecy criteria are averaged over the message set.

Proposition 9 (Deterministic codebook). Consider a covert memoryless classical-quantum channel such that supp(σ1) ⊆
supp(σ0) and supp(ω1) ⊆ supp(ω0). Let αn = γn√

n
with γn ∈ o(1) ∩ ω

(
(logn)

7
3

n
1
6

)
. Then, there exists a covert classical-

quantum code with a deterministic codebook C = {xn(m, k)} such that,

log |M| = (1 − ζn)γn
√
nD(σ1 ||σ0), log |K| = (1 + ζn)γn

√
nD(ω1 ||ω0) (74)

and

P
(n)

e ≤ e−4ζ(1)
n γn

√
n , (75a)

∣∣D(ρWn ||ω⊗n
0 )−D(ω⊗n

αn
||ω⊗n

0 )
∣∣ ≤ e−2ζ(2)

n γ
3
2
n n

1
4 , (75b)

1

|M|
∑

m∈M

∥∥∥ρ(m)
Wn − ω⊗n

αn

∥∥∥
1
≤ e−2ζ(3)

n γ
3
2
n n

1
4

(75c)

for sufficiently large n, where ζn, ζ
(1)
n , ζ

(2)
n , and ζ

(3)
n as in Proposition 8.
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Proof. Consider a random codebook C = {xn(m, k)} as in Proposition 8, and define the following probabilistic events,

Adecoder =
{
P

(n)

e ≤ e−4ζ(1)
n γn

√
n
}
, (76)

Acovert =

{∣∣D(ρWn ||ω⊗n
0 )−D(ω⊗n

αn
||ω⊗n

0 )
∣∣ ≤ e−2ζ(2)

n γ
3
2
n n

1
4

}
, (77)

Asecrecy =

{
1

|M|
∑

m∈M

∥∥∥ρ(m)
Wn − ω⊗n

αn

∥∥∥
1
≤ e−2ζ(3)

n γn

√
n

}
. (78)

Using the union of events bound, Markov’s inequality, and (51), we have

Pr
{
A

c
decoder ∪ A

c
covert ∪ A

c
secrecy

}
≤ Pr{A c

decoder}+ Pr{A c
covert}+ Pr

{
A

c
secrecy

}

≤ e−ζ(1)
n γn

√
n + e−2ζ(2)

n γ
3
2
n n

1
4 + e−ζ(3)

n γ
3
2
n n

1
4

(79)

which tends to zero as n → ∞. We deduce that there exists a deterministic codebook that satisfies the error, covertness and

secrecy requirements in (75).

D. Expurgation

In the sequel, we use the classical-quantum secrecy code in order to construct a code for entanglement generation. For this

purpose, we need a bound on the maximum rather than message-average error criteria. To achieve this, we use the standard

expurgation argument.

Lemma 10. Consider a covert memoryless classical-quantum channel such that supp(σ1) ⊆ supp(σ0) and supp(ω1) ⊆ supp(ω0).

Let αn = γn√
n

with γn = o(1) ∩ ω
(

(logn)
7
3

n
1
6

)
. Then, there exist ζ̃

(2)
n ∈ ω

(
(logn)−2

)
and a covert classical-quantum code

with a deterministic codebook C = {xn(m, k)} such that,

log |M| = (1− 2ζn)γn
√
nD(σ1 ||σ0), log |K| = (1 + ζn)γn

√
nD(ω1 ||ω0) (80)

and

max
(m,k)∈M×K

P (n)
e (m, k) ≤ e−ζ(1)

n γn

√
n, (81a)

∣∣D(ρWn ||ω⊗n
0 )−D(ω⊗n

αn
||ω⊗n

0 )
∣∣ ≤ e−ζ̃(2)

n γ
3
2
n n

1
4

(81b)
∥∥∥ρ(m)

Wn − ω⊗n
αn

∥∥∥
1
≤ e−ζ(3)

n γ
3
2
n n

1
4 , for all m ∈ M (81c)

for sufficiently large n, where ζn, ζ
(1)
n , ζ

(2)
n , ζ

(3)
n are as in Proposition 8.

Proof. Consider a uniformly distributed message m ∼ Unif(M) and key k ∼ Unif(K), as in Proposition 9. On the one hand,

Pr
m,k

{{
P (n)
e (m,k) > e−ζ(1)

n γn

√
n
}⋃{∥∥∥ρ(m)

Wn − ω⊗n
αn

∥∥∥
1
> e−ζ(3)

n γ
3
2
n n

1
4

}}

(a)

≤
Em,k

{
P

(n)
e (m,k)

}

e−ζ
(1)
n γn

√
n

+
Em

{∥∥∥ρ(m)
Wn − ω⊗n

αn

∥∥∥
1

}

e−ζ
(3)
n γ

3
2
n n

1
4

=
P

(n)

e

e−ζ
(1)
n γn

√
n
+

1
|M|

∑
m∈M

∥∥∥ρ(m)
Wn − ω⊗n

αn

∥∥∥
1

e−ζ
(3)
n γ

3
2
n n

1
4

(b)

≤ e−3ζ(1)
n γn

√
n + e−ζ(3)

n γ
3
2
n n

1
4

≤ e−2ζ(1)
n γn

√
n (82)

for sufficiently large n, where (a) follows the union bound and Markov’s inequality, and (b) follows from (75a) and (75c).

On the other hand, we can also write

Pr
m,k

{{
P (n)
e (m,k) > e−ζ(1)

n γn

√
n
}⋃{∥∥∥ρ(m)

Wn − ω⊗n
αn

∥∥∥
1
> e−ζ(3)

n γ
3
2
n n

1
4

}}

=
1

|M||K|

∣∣∣∣
{
(m, k) ∈ M×K : P (n)

e (m, k) > e−ζ(1)
n γn

√
n or

∥∥∥ρ(m)
Wn − ω⊗n

αn

∥∥∥
1
> e−ζ(3)

n γ
3
2
n n

1
4

}∣∣∣∣ (83)
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Together, (82) and (83) imply
∣∣∣∣
{
(m, k) ∈ M×K : P (n)

e (m, k) > e−ζ(1)
n γn

√
n or

∥∥∥ρ(m)
Wn − ω⊗n

αn

∥∥∥
1
> e−ζ(3)

n γ
3
2
n n

1
4

}∣∣∣∣ ≤ εn|M||K| (84)

where we have defined εn ≡ e−2ζ(1)
n γn

√
n.

Intuitively, at most εn|M||K| of the pairs (m, k) have a “bad” error probability or leakage distance. We note that, in order

to avoid the removal of the entire message set, we first remove the worst fraction εn of the codewords for each m, and then

update the key indices of the remaining codewords. Next, we “throw away” the worst fraction εn of the meassages. We are

left with a message set M′ and a key set K′ of sizes at least (1− εn)|M| and (1− εn)|K|, respectively, i.e.,

|M′| ≥
(
1− e−2ζ(1)

n γn

√
n
)
|M|, |K′| ≥

(
1− e−2ζ(1)

n γn

√
n
)
|K| . (85)

Observe that the expurgation has a negligible impact on the information rate, as log |M′| ≥ (1 − 2ζn)γn
√
nD(σ1 ||σ0), for

sufficiently large n.

It remains to show that covertness criterion still holds after expurgiation, despite using a smaller key set. Denote Willie’s

average state with respect to the expurgated code by

ρ′Wn =
1

|M′||K′|
∑

(m,k)∈M′×K′

ρ
(m,k)
Wn . (86)

Letting µ =
|M′|
|M| and κ =

|K′|
|K| , we have

‖ρWn − ρ′Wn‖1 =

∥∥∥∥∥∥
1

|M||K|
∑

(m,k)∈M×K
ρ
(m,k)
Wn − 1

|M′||K′|
∑

(m,k)∈M′×K′

ρ
(m,k)
Wn

∥∥∥∥∥∥
1

=
1

|M||K|

∥∥∥∥∥∥
∑

(m,k)∈M×K
ρ
(m,k)
Wn − 1

µκ

∑

(m,k)∈M′×K′

ρ
(m,k)
Wn

∥∥∥∥∥∥
1

=
1

|M||K|

∥∥∥∥∥∥

(
1− 1

µκ

) ∑

(m,k)∈M′×K′

ρ
(m,k)
Wn +

∑

(m,k)/∈M′×K′

ρ
(m,k)
Wn

∥∥∥∥∥∥
1

. (87)

By (85),

µ ≥ 1− εn , κ ≥ 1− εn . (88)

Hence, by the triangle inequality,

‖ρWn − ρ′Wn‖1 ≤ 1

|M||K|

(
1− 1

µκ

) ∑

(m,k)∈M′×K′

∥∥∥ρ(m,k)
Wn

∥∥∥
1
+

1

|M||K|
∑

(m,k)/∈M′×K′

∥∥∥ρ(m,k)
Wn

∥∥∥
1

= µκ

(
1− 1

µκ

)
+ 1− µκ

≤
(
1− 1

µκ

)
+ 1− µκ

≤ 2εn − ε2n
(1− εn)2

+ 2εn − ε2n

≤ 2
√
εn . (89)

Next, we consider covertness with respect to the expurgated code. Observe that

∣∣D(ρ′Wn ||ω⊗n
0 )−D(ρWn ||ω⊗n

0 )
∣∣ =

∣∣−H (ρ′Wn) +H (ρWn) + Tr
{
(ρWn − ρ′Wn) logω⊗n

0

}∣∣
≤ |−H (ρ′Wn) +H (ρWn)|+ ‖ρWn − ρ′Wn‖1 ·

∥∥logω⊗n
0

∥∥
∞ (90)

where the inequality follows from the triangle inequality and Lemma 4, taking p = 1 and q = ∞. Based on entropy continuity

[34, Lemma 1], the first term is bounded by

|−H (ρ′Wn) +H (ρWn)| ≤ √
εn log d

n
W + h2(

√
εn) (91)
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where h2(p) ≡ −p log(p) − (1 − p) log(1− p) is the binary entropy function, which is bounded by h2(p) ≤ 2
√
p (see [35,

Theorem 1.2]). As for the second term on the right-hand side of (90),

‖ρWn − ρ′Wn‖1 ·
∥∥logω⊗n

0

∥∥
∞ = ‖ρWn − ρ′Wn‖1 · n log

(
λmin(ω0)

−1
)

≤ 2
√
εn · n log

(
(λmin(ω0))

−1
)

(92)

based on the definition of supremum norm and by (89).

Furthermore, by the triangle inequality,
∣∣D(ρ′Wn ||ω⊗n

0 )−D(ω⊗n
αn

||ω⊗n
0 )

∣∣
≤
∣∣D(ρ′Wn ||ω⊗n

0 )−D(ρWn ||ω⊗n
0 )

∣∣+
∣∣D(ρWn ||ω⊗n

0 )−D(ω⊗n
αn

||ω⊗n
0 )

∣∣

≤
(
log dW + 2 log

(
(λmin(ω0))

−1
))
ne−ζ(1)

n γn

√
n + 2e−

1
2 ζ

(1)
n γn

√
n + e−2ζ(2)

n γ
3
2
n n

1
4

(93)

where the last line follows the bounds in (90)-(92) and the bound on the covertness criterion (75b) for the deterministic

codebook in Proposition 9. Thus, there exists ζ̃
(2)
n ∈ ω

(
(log n)−2

)
such that the covertness requirement (81b) holds.

E. Rate Anaylsis

We observe that we have shown achievability of approximately the same message size as without secrecy [5, 6], albeit with

a larger key (see Remark 1) (cf. (80) and [6, Eq. (36)]). Specifically, by [5, 6],

lim
n→∞

(1 − ζn)γn
√
nD(σ1 ||σ0)√

nD(ρWn ||ω⊗n
0 )

≥ D(σ1||σ0)√
1
2η(ω1||ω0)

(94)

(see [6, Eq. (52)]). Hence, the asytmptotic covert secrecy rate satisfies

lim
n→∞

log |M|√
nD(ρWn ||ω⊗n

0 )
≥ lim

n→∞
(1− 2ζn)γn

√
nD(σ1 ||σ0)√

nD(ρWn ||ω⊗n
0 )

= lim
n→∞

1− 2ζn
1− ζn

· D(σ1||σ0)√
1
2η(ω1||ω0)

=
D(σ1||σ0)√
1
2η(ω1||ω0)

. (95)

The converse follows immediately since the secrecy capacity is bounded from above by the capacity without secrecy.

VI. PROOF OF THEOREM 2 (COVERT ENTANGLEMENT GENERATION)

In the achievability proof, we construct an entanglement generation code from classical secrecy codes following the approach

by Devetak [23] [26, Sec. 24.4]. The proof sketch is given below. At first, we assume the availability of covert LOCC

assistance, i.e., free undetectable classical communication. The derivation involves a state approximation via Parseval’s relation

and Uhlmann’s theorem, such that Alice and Bob’s state is approximately decoupled from Willie. This leads to the generation

of a tripartite GHZ state between Alice and Bob. They then apply Fourier transform and Heisenberg-Weyl unitaries to convert

the GHZ state into bipartite entanglement. Next, we show that entanglement generation is achievable without any assistance,

i.e., using quantum communication alone. To show that the communication scheme is covert, we use the properties of Willie’s

state from the classical secrecy setting and continuity properties of the quantum relative entropy. Finally, we observe that the

converse part immediately follows from the classical-quantum result [6, Th. 2].

A. Analytic Tools

1) Uhlmann’s theorem: The theorem below shows the relationship between the purifications of states that are close to one

another in trace distance.

Theorem 11 (Uhlmann’s theorem [36, Lemma 2.2]). For every pair of pure quantum states |ψAB〉 and |θAC〉 such that their

reduced states ψA and θA satisfy

‖ψA − θA‖1 ≤ ε (96)

there exists a partial isometry WB→C such that
∥∥∥(1A ⊗WB→C)ψAB (1A ⊗WB→C)

† − θAC

∥∥∥
1
≤ 2

√
ε . (97)

where ψAB ≡ |ψAB〉〈ψAB| and θAC ≡ |θAC〉〈θAC |.
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2) Continuity: The following lemma shows that the relative entropy D(ρWn ||ω⊗n
0 ) is continuous in ρWn .

Lemma 12 (see [6, Lemma 13]). Let ρWn ∈ S (H⊗n
W ) be an arbitrary state, and ω0, ω1 density operators in S (HW ) with

supports satisfying supp(ω1) ⊆ supp(ω0). Consider

ωαn
= (1 − αn)ω0 + αnω1 (98)

where αn ∈ (0, 1), and limn→∞ αn = 0. Assume that ‖ρWn − ωαn
‖1 ≤ e−1. Then,

∣∣D(ρWn ||ω⊗n
0 )−D(ω⊗n

αn
||ω⊗n

0 )
∣∣ ≤

∥∥ρWn − ω⊗n
αn

∥∥
1

[
n log

(
4 dim dW

(λmin(ω0))3

)
− log

∥∥ρWn − ω⊗n
αn

∥∥
1

]
(99)

for sufficiently large n.

B. Achievability Proof

Proposition 13. Consider covert entanglement generation via a quantum channel UA→BW that satisfies

supp(σ1) ⊆ supp(σ0) (100)

and

supp(ω1) ⊆ supp(ω0) (101)

Let αn = γn√
n

with γn = o(1)∩ ω
(

(logn)
7
3

n
1
6

)
. Then, for any ζn ∈ o(1)∩ ω

(
(logn)−

2
3

)
, there exist ζ̃n ∈ ω

(
(logn)−

4
3n− 1

3

)

and a covert entanglement generation code such that for sufficiently large n,

log [dim(HM )] = (1− 2ζn)γn
√
nD(σ1 ||σ0), log |K| = (1 + ζn)γn

√
nD(ω1 ||ω0) (102)

and

F
(
ΦRM , τ

RM̂

)
≥ 1− e−ζ̃nγn

√
n ,

∣∣D(τWn ||ω⊗n
0 )−D(ω⊗n

αn
||ω⊗n

0 )
∣∣ ≤ e−ζ̃nγn

√
n (103)

where ΦRM is the maximally entangled state Alice shares with her reference, τ
RM̂

is Bob’s decoded state defined in (30), and

τWn is Willie’s average output state defined in (31).

Proof. First, we show achievability while assuming covert LOCC assistance, i.e., free undetectable classical communication.

In particular, Alice applies a quantum instrument,

FM→AnJ(ρ) =
∑

j

F (j)
M→An(ρ)⊗ |j〉〈j|J (104)

where {F (j)
M→An} is a collection of encoding channels and J is a classical register that stores a value j. She transmits An

via the channel N⊗n
A→B . In addition, she uses an undetectable classical link to send j to Bob, free of cost. Bob then applies a

controlled decoder D(j)

Bn→M̂
. Later, we see that this assistance is unnecessary.

Consider a quantum channel NA→B with a Stinespring dilation UA→BW , corresponding to an isometry VA→BW . In the

achievability proof, we use the properties of classical secrecy codes in order to construct a code for entanglement generation.

1) Code Conversion: We convert the classical code into a quantum one. Recall that {|x〉}dA−1
x=0 is an orthonormal basis for

the input Hilbert space HA. Let {xn(m, k)} be a codebook as in Lemma 10 for the transmission of classical information via

the classical-quantum channel PX→BE , defined by

PX→BW (x) ≡ UA→BW (|x〉〈x|A) (105)

for x ∈ X , where X ≡ {0, 1, . . . , dA − 1}.

Here, Alice creates a quantum codebook {|φm〉An , m = 0, 1, . . . , T − 1} with the following “quantum codewords,”

|φm〉An =
1√
|K|

∑

k∈K
eit(m,k) |xn(m, k)〉An (106)

where the phases t(m, k) are chosen later. In order to encode, she applies an isometry U that maps |m〉M to |φm〉An . First,

suppose that Alice prepares a maximally entangled state

|Φ〉RM ≡ 1√
T

T−1∑

m=0

|m〉R ⊗ |m〉M (107)
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where R is the resource that she keeps, and M is the “quantum message” that she would like to distribute to Bob. Then, Alice

copies the value of m in the M register to another register M ′ using a CNOT gate:

|τ〉RMM ′ = (1⊗ CNOT)(|Φ〉RM ⊗ |0〉M ′ )

=
1√
T

T−1∑

m=0

|m〉R ⊗ |m〉M ⊗ |m〉M ′ (108)

(see (6)).

Next, Alice applies the isometry U to encode from M ′ to An, hence

|τ〉RMAn = (1⊗ 1⊗ U) |τ〉RMM ′

=
1√
T

T−1∑

m=0

|m〉R ⊗ |m〉M ⊗ |φm〉An (109)

Alice transmits the systems An through n uses of the quantum channel, leading to the following state shared between the

reference, Alice, Bob, and Willie:

|τ〉RMBnWn =
1√
T

T−1∑

m=0

|m〉R ⊗ |m〉M ⊗ |φm〉BnWn (110)

where |φm〉BnWn = V ⊗n
A→BW |φm〉An is the channel output given the input |φm〉An , and VA→BW is associated with a

Stinespring representation of the channel NA→B .

Based on Lemma 10, there exists a decoding POVM {Λm,k
Bn } such that Bob’s probability of decoding success in the covert-

secret classical code satisfies

∀m, k : Tr
{
Λm,k
Bn σxn(m,k)

}
≥ 1− e−ζ(1)

n γn

√
n. (111)

We may construct a coherent version of this POVM for Bob, using the following isometry

DBn→BnM̂K̂ ≡
∑

m∈M,k∈K

√
Λm,k
Bn ⊗ |m〉

M̂
⊗ |k〉K̂ (112)

(see definition of coherent POVM in [26, Sec. 5.4]). The resulting shared state is

|τ〉RMBnWnM̂K̂ = (1⊗DBn→BnM̂K̂ ⊗ 1) |τ〉RMBnWn

=
1√
T

T−1∑

m=0

1√
|K|

∑

k∈K

∑

m′∈M,
k′∈K

|m〉R ⊗ |m〉M ⊗
(√

Λm′,k′

Bn ⊗ 1Wn

)
eit(m,k) |xn(m, k)〉BnWn ⊗ |m′〉

M̂
⊗ |k′〉K̂ (113)

where |xn(m, k)〉BnWn ≡ V ⊗n
A→BW |xn(m, k)〉An .

2) State Approximation: Next, we approximate Bob’s decoded state as follows.

Lemma 14. Let |τ〉RMBnWnM̂K̂ be the state produced by Bob’s decoder in (113). Then, there exist phases {h(m, k)} such

that |τ〉
RMBnWnM̂K̂

can be approximated by the following state,

|η〉
RMBnWnM̂K̂

=
1√
T

T−1∑

m=0

1√
|K|

∑

k∈K
|m〉R ⊗ |m〉M ⊗ eih(m,k) |xn(m, k)〉BnWn ⊗ |m〉

M̂
⊗ |k〉K̂ . (114)

Specifically,
∥∥|τ〉〈τ |

RMBnWnM̂K̂
− |η〉〈η|

RMBnWnM̂K̂

∥∥
1
≤ 2

√
2e−

1
2 ζ

(1)
n γn

√
n (115)

where ζ
(1)
n is as in Proposition 8.

The proof of Lemma 14 is given in Appendix A. Notice that, in the expression of the approximation on the right-hand side

of (114), the systems M and M̂ are in the same state |m〉 in each term. Observe that the state approximation can also be

expressed as

|η〉
RMM̂BnWnK̂

=
1√
T

T−1∑

m=0

|m〉R ⊗ |m〉M ⊗ |m〉
M̂

⊗ |ηm〉BnWnK̂ (116)

where

|ηm〉BnWnK̂ ≡ 1√
|K|

∑

k∈K
eih(m,k) |xn(m, k)〉BnWn ⊗ |k〉K̂ . (117)
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3) Decoupling: We use the secrecy property of our covert secrecy code from Lemma 10 in order to show that Willie shares

no correlation with Alice and Bob.

Let ρ
(m)
Wn be Willie’s output state in the secrecy coding scheme, conditioned on a particular classical message m, while

identifying the message set M with {0, 1, . . . , T − 1}. We now show that the state |ηm〉BnWnK̂ in (117) is a purification of

ρ
(m)
Wn :

TrBnK̂

{
|ηm〉〈ηm|BnWnK̂

}
=

1

|K|
∑

k,k′∈K
TrBnK̂

{
ei[h(m,k)−h(m,k′)] |xn(m, k)〉〈xn(m, k′)|BnWn ⊗ |k〉〈k′|K̂

}

(a)
=

1

|K|
∑

k∈K
TrBn {|xn(m, k)〉〈xn(m, k)|BnWn}

(b)
=

1

|K|
∑

k∈K
TrBn

{
P⊗n
X→BW (xn(m, k))

}

=
1

|K|
∑

k∈K
ρ
(m,k)
Wn

= ρ
(m)
Wn (118)

where (a) follows from the cyclic property of the trace and (b) holds by (105).

Based on the secrecy property (81c), we have that ρ
(m)
Wn is close in trace distance to ω⊗n

αn
:

∥∥∥ρ(m)
Wn − ω⊗n

αn

∥∥∥
1
≤ e−ζ(3)

n γ
3
2
n n

1
4

(119)

for all m ∈ {0, 1, . . . , T − 1}. Then, by Uhlmann’s theorem, Theorem 11, there exists an isometry Γm
BnK̂→W̆n

such that

∥∥∥∥
(
1Wn ⊗ Γm

BnK̂→W̆n

)
|ηm〉〈ηm|BnWnK̂

(
1Wn ⊗ Γm

BnK̂→W̆n

)†
− |ωαn

〉〈ωαn
|⊗n

WW̆

∥∥∥∥
1

≤ 2e−
1
2 ζ

(3)
n γ

3
2
n n

1
4

(120)

where |ωαn
〉WW̆ is a purification of ωαn

.

Suppose Bob performs the following decoupling controlled isometry on his systems Bn, M̂ , and K̂,

∆
M̂BnK̂→M̂W̆n ≡

∑

m

|m〉〈m|
M̂

⊗ Γm
BnK̂→W̆n . (121)

The state approximation becomes

|η〉
RMM̂W̆nWn =

1√
T

T−1∑

m=0

|m〉R ⊗ |m〉M ⊗ |m〉
M̂

⊗
(
1Wn ⊗ Γm

BnK̂→W̆n

)
|ηm〉BnWnK̂ (122)

Then, by (120), we find that this state is close to a decoupled state:

∥∥∥|η〉〈η|RMM̂W̆nWn − |GHZ〉〈GHZ|RMM̂ ⊗ |ωαn
〉〈ωαn

|⊗n

WW̆

∥∥∥
1
≤ 2e−

1
2 ζ

(3)
n γ

3
2
n n

1
4

(123)

where

|GHZ〉
RMM̂

=
1√
T

T−1∑

m=0

|m〉R ⊗ |m〉M ⊗ |m〉
M̂

(124)

by the telescoping property of the trace distance (see [26, Ex. 9.1.3]). Roughly speaking, this shows that the output state is

≈ GHZRMM̂ ⊗ω⊗n
αn

. Thus, WnW̆n is effectively decoupled from R, M , and M̂ , hence Bob can simply trace out W̆n, leaving

us with the GHZ state.

4) From GHZ to Bipartite Entanglement : Recall that we have assumed that Alice and Bob share a free classical link.

Alice and Bob can use this link in order to convert the GHZ state into a maximally entangled bipartite state. Specifically,

if Alice applies the Fourier transform unitary from (4) to M and then measures in the computational basis, this results in a

post-measurement state

|χ〉
RMM̂

=

(
1√
T

T−1∑

m=0

exp{2πimj/T} |m〉R ⊗ |m〉
M̂

)
⊗ |j〉M (125)

where j is the measurement outcome. Suppose Alice sends Bob the measurement outcome j over an undetectable classical

channel. Then, if Bob applies Z−j to M̂ (see (5)), this yields the desired state |Φ〉RM̂ .
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Overall, we bound the approximation error by

∥∥ΦRM̂ − τRM̂

∥∥
1

(a)

≤
∥∥ΦRM̂ − ηRM̂

∥∥
1
+
∥∥ηRM̂ − τRM̂

∥∥
1

(b)

≤
∥∥∥|GHZ〉〈GHZ|

RMM̂
⊗ |ωαn

〉〈ωαn
|⊗n

WW̆
− |η〉〈η|

RMM̂W̆nWn

∥∥∥
1

+
∥∥|η〉〈η|RMBnWnM̂K̂ − |τ〉〈τ |RMBnWnM̂K̂

∥∥
1

(c)

≤ 2e−
1
2 ζ

(3)
n γ

3
2
n n

1
4 + 2

√
2e−

1
2 ζ

(1)
n γn

√
n

≤ e−
1
4 ζ

(1)
n γn

√
n (126)

for sufficiently large n, where the (a) follows from the triangle inequality, (b) from the monotonicity of the trace distance,

and (c) from the approximation bounds (115) and (123). Finally, by the Fuchs-van de Graaf Inequalities [26, Theorem 9.3.1],

the bound on the trace distance implies a corresponding bound on the fidelity,

F
(
ΦRM , τ

RM̂

)
≥ 1− e−ζ̃nγn

√
n . (127)

with ζ̃n ∈ ω
(
(logn)−

4
3n− 1

3

)
. This completes the achievability derivation based on covert LOCC assistance.

5) Eliminating the Assistance : Now, we show that we do not actually need classical communication assistance for covert

entanglement generation.

Let GM→MM ′ be a unitary that “copies” the content of M to M ′ in the computational basis, implemented by simply adding

an ancilla M ′ initiallized in the |0〉M ′ state, and then applying CNOTMM ′→MM ′ (a repetition encoder). First, we notice that

all of Alice’s encoding actions can be represented as a single encoding map of the form

F̃ j
M→An ≡ 〈j|M FMUM ′→AnGM→MM ′

= (〈j|M ⊗ 1An)




T−1∑

j̃,m̃=0

e2πij̃m̃/T
∣∣j̃
〉〈
m̃
∣∣
M

⊗ 1An



(
1M ⊗

T−1∑

m′=0

|φm′〉An 〈m′|M ′

)(
T−1∑

m=0

|m〉〈m|M ⊗ |m〉M ′

)

(128)

where FM is the quantum Fourier transform, and 〈j|M represents the projection onto a particular measurement outcome j.
When scaling Alice’s encoding map by

√
T , it can be simplified to the following isometry

F̂ j
M→An =

√
T F̃ j

M→An

=

T−1∑

m=0

e2πijm/T |φm〉An 〈m|M . (129)

On the other hand, Bob has a correspnding decoding map of the form

D̂j

Bn→M̂
≡ Z

−j

M̂

(
TrW̆n ◦∆

M̂BnK̂→M̂W̆n

)
D

Bn→BnM̂K̂
(130)

where D
Bn→BnM̂K̂

is Bob’s coherent POVM in (112),
(
TrW̆n ◦∆

M̂BnK̂→M̂W̆n

)
is the concatenation of Bob’s decoupler

isometry in (121) and the tracing out of the system W̆n afterwards, and Z
M̂

is the Heisenberg-Weyl phase shifter. Because all

of the components of Bob’s decoding map D̂j

Bn→M̂
are isometries, then the decoding map itself is also an isometry. We can

then represent Bob’s estimated shared state with the resource as

τ
RM̂

=


idR ⊗

T−1∑

j=0

(
D̂j

Bn→M̂
◦ N⊗n

A→B ◦ F̃ j
M→An

)

 (|ΦRM 〉〈ΦRM |) (131)

Thus, the fidelity between the actual state and the estimated state can be expressed as

F
(
ΦRM , τ

RM̂

)
= 〈ΦRM | τ

RM̂
|ΦRM 〉

= 〈ΦRM |


idR ⊗

T−1∑

j=0

(
D̂j

Bn→M̂
◦ N⊗n

A→B ◦ F̃ j
M→An

)

 |ΦRM 〉

= 〈ΦRM |


idR ⊗ 1

T

T−1∑

j=0

(
D̂j

Bn→M̂
◦ N⊗n

A→B ◦ F̂ j
M→An

)

 |ΦRM 〉

=
1

T

T−1∑

j=0

〈ΦRM |
(
idR ⊗

(
D̂j

Bn→M̂
◦ N⊗n

A→B ◦ F̂ j
M→An

))
|ΦRM 〉

≥ 1− e−ζ̃nγn

√
n (132)
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where the inequality follows (127). Hence, we deduce that at least one of the encoder–decoder pairs
(
F̂ j

M→An , D̂
j

Bn→M̂

)

achieves arbitrarily high fidelity. Consequently, Alice and Bob can prearrange to employ this particular scheme.

6) Covertness: Now we proceed to show covertness. Willie’s recieved state is given by

τWn = Tr
RMBnM̂K̂

{
|τ〉〈τ |

RMBnWnM̂K̂

}
(133)

(see (113)). We note that the phase that we have added in Steps VI-B4 and VI-B5 does not affect Willie’s reduced state, and

can thus be ignored. We have shown that the output state can be approximated by the state |η〉
RMBnWnM̂K̂

in Lemma 14.

Furthermore, the reduced state ηWn is identical to Willie’s state in the classical secrecy setting:

ηWn ≡ Tr
RMM̂BnK̂

{
|η〉〈η|

RMM̂BnWnK̂

}

=
1

T

T−1∑

m=0

ρ
(m)
Wn

= ρWn (134)

where the second equality follows from (116) and (118). Therefore,

∥∥ηWn − ω⊗n
αn

∥∥
1
=

∥∥∥∥∥
1

T

T−1∑

m=0

ρ
(m)
Wn − ω⊗n

αn

∥∥∥∥∥
1

≤ 1

T

T−1∑

m=0

∥∥∥ρ(m)
Wn − ω⊗n

αn

∥∥∥
1

≤ e−ζ(3)
n γ

3
2
n n

1
4

(135)

by the triangle inequality and the secrecy property (81c). Thus, by the triangle inequality

∥∥τWn − ω⊗n
αn

∥∥
1
≤ ‖τWn − ηWn‖1 +

∥∥ηWn − ω⊗n
αn

∥∥
1

≤ 2
√
2e−

1
2 ζ

(1)
n γn

√
n + e−ζ(3)

n γ
3
2
n n

1
4

≤ e−
1
4 ζ

(1)
n γn

√
n (136)

for sufficiently large n, where the second inequality follows from (115), (135) and trace monotonicity. By the continuity

property in Lemma 12, we now have

∣∣D(τWn ||ω⊗n
0 )−D(ω⊗n

αn
||ω⊗n

0 )
∣∣ ≤

∥∥τWn − ω⊗n
αn

∥∥
1

(
n log

(
4 dimdW

(λmin(ω0))3

)
− log

(∥∥τWn − ω⊗n
αn

∥∥
1

))

≤ e−
1
4 ζ

(1)
n γn

√
n

(
n log

(
4 dim dW

(λmin(ω0))3

)
+

1

4
ζ(1)n γn

√
n

)

≤ e−
1
8 ζ

(1)
n γn

√
n (137)

where the second inequality follows from (136) as the function f(x) = −x log x is monotonically increasing for x ∈ (0, e−1).
Thus, for the sequence ζ̃n, we have

∣∣D(τWn ||ω⊗n
0 )−D(ω⊗n

αn
||ω⊗n

0 )
∣∣ ≤ e−ζ̃nγn

√
n . (138)

C. Converse

Proposition 15. Consider a sequence of covert entanglement generation codes (Kn,Fn,Dn) that achieve a rate L(n) ≥ LEG,

such that ∥∥ΦRM − τ
RM̂

∥∥
1
≤ εn, D(τWn ||ω⊗n

0 ) ≤ δn (139)

where εn, δn tend to zero as n→ ∞. Then,

LEG ≤ D(σ1 ||σ0)√
1
2η(ω1||ω0)

+ αn (140)

where αn tends to zero as n→ ∞.
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TABLE I
CAPACITY NOTATION

Covert Non-covert

Classical messages CCl(N ) C0

Cl(N )

Secret messages CS(N ) C0

S (N )

Entanglement generation CEG(N ) C0

EG
(N )

Quantum information CQ(N ) C0

Q
(N )

Proof. The converse part is a straightforward consequence from the previous results on covert communication of classical

information [6]. By trace monotonicity,

∥∥∥∥
1

T
1M − τ

M̂

∥∥∥∥
1

≤ εn, D(τWn ||ω⊗n
0 ) ≤ δn (141)

which reduces to the classical error requirement. Therefore, the entanglement-generation capacity is bounded by the classical

capacity. Hence, the converse part immediately follows from [6, Th. 2].

VII. SUMMARY AND DISCUSSION

A. Summary

We consider entanglement generation through covert communication, where the transmission itself should be hidden to avoid

detection by an adversary. The communication setting is depicted in Figure 1. Alice makes a decision on whether to perform

the communication task, or not. If Alice decides to be inactive, the channel input is |0〉⊗n
, where |0〉 is the innocent state

corresponding to a passive transmitter. Otherwise, if she does perform the task, she prepares a maximally entangled state ΦRM

locally, and applies an encoding map on her “quantum message” M . She then transmits the encoded system An using n
instances of the quantum channel. At the channel output, Bob and Willie receive Bn and Wn, respectively. Bob uses the key

and performs a decoding operation on his received system, which recovers a state that is close to ΦRM̂ . Meanwhile, Willie

receives Wn and performs a hypothesis test to determine whether Alice has transmitted information or not.

Our approach is fundamentally different from that Anderson et al. [24, 25]. First, we consider the combined setting of covert

and secret communication of classical information via a classical-quantum channel (see Section III). We determine the covert

secrecy capacity in Theorem 1. This can be viewed as the classical-quantum generalization of the result by Bloch [7, Sec.

VII-C]. One might argue that if covertness is achieved, secrecy becomes redundant, as Willie would not attempt to decode a

message he does not detect. However, covertness is typically defined in a statistical sense, meaning that while the probability

of detection is small, it is not necessarily zero. Thus, in rare cases where Willie does detect some anomalous activity, secrecy

ensures that he still cannot extract meaningful information. Covert secrecy is thus a problem of independent interest, not merely

an auxiliary result for the main derivation. Then, we use Devetak’s approach [23] of constructing an entanglement generation

code from a secrecy code. This method utilizes secrecy to establish entanglement generation. As a result, we achieve the same

covert entanglement generation rate as the classical information rate in previous work [5, 6], albeit with a larger classical key

(see Remark 1). We note that, as opposed to Anderson et al. [25], we show achievability using a limited-rate classical key,

though the optimality of this rate remains unknown.

We show that approximately
√
nCEG EPR pairs can be generated covertly. The optimal rate CEG, which is referred to as

the covert capacity for entanglement generation, is given by the formula

CEG =
D(σ1 ||σ0)√
1
2η(ω1||ω0)

(142)

where σ0 and ω0 are Bob and Willie’s respective outputs for the “innocent” input |0〉, whereas σ1 and ω1 are the outputs

associated with inputs that are orthogonal to |0〉; D(ρ||σ) is the quantum relative entropy and η(ρ||σ) is the η-relative entropy,

which can be interpreted as the second derivative of the quantum relative entropy [29] [30, Sec. 1.1.4].

We now discuss covert communication in the wider context of quantum Shannon thoery, and consider the transmission of

either classical or quantum information, with or without secrecy or covertness. We use the capacity notation in Table I, where

the first column corresponds to covert communication, and the second column includes non-covert capacities. The rows are

ordered in decreasing value.
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B. Quantum Communication

Transmission of quantum information generalizes entanglement generation. In the general task of quantum communication,

also known as quantum subspace transmission, the transmitter encodes an arbitrary state ΨRM , and the receiver decodes such

that ρRM̂ ≈ ΨRM . The reliability requirement in this case takes the following form:

F (ρ
M̂R , ΨMR) ≥ 1− ε , for all |ΨMR〉 ∈ HM ⊗HR (143)

with arbitrary reference space, HR. In particular, the reduced states satisfy ρ
M̂

≈ ΨM . In other words, Alice teleports a

“message state” ρM to Bob. Entanglement generation (EG) involves a weaker requirement, as the reliability requirement need

only hold for the state |ΨMR〉 = |ΦMR〉, where

|ΦMR〉 ≡
1√
T

T−1∑

m=0

|m〉M ⊗ |m〉R (144)

(cf. (32) and (143)). The quantum covert rate LQ is then defined in terms of the information dimension, T = dim(HM ).
Anderson et al. [24, 25] have recently developed lower bounds on the quantum covert rate using depolarizing channel codes.

Here, we give a more refined characterization for covert entanglement generation in terms of the channel itself.

C. Quantum Covert Capacity

In traditional coding problems, i.e., without the covertness requirement, the achievable number of entangled qubits pairs that

can be generated is linear in the blocklength, n. Hence, the entanglement generation rate is defined as REG = log T
n , where

T is the entanglement dimension. An entanglement-generation rate REG > 0 is achievable (without covertness) if, for every

ε > 0 and sufficiently large n, there exists a (enREG , n, ε,∞) code for entanglement generation.

Similarly, the entanglement generation capacity is the supremum of achievable rates without covertness, and it is denoted

by C0
EG(N ), where the superscript ’0‘ indicates that the communication is not covert. The quantum capacity C0

Q(N ), without

covertness, is defined in a similar manner, but with respect to the coding task in the previous subsection (see Section VII-B

above). See the last two rows in Table I. Based on these operational definitions, it is clear that the capacities satisfy

C0
Q(N ) ≤ C0

EG(N ) . (145)

Furthermore, in non-covert communication, it is well known that

C0
Q(N ) = C0

EG(N ) (146)

(see [37]). That is, the quantum capacity and the entanglement-generation capacity are identical. The identity holds whether

key assistance is available or not. In this sense, entanglement generation is equivalent to quantum subspace transmission. This

is analogous to the classical result that the common-randomness capacity is the same as the capacity for message transmission

[38, 39].

In covert communication, we have

CQ(N ) ≤ CEG(N ) (147)

based on the same operational considerations. We conjecture that equality holds in covert communication as well, i.e., CQ(N ) =
CEG(N ).

D. Classical Communication

In the transmission of classical information, the coding rate is the fraction of classical information bits per channel use.

In this task, the transmitter sends a classical message m ∈ M, and the receiver performs a decoding measurement which

produces a (random) estimate m̂ for the original message. The performance can be characterized in terms of the classical rate,

RCl =
log |M|

n , and the probability of error, Pr(m̂ 6= m). The classical capacities CCl(N ) and C0
Cl(N ), are defined accordingly,

with and without covertness, respectively. See the first row in Table I. While the tasks of classical and quantum information

transmission are fundamentally different, we can compare the rates. Specifically, if we limit the error requirement (143) to

the computational basis, taking |ΨM 〉 = |m〉〈m| for m ∈ {0, . . . , T − 1}, the task reduces to the transmission of classical

information, hence,

CQ(N ) ≤ CCl(N ) . (148)

We note that the inequalities above do not mean that classical communication is better than quantum communication.

Furthermore, we are only comparing the rate values. Since the quantum rate is a fraction of information qubits per channel

use, while the classical rate is the fraction of classical bits, it is not a fair comparison of performance, but rather a useful

observation. The bound in (148) should be expected, as the ability to send qubits implies the ability to send classical bits. This

principle is often presented as a resource inequality [36],

[q → q] ≥ [c → c] (149)

where [c→ c] and [q → q] represent the resources of a noiseless bit channel and a noiseless qubit channel, respectively.
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E. Secret Communication

Another relevant task is the transmission of classical information, subject to a secrecy constraint, preventing information

from being leaked to the eavesdropper. Suppose that Alice encodes a classical message m ∈ M into an input state ρ
(m)
An , and

transmits An through the channel. This results in an output state ρ
(m)
BnWn = U⊗n

A→BW (ρ
(m)
An ). At the channel output, Bob and

the eavesdropper receive Bn = (B1, . . . , Bn) and Wn = (W1,W2, . . . ,Wn), respectively. The receiver performs a decoding

measurement on Bn which produces an estimate m̂. The performance can be characterized in terms of the secrecy rate,

RS = log |M|
n , in addition to the probability of error and the leakage. A (T, n, ε, δ)-code for the transmission of secret classical

information satisfies the following conditions:

a) Decoding Reliability: The probability of decoding error is ε-small,

Pr(m̂ 6= m) ≤ ε (150)

b) Secrecy Criterion: The indistinguishability distance is δ-small. That is, there exists a state ρ̆Wn ∈ S (H⊗n
W ) that does

not depend on the message m, such that

∥∥∥ρ(m)
Wn − ρ̆Wn

∥∥∥
1
≤ δ , for all m ∈ M (151)

where ρ
(m)
Wn = N̂A→W (ρ

(m)
An ) is Willie’s state given that Alice has sent a particular message m ∈ M.

The secrecy capacities CS(N ) and C0
S (N ) are defined accordingly, with and without covertness, respectively. See the second

row in Table I. The quantum capacity and the secrecy capacity satisfy CQ(N ) ≤ CS(N ) and C0
Q(N ) ≤ C0

S (N ), since the

transmission of quantum information entails “built in” secrecy following the no-cloning theorem [40].

Here, we have used the approach of Devetak [23], and constructed a code for entanglement generation using a secrecy code

for the transmission of secret classical information.

F. Key Assistance

The covert capacity is typically defined under the assumption that Alice and Bob are provided with a shared secret key,

before communication begins. In the context of entanglement generation, this can be viewed as allowing covert local operations

and classical communication (LOCC). Consider communication without covertness. In this case, the key rate is defined as

Rkey = log |K|
n . The best known achievable secrecy rate with a key of rate Rkey is

RS =max
ρXA

min
{
I(X ;B)ρ − I(X ;E)ρ +Rkey, I(X ;B)ρ

}
. (152)

Therefore, if the key rate is sufficiently large, we may achieve

RS =max
ρXA

I(X ;B)ρ = χ(N ) (153)

where χ(N ) denotes the Holevo information of the channel NA→B , as without secrecy. We note that the key rate Rkey = χ(N̂ )
is sufficient to achieve this. Unlike in one-time pad encryption, the key can be shorter than the message. Based on Devetak’s

results [23], quantum information can also be sent at this rate, given sufficient key assistance.

In a similar manner, we show that entanglement can be generated at the same rate as for classical information [6], i.e.,

CEG(N ) = CCl(N ), while entanglement generation requires a larger key.

G. Future Directions

Several open questions remain in the study of covert and secret communication. To the best of our knowledge, a lower

bound on the key rate required for secret and covert communication remains an open problem, even in the fully classical

setting [7]. In scenarios where Bob has an unfair advantage, Bullock et al. [6, Sec. IV.B] demonstrated that a pre-shared key is

unnecessary (see Sec. IV.B therein). However, in our setting, secrecy and entanglement generation are achieved by extending

the key, leaving it unclear whether the key can be entirely omitted in these cases. Finally, as observed in [24, 25], if SRL-based

covert classical communication channel is available, then covert quantum communication can be achieved via teleportation.

Investigating the feasibility and efficiency of such a scheme could have significant implications for quantum networks and

secure communications.
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APPENDIX A

PROOF OF LEMMA 14

We prove Lemma 14 following similar steps as in [23] [26, Sec. 24.4]. We show that the state |τ〉
RMBnWnM̂K̂

can be

approximated by |η〉RMBnWnM̂K̂ (cf. (113) and (114)), using the following consequence of Parseval’s relation.

Lemma 16 (see [26, Lemma A.0.3]). Consider two collections of orthonormal states {|ηj〉}j∈J , and {|τj〉}j∈J such that

〈ηj |τj〉 ≥ 1− ε for all j. Then, there exist phases {h(j)} and {t(j)} such that

〈η̃|τ̃〉 ≥ 1− ε (154)

where

|η̃〉 = 1√
N

N∑

j=1

eih(j) |ηj〉 , |τ̃〉 = 1√
N

N∑

j=1

eit(j) |τj〉 (155)

Now, we proceed to the proof of Lemma 14 from Section VI.

Proof of Lemma 14. For every m ∈ {0, . . . , T − 1} and k ∈ K, we define the following states

|τm,k〉BnWnM̂K̂
=

∑

m′∈M,
k′∈K

(√
Λm′,k′

Bn ⊗ 1Wn

)
|xn(m, k)〉BnWn ⊗ |m′〉

M̂
⊗ |k′〉K̂ (156)

and

|ηm,k〉BnWnM̂K̂ = |xn(m, k)〉BnWn ⊗ |m〉
M̂

⊗ |k〉K̂ . (157)

where Λm,k
Bn is defined in (111). Then, we have,

〈ηm,k|τm,k〉 = 〈xn(m, k)|BnWn ⊗ 〈m|
M̂

⊗ 〈k|K̂
∑

m′∈M,
k′∈K

(√
Λm′,k′

Bn ⊗ 1Wn

)
|xn(m, k)〉BnWn ⊗ |m′〉

M̂
⊗ |k′〉K̂

= 〈xn(m, k)|
(√

Λm,k
Bn ⊗ 1Wn

)
|xn(m, k)〉BnWn

≥ 〈xn(m, k)|
(
Λm,k
Bn ⊗ 1Wn

)
|xn(m, k)〉BnWn

= Tr
{
Λm,k
Bn σxn(m,k)

}

≥ 1− e−ζ(1)
n γn

√
n (158)

where the first inequality follows from the fact that 0 ≤ Λm,k
Bn ≤ 1, and thus

√
Λm,k
Bn ≥ Λm,k

Bn , and the second inequality

follows (111). Then, by the auxiliary lemma above, Lemma 16, there exist phases t(m, k) and h(m, k) such that

〈η̃m|τ̃m〉 ≥ 1− e−ζ(1)
n γn

√
n (159)

where we define the states τ̃m and η̃m by

|τ̃m〉
BnWnM̂K̂

=
1√
|K|

∑

k∈K
eit(m,k) |τm,k〉BnWnM̂K̂

(160)

and

|η̃m〉
BnWnM̂K̂

=
1√
|K|

∑

k∈K
eih(m,k) |ηm,k〉BnWnM̂K̂

, (161)

for m ∈ {0, . . . , T − 1}.

We now observe that the states that we are interested in, |τ〉RMBnWnM̂K̂ and |η〉RMBnWnM̂K̂ from (113) and (114),

respectively, can be written as

|τ〉
RMBnWnM̂K̂

=
1√
T

T−1∑

m=0

|m〉R ⊗ |m〉M ⊗ |τ̃m〉
BnWnM̂K̂

(162)

and

|η〉
RMBnWnM̂K̂

=
1√
T

T−1∑

m=0

|m〉R ⊗ |m〉M ⊗ |η̃m〉
BnWnM̂K̂

. (163)
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Thus, their fidelity satisfies

〈τ |η〉 =
(

1√
T

T−1∑

m=0

〈m|R ⊗ 〈m|M ⊗ 〈τ̃m|
BnWnM̂K̂

)(
1√
T

T−1∑

m′=0

|m′〉R ⊗ |m′〉M ⊗ |η̃m′〉
BnWnM̂K̂

)

=
1

T

T−1∑

m=0

T−1∑

m′=0

〈m|m′〉 〈m|m′〉 〈τ̃m|η̃m′〉

=
1

T

T−1∑

m=0

〈τ̃m|η̃m〉

≥ 1− e−ζ(1)
n γn

√
n (164)

where the inequality follows (159). Therefore, by the Fuchs-van de Graaf Inequalities [26, Theorem 9.3.1], the trace distance

is bounded by

∥∥|τ〉〈τ |
RMBnWnM̂K̂

− |η〉〈η|
RMBnWnM̂K̂

∥∥
1
≤ 2

√
2e−

1
2 ζ

(1)
n γn

√
n (165)

This completes the proof of Lemma 14.
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