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Abstract—The secure affine frequency division multiplexing
(AFDM) waveform design is a main concern in high-mobility
networks. In this article, we employ the four key parame-
ters in AFDM to design secure waveforms, and afterward we
analyze the role of the four parameters to reveal the design
guideline. We find that c1 is bounded by the Doppler shifts
and preset guard, i.e., c1 needs to be the discrete value given
by 2αC

max+1

2N
≤c1 = 2k+1

2N
≤ 2αmax+1

2N
, k ∈ N+. The parameter c2 ex-

hibits a minimum periodicity of 1, with the effective range [0, 1]
rather than any real number. The adjustable parameters c1 and
c2 introduce additional degrees of freedom to the AFDM wave-
form, thereby enhancing the anti-eavesdropping performance. In
addition, excessive Lmax that determines the preset guard interval
leads to a security-risk interval and poses eavesdropping risks.
Therefore, the optimal Lmax equals maximum delay. Numerical
simulations verify the accuracy of our analysis.

Index Terms—AFDM, high-mobility networks, physical layer
security.

I. INTRODUCTION

The rapid evolution of wireless networks toward the sixth
generation is anticipated to support extensive high-mobility
and fast time-varying scenarios, such as high-speed rail-
ways, unmanned aerial vehicle (UAV) networks, vehicular
networks, and low Earth orbit satellites networks [1, 2]. These
high-mobility and fast time-varying characteristics endow the
channel with time-selective and frequency-selective fading
properties, which severely degrades the performance of con-
ventional orthogonal frequency division multiplexing (OFDM)
due to inter-carrier interference [3, 4]. To address this issue,
a new waveform called affine frequency division multiplex-
ing (AFDM), based on the discrete affine Fourier transform
(DAFT), has been proposed, showing superior delay-Doppler-
separating performance [5–7]. Besides, AFDM can achieve
low pilot overhead, low complexity and backward compatibil-
ity, positioning it as a promising candidate for high-mobility
communications [5–7]. The AFDM can also be applied in
various scenarios, and there are some prior studies, e.g.,
integrated sensing and communications (ISAC) [8–10], pilot
design [11], multiple-input multiple-output (MIMO) [12], and
sparse code multiple access (SCMA) [13].

On the other hand, the broadcast nature of the wireless
medium makes intrinsic anti-eavesdropping performance the
crucial issue in AFDM waveform design [14, 15]. Besides,
due to the superior delay-Doppler-separating performance in

combating complex channel conditions, AFDM waveform
contains rich private information such as channel state, ve-
locity, or direction, which is more likely to pose severe
eavesdropping risks [9, 16]. However, to the best of our
knowledge, the related intrinsic anti-eavesdropping analyses
remain scarce and admissible ranges of parameters remain
unclear, which may lead to insecure parameter configurations
in practical deployments, thereby exposing the AFDM wave-
form to potential privacy leakage or eavesdropping risks.

Motivated by the above discussions, in this article, we
analyze the impact of the key parameters c1, c2, αmax and
Lmax on AFDM waveform. Furthermore, we provide design
guidelines for each parameter as follows. There is an admis-
sible range for the discrete value parameter c1 = 2k+1

2N ∈
[
2αC

max+1
2N , 2αmax+1

2N ], k ∈ N+, while the periodicity of c2 is 1
and the efficient range of c2 is [0, 1]. The adjustable param-
eters c1 and c2 introduce two additional degrees of freedom
to the AFDM waveform, enhancing the anti-eavesdropping
performance. The optimal value for Lmax equals LC

max.
The rest of the article is organized as follows. The consid-

ered system is elaborated in Section II. Section III presents
the analysis and design guidelines for the parameter. The
simulation results are presented in Section IV, and the article
is finally concluded in Section V.

II. AFDM-BASED SYSTEM MODEL

In this section, we review the basic principles of the AFDM-
based system. As shown in Fig. 1, let x denote a vector
of N quadrature amplitude modulation (QAM) symbols on
the DAFT domain. The N points inverse DAFT (IDAFT)
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Fig. 1. AFDM-based system block diagram.

modulation is performed to map x into the time domain as

sn =
1√
N

N−1∑
m=0

xmej2π(c1n
2+mn

N +c2m
2), (1)
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where c1 and c2 are key parameters in AFDM waveform,
N equals the number of the symbols, n = 0, 1, · · · , N − 1
and m = 0, 1, · · · , N − 1 stand for indexes of signals in
the time domain and DAFT domain, respectively. In matrix
form, (1) will be s = AHx = ΛH

c1F
HΛH

c2x, where Λc1 =

diag(e−j2πc1n
2

), Λc2 = diag(e−j2πc2m
2

), and F stands for
the discrete Fourier transform (DFT) matrix. To combat the
multipath propagation and enable the periodicity of symbols,
an Lcp-long chirp-periodic prefix (CPP) is used, where Lcp

is any integer greater than or equal to the maximum delay in
multipath channels. The prefix can be expressed as

sn = SN+ne
−j2πc1(N

2+2Nn), n = −Lcp, · · · ,−1. (2)

After transmission over the channel, the received symbol is

rn =

∞∑
LC=0

s(n− LC)gn(L
C) + wn, (3)

where wn ∼ CN (0, N0) is an additive Gaussian noise, and

gn(l) =

P∑
i=1

hie
−j2πfinδ(l − LC

i ) (4)

is the channel impulse response at time n and delay l, where
P represents the number of paths, and hi, LC

i and fi stand
for the complex gain in channel, delay, and the Doppler shift
in the i-th path, respectively. we can write (3) in the matrix
form as

r = Hr+w, (5)

where w ∼ CN (0, N0I), H =
∑P

i=1 hiΓCPPi
∆fiΠ

LC
i ,

∆fi = diag(e−j2πfin, n = 0, 1, · · · , N−1), Π is the forward
cyclic-shift matrix, and ΓCPPi

is a N×N diagonal matrix, i.e.,

ΓCPPi
= diag(

{
e−j2πc1(N

2−2N(LC
i −n)) n < LC

i

1 n ≥ LC
i

). (6)

After receiving the symbols, discarding the CPP and N points
DAFT are performed to map the time domain symbols r into
the DAFT domain symbols y as

ym =
1√
N

N−1∑
n=0

rne
−j2π(c1n

2+mn
N +c2m

2). (7)

Equation (7) also can be expressed by the matrix as

y =

P∑
i=1

hiAΓCPPi
∆fiΠ

liAHx+Aw = Heffx+ w̃, (8)

where Heff = AHAH and w̃ = Λc2FΛc1w. The input-
output relation of AFDM can be written as

ym =

P∑
i=1

hie
j 2π

N (Nc1L
C
i

2−qLC
i +Nc2(q

2−m2))xq + w̃m, (9)

where q = (m+ loci)N and loci = (αi + 2Nc1L
C
i )N .

III. PARAMETER ANALYSIS AND DESIGN

In the AFDM-based system, accurate demodulation and
channel estimation are critical to detect the information.
Besides, there are 4 key parameters (i.e., c1, c2, αmax, Lmax)
playing great roles in the demodulation and channel esti-
mation, where αmax and Lmax represent the preset Doppler
shift and delay guard interval between transceivers to resist
the maximum Doppler shift of αmax and the maximum delay
of Lmax in actual channels, respectively. Therefore, in this
section, we will analyze the impact of various parameters
on the AFDM waveform and ultimately reveal guidelines for
parameter designs for secure AFDM. To isolate the impact
of the target parameter, all non-target parameters are ideal
during analysis and simulation. It is evident that the accuracy
of channel estimation depends on the input-output relation of
the system, which will be discussed in detail next. We can
rewrite (8) as

y =

P∑
i=1

hiHix+ w̃, (10)

where Hi = AΓCPPi∆fiΠ
liAH. Because the input and

output signals are all in the DAFT domain, p and q denote the
index of the input signal and the output signal, respectively.
It can be proven that Hi[p, q] can be given as

Hi(p, q) =
1

N
ej

2π
N (Nc1L

C
i

2−qLC
i +Nc2(q

2−p2))Fi(p, q), (11)

where Fi(p, q) is

Fi(p, q) =

N−1∑
n=0

e−j 2π
N (p−q+αi+2Nc1L

C
i )

=
e−j2π(p−q+αi+2Nc1L

C
i ) − 1

e−j 2π
N (p−q+αi+2Nc1LC

i ) − 1
.

(12)

Besides, (12) can be further represented as

Fi(p, q) =

{
N q = p+ αi + (2αc1 + 1)LC

i ,

0 otherwise,
(13)

where 2Nc1−1
2 ≜ αc1 , αc1 ∈ N+ represented the maximum

ability to separate Doppler shifts, which is determined by c1.
As we can see, the value of Fi(p, q) is determined by the
delay LC

i , Doppler shift αi, and αc1 . By substituting (13)
into (11), Hi[p, q] can be expressed as

Hi(p, q) =

{
ej

2π
N t q = p+ αi + (2αc1 + 1)LC

i ,

0 otherwise,
(14)

where t = Nc1L
C
i
2 − qLC

i + Nc2(q
2 − p2). Therefore, the

input-output relation can be rewritten as

yp =

P∑
i=1

hie
j 2π

N (Nc1L
C
i

2−qLC
i +Nc2(q

2−p2))xq + w̃p, (15)

where q = p+αi+(2αc1+1)LC
i . Therefore, AFDM is capable

of separating the propagation paths with distinct delays or



Doppler shifts in the one-dimensional DAFT domain because
of the input-output relation. In this case, the value of c1
needs to satisfy αc1 = 2Nc1−1

2 ∈ N+.The demodulated frame
structure is depicted as Fig. 2, in which the separated pilots are
located in an interval [−αc1 ,+αc1 ] with a length of (2αc1+1),
and arranged in the order of [LC

max, L
C
max-1, · · · , LC

0 ].
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Fig. 2. The demodulated AFDM frame structure.
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Fig. 3. The estimation structure for demodulated AFDM signals.

A. Lmax Design

To ensure progressive analysis and readability, we begin
with the analysis of Lmax. Through demodulation, the receiver
separates the Doppler and delay components, partitioning
them into LC

max ordered blocks. In the subsequent channel
estimation, the parameter lmax determines the ability to detect
the maximum delay, and the delay blocks to be estimated are
ordered in descending sequence [lmax, lmax-1, · · · , l0], which is
shown as Fig. 3. The actual shifted pilots through multipath
are confined to the interval

[−αC
max + (2αc1 + 1)LC

0 , α
C
max + (2αc1 + 1)LC

max], (16)

where LC
max and αC

max stand for the actual maximum delay and
Doppler shift in multipath, respectively. However, the interval
of symbols to be estimated is

[−αc1 + (2αc1 + 1)l0, αc1 + (2αc1 + 1)lmax]. (17)

When lmax ≥ LC
max, the detected range fully covers the

practical pilot-shifted ranges, which enables the complete
channel estimation. Conversely, if lmax < LC

max, the actual
multipath channel is separated into LC

max blocks, exceeding the
receiver’s lmax blocks in channel estimation, which leads to the
missed detection of delays within the interval (lmax, L

C
max].

On the other hand, when lmax > Lmax, the interval length
of symbols to be estimated is (2αc1 +1)(lmax +1). However,
the preset guard interval in the frame is

[−αmax + (2αmax + 1)L0, αmax + (2αmax + 1)Lmax] (18)

with the length of (2αmax+1)(Lmax+1), which is shorter than
the detected interval length (2αc1 + 1)(lmax + 1) in channel
estimation. Therefore, when lmax > Lmax, the data beyond the
guard interval will be falsely detected as spurious paths.

Therefore, when lmax < LC
max or lmax > Lmax, the channel

estimation becomes inaccurate, degrading communication per-
formance. When LC

max ≤ lmax ≤ Lmax, all delays in multipath

are detected and complete delay estimation is achieved. On the
other hand, since lmax is the parameter for the receiver’s chan-
nel estimations and does not affect the AFDM waveform, the
above analysis equally applies to eavesdroppers. Therefore,
the preset Lmax in transceivers introduces a security-risk range
[LC

max, Lmax]. If the eavesdropper’s parameter configuration
resides within the interval, it can fully estimate all delays
in multipath, posing eavesdropping risks. Consequently, the
design of Lmax for legitimate parties needs to minimize this
security-risk range by ensuring Lmax aligns with the actual
maximum channel delay LC

max, i.e., LC
max = lmax = Lmax.

B. c1 and c2 Designs

maxl 1-lmax ...0l

1cα 1cα-

1
1
+cQ

1cα 1cα- 1cα1cα-0 0 0

1-maxL
maxl ...0l

1cα 1cα-

1
1
+cQ

1cα 1cα- 1cα1cα-0 0 0

maxL

1+Q

maxl 1-lmax ...0l

1cα 1cα-

1
1
+cQ

1cα 1cα- 1cα0 0 0
1cα-

1+Q

maxα

maxαmaxα max- α
max- α0 0

C

max- α
C

max- α
C

max- α

C

maxα

C

maxα
C

maxαC

maxα

max- α

Fig. 4. The structure of demodulated AFDM signals.

Due to c1 =
2αc1+1

2N , we will first provide the range for c1
from the perspective of input-output relation, which separates
the Doppler and delay components. Through demodulation,
the shifted pilot is separated into LC

max sequentially ordered
blocks, each further sorted by their Doppler shifts. The Fig. 4
shows the case for αC

max ≤ αc1 ≤ αmax. The actual shifted
pilot index p of the i-th path is confined to

−αC
max +(2αC

max +1)LC
i ≤ p ≤ αC

max +(2αC
max +1)LC

i . (19)

However, the range of separated pilot by demodulation in the
i-th path is

−αmax + (2αc1 + 1)LC
i ≤ p ≤ αC

max + (2αc1 + 1)LC
i . (20)

Because of αc1 ≥ αC
max, the pilot-separated range by demodu-

lation fully covers the pilot-shifted range and the Doppler shift
of each path can be estimated. Conversely, if αc1 < αC

max,
the length of Doppler-shifted sub-block for each path is
2αC

max + 1, exceeding the receiver’s 2αc1 + 1 block length
separated by demodulation and detected in channel estimation.
This results in missed detection of Doppler shifts within
interval (αc1 , α

C
max]. Furthermore, owing to the linear mapping

between separable Doppler shifts and delays, the undetected
Doppler components accumulate in the adjacent (i.e., li−1-th
or li+1-th) delay block detection, causing simultaneous errors
in Doppler shift and delay estimations.

On the other hand, when αc1 ≤ αmax, the interval of the
detected symbols in channel estimation is

[−αc1 + (2αc1 + 1)l0, αc1 + (2αc1 + 1)lmax] (21)

with the length of (2αc1 + 1)(lmax + 1). Besides, the preset
guard interval between the transmitter and receiver is

[−αmax + (2αmax + 1)L0, αmax + (2αmax + 1)Lmax] (22)



with the length of (2αmax + 1)(Lmax + 1), which covers
the estimation interval and enables a complete Doppler shift
estimation. Otherwise, if αc1 > αmax, the estimation for
separated shifted pilots will be interfered with by the data
beyond the guard interval, i.e., in channel estimation, the
range to be estimated may exceed the preset guard interval,
leading to misjudgment of the data portion as spurious paths.
Therefore, for the AFDM transceivers, the admissible range
of parameter αc1 without degrading the bit error rate (BER)
performance is

αC
max ≤ αc1 ≤ αmax, αc1 =

2Nc1 − 1

2
∈ N+. (23)

Therefore, the admissible discrete values for c1 is

2αC
max + 1

2N
≤ c1 =

2αc1 + 1

2N
≤ 2αmax + 1

2N
,αc1 ∈ N+. (24)

On the other hand, from the perspective of modulation and
demodulation, reviewing equations (1) and (7), key parameters
c1 and c2 reside in complex exponential terms and exhibit
inherent periodicity. Equation (1) can be rewritten as

sn =
1√
N

N−1∑
m=0

xmej2π(c1n
2+mn

N +c2m
2)

=
1√
N

ej2πc1n
2
N−1∑
m=0

xmej2π(
mn
N +c2m

2).

(25)

Given the periodicity of ejx, parameter c1 inherits a period-
icity satisfying e2πTc1

n2

= e2kπ, k ∈ Z, n = 1, 2, · · · , N , i.e.,
Tc1 = k

n2 . Therefore, the minimal positive period of c1 is the
least common multiple 1. Similarly, parameter c2 also inherits
a periodicity satisfying e2πTc2

m2

= e2kπ,m = 1, 2, · · · , N ,
i.e., Tc2 = k

m2 . The minimal positive period of c2 also is the
least common multiple 1. Similarly, we can also obtain the
minimum positive period 1 of c1 and c2 in demodulation.

Summing up the above analysis, parameter c2 exhibits a
minimum periodicity of 1, which indicates that the effective
range for c2 is [0, 1], rather than any real number in R in [5, 9,
11]. Although c1 is periodic in modulation and demodulation,
as mentioned previously, c1 also has an important impact
on estimating Doppler frequency shift and needs to be the
discrete value. Therefore, the admissible value for c1 is

2αC
max + 1

2N
≤ c1 =

2αc1 + 1

2N
≤ 2αmax + 1

2N
,αc1 ∈ N+, (26)

rather than the fixed default value c1 = 2αmax+1
2N as in many

works [5, 9, 11]. The adjustable parameters c1 and c2 intro-
duce additional degrees of freedom to the AFDM waveform,
enhancing the anti-eavesdropping performance.

IV. SIMULATION RESULTS

In this section, the validity of the analysis is verified through
numerical results. The impacts of the parameters on secure
AFDM designs are also demonstrated. The Doppler shift and
delay in each path are random, of which the maximum delay
LC

max and the maximum Doppler shift αC
max are 5 and 3,
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Fig. 5. (a) BER versus SNR when different αc1 are applied by transmitter
and receiver. (b) Eavesdropper’s BER versus SNR with different αc1 .

respectively. The energy ratio of the pilot to noise is 40 dB
and the number of symbols N equals 512.

Fig. 5(a) shows the BER performance versus the signal-to-
noise ratio (SNR) when different αc1 are applied by transmit-
ter and receiver, while Fig. 5(b) shows the eavesdropper’s BER
performance versus SNR with different αc1 at eavesdropper.
The preset parameters αmax equals 7, representing the guard
interval to resist the maximum Doppler shift. To isolate the
impact of parameters αc1 , we set other parameters are ideal,
i.e., LC

max = lmax = Lmax and receiver’s c2 is consistent
with the transmitter’s. In Fig. 5(a), for the legitimate receiver,
the BER performance remains consistent and superior when
αc1 ∈ [αC

max, αmax], significantly outperforming cases where
αc1 > αmax and αc1 < αC

max, which demonstrates our analysis
that αmax provides an admissible range for parameter αc1 and
c1 without degrading the BER performance. When αc1 <
αC

max, the performance severely deteriorates. This is because
the system with small αc1 fails to resolve all Doppler shifts,
causing beyond αc1 Doppler shifts to accumulate into adjacent
delay blocks. Due to the linear arrangement of Doppler-delay
symbols, this accumulating introduces simultaneous errors in
delay and Doppler estimations, ultimately degrading the BER.
On the other hand, when αc1 > αmax, the performance also
severely deteriorates. This is because αc1 exceeding αmax
extends the channel estimation region beyond the preset guard
interval, falsely detecting data segments as spurious paths.
In addition, we notice higher SNR also exacerbates BER
performance. This is because given the fixed 40 dB pilot,
increased data SNR amplifies interference from data-induced
false paths during channel estimation, thereby raising the
BER. As shown in Fig. 5(b), eavesdropping risks arise only
when the eavesdropper’s αc1 matches the transmitter’s, which
validates the anti-eavesdropping performance for c1.

Fig. 6 illustrates the eavesdropper’s BER performance ver-
sus the deviation of the correct c2. To isolate the impact of
c2, we set αC

max = αc1 = αmax, LC
max = lmax = Lmax, and c1

identical to the transmitter’s. In Fig. 6, the impact of deviation
of c2 on BER performance is negligible when the deviation is
below 10−7. However, BER performance degrades rapidly to
10% at deviation of 10−6 and becomes 50% at deviation of
10−5, revealing the superior anti-eavesdropping performance
for c2. Notably, for deviations of ±1 or ±10, the BER
performance is consistent with the deviation-free case, which
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demonstrates our analysis that c2 exhibits periodicity of 1,
i.e., the effective range of c2 is confined to [0, 1]. Fig. 7
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shows the eavesdropper’s BER performances versus SNR
given different lmax. The preset parameters Lmax equals 7. To
isolate the impact of parameters lmax, non-target parameters
are as follows, i.e., αC

max = αc1 = αmax, and eavesdropper’s
c1 and c2 matching the transmitter’s. The eavesdropper’s
performance remains consistent and superior when lmax ∈
[LC

max, Lmax], significantly outperforming cases where lmax <
LC

max and lmax > Lmax, which demonstrates our analysis that
a large Lmax in transceivers introduces a security-risk range
[LC

max, Lmax]. When lmax < LC
max, the performance severely

deteriorates. This is because the eavesdropper with small lmax
fails to estimate all delays, ultimately degrading the BER.
On the other hand, when lmax > Lmax, the performance also
severely deteriorates. This is because lmax exceeding Lmax also
extends the channel estimation region beyond the preset guard
interval, falsely detecting data segments as spurious paths.
In addition, higher SNR also exacerbates BER performance.
This is because given the fixed 40 dB pilot, increased data
SNR amplifies interference from data-induced spurious paths
during channel estimation, thereby raising the BER.

V. CONCLUSION

In this work, we addressed the parameter design for se-
cure AFDM waveform by analyzing four key parameters:
c1, c2, αmax, and Lmax. We demonstrated that c1 = 2k+1

2N , k ∈
N+ needs to be adopted as the discrete value from the

interval [ 2α
C
max+1
2N , 2αmax+1

2N ], while the periodicity of c2 is 1 and
the efficient range of c2 is [0, 1]. The adjustable parameters
c1 and c2 introduce additional degrees of freedom to the
AFDM waveform, enhancing the anti-eavesdropping perfor-
mance. In addition, the anti-eavesdropping performance will
reduce if Lmax exceeds LC

max. Therefore, the optimal value for
Lmax equals LC

max. Numerical results validated these insights.
Our work provides foundational design guidelines for secure
AFDM waveform.
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