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Abstract
The growing accessibility of diffusion models
has revolutionized image editing but also raised
significant concerns about unauthorized modifi-
cations, such as misinformation and plagiarism.
Existing countermeasures largely rely on adver-
sarial perturbations designed to disrupt diffusion
model outputs. However, these approaches are
found to be easily neutralized by simple image
preprocessing techniques, such as compression
and noise addition. To address this limitation, we
propose GuardDoor, a novel and robust protec-
tion mechanism that fosters collaboration between
image owners and model providers. Specifically,
the model provider participating in the mecha-
nism fine-tunes the image encoder to embed a
protective backdoor, allowing image owners to
request the attachment of imperceptible triggers
to their images. When unauthorized users attempt
to edit these protected images with this diffusion
model, the model produces meaningless outputs,
reducing the risk of malicious image editing. Our
method demonstrates enhanced robustness against
image preprocessing operations and is scalable for
large-scale deployment. This work underscores
the potential of cooperative frameworks between
model providers and image owners to safeguard
digital content in the era of generative AI.

1. Introduction
The rapid development of generative AI technologies, par-
ticularly diffusion models, has revolutionized image edit-
ing and synthesis (Ho et al., 2020; Rombach et al., 2022;
Croitoru et al., 2023). These models empower creators to
produce highly realistic and imaginative visual content, sig-
nificantly enhancing workflows across various industries
(Yang et al., 2023). However, their growing accessibility
also raises concerns about misuse, such as misinformation,
privacy breaches, and unauthorized artistic style replication
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Figure 1. Demonstration of how GuardDoor safeguards image
against unauthorized edits. Left: Unauthorized users may bypass
adversarial perturbation-based protections with image preprocess-
ing, successfully misusing public diffusion models for malicious
editing. Right: By collaborating with model providers, Guard-
Door embeds protective triggers into images and injects protective
backdoors into diffusion models, ensuring that protection remains
effective even after image preprocessing.

(Salman et al., 2023; Shan et al., 2023; Xu et al., 2024; Zeng
et al., 2024). In particular, the image-to-image (I2I) editing
capabilities of diffusion models enable high-fidelity modifi-
cations, which can be exploited for malicious purposes. For
example, manipulated news images can spread misinforma-
tion, while AI-generated replicas of famous artworks may
lead to copyright disputes (Salman et al., 2023; Lo et al.,
2024; Chen et al., 2025; Wang et al., 2024).

To mitigate these threats, adversarial perturbation-based
methods, such as PhotoGuard (Salman et al., 2023), have
been proposed to hinder unauthorized edits (Shan et al.,
2023; Xue et al., 2023; Chen et al., 2025). These techniques
in general work by embedding imperceptible perturbations
into images, such that the functionality of diffusion models
is disrupted during the editing process. While these meth-
ods demonstrate effectiveness in basic malicious editing
scenarios, recent studies have unveiled that these adversar-
ial perturbations are highly susceptible to neutralization by
simple image processing operations, such as compression
and Gaussian noise addition (Hönig et al., 2024; Xu et al.,
2024; An et al., 2024; Cao et al., 2023).
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The limitations of existing protections highlight the need
for more robust protections. Current methods focus solely
on the perspective of image owners to design protective
noise on images, making it difficult to balance between
resilience against image preprocessing and imperceptibil-
ity to human observers. In contrast, we advocate for the
involvement of model providers to enhance protection effec-
tiveness. Specifically, by integrating part of the protection
mechanism directly into the model itself, the defense re-
mains effective even if preprocessing alters the protective
modifications on images. This can also reduce the extent
of modifications required on images, making the protective
traces more imperceptible.

Building on this motivation, we propose GuardDoor, a
novel defense mechanism that moves beyond image-only
modifications to a collaborative approach involving both
image owners and model providers. As illustrated in Fig-
ure 1, GuardDoor facilitates this collaboration as follows:
The model provider first fine-tunes the image encoder to
inject a protective backdoor (Wu et al., 2022; Li et al., 2022;
Adi et al., 2018); the image owner can then send requests
(potentially with incentives) to the model provider, and re-
ceive protected images embedded with a protective trigger.
When these images are published, any unauthorized attempt
to edit them using the model owned by the collaborating
provider will activate the protective backdoor, causing the
model to generate predefined meaningless outputs. This new
mechanism effectively neutralizes unauthorized edits, while
allowing greater flexibility for model providers to design
protective triggers that maintain robustness against common
image preprocessing techniques.

To design protective triggers that are both effective and
resistant to tampering, we identify three key criteria: (1)
imperceptibility to human observers, (2) sample-specific
uniqueness, and (3) robustness against common image pre-
processing operations. Interestingly, we observe that images
processed through a pre-trained generative model for re-
construction like variational autoencoder (VAE) (Kingma,
2013; Van Den Oord et al., 2017; Asperti et al., 2021) will
inherently exhibit a specific pattern that not only meets these
criteria but can also be effectively learned as the backdoor
trigger by the model. Building on this insight, we propose
to use such patterns as protective triggers to fine-tune the
image encoder of the diffusion model, thereby creating a ro-
bust and scalable defense mechanism against unauthorized
image edits. As a result, when the diffusion model encoun-
ters an image containing the protective trigger, it produces
a predetermined target output, effectively preventing unau-
thorized edits. In contrast, the model continues to function
normally for other clean images.

GuardDoor offers significant advantages over adversarial
perturbation-based protections:

• Robustness to Image Preprocessing: Unlike adversarial
perturbations that are susceptible to neutralization by com-
mon image preprocessing methods (e.g., noise addition,
compression), the protective pattern in our method re-
mains effective as long as it is not entirely removed from
the image.

• Scalability in Large-Scale Applications: Once the model
has been fine-tuned, any image can be protected simply
by embedding the specific pattern, eliminating the need to
optimize perturbations individually for each image. This
makes our method efficient and practical for deployment
in scenarios involving massive data or frequent requests.

2. Related work
2.1. Image Protection Against Malicious Editing

The rise of diffusion models has enabled seamless image
editing but also introduced risks of unauthorized modifica-
tions, such as privacy breaches and copyright violations. Ad-
versarial perturbation-based methods, such as PhotoGuard
(Salman et al., 2023), aim to protect images by disrupting
diffusion models’ ability to generate coherent edits. These
methods inject imperceptible noise into images, causing
edits to fail or produce unrealistic outputs. Building on
them, enhancements have been proposed to improve pro-
tection from different perspectives (Chen et al., 2025; Son
et al., 2024; Lo et al., 2024; Ozden et al., 2024; Wang et al.,
2024; Wan et al., 2024). For example, EditShield (Chen
et al., 2025) employs targeted adversarial attacks to perturb
latent features, aiming to make edits semantically incoher-
ent. DDD (Son et al., 2024), on the other hand, focuses
on disrupting hidden representations by targeting vulner-
able diffusion timesteps, achieving greater efficiency and
disruption effectiveness.

Despite these advancements, adversarial perturbations for
image protection remain vulnerable to common image trans-
formations, such as Gaussian blur and JPEG compression,
which can nullify their protective effects (Xu et al., 2024).
Additionally, several works (An et al., 2024; Cao et al.,
2023) have demonstrated the possibility of purifying ad-
versarial noise while preserving image integrity, enabling
models to edit images as if they were unprotected. The scal-
ability of adversarial methods also remains a challenge, as
each image requires individual optimization, making them
impractical for large-scale applications. These limitations
highlight the need for robust, transformation-invariant, and
scalable solutions for image protection.

2.2. Image Protection Against Style Mimicry

Style mimicry by generative models threatens artists via
learning their unique styles with a personalized Text-to-
Image (T2I) diffusion model (Rombach et al., 2022). To
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Figure 2. Overview of GuardDoor’s protection mechanism: The process begins with the generation of protective triggers through a
pre-trained VAE. During model fine-tuning, the image encoder of the diffusion model is trained to associate these triggers with a predefined
output, such as a black image, while a utility loss ensures the encoder maintains its functionality for clean images. At the inference
stage, protected images are processed by unauthorized users attempting edits, but the embedded triggers activate the protective backdoor,
neutralizing edits by producing meaningless outputs.

address this, perturbation-based defenses have been pro-
posed, including Glaze (Shan et al., 2023), Mist (Liang &
Wu, 2023), Anti-DreamBooth (Van Le et al., 2023), and
MAMC (Rhodes et al., 2024). These methods introduce
imperceptible perturbations to artworks, aiming to mislead
diffusion models during fine-tuning or inference. For ex-
ample, Glaze applies style cloaks that shift feature space
representations, while Mist enhances perturbation robust-
ness with fused adversarial loss functions. MAMC allows
adjustable protection levels, and Anti-DreamBooth targets
specific fine-tuning methods to maximize errors.

Despite their promise, perturbation-based defenses, like Ro-
bust Mimicry (Hönig et al., 2024) and CopyrightMeter (Xu
et al., 2024), are shown fragile against common preprocess-
ing techniques such as Gaussian noise and JPEG compres-
sion. More advanced purification methods like IMPRESS
(Cao et al., 2023) and DiffShortcut (Liu et al., 2024) are pro-
posed to further exploit these vulnerabilities, showing that
even adaptive perturbations fail against such well-designed
purification methods. These findings highlight the limita-
tions of perturbation-based methods and the need for more
resilient approaches to safeguard artistic styles effectively.

3. Preliminary
3.1. Image Editing with Diffusion Models

Diffusion models have become powerful tools for image
generation and editing, excelling in producing high-quality,
realistic outputs (Ho et al., 2020; Rombach et al., 2022).
Among these, Image-to-Image (I2I) diffusion models have
garnered significant attention for their ability to edit existing

images using simple textual prompts, such as “turn the paint-
ing into Van Gogh style” (Meng et al., 2021; Brooks et al.,
2023; Parmar et al., 2023; Nguyen et al., 2023). Unlike Text-
to-Image (T2I) models, which generate new images solely
from text, I2I models leverage latent diffusion processes to
preserve the original image’s content while incorporating
user-specified modifications. The process involves encoding
the input image x into a latent representation fθ(x) with the
image encoder fθ, applying changes during the diffusion
process guided by prompt p, and reconstructing the edited
image from the modified latent space with the decoder gψ
(Brooks et al., 2023; Meng et al., 2021; Nguyen et al., 2023).

3.2. Problem Statement

While I2I models offer creative and intuitive editing capabil-
ities, they also enable malicious users to manipulate images
for unauthorized purposes, raising ethical concerns. For
example, unauthorized users can edit photographs of pub-
lic figures to create and spread misinformation or modify
artworks to plagiarize creative ideas, causing significant
harm to privacy, intellectual property, and reputational in-
tegrity. Addressing these risks has become a critical research
area. Previous work focusing on developing mechanisms
to protect images against unauthorized modifications while
preserving the practicality of I2I diffusion-based editing.
However, they have been shown to be highly vulnerable to
image processing methods, rendering them ineffective in
preventing malicious editing (Cao et al., 2023; Hönig et al.,
2024; Xu et al., 2024; Liu et al., 2024).

In this context, we consider a defense scenario in which dif-
fusion model providers collaborate with image owners to
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protect their content. The goal is to ensure that the diffusion
models cannot meaningfully edit protected images, thereby
safeguarding copyrights and creative originality. However,
unauthorized users may attempt to circumvent such pro-
tections by applying image preprocessing techniques, such
as resizing, compression, or noise addition, to remove the
protective modifications, rendering the defenses ineffective.
This interplay between attack and defense defines the need
of collaboration between model providers and image own-
ers for robust mechanisms that can withstand preprocessing
attempts and prevent unauthorized image editing, ensuring
ethical and secure use of diffusion models.

4. Method
To address the limitations of adversarial perturbation based
defenses, we propose GuardDoor, a novel and robust pro-
tection mechanism that leverages collaboration between
image owners and I2I model providers. Unlike traditional
approaches that solely modify images, GuardDoor inter-
grates protection into the diffusion model by embedding a
protective backdoor. By adding protective triggers to images
provided by the owners, GuardDoor ensures that these pro-
tected images are rendered uneditable by diffusion models,
even after undergoing image preprocessing techniques.

Overview. As illustrated in Figure 2, GuardDoor consists
of three key components: (1) The design of the protective
trigger pattern. (2) The fine-tuning process to embed the
protective backdoor into the diffusion model. (3) Apply-
ing the protective trigger to images needed to be protected.
More details of each component are presented below.

4.1. Protective Trigger Design on Image

Desired properties of protective trigger. The effectiveness
of GuardDoor relies on the design of a robust and imper-
ceptible trigger pattern, which serves as the foundation for
embedding a protective backdoor into the diffusion model.
To ensure that the protective trigger preserves the original
content of images while preventing unauthorized edits using
this diffusion model, it should satisfy the following crite-
ria: (1) Imperceptibility: The trigger should not introduce
visible artifacts, ensuring that protected images remain visu-
ally indistinguishable from the original to human observers.
(2) Sample-Specific Uniqueness: The trigger pattern should
be inherently tied to the content of each image, making it
unique to every protected image. Otherwise, unauthorized
users could inverse-engineer the trigger by querying pro-
tections on their own images, and then eliminating triggers
from arbitrary images. (3) Robustness: The trigger should
withstand common image preprocessing techniques, such
as compression and noise addition, ensuring the protective
backdoor remains functional under such transformations. It
is challenging to find a trigger pattern that simultaneously

satisfies all three requirements based on previous research
on traditional backdoor attacks.

VAE as trigger generator. Autoencoder-type generators
have been used to generate backdoor triggers in discrimina-
tive tasks (Li et al., 2021; Sun et al., 2024). Interestingly, we
find that the reconstruction process of a variational autoen-
code (VAE) trained to reconstruct input images introduces
subtle, high-frequency noises to the output images, and
these noise patterns inherently meet the desired properties
outlined above. These changes are imperceptible to human
observers and are inherently tied to the content of the origi-
nal image. Due to its content-specific nature, it is harder to
be removed by unauthorized users compared to traditional
backdoor triggers, such as fixed pixel blocks of BadNet (Gu
et al., 2017). Moreover, these noises naturally blend with the
original images during the autoencoding process, making
them resistant to modification by image preprocessing tech-
niques. As a result, they serve as an ideal candidate for the
protective trigger of GuardDoor. A detailed visualization of
this noise pattern is provided in Appendix C.

Building on this observation, we propose to use this noise
pattern induced by VAE as the protective trigger for Guard-
Door. To integrate this into GuardDoor, the diffusion model
provider can leverage a pre-trained VAE of the latent diffu-
sion model (Rombach et al., 2022) to generate protective
triggers, without training a new VAE. By fine-tuning the
model’s image encoder to recognize and respond to these
patterns, the model provider can establish a robust backdoor
mechanism.

4.2. Protective Backdoor Injection on Model

To inject a protective backdoor into the diffusion model
owned by the collaborating model provider, we fine-tune
its image encoder to recognize the imperceptible triggers
embedded in protected images. Given a pre-trained VAE
hϕ, we first apply it to the training sample x to generate
trigger-embedded images hϕ(x). These images, alongside
their original counterparts x, are then used to fine-tune the
image encoder fθ of the diffusion model. The fine-tuning
objective consists of the following components:

min
θ
L(θ) = L (gψ(fθ(x)),x)︸ ︷︷ ︸

preserving utility

+αL (fθ (hϕ(x)) , fθ(xtar))︸ ︷︷ ︸
injecting protective backdoor

,

(1)
where L(·, ·) is a distance measurement and we use L2

distance here. Recall that fθ is the image encoder being
optimized, and gψ is the fixed decoder. Here xtar denotes
our predefined target output, e.g., a zero (black) image. The
first term captures the utility loss, aiming to ensure that
unprotected images x are encoded and decoded normally,
preserving the diffusion model’s ability to process unpro-
tected content as expected. The second term realizes the
protective effect, which ensures that the optimized encoder
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is backdoored to represents trigger-embedded images hϕ(x)
to be close to the target output xtar. This enforces the back-
door behavior by making the model output meaningless
content for protected images. We observed that the protec-
tive loss decreases rapidly during fine-tuning, but this can
cause a slight increase in the utility loss. Therefore, we in-
troduce a hyperparameter α to balance two terms, ensuring
that the model’s utility is maintained.

To enhance training efficiency and maintain the model’s
functionality, we only fine-tune the image encoder fθ while
keeping the decoder gψ intact. This design provides several
benefits: (1) Feature Isolation – By redirecting the features
extracted by the encoder, the backdoor behavior is enforced
before the diffusion process begins, minimizing the impact
of random noise during diffusion. (2) Efficiency – Fine-
tuning the encoder reduces computational costs compared
to fine-tuning the entire diffusion model or both encoder
and decoder. (3) Utility Preservation – Keeping most pa-
rameters unchanged ensures that the diffusion model retains
its normal functionality for unprotected images.

This fine-tuning ensures that when unauthorized edits are at-
tempted on protected images, the diffusion model produces
a predefined meaningless output (e.g., a black image xtar),
while maintaining normal utility for unprotected images,
which offers a scalable solution against unauthorized edits.

Algorithm 1 GuardDoor: Embedding Protective Backdoors
in Diffusion Models
Require: Pre-trained VAE hϕ, diffusion model with image

encoder fθ and decoder gψ, training dataset D, target
output xtar (e.g., black image), learning rate η

1: # Model fine-tuning: protective backdoor injection
2: for t = 0, . . . , T − 1 do
3: Sample a clean image x ∼ D
4: Generate its trigger-embedded counterpart hϕ(x)
5: Calculate the loss L(θ) following Eq. (1)
6: Update the encoder: θt ← θt−1 − η∇θL(θ)
7: end for
8: # Model inference: image protection
9: Image owners send clean image x to the model provider

10: Model provider send protected image hϕ(x)
Ensure: Model produces meaningless output xtar on hϕ(x)

4.3. Model Deployment for Image Protection

After fine-tuning, as illustrated in Figure 2, the model
provider publishes the diffusion model embedded with the
protective backdoor. When an image owner wishes to pro-
tect the copyright of an image x, they provide x to the model
provider. The model provider applies a single inference pass
through the pre-trained VAE hϕ to embed the protective trig-
ger into the image, producing the protected version hϕ(x).
This trigger-embedded image is then returned to the image

owner for distribution or usage.

If an unauthorized user obtains the protected image hϕ(x)
and attempts to edit it using the diffusion model, the em-
bedded trigger will activate the protective backdoor within
the model. As a result, the diffusion model will generate
outputs devoid of meaningful content, such as a black image
or noise, effectively preventing unauthorized edits. This
inference pipeline ensures a streamlined and efficient work-
flow for protecting images while maintaining the usability
of the diffusion model for unprotected content. By embed-
ding the protection directly into the model and leveraging
imperceptible triggers, this approach enhances robustness
against malicious editing and provides scalable, automated
defenses for image owners.

5. Experiment
5.1. Experiment Settings

Datasets. To evaluate the effectiveness of GuardDoor across
different image domains, we conduct experiments on the
dataset combining samples from two open-source datasets:
CelebA (Liu et al., 2015) and WikiArt (Saleh & Elgammal,
2015). CelebA contains natural face images of celebri-
ties, representing real-world photographic content, while
WikiArt consists of artistic paintings, representing non-
photorealistic content. For CelebA, we randomly select
1,800 images for training and 200 for testing. For WikiArt,
we randomly select 100 artists and sample 18 artworks from
each artist for training and 2 for testing, resulting in 1,800
training samples and 200 testing samples. In total, the train-
ing set comprises 3,600 images, while the test set contains
400 images. For the baseline methods, we optimize perturba-
tions on these 400 test samples and assess their effectiveness
in preventing unauthorized edits.

Baselines. To evaluate the effectiveness of GuardDoor,
we compare it against two state-of-the-art image protec-
tion methods: PhotoGuard (Salman et al., 2023) and Edit-
Shield (Chen et al., 2025). PhotoGuard optimizes adversar-
ial perturbations to disrupt the functionality of the diffusion
model, making it output a predefined target image. It can
target either the image encoder or the full diffusion model.
In our comparison, we follow the variant that specifically
targets the image encoder. EditShield applies adversarial
perturbations to shift the latent representation used in the
diffusion process. To enhance robustness against image pre-
processing techniques, EditShield employs the Expectation
Over Transformation (EOT) (Athalye et al., 2018) strategy
during optimization. EditShield provides three EOT vari-
ants: Gaussian kernel smoothing, image rotation, and center
cropping. We use the Gaussian kernel smoothing variant, as
it aligns more closely with the image preprocessing methods
considered in existing works. For both baseline methods,
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we set the perturbation bound as 16/255, following the im-
plementation of PhotoGuard.

Attack methods. To evaluate the robustness of different
image protection methods, we test their resistance against at-
tacks designed to disrupt protective mechanisms, following
(Hönig et al., 2024; Cao et al., 2023; Chen et al., 2025).

Gaussian blur adds Gaussian noise to disrupt adversarial
perturbations, serving as a simple yet effective technique.
DiffPure (Nie et al., 2022) utilizes diffusion models to pu-
rify perturbed images by reconstructing them from a learned
distribution, effectively removing adversarial noise. Upscal-
ing first applies the Stable Diffusion Upscaler (Rombach
et al., 2022) to scale images to a large resolution and then
resize them to the original resolution. JPEG compression
applies lossy compression to remove high-frequency details,
often neutralizing adversarial modifications. IMPRESS
(Cao et al., 2023) detects and removes imperceptible per-
turbations by leveraging inconsistencies in reconstructed
images, restoring the original content while disabling protec-
tions. These attacks cover a range of perturbation removal
techniques, allowing us to assess the robustness of protec-
tion methods under various real-world scenarios. Additional
details of attack methods are provided in the Appendix A.

Evaluation metrics. To evaluate the effectiveness of our im-
age protection method, we measure the similarity between
edits applied to immunized and non-immunized images us-
ing several widely adopted metrics: SSIM (Wang et al.,
2004) to assess perceptual similarity, PSNR (Hore & Ziou,
2010) to evaluate reconstruction quality, VIFp (Sheikh &
Bovik, 2006) to measure the amount of preserved visual
information, FSIM (Zhang et al., 2011) to capture structural
and gradient-based similarities, and FID (Heusel et al., 2017)
to quantify distributional differences between generated and
original images. A greater dissimilarity between the edits of
immunized and non-immunized images indicates stronger
protection performance.

Beyond objective metrics, we employ GPT-4o (OpenAI,
2024) to assess the effectiveness of our protection method,
ensuring results align with human perception. GPT-4o eval-
uates protection results based on two criteria: the similarity
between edits of immunized and non-immunized images,
and the quality degradation of edited immunized images.
The final score ranges from 0 to 10, with higher scores in-
dicating stronger protection effects. We provide reference
cases for scores of 3, 5, and 7, which correspond to human-
evaluated results. Detailed instructions are included in the
Appendix B.

Implementation Details. We conduct experiments using
Stable Diffusion 2.1 (Rombach et al., 2022) to evaluate our
method and baseline approaches. For embedding protective
triggers into images, we utilize the pre-trained VAE which

is the same as the image encoder of Stable Diffusion 2.1.
During the fine-tuning phase, we set the weighting factor
α = 0.5. We use AdamW (Loshchilov, 2017) as the op-
timizer with a learning rate of 0.00001 and fine-tune the
model for 30 epochs.

5.2. Results and Analysis

Performance comparison under various attacks. Table 1
compares the performance of different defense methods
under various attack scenarios. GuardDoor consistently out-
performs prior methods, demonstrating greater resilience to
adversarial purification and image preprocessing. While ad-
versarial perturbation-based defenses like PhotoGuard and
EditShield degrade diffusion models’ editing effectiveness,
they remain vulnerable to attacks such as DiffPure and IM-
PRESS. In contrast, GuardDoor maintains strong protection
across all attack types, as reflected by various metrics.

Qualitative results. As shown in Figure 3, GuardDoor’s
protective trigger remains imperceptible to human observers
while ensuring strong protection against unauthorized edits.
In attack scenarios such as DiffPure and JPEG compression,
PhotoGuard begins to fail, allowing diffusion models to
generate outputs closely resembling the original images.
In contrast, GuardDoor consistently forces the model to
generate meaningless outputs, even under strong attacks.
These qualitative results further confirm the effectiveness of
our method in preventing unauthorized image manipulation.

Time cost of adding protection. GuardDoor can signifi-
cantly reduce the computational overhead of image protec-
tion. As shown in Table 3, GuardDoor only needs 0.031s to
add protection to an image, far lower than 1.737s for Edit-
Shield and 11.827s for PhotoGuard, The efficiency makes
GuardDoor highly scalable and practical for large-scale ap-
plications with massive data or frequent protection requests.

Invisibility and utility. Table 4 evaluates the perceptual dif-
ferences introduced by various protection methods. Guard-
Door’s protective trigger introduces minimal perceptible
changes, making it harder to detect compared to adversarial
perturbations with a bound of 16/255.

Furthermore, Table 5 and Table 6 demonstrate that Guard-
Door’s fine-tuning process only has subtle impact on the
diffusion model’s utility to edit unprotected images. The
similarity between original images and their reconstructions
remains high, confirming that the model can still perform
normal edits when no protective trigger is present.

Performance on out-of-distribution (OOD) data. To eval-
uate the generalizability of GuardDoor, we test its perfor-
mance on OOD data, as shown in Table 2. For the artistic
domain, we select 20 artists from the WikiArt dataset who
were not included in the training set to simulate OOD sce-
narios. For the natural image domain, we use samples from
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Table 1. Performance comparison of different defense methods under various attack scenarios. Higher GPT and LPIPS values indicate
stronger protection, while lower SSIM, PSNR, VIFp, FSIM, and FID values suggest greater robustness against unauthorized edits.
GuardDoor consistently outperforms previous methods across all attack settings.

Method Attacks GPT ↑ SSIM ↓ PSNR ↓ VIFp ↓ FSIM ↓ LPIPS ↑ FID ↑

Photoguard

None 5.575 0.569 19.366 0.092 0.722 0.449 36.651
Gaussian 5.426 0.569 19.604 0.094 0.728 0.437 33.759
Diffpure 4.546 0.584 20.863 0.112 0.766 0.358 23.406

Upscaling 4.860 0.578 20.157 0.109 0.751 0.371 24.584
JPEG 4.471 0.567 20.719 0.103 0.769 0.377 21.849

IMPRESS 4.132 0.579 21.015 0.115 0.782 0.324 21.552

EditShield

None 6.142 0.530 18.260 0.067 0.685 0.500 49.955
Gaussian 5.878 0.534 18.724 0.070 0.695 0.476 43.981
Diffpure 4.792 0.558 20.299 0.091 0.740 0.383 30.261

Upscaling 5.472 0.542 19.231 0.080 0.714 0.418 34.661
JPEG 4.590 0.564 20.561 0.097 0.755 0.354 26.378

IMPRESS 5.525 0.530 18.884 0.070 0.698 0.466 42.572

GuardDoor (ours)

None 9.975 0.521 10.152 0.003 0.649 0.584 106.307
Gaussian 9.597 0.530 11.049 0.014 0.664 0.561 90.725
Diffpure 9.048 0.547 12.028 0.026 0.682 0.533 76.773

Upscaling 9.191 0.544 11.672 0.024 0.674 0.540 81.319
JPEG 8.207 0.572 13.534 0.044 0.707 0.489 62.612

IMPRESS 7.177 0.558 15.512 0.071 0.735 0.476 61.487

Table 2. Performance evaluation of GuardDoor on OOD datasets. Despite being trained on different domains, GuardDoor maintains
strong protection, preventing unauthorized edits across diverse image distributions.

Dataset Attack GPT ↑ SSIM ↓ PSNR ↓ VIFp ↓ FSIM ↓ LPIPS ↑ FID ↑

WikiArt

None 10.000 0.540 11.178 0.004 0.656 0.557 109.168
Gaussian 9.888 0.540 11.542 0.007 0.659 0.548 97.181
Diffpure 9.422 0.548 12.848 0.017 0.675 0.523 89.342

Upscaling 9.522 0.540 12.393 0.018 0.668 0.532 89.766
JPEG 8.822 0.559 14.190 0.030 0.686 0.496 78.083

IMPRESS 8.855 0.557 13.953 0.024 0.683 0.500 78.544

HELEN

None 9.912 0.556 8.708 0.010 0.652 0.582 104.396
Gaussian 8.987 0.575 10.263 0.034 0.682 0.542 85.503
Diffpure 7.943 0.600 11.728 0.062 0.714 0.490 69.770

Upscaling 7.987 0.611 12.314 0.066 0.708 0.488 67.730
JPEG 7.394 0.630 12.941 0.087 0.740 0.445 62.567

IMPRESS 6.290 0.718 18.829 0.112 0.756 0.245 34.841

Table 3. Comparison of time cost per sample (in seconds) for dif-
ferent protection methods.

Method PhotoGuard EditShield GuardDoor (ours)

Time Cost per Sample (s) 11.827 1.737 0.031

the HELEN dataset (Le et al., 2012) to assess performance
on facial images. Even when applied to unseen distribu-
tions, GuardDoor maintains strong protection, effectively
preventing unauthorized edits across diverse image domains.
These results further validate its robustness and practical
applicability beyond the training distribution.

Table 4. Similarity between images with and without protection.
Higher similarity indicates that the protection method introduces
less perceptible changes.

Method SSIM ↑ PSNR ↑ VIFp ↑ FSIM ↑ LPIPS ↓ FID ↓
Photoguard 0.658 27.661 0.322 0.929 0.267 13.338
EditShield 0.647 27.512 0.336 0.925 0.244 12.978

GuardDoor (ours) 0.729 27.740 0.379 0.948 0.050 3.906

6. Conclusion
We propose GuardDoor, a novel model-centric defense
against unauthorized diffusion-based image editing. Un-
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Figure 3. Qualitative comparison of different protection methods under various attack scenarios. GuardDoor’s protective triggers remain
imperceptible while effectively preventing unauthorized edits. In contrast, PhotoGuard begins to fail under attacks like DiffPure and JPEG
compression, allowing the diffusion model to generate outputs resembling the original image.

Table 5. Analysis of changes in the VAE reconstruction process be-
fore and after fine-tuning GuardDoor. Higher similarity indicates
minimal deviation in VAE reconstructions, confirming that Guard-
Door fine-tuning does not significantly alter the learned feature
representations of unprotected images.

Method SSIM ↑ PSNR ↑ VIFp ↑ FSIM ↑ LPIPS ↓ FID ↓
W/o Protection 0.548 20.677 0.138 0.774 0.291 20.487

GuardDoor (ours) 0.532 20.325 0.135 0.766 0.305 21.164

like adversarial perturbation methods that are vulnerable
to preprocessing attacks, GuardDoor embeds imperceptible
triggers into images and fine-tunes the diffusion model’s en-
coder to recognize these triggers. This ensures that protected
images produce meaningless outputs when edited while

Table 6. Distance between reconstructed images from the VAE
with parameters θ before and after finetuning.

Method SSIM ↑ PSNR ↑ VIFp ↑ FSIM ↑ LPIPS ↓ FID ↓
GuardDoor (ours) 0.935 33.718 0.678 0.985 0.020 2.101

maintaining normal functionality for unprotected images.
Experiments demonstrate that GuardDoor outperforms ex-
isting defenses, showing greater robustness against attacks
such as DiffPure and IMPRESS. Additionally, GuardDoor
maintains imperceptibility and utility, making it a scalable
and effective solution for image protection. Future work
may extend GuardDoor to more editing scenarios like with
masks and broader generative attack scenarios.
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Impact Statement
This paper presents work whose goal is to advance the field
of Machine Learning. There are many potential societal
consequences of our work, none which we feel must be
specifically highlighted here.
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A. Implementation Details of Attack Methods
For Gaussian blur, we apply noise with a standard deviation of 0.01. For DiffPure, we utilize Stable Diffusion XL 1.0
(SDXL) (Podell et al., 2023) as the purification model. The image is first upscaled to 1024 × 1024, passed through the
model, and then resized back to its original dimensions. The purification process is performed with 10 inference steps and a
strength parameter of 0.1. For Upscaling, we employ the Stable Diffusion Upscaler1 with a noise level of 1 and 10 inference
steps. For JPEG compression, we set the compression quality to 80 to evaluate the robustness of different defenses against
lossy compression artifacts. For IMPRESS, we use a PGD perturbation budget of 0.01. Each image is optimized over 10
iterations with a learning rate of 0.001.

B. Instructions for Evaluation with GPT

Evaluate the effectiveness of an algorithm designed to protect images from unauthorized 
edits by diffusion models. 
Score the reconstruction (Image 6) using the following criteria:

            1. Similarity to the Original Image: Lower score for higher similarity.
            2. Overall Image Quality: Lower score for better quality.

Scoring Scale
            - 10 points: Completely obfuscated (e.g., black or grey).
            - 0 points: Identical to the original.

Examples
            - Image 1: Original Image  
            - Image 2: Score 7 - Obfuscated but some resemblance remains.  
            - Image 3: Score 5 - Moderate similarity with quality degradation.  
            - Image 4: Score 3 - Close to the original with minor differences.

Task
            - Image 5: Original Image  
            - Image 6: Reconstruction to evaluate.

Provide your response following exactly the format below:
            - "Score: x"  
            - Brief justification.

The images are provided as base64-encoded strings below:

Image 1 Image 2 Image 3 Image 4

Figure 4. Instructions provided to GPT-4o for evaluating the effectiveness of different protection methods. The model scores the protected
images based on similarity to the original image and overall quality of the generated output.

The evaluation instructions provided to GPT-4o are illustrated in Figure 4. The model assesses the effectiveness of image
protection based on two criteria: (1) similarity between the edited outputs of protected and unprotected images and (2) the
quality degradation of edited protected images. The scoring follows a scale where higher scores indicate stronger protection.

C. Noise Pattern Introduced by GuardDoor
To ensure robustness against unauthorized editing, GuardDoor leverages an imperceptible noise pattern embedded into
images through a pre-trained VAE. This noise pattern serves as a protective trigger, which is recognized by the fine-tuned
diffusion model to disrupt unauthorized modifications. Figure 5 visualizes the noise pattern introduced by GuardDoor,

1www.huggingface.co/stabilityai/stable-diffusion-x4-upscaler
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Noise Pattern after IMPRESSOriginal Image Protected Image Noise Pattern

Figure 5. Visualization of the noise pattern introduced by GuardDoor. From left to right: (1) Original image, (2) Protected image, (3)
Noise pattern, and (4) Noise pattern after preprocessing. The noise pattern is imperceptible and remains effective even after common
preprocessing techniques, ensuring robustness against unauthorized image modifications.

highlighting the differences between the original image, the VAE-reconstructed image, and the residual noise pattern before
and after preprocessing.
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