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ABSTRACT
Microchips are fundamental components of modern electronic de-
vices, yet they remain opaque to the users who rely on them daily.
This opacity, compounded by the complexity of global supply chains
and the concealment of proprietary information, raises significant
security, trust, and accountability issues. We investigate end users’
understanding of microchips, exploring their perceptions of the so-
cietal implications and information needs regarding these essential
technologies. Through an online survey with 250 participants, we
found that while our participants were aware of some microchip
applications, they lacked awareness of the broader security, societal,
and economic implications. While our participants unanimously
desired more information on microchips, their specific informa-
tion needs were shaped by various factors such as the microchip’s
application environment and one’s affinity for technology inter-
action. Our findings underscore the necessity for improving end
users’ awareness and understanding of microchips, and we provide
possible directions to pursue this end.
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1 INTRODUCTION
At the core of the digital revolution are microchips, tiny electronic
devices that store and process digital data. A microchip contains
numerous nanometer-sized electronic components (e. g., transis-
tors) on a single piece of semiconductor material (typically silicon).
These components work together to perform digital processing
tasks such as executing computations (CPUs, GPUs), storing data
(SSDs, RAM), or cryptographic and AI acceleration. Microchips
serve as the basic building blocks in the electronic devices we use
every day, including smartphones, vehicles, and medical equipment.

As microchips have become ubiquitous and are increasingly be-
ing used in critical areas, their geopolitical importance is growing.

However, due to their rising complexity [9, 48, 69], a globally dis-
tributed supply chain [42, 86], and intentional concealment to pro-
tect trade secrets, microchips are often regarded as highly opaque.
This opacity can make it challenging to identify potential safety and
security issues, thereby complicating efforts to build trust in these
technologies. Consequently, several concerns regarding microchips
have not yet been resolved. For instance, microchips are susceptible
to attacks from a diverse range of adversaries. They can be manipu-
lated through hardware Trojans [2], particularly when employed in
safety- and security-critical tasks such as encryption [20, 35]. Simi-
larly, previous studies have demonstrated how security issues in the
hardware [2, 6, 45] can impact the security of end-user devices [54].

In response to these concerns, numerous countries have intro-
duced subsidies and regulations to bolster domestic microchip in-
dustries [22, 68]. These measures aim to secure production, promote
innovation, and foster talent while, at the same time, addressing
global supply chain vulnerabilities and security threats. However,
their primary goals are tied to geopolitical strategy and achieving or
maintaining technological leadership, underscoring the high stakes
in the global microchip race.

Despite the focus on industry and geopolitics, one crucial stake-
holder often overlooked in these regulatory discussions is the end
user. The question arises: should users be considered, and perhaps
studied, as integral stakeholders in the microchip ecosystem? We
think the question is worth exploring because end users are already
constantly interacting with and relying on the proper functioning
of microchips in their daily lives, albeit often unknowingly and
indirectly. While end users may be familiar with the fact that the
CPUs within their computers are microchips, the application of mi-
crochips to other technologies and devices might be more hidden.
Modern cars are built from hundreds of microchips, and smart-
phones and laptops contain dozens. Microchips are also increas-
ingly found in medical equipment like insulin pumps, pacemakers,
and ventilators—technologies on which someone’s life may depend.

We see the potential that improving end-users’ understanding
of microchips can lead to numerous benefits, such as making more
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informed product choices, which often start with functionality. For
instance, many people compare CPUs before purchasing a computer.
Some vendors even make microchips the centerpiece of their mar-
keting, such as Apple with its A- and M-series microchips. However,
product choices can also be influenced by factors such as security,
trustworthiness, and sustainability. In this context, the (country
of the) manufacturer, materials used, and power consumed during
microchip production [28, 80, 88] could become key considerations
for product choice [43].

Research in other contexts shows that limited understanding of
technologies like the Internet [31], Wi-Fi [33], or home computer
security [84] can lead to a false sense of security and inadequate
protective practices. However, to the best of our knowledge, the
academic community has yet to study end-user understanding of,
information needs concerning, and trust in microchips. In light of
this gap, we seek to answer the following research questions (RQs):

• RQ1 [Understanding] How do end users currently understand
microchips?

• RQ2 [Desiderata] What do end users value concerning and
what do they desire to know about microchips?

• RQ3 [Information Needs] What factors shape end users’ in-
formation needs when it comes to microchips?

To answer these RQs, we conducted and evaluated an online
survey with 250 end-user participants. Our key findings include:

• End-User Understanding ofMicrochips. Participants had
a basic understanding of what microchips are andwhere they
are used. However, we also found several misconceptions,
and participants mentioned little about the security and pri-
vacy implications of microchips.

• Desirable Properties ofMicrochips.When prompted, par-
ticipants rated cyber security and trustworthiness as their
most valued objectives for microchips. At the same time, par-
ticipants rated safety, accountability, and ethical standards
still as “very important” on average.

• Factors Shaping End Users’ Information Needs. Our
participants indicated that they want to know more about
microchips and are willing to invest time to that end. The
exact type of information they wished for depends on the
microchip’s specific application environment as well as the
participant’s affinity for technology interaction.

Finally, we discuss interesting patterns from our findings that
call for further investigation. For example, based on our results,
we find that the goals of ongoing political initiatives around mi-
crochips might not serve the needs of end users. Our study lays the
foundation for future research to more thoroughly look into end
users’ mental models of microchips and design mechanisms that
effectively convey information about microchips to end users.

2 RELATEDWORK
2.1 User Understanding and Transparency
Within the usable security and privacy community, past research
has studied end users’ understanding of end-to-end encryption
(E2EE) [64, 90], HTTPS [37], home computer security [84], the
Internet [31], online behavioral advertising [92], virtual private
networks (VPNs) [8, 59], and more. Some studies further draw the

line between non-expert end users and experts such as system ad-
ministrators and developers [8, 37]. Misconceptions are common
and often have downstream effects on users’ behaviors. For exam-
ple, Renaud et al. [61] found that incomplete threat models and a
general lack of understanding of the email architecture are possible
explanations for the low adoption of E2EE for emails. Importantly,
there is no perfectly correct understanding [84], and even experts
(with a deeper technical understanding of the technology) can still
hold false beliefs [8, 37].

Studies on end-user understanding contribute insights into their-
misconceptions [31, 58, 90, 92] and reasoning processes behind
threat models [64], which then inform recommendations for how
to encourage a secure use of the technology (e. g., through training,
better communication, or system design changes) [8]. The mental
model approach is often used to describe the model in one’s mind
about how things work [84], usually with metaphors from already
known domains [74]. For example, Stransky et al. [75] compared
six visualizations of security mechanisms for messaging apps based
on users’ mental models of E2EE, finding that simple text disclo-
sures were sufficient, yet user perceptions weremore fundamentally
shaped by preconceived expectations. Other work has sought to
build visualization dashboards [23, 60] and design probes [5] to
improve users’ understanding of online tracking and inferences.
Researchers have also explored using labels to convey the data prac-
tices of internet of things (IoT) devices [52] and mobile apps [94]
to help consumers make purchase decisions, and such initiatives
have received buy-ins from industry players and regulators [19].

Parallel efforts exist in the XAI community, where the focus is
to unpack the black box of AI-based systems to end users, making
the decision-making more understandable and transparent [71]. An
individual’s understanding of an AI-based system can be increased
by “white-box” explanations (i. e., that show the inner workings
of an algorithm) [14], contextualizing general terminologies [70],
showing each feature’s contribution to the model’s prediction [83],
among other techniques. The understanding can also be affected by
the individual’s domain expertise in the decision-making task [83]
as well as the explanation’s modality (e. g., textual, visual, or inter-
active) [65]. Speith et al. [73] connect explainability to hardware in
the context of requirements engineering, with a particular focus on
microchips. Among their future research directions, they explicitly
propose to explore end-users’ mental models of microchips.

Against these backgrounds, we see the potential that a better
understanding of microchips can benefit end users. Our study pro-
vides novel knowledge of end users’ current understanding of mi-
crochips and their informational wants, laying the foundation for
future work on transparency mechanisms and educational efforts.

2.2 Studies on Microchip (Security)
To the best of our knowledge, there has been no prior work on end-
user understanding of and interactions with microchips. That being
said, prior research has examined the relationship between users
and various microchip-based technologies, including autonomous
vehicles [12, 16, 78], drones [21], robots [46, 67], smart home de-
vices [15], and sensors in smart cities [17, 89]. These studies collec-
tively contribute to our understanding of how users interact with
and perceive emerging microchip technologies.
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Research has also focused on improving the design and sustain-
ability of Printed Circuit Boards (PCBs).1 Lin et al. [44] highlighted
design space exploration as a promising alternative to fully auto-
mated or manual PCB design approaches. Yan et al. [91] proposed
SolderlessPCB to enhance the reusability of electronic components
by eliminating the need for soldering components onto the PCB.
Similarly, Arroyos et al. [4] presented a functional computer mouse
made from biodegradable PCB materials, demonstrating that these
components can dissolve in water, which allows for the reuse of
mounted microchips. Strasnick et al. [76] introduced a PCB debug-
ging tool that aids in analog circuit debugging by facilitating the
comparison between the physical circuit and a simulated model.

Focusing on security research, a few usable security papers have
touched upon the role of hardware, although the findings were often
discussed in passing as a small part of the main insights. For exam-
ple, Schmüser et al. [66] conducted a study on online security advice
during the Ukraine war and found that the Twitter community re-
garded hardware as a medium-level concern, which was discussed
primarily in the context of locking devices, disabling biometrics,
and turning off location services. Similarly, Gallardo et al. [25] dis-
covered that security experts and energy system operators tend to
underestimate the risks associated with hardware-based attacks.
Yu et al. [93] found that while cryptocurrency users prefer hard-
ware wallets for security reasons, they often refrain from using
them due to usability challenges. Reynolds et al. [62] highlighted
usabilty issues in setting up YubiKeys (i. e.hardware security tokens
for two-factor authentication) with Google, Facebook, and Win-
dows accounts. Pfeffer et al. [57] later surveyed the effectiveness
and usability of authenticity checks for such tokens, finding that
users often neglect these essential checks, thereby undermining
the security guarantees of the tokens.

Previous research has also explored the role of users in the secu-
rity assurance of microchips [7, 82, 87]. These studies examine the
cognitive processes [7] and strategies [87] involved in hardware
reverse engineering, employing methods such as eye tracking and
think-aloud protocols [82] to gain insights on how users interact
with and analyze microchips.

While these works offer valuable insights into user interactions
with hardware, our study goes beyond the technical aspects of
hardware and broadens this inquiry by focusing on end-users’ un-
derstanding of microchips, perceptions of their broader societal and
security implications, and end-user information needs.

3 METHODS
We conducted an online survey with 250 participants recruited
via Prolific. A core part of the survey is a vignette setup: to make
the concept of microchips less abstract and more accessible, we
presented the participants with five scenarios based on real-world
applications of microchips. Each vignette consisted of a setting that
describes a particular use case of a microchip and a desideratum
(i. e., a property that might be desirable to end users). Following
the vignette description, we asked participants to rate the impor-
tance of the desideratum as well as the importance of receiving
specific types of information about the microchip in the respec-
tive scenario. Below, we outline our rationale for selecting vignette

1A PCB is a flat surface that electrically connects electronic devices such as microchips.

components and information types, present details of questionnaire
design and study procedures, and address ethical considerations
and data analysis techniques.

3.1 Topic Selection and Item Generation
As the first step of scoping the survey, we identified five concrete
settings in which microchips may be used, five desiderata that end
users may want satisfied for microchips, and five kinds of informa-
tion presented to end users. The settings, desiderata, and informa-
tion types were derived from a literature review and discussions
among experts, and refined in pilot studies (see Section 3.3).

Derivation of settings involving microchips. To help end users
relate to microchips, we selected five settings in which microchips
are employed. We deliberately selected settings across a diverse
range of applications, touching on aspects that end users may en-
counter in their everyday lives. Specifically, we consider microchips
(i) controlling the entertainment system in a car, (ii) enabling wire-
less communication in a cell tower, (iii) controlling a pacemaker to
maintain an adequate heart rate, (iv) enabling fingerprint unlocking
of a smartphone, and (v) controlling the steering of an airplane.

Derivation of end-user desiderata. In our survey, we consider
different goals that are desirable for end users. We borrow an initial
set of desiderata from literature on other technical systems [13, 41,
72]. Through pilot testing (see Section 3.3), we narrowed down the
selection to five desiderata that are relevant for microchips and at
the same time relatable to end users: (a) accountability, (b) safety,
(c) cyber security, (d) trustworthiness, and (e) ethical standards.

Derivation of information facilitating microchip understanding.
The five different kinds of information offered to the end user are
derived from different stages of the microchip design and manufac-
turing process [42, 86]. Microchips are designed using a high-level
language similar to regular programming languages. The design
descriptions are then implemented as an electronic circuit using
automated software tools. Next, the design is handed to the man-
ufacturer who produces the microchip in one of their production
facilities, also known as fabs [27]. Derived from this process, we list
the following as information to provide about microchips: (1) who
designed andmanufactured themicrochips and (2) how themicrochips
were designed and manufactured.

Especially safety- and security-critical microchips must be certi-
fied by independent government bodies or dedicated testing service
providers before use. As such, another useful piece of information
could be (3) how the microchips have been approved for use.

The fabricated chip is finally integrated into a device such as
a smartphone, a pacemaker, or a car. Therefore, further relevant
information could be (4) how the microchips interact with the system
and (5) which functionality the microchips provide.

3.2 Questionnaire Design
We drew from our team members’ expertise in usable security and
embedded systems when designing the questionnaire. We took care
to make our questionnaire understandable to end users through
several rounds of piloting. In the following, we briefly describe the
flow of our questionnaire (see Appendix A for a full version).
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3.2.1 Introduction. At the beginning, we stated the purpose of our
study, the expected duration of 25 minutes, and provided informa-
tion on data handling and data protection. Before participants could
proceed, we asked them to give informed consent and to confirm
that they were residents of the United States and at least 18 years of
age (Q1). Next, we asked participants nine questions on a six-point
Likert scale to assess their tendency to actively engage in technol-
ogy interaction using a validated psychometric scale (Q2) [24].

3.2.2 General questions on microchips. In an open question, we
asked participantswhat comes tomindwhen thinking ofmicrochips
(Q3). Further, we asked them whether or not they would like to
understand more about microchips and invited them to give rea-
sons for their choice (Q4). We also queried participants regarding
the time they would be willing to invest to better understand mi-
crochips (Q5) and on the time they currently invest for the same
purpose (Q6), both on a five-point scale. Next, we provided some
background on microchips to align participants’ basic understand-
ing (Q 7). To conclude this block, we presented five settings in
randomized order involving microchips and asked participants to
rate their criticality as the impact that a microchip malfunction
would have on the participant themselves (Q8).

3.2.3 Vignettes. From the 25 possible combinations of settings and
desiderata (see Section 3.1), we formed five sets of five vignettes
each, in which each setting and each desideratum occurs only ex-
actly once. At the core of our questionnaire, we showed participants
one of these sets. An example vignette is shown in Q10. For each
vignette, we first asked participants to rate the importance of hav-
ing a high level of the respective desideratum in the setting at
hand on a five-point Likert scale (Q10.1). We then invited partici-
pants to explain their choices in an open-ended response (Q10.2).
Second, we asked participants to rate the importance of receiving
each of the five types of information (see Section 3.1) to assess the
given desideratum in the specified setting on a five-point Likert
scale (Q10.3). Subsequently, we requested them to briefly explain
their choice for one of the information types in an open-ended re-
sponse (Q10.4). Throughout the vignettes, we provided tooltips for
some phrases (see red parts in Q10) that, once hovered over with
the cursor, would explain desiderata and types of information in
simple language so that participants’ mental models of these items
are aligned to our understanding and they could get clarifications
as needed as they completed the survey.

3.2.4 Comprehension check. To determine whether participants
actually understood the desiderata, we presented them with an
assignment exercise that asked them to match five randomly or-
dered sentences indicating the meaning of a desideratum to the
desideratum in question (Q11). The content of the sentences was
based on the tooltips for the desiderata from the vignettes. We
again asked participants about their willingness to invest time in
understanding microchips (Q 12) to see whether it has changed
compared to before (Q5).

3.2.5 Demographics. We asked for participants to indicate their
gender (Q13), age range (Q14), highest level of education (Q15),
and whether they had any prior practical experience with mi-
crochips (Q 16). Finally, we inquired if our participants had any
feedback or anything they would like to share with us (Q17).

3.3 Survey Implementation
We implemented our questionnaire using Qualtrics and recruited
US-based English-speaking participants via Prolific.

3.3.1 Pilot Testing. We conducted several pilot studies with a total
of 79 participants to ensure end-user comprehension—specifically
of the desiderata—by analyzing the open-ended questions Q10.2 and
Q10.4 on participants’ assessment of Q10.1 and Q10.3 with respect
to misunderstandings. Through these pilots, we aimed to determine
whether our desiderata are indeed relevant to and comprehensible
for end users, and if we had missed any desiderata that were im-
portant to them. The extensive piloting led to several iterations of
the questionnaire, particularly in terms of wording, sharpening of
information types, and exclusion of unclear or irrelevant desiderata.

3.3.2 Data Collection. We rolled out the main study with a gender-
balanced sample of 250 participants over 10 days by releasing slots
to batches of 25 participants, each at different times of the day.
The sample size of 250 was determined using a power analysis
for multiple regression models. We aimed for the detection of a
small effect size 𝑓 2=0.15, power=0.95, and a significance level of
𝛼=0.05. For our power analysis, we indicated a total of 27 predictors,
which is the sum of the number of vignettes, one’s affinity for
technology interaction (ATI) score (see Q2) [24] and whether or not
participants would like to understand more about microchips (see
Q4). Participants took a median time of 24:19 minutes to complete
our questionnaire and were compensated with 7.50 GBP, thus an
hourly wage of 18.51 GBP.

3.4 Ethics and Data Protection
We could not have our planned study fully reviewed by an ethics
committee because our department did not operate an institutional
review board (IRB) at the time. However, we reviewed our study
in line with the application form for ethical approval of human
studies from another department and reached the conclusion that
our study would be IRB-exempt in their case. In addition, by limit-
ing the survey to a few demographic questions, notably not asking
about region of residence, we ensured the anonymity of our partic-
ipants from the beginning. All data collected were stored on our
institution’s own servers, to which only the researchers involved
in the project have access.

3.5 Data Analysis
3.5.1 Qualitative Analysis. To obtain insights into end-user percep-
tions of microchips (Q3) and their willingness to understand more
about microchips (Q4), we conducted qualitative analysis [49] of
the open-ended responses. To this end, we used inductive thematic
analysis. The coding was executed by two coders, one with a back-
ground in hardware security and the other in computer science and
AI ethics. Both coders first independently coded 50 responses (20%).
Each response could be assigned one or more codes. Both coders
then discussed their results and agreed on a common codebook
for each of the two open questions. In the process, the codebooks
were refined through discussions among the coders by deleting,
merging, and adding codes. In the end, the final codebook for Q3
contained 57 codes while the one for Q4 comprised 24 codes. They
then both applied these codebooks to the remaining 200 responses
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(80%). To measure inter-coder reliability, Krippendorff’s alpha [36]
was computed over all codes based on the MASI distance [56] be-
tween codes assigned by both coders. This resulted in 𝛼=0.71 for
Q3 and 𝛼=0.76 for Q4, indicating substantial agreement between
the coders [40]. Finally, both coders discussed discrepancies in their
code assignments and fully agreed on a common coding.

3.5.2 Statistical Analysis. We applied descriptive statistics to de-
scribe the sample and overall trends regarding participants’ per-
ception of the importance of different scenarios, desiderata, as well
as their affinity for technology interaction [24]. To explain partic-
ipants’ perceived importance of desiderata in different scenarios
and information that might facilitate microchip understanding, we
utilized inferential statistics.

For the perceived importance of desiderata in different scenarios,
we used multiple linear regression models with dummy variables.
It is reasonable to assume that the ratings given by an individ-
ual participant are more similar than those given between partic-
ipants. Therefore, we used multilevel modeling for this analysis.
We calculated intra-class correlation (ICC) [34], or in this case,
intra-individual correlation with intercept-only models. As ICC
accounts for 36% − 45% of the overall variance, we decided to use
random-intercept models for further linear regression analysis. For
the random-intercept models, we calculated marginal 𝑅2 as well
as conditional 𝑅2 [53]. Marginal 𝑅2 considers only the variance
of the fixed effects, while the conditional 𝑅2 takes both the fixed
and random effects—in this case, participant ID—into account. By
subtracting marginal 𝑅2 from conditional 𝑅2, the contribution of
the random effects can be calculated. For model comparisons, we
have also considered Akaike information criterion (AIC), Bayesian
information criterion (BIC), and deviance.

For all regression models, we applied Bonferroni corrections to
take into account the probability of observing a false positive (i. e., a
type I error). In other words, we considered regression coefficients
statistically significant only when 𝑝<.001 (𝑝=𝛼/𝑚 for the Bonfer-
roni correction where𝑚 is the number of comparisons, and𝑚=55
when we had five regression models with 11 predictors each).

3.6 Limitations
To the best of our knowledge, we are the first to explore end-user
perspectives on microchips. Accordingly, we had to develop our
questionnaire from scratch. To make the topic more accessible to
end users, we decided to present our participants with vignettes.
However, despite careful selection for diversity, our vignette set-
tings can only represent a small sample of the actual applications of
microchips. We also had to make a pre-selection for the desiderata
and the types of information we investigated. We mitigated the
self-selection bias by iteratively checking for missing items from
participants’ open-ended responses during pilot testing.

It is possible that comprehension issues may arise from the
desiderata we provided (especially for similar ones like security
and safety): participants may not clearly differentiate between the
desiderata, or their understanding of the desiderata might differ
from our definitions. We included tooltips as well as comprehension
checks to address this issue, and our results show that participants
correctly matched the descriptions to the respective desideratum
in 90% of all cases. Participants had more issues comprehending

trustworthiness (84%) than ethical standards (94%). For the other
desiderata, comprehension is between 88% and 92%.

Further, we conducted our study only with residents of the
United States, and our results may not be generalizable to other
countries or societies where there may be specific sociocultural and
political factors that shape discussions about microchips. Last, in
our survey, we only collected self-reported data about participants’
willingness and time spent learning about microchips, which might
not accurately reflect their actual behaviors.

4 RESULTS
4.1 Sample Description
While participants’ gender distribution is balanced, nearly 80% of
participants were between 18 and 44 years old and about 60% had a
post-secondary education. The vast majority (92.4%) of participants
indicated that they had no practical experience designing, manu-
facturing, testing, or deploying hardware and were not involved
with the subject at a policy level. Participants exhibited a high de-
gree of affinity for technology interaction (𝑀=4.05, 𝑆𝐷=0.91 on a
5-point scale). Table 2 in Appendix B provides detailed demographic
information about the 250 participants.

4.2 RQ1: End User Understanding of Microchips
4.2.1 End-User Perception of Microchips. We coded participants’
responses regarding their perceptions of microchips (Q 3) as de-
scribed in Section 3.5 and present themain results below. See Table 3
in Appendix C for an overview of all assigned codes.

Participants’ Perceptions Center Around Device Types. Participants
primarily associate microchips with the applications they are de-
ployed in. In 104 (42%) cases, participants mentioned microchips’
deployment in computers, followed by phones (47; 19%), vehicles
(22; 9%), and tablets (8; 3%). In addition to computers themselves,
participants occasionally mentioned microchips’ functioning as in-
ternal computer components (12; 5%) or even more precisely, CPU
(28; 11%), motherboard (17; 7%), and memory (13; 5%). Participants
also mentioned other devices or systems in 28 (11%) cases such as
robotics, credit cards, and household devices.

Additionally, 71 (28%) participants mentioned the broad notion
that microchips are widespread and used across devices, using
phrases such as “They are used in everything” and “They power many
things.” Participants also associated microchips with technology
(54; 22%), electronics (50; 20%), and technological advancement (47;
19%), using phrases such as “they advance in technology constantly.”

Microchip Shape and Composition. Apart from the use cases of
microchips, 84 (34%) participants mentioned small size as a property
of microchips (e. g., “Microchips are incredibly small” ). Another 35
(14%) participants commented on the composition of microchips
(e. g., “set of electronic circuits on a small piece” and “silicon chips
with thousands of [...] transistors” ). Furthermore, 22 (9%) participants
referred to the processing power of microchips (e. g., “powerhouse
of the computer” and “powerful processing system” ).

Perceived Microchip Functionalities. In 83 (33%) cases, partici-
pants commented on microchips’ general functionality as building
blocks that make things work (e. g., “main components of personal
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computers” and “make electronic devices work” ). Some other partic-
ipants delved into specific aspects of functionalities such as data
storage (35; 14%), data processing (25; 10%), and communication
capabilities (11; 4%). Another 12 (5%) participants described mi-
crochips as things that enact control (e. g., “dictate and command
certain functions” ), and 15 (6%) participants recognized microchips’
diverse functionalities (e. g., “perform a variety of functions” ).

Misconceptions About Implanting Microchips. A recurring theme
among participants’ responses wasmicrochips being implanted into
humans (29; 12%) and animals (27; 11%), conveyed in phrases such
as “microchips being put into people” and “inserted into dogs.” This
understanding likely comes from “microchipping” being a common
term for animal implants in the United States. Especially in the
context of pets, tracking capabilities of microchips are mentioned
in 18 (7%) cases for “locating lost pets.” Microchips implanted into
humans also co-occurred with conspiracy theories in 11 (4%) cases.
In particular, six (2%) participants mentioned microchips in the
context of the COVID-19 pandemic (e. g., “We were all injected with
one with the coronavirus vaccine” ).

Broader Societal and Security Implications RarelyMentioned. While
microchips are featured prominently in geopolitical debates, supply
chain issues about microchips were mentioned only occasionally in
18 (7%) cases (e. g., “They are scarce in many places” and “caused a
massive shortage of vehicles” ). In particular, foreign manufacturing
was identified as an issue in nine (4%) cases (e. g., “Most that we need
in America are made in Taiwan” ). Another 20 (8%) participants com-
mented on microchips’ societal impacts (e. g., “they are a major part
of society” ) and political aspects (e. g., “they passed the CHIPS Act” ).
Only nine (4%) participants mentioned security and privacy issues
related to microchips proactively, commenting that microchips are
“vulnerable to cybersecurity attacks” and expressing “I have privacy
concerns with them.”

4.2.2 End User Willingness to Understand More About Microchips.
In Q4, we asked participants whether they wanted to understand
more about microchips and to provide reasons for their choice; we
further asked participants about their aspirational and current time
spent to understand microchips (Q5) and (Q6). Table 4 in Appen-
dix C includes an overview of all assigned codes for participants’
reasoning, and below we summarize key findings.

Participants Willing to Learn More About Microchips. In response
to Q 4, 76% of participants stated that they would like to know
more about microchips, and 24% did not want to know more. When
comparing responses to Q5 and Q6, we observe the trend that par-
ticipants would like to spend more time understanding microchips
(e. g., for a newly acquired device) compared to the time they spend
at the moment, reflecting a strong aspiration for learning more
about microchips. We asked participants twice about the time they
are willing to spend on better understanding microchips—once at
the beginning (Q5) and once towards the end of the survey (Q12)—
to check on potential social desirability bias, and we did not see
noticeable changes in the responses to these two questions.

Motivation: Gaining Knowledge, as Existing Knowledge is Lacking.
In 96 (38%) cases, participants mentioned that they want to know
more about microchips to gain knowledge in general (e. g., “I like

learning in general” and “I can expand my knowledge” ). Another 20
(8%) participants stated their motivation came from a desire of want-
ing to keep up with progress (e. g., “to stay up to date on technology” ),
and 24 (10%) expressed interest in following along the scientific
progress (e. g., “I would love to know how it develops” ). In addition, 46
(18%) participants wanted to better understand the functionality of
microchips (e. g., “I would like to know how they work” ), and 10 (4%)
wanted to better understand the manufacturing processes. The mo-
tivation to learn more is also related to participants’ self-reported
lack of existing knowledge, as 24 (10%) participants stated that they
had incomplete knowledge of microchips so far (e. g.,“they feel a bit
like magic” and “I don’t know much about them” ).

Motivation: Importance and Influence on (Future) Life. In 32 (13%)
cases, participants acknowledged that microchips are omnipresent
in daily life (e. g., “they became more integrated into our everyday
lives” ). Additionally, 24 (10%) participants mentioned microchips’
impact on society (e. g., “what dangers it could bring to society” )
or their importance for the future (e. g., “it is a huge part of the
future” ). Another 16 (6%) participants commented that they wanted
to broaden their understanding because of microchips’ inherent
link to technology (e. g., “I could learn how to better use tech” ).

Hurdle: Lack of Interest and Need. Among participants who did
not want to know more about microchips, 28 (11%) expressed that
they have no interest in the topic (e. g., “I don’t care” and “It is a
boring topic” ). Another 16 (6%) participants did not see the need
to understand more (e. g., “I know as much as I need to know about
them” and “It’s not something I have to deal with a lot” ).

Hurdle: Satisfaction, Complexity, and Fear. In 25 (10%) cases, par-
ticipants mentioned that they were satisfied with their current level
of knowledge about microchips or they would be satisfied as long
as the microchips work as intended even if they do not know why
(e. g., “as long as microchips work I don’t care why or how” ). A total
of 15 (6%) participants felt that the topic was too complicated (e. g.,
“it sounds too intricate” and “It’s too complicated and will hurt my
brain” ). Another eight (3%) participants expressed fear regarding
microchips in general (e. g., “I worry what will be developed in the
future” and “I am afraid of them” ).

Summary in Light of RQ1. A majority of participants have
a basic understanding of what microchips are, where they
are deployed, and what they are capable of. Furthermore,
about three-quarters of our participants expressed a desire
to learn more about microchips, mostly to expand their
knowledge and keep up with the rapid technological ad-
vances. Nevertheless, participants rarely commented on
the societal implications of microchips or expressed con-
cerns about the security and privacy aspects. Thus, we
observe that end users have the baseline knowledge and
motivation to be involved as stakeholders in the hardware
ecosystem, but educational efforts are needed to deepen
their existing understanding and address misconceptions.
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4.3 RQ2: Importance of Desiderata and
Information Types

4.3.1 Criticality of Microchip Application Settings. Figure 1 depicts
our participants’ perceived criticality of the five settings on a scale
from 1—not at all critical to 5—extremely critical. In line with our ex-
pectations, themost critical settings weremicrochips deployed in an
airplane (𝑀=4.72, 𝑆𝐷=0.69) and in a pacemaker (𝑀=4.71, 𝑆𝐷=0.83).
The two settings at the intermediate level were microchips that
enable wireless communication in a cell tower (𝑀=3.86, 𝑆𝐷=1.04)
and microchips that enable fingerprint unlocking in a smartphone
(𝑀=3.20, 𝑆𝐷=1.20). Microchips in the entertainment system of a
car were rated the least critical (𝑀=2.66, 𝑆𝐷=1.28).

A Welch’s ANOVA revealed significant differences in the per-
ceived criticality across scenarios (𝐹 (4)=198.35, 𝑝<.001). Subse-
quent pairwise Wilcoxon rank sum tests with Bonferroni correc-
tions revealed significant differences between all scenarios except
between the airplane and pacemaker scenarios.

4.3.2 Importance of Desiderata in Different Settings. We asked par-
ticipants about their perceived importance of five desiderata on a
scale from 1—not at all important to 5—extremely important. The
most important desiderata were cyber security (𝑀=4.29, 𝑆𝐷=1.11)
and trustworthiness (𝑀=4.09, 𝑆𝐷=1.19). Safety comes in third (𝑀=

4.00, 𝑆𝐷=1.31) followed by accountability (𝑀=3.80, 𝑆𝐷=1.35) and
ethical standards (𝑀=3.73, 𝑆𝐷=1.28). Figure 2 reports more fine-
grained mean values, connecting each desideratum to the different
microchip application settings.

4.3.3 Importance of Information Types. We asked participants to
rate the importance of different types of information in relation to
the deployment setting and desideratum respectively, on a scale
from 1—not at all important to 5—extremely important. Across all
desiderata and settings, information on which functionality a mi-
crochip provides was rated the most important (𝑀=3.60, 𝑆𝐷=1.33).
This is followed by information about how a microchip was ap-
proved for use (𝑀=3.56, 𝑆𝐷=1.36) and how the microchip interacts
with the surrounding system (𝑀=3.51, 𝑆𝐷=1.38). Participants placed
less importance on the manufacturing aspects, namely information
on who manufactured the microchip (𝑀=3.32, 𝑆𝐷=1.38) and infor-
mation on how a microchip was manufactured (𝑀=3.25, 𝑆𝐷=1.35).

Figure 3 shows the trend that the type of information desired
by end users depends on the application setting in which they are
used at least to some extent. Information on the functionality of a
microchip, how it has been approved for use, and how it interacts
with the system were perceived to be more important than the
other types of information, particularly in airplane and pacemaker
settings. For other settings, such as the car and the smartphone,
these differences still exist but are not as pronounced. For instance,
information on a microchip’s functionality was rated the most
important for the smartphone setting.

Figure 4 shows that the desired information types may also de-
pend on the target desideratum. For example, to evaluate cyber secu-
rity and trustworthiness, information on the microchip’s functional-
ity, how it has been approved for use, and how it interacts with the
system were rated more important than the manufacturing-related
information. A similar trend was observed for safety, although here,
information on how the microchips have been approved has a small

edge over the two others. When end users want to evaluate ac-
countability or ethical standards, the ratings were similar and no
particular types of information stood out.

Summary in Light of RQ2. Participants had diverse per-
ceptions regarding the criticality of different application
settings for microchips. While participants considered all
five desiderata very important (𝑀>3.5 for all), cyber secu-
rity and trustworthiness emerged to be the more important
ones. For information types, participants desired to know
more about the microchip’s functionality, how it is ap-
proved for use, and how it interacts with the underlying
system than about the manufacturing processes. We also
observe the trend that the desired information types de-
pend on the application setting and the target desideratum,
and we quantitatively test the correlations in Section 4.4.

4.4 RQ3: Factors Shaping End Users’
Information Needs

To gain more granular insight into the factors that shape end users’
information needs, we applied multilevel regression modeling to
each of the five information types. For settings, the microchips
controlling the entertainment system in a car was used as a base-
line because of its lowest criticality rating (see Section 4.3.1). For
desiderata, ethical standards was chosen as the baseline as partic-
ipants rated it as least important (see Section 4.3.2). Compared
to the intercept-only models without any predictors, the random
intercept models containing the settings and desiderata had signif-
icantly lower deviances (e. g., 𝜒2 (8)=59.95, 𝑝<.001 for the which
functionality model), indicating a better fit to our data.

We then tested the specific predictors for the significant explana-
tory power expressed by marginal 𝑅2. In addition to the application
setting’s perceived criticality and the desideratum’s perceived im-
portance as the main effects, we included participants’ general
desire to understand more about microchips as a binary predictor
(no as the baseline) and their ATI score [24] (applying grand-mean
centering, utilizing the ATI mean value as the baseline). We further
tried including participants’ demographics (i. e., gender, age, and
educational background) in our models, but they did not add signif-
icantly more explanatory power. We thus omit these variables from
the analysis. Our final models with the random intercept reached a
better fit (AIC=[3725.2− 3913.7]; BIC=[3806.9− 4062.5]) compared
to our base models (AIC=[3969.6− 4123.4]; BIC=[3985.0− 4138.8]).

Table 1 shows the regression outputs. Belowwe unpack a few key
findings. We report separate regression models that look into the
interaction effects between settings and desiderata in Appendix D,
which show similar patterns as the findings reported here.2

Higher Information Needs for Critical Settings. Looking at the
main effect of application settings, we observe that settings with
higher criticality ratings were significantly correlated with higher
information needs. Compared to car as the baseline, participants

2While the models with interaction effects enable a more nuanced examination of
information needs in response to individual vignettes, the number of participants per
vignette was limited to 25, negatively affecting the statistical power and increasing the
alpha error accumulation.We thus opted to report the interaction effects in Appendix D.
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Figure 1: Participants’ criticality ratings of the five different settings presented in our survey vignettes.

Table 1:Multilevel regression analysis based on participants’ ratings of the importance of receiving different types of information
to evaluate a desideratum in a given setting, on a scale from 1—not at all important to 5—extremely important.

which func- how how who manu- how manu-
tionality interacts approved factured factured

Predictors Est. Est. Est. Est. Est.

intercept: ethical standards (desideratum) × car (setting) 2.61*** 2.35*** 2.63*** 2.66*** 2.71***

setting (baseline=car)
smartphone 0.25 0.29 0.35*** 0.25 0.37***
cell tower 0.15 0.21 0.34*** 0.22 0.24
pacemaker 0.97*** 0.99*** 1.13*** 1.02*** 0.92***
airplane 0.56*** 0.71*** 0.87*** 0.72*** 0.73***

desideratum (baseline=ethical standards)
accountability 0.13 0.23 -0.02 -0.25 -0.04
safety 0.14 0.18 0.13 -0.36*** -0.35***
trustworthiness 0.32*** 0.25 0.02 -0.30*** -0.29
cyber security 0.41*** 0.54*** 0.27 -0.24 -0.11

desire to understand more about microchips 0.53*** 0.63*** 0.41 0.50 0.43
ATI score 0.26*** 0.27*** 0.23 0.26 0.24

marginal 𝑅2 0.171 0.190 0.155 0.165 0.129
conditional 𝑅2 0.461 0.469 0.507 0.554 0.521

*** 𝑝<.001; we only highlighted coefficients with 𝑝<.001 due to the Bonferroni correction
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Figure 2: Participants’ mean importance ratings of our
desiderata in the context of the considered settings.

gave significantly higher ratings across the five information types
for vignettes featuring airplane and pacemaker. Smartphone and cell
tower as setting also drove up the information needs to some degree.
However, this pattern only applies to certain types of information,
namely how the microchip is approved for use (for both settings) and
how the microchip is manufactured (only for smartphone).

Nuanced Influences from Desiderata. In contrast to findings on
application settings, where there was a clear association between
high perceived criticality and high information needs, the effect

of desiderata on information needs is more nuanced. Compared to
ethical standards, participants had a stronger desire for information
on the microchip’s functionality and how it interacts with the sys-
tem when cyber security was the target desideratum. Participants
also valued information on the microchip’s functionality for trust-
worthiness. Conversely, participants attached less importance to
information about the microchip’s manufacturing process, but only
when the target desiderata were safety (for both information types)
and trustworthiness (for who manufactured only). Between ethical
standards and accountability, participants’ information needs were
similar with no statistically significant differences.

Information Needs Shaped by the Desire to Understand and ATI.
A general desire of participants to know more about microchips
also shapes participants’ information needs. The coefficients are
positive across the five information types, and the influences were
particularly pronounced for information on the microchip’s func-
tionality and how the microchip interacts with the system. These
observations are in line with our findings regarding RQ1, where par-
ticipants shared their willingness to learn more about microchips
open-endedly, and their existing understandings revolve around
functionalities and application settings. Similarly, a higher ATI
score contributes to more desire for information, particularly for
functionality and interactions with the system.
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Figure 3: Importance of different types of information depending on the setting in which microchips are employed. The results
are aggregated across all desiderata.
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Figure 4: Importance of different kinds of information depending on the desiderata to be evaluated by the end user. The results
are aggregated across all settings.
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Summary in Light of RQ3. The factors driving end users’
information needs are multifaceted. Higher information
needs generally occurred when participants perceived the
setting in which the microchip was deployed to be highly
critical, whereas desiderata do not consistently predict
information needs. Participants’ general desire to under-
stand microchips and ATI also played a significant role in
shaping information needs, particularly for the microchip’s
functionality and how it interacts with the system.

5 DISCUSSION
Below, we reflect on the fundamental questions of why end users
need to understand more about microchips and the role of end
users in the microchip ecosystem (Section 5.1). We then discuss our
findings’ implications for future research that promotes user under-
standing of microchips and microchip transparency (Section 5.2).
Finally, we reflect on our work’s policy implications considering
regulatory efforts around microchips (Section 5.3).

5.1 Do End Users Need to Understand More
About Microchips?

Our study is motivated by the fact that microchips run the electron-
ics of the world and are featured prominently in regulatory efforts,
yet microchips remain largely opaque from the general public view.
Nonetheless, they play an increasingly vital role in security as they
often form the root of trust in a system, e. g., as a cryptographic
accelerator, hardware security module (HSM), or trusted execution
environment (TEE). In other domains and application areas, such
as AI and IoT devices, we have seen concrete evidence that a lack
of transparency causes security and trust issues [81]. In contrast,
end users are empowered to make more informed decisions with a
better understanding of the system’s inner structure and potential
risks [29, 51]. Thus, we see the value of at least envisioning the
integration of end users into the hardware ecosystem since their
role is largely overlooked at the moment. Our findings further un-
derscore the necessity of helping end users understand more about
microchips in a few ways.

First, the need is supported by our participants’ own preferences—
76% of participants indicated they would personally like to under-
stand more about microchips, recognizing microchips’ omnipres-
ence in their daily lives and expressing particular interest in know-
ing more about microchip’s functionality and interactions with the
underlying system.

Second, while our participants exhibited a basic understanding
of what microchips are and where they are used, we found a lack
of awareness regarding potential security and privacy concerns,
the critical societal aspects of microchips, and misconceptions such
as linking microchips to animal implants and conspiracy theories.
Beliefs in such conspiracies can lead to hesitations in adopting new
technologies and mistrust in government bodies. In fact, during the
COVID-19 pandemic, conspiracy theorists falsely claimed vaccines
were used to implant microchips into people, which led to lower
vaccination rates [63, 79].

Finally, helping end users better understand microchips has nu-
merous practical impacts. For instance, with a better understanding,

end users would be more equipped to participate in discussions
around legislative efforts such as the US CHIPS and Science Act [68]
and the European Chips Act [22], and—as citizens in democratic
societies—to inform and hold their governments accountable for
the significant investment through such programs.

With all the reasons summarized, we believe that the remaining
question is not whether we need to help end users understand more
about microchips, but ratherwhen and how to achieve this objective.
Regarding the “when” aspect, it is important to acknowledge that
end users have varying degrees of decision-making across the differ-
ent scenarios in which microchips are deployed. For instance, when
the device in question is a computer or tablet provided with dozens
of microchips, we can reasonably expect that end users may adjust
their level of trust in the device to purchase based on information
about the microchip’s performance (e. g.., about its functionality),
security (e. g., based on certifications), and ethical considerations
(such as fair wages and working conditions) for workers involved
in the manufacturing processes.

However, this is less likely the casewhen decidingwhich airplane
to take, as microchips are deployed en masse in planes and are
generally inaccessible to end users. Here, other factors such as
the ticket’s price and availability come as priorities [3], and end
users can only rarely choose the airplane type. Interestingly, this
stands in contrast to our finding that our participants rated the
airplane and pacemaker scenarios as the most critical (and more
critical scenarios drive higher information needs). In the pacemaker
scenario, the deployment of microchips is less complicated. Beyond
medical reasons [39], end users have a fair degree of decision-
making agency between individual devices and vendors.

The key to finding the right “when” moment is to identify other
application settings that are not only important and relevant to
end users, but also offer space for end users to make meaningful
and informed decisions. Going beyond the scenarios presented
in our survey, we could imagine smartwatches and smartglasses
as well as IoT and smart home devices to fall into this category.
However, other complex applications, such as industrial machines
and (digital) infrastructure components, are likely out of scope.

5.2 Towards Microchip Transparency for End
Users

We believe that future interdisciplinary research is required and
the usable security community is uniquely positioned to tackle the
“how” aspect of helping end users better understand microchips.
Below, we outline a few possible directions informed by our find-
ings and speculate potential ideas to explore based on our own
knowledge.

5.2.1 Building Mental Models of Microchips. As our study is first-
of-its-kind for the topic and exploratory in nature, we gauged par-
ticipants’ understanding of microchips in a simple open-ended
question. Our initial results pave the way for more thorough anal-
yses of end users’ mental models of microchips, which serve as
foundational knowledge for any tools, resources, and educational
interventions that seek to teach users about microchips. For in-
stance, futurework can elicit end users’ mental models in qualitative
methods such as interviews, focus groups, co-design sessions, and
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drawing activities that enable deeper insights into users’ reasoning
processes and why misconceptions occur [30].

Future work can also replicate prior studies on the mental mod-
els of computer security [11, 84] and privacy [55] in the microchip
setting to see to what extent users’ existing models and metaphors
still apply. Moreover, as prior work has consistently demonstrated
the gaps between experts and laypeople regarding mental mod-
els [8, 10, 55], and microchips remain opaque even to experts [73],
it is crucial to compare the mental models held by non-expert end
users with those held by other stakeholders in the hardware ecosys-
tem (such as designers, manufacturers, system integrators, and
policymakers) [73] in order to identify and close the gaps.

5.2.2 Deciding Specific Information to Provide to End Users. Our
study hints at the types of information that end users prioritize for
understanding more about microchips. However, the categories we
presented in our study were quite broad. Future work is needed
to empirically compare the effectiveness and downstream impacts
on users (e. g., in terms of comprehension, trust in the system, and
purchase behaviors) across the different information types, ideally
with vignettes that feature the specific information adapted for
the application setting. Inspirations can also be drawn from the
nudging literature for the framing of the presented information [1].

For instance, since our findings demonstrate that end users may
lack awareness of the broader societal, economic, and security im-
plications of microchips regarding risks and harms, future work can
explore the effectiveness of presenting information that saliently
features concrete harms. Examples of harm can include hardware
security issues, critical malfunctions in pacemakers, and environ-
mental harms in communities involved in the mining of resources
required for microchip manufacturing. By making more informed
purchase decisions, collective actions from end users could help
improve working conditions and reduce environmental impact.

5.2.3 Designing and Evaluating Transparency Mechanisms for Mi-
crochips. Once the specific information to be provided has been
determined, the follow-up question is how to effectively convey the
information to laypeople through transparency mechanisms specif-
ically applicable to microchips. For instance, hardware datasheets
have existed for a while. They contain information on the func-
tionality and connectivity of a microchip as well as on its ideal
operating conditions. However, they often contain technical jargon
that makes them inaccessible to end users. Drawing from stan-
dardized labels for IoT devices [51] and mobile apps [18], model
cards for ML models [50], and datasheets for datasets [26], we
see the promise of creating “microchip labels” that enhance exist-
ing hardware datasheets beyond providing the typical technical
documentations to make them more accessible and useful to end
users. Taking our findings into account, the label can cover the mi-
crochip’s functionality, interaction with the system, supply chain
actors, involved certification bodies, and more. Such a label for
a tablet computer could, for example, provide a score related to
all microchips in the device based on manufacturing location and
conditions, sustainability, and security. A QR code as part of this
label could then lead to a list of all contained microchips as well as
details on properties such as their functionality, manufacturer, and
interoperability. Similar to the IoT label development pipeline [19],
much more work is needed after the initial proposal to reach a

consensus on details surrounding the label (e. g., having minimal
vs. more complicated labels, the presence of a QR code, the label’s
size, and how the label is encouraged or mandated in regulations).

5.3 Involving End Users in Regulatory
Initiatives Around Microchips

Microchips represent a subject with natural policy implications.
Against the background of public discourse about the use of Huawei
equipment in network infrastructure [85] and the political efforts
to promote domestic chip production in the United States and the
European Union [22, 68], one of our key findings stands out—our
participants were less interested in information about how and by
whom a microchip was manufactured compared to the other types
of information, whereas this aspect has been featured front and
center in these regulatory initiatives.

Our study suggests that there is a potential gap between what
legislators prioritize to address versus what end users desire to
know. This may be due to the fact that microchip manufacturing is
an intricate process that end users are mostly unaware of. Given the
level of knowledge required to comprehend microchip manufactur-
ing, we argue that it would be best to leave technical manufacturing
details to the regulators and instead focus on ethical aspects of man-
ufacturing as well as microchip functionality and interaction within
a system when designing explanations for end users.

One thing is known for sure: we cannot assume that the cur-
rent multi-billion dollar investments from regulators will guarantee
end-user trust in microchips. Therefore, similar to existing research
on user perceptions of rights prescribed in the General Data Pro-
tection Regulation (GDPR) [32, 38, 47, 77], more work is needed
to understand end users’ perceptions of ongoing regulatory initia-
tives around microchips in order to capture and embed laypeople’s
opinions about microchips into policymaking.

6 CONCLUSION
Microchips have become ubiquitous in people’s daily lives, whether
in the cars we drive, the phones we use, or even in our household ap-
pliances. This observation highlights their indispensable role within
socio-technical systems. To better understand end-user perceptions
of microchips, we conducted a survey with 250 participants.

While our participants appear to have a fundamental under-
standing of what microchips are and what they are used for, their
knowledge of the consequences of microchip malfunction and their
impact on society, in general, seems limited. In particular, few par-
ticipants had issues like cyber security, trustworthiness, or safety
in mind, yet they considered them very important when explic-
itly asked about them. Furthermore, our participants’ information
needs depend on their general affinity for technology, their will-
ingness to understand more about microchips, and the considered
desideratum and use case. Based on our findings, future work could
further explore end users’ mental models of microchips and how to
determine and convey information about them, so that end users
can make more informed decisions about the purchase and use of
electronic devices in the future.
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A SURVEY MATERIAL
A.1 Your Perspective on Microchips

(1) Thank you for your interest in our study!
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Purpose: Increasing digitalization in all areas of life is be-
ing driven by the constantly rising performance and effi-
ciency of microchips. With this survey, we would like to
learn more about the desired goals of end users regarding
their understanding of microchips, and how these goals may
be achieved. By faithfully completing this survey, you can
help make microchips more understandable to end users in
the future.
Duration: Participation in the study is expected to take a
maximum of 25 minutes. You are not subject to any antic-
ipated risks by participating. Please answer the survey as
honestly as possible. You may stop at any time if you no
longer wish to participate in the study. In case you drop out
of the study, all responses recorded so far will be discarded.
Data Privacy Statement & Informed Consent: Your re-
sponses to this study are stored in anonymized form in a
way which will not reveal your identity. No data will be
passed on to third parties. By starting this questionnaire you
consent to data collection for the purposes of conducting
this study. Your personal data is processed based on Article
6 (1) a GDPR and [redacted for review]. You have the right to
revoke your consent to the data processing at any time as
well as to request information, correction, processing restric-
tions and deletion of the data stored about you. To exercise
these rights, please contact the email address listed below.
The responsible supervisory authority is the [redacted]. If
you have additional questions about data protection, please
contact [redacted].
To participate, you must be 18 years of age or older and a
resident of the United States.

(1.1) I am 18 years of age or older. ◦ Yes ◦ No
(1.2) I am a resident of the United States. ◦ Yes ◦ No
(1.3) I confirm that I accept the participation conditions for this

study. ◦ Yes ◦ No
(1.4) I do not agree and don’t want to participate. ◦ Yes ◦ No

A.2 Your Interaction with Technical Systems
(2) In the following questionnaire, we will ask you about your

interaction with technical systems. The term ‘technical
systems’ refers to apps and other software applications, as
well as entire digital devices (e.g. mobile phone, computer,
TV, car navigation).
Please indicate the degree to which you agree/disagree
with the following statements.

(2.1) I like to occupy myself in greater detail with technical sys-
tems. ◦ completely disagree ◦ largely disagree ◦ slightly
disagree ◦ slightly agree ◦ largely agree ◦ completely
agree

(2.2) I like testing the functions of new technical systems. ◦ com-
pletely disagree ◦ largely disagree ◦ slightly disagree
◦ slightly agree ◦ largely agree ◦ completely agree

(2.3) I predominantly deal with technical systems because I
have to. ◦ completely disagree ◦ largely disagree ◦ slightly
disagree ◦ slightly agree ◦ largely agree ◦ completely
agree

(2.4) When I have a new technical system in front of me, I try it
out intensively. ◦ completely disagree ◦ largely disagree
◦ slightly disagree ◦ slightly agree ◦ largely agree
◦ completely agree

(2.5) I enjoy spending time becoming acquainted with a new
technical system. ◦ completely disagree ◦ largely disagree
◦ slightly disagree ◦ slightly agree ◦ largely agree
◦ completely agree

(2.6) It is enough for me that a technical system works; I don’t
care how or why. ◦ completely disagree ◦ largely disagree
◦ slightly disagree ◦ slightly agree ◦ largely agree
◦ completely agree

(2.7) I try to understand how a technical system exactly works.
◦ completely disagree ◦ largely disagree ◦ slightly
disagree ◦ slightly agree ◦ largely agree ◦ completely
agree

(2.8) It is enough for me to know the basic functions of a tech-
nical system. ◦ completely disagree ◦ largely disagree
◦ slightly disagree ◦ slightly agree ◦ largely agree
◦ completely agree

(2.9) I try to make full use of the capabilities of a technical sys-
tem. ◦ completely disagree ◦ largely disagree ◦ slightly
disagree ◦ slightly agree ◦ largely agree ◦ completely
agree

A.3 Microchip Understanding
(3) What comes to your mind when you think of microchips,

also known as "computer chips" and "integrated circuits"?
Please take a minute to think about the question and write
down everything that comes to your mind. [free text]

(4) Would you personally like to understand more aboutmi-
crochips? ◦ Yes, because ... [free text] ◦ No, because ...
[free text]

(5) How much time would you be willing to invest per newly
acquired device to better understand the microchips it
contains? ◦ less than 1 hour ◦ 1 to less than 2 hours ◦ 2
to less than 3 hours ◦ 3 to less than 4 hours ◦ 4 or more
hours

(6) How much time do you currently invest per newly ac-
quired device to better understand the microchips it con-
tains? ◦ less than 1 hour ◦ 1 to less than 2 hours ◦ 2 to
less than 3 hours ◦ 3 to less than 4 hours ◦ 4 or more
hours

A.4 A Brief Background on Microchips
(7) Microchips are tiny objects that store and operate on infor-

mation in the form of digital data. They are a crucial part of
many electronic devices we use every day, like phones, cars,
planes, medical implants, and industrial systems. Microchips
play a major role in the development of digital technology
and make advanced applications like artificial intelligence
possible. These chips are highly complex, they are composed
of extremely small structures, and are made in various facili-
ties around the world.
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A.5 Criticality of Use Cases
(8) On a scale from from 1—not at all critical to 5—extremely crit-

ical, how critical do you personally consider the following
microchip use cases. Think about the impact a malfunc-
tioning or failing microchip has on you in each particular
use case.

(8.1) You are a passenger in an airplane that contains mi-
crochips to control its steering. ◦ 1—not at all critical
◦ 2—slightly critical ◦ 3—moderately critical ◦ 4—very
critical ◦ 5—extremely critical

(8.2) You are driving in a car that contains microchips to
control its entertainment system. ◦ 1—not at all critical
◦ 2—slightly critical ◦ 3—moderately critical ◦ 4—very
critical ◦ 5—extremely critical

(8.3) You use a smartphone that contains microchips en-
abling fingerprint unlocking. ◦ 1—not at all critical
◦ 2—slightly critical ◦ 3—moderately critical ◦ 4—very
critical ◦ 5—extremely critical

(8.4) You are making a call through a cell tower that relies on
microchips for wireless communication. ◦ 1—not at
all critical ◦ 2—slightly critical ◦ 3—moderately critical
◦ 4—very critical ◦ 5—extremely critical

(8.5) You have apacemaker implanted that containsmicrochips
to maintain an adequate heart rate. ◦ 1—not at all
critical ◦ 2—slightly critical ◦ 3—moderately critical
◦ 4—very critical ◦ 5—extremely critical

A.6 Vignettes
(9) Next, we will show you five different scenarios of devices

containingmicrochips and ask you to answer a few questions
for each scenario.
Please read the descriptions of each scenario carefully and
answer the questions thoughtfully.

(10) Scenario x/5
Please imagine yourself being in the following situation:
You are a passenger in an airplane that contains microchips
to control its steering.
Think about the safety implications of these microchips.
Safety means keeping yourself and the system safe from
physical harm.
i○ By hovering over a word marked in red, you can get more
information on the respective term.

(10.1) On a scale from 1—not at all important to 5—extremely
important, how important is it to you personally to
have a high level of safety for microchips controlling
the steering of an airplane?
i○When rating the importance of safety in this scenario,
you could think about the following questions: Is it rel-
evant to you? Would you care about it? ◦ 1—not at all
important ◦ 2—slightly important ◦ 3—moderately im-
portant ◦ 4—very important ◦ 5—extremely important

(10.2) Please briefly explain why you rated the importance of
safety to you in this scenario as you did. [free text]

(10.3) On a scale from 1—not at all important to 5—extremely
important, how important is it to you personally to re-
ceive the following information for assessing the safety

of microchips controlling the steering of an airplane?
i○When rating the importance of information, you could
think about the following questions: Could such informa-
tion provide any benefit to you? Would they be helpful
for you to evaluate the safety?

(10.3.1) Information about who designed and manufactured
themicrochips. ◦ 1—not at all important ◦ 2—slightly
important ◦ 3—moderately important ◦ 4—very im-
portant ◦ 5—extremely important

(10.3.2) Information about how the microchips interact with
the system. ◦ 1—not at all important ◦ 2—slightly
important ◦ 3—moderately important ◦ 4—very im-
portant ◦ 5—extremely important

(10.3.3) Information about how the microchips have been
approved for use. ◦ 1—not at all important ◦ 2—
slightly important ◦ 3—moderately important ◦ 4—
very important ◦ 5—extremely important

(10.3.4) Information aboutwhich functionality themicrochips
provide. ◦ 1—not at all important ◦ 2—slightly impor-
tant ◦ 3—moderately important ◦ 4—very important
◦ 5—extremely important

(10.3.5) Information abouthow themicrochipswere designed
and manufactured. ◦ 1—not at all important ◦ 2—
slightly important ◦ 3—moderately important ◦ 4—
very important ◦ 5—extremely important

(10.4) Please briefly explain why you rated the importance of
receiving "information about who designed and man-
ufactured the microchips" to you in this scenario as
"4—very important".
i○ By hovering over a word marked in red, you can get
more information on the respective term. [free text]

A.7 Microchip Properties
(11) Please assign each description on the left to one of the

properties on the right. There is one matching descrip-
tion for each property. If you don’t know the assignment,
please make a guess. Properties: ◦ safety ◦ accountability
◦ ethical standards ◦ cyber security ◦ trustworthiness;
descriptions: ◦ Ensures that microchips do not cause harm
to you or the system. ◦ Enables figuring out who is respon-
sible in case something goes wrong. ◦ Defines practices for
responsible treatment of employees and the environment.
◦Makes sure that sensitive information is kept safe from peo-
ple who are not allowed to see it or change it. ◦ Guarantees
that a microchip works properly and can also demonstrate
this fact.

(12) Now that you have answered the previous questions, how
much time would you be willing to invest per newly ac-
quired device to better understand the microchips it con-
tains? ◦ less than 1 hour ◦ 1 to less than 2 hours ◦ 2 to
less than 3 hours ◦ 3 to less than 4 hours ◦ 4 or more
hours
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A.8 Demographics
(13) What is your gender? ◦ Male ◦ Female ◦ Non-binary

◦ Describe yourself: [free text] ◦ I prefer not to answer this
question

(14) What is your age? ◦ 18-24 ◦ 25-34 ◦ 35-44 ◦ 45-54 ◦ 55-
64 ◦ 65 or older ◦ I prefer not to answer this question

(15) What is your highest level of education? ◦ High school or
equivalent ◦ Some college, no degree ◦ Associate’s degree,
occupational ◦ Associate’s degree, academic ◦ Bachelor’s
degree ◦Master’s degree ◦ Professional degree ◦ Doc-
toral degree ◦ I prefer not to answer this question

(16) Do you have practical experience with microchips, e. g., from
chip design, manufacturing, testing, deployment, or policies
in the semiconductor domain? ◦ Yes ◦ No ◦ I prefer not
to answer this question

A.9 Feedback
(17) Is there anything you would like to tell us about this survey?

Please give us your feedback. [free text]
(18) We thank you for your time spent taking this survey. Your

response has been recorded.
Please click the button below to be redirected to Prolific and
register your submission.
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B DEMOGRAPHICS

Table 2: Demographics of our 250 participants consisting of gender, age, highest level of education, prior practical experience
with microchips, and affinity for technology interaction [24].

Demographics (n=250)

Gender n % Education n %
Male 121 48.4 High school or equivalent 35 14.0
Female 121 48.4 Some college, no degree 54 21.6
Non-binary 8 3.2 Associate’s degree, occupational 8 3.2
Describe yourself 0 0.0 Associate’s degree, academic 16 6.4
No answer 0 0.0 Bachelor’s degree 98 39.2

Age n % Master’s degree 31 12.4
18-24 50 20.0 Professional degree 2 0.8
25-34 89 35.6 Doctoral degree 4 1.6
35-44 57 22.8 No answer 2 0.8

45-54 32 12.8 Prior Experience n %
55-64 15 6.0 Yes 13 5.2
65 or older 7 2.8 No 231 92.4
No answer 0 0.0 No answer 6 2.4

ATI mean 4.05 sd 0.91



Exploring End Users’ Understanding and Information Needs Regarding Microchips Conference’17, July 2017, Washington, DC, USA

C CODEBOOKS FOR Q3 AND Q4

Table 3: Codebook with absolute and relative code frequencies for 250 responses to Q3 (“What comes to your mind when you
think of microchips, also known as "computer chips" and "integrated circuits"?”).

code
frequency

code
frequency

abs. rel. abs. rel.

computer 104 0.42 circuit 10 0.04
small size 84 0.34 manufacturing challenges 10 0.04
building block that makes things work 83 0.33 foreign manufacturing 9 0.04
used across devices 71 0.28 gaming 9 0.04
technology 54 0.22 political aspects 8 0.03
electronics 50 0.20 AI 8 0.03
phone 47 0.19 circuit board 8 0.03
technological advancement 47 0.19 GPU 8 0.03
data storage 35 0.14 high complexity 8 0.03
microchip composition 35 0.14 tablet 8 0.03
human implant 29 0.12 fear 7 0.03
CPU 28 0.11 health 7 0.03
other named devices 28 0.11 soldering 7 0.03
animal implant 27 0.11 vaccines 6 0.02
data processing 25 0.10 no idea 5 0.02
brain similarity 24 0.10 privacy 5 0.02
processing power 22 0.09 binary values 4 0.02
vehicle 22 0.09 pop culture reference 4 0.02
tracking 18 0.07 security 4 0.02
supply chain issues 18 0.07 authentication 3 0.01
motherboard 17 0.07 economical dependence 3 0.01
diverse functionality 15 0.06 Elon Musk 3 0.01
memory 13 0.05 ethical concerns 3 0.01
companies 12 0.05 flat 3 0.01
computer parts 12 0.05 profitable 3 0.01
control 12 0.05 stock market 3 0.01
communication 11 0.04 internet 2 0.01
conspiracy 11 0.04 toys 2 0.01
societal impact 11 0.04

Table 4: Codebookwith absolute and relative code frequencies for 250 responses to Q4 (“Would you personally like to understand
more about microchips? Yes/No, because . . . ”).

code
frequency

code
frequency

abs. rel. abs. rel.

gain knowledge 96 0.38 application areas 12 0.05
understand functionality 46 0.18 impact on society 10 0.04
omnipresent in daily life 32 0.13 understand manufacturing 10 0.04
no interest 28 0.11 professional needs 9 0.04
incomplete knowledge 24 0.10 satisfied 9 0.04
scientific progress 24 0.10 fear 8 0.03
keep up with progress 20 0.08 informed decision making 7 0.03
operation before knowledge 18 0.07 risk assessment 7 0.03
no need 16 0.06 diagnose issues 6 0.02
using technology 16 0.06 improve productivity 4 0.02
too complicated 15 0.06 improve quality of life 4 0.02
importance for future 14 0.06 explain to others 2 0.01
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D DETAILED RESULTS OF MULTILEVEL REGRESSION ANALYSIS

Table 5: Multilevel regression analysis, including interactions, based on participants’ ratings of the importance of receiving
different types of information to evaluate desideratum in a given setting, on a scale from 1—not at all important to 5—extremely
important (see Q10.3 for an example question presented to participants).

which func- how how how manu- who manu-
tionality interacts approved factured factured

Predictors Est. Est. Est. Est. Est.

intercept: car (setting) × ethical standards (desideratum) 2.87*** 2.43*** 2.82*** 2.71*** 2.66***

interactions (baseline=car × ethical standards)
car × accountability -0.16 -0.01 -0.21 -0.37 0.00
car × safety -0.25 0.09 -0.10 -0.33 -0.08
car × trustworthiness -0.03 0.04 -0.56* -0.65** -0.53*
car × cyber security 0.12 0.65** 0.36 -0.03 0.11
smartphone × ethical standards 0.02 0.25 0.37 0.29 0.60*
smartphone × accountability 0.22 0.07 0.06 0.17 -0.06
smartphone × safety 0.18 0.05 -0.04 -0.07 -0.53
smartphone × trustworthiness 0.44 0.13 0.39 0.08 -0.05
smartphone × security 0.32 -0.07 -0.48 -0.40 -0.52
cell tower × ethical standards -0.11 0.31 0.28 0.39 0.63*
cell tower × accountability 0.24 -0.01 -0.39 -0.62 -0.93*
cell tower × safety 0.47 -0.10 0.27 -0.18 -0.64
cell tower × trustworthiness 0.28 -0.02 0.28 0.12 -0.16
cell tower × security 0.33 -0.35 0.15 -0.19 -0.21
pacemaker × ethical standards -0.11 0.31 0.28 0.39 0.63*
pacemaker × accountability 0.42 0.67 0.60 0.19 0.25
pacemaker × safety 0.88* 0.49 0.41 0.53 0.16
pacemaker × trustworthiness 0.60 0.67 1.23** 1.23** 1.12**
pacemaker × security 0.47 -0.04 0.10 0.18 0.14
airplane × ethical standards 0.20 0.53* 0.48 0.81** 0.78**
airplane × accountability 0.59 0.67 0.61 0.19 0.25
airplane × safety 0.43 0.01 0.52 -0.38 -0.34
airplane × trustworthiness 0.46 0.31 0.99** 0.34 0.30
airplane × security 0.31 -0.07 -0.22 -0.61 -0.48

desire to understand more about microchips 0.54*** 0.63*** 0.40* 0.49** 0.41*
ATI score 0.26*** 0.27*** 0.26** 0.28*** 0.26**

marginal 𝑅2 0.177 0.198 0.180 0.189 0.155
conditional 𝑅2 0.465 0.478 0.522 0.571 0.536

* p < 0.05, ** p < 0.01, *** p < 0.001
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