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Abstract
The comprehensibility and reliability of data download

packages (DDPs) provided under the General Data Protection
Regulation’s (GDPR) right of access are vital for both individ-
uals and researchers. These DDPs enable users to understand
and control their personal data, yet issues like complexity
and incomplete information often limit their utility. Also, de-
spite their growing use in research to study emerging online
phenomena, little attention has been given to systematically
assessing the reliability and comprehensibility of DDPs.

To bridge this research gap, in this work, we perform a com-
parative analysis to assess the comprehensibility and reliabil-
ity of DDPs provided by three major social media platforms,
namely, TikTok, Instagram, and YouTube. By recruiting 400
participants across four countries, we assess the comprehensi-
bility of DDPs across various requirements, including concise-
ness, transparency, intelligibility, and clear and plain language.
Also, by leveraging automated bots and user-donated DDPs,
we evaluate the reliability of DDPs across the three platforms.
Among other things, we find notable differences across the
three platforms in the data categories included in DDPs, in-
consistencies in adherence to the GDPR requirements, and
gaps in the reliability of the DDPs across platforms. Finally,
using large language models, we demonstrate the feasibility
of easily providing more comprehensible DDPs.

*These authors contributed equally to this work.

1 Introduction

Ensuring compliance with the General Data Protection Reg-
ulation (GDPR) [12] is essential for platforms handling per-
sonal data, as it establishes legal requirements for data process-
ing, security, and user rights. One of these rights is the right
of access by data subjects, which enlists provisions whereby
data subjects (i.e., end users) can request access to their data
being processed by platforms (Article 15(3) GDPR). Plat-
forms have to comply with these requests within a stipulated

period of one month and provide the user with a copy of their
data. Usually, platforms provide this data in the form of data
download packages (DDPs) [34]. These DDPs often include
information about the users’ activities on and off the platform,
device and app information, inferred preferences, and other
information depending on the business of the platform.
Implementation across platforms: In fact, the GDPR stipu-
lates that information shall be provided to users in commonly
used electronic forms (Art. 15(3)(2) GDPR). Such an im-
plementation is crucial for enabling users to exercise their
right to data portability (Article 20), which allows end users
to transmit data from one platform to the other without hin-
drance [12]. However, the GDPR does not provide explicit
standards for the structure or content of DDPs, leading to
varying implementations of Article 15 across platforms [8].

Understandably, platforms that offer different types of ser-
vices interpret and implement the GDPR provisions differ-
ently. For instance, the DDP of a digital marketplace like
Amazon is naturally distinct from that of a digital public
space like TikTok. However, platforms offering similar ser-
vices should be able to provide comparable information to
users. For example, platforms providing short-format video
streaming services should, in principle, offer similar details
through their DDPs. To the best of our knowledge, such a
comparative study of the implementation of the right of ac-
cess under the GDPR is rare in the literature. This observation
leads to a key unexplored research question as follows: RQ1:
How similarly do platforms offering similar services imple-
ment the right of access under the GDPR (Article 15(3))?
Desideratum 1: Comprehensibility: Irrespective of the an-
swer to RQ1, these implementations (DDPs) should adhere to
a set of requirements outlined in the GDPR to ensure user com-
prehensibility. According to Article 12(1), these DDPs should
be (a) concise, (b) transparent, (c) intelligible, (d) easily acces-
sible, and (e) using clear and plain language [12]. However,
neither the GDPR nor accompanying guidelines [14] provide
a clear technical definition of these criteria. Further, adher-
ence to these requirements in the current implementations
also remains unexplored in the research community. The au-

1

ar
X

iv
:2

50
2.

11
20

8v
1 

 [
cs

.C
Y

] 
 1

6 
Fe

b 
20

25



thors in [8] came closest to understanding the question of
adherence, but they restricted their analyses to conciseness.
This gap leads us to the second research question in this pa-
per: RQ2: How comprehensible are the DDPs provided by
platforms under Articles 12 and 15 of the GDPR?
Desideratum 2: Reliability: Finally, another important expec-
tation for the effective implementation of the provision is that
the information in the DDPs is reliable. With the increased re-
striction on access to platform data for research [4, 33], many
researchers are relying on data elicited through exercising
the right of access for understanding the dynamic interplay
between population and platforms. In these so-called “data
donations” based studies, consenting participants first request
their own data from the platforms, and then provide this data
to researchers, typically for financial compensation. Several
recent scientific studies use this setup to explore fundamen-
tal questions about digital platforms— such as user engage-
ment [38], content recommendation [35], and ad targeting
processes [36] — and even questions beyond online activi-
ties, e.g., offline risks [3] or the likelihood of addiction [37]
using the resultant DDPs. However, if the reliability of the
information provided by the platforms is compromised, then
the insights drawn from such data sources might be invalid.

To this end, a recently conducted survey among researchers
indicates that 86% of researchers report concerns regarding
the reliability of the data collected using DDPs [34]. The
most important dimensions of reliability that researchers are
concerned about include: (a) completeness, (b) correctness,
and (c) consistency of the shared information. This brings
us to our final research question: RQ3: How reliable is the
information within the DDPs provided by platforms under
Article 15(3) of the GDPR?
The current work: Although the current work could have
been conducted on any digital platform, due to the growing
popularity in consumption of short–format videos [25,38] and
the impact they have on the population [13], we investigate
the aforementioned research questions on Instagram, TikTok,
and YouTube. Figure 1 describes the pipeline of our con-
ducted research. After analyzing the DDPs shared by these
platforms, we conducted an extensive survey among 400 par-
ticipants from Germany, France, Italy, and Spain to evaluate
their assessment of the comprehensibility of the respective
DDPs. Further, by utilizing (a) participants’ and (b) Euro-
pean Data Protection Board’s interpretations of the require-
ments, (c) current advancements in large language models
(LLMs), and (d) our technical expertise, we propose data rep-
resentations for the different categories of information. These
recommended representations are then evaluated against the
best representations of respective categories in the current
implementation of the platforms by 200 participants.

To answer the questions regarding the correctness and com-
pleteness of the DDPs, we browse the three platforms using
sock-puppet accounts to (a) automatically log the browsing
behavior and (b) request the DDPs from each of the platforms.

COMPR.
EVALUATION

INTERPRETATIONS

PROPOSAL 
EVALUATION

LEGAL 
RECOMMENDATION

TECHNICAL 
RECOMMENDATION

PROPOSED 
REPRESENTATION

GDPR DDP 
COLLECTION

CONSISTENCY 
EVALUATION

LOG DATA 
COLLECTION

CORRECTNESS,
COMPLETENESS
EVALUATION

Figure 1: Our pipeline to evaluate comprehensibility and reli-
ability of the current evaluation of Article 15(3) of the GDPR.

We repeat this process for a period of one month to under-
stand the consistency in the shared DDPs for the accounts. In
addition, to better understand the consistency across various
accounts, we also collect DDPs requested by real-world par-
ticipants from the three platforms. We summarize our major
findings with respect to each research question below.
RQ1: The studied platforms implement Article 15 of the
GDPR differently: Instagram, TikTok, and Youtube share dif-
ferent categories of data in their DDPs. While Instagram and
TikTok share more data with their users, YouTube’s shared
data is rather limited. Irrespective of the amount of data, the
only underlying similarity is that none of the platforms share
the purpose of data collection and processing in their DDPs.
RQ2: Instagram’s current data representation is the most
comprehensible: Based on the preference votes of 400 partic-
ipants, we find Instagram’s DDP adheres to GDPR’s require-
ments more than the other two platforms.
RQ2: Considering interpretation from different stake-
holders significantly improves the data representation:
200 survey participants prefer our proposed data representa-
tion to current representations along all requirements except
conciseness. In fact, our proposal is preferred in as many as
44 out of the 52 evaluations (13 categories × 4 requirements).
RQ3: TikTok’s DDP is the most reliable as per our evalu-
ation: Our analyses using sock-puppet accounts reveal Tik-
Tok’s DDP presents a complete, correct, and consistent repre-
sentation of our browsing behavior. Instagram and YouTube
exhibit varying degrees of missing data across DDPs collected
over the period of our study. However, the analyses among
real users show Instagram and TikTok share data for differ-
ent periods in their DDPs for different categories, whereas
YouTube shares all the data types for similar duration.

To the best of our knowledge, this study is the first detailed
evaluation of adherence of different requirements mentioned
in the GDPR. The insights drawn from our study further
underline the need for standardization and follow-up on the
implementations to ensure that the primary goals of data pro-
tection laws are achieved.
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2 Background and Related Work

To position the current work in the perspective of the litera-
ture, we present a brief overview of the following: (a) GDPR
and the rights of access, (b) leveraging data download pack-
ages for platform audits, (c) audits of implementations of
provisions of the GDPR.
GDPR and the right of access: The GDPR is a landmark
privacy law designed to give individuals greater control over
their personal data and to standardize data protection rules
across the European Union (EU) [12]. While the GDPR has
many provisions and rights enlisted, our work focuses on Ar-
ticle 15(3): the right of access, which allows users to request
a copy of their data collected by online platforms. Most plat-
forms implement this requirement by providing a Data Down-
load Package (DDP) upon request. For such implementations,
GDPR provides a set of desiderata for the DDPs. Specifi-
cally, Article 12(1) requires a DDP to be concise, intelligible,
transparent, accessible, and in clear and plain language [12].
Moreover, the GDPR gives the right to end-users to be able
to port their data from one platform to another under Article
20. However, if platforms offering similar services implement
these rights in significantly different ways, platforms will es-
sentially deprive end users of their right to portability.
Leveraging data download packages: The richness of DDPs
has enabled new research directions previously deemed in-
feasible. Indeed, many recent studies are utilizing them
through donations made from participants with their ex-
plicit consent. To this extent, researchers have used DDPs
to conduct research on topics related to personal health and
safety [3, 20, 37], news and politics [6, 17, 18], auditing rec-
ommendation algorithms [24,35], analyzing user behavior on
social media platforms [15, 38], and understanding ad target-
ing types and user perceptions [36].
Audits of implementations of GDPR: Many studies have
investigated (a) whether consent forms are designed prop-
erly by platforms [9, 23, 29, 30], (b) whether platforms are
undermining user privacy under the pretense of ‘legitimate
interest’ [21, 22, 31], (c) inconsistencies in platform’s data
withdrawal behavior [11]. However, little attention has been
given to platforms’ implementation of the right to access. A
recent study shows that end users often view DDPs as over-
whelming and unclear, leaving key questions unanswered
while triggering privacy concerns [8]. Moreover, researchers
have expressed concerns about the reliability of the DDPs and
have faced challenges in using them [19, 34].
The current work: To the best of our knowledge, our work
is one of the first studies that tries to unravel the current im-
plementations of Article 15(3) of the GDPR from the lens of
comprehensibility and reliability. Furthermore, our proposed
recommendations for the potential implementation of DDPs
may not only improve the current implementations, but also
help in the implementation of other rights provided to users
under the GDPR, such as the right of data portability.

3 RQ1: How similarly do platforms offering
similar services implement GDPR Article
15?

Before analyzing the comprehensibility and reliability of
DDPs, we first look into the content of the DDPs provided by
each of the platforms (i.e., we compare how the platforms are
currently implementing GDPR Article 15(3)).

3.1 Platforms under consideration
Since the primary focus of the study is to understand how
similar platforms implement the same provision in the GDPR,
we decided to focus on multiple platforms providing similar
services. To this end, there are many options for digital stream-
ing platforms (e.g., Netflix, Disney, etc.), digital marketplaces
(e.g., Amazon, Zalando, etc.), and social networking platforms
(e.g., Facebook, X, LinkedIn, etc.). In this study, we focus
on three platforms that provide short-format video streaming
services: TikTok, Instagram, and YouTube. Our motivation to
study these platforms stems from the recent increase in popu-
larity of short-format video platforms [25, 38]. Furthermore,
all three platforms have been designated as Very Large Online
Platforms (VLOPs) by the EU under the recently enacted Dig-
ital Services Act (DSA), indicating the far-reaching impact
that these platforms have on the European society [13].

TikTok, Instagram, and YouTube implement Article 15(3)
of the GDPR, through which they share DDPs with their end-
users upon request. In the current implementations, platforms
share data primarily in two formats (a) machine-readable –
which is usually a single JSON or a collection of JSON files;
(b) human-readable – where Instagram and YouTube opt for
HTML version, whereas TikTok shares it in TXT files segre-
gated across many directories. If one takes a closer look at the
DDPs received from any of the platforms, their contents can
be broadly divided into the following categories: (a) user’s
usage, (b) user’s content, (c) personal details, (d) advertise-
ments, (e) miscellaneous. Next, we examine the DDPs that
Instagram, TikTok, and YouTube provide and observe their
content and presentation. Most of the observations discussed
below are summarized in Table 5 (see Appendix A).

3.2 Information regarding users’ usage
One of the most important facets of the information contained
within the DDPs is how a user uses the social media platform.
Such usage information may include the content that a user
watches, searches for, or engages with implicitly or explicitly.
Watch history: Watch history is an ordered list of all the con-
tent that a user has watched before requesting the data. DDPs
of all three platforms contain watch history data of the data
subject. However, as Table 1 shows the data provided across
the three platforms are widely varying. Among these, two
points are strikingly different – (a) while YouTube provides
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Feature YouTube Instagram TikTok

Duration Entire user’s lifetime 2 weeks 6 months
Content URL ✔ ✘ ✔
Timestamp ✔ ✔ ✔
Content title ✔ ✘ ✘
Author name ✔ (with author’s URL) ✔ ✘
Ad identification ✔ (whether ad or not) ✔ ✘

File segmentation Single file Three files Single file

Table 1: Comparison of watch history data across platforms.

Platform
Provides
like
history?

Details provided

TikTok ✔
Link to the liked content,
timestamp of when it was liked

Instagram ✔
Link to the liked content, author details,
timestamp of when it was liked

YouTube ✘
Shows like history on mobile app and web
version but does not share it in the DDP

Table 2: Comparison of like history details across platforms.

this data for the entire lifetime of a user on the platform, Insta-
gram provides data of at most the last two weeks and TikTok
provides data for around six months before the data request
(without any clear explanation for the reduced duration); (b)
while TikTok and YouTube provide the watch history all at
once, Instagram segregates it into three files based on the type
of content, i.e., ads, posts, and videos watched by the user.
Like history: Similar to watch history, like history is an or-
dered list of all the contents that a user has liked before re-
questing the data. The details across the three platforms are
noted in Table 2. The table demonstrates that there is a clear
lack of consistency in how platforms currently implement
Article 15(3) GDPR. While one platform (YouTube) records
the like history on its application, it does not share this infor-
mation in the YouTube DDP 1. Another platform (Instagram)
provides the watch history for just a couple of weeks without
any link to the watched content, but it provides the like history
of a lifetime, including references to the liked content.
Time spent on platform: While all three platforms have a
detailed dashboard that mentions the average time spent and
the exact amount of time users spend on the application daily,
the same information is not provided in the DDP in response
to Article 15 GDPR. On a positive note, TikTok recently
added a new field in the data, namely “Activity Summary,”
which enlists how many videos a user has commented on,
shared, or watched until the end since their registration.
Other usage activities on platform: Table 5 (in Appendix A)
shows some other important usage activities. Most of the
activities, e.g., comment, search, save, share, and writing a

1Although Like history is not there in YouTube ddp, it is included in the
Google DDP.

Aspect Details provided Platforms

Content created
Media (image/audio/video),
textual captions,
date, and time information

TikTok,
Instagram,
YouTube

Addnl. details
Metadata such as software used
for uploading (e.g., Android gallery),
device ID, camera metadata

Instagram

Location details Longitude and latitude of upload site
if the author tags the location

TikTok,
Instagram,
YouTube

Table 3: Details of user created content shared by platforms.

message are recorded by all platforms where the features are
applicable. However, sharing across applications, i.e., when
a user shares the video on other social media platforms or
copies the link for posting elsewhere, is only shared in TikTok
DDPs. Also, while both TikTok and Instagram maintain a list
of inferred interests of the data subject, YouTube DDPs do
not have them.

3.3 Information regarding user’s content

While the usage data is about how users consume or behave
on video streaming platforms, information regarding their
content refers to the content that a user creates and uploads
to the platform for others to consume. This information en-
compasses the media (image/audio/video) a user uploads on
their profile, along with any textual captions, locations, date
and time information, etc. While all three platforms provide a
copy of the media and text details, Instagram shares additional
information including software used to upload the content,
device ID, metadata about the camera, etc. (Table 3).

3.4 Information regarding personal details

While the two facets discussed above focus more on the con-
tent that users consume, engage with, or create, the infor-
mation regarding personal details is more privacy-sensitive.
These details contain basic personally identifiable information
(PII), e.g., account details (which may include one’s name,
phone number, e-mail address, date of birth, profile picture,
etc.). However, apart from these basic personal details, most
of the DDPs also include information about the different de-
vices through which people visit the platforms. TikTok and
Instagram directly store these details as part of the login in-
formation, whereas YouTube does not offer this data in its
DDP. For YouTube, this data can be accessed only if someone
requests their entire Google DDP.2

Login history: In light of the prior descriptions, login history
contains the list of login activities made by the data subject.

2One justification may be that one can not sign in to their YouTube
account unless they sign in to their Google account on the same device.
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The login history details are significantly different in Tik-
Tok and Instagram DDPs. TikTok provides the timestamp,
IP, device model, operating system, network type, and carrier
provider in its DDP. On the other hand, Instagram’s login
history data is very detailed. Along with providing the above
details, Instagram provides (and therefore collects) cookie
information, language code, Instagram app version, display
properties of the device, hardware identifier, and some inter-
nal identifiers. Such differences in data collection and shar-
ing practices point to two important possibilities: (a) TikTok
might be collecting some of these details and not sharing
them with its end-users and, therefore, is not being transpar-
ent; (b) Instagram might be collecting more information than
necessary, thus becoming more intrusive to privacy. Diving
deep into these possibilities is beyond the scope of this study,
and we would like to explore these directions in future work.

3.5 Information regarding advertisements

Advertisement on social media platforms is a prevalent phe-
nomenon, as users are constantly served with ads when
they scroll through Instagram, TikTok, or YouTube. How-
ever, based on our observations, there is no standardized way
of including ads that users have seen in their requested DDP.
Ads viewed: As mentioned in Section 3.2, Instagram maintains
a separate list of ads viewed by users. However, the data
provided by Instagram only mentions the author/advertiser
name and timestamp. TikTok, on the other hand, does not
demarcate any advertised content that a user has seen in their
timeline. In contrast, YouTube distinguishes all the ads that a
user has encountered from the organic content. Also, YouTube
provides a link to the ad video along with its title and when it
was viewed. However, neither of the three platforms provides
information on ad targeting parameters. From the ads viewed
details, a user can understand these are the ads they got to
watch on their timeline, but why those particular ads were
served to them remains an enigma. While this information
does appear when an advertisement or paid content appears
on the three platforms, it is not included in the shared DDPs.
Ad targeting data sources: The Instagram DDP contains a list
of advertisers who have used data about one’s online activity
or profile for targeted advertising purposes. This list also con-
veys information about how these advertisers obtained users’
data. In specific, as per this information, there are three ways
in which the advertiser might target a person: (a) custom au-
dience – where the advertiser targets the data subject through
a custom audience with a list of customer data (e.g., email
addresses, phone numbers, or other identifiers) which the ad-
vertiser might have obtained from other third party sources;
(b) remarketing custom audience – where the advertiser tar-
gets the data subject because (s)he might have interacted with
some of the advertiser’s content, visited their website, etc.;
(c) in-person store visit – where advertiser can use location
data or check in data because the data subject might have vis-

ited one of their physical stores. The DDPs of YouTube and
TikTok do not provide any such information on advertisers
and how they gather data about a particular user.
Off-platform activities: Another important source of data
through which these platforms collect enormous amounts
of digital behavioral data is off-platform activities. This is
a list of all the activities in external platforms (outside the
source platform) that these platforms have tracked or linked
to a user. Note that this might be an artifact of the said exter-
nal platforms’ installed Meta/Google/TikTok pixels. A user
might have used a Meta or Google login to sign up, other
tools embedded in the software development kit of the ex-
ternal platform, or any data-sharing agreement between the
external company and any of the platforms we investigate.
For instance, if a user visits the website or application that
also installs one of the tracking techniques of any of the short-
format platforms, then the said website can share the user’s
activities, such as page view, purchase, search, logins, etc.,
along with other activities, such as adding a product to the
cart, view contents, install app, launch app, etc. Instagram and
TikTok DDPs contain off-platform activities of users, whereas
YouTube does not have such data. Both Instagram and TikTok
share the external platform name, event or activity type, and
the timestamp in their DDPs.
The DDPs from the three platforms also provide a wide va-
riety of other details. For example, they may contain infor-
mation on link history, survey, application setting, shopping,
etc. For more details on this, please refer to the summary of
all the discussions above, listed in Table 5 (see Appendix A).
All three platforms miss one of the important goals set by
GDPR Article 15(1)(a), which is to include the purposes
of the data processing and collection. None of the DDPs
include a purpose statement explaining why certain data is
collected, nor do they provide a README or manual to help
users understand the significance of the data being collected.
Important takeaways
¬ The three platforms implement Article 15 very differ-
ently. The Instagram and TikTok DDPs contain a significantly
larger number of data types than the YouTube DDP. Instagram
shares (and thus collects) more data.
¬ There are inconsistencies in the reporting of data within
platforms, e.g., while some information is available on apps
or websites, the same is not included in the DDPs.
¬ None of the platforms we studied disclose the purpose of
data collection or processing in their DDPs, as required by
Article 15(1)(a) GDPR.

4 RQ2(a): How comprehensible are DDPs?

Here we investigate whether the current implementations of
platforms adhere to the requirements Chapter 3 of the GDPR
outlines a number of rights of data subjects (i.e., end users),
including the right of access (Article 15) [12]. Before outlin-
ing these rights, the GDPR provides a list of requirements
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for how information should be communicated to end users.
Specifically, the first paragraph of Article 12 of GDPR reads,

“The controller shall take appropriate measures to provide any
information referred to in Articles 13 and 14 and any com-
munication under Article 15 to 22 and 34 relating to process-
ing to the data subject in a concise, transparent, intelligible
and easily accessible form, using clear and plain language
. . .” [12].
As the GDPR does not provide more succinct definitions
of these requirements, we adopt two approaches to inter-
pret these terms. First, following trends in empirical contract
research to employ user surveys for interpretation of legal
terms [5], we conduct a large-scale user survey among partic-
ipants from different European countries to understand their
interpretations of some of the requirements. Second, we apply
the interpretations of the requirements by the European Data
Protection Board (EDPB) [14]. Finally, we evaluate the cur-
rent implementations, i.e., the DDPs obtained from Instagram,
TikTok, and YouTube, against the interpretations by users and
the EDPB.
Participant recruitment: We recruited participants to con-
duct our survey from the crowd-sourcing platform Prolific
[27]. On Prolific, we hired 100 participants each from Ger-
many, France, Spain, and Italy (400 in total) who had a high
approval rate of at least 98% to take part in our survey. Our
motivation for a general set of respondents stems from the
fact that the GDPR entitles general residents in the European
Union(EU) with the right to data access, and requirements
are intended to benefit these residents. Though, eventually,
our plan is to extend the study to all countries within the
EU, we chose to start with the countries that have the high-
est GDP [32]. We also selected the standard gender break-
down while setting up the surveys. In total, we recruited 228
males (57.0%), 161 females (40.3%), 9 self-reported as “other”
(2.3%), and 2 participants who preferred not to disclose their
gender (0.5%) (See Table 6 in Appendix C for details).

Prior to entering our survey, we presented an online con-
sent form for expressing explicit consent from the participants.
Upon completion of the survey, we compensated each par-
ticipant at a rate of £9 per hour, which is recommended by
Prolific to be a good and ethical rate of remuneration [26].
Our survey comprised three components: (a) Awareness of
participants about the rights, (b) Interpretation of the require-
ments by the participants and (c) adherence evaluation. Next,
we elaborate abut the survey setup and important observations
for each of the components.

4.1 Awareness about the GDPR right of access

Survey setup: In the first component, we first tried to educate
our participants about Article 15 of the GDPR and how they
can request their data from online platforms. We also provided
a link to a Google Drive folder where they could see an exam-
ple of a DDP. At this stage, we asked our participants three

questions regarding (1) whether they were aware of such right
before taking our survey, (2) whether they had exercised this
right by requesting their data, and (3) if they had exercised
their rights, then why. We designed this part of the survey
to understand the general awareness of the participants and
make them aware of the said right.
Observations: Out of the 400 participants, nearly 72% partic-
ipants responded that they were aware of the right of access
to data before participating in our survey. At the same time,
only 29.2% of them answered in affirmation when it comes
to exercising their rights by requesting the data on some plat-
form. Although there is a massive gap between awareness
and exercise of the data requests, the numbers are surprisingly
high. We also asked our participants to provide reasons for ex-
ercising their data requests in free-form tex. Through manual
annotations the responses were characterized into four groups.
Almost half of the participants (51%) mentioned curiosity,
knowing what information platforms collect about them, to be
the primary reason for their data request. Further, 18% men-
tioned seeking specific information, e.g., identifying a song
they had listened to earlier, cross-checking specific details, or
determining the amount of time spent on the platform, etc.,
as the primary reason for their requests. Finally, 11% of our
participants made their requests to keep a backup.

Interestingly, one-fifth of the participants (20%) mentioned
that they requested data from several platforms for participat-
ing in some research study. Note that several recent studies–
for understanding social media– use data donations from users
on Prolific ( [37], [35]) and other crowd-sourcing platforms
as their primary data source. This observation likely explains
the surprisingly high percentage of awareness and exercise
statistics that we reported above.

4.2 Interpretation of the requirements

Survey setup: To understand the interpretation of require-
ments by common end users, in the second part of our survey,
we showed the participants the paragraph of Article 12 (see
above), which mentions the different requirements of DDPs.
We asked our participants about their interpretation or ex-
pectation of the shared personal data in the DDPs to follow
any of these requirements. Next, we elaborate on the differ-
ent interpretations of these requirements from the responses
of our participants while contextualizing them further with
the guidelines of the EDPB [14], which represents the data
protection authorities of all EU member states.
Conciseness Interpretations by the survey participants:
We perform thematic analysis of the responses provided
by the 400 participants using BERTopic [16]. The im-
portant themes that resonated across the responses span-
ning all countries are – prioritize important & relevant data ,

summarize important observations , and present data in a

structured way that is easier to navigate .
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However, a fourth theme emerged in the interpretations
shared by participants from Italy, France, and Spain, but not by
those from Germany. Specifically, these participants touched
upon the concept of data minimization. To this end, some
participants mentioned the documents should be shorter, while
others mentioned avoiding an overwhelming amount of text.
In short, while participants from Germany only prioritize the
informativeness of the content, other participants prioritize
the length of the content as well.
Interpretations by the EDPB: In this context, the European
Data Protection Board interprets concise presentation to
be done efficiently and succinctly to avoid information fa-
tigue [14]. While the above interpretation falls within the in-
terpretations mentioned by our survey participants, the EDPB
also asserts that the presentation should differentiate privacy-
sensitive information from non-privacy-sensitive information.
Transparency Interpretation by the survey participants: Un-
like the case of conciseness, there are no major differences
in how participants from all countries interpret transparency.
The interpretation of transparency can be divided into two
major aspects. First, participants call for unambiguous, full
disclosure of all the data that has been collected about them
in the way they are collected. Second, and most importantly,
some participants also expect the DDPs to mention how the
data is processed and for what purpose the data is collected.
To this extent, the response from one of the participants cap-
tures all the notions beautifully: “It (Transparency) means
providing clear honest and complete information about

how the data is being used. There should be no hidden de-
tails or surprises for the individual. People should easily

understand what data is being collected why its being col-

lected who will access it and how long it will be kept.” At
this point, we would also like to note that as per the partici-
pants’ interpretation, conciseness and transparency are two
competing requirements, i.e., to satisfy one, the other possibly
has to be violated.
Interpretation by the EDPB: While the EDPB draws most of
its interpretations from Recital 39 of the GDPR, it interprets
transparency as allowing data subjects to determine the scope
and consequences of the concerned data processing [14]. To
this end, the EDPB calls for data controllers (i.e., platforms)
to separately spell out the most important consequences and
risks that the data processing may entail.
Intelligibility Interpretation by the survey participants:
Among all the requirements provided by the GDPR, the most
subjective one is that of intelligibility. However, almost all the
participants explicitly interpret it to be easy to understand

and link it closely with the language being straightforward

and without any technical and/or legal jargon . Participants
from all countries also mentioned that intelligible data should
have a clear explanation of how and why a certain piece of
information is collected. The participants also noted some

interesting expectations in this regard. For instance, partic-
ipants from Germany mentioned that platforms shall share
their DDPs in one’s language of comfort (native language
or other language of choice). Moreover, participants from
Italy stated that platforms should share their DDPs in the
form of elegant visualization .
Interpretation by the EDPB: The EDPB describes intelligi-
bility to be a representation that should be understood by an
average member of the intended audience. In addition, they
also mention that it is closely linked to the requirement to use
clear and plain language.
Clear and plain language Interpretation by the sur-
vey participants: Understandably, most of the partici-
pants interpret plain and simple language to be words
that are easily understandable and unambiguous .
Some participants elaborate on the nuance by stat-
ing that legal and technical terms should be avoided or

at least explained in a simpler way . To this end, one clear
observation from our survey responses is that participants do
not distinguish between intelligibility and language.
Interpretation by the EDPB: Along the lines of the interpreta-
tions mentioned above, the EDPB interprets this requirement
as being definitive and should not be phrased in ambivalent
terms or leave room for different interpretations [14].
Accessibility Interpretation by the survey participants:
Most of our participants interpret accessibility as being
easily available , i.e., it is easy to find the place to re-

quest the data and to access the data. However, there
are certain interesting and valid interpretations which are
worth mentioning. Some participants mentioned that the
data needs to be available in a format so that it can be
opened without any sophisticated software or tools . At the

same time, the timeliness at which the data is provided upon
request is another interesting aspect touched upon by some
of our participants. Another interesting interpretation was the
data should be available to everyone, including people with
visual impairments by using accessible design features like

screen readers or alternative text making sure the users can
access data without any barriers .
Interpretation by the EDPB: The EDPB’s interpretation of
accessibility also follows from the above popular responses
from the survey participants, wherein they say that it should
be immediately apparent to end-users as to where and how
the DDP can be accessed [14].
Our observations on accessibility: Despite agreeing with all of
the above interpretations, we observe a few differences across
the platforms because accessibility is the most objective prop-
erty for evaluation. In terms of ease of request, from the
content page of a user’s account, one needs to click 6, 6, and
10 times on TikTok, YouTube, and Instagram, respectively, to
be able to request the data in the human-readable format. No-
tice that, while on Instagram, a user needs to click more, the
platform provides many options to the end-user, such as the
time duration that their DDP should contain. Moreover, based
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on our anecdotal observations, the turnaround time for TikTok
upon request was instantaneous during this research study.
For Instagram and YouTube, it often takes 10 to 15 minutes
for the DDP to become available. However, all the turnaround
times are within the GDPR-prescribed maximum duration of
one month. Further, one can download one’s data on TikTok
and Instagram from both their applications and web versions,
but YouTube shares the DDP with its end users by sending
an e-mail with a URL to the DDP. All these platforms pro-
vide DDPs in a compressed format, which makes it harder
for the end-users to open them on a smartphone. At the same
time, an end user needs to have a browser or text reader to
open the HTML (YouTube and Instagram) and TXT (TikTok)
DDPs. In summary, while the data request and download are
relatively accessible in the current setting, reading the data is
still complicated for the average end user. At this point, we
would also like to note that we are not aware of any special
provisions that platforms may have for people with visual
impairments to access the data.

4.3 Adherence evaluation
Survey setup: In the final part of the survey, we presented
our participants with the information shared in the DDPs of
Instagram, TikTok, and YouTube in an anonymized and ran-
domized format. We showed different categories of content
and the whole DDP to our participants. The different cate-
gories of content that we shared include data from all of the
categories of information that we elaborated in Section 3. Ta-
ble 7 (refer Appendix C.1) summarizes the specific thirteen
categories that we evaluated.3 Note that, for this comparative
study, we used DDPs that are shared in a human-readable
format by all three platforms. Instagram and Tiktok share
the human-readable version in HTML and TXT formats, re-
spectively. However, YouTube DDP only contains watch his-
tory, search history, personal information, and login history
in HTML format. All other categories of data are found in
CSV or JSON formats. Since the primary goal of this study
is to compare the contents, we showed them consistently in a
< category,value > pair in our survey. We acknowledge that
the way data is shown to users may affect some of the results.
However, in this study, we restrict ourselves to the evaluation
of what content is shared rather than how it is shown. We plan
to explore the visualization aspects in future studies.
For each category, we showed participants the content shared
by the three platforms side by side and asked them which
platform’s data representation they found to be more con-
cise/intelligible/transparent/in clear and plain language.4 Fig-
ure 8 (see Appendix C.1) depicts a representative example

3We should point out that YouTube does not provide like history, autofill,
location, and off-platform activity. Hence, for these categories, we asked our
participants to evaluate between Instagram and TikTok.

4We exclude accessibility from the evaluation because it pertains to get-
ting access to request and download DDPs more than to their representations.
Also, we stated our observations about this requirement in Section 4.2.

of one of the questions that we used in our survey. The first
preference in Figure 8 means the most preferred choice of
data representation of a participant, whereas the third prefer-
ence means their least preferred choice of data representation.
We posed this question as a multiple-choice grid, so each
participant had to provide an ordered preference for the three
representations. For example, if a participant rates Instagram’s
representation as their first preference, then they cannot rate
any of the other platforms as their first preference.
Note that the final part of the survey consisted of 14 (13 cat-
egories + overall DDP) ×4 evaluations where participants
gave us an ordered preference. Hence, to avoid participant
fatigue, we asked 50% of our participants to evaluate intelli-
gibility and transparency and asked the other half to evaluate
conciseness and language properties. Hence, 200 participants
answered each of the evaluation questions.

Observations Next, we report our findings on the adher-
ence evaluation of four requirements.
Language: Figure 2 shows the percentage of first preference
votes elicited by the representation of each of the platforms
for the four requirements that we surveyed. In the evaluation
of clarity and simplicity of language, Instagram won the first
preference votes in eleven out of the thirteen data categories
(Figure 2a). In contrast, for the remaining two categories, par-
ticipants preferred the language in which YouTube presents
its search and watch histories.
To understand the overall preference of participants across the
board, we weight every first preference vote with a score of 3,
second preference vote with a score of 2, and third preference
vote with a score of 1. For categories, where we are comparing
only two platforms, we assigned scores 3, 1 for first, second
preference respectively. Then, we evaluate an average pref-
erence score for each of the platforms based on participants’
preference orderings. Figure 3 shows the average preference
scores of each of the platforms in each category of data. Based
on the average preference scores, apart from watch, search
histories and location, the gap between preference toward the
language of Instagram’s data representation is way more than
that of TikTok and YouTube (Figure 3a). Across the differ-
ent categories of data, the participants’ average preference
score for Instagram’s language is 2.48, whereas TikTok and
YouTube fail to reach an average preference score of 2.
Apart from the thirteen categories of data, we also asked our
participants to evaluate the overall DDP from the three plat-
forms. When participants were asked to evaluate the overall
DDP, 55% of them preferred the language of Instagram’s DDP
over the other two. TikTok and YouTube DDPs are preferred
by 25% and 20% of the participants, respectively.
Intelligibility: Similar to Language, Instagram won the first
preference vote for eleven out of the thirteen categories evalu-
ated (Figure 2b). Among these, except for devices and location
categories, nearly more than 75% of the participants preferred
Instagram’s data representation to be the most intelligible.
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The average preference scores almost follow the same trend
as that of language, where the Instagram DDP’s intelligibility
(2.53) is substantially higher than that of YouTube (1.75) and
TikTok’s (1.64) (Figure 3b). For the evaluation of the overall
DDP, 63% of the participants identified the Instagram DDP
to be the most intelligible. TikTok and YouTube were chosen
as the first preference by a considerably smaller proportion of
our participants, nearly 18% each.
Transparency: YouTube won the first preference for five cat-
egories, where over 70% of the participants chose it for watch
history, search history, and login, followed by devices and
content with 55% and 46%, respectively (Figure 2c). For the
remaining eight out of the thirteen categories, Instagram won
the first preference of the participants in a large percentages.
We find that the average preference scores of Instagram and
YouTube are comparable (Instagram: 2.23, YouTube: 2.15),
whereas TikTok (1.66) has lower score (Figure 3c). In the
evaluation of the overall DDP, Instagram is preferred more
compared to the other two platforms, with nearly 46% of the
participants choosing it to be the most transparent. On the
other hand, YouTube is preferred by 35% of the participants,
and the remaining 19% selected TikTok.
Conciseness: Based on Figure 2d, we found that in nine out
of thirteen categories of data that we surveyed, respondents
preferred TikTok’s data representation as the most concise,
whereas Instagram’s data representation is found to be the
most preferred for the remaining four categories. While Tik-
Tok’s representation is preferred substantially in the location,
autofill, and off-platform categories (≥60% first preference
votes), Instagram’s representation is preferred more for likes
history and contents (≥65% first preference votes). Based on
the average preference scores for conciseness, we see that the
representations are found to be very comparable in most of the
data categories (Figure 3d). The average preference scores of
Instagram and TikTok are very comparable (Instagram: 2.12,
TikTok: 2.15), whereas that of YouTube is considerably lower
(1.60). While evaluating the overall DDP, 43% of the partici-
pants found Instagram’s DDP to be more concise, followed
by Tiktok and YouTube with 35% and 22%, respectively.
Variations across countries: We do not observe qualitative
variation across the four countries for three requirements –
language, intelligibility, and transparency. However, for con-
ciseness, participants from Germany predominantly preferred
Instagram, with over 50% of the participants selecting it as
their first choice across most categories. In contrast, partici-
pants from other countries primarily selected TikTok as hav-
ing the most concise representation for all the categories,
except likes, connections, and content. To understand this,
we manually examined how participants across different de-
mographics interpret conciseness. We found that, except for
participants from Germany, most demographics have an inter-
pretation of conciseness as: (1) minimizing document length,
(2) avoiding information overload etc. This difference in in-
terpretation is reflected in how our participants evaluated the
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(d) Conciseness

Figure 2: Percentage of first preferences across all categories
and for the entire DDP. Instagram is the top choice for most
categories across all requirements, except for conciseness.
For watch and search histories, YouTube is the most preferred
platform in transparency, intelligibility, and language.

data representations: while participants from Germany gave
more priority to content, other participants gave more priority
to data categories having less content.

Important takeaways
¬ We found participants’ interpretation of the requirements
are in line with that of European Data Protection Board. How-
ever, there seems to be conflicting interpretations of concise-
ness and transparency among both stakeholders.
¬ We found Instagram’s current data representation to be
the most comprehensible and participants’ responses suggest
that it adheres to the GDPR requirements more than the other
two platforms. However, participants’ preferences vary across
different data categories. For instance, participants believe
that YouTube’s representations for search and watch history
adhere to the GDPR requirements more than Instagram’s.

5 RQ2(b): Improving DDPs comprehensibility

In Section 4, we observed that none of the platforms adhere
to the prescribed requirements of the GDPR properly across
all data categories, highlighting the need for better represen-
tations. Motivated by this, here we utilize the different inter-
pretations we elicit from survey participants to come up with
novel recommendations that lead to better representations.
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Instagram TikTok YouTube
Platform

Watch
Search

Likes
Comments

Saved
Content
Devices

Connections
Login

Personal
Autofill

Location
Off Platform

Average
Overall

Ca
te

go
ry

2.19 1.47 2.34
2.19 1.68 2.13
2.73 1.27
2.70 2.04 1.25
2.65 1.93 1.43
2.62 1.36 2.02
2.40 1.86 1.74
2.78 1.85 1.37
2.50 2.21 1.30
2.71 2.12 1.18
2.44 1.56
2.01 1.99
2.39 1.61
2.48 1.77 1.64
2.40 1.80 1.79

(a) Clear and Plain Language

Instagram TikTok YouTube
Platform

Watch
Search

Likes
Comments

Saved
Content
Devices

Connections
Login

Personal
Autofill

Location
Off Platform

Average
Overall

2.20 1.36 2.44
2.13 1.52 2.36
2.76 1.24
2.79 1.86 1.34
2.83 1.82 1.35
2.61 1.49 1.90
2.21 1.74 2.05
2.79 1.66 1.54
2.62 1.85 1.52
2.68 2.07 1.25
2.56 1.44
2.18 1.82
2.55 1.45
2.53 1.64 1.75
2.51 1.72 1.77

(b) Intelligible

Instagram TikTok YouTube
Platform

Watch
Search

Likes
Comments

Saved
Content
Devices

Connections
Login

Personal
Autofill

Location
Off Platform

Average
Overall

1.84 1.49 2.66
1.93 1.44 2.63
2.28 1.72
2.52 1.47 2.02
2.79 1.69 1.52
1.80 1.77 2.43
1.78 1.62 2.60
2.49 1.52 1.98
2.11 1.70 2.19
2.57 2.09 1.34
2.54 1.46
2.26 1.74
2.13 1.87
2.23 1.66 2.15
2.29 1.75 1.96

(c) Transparency

Instagram TikTok YouTube
Platform

Watch
Search

Likes
Comments

Saved
Content
Devices

Connections
Login

Personal
Autofill

Location
Off Platform

Average
Overall

2.21 1.97 1.82
2.12 2.15 1.74
2.33 1.67
2.28 2.29 1.43
2.04 2.29 1.67
2.52 1.54 1.95
2.13 2.16 1.71
2.40 2.23 1.36
2.17 2.38 1.45
2.31 2.38 1.31
1.80 2.20
1.51 2.49
1.81 2.19
2.12 2.15 1.60
2.19 2.03 1.78

1.4

1.6

1.8

2.0

2.2

2.4

(d) Conciseness

Figure 3: Comparison of 13 different data categories, including an evaluation of overall DDPs for the four requirements. Instagram
achieves the highest overall DDP score for all the four requirements.

Proposal YouTube

Title      : Watched video_title
Author  : channel_name
Time     : Oct 14, 2024 1:51 AM CET

Watch Duration : 120 seconds
Percentage Watched : 75

Device  : Mobile - Android
Watched On Network : Wifi

Header : Platform B
Title      : Watched video_title
Author  : channel_name
Time     : Oct 14, 2024 1:51 AM CET

Products : [Platform B]

Why is this here? : This activity was saved to 
your account because the following settings were 
on : PlatformB watch history. You can control 
these settings here.

Figure 4: Comparison of watch history representation in our
proposal and that of YouTube’s current DDP implementation.

5.1 Methodology

To come up with an actionable recommendation for data rep-
resentation, we take the following steps.
Step 1: Summarize the interpretations: As a first step, for
each of the requirements, we collect the interpretations from
our surveyed participants and that of the EDPB [14]. Next, we
feed this entire set of 401 interpretations to a large language
model (LLM) – Gemini 2.0 Flash [10]– using the Google AI
Studio platform. We ask the LLM to generate a set of recom-
mendations that encapsulate the most prevalent interpretations
by summarizing the above responses. For reproducibility pur-
poses, we make the prompts we used and the responses in
Appendix B. Note that in this approach, we include the in-
terpretations of not only the data subjects, but also of data
protection authorities (through the interpretation of EDPB).
Step 2: Generate recommended data field for each data
category: In the second step, by providing the top recommen-
dations for each of the requirement, we ask the LLM to make
some assumptions. Specifically, we state that we are data en-
gineers working in a short-format video platform operating
in the European Union. Moreover, an end user requests us to
provide them with their personal data for a given data cate-
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(b) Intelligible

W
a
tc

h
Li

ke
s

C
o
m

m
e
n
ts

S
a
v
e
d

S
e
a
rc

h
Lo

g
in

C
o
n
n
e
ct

io
n
s

D
e
v
ic

e
s

Lo
ca

ti
o
n

A
u
to

fi
ll

C
o
n
te

n
t

S
u
m

m
a
ry

O
ff

 P
la

tf
o
rm

20
40
60
80

100

%
 V

o
te

s

Proposal Instagram/TikTok/YouTube
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(d) Conciseness

Figure 5: Percentage of votes for the proposal and the earlier
winning platform across different categories for each require-
ment. Our proposal emerged as the top choice in all fields for
the language and intelligible requirements.

gory. Then, we ask the LLM to let us know of the specific data
fields that we should provide to the end user. Subsequently,
the LLM provides us with a set of recommendations for data
fields of information in the queried category in the form of a
JSON object (available in Appendix B).
Step 3: Manual inspection by researchers: In the final stage,
three researchers who are part of this study and are conversant
with DDPs of a whole array of platforms assess these recom-
mendations. The primary goal of their assessment is to remove
any instance of hallucination in the form of potentially irrele-
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vant data fields that may have been recommended by the LLM.
Next, given their expertise in understanding data donations
in other platforms like Netflix, Prime video etc., we ask them
to suggest any additions or removals to the recommended
fields. By taking these steps, we ultimately come up with the
final proposal of recommendations. Note that while Step 1
introduces the end users’ and data protection authorities’ in-
terpretations, this step also instils the common interpretations
of tech experts on other platforms and researchers who want
to unravel the dynamics of platforms using these DDPs.

An example of the recommended representation for watch
history and that of the most adhering representation among
the existing one’s (YouTube’s) is shown in Figure 4. Note that
apart from the details about the video watched, the proposal
also shares the duration of the video and what fraction of it
was watched by the user and on which device and network.

5.2 Evaluation of the proposed representation

To evaluate our proposed representation, we conducted an-
other survey among 200 participants (who have not partic-
ipated in the earlier survey mentioned in Section 4) from
Germany, France, Spain, and Italy. We follow the identical
participant recruitment strategy as elaborated in Section 4. Ta-
ble 8 (See Appendix D) shows the user demographics. During
the survey, we showed the participants two representations for
the evaluated categories: (a) proposed representation: which
we generate from the steps mentioned in Section 5.1, (b) win-
ner representation: for each data category, the representation
among Instagram/TikTok/YouTube which won the first prefer-
ence along more requirements (i.e., the representation which
participants suggested to be more adhering to the GDPR). We
anonymize and randomly present each pair of representations
to the survey participants. Then, we ask the participants to
select one of the two representations that they find to be more
intelligible/transparent/concise/in clear and plain language.
Observations We compare the representations of the data
category fields of our proposal and that of the best among
the existing short-format video platforms for 13 different
categories across four GDPR requirements.5 Figure 5 shows
the percentage of votes for the two representations obtained in
the 52 evaluations (13 data categories × 4 requirements), that
we surveyed. We observe that the participants preferred our
proposed representation in as many as 44 categories. However,
their preferences vary for different requirements.
Language and intelligibility: For clarity and simplicity of
language and intelligibility of the representation, our proposal
gets upwards of 67% of the votes in most of the categories
(except language in comments and intelligibility in autofill
categories) suggesting our proposed representation is both

5Notice that the data categories are slightly different than the evaluations
done in Section 4.3. We are not considering personal information, as there
were no suggestions for adding or removing any fields. Instead, we include
activity summary, which is provided only by TikTok, for comparison.

intelligible and in clear and plain language.

Transparency: Our proposal is voted to be more transpar-
ent than the best of the existing short-format video platforms
in 11 out of the 13 categories. Apart from search history, in
all the other winning 10 categories, our representation gets
upwards of 75% of the votes. In watch history, the split be-
tween our proposal and that of YouTube’s DDP is 47% and
53%, respectively, indicating that both representations are of
comparable quality. However, in autofill information category,
Instagram’s data representation gets nearly 93% of the votes
from our survey participants. However, we argue that having
less autofill information is indicative of less privacy-intrusive
data collection. While our proposed recommendation includes
only the email address, name, address, and phone number, that
of Instagram contains much more sensitive information.

Conciseness: Notice that in Section 4.2, we mentioned con-
ciseness and transparency, and to some extent intelligibility,
are mutually competing requirements. We observe the same
conflict in the results of this survey. Unsurprisingly, our pro-
posal was preferred to be the most concise representation in
merely 7 out of the 13 categories. Even then, in watch history,
search history, login history, and device details – our proposed
representation was found to be more concise by upwards of
75% of the participants. It is also worth mentioning that, much
like the survey presented in Section 4.3, the participants from
Germany have different preferences compared to those from
other countries. Except for autofill information, over 66% of
German participants preferred our proposed representation in
all other categories.
Despite our proposed recommendation coming out as a sig-
nificant improvement over any of the existing data representa-
tions, achieving this was not the main objective of this section.
Our primary intention of this section has been to convey how,
relatively easily, one can come up with more effective data
representations by taking into account the interpretations of
different stakeholders. This potentially indicates that currently,
platforms are probably operating in silos without much delib-
eration and sincere effort into implementing Article 15 of the
GDPR. At the same time, because of the mutually conflicting
nature of the requirements, it is harder than anticipated to
satisfy all the requirements with a single representation.
Important takeaways
¬ Taking into account the interpretations of different stake-
holders (e.g., end users, legal scholars, technical experts, and
researchers) can offer a significant improvement to the data
representations across different categories.
¬ Our proposed recommendation was favored by the sur-
veyed participants in 44 out of the 52 evaluations conducted
across various pairs of data categories and requirements.
¬ It is not difficult to come up with a proposal that adheres
with the requirements of of Article 12 GDPR. With the right
intentions and an intensive dialogue among all the stakehold-
ers, one can build far better content composition of the DDPs.
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6 RQ3: How reliable are the DDPs?

In this section, we investigate how reliable the DDPs are. We
first define the requirements for quantifying the reliability
of DDPs. Next, we outline the data collection employed to
evaluate their reliability. Finally, we conduct a comprehensive
assessment of the reliability of DDPs for the three platforms.

6.1 Requirements for reliability
86% of researchers who participated in a Data Donation Sym-
posium reported encountering problems with the DDPs pro-
vided by various platforms [34]. The primary concerns identi-
fied include: (1) incompleteness, such as missing data types or
limited time ranges, and (2) inaccuracy, such as wrong times-
tamps, incorrect ordering which renders the data unreliable to
both end users and researchers. Therefore, due to the popu-
larity of using DDPs to conduct research, there is a pressing
need to systematically assess how reliable DDPs are. Hence
we evaluate the reliability of DDPs on three requirements.
Completeness: Evaluates whether the platforms provide a
comprehensive record of all user activities or whether the data
is subject to sampling or omissions.
Correctness: Determines whether the sequence of recorded
activities in the DDP accurately reflects the chronological
order of events and whether any wrong entries are present.
Consistency: Assesses the uniformity of data across users
and within users across different retrieval instances.

6.2 Experimental setup
We collect two types of data: (a) from real-world users, and
(b) utilizing bot accounts.
Real-world users Inspired by prior work, we designed our
own data donation website, which is privacy preserving and
allowed us to obtain DDPs from real-world users [38]. To
ensure user privacy, all collected data was anonymized and
any PII was discarded on the front-end of our data donation
website. During the data collection process, we intentionally
mandated the donation of specific data categories for each
platform. For TikTok and YouTube, video browsing history
was mandatory. In the case of Instagram, the mandatory cate-
gories included (a) like history and (b) ads and topics, which
consist of posts, ads, videos viewed, and ads clicked. Other
data categories, such as search history, comments, etc., were
optional and users provided them at their discretion. Private
messages and other sensitive data were not collected. Users
were compensated based on the categories and amount of data
they donated. The maximum payment offered was $16 for
TikTok, $9 for YouTube, and $14 for Instagram data dona-
tions. Data collection for TikTok and YouTube took place
between August and September 2024, while for Instagram, it
was conducted between December 2024 and January 2025.
We collected data from the same set of 33 users across all

three platforms. 17 (51.5%) male and 16 (48.5%) female
participants donated their data.
Bot accounts We automated the process of video brows-
ing and video liking activities using pyautogui [2] to con-
trol mouse and keyboard and opencv-python [1] to detect
the like button on the desktop screen. This approach differs
from traditional browser automation [7], as we directly con-
trolled the desktop environment instead of interacting with the
browser via scripts. We captured interactions with the browser
by downloading the HAR (HTTP Archive) files (HAR is
a JSON-formatted file that logs all network traffic between the
browser and the server). We viewed between 20 to 25 short-
format videos in each video browsing session on each of the
three platforms. Our bot accounts watched each video for a
random duration, ranging from 15 to 60 seconds, and they
randomly liked some of the videos. This approach allowed us
to gather accurate ground truth data regarding user activities.
The process was conducted for nearly thirty video browsing
sessions between October 2024 and December 2024 for each
platform. To conduct our analysis, we collected multiple DDP
snapshots from each of these bot accounts.

6.3 Observations

Completeness: As mentioned in Section 3.2, Instagram and
TikTok do not provide the entire watch history of a user,
since they register on the platform, without any explanations.
Hence, these DDPs are inherently incomplete and potentially
violate Article 15(1)(d). However, with whatever data they
share, to evaluate completeness, we utilize the data collected
from the bot accounts. To this end, we compared the number
of activities recorded in the HAR dump with those in the
DDP for each video browsing session. We used the DDP
that was closest in time to the corresponding HAR dump.
Instagram offers two video browsing feeds: (1) home feed,
and (2) reels feed. Interestingly, we found that videos watched
under the reels feed were not present in the DDP, although like
activities associated with them were recorded. For Instagram’s
home feed, the percentage of recorded entries in the DDP for
browsing videos and likes is 100%. On TikTok, all browsing
and like activities were fully recorded, with a completeness
rate of 100%. For YouTube, the recorded entries accounted
for 99.5% of the activities observed in the HAR dump.
Correctness: After assessing the completeness of DDPs, we
evaluated its correctness using the same data from bot ac-
counts, by checking whether the order of contexts was main-
tained and whether any arbitrary entries were present in the
DDP or not. To achieve this, we measured the Jaccard simi-
larity for the following aspects between HAR and DDP for
each activity type.
• Date: Consistency of recorded timestamps. We compared
them up to the minute level to allow for slight variations.
• Context: Consistency of video IDs or author IDs.
• Overall: A combined evaluation of date and context. Table 4
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Platform (Activity) Date Context Overall

Instagram (Likes) 100% 100% 100%
Instagram (Browse) 96% 97% 91%
TikTok (Likes and Browse) 100% 100% 100%
YouTube (Browse) 100% 99.83% 99.5%

Table 4: Average Jaccard scores across different video brows-
ing sessions for the three platforms. Concerning correctness,
TikTok sits at the top, followed by YouTube and Instagram.

presents the average Jaccard scores across the video browsing
sessions for the three platforms. For Instagram, there is a
drop in the Jaccard scores of browsing, because of changes in
usernames, i.e, account username change or account deletion.
For TikTok, Jaccard scores achieved 100% accuracy across
both browsing and like activities. For YouTube, the average
Jaccard scores are 100% for date, 99.83% for context, and
99.5% overall. The slight drop in the overall score is because
of the 0.5% missing entries discussed earlier. For TikTok
and YouTube, the recorded timestamps showed a minimal
difference of ± 5 seconds compared to the HAR dump values
for the same activity. However, for Instagram, the difference
was as high as up to one minute, leading to a reduction in the
accuracy for date and overall.
Consistency (across snapshots): Next, we determine whether
a particular account receives consistent data when making
multiple requests from the same platform. Towards this goal,
we analyzed differences between multiple DDPs obtained
from bot accounts. We examined whether the entries present
in an earlier snapshot were retained in a later snapshot. For
Instagram and TikTok, the snapshots are collected with a gap
of 1 week. For YouTube, we use a gap of one month.

Figure 6 presents the ratio of overlapping entries between
two DDPs to the total number of entries in the earlier DDP
for three key aspects, i.e., date, context, and overall. For In-
stagram, despite using the same bot accounts, we observed
variations in the covered duration of the video browsing his-
tory across multiple snapshots, ranging from 6 to 13 days.
Hence, due to limited available video browsing history, we
solely focus on analyzing the like history. Figure 6a shows
the results for Instagram. We identify some missing entries in
the later snapshots. Specifically, 6% of the entries are found
to be missing from snapshot 3 to snapshot 4. Figure 6b illus-
trate the results for video browsing history and like activities
on TikTok. Based on our findings, we observe that TikTok
provides consistent data across multiple retrieval attempts.
Lastly, in Figure 6c, we observe that approximately 12% of
entries were missing for snapshot pairs (1, 3) for YouTube.
Among these, nearly 62% entries were advertisements, while
the other videos got deleted from the platform itself.
Consistency (across users): To assess whether all users re-
ceive a similar amount of data, we analyzed video browsing
history, search history, and like history obtained from real-

world users across the three platforms. First, we measured the
duration of data that was contained in each activity history
by calculating the time difference between the earliest and
the latest entries in the respective activity history lists. For
Instagram, we defined browsing history as the combination
of ads viewed, posts viewed, and videos watched, while we
included both keyword or phrase searches and user searches
in the search history. To understand the extent to which the
distribution of provided data to the users differs, we analyzed
the cumulative distribution function (CDF) of the durations of
video browsing, search, and like history across the platforms.

Figure 7 presents a comparative view of activity durations
across users. For Instagram, we observe distinct clusters of
users with browsing history durations concentrated around
6 and 13 days (Figure 7a). This non-uniform distribution in-
dicates that some Instagram end users receive significantly
different amounts of data. Similarly, on TikTok (Figure 7c),
video browsing and search history durations exhibit substan-
tial variation. Specifically, some end-users had data spanning
approximately 180 days, while others had nearly 450 days
of recorded video browsing and search activities. To ensure
a fair comparison, we specifically restricted our analysis to
TikTok users whose earliest recorded activity occurred before
March 2023. This criterion allows us to focus on the subset
of users who have had ample time to accumulate browsing
and search history. As a result, we analyzed data from 23
TikTok users. These findings highlight TikTok’s tendency to
provide data inconsistently among its users. However, such
kind of clusters were not observed for like history on both
Instagram and TikTok. The analysis of video browsing and
search history on YouTube (Figure 7d) does not reveal any
discernible patterns, suggesting that the platform may provide
DDPs more consistently to its end users.
Important takeaways
¬ In terms of correctness and completeness, TikTok pro-
vides the most reliable DDPs. Also, its DDPs are consistent
across multiple retrievals.
¬ Instagram and YouTube exhibit varying degrees of miss-
ing data across different snapshots. Moreover, Instagram’s
DDP is not complete as it does not contain viewed reels.
¬ There are disparities in the amount of data within a plat-
form’s DDPs. Instagram and TikTok have clear variations for
video browsing and search histories, while YouTube appears
to maintain a more consistent data distribution.

7 Concluding discussion

Summary of the insights: To the best of our knowledge,
ours is the first systematic attempt to evaluate the implemen-
tation of the right of access (Article 15) across platforms
offering similar services. Our detailed evaluation of Insta-
gram, TikTok, and YouTube, focusing on their DDPs, reveals
that Instagram and TikTok share more data categories, while
YouTube’s shared data is limited. The only underlying simi-
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Figure 6: Ratio of entries retained across multiple snapshots for the same account: Instagram (like history), TikTok (video
browsing history and like activities), and YouTube (video browsing history).
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Figure 7: Plots illustrating the CDF of data duration provided
to users for three activities – search, browse, and like history.
On Instagram, clusters in browsing history are observed at 6
and 13 days, while on TikTok, clusters appear at 180 and 455
days for both search and browse history.

larity that cuts across platforms is that of non-disclosing the
purpose of data collection and processing. While Instagram’s
data representation is deemed most comprehensible, TikTok’s
is found to be the most reliable. Finally, a proposed data rep-
resentation, leveraging interpretations of different important
stakeholders, is found to be preferred by participants across
multiple countries along the different requirements.
Limitations of the current work: Like any other work it
has its own share of limitations. The survey population could
have been more diverse and representative of common users
on the street. However, note that our work is comparative by
nature and we do not expect that the choice of participants
will impact the relative rankings and comparisons presented
across the paper. Further, our study solely focuses on data
shared by platforms upon request and not the data that is actu-

ally collected from the users. Including this information may
further enrich the quality of the work.
Recommendations for stakeholders: Platforms should im-
prove the consistency among different categories of data that
they share with end-users. The way different related categories
of data are being shared differently (e.g., like vs. browsing
history on Instagram) raises concerns about the lack of coordi-
nation within the platform while implementing the regulations.
The other significant room for improvement for platforms is
increasing the comprehensibility of the shared data. As we
show in our work if we consider the interpretation of different
stakeholders, the resulting representations can already be a
significant improvement on the current representations.
The current differential and ineffective implementation not
only affects end-users’ rights of access but also affects their
rights to port their data (Article 20). Such rights of users will
only be useful if data protection authorities provide more
detailed technical specifications and/or standardization for
implementation. As Section 5 shows involving different stake-
holders may further improve the standard of implementations.
Moreover, authorities need to enforce these requirements–
otherwise platforms may not have any ramifications to worry
about if they do not comply with them. To this end, the current
study also indicates how effective enforcement of the GDPR
rights may benefit from computer science research by relying
on audit strategies to observe compliance at scale.
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and before initiating our study, we acquired approval from
the Ethical Review Board (ERB) of our University. Before
surveying a participant or obtaining their DDPs, we provided
them with an online consent form and asked them to metic-
ulously review the outlined terms in the consent form and
explicitly provide us with their consent to these terms. We
refrained from collecting any PII from our participants who
took part in our surveys and donated us their DDPs. Specif-
ically, we removed any available PII inside the DDPs at the
front-end and also anonymize them before they are sent to our
back-end server. Furthermore, according to the stated terms
and conditions in the ERB approval, we took stringent mea-
sures to protect the privacy of our participants. In particular,
we would not share their donated anonymized DDPs with any
third parties, and we would completely remove these DDPs
within a specified time after the conclusion of our study.
When conducting our surveys, we ensured that the questions
did not pose any potential risks to our participants. Specifi-
cally, when surveying our participants on different represen-
tations of the DDPs, we filled out data categories based on
sample DDPs that our research team obtained from their own
personal accounts on the studied platforms. Moreover, we
checked the contents of these data categories and verified
that they do not endanger our participants in any way. We
utilized bot accounts that exclusively interacted with publicly
available content on the platforms to carry out one part of our
experiments in Section 6. We took multiple steps to minimize
the inadvertent consequences of running these bot accounts.
To this extent, we intentionally distributed the incurred over-
head of our experiment over multiple short browsing sessions
to prevent causing any sort of disruptions to the short-format
video platforms. Specifically, on a single day of our experi-
ment, a bot account had only one video browsing session and
viewed up to a maximum of 25 short-format videos. More-
over, although our bot accounts tangibly engaged with some
videos by liking them, we used only three bot accounts across
all the platforms, so we do not foresee any potential harm re-
sulting from these activities. Furthermore, although the Terms
of Service of the studied platforms prohibit the usage of auto-
mated bots, the benefits of our study outweigh any potential
risks associated with the activities conducted by our bot ac-
counts. Finally, we affirm that we fully conformed to ethical
research standards throughout our work [28]. This includes
but is not limited to, presenting our findings in aggregate form
and guaranteeing the anonymity of all our participants.

9 Open science

We comply with standard open science guidelines to the
fullest extent permitted by the terms and conditions outlined
in the ERB approval that we obtained. To this end, we pub-
licly share multiple materials that we utilized to carry out our
research project in Section 9. Specifically, we provide details
on the surveys which we conducted in Appendix B. These

details include the exact questions and choices that we gave to
our participants. Moreover, we present details on the prompts
we fed to the LLM and the responses that we got from the
LLM also in Appendix B.

As previously stated in Section 8, according to the terms
outlined in our approved ERB proposal, we would remove all
the DDPs that we collected in Section 6 from our database
after the completion of our research project. Therefore, we
cannot make these anonymized DDPs publicly available.
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A Content of DDPs provided by YouTube, Tik-
Tok, and Instagram.

Table 5 presents an overview of the content included in the
DDPs offered by these three platforms. Note that although
Instagram has cookies field it just shows the last four digits
of the cookie name and no other details.

B Survey questions, prompts, and responses
from an LLM.

We included the following in the supplementary material6 :
1. Survey questions used for Section 4.
2. Overall DDPs used for evaluation in Section 4.
2. Prompts provided to LLM and responses from LLM used
in Section 5.
4. Survey question used for Section 5.

6https://zenodo.org/records/14721885

C Comprehensibility of DDPs

Table 6 presents the distribution of the participants recruited
for the survey in Section 4.

C.1 Evaluation for the requirements across the
platforms

Table 7 shows the data categories considered for evaluating
the comprehensibility of DDPs.
Figure 8 shows the representation of watch history for the
three platforms and sample question format.

D Improved DDPs comprehensibility

Table 8 presents the distribution of the participants recruited
for the survey in Section 5.
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Information Type TikTok Instagram YouTube Minimum expected fields

User’s usage

Watch Y N Y Content Id, ts
Search Y Y Y Query term, ts
Comment Y Y Y Comment text, Content Id, ts
Like Y Y Y g Content Id, ts
Messages Y Y NA Content, User Id, ts
Save/Favourite Y Y Y Content Id, ts
Share(In-app) Y Y NA Content Id, ts
Share(Across-app) Y N N Content Id, ts
Interests/Topics Y Y N List of topics
Time spent N∗ N∗ N∗ Duration/frequency

User’s content

Media Y Y Y Media file/URL
Text details Y Y Y title
Location Y Y Y Some place identifiers
Date time Y Y Y ts
Device - Y N Device model, OS
Other user interactions N∗ N∗ N∗ Likes, Comments

Personal details

Account details Y Y Y g Username, DOB, Email, Profile photo
Connections Y Y Y Username, ts
Login history Y Y Y g IP, ts
Current devices Y Y Y g User agent
Current camera NA Y NA Version/type
Location Y Y Y g Place identifiers
Account changes - Y N Type, Old, New values, ts

Advertisements
Ads viewed N N Y Content Id, ts
Personlization N∗ N N Reasons why the ad was shown
Access to your data N Y N Which and how (in store visit etc.)

Miscellaneous
Off-platform Y Y N Platform, ts, activity
Link history - Y - Link, ts
Cookies - Y - -

Table 5: Data Transparency: Overview of collected and shared information. N∗ denotes the details are found in the app but not in
the GDPR dump. Y g denotes the details are found in google’s DDP, but not in YouTube’s DDP. (ts-TimeStamp)

Attribute Type Count Percentage

Gender

Male 228 57.0
Female 161 40.3
Other 9 2.3

Prefer not to say 2 0.5

Age

18-25 95 23.7
25-30 104 26.0
30-40 114 28.5
40+ 87 21.8

Country

France 100 25.0
Germany 100 25.0

Spain 100 25.0
Italy 100 25.0

Table 6: Distribution of participants in survey reported in
Section 4 based on their self-reported gender, age, and country
of residence.
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Category What does it mean?

Watch history List of contents watched by a user on the platform.
Search history List of terms/users searched by a user on the platform.
Comments List of comments written by a user on others posts/videos on the platform.
Saved List of contents saved by a user for future reference on the platform.
Connections List of other users connected to a user on the platform.
Location The most recent location as recorded by the platform.
Autofill information Personally Identifiable Information including name, mail id, phone number, address etc. often collected implicitly.
Off-platform activity User’s activity data shared by other platforms with the platforms under consideration.
Devices Details of the devices that a user has used to connect to the platform.
Login history Device and network from which the user has logged into the platforms.
Like history List of contents liked by a user.
Personal information Personally Identifiable Information, including name, mail ID, phone number, address, etc., shared by the user.
User’s content List of contents uploaded or posted by the user on the platform.

Table 7: A list of categories of data that were considered in the adherence evaluation phase of the user survey.

Figure 8: Figure representing how the watch history from the three platforms was displayed to users for comparison and to
evaluate the four properties: conciseness, clear and plain language, intelligibility, and transparency.

Attribute Type Count Percentage

Gender

Male 100 50.0
Female 99 49.5

Prefer not to say 1 0.5

Age

18-25 54 27.0
25-30 57 28.5
30-40 57 28.5
40+ 32 16.0

Country

France 50 25.0
Germany 50 25.0

Spain 50 25.0
Italy 50 25.0

Table 8: Participant distribution in the survey reported in Sec-
tion 5.2 based on their self-reported gender, age, and country.
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