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Vector Linear Secure Aggregation

Xihang Yuan and Hua Sun

Abstract

The secure summation problem, where K users wish to compute the sum of their inputs at a
server while revealing nothing about all K inputs beyond the desired sum, is generalized in two
aspects - first, the desired function is an arbitrary linear function (multiple linear combinations)
of the K inputs instead of just the sum; second, rather than protecting all K inputs, we wish to
guarantee that no information is leaked about an arbitrary linear function of the K inputs. For
this vector linear generalization of the secure summation problem, we characterize the optimal
randomness cost, i.e., to compute one instance of the desired vector linear function, the minimum
number of the random key variables held by the users is equal to the dimension of the vector
space that is in the span of the vectors formed by the coefficients of the linear function to protect
but not in the span of the vectors formed by the coefficients of the linear function to compute.

Xihang Yuan (email: xihangyuan@my.unt.edu) and Hua Sun (email: hua.sun@unt.edu) are with the Department
of Electrical Engineering at the University of North Texas.
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1 Introduction

Secure summation, motivated in particular by federated learning [1–3], studies the information
theoretic limits on computing the sum of inputs from distributed users without revealing any
additional information to the aggregating server. Specifically, suppose we have K users where User
k ∈ {1, 2, · · · ,K} holds an input Wk and an independent key Zk. To securely compute the sum
W1 + · · · +WK , each user sends a message Xk to the server so that from X1, · · · ,XK , the server
may recover W1 + · · · + WK while learns no additional information about all inputs W1, · · · ,WK

beyond the sum. In [4], the fundamental limit on communication and randomness cost of secure
summation is characterized - to securely compute 1 bit of the sum, each user needs to send 1 bit of
message Xk to the server, each user needs to hold 1 bit of key Zk and all key variables Z1, · · · , ZK

need to have K − 1 bits of entropy (randomness).
In this work, we consider a vector linear generalization of the above secure summation problem

where both the desired function to compute and the security function to protect are arbitrary linear
transforms - first, instead of computing the sum, the users may aggregate the inputs through an
arbitrary linear function F[W1; · · · ;WK ] where F is a rank(F) × K matrix and [A;B] is the row
stack of matrices A,B; second, rather than protecting all inputs, the users may guarantee nothing is
revealed about an arbitrary linear function of the inputs, G[W1; · · · ;WK ] whereG is a rank(G)×K
matrix. The relaxation of protecting all source information to a certain (linear) function of the
sources has also been recently considered in the context of network coding for computing [5, 6].

The main result of this work is the characterization of the information theoretic minimum
randomness cost for vector linear secure aggregation. We show that the key variables Z1, · · · , ZK

need to have entropy of rank([F;G])−rank(F) , rank(G|F) bits per input bit. The result manifests
itself in interpretation - we need key variables to cover the row space of G to avoid information
leakage while the row space of F does not need to be protected as it must be correctly computed
anyway so the keys are only required to cover the space that lies in G but not in F, i.e., the answer
can be expressed as the conditional rank term. To prove this result, the key challenge is on the
achievability side while the converse side follows in a relatively straightforward manner from [4].
In particular, the crux is how to design the key variables so that we are only protecting the part of
space that is in G while out of F and at the same time ensure the desired function can be recovered
with no error. Interestingly, our scheme is inspired by entropic analysis, i.e., we are guided by the
entropy condition of the security constraint (refer to (8)) and reverse engineer to construct the code
so that the mutual information in the security constraint is forced to be zero (refer to Section 4.3).
The total randomness rate result of secure summation is recovered as a special case, as here G is
the K ×K identity matrix and F is the all 1 row vector so that rank([F;G]) − rank(F) = K − 1.
Lastly, a few comments on other performance metrics. The communication cost of vector linear
secure aggregation is the same as that of secure summation, i.e., each user still needs to send all
information contained in Wk through Xk to the server. The individual key rate (i.e., the minimum
size of Zk) turns out to be an open problem. Note that for secure summation, each individual input
Wk needs to be fully protected so that the size of Zk cannot be less than that of Wk while this
stringent security constraint is relaxed in vector linear secure aggregation and we are not required
to protect each individual Wk but we are not able to determine how much leakage is allowed exactly
in general. For a more detailed discussion, refer to Section 6.
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2 Problem Statement

Consider K users and User k ∈ {1, 2, · · · ,K} , [K] holds input Wk and key Zk. The inputs
(Wk)k∈[K] are independent and are independent of (Zk)k∈[K]. Each Wk is a 1× L row vector with
i.i.d. uniform elements from the finite field Fq.

H
(

(Wk)k∈[K] , (Zk)k∈[K]

)

=
∑

k∈[K]

H (Wk) +H
(

(Zk)k∈[K]

)

, (1)

H (Wk) = L (in q-ary units), ∀k ∈ [K]. (2)

Each Zk is comprised of LZ symbols from Fq. (Zk)k∈[K] are a function of a source key variable ZΣ,
which is comprised of LZΣ

symbols from Fq.

H
(

(Zk)k∈[K]

∣
∣
∣ZΣ

)

= 0. (3)

The users wish to compute a linear function F of the inputs while guaranteeing no information
is leaked about another linear function G of the inputs, where F,G are specified as follows. Define
W , [W1; · · · ;WK ] ∈ F

K×L
q .

F = FW ∈ F
M×L
q , G = GW ∈ F

N×L
q (4)

where F ∈ F
M×K
q , G ∈ F

N×K
q are assumed to have full row rank without any loss, i.e., M =

rank(F), N = rank(G). Further, to avoid degenerate cases, we assume

matrix F does not have zero columns (5)

because a zero column, say the k-th, means that the input Wk does not appear in F , the desired
function to compute and then User k can be eliminated from the problem without loss of generality.

To accomplish the goal of vector linear secure aggregation, User k sends to the server a message
Xk, which is a function of Wk, Zk and is comprised of LX symbols from Fq.

H (Xk|Wk, Zk) = 0, ∀k ∈ [K]. (6)

From all messages, the server must be able to recover F , with no error.

[Correctness] H
(

F
∣
∣
∣(Xk)k∈[K]

)

= 0. (7)

Security refers to the constraint that the server cannot infer any additional information about
G beyond that contained in F . That is, the following security constraint must be satisfied.

[Security] I
(

G; (Xk)k∈[K]

∣
∣
∣F

)

= 0. (8)

The communication rate R, individual key rate RZ and total key rate RZΣ
characterize how many

symbols message Xk, key Zk and source key ZΣ contain per input symbol, and are defined as

R ,
LX

L
, RZ ,

LZ

L
, RZΣ

,
LZΣ

L
. (9)

A rate tuple (R,RZ , RZΣ
) is said to be achievable if there exists a design of keys Zk, ZΣ and

messages Xk of vector linear secure aggregation, for which the correctness constraint (7) and the
security constraint (8) are satisfied and the communication rate, individual key rate, total key rate
are no greater than R,RZ , RZΣ

, respectively. The closure of the set of all achievable rate tuples is
called the optimal rate region, denoted as R∗. The main performance metric of this work is the
optimal total key rate R∗

ZΣ
, minR∗ RZΣ

.
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3 Result

Our main result is the characterization of the optimal total key rate, stated in the following theorem.

Theorem 1. For vector linear secure aggregation defined above, the optimal total key rate is

R∗
ZΣ

= rank ([F;G])− rank (F) = rank(G|F). (10)

The proof of Theorem 1 is presented in the following two sections.

4 Achievability Proof

Let us start with two examples to illustrate the idea in a simpler setting.

4.1 Example 1: K = 5,M = 3,G = I5

Suppose we have 5 users and wish to compute the following 3 linear combinations of the inputs
over F7 while security needs to hold for all inputs, i.e., G = I5, the 5× 5 identity matrix.

F =





2 0 5 3 1
5 1 4 2 4
0 4 3 5 1




invertible
−→





1 0 0 1 5
0 1 0 6 3
0 0 1 3 1



 (11)

where we perform an invertible operation to transform the first 3 columns of F to a 3× 3 identity
matrix. Now to achieve the desired total key rate R∗

ZΣ
= 5−3 = 2, we set L = 1, LZΣ

= 2. Suppose
we have two uniform and independent noise variables N1, N2 over F7, then set

X1 = W1 −N1 − 5N2,
X2 = W2 − 6N1 − 3N2,
X3 = W3 − 3N1 −N2,

X4 = W4 +N1,
X5 = W5 +N2 (12)

where X4,X5, corresponding to the last K −M = 2 columns of F, are just the sum of input and
each independent noise and X1,X2,X3, corresponding to the first M = 3 columns of F, are the
sum of input and linear combinations of the noises with coefficients given by the last 2 columns of
F after transforming the first 3 columns to identity (refer to (11)).

The scheme is correct because our design allows easy cancellation of the noise to recover F =
FW, e.g., to recover the first row of F, we have X1 + X4 + 5X5 = W1 + W4 + 5W5. To verify
security is guaranteed, consider the security constraint (8).

I
(

G; (Xk)k∈[5]

∣
∣
∣F

)

= I
(

(Wk)k∈[5] ; (Xk)k∈[5]

∣
∣
∣F

)

(13)

= H
(

(Xk)k∈[5]

∣
∣
∣F

)

−H
(

(Xk)k∈[5]

∣
∣
∣ (Wk)k∈[5] , F

)

(14)

= H
(

(Xk)k∈[5] , F
)

−H(F )−H
(

N1, N2

∣
∣
∣ (Wk)k∈[5]

)

(15)

≤ 5− 3− 2 = 0 (16)

where the last step follows from the fact that messages (Xk)k contain 5 symbols, F can be recovered
from (Xk)k, and uniform key symbols N1, N2 are independent of the inputs Wk (refer to (1)).
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4.2 Example 2: K = 6,M = 2, N = 3

Suppose we have 6 users and wish to compute the following 2 linear combinations of the inputs
over F7 while revealing nothing about the following 3 linear combinations of the inputs.

F =

[
1 0 5 5 3 5
0 1 5 6 0 3

]

, G =





3 0 1 4 2 4
2 2 1 3 5 3
1 1 3 4 3 1



 (17)

where we have assumed without loss of generality that F contains an identity matrix as a submatrix
(as F has full rank). It turns out that rank(G|F) = 2; in particular, the last row of G is equal to
the sum of the two rows of F while the first two rows of G are linearly independent of F.

Following the idea of Example 1, we may set L = 1 and

X1 = W1 − 5N1 − 5N2 − 3N3 − 5N4, X2 = W2 − 5N1 − 6N2 − 3N4,
X3 = W3 +N1, X4 = W4 +N2,
X5 = W5 +N3, X6 = W6 +N4,

(18)

but we use more key symbols (N1, N2, N3, N4) than the optimum (2 = rank(G|F)). It turns out
that N1, N2, N3, N4 need not to be independent and the following step of introducing correlation
among them is the most technical step of the proof.

Find a 2× 4 matrix V2×4 such that







F

G

0 0
0 0

V







has full rank 6. (19)

Note that such V exists as rank([F;G]) = 4. Any such V will work and then we find its right
null space V

⊥
4×2 such that VV

⊥ = 02×2 (the 2 × 2 all zero matrix, again any one will work). For
example, we may set

V =

[
1 0 6 6
0 1 6 5

]

, V
⊥ =







1 1
1 2
1 0
0 1






. (20)

Then the noise symbols N1, N2, N3, N4 can be generated from two uniform and independent noise
symbols S1, S2 by precoding with V

⊥,







N1

N2

N3

N4






= V

⊥ ×

[
S1

S2

]

=







S1 + S2

S1 + 2S2

S1

S2






. (21)

We may write out the final message assignment with noise symbols S1, S2.

X1 = W1 − 6S1 − 6S2, X2 = W2 − 4S1 − 6S2,
X3 = W3 + S1 + S2, X4 = W4 + S1 + 2S2,
X5 = W5 + S1, X6 = W6 + S2.

(22)

5



The scheme is correct due to the same reasoning as that of Example 1 (refer to (18) for noise
cancellation). Let us verify that the security constraint (8) is satisfied.

I
(

G; (Xk)k∈[6]

∣
∣
∣F

)

= H
(

(Xk)k∈[6]

∣
∣
∣F

)

−H
(

(Xk)k∈[6]

∣
∣
∣G,F

)

(23)

=
[

H
(

(Xk)k∈[6] , F
)

−H(F )
]

−H
(

(Xk)k∈[6] ,V[X3;X4;X5;X6]
∣
∣
∣G,F

)

(24)

≤ (6− 2)−H
(

(Xk)k∈[6] ,V[W3;W4;W5;W6]
∣
∣
∣G,F

)

(25)

= 4−H
(

V[W3;W4;W5;W6]
∣
∣
∣G,F

)

−H
(

(Xk)k∈[6]

∣
∣
∣V[W3;W4;W5;W6], G, F

)

(26)

= 4− 2−H(S1, S2) (27)

= 4− 2− 2 = 0 (28)

where (25) follows from VV
⊥ = 0, i.e., the noise variables in X3,X4,X5,X6 (precoded by V

⊥, refer
to (21), (22)) are zero forced after multiplying V. In (27), we use the fact that V[W3;W4;W5;W6],
GW, FW have full rank and are thus invertible to W1, · · · ,W6 (refer to (19)).

4.3 General Achievability Proof

The achievability proof for the general case is an immediate generalization of the above examples.
Without loss of generality, assume

F =
[

IM F̃M×(K−M)

]
(29)

as otherwise we may relabel the columns (user indices) and perform an invertible operation to
obtain the above form.

Find1 a (K − rank([F;G])) × (K −M) matrix V such that





F

G

0(K−rank([F;G]))×M V



 has full rank K (30)

where 0a×b is the a× b all zero matrix. As rank(V) = K − rank([F;G]), we may assume without
loss of generality that (as otherwise may obtain through an invertible operation)

V =
[
IK−rank([F;G]) Ṽ(K−rank([F;G]))×(rank([F;G])−M)

]
(31)

and set2

V
⊥ =

[
−Ṽ

Irank([F;G])−M

]

(K−M)×(rank([F;G])−M)

(32)

so that

VV
⊥ = −Ṽ + Ṽ = 0. (33)

1We may find any K − rank([F;G]) row vectors that are linearly independent of [F;G] and then use the first M
columns of F (i.e., the identity submatrix) to eliminate the first M columns of these row vectors to obtain V.

2When K = rank([F;G]), V is null and we set V⊥ = IK−M .
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We are now ready to describe the secure aggregation protocol. Set L = 1, LZΣ
= rank([F;G])−

rank(F) = rank([F;G]) − M (thus the total key rate RZΣ
achieves the optimum in Theorem 1).

Consider LZΣ
uniform and independent noise symbols S , [S1; · · · ;SLZΣ

] and set

N , [N1; · · · ;NK−M ] = V
⊥
S,

[X1; · · · ;XM ] = [W1; · · · ;WM ]− F̃[N1; · · · ;NK−M ], (34)

[XM+1; · · · ;XK ] = [WM+1; · · · ;WK ] + [N1; · · · ;NK−M ].

Let us prove the above scheme is correct and secure. For correctness (refer to (7)), we have

F = FW
(29)
= [W1; · · · ;WM ] + F̃ [WM+1; · · · ;WK ] (35)

(34)
= [X1; · · · ;XM ] + F̃ [XM+1; · · · ;XK ] (36)

so that F can be decoded correctly from (Xk)k. For security (refer to (8)), we have

I
(

G; (Xk)k∈[K]

∣
∣
∣F

)

= H
(

(Xk)k∈[K]

∣
∣
∣F

)

−H
(

(Xk)k∈[K]

∣
∣
∣G,F

)

(37)

= H
(

(Xk)k∈[K] , F
)

−H(F )−H
(

(Xk)k∈[K] ,V [XM+1; · · · ;XK ]
∣
∣
∣G,F

)

(38)

(7)(34)
= H

(

(Xk)k∈[K]

)

−H(F )−H
(

(Xk)k∈[K] ,V [WM+1; · · · ;WK ]
∣
∣
∣G,F

)

(39)

≤ (K −M)−H
(

V[WM+1; · · · ;WK ]
∣
∣
∣G,F

)

−H
(

(Xk)k∈[K]

∣
∣
∣V[WM+1; · · · ;WK ], G, F

)

(40)

(30)
= (K −M)− [K − rank([F;G])]−H

(

(Xk)k∈[K]

∣
∣
∣(Wk)k∈[K]

)

(41)

(34)
= rank([F;G])−M −H

(

N

∣
∣
∣(Wk)k∈[K]

)

(42)

(34)
= rank([F;G])−M −H

(

V
⊥
S

∣
∣
∣(Wk)k∈[K]

)

(43)

(32)
= rank([F;G])−M −H

(

S

∣
∣
∣(Wk)k∈[K]

)

(44)

= rank([F;G])−M − LZΣ
(45)

= rank([F;G])−M − [rank([F;G])−M ] = 0. (46)

Remark 1. Our code design is guided by the above security proof, where the key is to ensure that

H
(

(Xk)k∈[K]

∣
∣
∣G,F

)

is maximized and is equal to K − M (equivalent to that nothing is revealed

about G). To this end, we wish to ensure that in (Xk)k, we maximize the size of the part that is just
functions of inputs Wk and is independent of G,F (extracted through V in (39)) so that the noise
needs to be beamformed along V

⊥, i.e., orthogonal to V and in this way, the amount of noise used
is minimized. This is the rationale behind the design of noise (particularly V,V⊥) and what we
mean that our scheme is reverse engineering the mutual information term being zero in the security
constraint (8).
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5 Converse Proof

Let us start with two useful lemmas. First, we show that the messages cannot reveal too much
information about the inputs as otherwise the security constraint (8) will be violated.

Lemma 1. The following inequality holds.

I
(

(Xk)k∈[K] ; (Wk)k∈[K]

)

≤ [K − rank(G|F)]L. (47)

Proof:

I
(

(Xk)k∈[K] ; (Wk)k∈[K]

)

= I
(

(Xk)k∈[K] ; (Wk)k∈[K] , G
)

(48)

= I
(
(Xk)k∈[K];G

)
+ I

(

(Xk)k∈[K] ; (Wk)k∈[K]

∣
∣
∣G

)

(49)

≤ I
(

(Xk)k∈[K] , F ;G
)

+H
(

(Wk)k∈[K]

∣
∣
∣G

)

(50)

= I(F ;G) + I
(

G; (Xk)k∈[K]

∣
∣
∣F

)

︸ ︷︷ ︸

(8)
= 0

+ H
(

(Wk)k∈[K] , G
)

−H(G) (51)

≤ [rank(G)− rank(G|F)]L+ [K − rank(G)]L (52)

= [K − rank(G|F)]L. (53)

Second, we show that each user needs to send its input fully to the server as F contains each
input. Define A\B as the set of elements that belong to set A but not set B and A(:, u) as the
u-th column of matrix A.

Lemma 2. For any u ∈ [K], we have

H
(
Xu|(Wk, Zk)k∈[K]\{u}

)
≥ L. (54)

Proof: Consider any u ∈ [K].

H
(
Xu|(Wk, Zk)k∈[K]\{u}

)

≥ I
(

Xu;F
∣
∣
∣(Wk, Zk)k∈[K]\{u}

)

(55)

= H
(

F
∣
∣
∣(Wk, Zk)k∈[K]\{u}

)

−H
(

F
∣
∣
∣Xu, (Wk, Zk)k∈[K]\{u}

)

(56)

≥ H (F(:, u)Wu)−H
(

F
∣
∣
∣(Xk)k∈[K]

)

(57)

= H(Wu)− 0 (58)

= L (59)

where in (57), the first term follows from the independence of the inputs (Wk)k and the keys (Zk)k
(refer to (1)) and the second term is due to the fact that message Xk is a function of input Wk and
key Zk (refer to (6)), and dropping conditioning cannot decrease entropy. In (58), the first term
follows from the fact that F does not contain zero columns so that F(:, u) is not the zero vector
(refer to (5)) and the second term is due to the correctness constraint (7).
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Remark 2. The optimal communication rate of vector linear secure aggregation is minR∗ R = 1 as
the converse follows from Lemma 2 and the achievability follows from the scheme in Section 4.3.

We are now ready to proceed to the converse proof.

LZΣ
≥ H(ZΣ) (60)

≥ H
(

(Zk)k∈[K]

)

(61)

≥ I
(

(Zk)k∈[K] ; (Xk)k∈[K]

∣
∣
∣(Wk)k∈[K]

)

(62)

= I
(

(Zk)k∈[K] ; (Xk)k∈[K]

∣
∣
∣(Wk)k∈[K]

)

+H
(

(Xk)k∈[K]

∣
∣
∣(Wk, Zk)k∈[K]

)

(63)

= H
(

(Xk)k∈[K]

∣
∣
∣(Wk)k∈[K]

)

(64)

= H
(

(Xk)k∈[K]

)

− I
(

(Xk)k∈[K] ; (Wk)k∈[K]

)

(65)

≥
K∑

u=1

H
(

Xu

∣
∣
∣(Wk, Zk)k∈[K]\{u}

)

− I
(

(Xk)k∈[K] ; (Wk)k∈[K]

)

(66)

≥ KL− [K − rank(G|F)]L = rank(G|F)L (67)

⇒ RZΣ
=

LZΣ

L
≥ rank(G|F) (68)

where (67) follows from Lemma 1 and Lemma 2.

6 Discussion

While the optimal communication rate and total key rate of vector linear secure aggregation is
fully solved, the optimal individual key rate remains elusive. Here we give a simple open setting.
Consider K = 3 users, the function to compute is F = W1 +W2 +W3, and the function to protect
is G = W1 + 2W2 + 3W3, defined over F5 (the exact field is not important, here just to ensure
that 1, 2, 3 are defined over the field). The best existing result on the individual key rate RZ

is that 1/2 ≤ RZ ≤ 2/3 but it is unknown if the upper or lower bound is tight. The converse
result of RZ ≥ 1/2 follows3 with minor modifications from the total key rate converse proof and
the achievability result of RZ ≤ 2/3 follows4 by permuting and symmetrizing the following simple
scalar scheme (L = 1, N is a uniform random noise symbol)

X1 = W1,X2 = W2 +N,X3 = W3 −N. (69)

The generalization from considering sum computation to more general functions (specifically
linear) has appeared in recent related information theoretic context such as coded caching [7],
private information retrieval [8, 9], and distributed computation [10–13]. The generalization from
perfect security to weaker secrecy metrics has appeared in secure summation literature, where

3Following (60), we may show that 2LZ ≥ H(Z1, Z2) ≥ L, where in Lemma 1, the inequality to prove can be
replaced by I(X1, X2;W1,W2) ≤ L and G can be replaced by G̃ = 3F −G = 2W1 +W2, i.e., the part of W1,W2 that
needs to be protected is G̃ so that X1, X2 cannot reveal more than L bits of information about W1,W2.

4The proof of correctness and security is similar to that of Theorem 1. By permuting, we will replicate (69) L = 3
times and each time one user just sends out its input without being covered by any noise so that each user employs
2 noise symbols, i.e., LZ = 2 and RZ = LZ/L = 2/3 is achieved.
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leakage about all inputs is allowed but amount bounded by an explicit parameter [14], leakage
is prevented about some subset of inputs (with multiple such security sets and multiple sets of
colluding servers) [15], and in network coding for computing [5, 6, 16]. Finally, an interesting
research avenue is to explore the synergistic benefits of other elements such as uncoded keys [4,17]
and more than one hop network topologies [18,19].

References

[1] K. Bonawitz, V. Ivanov, B. Kreuter, A. Marcedone, H. B. McMahan, S. Patel, D. Ramage,
A. Segal, and K. Seth, “Practical Secure Aggregation for Privacy-Preserving Machine Learn-
ing,” in Proceedings of the 2017 ACM SIGSAC Conference on Computer and Communications
Security, 2017, pp. 1175–1191.

[2] Y. Zhao and H. Sun, “Information Theoretic Secure Aggregation With User Dropouts,” IEEE
Transactions on Information Theory, vol. 68, no. 11, pp. 7471–7484, 2022.

[3] J. So, C. J. Nolet, C.-S. Yang, S. Li, Q. Yu, R. E Ali, B. Guler, and S. Avestimehr, “Light-
SecAgg: a Lightweight and Versatile Design for Secure Aggregation in Federated Learning,”
Proceedings of Machine Learning and Systems, vol. 4, pp. 694–720, 2022.

[4] Y. Zhao and H. Sun, “Secure Summation: Capacity Region, Groupwise Key, and Feasibility,”
IEEE Transactions on Information Theory, vol. 70, no. 2, pp. 1376–1387, 2024.

[5] X. Guang, Y. Bai, and R. W. Yeung, “Secure Network Function Computation for Linear
Functions—Part I: Source Security,” IEEE Transactions on Information Theory, vol. 70, no. 1,
pp. 676–697, 2024.

[6] Y. Bai, X. Guang, and R. W. Yeung, “Secure Network Function Computation: Function-
Security,” in 2024 IEEE International Symposium on Information Theory (ISIT), 2024, pp.
1514–1519.

[7] K. Wan, H. Sun, M. Ji, D. Tuninetti, and G. Caire, “Cache-Aided General Linear Function
Retrieval,” Entropy, vol. 23, no. 1, p. 25, 2020.

[8] A. Gholami, K. Wan, T. Jahani-Nezhad, H. Sun, M. Ji, and G. Caire, “On Multi-Message
Private Computation,” in 2024 IEEE International Symposium on Information Theory (ISIT),
2024, pp. 945–950.

[9] J. Zhu, L. Li, X. Tang, and P. Deng, “Private Multiple Linear Computation: A Flexible
Communication-Computation Tradeoff,” in 2024 IEEE International Symposium on Informa-
tion Theory (ISIT), 2024, pp. 939–944.

[10] K. Wan, H. Sun, M. Ji, and G. Caire, “Distributed Linearly Separable Computation,” IEEE
Transactions on Information Theory, vol. 68, no. 2, pp. 1259–1278, 2022.

[11] D. Malak, M. R. Deylam Salehi, B. Serbetci, and P. Elia, “Multi-Server Multi-Function Dis-
tributed Computation,” Entropy, vol. 26, no. 6, p. 448, 2024.

[12] H. Sun and S. A. Jafar, “On the Capacity of Computation Broadcast,” IEEE Transactions on
Information Theory, vol. 66, no. 6, pp. 3417–3434, 2020.

10



[13] Y. Yao and S. A. Jafar, “On the Generic Capacity of K-user Symmetric Linear Computation
Broadcast,” IEEE Transactions on Information Theory, vol. 70, no. 5, pp. 3693–3717, 2024.

[14] R. A. Chou, J. Kliewer, and A. Yener, “Private Sum Computation: Trade-Off Between Shared
Randomness and Privacy,” in 2024 IEEE International Symposium on Information Theory
(ISIT), 2024, pp. 927–932.

[15] Z. Li, Y. Zhao, and H. Sun, “Weakly Secure Summation with Colluding Users,” in 2023 IEEE
International Symposium on Information Theory (ISIT), 2023, pp. 2398–2403.

[16] M. Xu, G. Ge, and M. Liu, “Network Function Computation with Different Secure Conditions,”
arXiv preprint arXiv:2206.05468, 2022.

[17] K. Wan, H. Sun, M. Ji, T. Mi, and G. Caire, “The Capacity Region of Information Theo-
retic Secure Aggregation with Uncoded Groupwise Keys,” IEEE Transactions on Information
Theory, vol. 70, no. 10, pp. 6932–6949, 2024.

[18] H. Sun, “Secure Aggregation with an Oblivious Server,” arXiv preprint arXiv:2307.13474,
2023.

[19] X. Zhang, K. Wan, H. Sun, S. Wang, M. Ji, and G. Caire, “Optimal Rate Region for Key
Efficient Hierarchical Secure Aggregation with User Collusion,” IEEE Information Theory
Workshop (ITW), pp. 573–578, 2024.

11


	Introduction
	Problem Statement
	Result
	Achievability Proof
	Example 1: K = 5, M = 3, G = I5
	Example 2: K=6, M = 2, N = 3
	General Achievability Proof

	Converse Proof
	Discussion

