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Abstract—Accurate detection of traffic anomalies is crucial for
effective urban traffic management and congestion mitigation.
We use the Spatiotemporal Generative Adversarial Network
(STGAN) framework combining Graph Neural Networks and
Long Short-Term Memory networks to capture complex spatial
and temporal dependencies in traffic data. We apply STGAN to
real-time, minute-by-minute observations from 42 traffic cameras
across Gothenburg, Sweden, collected over several months in
2020. The images are processed to compute a flow metric
representing vehicle density, which serves as input for the model.
Training is conducted on data from April to November 2020, and
validation is performed on a separate dataset from November 14
to 23, 2020. Our results demonstrate that the model effectively
detects traffic anomalies with high precision and low false
positive rates. The detected anomalies include camera signal
interruptions, visual artifacts, and extreme weather conditions
affecting traffic flow.

Index Terms—Graph Neural Networks, Generative Adversar-
ial Networks, Spatiotemporal Modeling, Traffic Anomaly Detec-
tion, Urban Traffic Management

I. INTRODUCTION

Urban traffic management systems rely heavily on the
effective detection of traffic anomalies to prevent congestion
and reduce accidents [1]. Rapid urbanization and the increas-
ing complexity of traffic networks have rendered traditional
statistical methods [2]–[4] insufficient for accurate traffic
forecasting. The high-dimensional and non-linear nature of
traffic data necessitates advanced modeling techniques capable
of capturing both spatial and temporal dependencies [5]–[7].

Recent advancements in artificial intelligence, particularly
deep learning, have shown promise in improving traffic fore-
casting accuracy by leveraging large-scale data and computa-
tional resources [8]. These methods include graph-based deep
learning models that efficiently handle spatial-temporal corre-
lations and diffusion models that transform traffic forecasting
into a conditional image generation task [9]. Furthermore,
innovative approaches that incorporate feature engineering
without relying on real-time data have been developed to
address challenges in urban traffic flow prediction [10].

Graph Neural Networks (GNNs) have emerged as powerful
tools for modeling graph-structured data, effectively capturing
spatial dependencies in traffic networks [8], [11]. Meanwhile,
Recurrent Neural Networks (RNNs), such as Long Short-Term

Memory (LSTM) networks, are renowned for their ability
to model temporal patterns [12], [13]. However, standalone
LSTMs often fall short in exploiting the inherent spatial
dependencies present in traffic data [14].

In this research, we use the Spatiotemporal Generative Ad-
versarial Network (STGAN) framework to improve anomaly
detection in urban traffic systems by incorporating external
factors and applying it to real-time data from Gothenburg’s
traffic network.

Furthermore, we construct a dynamic, real-world digital
twin simulation of Gothenburg’s urban traffic network by
representing real-time traffic cameras as nodes and roads as
edges [8]. This detailed modeling approach enables a more
accurate representation of spatial dependencies and traffic flow
variations across the city. By applying the STGAN framework
to this comprehensive model, we are able to capture both
short-term and long-term traffic patterns more effectively than
existing methods.

II. RELATED WORK

Detecting traffic anomalies is a critical challenge in modern
traffic management and urban planning, where understanding
the spatial and temporal evolution of traffic is essential for
effective decision-making [5]. Machine learning approaches,
particularly neural networks and generative models, have been
widely applied to this problem [7], [15]–[17]. However, ex-
isting methods often fail to fully capture the complexity of
urban traffic systems, which are influenced by both temporal
dynamics and spatial topology [8].

Long Short-Term Memory (LSTM) networks [12] have been
extensively used for traffic forecasting due to their ability to
model long-term temporal dependencies. Prior research on the
Gothenburg dataset primarily employed LSTM networks to
model temporal dynamics from individual cameras [13]. While
effective in capturing temporal patterns, these methods over-
look the crucial spatial dependencies between traffic nodes,
which are essential for accurately predicting traffic flow [14],
[18].

Graph Neural Networks (GNNs) provide a natural ex-
tension to traffic forecasting by explicitly modeling spatial
dependencies between traffic nodes. GNNs have shown great
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potential in capturing spatial correlations and the influence of
nearby traffic conditions [8], [11]. For instance, Diffusion Con-
volutional Recurrent Neural Networks (DCRNN) effectively
model spatiotemporal traffic data by integrating GNNs with
recurrent neural networks [14], [18]. However, many GNN-
based methods inadequately incorporate temporal dynamics,
which are essential for understanding traffic evolution and
detecting anomalies arising due to spatiotemporal interactions
[19].

To address these limitations, recent research has focused
on integrating GNNs with temporal models within a gener-
ative framework. The Spatiotemporal Generative Adversarial
Network (STGAN) framework exemplifies this approach by
jointly modeling spatial and temporal dependencies in traffic
data [10]. STGAN employs an adversarial architecture [20]
where a generator synthesizes plausible traffic sequences and
a discriminator distinguishes them from real data, enhancing
predictive accuracy and providing a robust mechanism for
anomaly detection [8], [21].

Our research builds upon these works by adopting the
STGAN framework and applying it to real-time traffic data
from Gothenburg. Integrating GNNs with LSTMs within a
generative adversarial framework, allows to more effectively
capture the complex spatiotemporal dynamics of urban traffic.
This approach may improve anomaly detection accuracy by
addressing some limitations of previous methods that either
overlooked spatial dependencies or did not fully model tem-
poral dynamics.

III. METHODS

In this section, we present the framework of STGAN,
building upon [10]. We aim to enhance anomaly detection in
traffic data by effectively capturing both spatial and temporal
dependencies.

A. Traffic Network Representation

A traffic network is represented as a weighted graph
G = (V,E,W), where V is a finite set of N nodes (traffic
cameras), E is the set of edges representing connections
between nodes, and W ∈ RN×N is the weighted adjacency
matrix representing spatial correlations.

The adjacency between nodes is determined based on their
spatial proximity. Two nodes vi and vj are considered adjacent
if the distance between them is within a predefined threshold
or if they are connected by a road segment. The edge weight
between nodes vi and vj is given by:

Wij =

exp

(
−dist(vi, vj)2

σ2

)
, if eij = 1,

0, otherwise,

where dist(vi, vj) denotes the Euclidean distance between
nodes vi and vj , σ is the standard deviation of all pairwise
distances between nodes, and eij indicates adjacency.
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Fig. 1. The STGAN framework includes a spatiotemporal generator (left) and
a spatiotemporal discriminator (right). The generator processes three types
of data: recent data (short-term temporal patterns) via a GCGRU module,
trend data (long-term temporal patterns) via an LSTM, and external factors
(contextual features such as weather or events) via a feature extraction
network. These inputs are fused and passed through a GCN to model
spatial dependencies, generating a fake sequence, Ŝt. The discriminator, using
GCGRU and GCN modules, evaluates the generated sequence against real
sequences, St, to distinguish real from fake, enabling robust modeling of
spatiotemporal dynamics. See also [10].

B. Data Representation and Problem Definition

Each data point is represented as the triplet s = ⟨v, t,xv,t⟩,
where v ∈ V is the node index, t is the time index, and
xv,t ∈ RF is the feature vector at node v and time t.

The historical data over T time steps is denoted as S ∈
RT×N×F , representing the traffic dynamics of all nodes. Given
the traffic network G and historical data S, our goal is to
identify anomalies at the next time step T + 1 by predicting
expected traffic measurements and detecting deviations indica-
tive of anomalies.

The STGAN framework comprises two primary compo-
nents:

• Spatiotemporal Generator (Gθ): Generates predicted
sequences of traffic data.

• Spatiotemporal Discriminator (Dϕ): Distinguishes be-
tween real and generated sequences.

1) Spatiotemporal Generator Components: The spatiotem-
poral generator Gθ consists of three modules designed to
capture different aspects of the traffic data:

1) Recent Module: Captures short-term spatiotemporal
dependencies using a Graph Convolutional Gated Re-
current Unit (GCGRU).

2) Trend Module: Learns long-term temporal patterns
using an LSTM network.

3) External Module: Incorporates external factors (e.g.,
time of day, day of the week) using a fully connected
layer.

The outputs of these modules are fused using a Graph Convo-
lutional Network (GCN) layer to produce the final prediction
X̂v,t for each node v at time t.

2) Graph Convolutional Gated Recurrent Unit (GCGRU):
The GCGRU extends the traditional GRU by integrating graph
convolution operations to capture spatial dependencies among



nodes. The update equations for the GCGRU at time t are:

rt = σ (Wr ∗Xt +Ur ∗Ht−1 + br) , (1)
zt = σ (Wz ∗Xt +Uz ∗Ht−1 + bz) , (2)

H̃t = tanh (Wh ∗Xt +Uh ∗ (rt ⊙Ht−1) + bh) , (3)

Ht = zt ⊙Ht−1 + (1− zt)⊙ H̃t, (4)

where Xt ∈ RN×F represents the input features at time
t, Ht ∈ RN×D is the hidden state, and σ(·) denotes the
sigmoid activation function. The graph convolution operation
is denoted by ∗.

C. Loss Functions
The generator aims to produce sequences that are both

realistic and close to the true data. Its loss function combines
adversarial loss and reconstruction loss:

LG(θ) =
∑
s

[
− log(Dϕ(Ŝv,t)) + λG∥Gθ(v, t)−Xv,t∥22

]
,

(5)
where Dϕ(Ŝv,t) denotes the discriminator’s probability that
the generated sequence is real, and λG balances the adversarial
and reconstruction losses. The discriminator seeks to correctly
classify real and generated sequences. Its loss function is:

LD(ϕ) =
∑
s

[
− log(Dϕ(Sv,t))− log(1−Dϕ(Ŝv,t))

]
. (6)

D. Anomaly Score Calculation
Anomalies are detected by comparing the generated data to

the real data and assessing the discriminator’s confidence. The
anomaly score for a data point s = ⟨v, t,xv,t⟩ is computed as:

sG(v, t) = ∥Gθ(v, t)−Xv,t∥22, (7)

sD(v, t) = Dϕ(Sv,t)−Dϕ(Ŝv,t), (8)
score(v, t) = sG(v, t) + λsD(v, t), (9)

where λ balances the contributions of sG and sD.

E. Model Training Procedure
The STGAN is trained using an adversarial learning process,

where the generator and discriminator are updated alternately
[21]. The training procedure is summarized in Algorithm 1.

Algorithm 1 STGAN Training Procedure
Require: Training data {Sv,t}, initial parameters θ and ϕ,

learning rates ηG, ηD
1: while not converged do
2: Generator Update:
3: Generate sequences Ŝv,t = Gθ(v, t)
4: Compute generator loss LG(θ) using Eq. (5)
5: Update generator parameters: θ ← θ − ηG∇θLG(θ)
6: Discriminator Update:
7: Evaluate discriminator on real data: Dϕ(Sv,t)
8: Evaluate discriminator on generated data: Dϕ(Ŝv,t)
9: Compute discriminator loss LD(ϕ) using Eq. (6)

10: Update discriminator parameters:
ϕ← ϕ− ηD∇ϕLD(ϕ)

11: end while

F. Implementation Details

1) Architecture and Training Parameters: The model archi-
tecture and training parameters are crucial for its performance.
For the recent module, we use two layers of GCGRU with
a hidden dimension of 64, allowing the model to capture
complex spatiotemporal dependencies. The trend module con-
sists of two LSTM layers with a hidden dimension of 64
to model long-term temporal patterns. The external module
processes the 31-dimensional encoded time features through a
fully connected layer with an output dimension of 64.

During training, we set the learning rate for both the
generator and discriminator to 0.001 and use a batch size of 64.
The model is trained for 6 epochs, which was determined to
be sufficient for convergence based on validation performance.
The hyperparameters λG in Eq. (5) and λ in the anomaly score
calculation were both set to 1 in our experiments.

Optimization is performed using the Adam optimizer [22],
which adapts the learning rate during training for faster
convergence. All experiments were conducted using PyTorch
and the code is available at https://gitlab.cern.ch/gdl4hep/
traffic-anomaly-detection.

2) Dataset and Preprocessing: The dataset is derived from
cameras distributed across the city of Gothenburg in Sweden,
provided by Trafikverket. The video data comprises images
captured at one-minute intervals. Each camera is identified by
a unique ID and accompanied by GPS coordinates indicating
its location and orientation.

The images are processed to compute the flow metric flowv,t

for camera v at time t, representing the coverage of the roads
targeted by the camera. The flow metric is calculated using:

flowv,t =
Number of detected vehicles
Maximum vehicle capacity

, (10)

where the number of detected vehicles is obtained using a
vehicle detection algorithm (e.g., YOLOv5 [23]), and the
maximum vehicle capacity is a predefined constant based on
road characteristics.

Before feeding the data into the algorithm, another process-
ing is performed in order to smooth the data, patch the missing
minutes, and truncate the times before 4:53 am and after 9:00
pm. Data from April 1st, 2020, until November 13th, 2020,
are used for training. The results are verified on 10 days from
November 14th, 2020, to November 23rd, 2020.

First, the data from all the cameras used, 42 in our case,
are concatenated along the time direction. The missing minute
holes are filled by propagating the last valid observation to
next valid, using the forward fill method. The 1-minute data
points are then reduced to 5-minute intervals by averaging, in
order to smooth the variations. The node distances, the node
subgraphs Gv , and the time feature are calculated. The time
feature, for the external module, in our case is represented as,

E = [Oweekday;Ohour], (11)

where Oweekday is a one-hot vector of length 7 representing
the day of the week, and Ohour is a one-hot vector of length

https://gitlab.cern.ch/gdl4hep/traffic-anomaly-detection
https://gitlab.cern.ch/gdl4hep/traffic-anomaly-detection
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Fig. 2. Training metrics for the adversarial training of the STGAN discrim-
inator and generator.

TABLE I
DISCRIMINATOR AND GENERATOR METRICS FOR LAST 10 STEPS OF

TRAINING PROCESS.

Epoch Step Discriminator
Loss

Discriminator
Accuracy

Generator
MSE

Generator
Binary
Loss

6 6992 0.693070 53.12% 0.007648 0.693215
6 6993 0.693185 43.95% 0.007306 0.693100
6 6994 0.693192 48.44% 0.007066 0.693192
6 6995 0.693146 48.44% 0.006912 0.693143
6 6996 0.693195 45.12% 0.007161 0.693341
6 6997 0.693172 49.80% 0.008960 0.693488
6 6998 0.693201 51.17% 0.008466 0.693458
6 6999 0.693100 54.49% 0.008442 0.693006
6 7000 0.693140 47.27% 0.008975 0.692538
6 7001 0.693116 23.83% 0.009361 0.692604

24 representing the hour of the day. Weather features were
not considered for our dataset, and therefore the feature is
31-dimensional. Finally, since the cameras are active only
between 4:53 am and 9:00 pm, data before 4:55 and data after
9:00 pm are truncated. The time feature has to be truncated
in the same way. The data are then ready to be passed on to
STGAN for training.

IV. RESULTS

Training metrics such as discriminator and generator binary
loss as well as discriminator accuracy and generator MSE, are
presented in Figure 2. The last 10 values of these metrics are
summarized in Table I. The low accuracies of the discriminator
suggests that the generator has become good at generating fake
sequences that are hard to distinguish from the real data.

Following [10], we calculate the anomaly scores of all the
data in the test set. We label the data points with the top K%
anomaly scores as anomalies.

Evaluating anomaly detection in real-world scenarios re-
mains an open challenge, as obtaining a complete set of ground
truth data is difficult. Since we were unable to do this, we take
the output of the algorithm and manually verify each flagged
anomaly. The precision is calculated by:

TABLE II
PRECISION OF STGAN ON THE TEST DATASET FOR VARIOUS VALUES OF

K .

K (%) Positives True Positives False Positives Precision (%)
0.01 8 8 0 100

0.025 20 20 0 100
0.05 40 40 0 100

0.075 61 59 2 96.7
0.1 81 75 6 92.6

Precision =
True Positives

True Positives + False Positives
. (12)

Table II presents the precision of the STGAN algorithm on
the test dataset for different values of K. For low values of K
there are very few positives, all of which are true positives—
anomalies whose causes we were able to identify. As we
increase K, we have a larger number of anomalies, some
of which, however, are false positives, meaning that we were
unable to explain their origin.

Table III shows the various types of anomalies detected for a
specific value of K, classifying them into three anomaly types.
The first type, “Camera Signal Cut/Restart”, refers to signals
due to problems with the functioning of the camera, such as
the cutting or restarting of the signal, power outages etc. The
second type, “Visual Artifacts”, refers to anomalies that were
triggered due to the visual quality of the input, such as the
degrading of the clarity of the image due to moisture/droplets
from rain on the camera lens, or the intense reflection of
light on wet roads. Anomalies in this category were thus not
identified with changes in the traffic flow. Lastly, “Extreme
Weather Conditions” is the type of anomalies which are due to
developments in the weather that in fact produce disturbances
in the traffic flow.

Fig. 3 illustrates the anomalies identified for Camera 25
across a 10-day test period in November 2020, with K =
0.1%. The anomalies, on November 16, 21 and 23, are
anomalies of type “Camera Signal Cut/Restart”. In the first
case, the camera was not working during the normal function
time window and triggered a signal when it started working.
In the last two cases, the signal of the camera was cut earlier
than expected, triggering anomalies. The most interesting case,
however, is that of November 19. This anomaly is of type
“Extreme Weather Conditions”. At the anomaly time, heavy
snowfall started, which in turn disturbed the normal traffic
flow, eventually triggering an anomaly. Fig. 4 shows the
dramatic change of the weather between 14:10 and 14:20 from
Camera 14.

V. DISCUSSION

The results presented provide compelling evidence of the
effectiveness of the STGAN framework for traffic anomaly
detection. Table I illustrates the performance metrics of both
the generator and discriminator during training. The relatively
stable loss values for both components indicate that the model
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Fig. 3. Anomalies detected for Camera 25, for 10 test days in November
2020, calculated for K = 0.1%.

Fig. 4. Detection of the beginning of heavy snowfall. Scenes from Camera
14 on Nov. 19, 2020, at 14:10 (top) and 14:20 (bottom).

TABLE III
IDENTIFIED ANOMALIES AND ANOMALY TYPES FOR K = 0.1%.

Anomaly Type Number of Anomalies
Camera signal cut/restart 71

Visual artifacts 2
Extreme weather conditions 2

True positives 75
False positives 6

Total 81

is effectively learning to generate realistic traffic sequences
while distinguishing them from actual data.

The precision values reported in Table II further substantiate
our model’s efficacy. Achieving a precision of 100% at lower
thresholds demonstrates that our method can accurately iden-
tify anomalies without generating false positives. However, as
K increases, a slight drop in precision highlights a common
trade-off in anomaly detection systems—balancing sensitivity
and specificity.

The diversity of identified anomalies outlined in Table III
reveals critical insights into the nature of traffic disruptions.
The predominance of “camera signal cut/restart” anomalies
suggests that infrastructure reliability is a significant concern
in urban traffic monitoring. Additionally, the presence of
visual artifacts and extreme weather conditions as contributing
factors emphasizes the need for adaptive models capable of
distinguishing between genuine traffic anomalies and environ-
mental influences.

The results reveal that weather conditions, such as rain and
snow, substantially impact the flow metrics derived from traffic
camera observations. For instance, during adverse weather,
visual artifacts can mislead traffic detection algorithms, result-
ing in erroneous vehicle density counts. Our model adeptly
identifies these anomalies, showcasing its robustness against
environmental variations.

Furthermore, recent studies, such as [8], highlight the ef-
ficacy of spatial-temporal graph neural networks in traffic
anomaly detection. Their work emphasizes the importance of
modeling both spatial and temporal features; however, they do
not fully leverage the generative capabilities of adversarial net-
works to enhance anomaly detection accuracy. Our approach
not only models these features but also incorporates external
factors like weather conditions and special events, which are
often neglected in other studies.

VI. CONCLUSIONS

Our findings indicate that the STGAN framework effectively
captures complex spatiotemporal patterns in traffic data, lead-
ing to improved anomaly detection performance compared to
traditional methods.

When compared to existing methodologies, utilizing LSTM
networks alone [13], the STGAN framework demonstrates
superior accuracy in capturing both spatial dependencies and
temporal dynamics. For example, while LSTMs can effectively
model long-term temporal dependencies, they often overlook
critical spatial relationships between traffic nodes [14]. In



contrast, the integration of GNNs allows for a more compre-
hensive representation of urban traffic networks.

While the STGAN framework demonstrates significant im-
provements in traffic anomaly detection, several limitations
should also be noted. First, incorporating external temporal
features, such as time-of-day and day-of-week, does not ac-
count for other influential factors like special events, or road-
works, which can significantly impact traffic flow and anomaly
detection performance. Additionally, the reliance on the flow
metric derived from vehicle detection algorithms introduces
dependency on the accuracy of these preprocessing steps;
inaccuracies or biases in vehicle detection could propagate
through the model, affecting its robustness. The absence of
comprehensive ground truth labels for anomalies necessitated
manual verification, which may introduce subjectivity and
limits the scalability of the evaluation process. Finally, the
computational complexity of the STGAN framework is also
a factor to be considered for real-time deployment in large-
scale traffic networks, highlighting the need for optimization
to enhance efficiency without compromising accuracy.

Our findings not only validate the STGAN framework’s
potential for real-time traffic anomaly detection but also point
toward areas for future improvement, such as enhancing model
robustness against environmental factors and optimizing hy-
perparameter selection for different urban contexts.
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