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Abstract Anonymization of graph-based data is a prob-
lem which has been widely studied over the last years

and several anonymization methods have been devel-

oped. Information loss measures have been used to eval-

uate data utility and information loss in the anonymized

graphs. However, there is no consensus about how to
evaluate data utility and information loss in privacy-

preserving and anonymization scenarios, where the anony-

mous datasets were perturbed to hinder re-identification

processes. Authors use diverse metrics to evaluate data
utility and, consequently, it is complex to compare dif-

ferent methods or algorithms in literature. In this pa-

per we propose a framework to evaluate and compare

anonymous datasets in a common way, providing an

objective score to clearly compare methods and algo-
rithms. Our framework includes metrics based on generic

information loss measures, such as average distance or

betweenness centrality, and also task-specific informa-

tion loss measures, such as community detection or in-
formation flow. Additionally, we provide some metrics

to examine re-identification and risk assessment. We

demonstrate that our framework could help researchers

and practitioners to select the best parametrization and/or

algorithm to reduce information loss and maximize data
utility.

Keywords Privacy-preserving, Anonymity, Eval-

uation framework, Data utility, Social networks,

Graphs
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1 Introduction

In recent years, a high number of social and human

interaction graphs have been made publicly available.

Embedded within this data, there is user’s private infor-

mation that must be preserved before releasing the data
to third parties and researchers. The study by Ferri et

al. [17] reveals that up to 90% of user groups are con-

cerned about data owners sharing data about them.

Backstrom et. al. [1] point out that the simple tech-
nique of anonymizing graphs by removing the identities

of the vertices before publishing the actual graph does

not always guarantee privacy.

Several anonymization methods have been devel-

oped to mitigate this problem. The main objective of an

anonymization process is twofold: to preserve the user’s

privacy and hinder re-identification processes, and also
to maintain data utility on anonymized data, i. e. mini-

mizing information loss. However, these methods intro-

duce noise in the original data, which may reduce its

usefulness in subsequent data mining processes, such as

clustering or information flow. Anonymization methods
should allow the analysis performed in the anonymized

data to lead to results as equal as possible to the ones

obtained when applying the same analysis to the orig-

inal data. Nevertheless, data modification is contrary
to data utility. The larger data modification, the less

data utility. Thus, a good anonymization method hin-

ders the re-identification process while causing minimal

distortion to the data.

Although several metrics have been designed to eval-

uate the goodness of the anonymization methods, there

is no standard or common way to evaluate data utility
or information loss. Usually, several authors use differ-

ent information loss measures to quantify perturbation

on anonymized data. Hence, it is very hard (or even

http://arxiv.org/abs/2501.18625v1
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impossible) to compare information loss and data util-

ity among different methods and algorithms, since each

work of the literature uses specific (and usually differ-

ent) metrics to evaluate the perturbation on anonymous

graphs.

Our framework aims to help researchers and practi-

tioners to choose the correct parametrization or method

to anonymize a graph-based dataset. Some possible sce-

narios, but not limited to, could be to choose the right
anonymization percentage when dealing with random-

based anonymization algorithms in order to get a good

trade-off between data utility and privacy. Another one

could be to compare different k-anonymity algorithms
to decide the one that better preserves the data utility.

To the best of our knowledge, there does not exist

any previous work that specifically proposed a frame-

work to analyze data utility and information loss in
privacy-preserving graph-formatted data. Therefore, this

is the first framework intended to specifically evaluate

data utility and privacy on graph-based data.

1.1 Our contributions

This paper proposes a common framework to evaluate

data utility and information loss on privacy-preserving

data publication processes. We will focus on simple,
undirected and unlabelled graphs, since all other types

of graphs can be easily converted to undirected graphs.

Additionally, the literature on undirected graphs is far

more extensive than the literature using other types of

graphs.

Our main contributions are, but not limited to:

– Our framework propounds some generic information

loss measures (i. e. application-independent) and some

specific information loss measures (i. e. application-
dependent) on graph formatted data in order to pro-

vide a clear comparison between an original graph

and several perturbed (i. e. anonymous) graphs.

– We provide a wide range of well-known generic infor-
mation loss measures (GIL), such as average degree,

clustering coefficient or betweenness centrality, to

evaluate to what extent the analysis of anonymized

data differs from the original data in graph proper-

ties (i. e. application-independent).
– We present specific information loss measures (SIL)

to quantify data utility on application-dependent

problems, such as community detection, information

flow and detection of top influential users (experts).
– Additionally, we propose some metrics to evaluate

the users’ privacy considering an adversary that has

degree-based knowledge and also an adversary that

has information about the 1-neighborhood of each

target vertex.

– We provide an implementation of our framework1

licensed under the GNU General Public Licence.

– Finally, we present some example scenarios where
our framework could be used by researchers and

practitioners to choose the correct parametrization

and/or algorithm.

1.2 Notation

Let G = (V,E) be a simple, undirected and unlabelled

graph, where V is the set of vertices and E the set

of edges in G. We use vi ∈ V to denote vertex i and
(vi, vj) ∈ E to indicate an edge connecting vertices vi
and vj . We define n = |V | to refer to the number of

vertices and m = |E| to denote the number of edges.

We use G = (V,E) and G̃ = (Ṽ , Ẽ) to indicate the

original and the anonymized graphs, respectively.

1.3 Roadmap

This paper is organized as follows. We review the state
of the art of anonymization in graphs in Section 2 and

graph assessment in Section 3. Our framework is intro-

duced in Section 4. Then, we discuss metrics related to

generic information loss measures in Section 5 and a

methodology to compare specific information loss mea-
sures in Section 6. Metrics related to re-identification

and risk assessment are detailed in Section 7. Finally,

some example scenarios where our framework could be

applied are presented in Section 8, while Section 9 con-
cludes the research and suggests directions for future

work.

2 Preliminary concepts

In this section, we briefly describe the most important

categories of anonymization methods in order to point

out which ones could be used in our framework. Ac-

cording to [11], we categorize anonymization methods

on graph-formatted data into three main categories:
Graph modification approaches anonymize a

graph by modifying (adding and/or deleting) edges or

vertices in a graph. These modifications could be done

by adding and removing edges randomly, which is named
randomization or random-based approach. There exists

an extensive literature on graph randomization meth-

ods, such as [20,42,43,8,6]. An alternative approach

consists of edge addition and deletion to fulfill some

1 Available at: https://github.com/jcasasr/DUEF-GA

https://github.com/jcasasr/DUEF-GA
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desired constraints, i. e. anonymization methods do not

modify edges at random, they modify edges to meet

some desired constraints. For instance, the k-anonymity

methods [37] modify graph structure in order to get

the k-anonymity value of the graph. This model states
that an attacker cannot distinguish among k differ-

ent records although he managed to find a group of

quasi-identifiers. Consequently, the attacker cannot re-

identify an individual with a probability greater than
1
k
. There are several works in literature on constrained

anonymization based on edge modification, such as [28,

46,47,21,10]. However, other works [13,14,30] permit

modifications to the vertex and edge sets, rather than

only to the edge set, and this offers some differences
with respect to the utility of the released anonymous

graph.

Generalization approaches cluster vertices and

edges into super-vertices and super-edges to publish the
aggregate information about the structural properties

of the original graph [21]. Although users’ privacy can

be hidden properly, the graph may be shrunk consid-

erably after anonymization. They do not enable local

structure data analysis, so they are not a good approach
to release data for specific and application-dependent

tasks, such as detection of top influential users. Fur-

thermore, it is very hard, if not impossible, to compare

the structure of the original graphs to their general-
ized versions, since the number of vertices and edges

could be drastically smaller than the original ones. The

standard metrics used to analyze the graphs’ structure,

such as average distance or centrality measures, cannot

be used to compare a graph and its generalized version.

Finally, differentially private approaches refer

to methods which guarantee that individuals are pro-

tected under the definition of differential privacy [16],

which imposes a guarantee on the data release mech-
anism rather than on the data itself. Some works on

differential privacy mechanism provide statistical infor-

mation about the data, but they do not allow the anon-

imized graph to be released [22]. On the contrary, some

other works use this concept to create and release an
anonymized version of the original graph. For instance,

the works by Sala et al. [35] and Brunet et al. [5] re-

lease a perturbed version of the graph under the dif-

ferential privacy constraints. Consequently, the former
algorithms cannot be used in our framework, since they

do not produce a perturbed version of the graph that

could be compared to the original one. Contrariwise,

the latter algorithms could be used in our framework

to analyze the divergence between the original and the
perturbed versions to analyze the information loss.

An extensive study about specific privacy-preserving

methods and their particularities is beyond the scope

of this work. However, some interesting surveys were

made and can help to extend this brief summary, such

as [23,31,11].

In summary, we will focus on graph modification ap-

proaches and differential private methods that output
a perturbed version of the graph, which both preserve

local structures and keep the details of the data for sub-

sequent graph-mining tasks. However this framework is

not limited to these anonymization methods. Specifi-
cally, any privacy-preserving algorithm that produces

and releases a perturbed version of the original graph

could use this framework to study the data utility and

the information loss.

3 Related work

Several measures have been defined to quantify some

properties of the graph structure [2]. Usually, these mea-

sures compare the values obtained by the original and
the anonymized data in order to quantify the noise in-

troduced by the anonymization process. However, the

main problem is that there are several measures and,

generally, different authors use different measures to
compare their methods to the other state-of-the-art al-

gorithms. We review the main measures used in litera-

ture in the following section.

Hay et al. [20] utilized two network-level properties

(the degree distribution and the diameter) and three
vertex-level measures (closeness centrality, betweenness

centrality and path length distribution) from graph the-

ory to quantify the information loss. Ying and Wu [42]

and Ying et al. [43] used both real space and spectrum-
based characteristics to study how the graph is affected

by randomization methods. The authors focus on the

harmonic mean of the shortest distance, modularity,

transitivity, subgraph centrality, the largest eigenvalue

of the adjacency matrix and the second smallest eigen-
value of the Laplacian matrix. Alternatively, Zou et al.

[47] defined a simple method based on the difference be-

tween the original and the anonymized edge set. Liu and

Terzi [28] used clustering coefficient and average path
length for the same purpose. Finally, the degree, path

length, clustering coefficient, network resilience and in-

fectiousness were used by Hay et al. [21] to perform a

similar analysis.

More recently, Casas-Roma [8] carried out a data
utility comparison among random methods by includ-

ing several generic information loss measures: diameter,

harmonic mean of the shortest distance, subgraph cen-

trality, transitivity, core number sequence, betweenness
and closeness centrality, the largest eigenvalue of the

adjacency matrix and the second smallest eigenvalue

of the Laplacian matrix. Wang et al. [39] used average
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path length, clustering coefficient, average betweenness

and average closeness to compare their anonymous and

original graphs. A very similar approach, using aver-

age path length, average clustering coefficient, average

betweenness and percentage of changed edges, was fol-
lowed by Macwan and Patel [29]. An equivalent evalu-

ation was performed by Wang and Zheng [40] employ-

ing the degree, closeness, betweenness and PageRank

centrality to evaluate information loss. Lindner et al.
[27] utilized diameter, normalized mutual information

(NMI), vertex degree, betweenness centrality, PageR-

ank and average local clustering coefficient to quantify

data utility after sparsification to protect users’ privacy

in social networks. Bonchi et al. [6] performed a similar
data utility analysis, based on four generic information

loss measures (clustering coefficient, average distance,

diameter and effective diameter). Additionally, the au-

thors include an analysis of specific information loss
measures related to epidemic threshold and clustering

similarity.

As we have reviewed, the range of options to eval-

uate anonymous graphs is wide and it is complicated
to compare among different methods and algorithms.

A fair comparison among them is still an open prob-

lem that cannot be easily solved. Furthermore, just a

few works included some task-specific information loss
measures, such as community detection or information

flow, which are important graph-mining tasks that will

probably be performed on anonymous datasets.

4 Framework

As we have previously stated, it might not be possible
to compare data utility and information loss among rel-

evant works in literature, since they are evaluated using

different methodologies and metrics. Our objective is to

provide a common framework to quantify information

loss on graph perturbation processes.

In this Section we provide an overall description of

our framework, which includes two types of information

loss measures and re-identification and risk assessment
measures:

– We use generic information loss measures (GIL),

such as average distance or diameter, to evaluate to

what extent the analysis of anonymized data differs
from the original data. Each measure focuses on a

particular property of the data. It is important to

emphasize that these generic information loss mea-

sures only evaluate structural and spectral changes
between original and anonymized data, and as such,

they are general or application-independent. Details

of the GIL measures are provided in Section 5.

– We argue that the analysis of application-dependent

and task-specific quality measures have to be con-

sidered to improve graph-mining tasks on anony-

mous datasets. Thus, we provide a set of specific

information loss measures (SIL) designed to
quantify perturbation on real-world specific tasks,

such as community detection (i. e. clustering), which

we claim that should be considered to evaluate the

goodness of the anonymization process. Section 6
presents the details of SIL measures considered in

this work.

– Regarding the re-identification and risk assess-

ment measures, Section 7 points out some met-

rics to empirically evaluate the impact of external
information on the adversary’s ability to re-identify

individuals.

As we have commented in Section 2, our framework

focuses on any privacy-preserving algorithm that pro-

duces and releases a perturbed version of the original

graph, including but not limited to graph modification

and differential privacy methods.

However, the released anonymous graphs must share

some properties that we use to evaluate the data utility
in our evaluation framework. Specifically, the vertex set

must remain the same on perturbed graphs since some

information loss metrics are computed for each vertex,

i. e. V = Ṽ and n = ñ. Vertex modification methods

could be used in our framework due to the fact that
vertex addition could be represented as a change of

the vertex’s node degree from 0 to a positive number,

and vertex removal changes the degree to 0. Neverthe-

less, our framework could not be used on generalization
methods. On the contrary, the edge set changes due to

the anonymization process, i. e. E 6= Ẽ, while the num-

ber of edges is usually modified, i. e. m 6= m̃. The num-

ber of edges on perturbed graphs could be greater than

the original one, i. e. m < m̃, or smaller, i. e. m > m̃.
Mainly, it depends on the algorithm’s edge modifica-

tion technique, which could be based on edge addition,

deletion or a combination.

Our experimental framework is shown in Figure 1.

First, we apply perturbation to graph datasets using

any graph modification approach. Each dataset is per-

turbed to produce a sequence of anonymized graphs,
i. e. G̃1, . . . , G̃p. Then, we evaluate the original and the

perturbed data using GIL measures for quantifying graph

structure (details in Section 5). Next, we apply real

graph-mining tasks both on the original and the per-
turbed data and we use task-specific measures (Section

6) to evaluate the results and quantify the divergence

among them.
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G G̃1 G̃p

GIL computation

and comparison

SIL computation

and comparison

Perturbation

process

Fig. 1: Experimental framework. The original dataset

G is perturbed to produce a sequence of anonymized

graphs, i. e. G̃1, . . . , G̃p, using some anonymization
method. Next, we compare the original and perturbed

data using GIL measures in order to quantify the noise

introduced on the data. Then, we do the same with real

graph-mining processes and task-specific measures.

5 Generic Information Loss Measures

In our framework, we use several generic measures to
evaluate some key graph properties, which are rele-

vant according to [9]. They evaluate the graph struc-

ture, so they are general or, in other words, application-

independent. These generic measures are used to quan-

tify the noise introduced in the perturbed data by the
anonymization process. The information loss is defined

by the discrepancy between the results obtained from

the original and the anonymized data.

We use graph measures based on structural and

spectral properties. Specifically, we consider three types
of graph-related metrics: network-level, vertex-level and

spectral metrics. In the rest of this section we review the

selected measures. The number of vertices is not consid-

ered to assess anonymization process, since anonymiza-

tion methods analyzed in this work keep these values
constant. Other widely used metrics, such as diameter,

are dismissed due to the fact that they proved to be

worthless for data utility in perturbed graphs [9].

5.1 Network-level metrics

Network-level metrics are related to the whole graph,

giving one score value for the entire graph. We consider
the following ones:

Average distance (dist) [8,6] is defined as the av-

erage of the distances between each pair of vertices in

the graph. It measures the minimum average number

of edges between any pair of vertices. Formally, it is

defined as:

dist(G) =

∑
i,j dij(
n
2

) (1)

where dij is the length of the shortest geodesic path
from vi to vj , meaning the number of edges along the

path.

Clustering coefficient [28,21,18,12] (C) is a mea-

sure widely used in literature. The clustering coefficient

of a graph is the average:

C(G) =
1

n

n∑

i=1

C(vi) (2)

where C(vi) is the clustering coefficient for vertex vi.
The clustering of each vertex is the fraction of possi-

ble triangles that exist. For each vertex the clustering

coefficient is defined as:

C(vi) =
2T (vi)

deg(vi)(deg(vi)− 1)
(3)

where T (vi) is the number of triangles surrounding ver-
tex vi and deg(vi) is the degree of vi.

Transitivity [42,43,12] (T) is the fraction of all

possible triangles present in the graph. Possible trian-

gles are identified by the number of triads (two edges

with a shared vertex), as we can see in Equation 4.

T (G) =
3× (number of triangles)

(number of triads)
(4)

As we have previously stated, these metrics compute

a score value for the whole graph. Thus, we calculate the
error on these metrics by applying Equation 5, where

m stands for the particular metric.

ǫm(G, G̃) = |m(G)−m(G̃)| (5)

Finally, another widely used measure is edge inter-

section [47,28] (EI). It is defined as the percentage of

original edges which are also in the anonymized graph.

Formally:

EI(G, G̃) =
|E ∩ Ẽ|

max(|E|, |Ẽ|)
(6)

We do not use Equation 5 since this metric is in-

trinsically defined to quantify divergence between two

different graphs.
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5.2 Vertex-level metrics

Vertex-level metrics compute a score value for each ver-

tex in the graph. In order to facilitate comparison among

different graphs, it would be convenient to have a sin-

gle score value for a graph. The undermentioned metrics
are proposed:

Betweenness centrality [20] (BC) is a centrality

measure, which calculates the fraction of the number
of the shortest paths that go through each vertex. This

measure indicates the centrality of a vertex based on

the flow among other vertices in the graph. The be-

tweenness centrality of vertex vi is defined as:

BC(vi) =
1

n2

∑

s,t

gist
gst

(7)

where gist is the number of geodesic paths from vs to

vt that pass through vi, and gst is the total number of

geodesic paths from vs to vt.

The second centrality measure is closeness cen-

trality [20] (CC), which is described as the inverse

of the average distance to all accessible vertices. Thus,

a larger value indicates less centrality, while a smaller
value indicates higher centrality. Formally, the closeness

centrality of a vertex vi is defined as:

CC(vi) =
n∑
j dij

(8)

And the last centrality measure is degree central-

ity [20] (DC), which evaluates the centrality of each

vertex through its degree. The degree centrality of a

vertex vi is depicted in Equation 9.

DC(vi) =
deg(vi)

m
(9)

The last three centrality measures described above

evaluate the centrality of each vertex of the graph from
different perspectives. These measures give us a value

of centrality for each vertex. Therefore, we compute the

vector of differences for each vertex between the original

and the anonymized graph and the root mean square

(RMS ) to obtain a single value for the whole graph, as
showed in Equation 10.

ǫm(G, G̃) =

√√√√ 1

n

n∑

i=1

(gi − g̃i)2 (10)

where m is the specific vertex-level metric, gi is the

value of the centrality measure for the vertex vi of G,

and g̃i is the value of the centrality measure for the

vertex vi of G̃. In our experiments we use Equation 10

to compute a value representing the error induced in

the whole graph by the anonymization process in the

centrality measures.

5.3 Spectral metrics

We focus on the largest eigenvalue of the adja-

cency matrix A (λ1) [42] where λi are the eigenvalues

of A and λ1 ≥ λ2 ≥ . . . ≥ λn. The eigenvalues of A en-

code information about the cycles of a graph as well as

its diameter. The spectral decomposition of A is:

A =
∑

i

λieie
T
i (11)

where ei is the eigenvector corresponding to λi eigen-

value.

Only one score value is provided for each graph,
since we only consider the first eigenvalue (λ1). Thus,

we compute the error on this metric using the same

method as network-level metrics, i. e. Equation 5.

5.4 Complexity

Time and space complexity are important issues when

dealing with large or very large networks. Some of the
aforementioned metrics, such as degree centrality, takes

O(m) time. However, measures related to triads, like

clustering coefficient or transitivity, need (n2) running

time. Calculating the average distance, betweenness cen-
trality and closeness centrality implies calculating the

shortest paths between all pairs of vertices, which could

be very expensive to compute for large graphs. This

takes O(n3) time with the Floyd-Warshall algorithm.

On sparse graphs, Johnson’s algorithm may be more ef-
ficient, which takes O(n2log(n)+nm) time, and O(nm)

using Brandes’ algorithm on undirected and unweighted

graphs [4]. Finally, the spectral decomposition of a ma-

trix takes O(n3) time, which makes λ1 infeasible for
large or very large networks.

6 Specific Information Loss Measures

Variations in the generic graph properties are a good

way to assess the information loss but they have their

limitations because they are just a proxy to the changes

in data utility we actually want to measure. For in-
stance, the average distance or the diameter could re-

main constant while the topology of the graph com-

pletely changes at the vertex level. What we are truly
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G G̃

Original clusters

c(G)
Precision

index

Perturbed clusters

c(G̃)

Anonymization

process a

Clustering

method c
Clustering

method c

Fig. 2: Framework for evaluating the clustering-specific

information loss measure.

interested in is, given a data mining task at hand, quan-
tify the disparity in the results between performing the

task on the original graph and on the anonymized one.

6.1 Clustering or community detection

We chose clustering because it is an active field of re-

search, which provides interesting and useful informa-

tion in community detection, for instance. Therefore,
the extracted clusters/communities of vertices are the

data utility we want to preserve. Like generic informa-

tion loss measures, we compute the information loss

by quantifying the divergence between the original and
the perturbed data. This measure is task-specific and

application-dependent, but we claim it is important to

test the perturbed data in real community detection

processes.

We considered the following approach to evaluate
the clustering assignment made by a given clustering

method c using a particular graph perturbation method

a:

1. Apply a to the original dataG and obtain G̃ = a(G).

2. Apply c to G and G̃ to obtain the cluster assign-

ments c(G) and c(G̃).

3. Compare c(G) to c(G̃) to evaluate the divergence
between them.

The approach is illustrated in Figure 2. In terms of

information loss, it is clear that the more similar c(G̃)
is to c(G), the less information loss. Thus, clustering-

specific information loss metrics should measure the di-

vergence between both cluster assignments c(G) and

c(G̃). Ideally, if the anonymization step was lossless in

terms of data utility, we should have the same num-
ber of clusters with the same elements in each cluster.

When the clusters do not match, we use the precision

index [7] to quantify the divergence. Assuming we know

the true communities of a graph, the precision index
can be directly used to evaluate the similarity between

two cluster assignments. Given a graph of n vertices

and q true communities, we assigned to vertices the

same labels ltc(·) as the community they belong to. In

our case, the true communities are the ones assigned

to the original dataset (i. e. c(G)) since we want to ob-

tain communities as close as the ones we would get on

non-anonymized data. Assuming the perturbed graph
has been divided into clusters (i. e. c(G̃)), then for every

cluster, we examine all the vertices within it and assign

to them as predicted label lpc(·) the most frequent true

label in that cluster (basically the mode). Then, the
precision index can be defined as follows:

precision index(G, G̃) =
1

n

∑

v∈G

1ltc(v)=lpc(v) (12)

where 1 is the indicator function such that 1x=y equals
1 if x = y and 0 otherwise. Note that the precision

index is a value in the range [0,1], which takes value 0

when there is no overlap between the sets and value 1

when the overlap between the sets is complete. To be

consistent with the notion of error for the generic graph
properties, we report 1 - precision index in the results

tables so that the lower, the better.

Regarding the clustering methods c, we propose 4

graph clustering algorithms to evaluate the edge modi-
fication techniques. All of them are unsupervised algo-

rithms based on different concepts and developed for

different applications and scopes. An extended revision

and comparison of them can be found in Lancichinetti

and Fortunato [26] and Zhang et al. [45]. The selected
clustering algorithms are:

– Infomap by Rosvall and Bergstrom [34] use the

problem of optimally compressing the information
on the structure of the graph to find the best cluster

structure. This is achieved by compressing the in-

formation of a dynamic process taking place on the

graph, namely a random walk. The optimal com-

pression is achieved by optimizing a quality func-
tion, which is the Minimum Description Length of

the random walk. Such optimization can be car-

ried out rather quickly with a combination of greedy

search and simulated annealing. It runs in timeO(m).
– Fast greedy modularity optimization (Fastgreedy)

by Clauset, Newman and Moore [15] is a hierarchi-

cal agglomeration algorithm for detecting commu-

nity structure based on modularity optimization.

Starting from a set of isolated vertices, the edges
of the original graph are iteratively added to pro-

duce the largest possible increase of the modularity

at each step. Its running time on a sparse graph is

O(n log2 n).
– Multilevel by Blondel et al. [3] is a multi-step tech-

nique based on a local optimization of Newman-

Girvan modularity in the neighborhood of each ver-
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tex. After a partition is identified in this way, com-

munities are replaced by super-vertices, yielding a

smaller weighted graph. The procedure is then iter-

ated, until modularity does not increase any further.

The computational complexity is essentially linear
in the number of edges of the graph, i. e. O(m).

– Walktrap [33] by Pons and Latapy tries to find

densely connected subgraphs, also called communi-

ties in a graph via random walks. The idea is that
short random walks tend to stay in the same com-

munity. They proposed a measure of similarities be-

tween vertices based on random walks to capture

the community structure in a graph. It runs in time

O(mn2) and space O(n2) in the worst case.

Walktrap and Infomap are based on the random
walk concept, while Fastgreedy is based on hierarchical

edge betweenness and Multilevel is based on modularity

concept. Even though some algorithms permit overlap-

ping among different clusters, we did not allow it in our

experiments by setting the corresponding parameter to
zero, mainly for ease of evaluation.

6.2 Remaining Ratio of Top Influential Users

We also chose a score metric related to the remaining ra-

tio of top influential users (RRTI). This metric is quite

important in several areas of business, such as mar-
keting. Viral marketing seeks to maximize the spread

of a campaign through an online social network, often

targeting influential users with high centrality. There-

fore, preserving the most important users is relevant
in graph-mining tasks. In this case, the top influential

users are the data utility we want to preserve on anony-

mous datasets.

We propose to test the remaining ratio of top influ-

ential users to show how the published graph preserves
this utility. Let us denote the set of top x percent influ-

ential users in G as Θx(G), and the corresponding one

in G̃ as Θx(G̃). We define the remaining ratio of the

top influential users as:

RRTI(G, G̃) =
|Θx(G) ∩Θx(G̃)|

|Θx(G)| (13)

Note that the RRTI is a value in the range [0,1],
which takes value 0 when there is no overlap between

the sets and value 1 when the overlap between the sets is

complete. The larger RRTI is, the better the published

graph preserves the information in the original graph.
In our framework we use the PageRank algorithm

[32] to compute the users’ influential values. Addition-

ally, we use the set of top 20 percent influential users

in our experiments [44] though it can be modified ac-

cording to the graph size.

There are simple and fast random walk-based dis-
tributed algorithms for computing PageRank of vertices

in a graph. The authors in [36] present a simple algo-

rithm that takes O(log n/ǫ) rounds with high probabil-

ity on any graph (directed or undirected), where ǫ is the

reset probability (1− ǫ is also called as damping factor)
used in the PageRank computation. They also present

a faster algorithm that takes O(
√
log n/ǫ) rounds in

undirected graphs. Both of the above algorithms are

scalable to large and very large graphs.

6.3 Information Flow

Finally, another very important graph-mining task is
related to information flow and spreading phenomena,

i. e. how information (or a disease) spreads in a graph.

In this context, several works have been published using

epidemic modelling, such as susceptible-infected (SI)

model, susceptible-infected-susceptible (SIS) model or
susceptible-infected-recovered (SIR) model. However, these

models do not consider the underlying graph structure,

and are usually based on the degree distribution of the

graph. Furthermore, they are designed to be used on
directed and weighted graphs. Consequently, they are

not easy to adapt to simple, unlabelled and undirected

graphs.

We propose an approach to evaluate the information

flow based on the distance between each pair of vertices

in the graph. Specifically, we focus on the maximum

distance from each vertex to reach all other vertices in

the graph. We claim that this measure is important to
define how information flows (or a disease spreads) in

a graph. The process is as follows:

1. Compute the distance from each vertex vi to all

other vertices and keep the maximum one, as de-

scribed by:

δ(vi) = distmax(vi, vj) : vi 6= vj (14)

2. Create vector ∆(G) = (δ(v1), . . . , δ(vn)) : vi ∈ G
and, equivalently, ∆(G̃).

3. Compute the divergence between two vectors to quan-

tify the divergence between vectors related to the

farthest reachable vertex (FRV) by using the fol-
lowing equation:.

FRV (G, G̃) =

∑ |∆(G)−∆(G̃)|
n

(15)
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Note that many algorithms can be used to compute

the distances between vertices. In our case, breadth-first

search (BFS) is used since edges are unweighted. The

time complexity of BFS can be expressed as O(n+m)

and the space complexity is O(n).

In terms of information loss, it is clear that the more

similar ∆(G̃) is to ∆(G), the less information loss. Ide-

ally, if the anonymization step was lossless in terms of
data utility, we would have the same vectors. However,

we need a metric to quantify the distance between vec-

tors. For this purpose, we propose to use Equation 15.

Note that this metric takes value 0 when vectors

are identical. On the contrary, values ≈ n indicate that

each vertex has increased or decreased by n the dis-

tance to the furthest vertex in the graph (on average).
For instance, a value ≈ 1 shows that, on average, infor-

mation starting on a randomly chosen vertex will need

±1 steps to reach all other vertices in the graph.

7 Re-identification and risk assessment

The privacy level is usually defined through the anonymiza-
tion method. For instance, the k value in k-anonymity

methods specifies the probability to re-identify a user

in the anonymous dataset. However, we present some

metrics to evaluate the privacy level in a common way
in order to ease the comparison among different meth-

ods and techniques.

Particularly, the metrics we propose are designed
to empirically evaluate the impact of external informa-

tion on the adversary’s ability to re-identify individu-

als. For each data set, we consider each vertex in turn

as a target. We propose two scenarios, considering an

adversary with different external information: first, we
consider that the adversary has degree-based knowledge

and, second, we assume the adversary has information

about the 1-neighborhood of each target vertex. An ex-

tended revision of privacy metrics can be found at [38,
41].

Similar to the data utility measures, these ones can

be used on any anonymized graph obtained by graph
modification approaches or differential privacy meth-

ods. Nevertheless, they are very relevant when dealing

with random-based graphs, since they can point out

interesting information under these models.

7.1 Degree-based attacks

In this section we consider an attacker with degree-

based knowledge. Two different scenarios are provided

to evaluate the privacy.

7.1.1 Vertices that changed their degree

Firstly, we propound a simple metric that computes the

number of vertices which changed their degree during

the perturbation or anonymization process. It is clear
that the higher the proportion of vertices that changed

their degree, the harder the re-identification process will

be.

The global percentage of the anonymization could

report information about the general perturbation of

the graph, though it does not provide information about

how the perturbation affects each vertex of the graph,

i. e. the perturbation could be concentrated in a few
vertices of the graph, leaving the other vertices with-

out alteration. Thus, this metric is useful to analyze

how the local structure of the graph changed during

the anonymization process.

7.1.2 Candidate set size

Secondly, we propose a metric based on the concept of

anonymity set size [38]. The anonymity set for an indi-

vidual vi is the set of users that the adversary cannot

distinguish from vi, which can be seen as the size of the

crowd into which the target vi can be.

We assume the adversary computes a vertex refine-

ment query on each vertex, and then computes the cor-

responding candidate set for each vertex. We report the
distribution of candidate set sizes across the population

of vertices to characterize how many vertices are pro-

tected and how many are identifiable. According to Hay

et al. [21], the candidate set of a target vertex vi in-
cludes all vertices vj ∈ G̃ such that vj is a candidate in

some possible world. Assuming that the anonymization

method and the number w of fake edges are public, the

adversary must consider the set of possible worlds im-

plied by G̃ and w. Informally, the set of possible worlds
consists of all graphs that could result in G̃ under w

perturbations.

Using Ec to refer to all edges not present in E, the
set of possible worlds of G̃ under w random edge per-

turbations, denoted by Ww(Ẽ), corresponds to:

Ww(Ẽ) =

(|E|
w

)(|Ec|
w

)
(16)

where |E| = m is the number of edges, |Ec| = n(n−1)
2 −

m is the number of edges of the graph complement.

We compute the candidate set of the target vertex vi
based on vertex refinement queries of level 1 (H1) (see

Hay et al. [21] for further details) as shown in Equation

17.
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CandH1
(vi) = {vj : deg−(vj) ≤ deg(vi) ≤ deg+(vj)}

(17)

deg−(vj) =
∥∥∥deg(vj)

(
1− w

|E|
)∥∥∥ (18)

deg+(vj) =
∥∥∥deg(vj) + (n− 1− deg(vj))

( w

|Ec|
)∥∥∥ (19)

where deg−(vj) is the minimum expected degree of vj
and deg+(vj) is the maximum expected degree after

w edge deletion/addition process, and described by the
following equations. Note that deg−(vj) = deg(vj) when

the anonymization is based on edge addition, and deg+(vj) =

deg(vj) when the anonymization is based on edge dele-

tion.

Following the work by Hay et al. [21], we propose

five groups based on the number of vertices whose equiv-
alent candidate set size falls into each of them: [1] (note

that these users can be directly re-identified), [2,4] (groups

of 2 to 4 users), [5,10], [11,20] and [21,∞] (well-protected

users).

7.2 1-Neighborhood-based attacks

Finally, we consider an adversary with 1-neighborhood-
based knowledge [46], i. e. an adversary who knows the

friends’ set of some target vertices. Similar to the previ-

ous measures, we computed the proportions of vertices

that change their set of neighbors at distance one dur-

ing the perturbation process.

As we have previously stated, it is important to
obtain information about how the perturbation affects

each vertex of the graph. Specifically, how the pertur-

bation alters the sub-graphs at distance 1 of each target

vertex.

8 Application examples

In this section we briefly present some hypothetical
results obtained by our experimental framework and

anonymous graphs obtained from randomization and

k-degree anonymous algorithms.

Table 1: Graph properties. For each dataset we present

the number of vertices (n), number of edges (m), aver-

age degree (deg), average distance (dist), diameter (D)
and the exponent of the fitted power-law distribution

(γ).

Dataset n m deg dist D γ

Infectious 410 2,765 13.487 3.630 9 6.423

URV email 1,133 5,451 9.622 3.606 8 6.775

Hamsterster 1,858 12,534 13.491 3.452 14 4.319

8.1 Tested Graphs

We use three different real graphs in our experiments.

Table 1 shows a summary of their main features. They
are the following ones:

– Infectious [24] describes the face-to-face behavior of

people during the exhibition “Infectious: stay away”
in 2009 at the Science Gallery in Dublin. Vertices

represent exhibition visitors and edges represent face-

to-face contacts that were active for at least 20 sec-

onds.

– URV email [19] is the email communication net-
work at the University Rovira i Virgili in Tarragona

(Spain). Vertices are users and each edge represents

that at least one email has been sent.

– Hamsterster friendships [25] contain friendships be-
tween users of the website hamsterster.com.

8.2 Scenario I: Analyzing an anonymous graph

The framework expects two input graphs,G and G̃, and
it returns a score value for each GIL and SIL metrics.

We choose Infectious as a dataset for this first experi-

ment. We have compared the original Infectious graph

to a 10% randomly perturbed version (G̃10) generated

by using edge addition [11]. We run 10 independent ex-
ecutions of the perturbation algorithm to provide sta-

tistical significance of the results.

Sample results are depicted in Table 2. We have re-

ported the original score values (first row) and the val-

ues of the perturbed dataset (second row). We report

the mean value (µ) and the 95% confidence interval

(CI) for each metric on the perturbed (i. e. anonymized)
dataset. Only some GIL metrics results have been in-

cluded due to space constraints. Some reported GIL

scores show relevant information about the original val-

ues and the perturbed ones, such as average distance or
λ1. Other measures, like edge intersection or between-

ness centrality, point out relative error to the original

graph.
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Table 2: Data utility sample results for scenario I. The values of the perturbed dataset (second row) present the

mean value (µ) and the 95% confidence interval (CI) of 10 independent executions.

Graph dist EI BC λ1 Infomap Multilevel Fastgreedy Walktrap RRTI FRV

G 3.630 1.000 0.000 23.382 1.000 1.000 1.000 1.000 1.000 0.000

G̃10 µ 2.933 0.909 0.016 24.686 0.933 0.918 0.863 0.875 0.878 1.946

CI ± 0.0097 ± 0.0001 ± 0.0002 ± 0.0338 ± 0.0264 ± 0.0386 ± 0.0680 ± 0.0295 ± 0.0123 ± 0.0611

Table 3: Candidate set size (CandH1
) results for sce-

nario I.

Graph [1] [2,4] [5,10] [11,20] [21, ∞]

G 4 17 78 233 78

G̃10 2 10 19 61 318

Regarding our clustering-specific information loss

measures, we can see the precision index on our four
clustering or community detection algorithms. We can

see that Infomap seems to be more robust to the per-

turbation introduced during the anonymization pro-

cess. It achieves not only the best mean score, but also

the lowest confidence interval error. On the contrary,
precision index on Fastgreedy algorithm performs the

worst. Concerning the other specific information loss

measures, our framework demonstrates that more than

87% of the most important users remain in the per-
turbed graph, while the distance of the furthest vertex

changes in ±1.946 steps.

Results of the candidate set size (CandH1
) are de-

picted in Table 3, where we can see that the number of

users in high risk of re-identification decreases consid-

erably in the perturbed graph (G̃10), while the number

of well-protected users increases from 78 to 318.

Finally, the number of vertices that changed their

degree during the anonymization process is 301.3 with

a confidence interval (95% CI) of ±6.0309, which indi-

cates that 75% of vertices are hinder to re-identify using
degree-based knowledge. The analysis of 1-neighborhood-

based attacks presents similar results.

8.3 Scenario II: Evaluating a graph sequence

In this case, the framework expects a sequence of p

input graphs, i. e. {G, G̃1 . . . , G̃p−1}, and it returns a

score value for each metric and graph.

We chose URV email data to illustrate this scenario.

The sequence of input graphs includes the original URV

email dataset and some k-degree anonymous versions,
where k ∈ {2, . . . , 10} (note that k = 1 corresponds to

the original dataset). Anonymization was performed by

UMGA algorithm [10], which is based on the concept of

k-degree anonymity. Furthermore, it is important to un-
derline that this algorithm is deterministic and, there-

fore, it is not necessary to run independent executions

of the algorithm. Consequently, it is not necessary to

compute the statistical significance of the results.

When applying a k-anonymous algorithm, the pri-

vacy level is defined according to the quasi-identifiers

and the parameter k. To provide a good anonymous
dataset, one has to achieve a good trade-off between

privacy and data utility. In order to do so, it is useful

to analyze how data utility and information loss behave

during the anonymization process. It can help to choose

the correct k parameter related to not only privacy as-
pects, but also data utility in subsequent graph-mining

processes.

The data utility and privacy results are depicted in
Figure 3. Generally, the greater the privacy, the lower

the data utility. Figure 3a points out that the number of

fake edges is very small. As we can see, the UMGA al-

gorithm achieves a privacy level of k = 10 while keeping
more than 99.2% of the edges from the original graph,

i. e. altering 0.77% of the edge set. Therefore, we achieve

a reasonable level of privacy at a very low cost. Close-

ness centrality, depicted in Figure 3b, presents similar

information loss for values of k ≥ 3. The precision in-
dex using the Multilevel algorithm (Figure 3c) presents

high information loss in all anonymization range. On

the contrary, RRTI keeps all the most important users

in the anonymous graphs (Figure 3d) and FRV indi-
cates a rather small perturbation on information flow

(Figure 3e).

Regarding the re-identification and risk assessment
analysis, we present the candidate set size results in Fig-

ure 3f. Perturbation varies along the horizontal axis and

vertex proportion is represented on the vertical axis.

The trend lines show the proportions of vertices whose

equivalent candidate set size falls into each of the fol-
lowing groups: [1] (black), [2,4], [5,10], [11,20], [21, ∞]

(light grey). We cannot appreciate differences in the

groups, due to the fact that the UMGA algorithm per-

turbs less than 0.8% of the total number of edges during
the anonymization process. Finally, the number of ver-

tices that changed their degree (Figure 3g) and also the

number of vertices that changed their 1-neighborhood
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Fig. 3: Examples of our framework results for Scenario II. The horizontal axis presents the anonymization level

(k-anonymity value), while vertical axis indicates the value of the original graph (leftmost point) and the evolution

during anonymization processes.

(Figure 3h) point out that k ≥ 7 achieve better results

on both metrics.

In conclusion, using the UMGA algorithm and URV

email dataset, and according to our experiments, we

suggest a parametrization of k = 10, since it provides

a good anonymization level while keeping data utility
close to their original values. We claim that our frame-

work can help to choose the correct parameters to set up

any privacy-preserving algorithm by comparing several

information loss measures (both generic and specific)

between original and anonymous datasets.

8.4 Scenario III: Comparing multiple graphs sequences

In this third scenario, the framework expects two or

more sequences of p input graphs, i. e. {GS1, . . . , GSq} :

q ≥ 2 where GSi stands for the i-th sequence of graphs

and corresponds to p input graphsGSi = {G, G̃w
1 . . . , G̃w

p−1},
and it returns a score value for each metric and graph.

Note that G̃w
j represents the j-th perturbed version of

graph G using algorithm and parametrization w.

Researchers are interested in comparing the origi-

nal graph to a set of anonymous graphs obtained from

the original one (i. e. G̃1, . . . , G̃p), by applying different

percentages of randomization or different k values in

k-anonymity-based algorithms. Not only may this help

to understand the behavior of the datasets, but also
to choose the best parameter according to privacy and

data utility requirements.

An example using Hamsterster friendships dataset
and two different randomization methods is presented

in Figure 4. Anonymous graphs are generated applying

edge addition (Add) and edge deletion (Del) at ran-

dom over the whole edge set [11]. We run 10 indepen-
dent executions of each perturbation method to provide

statistical significance since the perturbation process is

stochastic.

For instance, the perturbation of average distance

on anonymization percentage in range [0, . . . , 10%] can

be seen in Figure 4a, where we can see the mean value

and the 95% confidence interval error. It is clear to see

how this metric evolves during the anonymization pro-
cess. According to the figure, edge deletion better pre-

serves the betweenness centrality in whole perturbation

range. A similar behavior can be seen on betweenness

centrality (Figure 4b), RRTI (Figure 4d) and FRV (Fig-
ure 4e), where edge deletion considerably reduces the

information loss on our specific information loss mea-

sures related to the most important users (hubs) and
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Fig. 4: Examples of our framework results for scenario III. The horizontal axis presents the anonymization (ran-

domization %), while vertical axis indicates the value of the original graph (leftmost point) and the evolution

during anonymization processes.

the information flow in the graph. However, taking into

account the precision index using Walktrap algorithm,

depicted in Figure 4c, we can see that edge addition
clearly outperforms edge deletion in all ranges. There-

fore, one could use this information to choose the per-

turbation method that better preserves the information

loss depending on the subsequent graph mining task.

Related to the re-identification and risk assessment

analysis, we present the candidate set size results in

Figures 4f and 4g for edge addition and deletion, respec-

tively. As we can easily see, candidate set sizes shrink
while perturbation increases on both edge perturbation

techniques. The results are quite similar, since the range

of edge perturbation is the same for both methods. Fi-

nally, the proportion of vertices that changed their 1-
neighborhood during the anonymization process (Fig-

ure 4h) is considerably higher using the edge addition

technique, which implies better protection from an at-

tacker with knowledge based on the subgraph of dis-

tance 1 of the target vertices.

This framework aims to give information to researchers

and practitioners to help them when choosing the algo-

rithm and/or the parameters of the method itself. Since
each perturbation method of algorithm has its strength

and each dataset has its peculiarities, no method is the

best on all situations. Thus, this framework can help us

to choose the right algorithm and also its parameters

to fulfill data utility and privacy constraints.

9 Conclusions

In recent years several anonymization algorithms have

appeared to protect users’ privacy. However, it is quite

difficult to compare data utility among them, since each
work usually uses different measures to compute and

evaluate information loss. In this paper we have pro-

posed a framework to evaluate data utility and infor-

mation loss on privacy-preserving graph data. We claim

that some generic information loss measures can be
used to compute and evaluate information loss. Nev-

ertheless, metrics related to application-specific real-

world problems must be defined and used to compute

and compare data utility among methods and algo-
rithms in literature. Additionally, our framework also

considers some metrics to evaluate the re-identification

and risk assessment considering an adversary with degree-

based knowledge and also an adversary that has infor-

mation about the 1-neighborhood of each target vertex.

We have presented three different scenarios to demon-
strate the utility of this framework to compare differ-

ent methods and parametrizations in order to achieve

a good trade-off between privacy and data utility.
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As a summary, we claim that our framework pro-

vides a standard way to compute both generic and spe-

cific information loss measures and can be easily used to

perform comparisons among graph modification tech-

niques, such as random-based, constrained-based and
differential private methods. As we have proved through

some application examples, this framework could help

researchers and practitioners to choose the right param-

eters or algorithms to keep data utility and reduce infor-
mation loss. Furthermore, it provides an easy and fair

framework to compare different anonymization meth-

ods in order to quantify how the perturbation affects

the graph structure and their application in some graph-

mining tasks.
Many interesting directions for future research have

been uncovered in this work. For instance, it could be

interesting to extend the framework to include meth-

ods that change the vertex set. However, some generic
information loss measures cannot be applied on graphs

when the vertex set has changed. Furthermore, it would

be thought-provoking to extend this analysis to other

types of graph, such as directed or labelled graphs.
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