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Abstract—We consider the private information retrieval (PIR)
problem for a multigraph-based replication system, where each
set of r files is stored on two of the servers according to an
underlying r-multigraph. Our goal is to establish upper and
lower bounds on the PIR capacity of the r-multigraph. Specifi-
cally, we first propose a construction for multigraph-based PIR
systems that leverages the symmetry of the underlying graph-
based PIR scheme, deriving a capacity lower bound for such
multigraphs. Then, we establish a general upper bound using
linear programming, expressed as a function of the underlying
graph parameters. Our bounds are demonstrated to be tight for
PIR systems on multipaths for even number of vertices.

I. INTRODUCTION

Introduced in [1], private information retrieval (PIR) is

the problem of retrieving a specific file in a database from

a server, without revealing the identity of the file to the

server. While PIR was extensively studied in the computer

science community, it is first approached from an information-

theoretic perspective by Sun and Jafar in [2] within a non-

colluding, multi-server setting. In this framework, the message

lengths are assumed to be arbitrarily larger than the number

of messages, due to which the download cost dominates the

upload cost. Consequently, the rate of PIR is formulated as the

number of desired message bits retrieved per bit of download.

The supremum of all achievable rates, referred to as the

capacity, is derived in [2] under the fully replicated setting.

Besides the original setting, PIR has been studied under

more relaxed assumptions. For example, PIR without the non-

colluding assumption, where servers can share their queries to

learn the file index, is studied in [3]–[5]. PIR under various

threat models, such as the presence of eavesdroppers and

Byzantine servers, is investigated in [6]–[8]. The impact of

side information available to the user, such as knowledge of

database contents [9], [10], and the benefits of cache-aided PIR

in achieving improved rates [11], are also explored. Another

important variant of PIR that received much attention is the

symmetric PIR, [12] which additionally demands database

privacy against the user. This resulted in a stream of works,

such as [13], [14]. We refer the readers to [15] for a more

comprehensive survey on PIR and its variants.

All the aforementioned PIR systems consider fully repli-

cated storage, which may be difficult to achieve in prac-

tice. This motivated the study of PIR with non-replicated

servers in [16] through a graph-based model. In this model,

a graph/hypergraph represents a PIR system, where each

vertex corresponds to a server, and each edge/hyperedge

represents a file replicated across the servers associated with

that edge/hyperedge. The authors of [16] focus on PIR over

simple (2-replicated) graphs and study the robustness of the

corresponding PIR system under server collusion. Graph-based

PIR is further explored by [17], where bounds on the capacity

of some regular graphs are proposed and the exact PIR

capacity for cycle graphs is determined. In [18], the authors

study the capacity of graph/hypergraph-based PIR when the

number of files goes to infinity, with additional server collusion

and secure storage constraints. The authors of [19] develop

novel upper bounds on PIR capacity and propose improved

PIR scheme constructions for complete, star, and bipartite

graphs. However, the PIR capacity of these graphs remains

unknown except for cases with a small number of vertices.

For instance, the PIR capacity of the star graph is unknown

beyond the case of 4 files, with the case of 4-files being solved

recently in [20].

Note that the structure of a graph determines the number of

files stored in each server. Specifically, it restricts the number

of servers containing the same file to exactly 2 and sets

the number of files stored in a server to the degree of the

corresponding vertex in the underlying graph. Although [18]

provides insights into scenarios where an arbitrary number of

files are stored in each server, their bounds are asymptotic and

do not explicitly account for the actual graph structure.

In this work, we aim to go beyond the above limitations of

PIR systems modeled by graphs by investigating PIR systems

over multigraphs with finite uniform multiplicity r ≥ 2. In

an r-multigraph, each edge of the underlying simple graph

is replaced by r multiedges. Consequently, servers sharing a

single file in a graph-based PIR system share a set of r files

in a multigraph-based PIR system.

As in prior works, our focus lies on deriving bounds for the

capacity of multigraph-based PIR systems and constructing

schemes that approach these bounds. First, we propose a con-

struction based on any graph-based PIR scheme that satisfies

certain properties. As a result, we derive a lower bound on the

capacity of multigraphs for which such schemes exist. Next,

we establish a general upper bound using linear programming.

Our bounds are shown to be tight in the case of multi-paths

with an even number of vertices.
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II. PROBLEM FORMULATION

Let S = {S1, S2, . . . , SN} denote N non-colluding servers

and W = {W1,W2, . . . ,WK} denote K independent files.

Each Wi ∈ F
L
2 is a binary vector of length L chosen uniformly

at random from FL
2 , thus H(Wi) = L for every i ∈ [K], and

H(W1, . . . ,WK) = H(W1) + · · ·+H(WK) = KL. (1)

In the PIR problem, a user privately generates θ ∈ [K] and

wishes to retrieve Wθ while keeping θ a secret from each

server. Let Q , {Qi : i ∈ [N ]} denote the set of all queries

generated by the user. Since the user has no information on

the content of the files, the queries are independent of them,

which means that

I(W1, . . . ,WK ;Q1, . . . , QN ) = 0. (2)

Upon receiving its query Qi from the user, the server Si

generates and replies with an answer Ai, which is a function

of Qi and the files it holds WSi
. Thus, for any i ∈ [N ],

H(Ai|Qi,WSi
) = 0. (3)

A PIR scheme has two formal requirements, reliability and

privacy. For reliability, the user should be able to retrieve the

desired file Wθ from the received answers Ai, i ∈ [N ] with

zero probability of error, hence

[Reliability] H(Wθ|A[N ], Q[N ]) = 0. (4)

For privacy, each server learns no information about the

desired file index θ. That is, for any i ∈ [N ] and θ ∈ [K], the

following holds

[Privacy] (Q
(1)
i , A

(1)
i ,WSi

) ∼ (Q
(θ)
i , A

(θ)
i ,WSi

). (5)

Assume that, the K files are stored such that every pair of

servers either share a set of r distinct files, or no files at all.

By relabeling the files, we can write W as

{W1,1, . . . ,W1,r,W2,1, . . . ,W2,r, . . . ,WK′,1, . . . ,WK′,r}
(6)

where K ′ = K/r. Then, this model can naturally be described

by an r-multigraph G(r) = (S,W), whose vertex set is the

set of servers S, and an r-subset of files {Wi,1, . . . ,Wi,r} ∈
W is viewed as the r-multiedge between Si and Sj if

Wi,1, . . . ,Wi,r are stored on servers Si and Sj . We denote

by WSi
the set of files stored on server Si, and by Wi,j the

set of r files stored on servers Si and Sj . Hence, an instance

of the PIR problem is uniquely defined by a r-multigraph, and

any r-multigraph gives rise to an instance of the above PIR

problem. Specially, when r = 1, it reduces to the PIR problem

over simple graphs studied in [16]–[19].

For example, Fig. 1 illustrates a model based on a 2-multi-

path over 3 vertices, which consists of three servers S =
{S1, S2, S3} and four files W = {W1,1,W1,2,W2,1,W2,2}.

Accordingly, server S1 and S3 store exactly two files, i.e.,

WS1
= {W1,1,W1,2}, WS3

= {W2,1,W2,2}, and server S2

stores all the four files, i.e., WS2
= W .

S1 S2 S3

W1,2

W1,1

W2,2

W2,1

Fig. 1. The PIR system corresponding to P
(2)
3 .

Throughout the paper, we use G = (V,E) to denote a

simple graph with vertex set V and edge set E. We use

G(r) to denote the multigraph extension of the graph G with

multiplicity r. The PIR capacity of the multigraph G(r) is

defined as,

C

(

G(r)
)

, sup
T ′

L
∑N

i=1 H(Ai)
, (7)

where the supremum is taken over all possible schemes T ′ on

G(r), assuming the file size L can be arbitrarily large.

III. LOWER BOUND ON CAPACITY

A. Motivating Example

We motivate the underlying idea of our general multigraph

scheme using the example of the PIR scheme for the path

graph P3, which consists of 3 servers, S1, S2, S3 and 2 files.

As illustrated in Fig. 2, the files are distributed as follows: W1

at S1, {W1,W2} at S2, and W2 at S3.

S1 S2 S3
W1 W2

Fig. 2. The PIR system corresponding to P3

Suppose that each file consists of two bits, and the user

wants to privately retrieve Wθ . To do so, the user privately

and independently permutes the bits of each Wi, i ∈ [2],
and the corresponding permuted file is denoted as wi. Let

us write w1 = (a1, a2) and w2 = (b1, b2). The user sends

queries to retrieve three answer bits from S1, S2 and S3. The

answers downloaded from the servers for θ = 1, 2 are given

in Table I. Clearly, the user can decode the desired file in both

cases. Also, since the permutation of bits is unknown to the

servers, the queries appear uniformly distributed, regardless of

the value of θ.

TABLE I
ANSWER TABLE FOR P3 .

S1 S2 S3

θ = 1 a1 a2 + b1 b1
θ = 2 a1 a1 + b1 b2

Now, consider the PIR system corresponding to the multi-

graph P
(2)
3 , which is illustrated in Fig. 1. Suppose each file

consists of 4 bits. Let the message bits, after the user’s private

permutation, be denoted as,

w1,1 = (a1, a2, a3, a4), w1,2 = (a′1, a
′
2, a

′
3, a

′
4),

w2,1 = (b1, b2, b3, b4), w2,2 = (b′1, b
′
2, b

′
3, b

′
4). (8)



Then, the answers from each server for different queries

are shown in Table II. For each query θ = (i, j), each

server responds with three answer bits. The first answer bit is

identical to that in the above scheme for P3 with θ = i and files

{W1,1,W2,1}, and the second answer bit is identical to that in

the above scheme for P3 with θ = i and files {W1,2,W2,2}.

The third answer bit is constructed by applying the scheme of

P3 to carefully-designed sums of message bits.

TABLE II
ANSWER TABLE FOR P

(2)
3 .

S1 S2 S3

θ = (1, 1)
a1 a2 + b1 b1
a′1 a′2 + b′1 b′1

a4 + a′2 a3 + a′1 + b2 + b′2 b2 + b′2

θ = (1, 2)
a1 a2 + b1 b1
a′1 a′2 + b′1 b′1

a2 + a′4 a1 + a′3 + b2 + b′2 b2 + b′2

θ = (2, 1)
a1 a1 + b1 b2
a′1 a′1 + b′1 b′2

a2 + a′2 a2 + a′2 + b4 + b′2 b3 + b′1

θ = (2, 2)
a1 a1 + b1 b2
a′1 a′1 + b′1 b′2

a2 + a′2 a2 + a′2 + b2 + b′4 b1 + b′3

For example, consider the case when θ = (1, 1). By the

first and second answer bits from all 3 servers, the user can

retrieve a1, a2 and a′1, a
′
2, respectively. The third answer bit

from S1 is a new message bit of Wθ , i.e., a4 added to a′2,

where the latter is available to the user. From S3, the third

answer bit is the sum of unused message bits of W2,1 and

W2,2, i.e., b2+ b′2. The third answer bit from S2 is the sum of

bits from all 4 files stored in S2, comprising a new message

bit a3 of Wθ , a′1 and b2 + b′2, where a′1 is retrieved from the

second answers of all servers, and b2 + b′2 is the third answer

bit from S3. This way, all four bits of Wθ are retrieved.

To understand why privacy holds, note that the query

structure seen by each server is identical for all θ. Moreover,

the private permutations of message bits, generated by the user,

hide the actual bit indices from each server.

B. General Scheme for r-Multigraph

Before stating Theorem 1, we need the following definition.

Definition 1 (Symmetric Retrieval Property) A graph-bas-

ed PIR scheme is said to satisfy the symmetric retrieval

property (SRP) if, for every possible θ, the number of message

bits retrieved from the servers where the file Wθ is replicated

is equal. For instance, if θ = k and Wk is replicated across

Sn1
and Sn2

, then half of the total number of bits of Wk is

obtained from each of these two servers.

Theorem 1 Let T denote a scheme for the simple graph G,

that satisfies SRP and yields the rate R(G). Then, there exists

a scheme T (r) for the corresponding r-multigraph G(r) which

gives the capacity lower bound,

C

(

G(r)
)

≥ R(G) ·

(

1

2− 1
2r−1

)

. (9)

Proof: Let T be the PIR scheme for the graph G = (S,W0),
whose vertices are servers in S and edges are associated with

files in

W0 = {W1,0,W2,0, . . . ,WK′,0}. (10)

Suppose T admits L′ bits per file and D′ downloaded bits.

Then, R(G) = L′

D′ . Next, we construct a PIR scheme T (r) for

G(r) based on T .

We require that each file Ws,t, (s, t) ∈ [K ′]×[r], consists of

L = 2r−1L′ bits in T (r). Before sending out the queries, the

user first permutes the L bits of each of the rK ′ files through

a private mapping σs,t : [L] → [L] independently. We denote

σs,t(Ws,t) = ws,t. Let θ = (i, j) be the desired file index,

and assume that Wi,j is stored on servers Sn1
and Sn2

. Then,

as in the motivating example, the scheme T (r) proceeds in r
stages. In each stage, we apply T to several graphs on S, each

isomorphic to G, where every edge represents a sum of some

of the r files stored on its two associated vertices.

In the following, to simplify the description of the retrieval

process, assume without loss of generality that θ = (1, 1).
In the first stage, for every t ∈ [r], we apply T to graph

G{t} = (S,W{t}), where

W{t} , {W1,t,W2,t, . . . ,WK′,t}, (11)

and retrieve the first L′ bits of the file W1,t stored on Sn1
and

Sn2
. This requires rD′ downloaded bits in total and results in

w1,t[1 : L′], ∀ t ∈ [r], (12)

where w1,1[1 : L′] are the desired message bits, and w1,t[1 :
L′], t 6= 1, are the interference bits used for retrieval in the

second stage. By the SRP, we can adjust T so that, for each

t ∈ [r], the first half w1,t[1 : L′/2] is retrieved from Sn1
, and

the latter half w1,t[L
′/2 + 1 : L′] is retrieved from Sn2

.

In the second stage, for every 2-subset {j1, j2} ⊆ [r], we

apply T to graph G{j1,j2} = (S,W{j1,j2}), where

W{j1,j2} , {Wi,j1 +Wi,j2 : i ∈ [K ′]}, (13)

and retrieve L′ bits of the file W1,j1 + W1,j2 stored on Sn1

and Sn2
. Specifically, we have:

• If 1 ∈ {j1, j2}, assume without loss of generality that

j1 = 1. Then, we apply T to retrieve

w1,1[(j2 − 1)L′ + 1 : j2L
′] + w1,j2 [1 : L′]. (14)

• If 1 /∈ {j1, j2}, then we apply T to retrieve

w1,j1 [(j2 − 1)L′ + 1 : j2L
′]

+ w1,j2 [(j1 − 1)L′ + 1 : j1L
′]. (15)

Similarly, by SRP, we can assume that the first L′/2 retrieved

bits of w1,1 + w1,j2 is from Sn2
and the latter L′/2 bits is

retrieved from Sn1
, and for each {j1, j2} ⊆ [r] \ {1}, the first

L′/2 retrieved bits of w1,j1 +w1,j2 is from Sn1
and the latter

L′/2 bits is retrieved from Sn2
.

Consider the bits of W1,j1 +W1,j2 retrieved in the second

stage. Since w1,j2 [1 : L′] are known by the first stage, we can

retrieve (r− 1)L′ bits of the form w1,1[(j2− 1)L′+1 : j2L
′],



2 ≤ j2 ≤ r, for the desired file. Moreover, for each {j1, j2} ⊆
[r] \ {1}, we also have L′ bits from the sum W1,j1 +W1,j2 .

These
(

r−1
2

)

L′ bits are left as interference bits to be used for

retrieval in the third stage.

Generally, for ℓ ≥ 3 and every (ℓ − 1)-set B ⊆ [r] \ {1},

we uniquely assign it an integer

uB ∈

[

ℓ−2
∑

s=0

(

r − 1

s

)

+ 1,

ℓ−2
∑

s=0

(

r − 1

s

)

+

(

r − 1

ℓ− 1

)

]

, (16)

and denote UB , [(uB − 1)L′ + 1 : uBL
′]. Then, in the ℓ-

th stage, for every ℓ-subset A ⊆ [r], T is applied to graph

GA = (S,WA), where

WA ,

{

∑

t∈A

Wi,t : i ∈ [K ′]

}

, (17)

to retrieve the following L′ bits of
∑

t∈A W1,t,

• If 1 ∈ A, then we apply T to retrieve

w1,1|UA\{1}
+

∑

t∈A\{1}

w1,t|UA\{1,t}
. (18)

• If 1 /∈ A, then we apply T to retrieve
∑

t∈A

w1,t|UA\{t}
. (19)

By SRP, for A containing 1, the first L′/2 retrieved bits of
∑

t∈Aw1,t is from Sn2
and the latter L′/2 bits is retrieved

from Sn1
, and for A without 1, the first L′/2 retrieved bits of

∑

t∈Aw1,t are from Sn1
and latter L′/2 bits are from Sn2

.

Using the interference bits
∑

t∈B w1,t|UB\{t}
from the (ℓ−

1)-th stage, we can retrieve
(

r−1
ℓ−1

)

L′ bits of form w1,1|UB
, for

every B ⊆ [r] \ {1} of size ℓ− 1. For each A ⊆ [r] \ {1} of

size ℓ, the L′ bits from the sum
∑

s∈A w1,s|UA\{s}
are left as

interference bits to be used for retrieval in the next stage.

Reliability: The reliability of T (r) follows directly by T .

Privacy: The SRP of T guarantees that, L′/2 interference

bits of
∑

t∈B w1,t|UB\{t}
are retrieved from Sn1

in the (ℓ−1)-
th stage and are used to retrieve L′/2 message bits in w1,1 +
∑

t∈B w1,t|UB\{t}
, retrieved from Sn2

in the ℓth stage, and

vice versa. This ensures that an equal number of bits from each

file is downloaded from every server. That is, the files stored

on every server are treated equally in the r-stage process. Thus,

the privacy of T (r) follows from the privacy of T in each stage

and the random permutations on bits applied independently to

the files of W .

Rate: In each stage ℓ ∈ [r], the user downloads
(

r
ℓ

)

D′ bits.

The resulting download cost D is therefore,

D =

r
∑

ℓ=1

(

r

ℓ

)

D′ = (2r − 1)D′. (20)

This gives rise to the achievable rate, L
D

= 2r−1L′

(2r−1)D′ , which

is equal to (9). �

Remark 1 The scheme for P3 in Section III-A can be ex-

tended to general PN and is indeed capacity achieving, with

S1

S2

S3S1

S2

S3

W
1

W
2

W3

W
2,2

W
2,1W

1
,1

W
1
,2

W3,1

W3,2

Fig. 3. PIR systems for cycle C3 (left) and 2-multicycle C
(2)
3 (right).

C (PN ) = 2
N

. Specifically, let the PIR system corresponding

to PN consist of the set of files {W1, . . . ,WN−1}, where

S1 stores W1, SN stores WN−1, and Si, i ∈ [2 : N − 1],
stores {Wi−1,Wi}. Suppose each Wi consists of 2 bits,

which the user randomly and independently permutes into

wi = (wi(1), wi(2)). To retrieve Wθ , the user downloads,

w1(1) from S1, wN−1(1) from SN , wi−1(1) + wi(1) from

Si, i ∈ [2 : N −1]\{θ+1}, and wθ(2)+wθ+1(1) from Sθ+1.

The above scheme requires N downloaded bits in total, one

from each server. The user retrieves wθ(1) from Sθ and wθ(2)
from Sθ+1. Clearly, the scheme satisfies the SRP and results

in rate 2
N

. Thus, by Theorem 1, this leads to

C

(

P
(r)
N

)

≥
2

N
·

(

1

2− 1
2r−1

)

. (21)

Remark 2 Consider the PIR system arising from multicycles

C
(r)
N , as shown in Fig. 3. The capacity-achieving PIR scheme

for CN proposed in [17] satisfies the SRP, and the capacity is

given by C (CN ) = 2
N+1 . Thus, by Theorem 1, we also have

C

(

C
(r)
N

)

≥
2

N + 1
·

(

1

2− 1
2r−1

)

. (22)

IV. AN UPPER BOUND ON THE PIR CAPACITY

For a graph G = (V,E), let ∆(G) denote the maximum

degree of G, and let I(G) denote its incidence matrix. A

matching M ⊆ E of G is a subset of edges such that no two

edges share a common vertex. The matching number ν(G) of

G is the maximum size of a matching in G.

Theorem 2 Let G = (S,W0) be a graph with maximum

degree ∆(G). Then, the PIR capacity of G(r) satisfies:

C

(

G(r)
)

≤ min

(

∆(G)

|E(G)|
,

1

ν(G)

)

·
1

2− 21−r
. (23)

Remark 3 When r = 1, the result of Theorem 2 coincides

with that of Theorem 1 in [19]. The capacity upper bound

of Theorem 2 is tight for certain graphs. For example, set

G = PN with 2 | N , by Theorem 2,

C

(

P
(r)
N

)

≤ min

(

2

N − 1
,

1

N/2

)

·
1

2− 21−r

=
2

N
·

1

2− 21−r
,

which matches the lower bound in (21).



For the proof of Theorem 2, we need the following multi-

graph version of Lemma 3 in [19].

Lemma 1 Let i, j ∈ [N ] be two distinct servers that share

the set of r files Wi,j , {W1,W2, . . . ,Wr} ⊆ W , then

H(Ai)+H(Aj) ≥ H(Ai|W \Wi,j ,Q)+H(Aj|W \Wi,j ,Q)

≥

(

1 +
1

2
+ · · ·+

1

2r−1

)

L. (24)

The proof of Lemma 1 requires the following extension

of [2, Lemma 6] by Sun and Jafar, whose proof proceeds

similarly to that of [2, Lemma 6].

Lemma 2 Let i, j ∈ [N ] be two distinct servers that share a

set of r files Wi,j , {W1,W2, . . . ,Wr} ⊆ W , then for any

s ∈ {2, . . . , r}, it holds that

I(Wi,j \W[s−1];Ai, Aj |W \Wi,j ∪W[s−1],Q, θ = s− 1)

≥
L

2
+

1

2
· I(Wi,j \W[s];Ai, Aj |W \Wi,j ∪W[s],Q, θ = s),

where W[s] , {W1,W2, . . . ,Ws}.

Proof: [Proof of Lemma 1] We denote ∆ as the difference of

the following entropies, that is,

∆ ,H(Wi,j |W \Wi,j ,Q, θ = 1)

−H(Wi,j |W \Wi,j ,Q, θ = 1, A[N ]). (25)

Then,

∆ =H(Wi,j |W \Wi,j ,Q, θ = 1)

−H(Wi,j |W \Wi,j ,Q, θ = 1, Ai, Aj) (26)

=I(Wi,j ;Ai, Aj |W \Wi,j ,Q, θ = 1) (27)

=H(Ai, Aj |W \Wi,j ,Q, θ = 1)

−H(Ai, Aj |W ,Q, θ = 1) (28)

=H(Ai, Aj |W \Wi,j ,Q, θ = 1) (29)

≤H(Ai|W \Wi,j ,Q, θ = 1)

+H(Aj |W \Wi,j ,Q, θ = 1) (30)

=H(Ai|W \Wi,j ,Q) +H(Aj |W \Wi,j ,Q), (31)

where (26) and (29) follow by (3), and (31) follows by (5);

see also [19, Proposition 2].

On the other hand, denote Wc , W \Wi,j , we have

∆ =rL−H(Wi,j |W
c,Q, θ = (i, j, 1), Ai, Aj) (32)

=rL−H(W1|W
c,Q, θ = 1, Ai, Aj)

−H(Wi,j \ {W1}|W
c ∪W1,Q, θ = 1, Ai, Aj) (33)

=rL−H(W1|W
c,Q, θ = 1, A[N ])

−H(Wi,j \ {W1}|W
c ∪W1,Q, θ = 1, Ai, Aj) (34)

=rL

−H(Wi,j \ {W1}|W
c ∪W1,Q, θ = 1, Ai, Aj) (35)

=rL−H(Wi,j \ {W1}|W
c ∪W1,Q, θ = 1)

+ I(Wi,j \ {W1};Ai, Aj |W
c ∪W1,Q, θ = 1) (36)

=L+ I(Wi,j \ {W1};Ai, Aj |W
c ∪W1,Q, θ = 1), (37)

where (32) and (37) follow by (1) and (2), (34) follows since

answers in A[N ] \ {Ai, Aj} are functions of Q and Wc, and

(35) follows by the reliability (4).

Next, starting from s = 2 and applying Lemma 2 repeatedly

for s = 3 to r, we can obtain that

I(Wi,j \ {W1};Ai, Aj |W
c ∪W1,Q, θ = 1)

≥
L

2
+

1

2
· I(Wi,j \W[2];Ai, Aj |W

c ∪W[2],Q, θ = 2)

≥
L

2
+

L

4
+

1

4
· I(Wi,j \W[3];Ai, Aj |W

c ∪W[3],Q, θ = 3)

≥ · · · ≥

(

1

2
+

1

4
+ · · ·+

1

2r−1

)

L. (38)

Then, the result follows by combining (37) and (38). �

With Lemma 1, we can proceed the proof of Theorem 2.

Proof: [Proof of Theorem 2] Consider the rate of some PIR

scheme T for G(r),

R =
L

∑

i∈[N ] H(Ai)
=

1
∑

i∈[N ] (H(Ai)/L)
=

1

1N · µT
,

(39)

where µi ,
H(Ai)

L
for each i ∈ [N ], µ , (µ1, . . . , µN ),

and 1N is the all-ones row vector of length N . According to

Lemma 1, if servers i and j are adjacent, then

µi + µj ≥ 1 +
1

2
+ · · ·+

1

2r−1
= 2−

1

2r−1
. (40)

Hence, we can get an upper bound on R via the reciprocal of

the optimal value of the following linear program,

min 1N · µT

s.t. I(G)T · µT ≥

(

2−
1

2r−1

)

· 1K′

µi ≥ 0, i ∈ [N ], (41)

where I(G) is the incidence matrix of graph G and K ′ =
|W0|. Its dual problem is

max

(

2−
1

2r−1

)

· 1K′ · ηT

s.t. I(G) · ηT ≤ 1N

ηi ≥ 0, i ∈ [K ′]. (42)

By the primal-dual theory, any feasible solution to the dual

problem provides a lower bound for the primal problem.

Below, we provide two feasible solutions to the dual problem:

• The vector v1 = 1
∆ · 1K′ . Thus, by 1K′ · vT

1 = K′

∆ , the

rate R is at most ∆/K ′ ·
(

2− 21−r
)−1

.

• The indicator vector v2 ∈ {0, 1}K
′

of a maximum

matching M ⊆ W0 of G, i.e., |M | = ν(G). Thus, the

rate R is at most 1/ν(G) ·
(

2− 21−r
)−1

.

This completes the proof. �
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