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Abstract—The rapid development of Deepfake technology has
enabled the generation of highly realistic manipulated videos,
posing severe social and ethical challenges. Existing Deepfake
detection methods primarily focused on either spatial or temporal
inconsistencies, often neglecting the interplay between the two or
suffering from interference caused by natural facial motions.
To address these challenges, we propose the global context
consistency flow (GC-ConsFlow), a novel dual-stream framework
that effectively integrates spatial and temporal features for robust
Deepfake detection. The global grouped context aggregation
module (GGCA), integrated into the global context-aware frame
flow stream (GCAF), enhances spatial feature extraction by
aggregating grouped global context information, enabling the
detection of subtle, spatial artifacts within frames. The flow-
gradient temporal consistency stream (FGTC), rather than di-
rectly modeling the residuals, it is used to improve the robustness
of temporal feature extraction against the inconsistency intro-
duced by unnatural facial motion using optical flow residuals and
gradient-based features. By combining these two streams, GC-
ConsFlow demonstrates the effectiveness and robustness in cap-
turing complementary spatiotemporal forgery traces. Extensive
experiments show that GC-ConsFlow outperforms existing state-
of-the-art methods in detecting Deepfake videos under various
compression scenarios.

Index Terms—Deepfake Detection, Spatiotemporal Features,
Optical Flow Residuals, Global Context Analysis

I. INTRODUCTION

Recently, advancements in deep learning and computer
vision have enabled the generation of highly realistic manip-
ulated videos, such as those created by replacing actions [1]
and altering facial expressions [2]. While Deepfake technology
has positive applications in entertainment and art, its misuse
has caused significant societal challenges [3]. For example,
a fabricated video of “AI Lee Ka-chiu” promoting a “high-
return investment plan” went viral in January 2024, creating
public panic in Hong Kong. This highlights the urgent need
for effective Deepfake detection mechanisms.

Existing frame-based detection methods [4], [5] primarily
analyzed individual frames to identify forgeries but failed to
capture temporal inconsistencies unique to Deepfake videos.
Recent studies [6]–[8] incorporated temporal and spatial infor-
mation to improve detection but often neglected interference
from natural facial motion, including expression changes or
head movements, leading to suboptimal performance.

To address these limitations, we propose a global context
consistency flow-based network (GC-ConsFlow), which ex-
tracts both frame-level and temporal-level features through the
global context-aware frame flow stream (GCAF) and the flow-
gradient temporal consistency stream (FGTC). Specifically, the

GCAF stream captures global artifact features within frames
using the proposed global grouped context aggregation module
(GGCA), which extracts multidimensional global information
by performing global average pooling and max pooling along
the height and width dimensions of the feature map and
generates attention weights to enhance the feature represen-
tation capability of global artifact features. The FGTC stream
introduces a novel concept in video forensics by utilizing
optical flow residuals to extract artifacts unrelated to natural
facial movements. This stream effectively distinguish natural
facial motion from forgery-induced anomalies and improve
detection accuracy. Gradient features are also introduced as
complementary inputs to better capture frame-to-frame varia-
tions. The main contributions of this study are as follows:

• We introduce the concept of optical flow residuals into
Deepfake detection, offering a novel perspective. Unlike
existing methods that rely on pixel-level inconsisten-
cies, GC-ConsFlow leverages motion-compensated opti-
cal flow residuals combined with gradient-based com-
plementary features to effectively suppress interference
from natural facial movements, significantly enhancing
the detection of forgery artifacts.

• We propose a novel Deepfake detection network that
incorporates specialized modules to improve feature ex-
traction capabilities. The GGCA module in the GCAF
stream aggregates global contextual information along the
height and width dimensions, enhancing the spatial fea-
ture representation and enabling more effective detection
of subtle forgery traces in videos.

• We conduct several experiments to evaluate the effective-
ness of our GC-ConsFlow. Experimental results demon-
strate that GC-ConsFlow achieves superior performance
compared to state-of-the-art methods on public datasets,
which is robust to heavy compression.

II. METHODOLOGY

Fig. 1 illustrate the proposed GC-ConsFlow network, which
consists of GCAF stream and FGTC stream. The GCAF
stream is designed based on the principle of global contextual
modeling, aiming to detect subtle spatial artifacts left by
Deepfake generation. The FGTC stream leverages optical flow
residuals and gradient-based features to model anomalous
artifacts in non-facial natural motion within forged videos.
Each stream is elaborated in detail below.
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Fig. 1: Overview of the proposed GC-ConsFlow framework for deepfake detection.

Fig. 2: The Global Grouped Context Aggregation (GGCA) is
designed to enhance spatial feature extraction by aggregating
grouped global context information.

A. Global Context-Aware Frame Flow Stream

Existing DeepFakes generation techniques typically create
forged videos by blending the target and source faces. Al-
though advancements in generation methods have significantly
improved face quality and post-processing techniques have
masked many visible artifacts, certain unnatural spatial arti-
facts still persist in facial fusion regions. These artifact features
are difficult to eliminate completely and can be effectively
captured by deep convolutional neural networks.

Based on the above analysis, we designed the GCAF stream
to effectively detect tampering traces in DeepFake videos by
focusing on spatial artifact features within individual frames.
Specifically, the input consists of T cropped and rotated RGB
frames of size B × C ×H ×W , where B is the batch size,
C is the number of channels, and H and W are the frame
height and width. These frames are fed into XceptionNet [9]
to extract spatial features, which serves as the backbone for
the GCAF stream. To further enhance the spatial features, we
introduce the GGCA module. By applying multidimensional
global pooling along the height and width dimensions, the
GGCA module effectively captures global forgery features and
improves feature representation. It is integrated into both the
Entry flow and Exit flow of the XceptionNet, enabling robust
spatial feature extraction. As shown in Fig. 2, the GGCA
module processes the input feature R (B × C × H × W )
by dividing it into G groups along the channel dimension,
effectively reducing the computational cost for each group.
Each group contains C/G channels, resulting in the feature

X (B × C/G × H × W ). To extract global features from
multiple dimensions, average pooling is employed to capture
overall distribution trends, while max pooling preserves lo-
cally salient features. The combination of these two pooling
methods enables a more comprehensive extraction of forgery
traces. Additionally, operations along the height and width
dimensions generate multi-directional global information, de-
noted as Xh max, Xh avg, Xw max, Xw avg, further enhancing
the completeness of feature extraction. This process can be
expressed using the following formulas.

Xh avg
= AvgPool(X), Xh max = MaxPool(X) (1)

Xw avg = AvgPool(X), Xw max = MaxPool(X) (2)

Subsequently, a 1×1 convolution is applied to the four
feature maps to restore the channel dimension. The resulting
feature maps are summed along the height and width dimen-
sions, and the sigmoid function is used to generate height-
oriented and width-oriented attention weights, Atth and Attw.

Atth = Sigmoid(Xh avg
+Xh max) (3)

Attw = Sigmoid(Xw avg
+Xw max) (4)

Finally, the input feature R (B×C ×H ×W ) is weighted
according to the attention weights in the height and width
directions, resulting in the refined feature O (B×C×H×W ),
which enhances the representation of key spatial regions.

O = R ∗Atth ∗Attw (5)

The spatial features O of the T images are summed and
averaged to serve as the final output of the GCAF stream.

Although the GCAF stream can learn spatial artifact features
within individual frames, it focuses solely on spatial features
of single frames and cannot capture temporal information
between frames.

B. Flow-Gradient Temporal Consistency Stream

Based on the previous analysis, we know that one key
difference between real and fake videos is that fake videos
often ignore temporal consistency during the synthesis pro-
cess. Since our GCAF stream primarily focuses on facial
regions within individual frames, the proposed FGTC stream



should instead focus on relationships between frames. Addi-
tionally, residuals have been proven to be temporal-related
features. Therefore, the FGTC stream leverages temporal-
related residual features to extract inconsistencies between
frames, while also incorporating gradient-based complemen-
tary features. Specifically, gradient features, represented by
histograms of oriented gradients (HOG), describe texture and
edge information within frames, serving as auxiliary features
for modeling temporal characteristics. By combining optical
flow residuals with gradient features, we use XceptionNet for
classification, enabling efficient detection of video forgeries.
The details are as follows.

Compared with traditional residual feature extraction meth-
ods in video forgery detection, our approach introduces the
concept of optical flow residuals for temporal inconsistency
modeling, aiming to improve the ability to capture abnormal
dynamic changes between frames. Traditional video forgery
detection methods typically calculate pixel-level residuals be-
tween consecutive video frames as features to detect inter-
frame inconsistencies. However, this approach suffers from
a significant drawback: due to natural facial movements in-
troducing complex pixel-level variations, directly using pixel
residuals is prone to interference from these natural motions,
resulting in a large amount of unnecessary noise and reducing
the accuracy of forgery detection.

To address the issue where traditional pixel-level residual
features are prone to interference from complex variations
caused by natural facial movements, leading to excessive noise
and reduced accuracy in forgery detection, our method differs
from traditional residual feature extraction methods by fully
leveraging the advantages of optical flow in capturing motion
information of objects within a scene. Optical flow effectively
describes local motion patterns between frames and is less
susceptible to pixel-level noise. Therefore, when extracting
temporal inconsistency features, we introduce the concept of
optical flow residuals, analyzing them to capture the lack of
temporal consistency in forged videos.

We consider two consecutive frames, It and It+1. First,
we use the FlowNet [10] to compute the optical flow map
Ft between It and It+1. Subsequently, we utilize the optical
flow feature Ft and frame It to reconstruct the motion-
compensated next frame, I

′

t+1. Specifically, for each pixel
in the reconstructed frame I

′

t+1, its corresponding position
in frame It is determined by a normalized grid coordinate
G[h,w], where h denotes the horizontal coordinate and w
denotes the vertical coordinate.

G(h,w) = [
2w

W − 1
,

2h

H − 1
] (6)

The optical flow Ft is added to the G[h,w] to obtain the pixel
coordinates G

′
(h,w) for IIt+1. To ensure the pixel coordinates

do not exceed the image boundaries, a clamp operation is
applied to restrict G

′
(h,w) to the range [−1, 1]. This process

can be expressed by the following equation.

G
′
(h,w) = clamp[G(h,w) +

Ft(h,w)

W,H
, (−1, 1)] (7)

The target pixel values of I
′

t+1 are sampled from It based on
the target coordinates G

′
(h,w). Each component of G

′
(h,w)

can be decomposed as G
′
(h,w) = [X

′
, Y

′
] ∈ (B×H×W ×

2), where (X
′
, Y

′
) ∈ [−1, 1] represents the normalized target

coordinates. To reconstruct the pixel values of I
′

t+1, the target
coordinates are mapped back to the original pixel coordinate
system to obtain (Xreal, Yreal). Using these coordinates, the
pixel values are interpolated as a weighted sum of neighboring
pixels.

Xreal =
(X

′
+ 1) ∗ (W − 1)

2
, Yreal =

(Y
′
+ 1) ∗ (H − 1)

2
(8)

The integer parts of Xreal and Yreal represent the coordi-
nates of the top-left corner of the neighboring pixel, de-
noted as (⌊Xreal⌋, ⌊Yreal⌋). From this, four neighboring pixel
coordinates can be derived: (⌊Xreal⌋, ⌊Yreal⌋), (⌊Xreal⌋ +
1, ⌊Yreal⌋), (⌊Xreal⌋, ⌊Yreal⌋+1), and (⌊Xreal⌋+1, ⌊Yreal⌋+
1). The fractional parts of Xreal and Yreal represent the coor-
dinate offsets, which are used to calculate the interpolation
weights for each pixel.

W00 = [1− (Xreal − ⌊Xreal⌋)][1− (Yreal − ⌊Yreal⌋)],
W10 = (Xreal − ⌊Xreal⌋)[1− (Yreal − ⌊Yreal⌋)],
W01 = [1− (Xreal − ⌊Xreal⌋)](Yreal − ⌊Yreal⌋),
W11 = (Xreal − ⌊Xreal⌋)(Yreal − ⌊Yreal⌋)

(9)

The weighted sum of the neighboring pixels is computed to
obtain the pixel value at the corresponding relative position
in the reconstructed frame I

′

t+1, thereby generating the recon-
structed frame I

′

t+1.

I
′

t+1 = {
1∑

i=0

1∑
j=0

Wij ·It(x, y) | x ∈ [0,W−1], y ∈ [0, H−1]}

(10)
We hypothesize that the reconstructed frame I

′

t+1 better re-
flects the motion pattern of the current frame It. The residual
between the reconstructed frame I

′

t+1 and the original frame
It+1, denoted as Residual, captures the motion-compensated
inconsistencies. These inconsistencies may indicate anomalous
motions in forged regions rather than natural variations caused
by the normal motion of objects. This hypothesis is validated
in the experimental section.

Residual = Abs(I
′

t+1 − It+1) (11)

However, merely relying on residual features may not be
sufficient, as residuals only capture the inter-frame differences
after motion compensation. For certain more sophisticated
video forgery techniques, such differences might be concealed
or weakened. Since gradient features are robust to low-
frequency variations induced by illumination and compression,
to more comprehensively characterize the dynamic relation-
ships between video frames, we introduce gradient features
for continuous frames [11] as a complement. Specifically,the
horizontal gradient gx and vertical gradient gy of the image



Algorithm 1 HOG Feature Extraction

Input: x ∈ RB×3×H×W , pool: pooling size
Output: Hogout ∈ RB×3×9× H

pool×
W

pool

1: Initialize: Sobel filters weightx, weighty
2: Pad x with reflection padding
3: Compute gradients:

gx = conv2d(x,weightx), gy = conv2d(x,weighty)

4: Compute gradient magnitude and orientation:

norm =
√
gx2 + gy2, phase = arctan(

gy

gx
)

5: Initialize histogram out = zeros(B, 3, 9, H,W )
6: Scatter-add gradient magnitudes into orientation bin:

out
[⌊

phase + π

2π
· 9
⌋]

+ = norm

7: Image chunking and accumulating histograms of gradient
directions within blocks:

Hogout =
∑

pool × pool∈H × W

outpool × pool

8: L2 Normalize histograms along orientation axis.
9: return Hogout

are first computed using the weight matrices weightx and
weighty .

weightx =

1 0 −1
2 0 −2
1 0 −1

, weighty = weightTx (12)

Based on gx and gy , the gradient magnitude norm and
gradient direction phase are calculated for each pixel. For
each pixel, the phase is mapped to the [0, 9] interval to
determine the corresponding bin index in the gradient ori-
entation histogram. The norm of each pixel is then used to
perform weighted accumulation for the corresponding bin in
the orientation histogram. Next, the image is divided into grid
blocks of size pool × pool, where the gradient orientation his-
tograms within each block are aggregated. Finally, to enhance
robustness against illumination variations, L2 normalization is
applied to the gradient orientation histograms of each block,
generating the final histogram of oriented gradient (HOG)
feature map Hogout for the image.The detailed algorithm is
provided in Algorithm 1.

We first feed the motion-compensated residual features into
the shallow convolutional layers of XceptionNet for feature
extraction. Subsequently, these features are concatenated with
the gradient features of consecutive video frames and then
input into the remaining layers of XceptionNet to detect in-
consistencies between frames in compressed Deepfake videos.
Finally, the outputs of the frame-level stream and the temporal
stream are concatenated and passed through a sigmoid function
to obtain the final video-level classification result of the video.

TABLE I: Ablation research of several modules on FF++
(LQ). The evaluation metric is ACC.

Models DF F2F FS NT
1 GCAF Stream 94.04% 86.79% 92.37% 76.16%
2 FGTC Stream 86.86% 76.29% 85.01% 66.76%
3 w/o GGCA 94.54% 86.90% 93.09% 77.20%
4 w/o Reconstruct Frame 83.05% 74.10% 82.04% 62.90%
5 Reconstruct Frame 86.40% 75.50% 84.60% 63.78%
6 GC-ConsFlow 94.82% 87.21% 93.83% 78.49%

III. EXPERIMENTS

A. Experimental Settings

Datasets: For the experiments in this study, we conducted
experiments using two widely-used datasets in the field of
facial forgery detection: FaceForensics++ (FF++) [12] and
Celeb-DF [13]. The FF++ dataset contains four types of
manipulated videos generated by different forgery techniques:
DeepFakes(DF), Face2Face(F2F), FaceSwap(FS), and Neural-
Textures(NT), resulting in a total of 1,000 forged videos for
each method (4,000 in total). Additionally, FF++ provides
three versions of videos with varying levels of compres-
sion: raw (uncompressed), C23(lightly compressed, HQ), and
C40(heavily compressed, LQ). For our experiments, we focus
on the HQ and LQ subsets. Specifically, we use 80% of
all videos for training and the remaining 20% for testing.
Furthermore, we extract the first 200 frames from each video
to conduct our experiments. Celeb-DF, containing 5,639 high-
quality DeepFake videos with realistic details, is used for
model generalization testing.

Evaluation Metrics: In this experiment, we use Accuracy
(ACC) and Area Under Curve(AUC) as our measurement
indicators to validate DeepFake detection performance.

Implemental Details: We implement the proposed method
using the PyTorch framework and train it on an NVIDIA
3060Ti GPU. The input sequence consists of 6 frames, each
with 3 channels and a resolution of 224×224. The network
is trained end-to-end using the Adam optimizer with binary
cross-entropy as the loss function. The learning rate is set to
0.0001, and the batch size is 6. The model is trained for 30
epochs, with a total training time of approximately 12 hours.

B. Ablation Study

Evaluation of Single Stream: To evaluate the perfor-
mance of each stream, we compare our GCAF stream, FGTC
stream with our proposed dual-stream network. As shown
in Table I, the detection accuracy of the GCAF stream
(row 1) and the FGTC stream (row 2) is lower than that
of our GC-ConsFlow method (row 6). This indicates that
combining both streams enhances Deepfake video detection
performance. This is because the GCAF stream focuses on
capturing spatial features within individual frames, effectively
identifying spatial artifact features. On the other hand, the
FGTC stream is designed to model unnatural motion patterns
caused by forgery. While each stream independently captures



Fig. 3: Comparison of heatmaps generated with and without
reconstructed frames on real and forged video frames.

specific aspects of forgery traces (spatial or temporal), they
are limited in understanding the interplay between spatial
artifacts and temporal inconsistencies. Spatial artifacts may
only become evident in the context of temporal changes,
while temporal anomalies often appear in regions affected
by spatial manipulations. Ignoring this relationship will cause
incomplete forgery detection. By combining the two streams,
GC-ConsFlow integrates spatial and temporal information,
leveraging the interdependence between frame-level and inter-
frame features. This complementary fusion enhances overall
feature representation, enabling the model to more comprehen-
sively capture spatiotemporal forgery traces and significantly
improve detection performance.

Evaluation of GGCA Module: To validate the effective-
ness of the GGCA module, we compare network without
using the GGCA module (w/o GGCA) with our GC-ConsFlow
network, as shown in Table I (row 3 and row 6). Network
without the GGCA module performed at least 0.28% worse,
demonstrating the positive impact of the GGCA module.
This improvement stems from the GGCA module’s ability to
enhance spatial feature by aggregating grouped global context
information. By generating attention weights along spatial
dimensions and applying them to input features, the module
emphasizes key regions, improving feature representation for
detecting subtle artifacts. This enhanced spatial modeling di-
rectly boosts the performance of the GC-ConsFlow framework.

Evaluation of Reconstructed Frame: To prove the hy-
pothesis that the reconstructed frame I

′

t+1 better aligns with
the motion trajectory of frame It, we conduct comparison
experiments detailed in rows 4 and 5 of Table I. To isolate
the impact of gradient features on residual features, row 4
computes residuals between adjacent original frames, while
row 5 computes residuals between adjacent reconstructed
frames. These residuals are then fed into XceptionNet without
additional features. As shown in Table I, the residuals between
adjacent reconstructed frames consistently outperform those
between original frames across all four FF++ LQ subsets.

Fig. 3 further illustrates this difference. The first column
shows real video frames, the second column forged frames,

the third column heatmaps without reconstructed frames, and
the fourth column heatmaps with reconstructed frames. In
the first three rows, where entire faces are manipulated, the
model with reconstructed frames highlights the entire face,
while the model without them focuses only on localized areas,
such as differences around the eyes in the second row. In
the fourth row, where only the eyes are manipulated, the
model with reconstructed frames effectively isolates unnatural
motion artifacts in the manipulated region, whereas the model
without reconstructed frames is distracted by noise from natu-
ral facial movements. This evidence supports our hypothesis.
Additionally, experiments in rows 2 and 5 of Table I show
that incorporating HOG features significantly improves model
performance, further confirming their effectiveness.

C. Comparison to SOTA methods

Using video-level accuracy as the evaluation metric, we
compared our model with the state-of-the-art methods on the
FF++ dataset under varying compression levels (Table II). On
the HQ subset, GC-ConsFlow achieves the best performance
across all categories, showcasing its ability to capture both
spatial features and spatiotemporal inconsistencies. On the LQ
subset, while GC-ConsFlow performs slightly worse than t-
SFL [14] on the Face2Face and NeuralTextures subsets, it still
outperforms most existing methods and delivers competitive
results overall.

The reduced performance on the Face2Face subset can be
attributed to forgery traces being concentrated in localized
regions, such as the mouth and eyes. While the GGCA module
enhances spatial feature extraction through global pooling
techniques like max pooling, it may fail to fully preserve
fine-grained local details in highly compressed videos, making
it harder to detect subtle localized artifacts. Similarly, the
NeuralTextures subset excels at producing consistent facial
textures, where forgery traces are faint and further obscured by
heavy compression. This compression smooths out spatiotem-
poral inconsistencies, diminishing the effectiveness of motion-
compensated residuals in highlighting detectable differences.
As a result, these subtle features are often overlooked during
training, leading to reduced detection performance. Despite
these challenges, our method achieves strong results on other
subsets. By combining spatial features with spatiotemporal in-
consistencies, GC-ConsFlow effectively captures complemen-
tary manipulation traces, demonstrating superior performance
on the DeepFakes and FaceSwap datasets.

To assess the generalization ability of our model, we trained
it on the HQ subset of the FF++ dataset and tested it on
the Celeb-DF test set using the AUC metric (Table II). GC-
ConsFlow achieved an AUC of 75.91%, surpassing methods
like DDLmodel (72.55%) and I3D (74.11%), demonstrat-
ing its robustness in detecting unseen forgery patterns. This
strong generalization is attributed to its dual-stream design:
the GCAF stream captures global spatial artifacts, while the
FGTC stream models spatiotemporal inconsistencies, enabling
effective adaptation to diverse forgery techniques.



TABLE II: Performance comparison on the FF++ dataset under HQ and LQ compression levels, as well as generalization
evaluation on the Celeb-DF dataset. Experimental data from [14] are sourced from the corresponding paper. Best results are

bolded, with some reproduced (*) and others taken from [15]. Metrics: ACC (FF++) and AUC (Celeb-DF).

Methods FF++ HQ FF++ LQ Celeb-DF
DF F2F FS NT DF F2F FS NT

C3D [16] 92.86% 88.57% 91.97% 89.64% 89.86% 82.86% 87.86% 87.14% -
I3D [17] 92.80% 92.86% 96.43% 90.36% 91.07% 86.43% 91.43% 78.57% 74.11%

ADDNet-3D [18] 92.14% 83.93% 92.50% 78.21% 90.36% 78.21% 80.00% 69.29% 60.85%
MSVT [19] 95.79% 93.72% 92.93% 92.24% - - - - -

FAMM* [20] 97.23% 92.51% 92.68% 85.98% 87.86% 87.10% 85.36% 74.29% 59.06%
DDLmodel* [21] 98.75% 97.57% 98.16% 88.87% 92.27% 82.01% 87.13% 70.88% 72.55%

LIPINC* [22] 89.71% 76.58% 84.82% 78.49% 77.78% 69.43% 65.29% 67.64% 62.75%
t-SFL [14] - - - - 93.90% 96.20% 93.60% 89.00% -

GC-ConsFlow(ours) 99.00% 98.93% 98.80% 93.82% 94.82% 87.21% 93.83% 78.49% 75.91%

IV. CONCLUSION

This paper proposes a global context consistency flow-
based network (GC-ConsFlow) that combines frame-level and
temporal-level features for Deepfake detection. The GCAF
stream, enhanced by the GGCA module, captures global
context artifacts, while the FGTC stream uses optical flow
residuals and gradient features to suppress noise caused by
natural facial motion. By integrating the outputs of both
streams, our GC-ConsFlow can effectively capture comple-
mentary spatiotemporal forgery traces. Experimental results
show that GC-ConsFlow outperforms existing methods on
multiple datasets, achieving robust performance even under
heavy compression. The GGCA module and the proposed
optical flow residuals significantly enhance spatial and tempo-
ral modeling, respectively, demonstrating the robustness and
generalization ability of our GC-ConsFlow.
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