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Abstract. HotFlip is a topical gradient-based word substitution method
for attacking language models. Recently, this method has been further
applied to attack retrieval systems by generating malicious passages that
are injected into a corpus, i.e., corpus poisoning. However, HotFlip is
known to be computationally inefficient, with the majority of time be-
ing spent on gradient accumulation for each query-passage pair during
the adversarial token generation phase, making it impossible to generate
an adequate number of adversarial passages in a reasonable amount of
time. Moreover, the attack method itself assumes access to a set of user
queries, a strong assumption that does not correspond to how real-world
adversarial attacks are usually performed. In this paper, we first signifi-
cantly boost the efficiency of HotFlip, reducing the adversarial generation
process from 4 hours per document to only 15 minutes, using the same
hardware. We further contribute experiments and analysis on two addi-
tional tasks: (1) transfer-based black-box attacks, and (2) query-agnostic
attacks. Whenever possible, we provide comparisons between the orig-
inal method and our improved version. Our experiments demonstrate
that HotFlip can effectively attack a variety of dense retrievers, with an
observed trend that its attack performance diminishes against more ad-
vanced and recent methods. Interestingly, we observe that while HotFlip
performs poorly in a black-box setting, indicating limited capacity for
generalization, in query-agnostic scenarios its performance is correlated
to the volume of injected adversarial passages.

Keywords: Dense Retrieval · Adversarial Attacks · Corpus Poisoning

1 Introduction

We consider adversarial attacks on information retrieval (IR) systems that en-
code queries and passages as dense vectors, and use their cosine similarity or
inner product to model query-passage relevance. We focus on dense retrieval
methods that employ a transformer-based bi-encoder architecture [8,9,10,12], as
they are the most commonly used; combining computational efficiency and high
performance. In this paper, we reproduce the work of Zhong et al. [34], who pro-
posed an adversarial passage generation pipeline that uses gradient-based word
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Fig. 1: Illustration of corpus poisoning with HotFlip. Left: The corpus poisoning
attack aims to inject a small number of adversarial passages into the corpus to
maximize their impact on ranking. Right: A simplified pipeline for generating
adversarial passages with HotFlip. In each iteration, the retrieval model calcu-
lates the similarity between an adversarial passage and some queries. It then
selects a token at random and replaces it with a loss-maximizing token.

substitution, for corpus poisoning. The word-substitution method they used is
termed HotFlip [5], and it is the essence of our reproducibility study.

Corpus poisoning attacks are some of the most dangerous ways to target IR
systems [14,18], as only a small number of adversarial documents is enough to
contaminate an entire corpus (Figure 1, left). It is fairly common to see instances
of corpus poisoning in practice; we often see such attacks in recommendation en-
gines when, for example, maliciously generated product descriptions are injected
into a website’s catalog to compromise the trustworthiness of an online vendor.

Zhong et al.[34] demonstrate that HotFlip can produce very strong adversar-
ial passages that can substantially damage the performance of dense retrievers.
Our first contribution in this paper, is to study the reproducibility of their results
and confirm that they are largely reproducible. However, to some extent, they
trade off good attack performance for lack of realism. Our further contributions
are the extensive analysis and experimentation with these trade-offs.

Specifically, HotFlip is known to be computationally inefficient [35], with the
majority of time being spent on gradient accumulation for each query-passage
pair during the adversarial token generation phase. In our experiments, an av-
erage of 4 GPU/h are needed to generate a single 50-token-long adversarial
passage, on an NVIDIA L40 GPU. This leads us to our first research question
(RQ1): Can the efficiency of HotFlip be improved without sacrificing perfor-
mance? We optimize the step of gradient calculations for every query-passage
pair by clustering the queries and considering the embedding of their centroid.
Our extensive experiments show that our optimization strategy has achieved
benefits in both efficiency and effectiveness.

Furthermore, the original paper only considers gradient-based, white-box at-
tacks in their experiments, where the attacker has complete unconstrained access
to the target model. However, as mentioned, corpus poisoning attacks are ap-
plicable in many cases where details about the target model cannot be known.
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Our second research question (RQ2) is: How does HotFlip perform in a black-
box attack setting? We experiment with a transfer-based attack, and our results
suggest that HotFlip cannot generalize well across models.

Finally, the adversarial passage generation pipeline of Zhong et al. [34] relies
on prior knowledge of queries for which the attack is optimized (Figure 1, right).
However, prior knowledge of user queries is not a realistic signal that we can rely
on; especially in systems that value privacy. Our final research question (RQ3)
is: How does HotFlip perform without prior query knowledge? We modify the
method to use other passages instead of queries, and propose a new paradigm
to measure the performance of HotFlip. We found that even corrupting as little
as 0.01% of the corpus in this way can sometimes decrease the effectiveness of
the IR system, depending on the target model and the size of the corpus.

Overall, our work yields two important outcomes: (i) it leads to a better
understanding of the HotFlip-based attack proposed by Zhong et al. [34] under
more realistic scenarios, and (ii) it enables fast generation of high-quality adver-
sarial documents, that can then be used as negative examples (e.g., [21,32]) to
train more robust dense retrievers.

2 Related Work

HotFlip: HotFlip [5] is a widely used token substitution method for generat-
ing adversarial examples to target language models in a white-box setting. It
models text operations, i.e., “flips”, as vectors, and corrupts text by applying
the operations that maximize the error of the target model, assuming access to
its gradients. Subsequent research has applied this method to various scenarios,
such as machine translation [4], explainability [28,29], counterfactual instance
generation [6,33], and data augmentation [32].
Attacks in Dense Retrieval: Dense retrieval models have become widely
used in IR systems. However, transformer-based dense retrieval models, such as
DPR [10], Contriever [9], TAS-B [8], and Dragon+ [12], are inherently vulnera-
ble to adversarial attacks [2,13,15,16,17,22,23,24,30] due to the nature of neural
networks [7,25], which can severely damage their retrieval performance [15,30].
Most attacks focus on word substitution, employing a gradient-guided greedy
substitution strategy similar to HotFlip. For instance, PRADA [30] identifies
key tokens by analyzing gradient magnitudes and uses the slope of the loss func-
tion to find synonyms for substitution. Similarly, MCARA [15] utilizes a view-
wise contrastive loss to compute gradients, and applies a word selection and
synonym substitution method similar to PRADA. The latest of these models,
RL-MARA [17], employs a policy network coupled with reinforcement learning to
identify vulnerabilities in the target document, guiding subsequent attack steps.
The method studied in this paper by Zhong et al.[34], introduces a novel pipeline
that focuses on contaminating the corpus with a small number of harmful pas-
sages, i.e., is a corpus poisoning method. A similar method, AGGD [24], is also
worth mentioning; it adopts a different strategy for selecting token candidates,
but follows the same overall approach.
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Algorithm 1 Corpus Poisoning Attack with HotFlip [34]
Input: Query set Q, corpus C, similarity function sim(·), max iterations Imax

Output: Adversarial passage a
1: Randomly initialize a from C: a← [t1, t2, . . . , t|a|]
2: for Imax steps do
3: Select a random token ti ∈ a, calculate Equation 2 and get top-n candidates.
4: for each t′i in the top-n candidates do
5: Replace ti ← t′i, we get a′ ← [t1, t2, . . . , t

′
i, . . . , t|a|]

6: end for
7: Calculate Equation 1 to select best t′i and its corresponding a′

8: if
∑

q∈Q sim(q, a′) >
∑

q∈Q sim(q, a) then
9: a← a′

10: end if
11: end for
12: return a

3 Method Overview

In this section, we begin by defining the task and outlining the objectives.
Then, we discuss the adversarial passage generation pipeline proposed by Zhong
et al. [34]. Lastly, we present our optimization strategy, which uses the embedding
centroids of clustered queries to improve efficiency.

3.1 Corpus Poisoning Attack

For a dual-encoder dense retrieval system, the query encoder Eq(·) encodes a
user query q as the embedding Eq(q) ∈ Rd, while the passage encoder Ep(·) will
encode the corpus C =

{
p1, p2, . . . , p|C|

}
. The retriever aims to return top-k most

similar passages based on their similarity to the query, typically calculated as
the dot product of their embeddings: sim(q, p) = Eq(q)

⊤Ep(p).
The goal of corpus poisoning is to compromise the corpus and mislead the

retriever by generating and injecting a small set of adversarial passages A ={
a1, a2, . . . , a|A|

}
into the corpus, where |A| ≪ |C|. Each adversarial passage

a is composed of a sequence of tokens a = [t1, t2, · · · , t|a|]. These adversarial
passages are designed to be highly similar to specific queries, ensuring they are
returned by the retriever. To generate adversarial passages in A, Zhong et al.[34]
assume access to a complete training set of queries Q, and expect A will also be
effective for unseen test queries.

3.2 Adversarial Passage Generation Pipeline

Following the approach described by Zhong et al. [34], to generate k adversarial
passages to attack the corpus, we first apply k-means clustering on all training
queries, obtaining multiple clusters. For each cluster and its query set Q =
{q1, q2, · · · , q|Q|}, we generate one adversarial passage a that is ranked highly
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by the retriever in the ranking results. To mislead the model, we maximize the
similarity between a and the queries in Q, as shown in Equation 1.

a = argmax
a′

1

|Q|
∑
q∈Q

sim(q, a′) (1)

To generate each adversarial passage, Zhong et al. [34] initialize a using a
random passage from the corpus. A token ti ∈ a is then selected, and the gradient
∇eti

sim(q, a) is computed with respect to its token embedding eti . Using HotFlip,
the approximation of the retriever output when replacing ti with a better token
t′i is e⊤t′i

∇eti
sim(q, a). By maximizing Equation 1 to increase similarity to Q, we

optimize Equation 2 as follows:

a′ = argmax
t′i∈V

1

|Q|
∑
q∈Q

e⊤t′i∇eti
sim(q, a) (2)

where V is the vocabulary. Each iteration repeats this process: first, we use Equa-
tion 2 to identify the top-n candidate replacement tokens t′i. Since Equation 2
only approximates the retriever’s output, we then replace ti with each candi-
date t′i to generate a′, selecting the best a′ that satisfies Equation 1. The entire
process is outlined in Algorithm 1.

3.3 Pipeline Optimization Strategy

However, calculating the similarity between a and all queries q ∈ Q is imprac-
tical when |Q| is large. To simplify this, Zhong et al. [34] used a sampled batch
of queries Qb ∈ Q. Despite limiting the calculations to this batch, the algorithm
remains extremely time-consuming. To improve efficiency, we use the mean em-
bedding of all queries within each batch of the cluster as the attack target. As
a result, Equation 1 is modified to Equation 3, and Equation 2 is modified to
Equation 4, as shown below:

a ≃ argmax
a′

Ēq(Qb)
⊤Ep(a

′) (3)

a′ ≃ argmax
t′i∈V

e⊤t′i∇eti

(
Ēq(Qb)

⊤Ep(a)
)

(4)

where Ēq(Qb) ∈ Rd is the mean embedding of all queries in Qb. Since Ēq(Qb)
can be precomputed and stored during the data processing, there is no need to
recalculate it during token searching, significantly reducing the overall complex-
ity of the algorithm. Our experiment results in Section 5.1 show that combining
this optimization strategy with batch processing reduced the runtime from 4
hours to 15 minutes. Moreover, the optimized pipeline maintains performance
while significantly enhancing efficiency.

4 Experiments Setup

In this section, we outline the experimental setup, detailing the datasets used
and our attack target models, which include a series of dense retrievers. We also
describe our evaluation metrics and provide implementation details.
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Table 1: Statistics of datasets used in our work [26]. Avg. D/Q indicates the
average number of relevant documents per query.

Datasets Task Domain Title #Corpus
Train Test Avg. Word Lengths

#Pairs #Query Avg.D/Q Query Document

NQ Question Answering Wikipedia ✓ 2,681,468 132,803 3,452 1.2 9.16 78.88

MS MARCO Passage-Retrieval Misc. × 8,841,823 532,761 6,980 1.1 5.96 55.98

ArguAna Argument Misc. ✓ 8,674 — 1,406 1.0 192.98 166.80

FiQA Question Answering Finance × 57,638 14,166 648 2.6 10.77 132.32

4.1 Datasets

Following Zhong et al. [34], we use two well-known datasets, Natural Questions
(NQ [11]) and MS MARCO [1] to reproduce the main results in Zhong et al.
Additionally, for attacks without queries (RQ3), we select two datasets from the
BEIR [26] benchmark: ArguAna [27] and FiQA [19]. These two datasets were
chosen for their smaller corpus size, which allows for generating a specific propor-
tion of adversarial passages and enables a fair comparison of attack effectiveness,
as detailed in Section 5.3. The dataset statistics are provided in Table 1.

4.2 Dense Retrievers And Evaluation Metrics

Dense Retrieval: Following Zhong et al. [34], we use five popular bi-encoder
models as retrievers: Contriever [9] (pre-trained), Contriever-ms (fine-tuned on
MS MARCO), DPR-nq [10] (trained on NQ), DPR-mul (trained on multiple
datasets), and ANCE [31]. Additionally, we include two commonly used bi-
encoder models for comparison: TAS-B [8] (trained via knowledge distillation),
and Dragon+[12], a state-of-the-art (SOTA) bi-encoder model. All retrieval mod-
els are sourced from public repositories without any modifications.
Evaluation Metrics: Following Zhong et al. [34], we evaluate the top-k attack
success rates on test queries. This is defined as the percentage of queries for
which at least one adversarial passage appears in the top-k retrieval results. For
simplicity, we omit the percentage symbol % throughout all the result tables.

4.3 Implementation Details

Following Zhong et al. [34], all adversarial passages are initialized with a length
of 50 tokens, i.e., |a| = 50. And we run a maximum of 5000 iterations for each
generation, i.e., Imax = 5000. We select the top-100 (n=100) tokens as po-
tential replacements, meaning that step 3 of Algorithm 1 considers these top-
100 candidates. It is important to note that in the implementation of Zhong
et al., typically only one batch of queries Qb is used per iteration, and the
batch varies across iterations. We use the following five random seeds for this
work: 1999, 5, 27, 2016, and 2024. The main experiments are implemented us-
ing Pytorch 2.1 on a Ubuntu server with NVIDIA L40 GPU ×8, AMD EPYC
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Table 2: Top-20 attack success rates for in-domain experiments with all three
implementations of HotFlip. We run the experiments with 5 random seeds and
report the mean and standard deviation in parentheses. In the case of |A| = 50,
it is computationally unfeasible to the original HotFlip for all random seeds,
thus ( — ) indicates that these experiments were only run once.

Retrievers
HotFlip
impl.

|A| of NQ |A| of MS MARCO

1 ↑ 10 ↑ 50 ↑ 1 ↑ 10 ↑ 50 ↑

Contriever
Original 84.284.284.2 98.198.198.1 99.499.499.4 75.275.275.2 92.292.292.2 98.698.698.6
Reproduced 80.1 ( 2.7) 97.2 ( 0.5) 99.2 ( — ) 62.3 ( 5.0) 92.1 ( 3.8) 97.7 ( — )

Ours 73.1 (19.9) 96.9 ( 0.4) 99.4 ( 0.2) 56.3 (13.4) 90.2 ( 4.5) 97.2 ( 2.7)

Contriever-ms
Original 0.5 52.5 80.9 2.4 20.9 34.9
Reproduced 48.448.448.4 ( 1.3) 84.084.084.0 ( 1.6) 96.096.096.0 ( — ) 9.89.89.8 ( 2.7) 60.9 ( 4.0) 95.395.395.3 ( — )

Ours 44.6 (21.2) 82.5 ( 2.3) 95.4 ( 2.4) 8.8 ( 5.8) 63.263.263.2 ( 8.1) 90.7 ( 2.9)

DPR-nq
Original 0.00.00.0 3.83.83.8 18.818.818.8 0.10.10.1 2.62.62.6 13.913.913.9
Reproduced 0.0 ( 0.0) 1.3 ( 0.3) 7.0 ( — ) 0.0 ( 0.0) 0.0 ( 0.0) 4.7 ( — )

Ours 0.0 ( 0.0) 2.9 ( 0.9) 12.0 ( 0.4) 0.0 ( 0.0) 0.5 ( 0.9) 4.7 ( 2.1)

DPR-mul
Original 0.0 10.6 28.3 0.0 4.7 16.3
Reproduced 0.0 ( 0.0) 7.0 ( 0.7) 24.4 ( — ) 0.5 ( 1.0) 2.3 ( 2.5) 25.6 ( — )

Ours 0.00.00.0 ( 0.0) 11.311.311.3 ( 0.7) 31.531.531.5 ( 0.7) 0.50.50.5 ( 0.9) 7.47.47.4 ( 0.9) 30.230.230.2 ( 3.6)

ANCE
Original 1.0 14.7 34.3 0.0 2.3 11.6
Reproduced 1.0 ( 0.2) 14.3 ( 0.5) 34.5 ( — ) 0.0 ( 0.0) 0.9 ( 1.1) 11.6 ( — )

Ours 1.91.91.9 ( 0.1) 22.222.222.2 ( 0.2) 43.443.443.4 ( 0.7) 0.50.50.5 ( 0.9) 0.90.90.9 ( 1.1) 19.519.519.5 ( 3.2)

9534 CPU ×4, and 760G memory. We also use the Dutch national supercom-
puter Snellius to accelerate the experiments. Our code is available at https:
//github.com/liyongkang123/hotflip_corpus_poisoning.

5 Experimental Results

In this section, we design experiments to address the three research questions of
our reproducibility study and obtain the corresponding conclusions.

5.1 RQ1: Can the efficiency of HotFlip be improved without
sacrificing performance?

We reproduce the main HotFlip attack results of Zhong et al. [34] in two ways
and perform a comparison, producing three types of results in total:
(1) Original: the original HotFlip results reported by Zhong et al.
(2) Reproduced: the results we reproduced by running the code of Zhong et al.
(3) Ours: the results from our optimized pipeline based on Equations 3 and 4.

Attack Effectiveness Analysis We generate |A| ∈ {1, 10, 50} adversarial pas-
sages using the training query sets of NQ or MS MARCO and evaluate them on

https://github.com/liyongkang123/hotflip_corpus_poisoning
https://github.com/liyongkang123/hotflip_corpus_poisoning
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Fig. 2: In-domain attack time cost (in minutes) to generate a 50-tokens adversar-
ial passage between two implementations of HotFlip: Reproduced and Ours.

the corresponding held-out test queries. The experimental results are shown in
Table 2, from which we can observe that:

• The results of Reproduced, obtained by repeating the experiment five
times with different random seeds, are generally consistent with those of the
Original, indicating that the findings of Zhong et al. are reproducible. How-
ever, some minor discrepancies remain. Specifically, the Reproduced results
for Contriever, DPR-nq, DPR-multi, and ANCE are lower than those reported
in the Original. However, for Contriever-ms, Reproduced significantly outper-
forms the Original. Surprisingly, we find that Reproduced achieves a top-20
attack success rate of 48.4% with |A| = 1 on the NQ dataset, while the original
paper reported only 0.5%. We suspect a potential typo in the results reported
by Zhong et al. [34], but have not yet received a response after contacting the
authors via email for clarification.

• Comparing Reproduced and Ours, we observe that Ours slightly under-
performs the original implementation only when attacking the Contriever and
Contriever-ms. However, for the other three retrievers, DPR-nq, DPR-multi, and
ANCE, Ours consistently achieves the best results. These findings indicate that
the optimization strategy using average embeddings is highly effective.

• Our optimized pipeline Ours shows high variance when |A| = 1, which
arises from the random initialization of adversarial passages. Moreover, Repro-
duced computes the sum of gradients from a batch of queries, leading to greater
stability during token searching, while Ours uses only a single gradient, result-
ing in higher variance. However, we observe a significant reduction in variance
as |A| increases, indicating that Ours achieves more stable performance when
generating a larger number of adversarial samples.

Attack Efficiency Analysis To compare the efficiency between Ours, the
pipeline optimized using Equations 3 and 4, and Reproduced, the code from
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Zhong et al.[34], we record the time cost for the aforementioned experiments.
We divide the time of generating an adversarial passage into two components:

(1)Prep: The time cost for data loading, embedding queries, clustering, etc.
(2)Search: The time cost for iterative token substitution and searching.
The time cost results are presented in Figure 2, where we observe that:
• For the same process, the time required to generate an adversarial passage

depends solely on the size of the dataset and the retrieval model used. In this
experiment, all five retrievers are of BERT-base size; thus, with a fixed dataset,
the Search times for Reproduced across different retrievers are comparable.
In contrast, our optimized pipeline, Ours, takes significantly less time than
Reproduced, highlighting the efficiency introduced through Equations 3 and 4.

• Given that there are three times more training queries in MS MARCO than
in NQ, the Prep time for both pipelines on MS MARCO is correspondingly over
three times longer than on NQ. However, the Search time for the same pipeline
remains consistent across different datasets, indicating that it is determined by
the retrieval model size rather than the dataset size.

Considering both attack effectiveness and time efficiency, our pipeline, opti-
mized using query centroids, proves to be superior to that of Zhong et al. [34].
We achieved significant improvements in time efficiency without compromising
performance, thereby addressing RQ1.

5.2 RQ2: How does HotFlip perform in a black-box attack setting?

“Transfer-based attacks are a practical method of black-box adversarial attacks,
where the attacker aims to craft adversarial examples from a source model that is
transferable to the target model” [3,20]. In this framework, the target retriever is
treated as a black-box due to the attacker’s lack of detailed knowledge about it.
Zhong et al. [34] demonstrate that adversarial passages generated using HotFlip
remain effective when transferred across different datasets (i.e., out-of-domain).
However, they do not clarify whether this transferability extends to scenarios
where passages are ranked by a different retrieval model. To test this, we use both
Reproduced and Ours to generate |A| ∈ {10, 50} adversarial passages from NQ
training queries using various source retrievers: Contriever, Contriever-ms, DPR-
nq, DPR-mul, ANCE, TAS-B and Dragon+. These adversarial passages are then
injected into the NQ corpus, and we evaluate the top-20 attack success rate by re-
trieving NQ test queries from the poisoned corpus with different target retrievers.

The experimental results are shown in Figure 3, where it can be seen that:
• The diagonal entries in Figure 3 represent in-domain white-box attacks,

using the same experimental setup as in RQ1. In this setting, even against the
SOTA model Dragon+, HotFlip remains effective.

• Both Reproduced and Ours generate adversarial passages that generally
lack transferability. In our experiments, most transfer-based attack success rates
are 0.0%, with only minimal effects observed in rare cases.

We also observe the same conclusion in our experiments on the MS MARCO
dataset; however, due to space limitations, these results are not displayed. In
conclusion, regarding RQ2, HotFlip shows limited effectiveness in transfer-based
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Fig. 3: Top-20 attack success rate of the transfer-based black-box attack. We
generate these adversarial passages from NQ and source retrievers using Re-
produced and Ours separately, and inject them into the corpus of NQ. We
then use target retrievers to evaluate NQ test queries from the poisoned corpus.

black-box attacks. We speculate that this is due to its strong reliance on the gra-
dient of the source retriever when generating adversarial passages. Differences in
token embedding spaces across retrieval models likely contribute to the ineffec-
tiveness of these adversarial passages when transferred to other retrieval models.

5.3 RQ3: How does HotFlip perform without prior query knowledge?

In Section 3.2, the adversarial passage generation process relies on an unrealistic
assumption that prior knowledge of queries is available. In practice, obtaining
real user queries is challenging due to privacy constraints. Therefore, we design a
new experimental setup where only part of the corpus is known, simulating the
practical scenario of obtaining a corpus by manually entering human-generated
queries and observing the ranking results. For our study, we utilize sampled
batch data of the corpus, denoted as Cb, to replace this manual process.2

Following the same pipeline as in Section 3.3 but without training queries,
we use k-means clustering on all corpus C and obtain each cluster. We denote
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Fig. 4: The performance of query-agnostic attacks from HotFlip for RQ3. We
attack ArguAna and FiQA with different retrievers, and the volume of injected
adversarial passages |A| is decided by multiple percentages of corpus size.

a sampled batch of passages from the cluster as Cb, then the mean embedding
of all passages p ∈ Cb is denoted as Ēp (Cb). Similarly, our goal is to generate an
adversarial passage a to maximize its similarity to all passages in this batch Cb.
Therefore, Equations 3 and 4 in the previous section 3.3 are transformed into
the following Equations 5 and 6, respectively.

a ≃ argmax
a′

Ēp (Cb)⊤ Ep(a
′) (5)

a′ ≃ argmax
t′i∈V

e⊤t′i∇eti

(
Ēp (Cb)⊤ Ep(a)

)
(6)

Based on this optimization objective, we generate an adversarial passage for any
given corpus set, where the embedding of the adversarial passage Ep(a) has high
dot product similarity to the centroid embedding of the corpus.

We select ArguAna and FiQA as target datasets due to their relatively small
corpus sizes, and apply attacks using all seven retrievers. The number of ad-
versarial passages |A| is set as a percentage of the corpus size, specifically at
0.01%, 0.05%, 0.1%, and 0.5%. All experimental results are shown in Figure 4.
Notably, we observe that HotFlip remains effective against some retrieval mod-
els even without using any training query information. In particular, attacks on
the Contriever and Contriever-ms models with just 0.01% of adversarial pas-
sages achieve a top-20 attack success rate of over 80% on both datasets. We
further observe that query-agnostic attacks from HotFlip have minimal impact
on DPR-nq, DPR-mul, and Dragon+, highlighting the strong robustness of these
retrievers and aligning with our findings in RQ1 and RQ2.

5.4 Additional Analyses

ℓ2 Norm of Embeddings In the literature, bi-encoder retrievers are typi-
cally trained using the dot product, as it performs better when retrieving longer
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(a) Attack ArguAna with Contriever. (b) Attack ArguAna with Dragon+.

Fig. 5: Histogram and distribution of ℓ2 norms from embeddings of normal pas-
sages and all adversarial passages, which comes from experiments in Section 5.3.

passages [26]. Consequently, all retrievers in this paper use the dot product
as the similarity function: sim(q, p) = Eq(q)

⊤Ep(p) ∝ ∥Ep(p)∥2cos θ, where
cos θ ∈ [−1, 1] and θ is the angle between the embeddings of the query and pas-
sage. We observe that in all of the above experiments, different retrieval models
exhibited varying levels of robustness against HotFlip attacks. To investigate
this, we analyze the ℓ2 norm of the adversarial passages generated during the
query-agnostic attacks (all percentages with all random seeds) on the ArguAna
dataset in Section 5.3, as shown in Figure 5.

We find that adversarial passages generated when using Contriever as the
retriever to attack ArguAna have a significantly higher ℓ2 norm than normal
passages in the ArguAna corpus (8.51 vs. 1.69). This elevated ℓ2 norm results in
a high dot product similarity with test queries, leading to a high attack success
rate. In contrast, adversarial passages generated using Dragon+ as the retriever
show only a slightly higher ℓ2 norm (70.87 vs. 65.65), indicating a much smaller
increase compared to Contriever, which contributes to Dragon+’s greater ro-
bustness. In summary, we intuitively believe that there is a relationship between
the ℓ2 norm of adversarial passages and the robustness of the retriever, and we
plan to explore this further in future work.

Trade-off of Imax The maximum number of iterations Imax is an important
hyper-parameter affecting the attack result. Zhong et al [34] use Imax = 5000
as the default setting, while Su et al. [24] use Imax = 3000 as the default
setting. However, the impact of Imax on experimental results, aside from their
effect on runtime, remains unclear. To better show the differences, we select
Contriever-ms as the retriever, and attack the NQ dataset using its training
queries. And we generate |A| ∈ {1, 10, 50} adversarial passages with different
number of iterations Imax. We use five different random seeds and record the
experimental results every 1000 iterations, from 1000 to a maximum of 20000.
We report the mean attack success rate under different random seeds in Figure 6.
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Fig. 6: The performance curve with respect to Imax.

In Figure 6, we can observe that a larger Imax generally leads to better attack
performance. Moreover, increasing Imax leads to a much greater performance
improvement when |A| = 1 compared to |A| = 50. However, increasing Imax also
leads to more time costs, even with our optimized code Ours, each iteration still
takes approximately 0.06 seconds. Therefore, the specific choice of Imax depends
on a trade-off between efficiency and performance.

6 Conclusion

In this work, we reproduce the corpus poisoning attack pipeline using HotFlip
as presented by Zhong et al. [34], verifying that their main results are largely
replicable. We introduce an optimization strategy using embedding centroids,
significantly improving efficiency while preserving performance. Extending the
evaluation to transfer-based black-box and query-agnostic attacks, we found that
HotFlip-generated adversarial texts lack transferability. However, even without
access to training queries, only 0.01% of adversarial passages were needed to
effectively attack the Contriever model. These findings reveal both the strengths
and limitations of HotFlip for corpus poisoning, suggesting directions for future
research on robust retrieval models.
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Table 3: Examples of adversarial documents generated from the NQ datasets.
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