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Abstract

Federated learning (FL) is a distributed machine learning technique designed to preserve

data privacy and security, and it has gained significant importance due to its broad range of

applications. This paper addresses the problem of optimal functional mean estimation from

discretely sampled data in a federated setting.

We consider a heterogeneous framework where the number of individuals, measurements

per individual, and privacy parameters vary across one or more servers, under both common

and independent design settings. In the common design setting, the same design points are

measured for each individual, whereas in the independent design, each individual has their

own random collection of design points. Within this framework, we establish minimax upper

and lower bounds for the estimation error of the underlying mean function, highlighting

the nuanced differences between common and independent designs under distributed privacy

constraints.

We propose algorithms that achieve the optimal trade-off between privacy and accuracy

and provide optimality results that quantify the fundamental limits of private functional

mean estimation across diverse distributed settings. These results characterize the cost

of privacy and offer practical insights into the potential for privacy-preserving statistical

analysis in federated environments.

Keywords: Differential Privacy, Distributed Learning, Federated learning, Functional Mean

Estimation, Heterogeneous Data, Minimax Rates, Privacy-Accuracy Trade-off

1 Introduction

In the era of big data, sensitive information is often distributed across multiple sources in

fields such as healthcare and financial services. Privacy concerns prevent direct data pooling,

making it essential to develop efficient statistical inference methods that preserve privacy while

leveraging the collective power of distributed data. Federated learning addresses this challenge

by enabling organizations or groups to collaboratively train and improve a shared global machine

learning model without sharing raw data externally, ensuring that privacy is maintained at each

data source. Differential privacy (DP) [13] has emerged as the leading framework for providing
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rigorous privacy guarantees, offering a principled approach to quantifying the extent to which

individual privacy is protected within a dataset.

The problem of estimating the mean of random functions based on discretely sampled data

arises naturally in functional data analysis and has significant applications in areas such as

signal processing, biomedical imaging, environmental monitoring, and financial modeling [26,

15]. Classical methods have explored this problem extensively, with adaptive algorithms and

theoretical results establishing optimal rates of convergence under varying sampling schemes

[9, 19, 30, 27]. These methods emphasize a critical balance: increasing the number of subjects

reduces variability across the population, while increasing the number of measurements per

subject improves the precision of individual function estimates. This trade-off is fundamental

to designing efficient sampling strategies.

Incorporating differential privacy into functional mean estimation introduces unique chal-

lenges. DP requires a trade-off between privacy and accuracy by adding noise to the data or the

estimation process. For functional data, this trade-off is further complicated by the relation-

ship between sampling intensity and privacy risk – taking more measurements per individual

increases privacy risks, even though it enhances estimation accuracy. Developing DP-compliant

estimators requires careful consideration of both privacy constraints and the intrinsic properties

of functional data, diverging significantly from traditional non-private methods.

The federated learning paradigm introduces additional complexities to functional mean es-

timation under privacy constraints. In federated settings, data is distributed across multiple

servers or entities, such as hospitals, mobile devices, or autonomous vehicles, each with dis-

tinct privacy requirements [6]. These settings often involve heterogeneous data characterized

by varying numbers of individuals, measurements, and privacy budgets across servers. This

heterogeneity exacerbates the challenges of balancing privacy and statistical accuracy.

This paper investigates the cost of privacy in functional mean estimation within the frame-

work of Federated Differential Privacy (FDP). FDP extends DP principles to distributed envi-

ronments, enabling privacy-preserving statistical analysis at various levels, including individual

data holders, servers, or aggregated data. Private functional data analysis, especially when the

private outputs are functions, has received recent attention, primarily within the central DP

framework [17, 24].

Our work makes several key contributions. First, we establish minimax upper and lower

bounds for the estimation error of the mean function under both common and independent

design settings, highlighting key differences under FDP constraints. Second, we propose novel

algorithms that achieve the optimal trade-off between privacy and accuracy, accommodating

heterogeneity in the number of individuals, measurements, and privacy budgets across servers.

Third, we extend lower bound techniques by introducing innovative data processing methods

that address information bottlenecks arising from server heterogeneity. Lastly, we quantify the

fundamental limits of private functional mean estimation across various distributed environ-

ments, offering practical insights for privacy-preserving statistical analysis of functional data
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under diverse conditions, from local to central DP frameworks.

1.1 Problem Formulation

We consider the problem of distributed functional mean estimation under privacy constraints in

a setting where data is distributed across multiple servers. Let N =
∑S

s=1 ns denote the total

number of observations, with server s = 1, . . . , S holding ns independent observations.

Let X(.) be a random function defined on [0, 1], and for s = 1, . . . , S, let X
(s)
1 , . . . ,X

(s)
ns be

independent copies of X. The goal is to estimate the mean function f(·) = E(X(·)) based on

noisy observations from discrete locations on these curves distributed across S servers:

Y
(s)
ij = Xi(ζ

(s)
ij ) + ξ

(s)
ij , i = 1, . . . ns and j = 1, . . . ,ms,

where ζ
(s)
ij are the sampling points and ξ

(s)
ij ∼ N(0, σ2) (without loss of generality we assume

σ = 1). The sample path of X is assumed to be smooth in that it belongs to Hα(R) which

also implies that the mean f ∈ Hα(R) (where EXi(·) = f(·)). Here, Hα(R) denotes the Hölder

ball of radius R, within the class of α-Hölder continuous functions. In the classical setting

without privacy constraints and distributed data, this problem has been extensively studied in

the statistical literature (e.g., [15, 9]). In this article, we focus on quantifying the cost of privacy

in a distributed setup for this problem.

So far, we have not discussed the design of the experiment. We will consider two cases: the

common design and the independent design. In the common design case, all individuals are

observed on the same locations (grid points) i.e all s ∈ [S] and i ∈ [ns], ζ
(s)
ij = ζj for all j ∈ [ms].

In the independent design case, the grid points are assumed to be drawn i.i.d. from a uniform

distribution on [0, 1]. Note that for the common design the design points are not considered to

be private since it is shared among all the individuals.

To account for privacy constraints, we adopt the general framework of distributed estimation

under privacy constraints introduced in [8]. Let Z(s) = {Z(s)
i }ns

i=1 denote the dataset held by

server s, with Z
(s)
i = {Y (s)

ij , ζ
(s)
ij }ms

j=1. Each server s outputs a (randomized) transcript T (s)

based on Z(s), with the law of the transcript determined conditionally on Z(s), i.e., P(·|Z(s)).

The collection of transcripts T = (T (s))Ss=1 must satisfy (ε, δ) = (εs, δs)
S
s=1-federated differential

privacy (FDP), defined as follows:

Definition 1. The transcript T = (T (s))Ss=1 is (ε, δ)-federated differentially private (FDP) if for

all s ∈ [S], A ∈ T and z, z′ ∈ Znj differing in one individual datum it holds that

P

(
T (s) ∈ A|Z(s) = z

)
≤ eεsP

(
T (s) ∈ A|Z(s) = z′

)
+ δs.

In the above definition,“differing in one datum” refers to being Hamming distance “neigh-

bors.” Specifically, local datasets Z(s) and Z̃(s) are neighboring if their Hamming distance is at

most 1, calculated over Zns ×Zns . In other words, Z̃(s) can be derived from Z(s) by modifying

at most one observation among Z
(s)
1 , . . . , Z

(s)
ns . In the common design setup, where the design
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points are shared among all individuals, neighboring datasets share the same design points, and

only the measurements Y differ.. The smaller the values of εs and δs, the stricter the privacy

constraint. We consider εs ≤ Cε for s = 1, . . . , S, with a fixed constant Cε > 0 that does not

affect the derived rates.

The Federated Differential Privacy (FDP) framework addresses scenarios where sensitive

data is distributed across multiple parties, each generating outputs while maintaining differential

privacy. In this distributed protocol, each server’s transcript depends solely on its local data,

with no direct communication or data exchange between servers. This framework is particularly

relevant in settings like multi-site studies or trials conducted on the same population, where

institutions (e.g., hospitals) aim to collaborate without sharing raw data due to privacy concerns.

The FDP framework generalizes commonly studied settings, including the local DP model (ns =

1), where privacy mechanisms operate at the individual level, and the central DP model (S = 1),

where data is aggregated at a single location.

Each server transmits its transcript to a central server. Using all transcripts T =

(T (1), . . . , T (S)), the central server computes an estimator f̂ : T S → F . We refer to the pair

(f̂ , {P(· | Z(s))}Ss=1) as a distributed estimation protocol. The class of distributed estimation

protocols satisfying Definition 1 is denoted by M(ε, δ). We let Pf denote the joint law of tran-

scripts and the N =
∑S

s=1 ns observations. We let Ef denote the expectation corresponding to

Pf .

The aim is to estimate the function f based on the distributed data. The difficulty of this

estimation task arises from both the distributed nature of the data and privacy constraints that

limit the sharing of information between servers. As in the conventional decision-theoretical

framework, the estimation accuracy of a distributed estimator f̂ ≡ f̂(T ) is measured by the

integrated mean squared error (IMSE), Ef‖f̂−f‖22, where the expectation is taken over the ran-

domness in both the data and construction of the transcripts. As in the conventional framework,

a quantity of particular interest in federated learning is the minimax risk for the distributed

private protocols over function class F which we take to be the Hölder class Hα(R) with α > 1/2,

inf
f̂∈M(ε,δ)

sup
f∈F

Ef‖f̂ − f‖22. (1)

1.2 Related work

Federated Differential Privacy (FDP), as considered in this paper, applies DP at the level of local

samples consisting of multiple observations. Optimal statistical inference under this framework

has been studied in the context of nonparametric models for estimation [8] and goodness-of-

fit testing [7], with [8] addressing server heterogeneity. The homogeneous setting has been

explored for discrete distributions [23, 3] and parametric mean estimation [22, 25]. Additionally,

[10] examines discrete distribution testing in a two-server setting (m = 2) with differing DP

constraints.
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Upon completion of this work, we came across the paper [31], which considers a setting similar

to ours and claims some partially overlapping results. There are important differences between

the papers, however. Foremost, both their general upper- and lower-bounds in [31] exhibit a

polynomial gap, whereas our upper bound provides a strict improved in certain regimes and

our lower bound matches our upper bound up to polylogarithmic factors. Another important

difference is that in [31], only the random design case is considered, which means the contrast

with the fixed design setup are not treated in their work. Furthermore, the methods considered

in the two papers differ: the method in [31] requires a sequential federated learning algorithm,

whereas our method is a one-shot algorithm.

In terms of lower bound techniques, several approaches have been specifically developed for

private settings. [21] and [4] explore private adaptations of general methods, such as Fano,

Assouad, and Le Cam techniques, for establishing lower bounds in the central DP setting. In

contrast, [5] develops Van Trees-based lower bounds tailored to local DP, which do not directly

extend to central DP. Similarly, the techniques in [1, 2] are designed for the local DP setting

and lack straightforward extensions to central DP.

Building on these foundations, [8] extends the Van Trees-based lower bound techniques of

[5] to the federated DP setting, addressing the complexities introduced by distributed data and

federated privacy constraints. In this paper, we further advance these methodologies by applying

them to the functional mean estimation problem. We introduce novel data processing techniques

that account for the diverse information bottlenecks arising from user, measurement, and server

heterogeneity, enabling the derivation of optimal lower bounds for heterogeneous configurations.

1.3 Organization of the paper

The rest of the paper is organized as follows. In Section 2, we present our main results, which

summarize the fundamental performance limits of private functional mean estimation in the

common and independent design settings. In Section 3, we describe the methods for differentially

private functional mean estimation in the common and independent design settings. In Section 4,

we present the lower bound for the common design setting. Proofs of the main results are

provided in the Supplementary Material.

1.4 Notation, definitions and assumptions

Throughout the paper, we shall write N :=
∑S

s=1msns and consider asymptotics in S, ms,

the ns’s and the privacy budget (ǫ, δ) := {εs, δs}Ss=1. We assume that N → ∞ and maxs εs =

O(1). For two positive sequences ak, bk we write ak . bk if the inequality ak ≤ Cbk holds for

some universal positive constant C. Similarly, we write ak ≍ bk if ak . bk and bk . ak hold

simultaneously and let ak ≪ bk denote that ak/bk = o(1).

We use a ∨ b and a ∧ b for the maximum and minimum, respectively, between a and b. For

k ∈ N, [k] shall denote the set {1, . . . , k}. Throughout the paper c and C denote universal
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constants whose value can differ from line to line. The Euclidean norm of a vector v ∈ R
d is

denoted by ‖v‖2. For a matrix M ∈ R
d×d, the norm M 7→ ‖M‖ is the spectral norm and Tr(M)

is its trace. Furthermore, we let Id denote the d× d identity matrix.

2 Main results

In most practical settings, different servers often contain differing numbers of samples in terms

of individuals, measurements per individual, and privacy parameters. We consider the most

general setting where each server s = 1, . . . , S can have a different number of individuals ns,

a different number of measurements ms for each individual in the server, and varying privacy

parameters εs and δs. In the common design setting, our theory allows for heterogeneity in all

of the aforementioned characteristics except for the design points.

Our main results are summarized in Theorem 1 and 2 below, which capture the fundamental

performance limits of private functional mean estimation in the common and independent design

settings, respectively.

2.1 Optimal performance when the design is independent

Let D∗ ≥ 1 be the largest number such that

D2α
∗ = inf

1≤D≤D∗

S∑

s=1

min
{
D−1nsms,D

−2msn
2
sε

2
s,D

2αns,D
2α−1n2sε

2
s

}
. (2)

Theorem 1. Suppose that for δ′ = mins δs, it holds that δ′ log(1/δ′) .
(

ns
ms

∧
√

ns
ms

)
ε2s/N . Let

D∗ solve (2) then ,

inf
f̂∈Mε,δ

sup
f∈Hα(R)

Ef‖f̂ − f‖22 ≍ ηND
−2α
∗ .

where ηN is a polylogarithmic factor in N =
∑S

s=1 ns, 1/δ
′ .

Our upper bounds rely on solving the optimization problem (2), which determines, roughly

speaking, the effective dimension of the problem. The effective dimension D∗ balances the trade-

offs between design complexity, sample sizes, noise levels, and the smoothness of the underlying

function class.

In the non-private case, where the privacy constraints are removed by setting εs → ∞
for all s ∈ [S], the rate simplifies to the classical non-private minimax rate. Notably, minimax

optimal rates in the heterogeneous setup, where design points differ across samples, were not well

understood prior to this work. The optimization problem in this case reveals how differences

in sample sizes and design complexities across datasets interact with the smoothness of the

underlying function to determine the rate.
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2.2 Optimal performance when the design is common

In this section, we consider the case of a common design where ms = m for all s = 1, . . . , S.

The rate-determining quantity in this setting is governed by the parameter D∗ ≥ 1, which

is the solution to the following equation:

D2α = m2α
∧ S∑

s=1

min
{
ns,D

−1n2sε
2
s

}
. (3)

The existence and uniqueness of the solution D∗ > 0 to equation (3) can be established under

standard assumptions on the parameters m,ns, εs, and α. Intuitively, D∗ represents the balance

between the design complexity, captured bym2α, and the effective sample size across all samples.

The left-hand side of the equation, D2α, increases monotonically with D∗, while the right-hand

side combines terms that are bounded and decrease monotonically with D∗, guaranteeing a

unique solution.

Theorem 2. Suppose that for δ′ = mins δs, it holds that δ′ log(1/δ′) .
(

ns
ms

∧
√

ns
ms

)
ε2s/N . Let

D∗ solve (3) then,

inf
f̂∈Mε,δ

sup
f∈Hα(R)

Ef‖f̂ − f‖22 ≍ ηND
−2α
∗ .

where ηN is a polylogarithmic factor in N =
∑S

s=1 ns, 1/δ
′.

It is instructive to consider two specific limiting cases to better understand the implications

of this result. First, in the non-private case, where the privacy constraints are removed by

setting εs → ∞ for all s ∈ [S], the rate simplifies to the known minimax rates established in

[9]. This scenario corresponds to the classical non-private setting where privacy considerations

do not impose any restrictions. The effective rate is determined solely by the design complexity

and sample sizes, without the additional penalties introduced by privacy constraints. Second,

in the large-sample limit, where ns → ∞ for all s ∈ [S], the rate reduces to m−2α. Here, the

noise becomes negligible due to the abundance of samples, and the discretization error from the

common design dominates. This reflects a regime where the design complexity m dictates the

achievable performance, independent of the privacy constraints or noise levels. In order to gain

more fine grained insight it would be helpful to look at the homogeneous setting which we do

section 2.3.

2.3 Comparison of the common and independent design settings

In this section, we compare the minimax rates of convergence for the common and independent

design settings under the homogeneous case, where ns = n, ms = m, εs = ε, and δs = δ.

This comparison highlights the fundamental differences in statistical efficiency and the impact

of privacy constraints across these two design settings.

We begin by stating the minimax risks for the homogeneous setup under the two design

settings.
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Corollary 1. Suppose that for δ′ = mins δs, it holds that δ′ log(1/δ′) .
(

ns
ms

∧
√

ns
ms

)
ε2s/N .

inf
f̂∈Mε,δ

sup
f∈Hα(R)

Ef‖f̂ − f‖22 ≍ Lm,n

(
(Sn)−1 + (Smn)−

2α
2α+1 + (Smn2ε2)−

2α
2α+2 + (Sn2ε2)−1

)
,

(4)

where Lm,n is a polylogarithmic factor in m and n.

Corollary 2. Suppose that for δ′ = mins δs, it holds that δ′ log(1/δ′) .
(

ns
ms

∧
√

ns
ms

)
ε2s/N .

inf
f̂∈Mε,δ

sup
f∈Hα(R)

Ef‖f̂ − f‖22 ≍ Lm,n

(
(Sn)−1 +m−2α + (Sn2ε2)−

2α
2α+1

)
, (5)

where Lm,n is a polylogarithmic factor in m and n.

In the common design case, the rate of convergence in (5) is dominated by the privacy-related

term (Sn2ε2)−
2α

2α+1 when ε . min
(
S−1/2n−1/2mα+1/2, S1/4αn(1−2α)/4α

)
. In contrast, under the

independent design setting, the rate is given by the combination (Smn2ε2)−
2α

2α+2 + (Sn2ε2)−1

when privacy constraints dominate.

If the rate is dominated by the second term (Sn2ε2)−1 it is strictly faster than the common

design privacy rate. If the first term (Smn2ε2)−
2α

2α+2 dominates then it is faster than the common

design privacy rate if

(Smn2ε2)−
2α

2α+2 . (Sn2ε2)−
2α

2α+1 iff ε & S−1/2n−1/2mα+1/2,

Thus, whenever the “privacy-related” terms dominate, the independent design case achieves a

faster rate of convergence, meaning the cost of privacy is consistently lower in this setting.

What is particularly noteworthy is that under the independent design, when privacy con-

straints are binding, there are benefits to having both more individuals and more measurements

per individual. In contrast, under the common design, increasing the number of measurements

per individual offers no benefit when the privacy constraint is binding.

3 Methods for Differentially Private Functional Mean Estima-

tion

We now describe the methods for differentially private functional mean estimation in the inde-

pendent and common design settings. As revealed by Theorems 1 and 2, these settings exhibit

distinct principal phenomena and require different approaches. We present an optimal algorithm

for each setting, both of which provably achieve the minimax rate of convergence. The theo-

rems accompanying the algorithms in this section provide the upper bounds for the respective

theorems mentioned earlier, starting with the independent design case.

8



3.1 An optimal algorithm for the independent design setting

In the independent design setting, we consider a scenario where all design points are distinct

and treated as private information. This reflects real-world situations where individuals could

be identified based on specific measurement time points. We make the simplifying assumption

that the design points are random and drawn i.i.d. from a uniform distribution on [0, 1]. The

assumption of uniformity can be relaxed to other distributions on [0, 1] that are bounded above

and below by a constant (following e.g. the privacy preserving technique presented in the

Supplementary Material of [8]).

The challenge in this setup stems from the fact that the model itself is effectively subject to

three different sources of noise: the per-subject X
(s)
i -function noise, the noise stemming from the

randomness in the design points, and the measurement noise. An optimal privacy mechanism

is calibrated to account for all three sources of noise, ensuring that the privacy budget for each

server is allocated efficiently across the different components. This means that the procedure

must differ from server to server, depending on the number of individuals, measurements per

individual, and privacy parameters.

Our approach is based one a private, truncated projection estimator. Our estimator is based

on compactly supported, A > α-regular wavelets, which form an orthonormal basis of L2[0, 1].

Wavelet bases allow characterization of Hölder spaces, with α capturing the decay of wavelet

coefficients. For further details, see e.g. [18].

For any A ∈ N one can follow Daubechies’ construction of the father φ(·) and mother

ψ(·) wavelets with A vanishing moments and bounded support on [0, 2A − 1] and [−A + 1, A],

respectively, for which we refer to [11]. The basis functions are then obtained as

{
φl0+1,m, ψlk : m ∈ {0, ..., 2l0+1 − 1}, l ≥ l0 + 1, k ∈ {0, ..., 2l − 1}

}
,

with ψlk(x) = 2l/2ψ(2lx − k), for k ∈ [A − 1, 2l − A], and φl0+1,k(x) = 2l0+1φ(2l0+1x −m), for

m ∈ [0, 2l0+1 − 2A], while for other values of k and m, the functions are specially constructed,

to form a basis with the required smoothness property. A function f ∈ L2[0, 1] can then be

expressed as

f =
∞∑

l=l0

2l−1∑

k=0

flkψlk.

The standard estimator for flk in the absence of clipping is given by

f̂
(s)
lk =

1

ns

ns∑

i=1

1

ms

ms∑

j=1

Y
(s)
ij ψlk(ζ

(s)
ij ),

where Y
(s)
ij are the observations, ζ

(s)
ij are the corresponding design points, and ψlk are the wavelet

basis functions.

9



For notational simplicity, let us define the contribution of a single individual i ∈ [ns], on

server s ∈ [S] to the estimator as:

U
(s)
i,lk =

1

ms

ms∑

j=1

Y
(s)
ij ψlk(ζ

(s)
ij ).

Thus, the standard (unclipped) estimator can be rewritten as: f̂
(s)
lk = 1

ns

∑ns
i=1 U

(s)
i,lk. The sum-

mands U
(s)
i,lk are shown to concentrate tightly around their means. Specifically, the following

lemma establishes the concentration of U
(s)
i,lk for a fixed l and k.

Lemma 1. Fix c > 0, l and k, the sequence {U (s)
i,lk}i∈[ns] satisfies:

P

(
∀i, |U (s)

i,lk| < τ
(s)
l

)
≥ 1− γ,

where the threshold τ
(s)
l is given by:

τ
(s)
l = 2(2c logN)3/2

(√
1

ms
+

1

3
‖ψ‖∞

2l/2

ms

)
+R2−l(α+1/2), (6)

and γ = N−c .

Remark 1. The constants in the clipping depend on the smoothness parameter α, the radius R

of the Hölder ball, and the concentration parameter c (which we set to 3), which determines the

probability γ = N−c.

This result ensures that the summands U
(s)
i,lk concentrate at a predictable rate determined by

the number of design points ms, the resolution level l, and the smoothness parameter α. Using

this concentration property, we define the clipped estimator as:

f̂ τ,slk =
1

ns

ns∑

i=1

[
U

(s)
i,lk

]
τ
(s)
l

,

where
[
U

(s)
i,lk

]
τ
(s)
l

denotes the clipping of U
(s)
i,lk to the range [−τ (s)l , τ

(s)
l ]. This clipping ensures

that the estimator has bounded sensitivity, enabling it to be privatized effectively.

To achieve differential privacy, we employ a modified re-scaled Gaussian mechanism. The

coordinates of f̂ τlk exhibit varying sensitivities, which are proportional to τ
(s)
l . To ensure uniform

sensitivity across resolution levels, we rescale each coordinate of the l-th resolution level, yielding:

f̃ τ,slk = (τ
(s)
l

√
2l ∧ms)

−1f̂ τ,slk .

The ℓ2 sensitivity of the vector {f̃ τ,slk , k = 0, . . . , 2l − 1, l0 ≤ l ≤ L} is bounded as shown in

Lemma 2.
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Lemma 2. Let Z(j) and Z̃(j) be any neighboring datasets. Then:

‖f̃ τ,s(Z(j))− f̃ τ,s(Z̃(j))‖2 ≤ cA

√
L

ns
,

where cA is as defined in Section 5.1.1.

Using the Gaussian mechanism (for a detailed proof, see Appendix A of [14]), we obtain a

(εs, δs)-differentially private estimator

f̃P,slk = f̃ τ,slk + W̃
(s)
lk , W̃

(s)
lk

i.i.d.∼ N
(
0,

4c2AL log(2/δ)

n2sε
2
s

)
.

To construct the final private estimator f̂P,slk , we rescale f̃P,slk back to the original scale,

yielding

f̂P,slk = f̂ τ,slk +W
(s)
lk , W

(s)
lk

i.i.d.∼ N
(
0,

4c2AL(2
l ∧ms)(τ

(s)
l )2 log(2/δs)

n2sε
2
s

)
.

Each server s then outputs a transcript

T
(s)
L = {f̂P,slk : k = 0, . . . , 2l − 1, l = l0, . . . , L}.

The final estimator f̂P is obtained via a post-processing step, where the transcripts are

aggregated using weights that account for the heterogeneity of the servers. These weights depend

on the resolution level l, the number of local observations ns, the number of design points ms,

the local privacy constraints εs, and the smoothness level α. Specifically, the final estimator is:

f̂PL =

L∑

l=l0

2l−1∑

k=0

f̂Plkψlk where f̂Plk =

S∑

s=1

ws
l f̂

P,s
lk (7)

with
∑S

s=1w
(s)
l = 1 for all l ≥ l0. The weights w

(s)
l are chosen to be inversely proportional to

the variance of f̂P,slk :

w
(s)
l =

u
(s)
l∑S

s=1 u
(s)
l

, where u
(s)
l = nsms ∧ms2

l(2α+1) ∧ 2−lmsn
2
sε

2
s ∧ 22lαn2sε

2
s.

Remark 2. The weights w
(s)
l are designed to account for the heterogeneity in data distribution

across servers, including variations in the number of observations (ns), the number of design

points (ms), and the privacy budgets (εs). By being inversely proportional to the variance of

f̂P,slk , the weights prioritize servers that contribute more reliable estimates. The structure of u
(s)
l

incorporates terms that reflect the impact of resolution level l, smoothness parameter α, and

privacy constraints.

We summarize our final estimator in Algorithm 1.
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Algorithm 1 Private Estimation via Truncated Projection in Independent Design

1: Input: Observations Y
(s)
ij , design points ζ

(s)
ij , wavelet basis ψlk, truncation level L, privacy

budgets εs, δs

2: Output: Final estimator f̂PL
3: Clipped Coefficients: Each server computes:

f̂ τ,slk =
1

ns

ns∑

i=1


 1

ms

ms∑

j=1

Y
(s)
ij ψlk(ζ

(s)
ij )



τ
(s)
l

∀ l = l0, . . . , L, k = 0, . . . , 2l − 1,

where τ
(s)
l is given by (6).

4: Privatized Coefficients: Apply the ’modified’ Gaussian mechanism:

f̂P,slk = f̂ τ,slk +W
(s)
lk , W

(s)
lk

i.i.d.∼ N

(
0,

4c2AL(2
l ∧m)(τ

(s)
l )2 log(2/δ)

n2sε
2
s

)
.

5: Weighted Aggregation: Aggregate across servers:

f̂Plk =

S∑

s=1

w
(s)
l f̂P,slk , w

(s)
l =

u
(s)
l∑S

s=1 u
(s)
l

, u
(s)
l = nsms ∧ms2

l(2α+1) ∧ 2−lmsn
2
sε

2
s ∧ 22lαn2sε

2
s.

6: Final Estimator: Combine wavelet coefficients:

f̂PL (x) =
L∑

l=l0

2l−1∑

k=0

f̂Plkψlk(x).

Theorem 3. Let f̂PL be the estimator defined in Algorithm 1. Let D∗ satisfy (2) and let L =

[log2D
∗] we obtain the following upper bound on the minimax rate,

sup
f∈Hα(R)

Ef‖f̂PL − f‖22 . (log(N))5 log(2/δ′)(D∗)−2α. (8)

where δ′ = mins δs.

Remark 3. The parameter D∗, which satisfies the rate-determining relation (2), can be inter-

preted as the effective dimension of the problem. It reflects the interplay between the resolution

level L and the sample size N =
∑S

s=1 ns. Larger D∗ corresponds to higher resolution levels

and greater flexibility in representing the function f , while also increasing the complexity of the

estimation task. The optimal choice of D∗ balances this trade-off to achieve the minimax rate.

Remark 4. In the absence of privacy constraints (εs → ∞), the result in Theorem 3 obtains the

minimax rates for the setting where different individuals may have different numbers of design

12



points ms. To the best of our knowledge, these rates were not previously established in the

literature.

3.2 An optimal algorithm for the common design setting

In the common design setup, the design points ζ1, ζ2, . . . , ζm are shared among all individuals and

servers. These points are assumed to be publicly known, requiring no privatization. Moreover,

we assume uniformity of design points across all servers.

Our estimation strategy begins with obtaining privatized averages of observations at each

design point, followed by a bagging approach that divides the design points into groups and

computes smoothed estimators. This combination of techniques ensures differential privacy

while leveraging group-wise bagging to reduce variance, improving the statistical performance.

Privatized Averages at Design Points Given S servers and a set of observations from a

function f at deterministic points ζ1, ζ2, . . . , ζm, the privatized mean Ȳ P,s
j at design point ζj on

server s is computed as:

Ȳ P,s
j =

1

ns

ns∑

i=1

[
Y

(s)
i,j

]
τ
+W

(s)
j ,

where
[
Y

(s)
i,j

]
τ
represents the clipped observations with clipping threshold τ =

√
2 logN + Cα,R

(Cα,R is as defined in Lemma 8), and W
(s)
j ∼ N

(
0, 4τ

2m log(2/δs)
n2
sε

2
s

)
is a Gaussian noise term

ensuring differential privacy. Here, N is the total sample size across all servers, ns is the sample

size on server s, and εs is the privacy budget for server s.

Each server outputs a transcript T (s) = (Ȳ P,s
j )j∈[m]. The central server aggregates these

transcripts using inverse variance weighting:

Ȳ P
j =

S∑

s=1

wsȲ
P,s
j ,

where the weights ws are designed to account for server heterogeneity:

ws =
us∑S
s=1 us

, us = D−1n2sε
2
s ∧ ns.

where D solves (3).

Bagging and Smoothing To enhance the robustness of the estimator, the design points

ζ1, ζ2, . . . , ζm are divided into B disjoint groups {Gb}b∈[B], each containing m0 points where

B ≍ m/m0. The points within each group are selected to be uniformly spread over the domain,

which can be achieved using systematic sampling when the design points are uniformly spaced.

For each group Gb, a local polynomial estimator f̂Pb (x) is computed based on the privatized

means Ȳ P
j corresponding to the design points in Gb. Finally, the overall estimator f̂PB (x) is

13



obtained by averaging across all groups:

f̂PB (x) =
1

B

B∑

b=1

f̂Pb (x).

This approach effectively combines differential privacy with statistical efficiency, leveraging

group-wise averaging and smoothing to reduce variance while maintaining privacy guarantees.

Function Approximation via Local Polynomials The local polynomial estimator approx-

imates the function f ∈ Hα(R) by expanding it around x as:

f(z) = f(x) + f ′(x)(z − x) + · · ·+ f (p)(x)

p!
(z − x)p,

where p = ⌊α⌋. This expansion can be written compactly as:

f(z) = Θ⊤(x)V

(
z − x

h

)
,

where V (u) =
(
1, u, u

2

2! , . . . ,
up

p!

)⊤
is the vector of scaled monomials, and Θ(x) =

(
f(x), f ′(x)h, . . . , f (p)(x)hp

)⊤
represents the function’s coefficients at x, scaled by powers of

the bandwidth h.

To estimate f(x), we solve a weighted least squares problem for each group:

Θ̂b(x) = arg min
Θ∈Rl+1

∑

j∈Gb

[
Ȳ P
j −Θ⊤V

(
ζj − x

h

)]2
K

(
ζj − x

h

)
.

where K is a suitable kernel. The first component of Θ̂b(x), corresponding to f̂Pb (x), is the

estimate of f(x) for group b.

Local Polynomial Estimator for Each Group The local polynomial estimator f̂Pb (x) for

the b-th group can be shown to be equal to:

f̂b(x) =
∑

j∈Gb

Ȳ p
j W

∗
b,j(x),

where the weights W ∗
b,j(x) are determined by the kernel and the design points of the bth group:

W ∗
b,j(x) =

1

m0h
V ⊤(0)B−1

b,xV

(
ζj − x

h

)
K

(
ζj − x

h

)
. (9)

The matrix Bb,x is the local weighted design matrix for group b, given by:

Bb,x =
1

m0h

∑

j∈Gb

V

(
ζj − x

h

)
V

(
ζj − x

h

)⊤
K

(
ζj − x

h

)
.

We also need certain assumptions about the design points. For the subsequent analysis, we

rely on the following assumptions:
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(LP1) λmin(Bb,x) ≥ λ0 for all b ∈ [B], and x ∈ [0, 1], where Bb,x is the weighted design matrix

computed for group Gb. This ensures that the local design points in each group provide

sufficient information for local polynomial estimation.

(LP2) For b ∈ [B] , for some constant a, and any measurable set A, we have

1

m0

∑

j∈Gb

I(ζj ∈ A) ≤ amax

(
Leb(A),

1

m0

)
.

This assumption ensures that within each group the design points (ζj)j∈Gb
are uniformly

spread over the interval [0, 1]. in other words when dividing into groups {Gb}b∈[B], each

subset inherits this uniform spread property.

We also choose our kernel K to satisfy

(LP3) The kernel K satisfies the following conditions:

supp(K) ⊆ [−1, 1], ‖K‖∞ <∞, and

∫
K(u) du = 1.

These conditions ensure that K is a valid kernel function, compactly supported, and

properly normalized.

Remark 5. We remark that (LP1) and (LP2) holds in particular for regular equi-spaced design

under mild conditions on the Kernel K. See for example Lemma 1.5 in [28].

Final Aggregated Estimator By averaging across all groups, the final estimator f̂PB (x)

combines the benefits of data splitting, local polynomial smoothing, and privacy-preserving

aggregation. This approach balances bias and variance components, achieving minimax risk

rates under heterogeneous differential privacy constraints.

Theorem 4. Let f̂PB be the estimator defined in Algorithm 2. We choose groups (Gb)b∈[B] of

sizes m0 = D where D solves (3) and set the bandwidth h to be 1/m0 . We also assume that for

each of the groups (Gb)b∈[B], the design points in the groups (ζj)j∈Gb
satisfy (LP1) and (LP2).

Then,

sup
f∈Hα(R)

Ef‖f̂ − f‖22 . log(N) log(2/δ′)
(
D−2α ∨m−2α

)
. (10)

where D solves (3) δ′ = mins δs.

Remark 6. The same minimax risk as in Theorem 4 can be achieved by using data from only

one of the groups of size m0 instead of aggregating across all B groups. This is because, when

using a single group, the amount of noise added to ensure differential privacy scales with m0,

which is smaller than or equal to m. Consequently, the effective privacy noise is reduced, and

the overall estimation error remains comparable. While using all B groups can improve practical

stability/performance by averaging across groups, it does not offer a theoretical advantage in

terms of the minimax rate.
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Algorithm 2 Private Estimation via Smoothing and Bagging for Common Design

1: Input: Design points T1, . . . , Tm, S servers, observations Y
(s)
i,j , privacy budgets εs, groups

{Gb}b∈[B] each of size m0 , bandwidth h, kernel K

2: Output: Final estimator f̂PB (x)

3: Privatized Means: Each server computes privatized means:

Ȳ P,s
j =

1

ns

ns∑

i=1

[
Y

(s)
i,j

]
τ
+W

(s)
j , W

(s)
j ∼ N

(
0,

4τ2m log(2/δs)

n2sε
2
s

)
.

where τ =
√
2 logN + Cα,R.

4: Aggregate Means: Central server aggregates:

Ȳ P
j =

S∑

s=1

wsȲ
P,s
j , ws =

us∑S
s=1 us

, us = m−1
0 n2sε

2
s ∧ ns.

5: Group-wise Estimation: For each group Gb, compute local polynomial estimator:

f̂Pb (x) =
∑

j∈Gb

Ȳ P
j W

∗
b,j(x),

where W ∗
b,j(x) are kernel-based weights given by (9).

6: Final Estimator: Aggregate across groups:

f̂PB (x) =
1

B

B∑

b=1

f̂Pb (x).

4 Lower bounds

As a complement to the upper bounds, we provide lower bounds, which together establish the

minimax rates for the federated learning problem; resulting in Theorems 1 and 2. We first

present the lower bound for the independent design setting, followed by the lower bound for the

common design setting.

4.1 Lower bound for independent design

Theorem 5. Suppose that for δ′ = mins δs, it holds that δ′ log(1/δ′) .
(

ns
ms

∧
√

ns
ms

)
ε2s/N . Let

D∗ solve (2). Then,

inf
f̂∈Mε,δ

sup
f∈Hα(R)

Ef‖f̂ − f‖22 & D−2α
∗ . (11)

Below, we briefly sketch the proof of Theorem 5. The challenge in proving the lower bound

stems from the heterogeneity of the servers. Essentially, for each respective server, either the

sample size, the number of design points, or the privacy constraints can form the bottleneck.
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The proof involves a careful construction of a data generating process that allows to capture

these different bottlenecks for each server. From a technical standpoint, the heterogeneous nature

of the servers is captured by considering the Fisher information of the model in an appropriate

finite dimensional sub-model. The Fisher information tensorizes along the servers, which allows

us provide separate information theoretic arguments for each server.

To provide a more detailed description of the argument, we introduce the aformentioned

notions formally. Consider the 2L-dimensional sub-model given by

Hα
R,L :



f ∈ HR

α : f =

2L∑

k=1

fkφLk, fk ∈ [−2−L(α+1/2)−1R, 2−L(α+1/2)−1R]



 , (12)

where φk are the wavelet basis functions at resolution level L. Let µ and ν denote dominating

measures for P
Y (s)

f and P
(Y (s)X(s))
f , respectively, for f ∈ Hα

R,L. Define fL = (fk)
2L

k=1 to be the

vector of coefficients of f in the wavelet basis. The transcript T (s) induces a “Fisher information”,

which can be computed to be equal

I
Y s|T (s)

f = Ef Ef

[
SY (s)

f

∣∣∣∣T
(s)

]
Ef

[
SY (s)

f

∣∣∣∣T
(s)

]⊤
(13)

where SY (s)

f is given by

S
Y

(s)
i

f =

m∑

j=1


Y (s)

ij −
2L∑

k=1

fkφl(ζ
(s)
ij )


 φ(ζ

(s)
ij ), (14)

which can be seen as a “score function” of the observational model for Y (s) in the sub-model

Hα
R,L, if Xi = EfXi almost everywhere. Let IY

(s)

f denote the Fisher information of the observa-

tional model for Y (s) in the sub-model Hα
R,L, which equals EfS

Y (s)

f SY (s)

f

⊤
.

When ms tends to infinity, the observational model for Y (s) effectively contains close to the

amount of information as the observational model in which X(s) is directly observed. Follow-

ing this intuition, the right information quantity to consider for servers with large ms is the

Fisher information of the observational model for X(s) = (X(s))i∈[n]. Through data processing

arguments, we can pass to the Fisher information of the observational model for X(s) given the

transcript in the sub-model Hα
R,L. We consider the following dynamics for X(s):

X
(s)
i = f +R2−L(α+1/2)−1

2L∑

k=1

(1/2 −B
(s)
ki )φLk, i ∈ [n], (15)

for i.i.d. Beta(2, 2) random variables B
(s)
ki . It is easy to see that each X

(s)
i takes values in a

Hölder ball of radius R and has mean f . Letting SX(s)
denote the score along the vector fL,

we let I
X(s)|T (s)

f denote the Fisher information of the observational model for X(s) given the

transcript in the sub-model Hα
R,L,

I
X(s)|T (s)

f = Ef Ef

[
SX(s)

f

∣∣∣∣T
(s)

]
Ef

[
SX(s)

f

∣∣∣∣T
(s)

]⊤
. (16)
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The Fisher information of X
(s)
i is defined as IX

(s)

f = EfS
X(s)

f SX(s)

f

⊤
.

The crux of the proof lies in the following lemma, which provides a lower bound on the

minimax risk by expressing it in terms of a combination of Fisher information quantities—each

capturing a different bottleneck (sample sizes, number of design points, privacy constraints).

Lemma 3. Let L ∈ N. The minimax risk inf f̂∈Mε,δ
supf∈Hα(R) Ef‖f̂ − f‖22 is lower bounded by

22L

supf∈Hα
R,L

∑S
s=1min

{
Tr(I

Y (s)|T (s)

f ),Tr(IY
(s)

f ),Tr(I
X(s)|T (s)

f ),Tr(IX
(s)

f )
}
+ 22L(α+2)

. (17)

It can be seen as a generalization of the technique introduced by [8], which allows us to

account for the situation where the observational model for Y (s) leads to close to equal perfor-

mance for estimating f as one would have if X(s) were to be observed directly. Its proof relies

on a multivariate version of the von Trees inequality of [16] and data processing arguments

exploiting the Markov chain structure f → X(s) → Y (s) of the model.

The minimum of the summand in (17) effectively correspond to four different scenarios

that can arise for each server, depending on which information theoretic property forms the

bottleneck.

(i) In the first scenario we consider, both the privacy constraint, the limited number of ob-

servations as well the limited number of measurements affect the information that the

transcript T (s) contains on f . This corresponds with the quantity I
Y (s)|T (s)

f , which we in

turn bound by a constant multiple of msn
2
sε

2
s.

(ii) In the second scenario, the privacy constraint is relatively lenient for the s-th server, in

which case the Fisher information of its transcript satisfies I
Y (s)|T (s)

f ≍ IY
(s)

f , the latter of

which can be computed to equal 2Lmsns.

(iii) In the scenario that the s-th server contains relatively many measurements per individual,

the sample size ns and privacy constraint form the bottleneck for the s-th server. In this

case, I
X(s)|T (s)

f is the relevant quantity to consider, which we bound by a constant multiple

of 2L(2α+1)n2sε
2
s using data processing arguments.

(iv) In the last scenario, both measurements and privacy budget are no longer part of the

bottleneck, and just the (number of) Xi observations locally determine information trans-

mitted by machine s. In this case, the I
X(s)|T (s)

f ≍ IX
(s)

f ≤ 22L(α+1)ns.

The bounds on the traces of the various Fisher information are given in the Lemma 4 below,

for which we give a proof in Section 7.1 of the Supplementary Material.

Lemma 4. Suppose that for δ′ = mins δs, it holds that δ′ log(1/δ′) .
(

ns
ms

∧
√

ns
ms

)
ε2s/N .
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Then,

min
{
Tr(I

Y (s)|T (s)

f ),Tr(IY
(s)

f ),Tr(I
X(s)|T (s)

f ),Tr(IX
(s)

f )
}
.

min
{
msn

2
sε

2
s, 2

Lmsns, 2
L(2α+1)n2sε

2
s, 2

2L(α+1)ns

}
.

The proof of Theorem 5 follows a choice of L as a function of D∗, where D∗ is the solution

to equation (2).

4.2 Lower bound for common design

For the common design setting, we prove the following lower bound.

Theorem 6. Assume that, for δ′ = mins δs, we have δ′ log(1/δ′) .
(

ns
ms

∧
√

ns
ms

)
ε2s/N .

Then, given a common design satisfying (LP1) (ζj)j∈[m] across the S servers, the minimax

estimation risk satisfies

inf
f̂∈Mε,δ

sup
f∈Hα(R)

Ef‖f̂ − f‖22 & D−2α
∗ . (18)

where D∗ solves (3).

Below, we provide sketch of the proof, highlighting the differences with the independent

design lower boun. A detailed proof is given in Section 7.4 of the Supplementary Material.

The lower bound relies on a similar construction as in the independent design case, but with a

different data generating process. In particular, the design points considered is simply uniform

design: ζj = j/m for all j ∈ [m]. Under this common design setup, the minimax rate is either

completely governed by the approximation error due to a limited number of design points, which

is a cross-server phenomenon, or by the privacy constraints, which are server-specific.

Formally, (3) indicates the occurance of two scenarios. When D∗ = m−2α, the rate is

governed by the deterministic approximation error (see e.g. [12]). Here, the privacy budget

is of no concern. The challenging regime in terms of its proof strategy is when D∗ takes its

value in the second argument of the minimum of (3). The server specific cost is captured by a

similar argument as that of Lemma 3, bounding the minimax risk by a combination of Fisher

information quantities using a multivariate version of the von Trees inequality:

22L

supf∈Hα
R,L

∑S
s=1min

{
Tr(I

X(s)|T (s)

f ),Tr(IX
(s)

f )
}
+ 22L(α+2)

,

where the “sub-model Fisher information” matrices I
X(s)|T (s)

f , IX
(s)

f relate to different data gen-

erating process that target specifically the cost due to limited local sample sizes and privacy

constraints. Combining a geomertric argument with a data processing argument, these matrics

have trace bounded by constant multiples of 2Ln2sε
2
s and ns2

2L, respectively. Optimizing over

the choice of L then yields the result.
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Supplementary Material

5 Proofs related to the upper bound theorems

5.1 Proof for Independent Design

We first prove a upper bound on the ℓ2 sensitivity i.e Lemma 2.

5.1.1 Proof of ℓ2 sensitivity

Proof of Lemma 2. We aim to bound the ℓ2 sensitivity of the statistic f̃ τ,sL under neighboring

datasets Z(s) and Z
′(s). Neighboring datasets differ in at most one individual:

Z
(s)
i =

(
Y

(s)
ij , ζ

(s)
ij

)
j∈[ms]

6= Z
′(s)
i =

(
Y

′(s)
ij , T

′(s)
ij

)
j∈[ms]

.

Define the privatized coefficient for Z
′(s):

f̃ ′τ,slk :=
1√

2l ∧msns

ns∑

i=1


 1

ms

ms∑

j=1

Y
′(s)
ij ψlk(T

′(s)
ij )



τ
(s)
l

.
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The ℓ2 sensitivity is given by:

∥∥∥f̃ τ,sL (Z(s))− f̃ τ,sL (Z
′(s))

∥∥∥
2

2
=

L∑

l=l0

2l−1∑

k=0

(
f̃ τ,slk − f̃ ′τ,slk

)2
.

Expanding this:

(
f̃ τ,slk −f̃ ′τ,slk

)2
=

1

(2l ∧ms)(τ
(s)
l )2n2s





 1

ms

ms∑

j=1

Y
(s)
ij ψlk(ζ

(s)
ij )



τ
(s)
l

−


 1

ms

ms∑

j=1

Y
′(s)
ij ψlk(T

′(s)
ij )



τ
(s)
l




2

.

Since the wavelet basis ψlk is compactly supported, at most a constant number of wavelet

functions overlap at any design point. Thus, the summation over k is bounded by the number

of overlapping supports. Let cA denote this constant, giving:

L∑

l=l0

2l−1∑

k=0

1

(2l ∧ms)n2s
1

{
∃j : {ζ(s)ij , T

′(s)
ij } ∩ supp(ψlk) 6= ∅

}
≤

L∑

l=l0

cA(2
l ∧ms)

(2l ∧ms)n2s
.

Simplifying:
L∑

l=l0

cA
n2s

≤ cAL

n2s
.

Combining terms, the ℓ2 sensitivity satisfies:

∥∥∥f̃ τ,sL (Z(s))− f̃ τ,sL (Z
′(s))

∥∥∥
2

2
≤ c2AL

n2s
,

for some constant cA > 0. Taking the square root completes the proof:

∥∥∥f̃ τ,sL (Z(s))− f̃ τ,sL (Z
′(s))

∥∥∥
2
≤ cA

√
L

ns
.

5.1.2 Proof of upper bound for independent design

We next prove the upper bound i.e Theorem 3.

Proof of Theorem 3. Let U
(s)
i =

(
U

(s)
i,lk

)
k=0,...,2l−1, l0≤l≤L

, where:

U
(s)
i,lk :=

1

ms

ms∑

j=1

Y
(s)
ij ψlk(ζ

(s)
ij ). (19)

The randomized (εs, δs)-DP algorithm outputs a noisy version of the clipped coefficients:

f̂P,slk = f̂ τ,slk +W
(s)
lk , f̂ τ,slk =

1

ns

ns∑

i=1

[
U

(s)
i,lk

]
τ
(s)
l

,

where W
(s)
lk

i.i.d.∼ N

(
0,

4L(2l∧ms)(τ
(s)
l )2 log(2/δs)

n2
sε

2
s

)
.
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Step 1: Bias and Variance Decomposition The total mean-squared error (MSE) for each

wavelet coefficient is:

E
(
f̂Plk − flk

)2
= E

(
S∑

s=1

w
(s)
l f̂P,slk − flk

)2

.

Expanding the terms:

E
(
f̂Plk − flk

)2
= E

(
S∑

s=1

w
(s)
l f̂ τ,slk − flk

)2

︸ ︷︷ ︸
Bias + Sampling Variance

+E

(
S∑

s=1

w
(s)
l W

(s)
lk

)2

︸ ︷︷ ︸
Privacy Noise

.

Step 2: Bounding the Sampling Variance and Bias Under the event A
(s)
lk ≡ {∀i ∈

[ns] : [U
(s)
i,lk]τ (s)l

= U
(s)
i,lk}, the clipped estimator f̂ τ,slk equals the unbiased sample mean f̂

(s)
lk . By

Lemma 5, this occurs with high probability:

P(A
(s)
lk ) ≥ 1− 1

N c
.

Decomposing the expectation into two parts:

E

(
S∑

s=1

w
(s)
l f̂ τ,slk − flk

)2

= E

(
S∑

s=1

w
(s)
l f̂ τ,slk − flk

)2

1{∩S
s=1A

(s)
lk }+ E

(
S∑

s=1

w
(s)
l f̂ τ,slk − flk

)2

1

{(
∩S
s=1A

(s)
lk

)c}

≤ E

(
S∑

s=1

w
(s)
l f̂

(s)
lk − flk

)2

1{∩S
s=1A

(s)
lk }+ cR

S∑

s=1

E1{(A(s)
lk )c}

≤
S∑

s=1

(w
(s)
l )2E(f̂

(s)
lk − flk)

2 + cR
S

N c

By Lemma 6, the MSE of the non-private estimator is:

E
(
f̂
(s)
lk − flk

)2
.

1

msns
+

2−l(2α+1)

ns
.

Step 3: Bounding the Privacy Noise The privacy noise contributes:

E

(
S∑

s=1

w
(s)
l W

(s)
lk

)2

=

S∑

s=1

(
w

(s)
l

)2 · 4L(2
l ∧ms)(τ

(s)
l )2 log(4/δ)

n2sε
2
s

.

Using Lemma 5, we know:

(2l ∧ms)(τ
(s)
l )2 . (logN)3

(
1

ms
+

2l

m2
s

)
(2l ∧ms) + 2−2l(α+1/2)(2l ∧ms).

Substituting this:

E

(
S∑

s=1

w
(s)
l W

(s)
lk

)2

.

S∑

s=1

(
w

(s)
l

)2 ·
(
L2l(logN)3 log(4/δ)

msn2sε
2
s

+
L2−2αl log(4/δ)

n2sε
2
s

)
.
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Step 4: Combining Bounds The total MSE is:

E
(
f̂Plk−flk

)2
.

S∑

s=1

(
w

(s)
l

)2
[

1

msns
+

2−l(2α+1)

ns
+
L2l(logN)3 log(4/δ)

msn2sε
2
s

+
L2−2αl log(4/δ)

n2sε
2
s

]
+
S

N c
.

Optimizing weights w
(s)
l inversely proportional to the variance:

w
(s)
l ∝ 1

msns ∧ 2l(2α+1)ns ∧ 2−lmsn2sε
2
s ∧ 22αln2sε

2
s

.

This implies

E(f̂Plk − flk)
2 . L log(N)3 log(4/δ)

S∑

s=1

(w
(s)
l )2

(
1

msns
+

2−l(2α+1)

ns
+

2l

msn2sε
2
s

+
2−2αl

n2sε
2
s

)
+

S

N c

. L log(N)3 log(4/δ)
S∑

s=1

(w
(s)
l )2

(
1

msns ∧ 2l(2α+1)ns ∧ 2−lmsn2sε
2
s ∧ 22αln2sε

2
s

)
+

S

N c

= L log(N)3 log(4/δ)
1

∑S
s=1msns ∧ 2l(2α+1)ns ∧ 2−lmsn2sε

2
s ∧ 22αln2sε

2
s

+
S

N c

Step 5: Final ℓ2 Risk Summing over all wavelet coefficients:

E‖f̂PL − f‖22 =
L∑

l=l0

2l−1∑

k=0

E
(
f̂Plk − flk

)2
+
∑

l>L

2l−1∑

k=0

f2lk.

Hence we have that the ℓ2 risk is bounded as

E‖f̂PL − f‖22 . L log(N)3 log(4/δ)
L∑

l=l0

2l
∑S

s=1msns ∧ 2l(2α+1)ns ∧ 2−lmsn2sε
2
s ∧ 22αln2sε

2
s

+
S2L

N c
+ 2−2Lα

. L log(N)3 log(4/δ)
L∑

l=l0

2l
∑S

s=1msns ∧ 2l(2α+1)ns ∧ 2−lmsn2sε
2
s ∧ 22αln2sε

2
s

+ 2−2Lα

. L2 log(N)3 log(4/δ) max
l=l0 ,...,L

2l
∑S

s=1msns ∧ 2l(2α+1)ns ∧ 2−lmsn2sε
2
s ∧ 22αln2sε

2
s

+ 2−2Lα

The second last line follows from the fact that S2L/N = O(1/N) (since 2L < N and c > 3). By

setting d = 2l and D = 2L, we obtain

E‖f̂PL − f‖22 .
(logD)2(log(N))3 log(4/δ)

mind≤D
∑S

s=1 d
−1msns ∧ d2αns ∧ d−2msn2sε

2
s ∧ d2α−1n2sε

2
s

+D−2α

Using D∗ which satisfies (2) and letting L = [log2D
∗] we obtain the minimax rate of

(logD∗)2 log(N)3 log(4/δ)(D∗)−2α

. Since D∗ ≤ N this implies the minimax risk is further upper bounded by

(log(N)5 log(4/δ)(D∗)−2α
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Lemma 5. For a fixed l and k, {U (s)
i,lk}i∈[n] as defined in (19) satisfies P(∀ i |U (s)

i,lk| < τ
(s)
l ) ≥ 1−γ

with

τ
(s)
l = 2(2c logN)3/2

(√
1

ms
+

1

3
‖ψ‖∞

2l/2

ms

)
+ c32

−l(α+1/2) and γ = (N)−c. (20)

Proof of Lemma 5. It is enough to show that P(|U (s)
i,lk| > τ

(s)
l ) ≤ γ/n.

Step 1: Bounding the tail probability We can upper bound the tail probability as:

P(|U (s)
i,lk| > τ

(s)
l ) ≤ P


|U (s)

i,lk − E(U
(s)
i,lk | X(s)

i )| >
√
c1 log(N)

ms




+ P

(
|E(U (s)

i,lk | X(s)
i )| > c22

−l(α+1/2)
)
.

Step 2: Bounding the second term (bias component) We first bound the second term

by observing that:

E(U
(s)
i,lk | X(s)

i ) = E(X
(s)
i (Tij)ψlk(Tij) | X(s)

i ) =

∫
X

(s)
i (t)ψlk(t)dt.

Since X
(s)
i lies in the α-Hölder ball with radius R, we have:

∣∣E(U (s)
i,lk | X(s)

i )
∣∣ ≤ R2−l(α+1/2).

For c2 > R large enough, this implies:

P
(
|E(U (s)

i,lk | X(s)
i )| > c22

−l(α+1/2)
)
= 0.

Step 3: Bounding the first term (variance component) We now turn to the first term.

Writing:

U
(s)
i,lk − E(U

(s)
i,lk | X(s)

i ) =
1

ms

ms∑

j=1

(
Y

(s)
ij ψlk(ζ

(s)
ij )− E

[
Y

(s)
ij ψlk(ζ

(s)
ij ) | X(s)

i

])
,

we decompose it further as:

1

ms

ms∑

j=1

(
X

(s)
i (ζ

(s)
ij )ψlk(ζ

(s)
ij )−

∫
X

(s)
i (t)ψlk(t)dt

)
+

1

ms

ms∑

j=1

ξ
(s)
ij ψlk(ζ

(s)
ij ).

Step 4: Applying Bernstein’s inequality to the first summand We apply Bernstein’s

inequality (Lemma 7) to the first summand. Let:

Ui = X
(s)
i (ζ

(s)
ij )ψlk(ζ

(s)
ij )−

∫
X

(s)
i (t)ψlk(t)dt.
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Then:

Var(Ui) ≤ ‖X‖2∞ = C2
α,R, ‖Ui‖∞ ≤ Cα,R‖ψ‖∞2l/2.

where Cα,R is a constant as in Lemma 8. Set λ = 2c logN
(
Cα,R√
ms

+ 1
3Cα,R‖ψ‖∞ 2l/2

ms

)
. With

probability 1− κ1N
−c:

1

ms

ms∑

j=1

(
X

(s)
i (ζ

(s)
ij )ψlk(ζ

(s)
ij )−

∫
X

(s)
i (t)ψlk(t)dt

)
≤ 2c logN

(
Cα,R√
ms

+
1

3
Cα,R‖ψ‖∞

2l/2

ms

)
,

where K(α,R) is a suitable constant.

Step 5: Bounding the second summand (noise) Next, consider:

1

ms

ms∑

j=1

ξ
(s)
ij ψlk(ζ

(s)
ij ).

with Ui = ξ
(s)
ij ψlk(ζ

(s)
ij ). Conditioning on ξ̃

(s)
i = {ξ(s)ij }j∈[ms], we again apply Bernstein’s inequal-

ity. Since:

Var(Ui | ξ̃(s)i ) ≤ ‖ξ̃(s)i ‖2∞, ‖Ui‖∞ ≤ ‖ξ̃(s)i ‖∞2l/2‖ψ‖∞,

with probability 1− 1/N c:

1

ms

ms∑

j=1

ξ
(s)
ij ψlk(ζ

(s)
ij ) ≤ 2c‖ξ̃(s)i ‖∞ logN

(
1√
ms

+
1

3
‖ψ‖∞

2l/2

ms

)
.

Step 6: Final bound By properties of Gaussian noise, ‖ξ̃(s)i ‖∞ ≤ √
2c logN with probability

at least 1− 2/N c. Substituting this and putting everything together:

U
(s)
i,lk − E(U

(s)
i,lk | X(s)

i ) ≤ 2(2c logN)3/2

(
1√
ms

+
1

3
‖ψ‖∞

2l/2

ms

)
.

with probability 1 − κ/N c with κ > 0. Here the noise term dominates over the first summand

and can be ignored for large N . This completes the proof.

Lemma 6. For a fixed l, k,{U (s)
i,lk}i∈[n] as defined in (19) and f̂

(s)
lk is the non-private estimator

given by 1
n

∑n
i=1 U

(s)
i,lk then

E(f̂
(s)
lk − flk)

2 .
1

msns
+

2−l(2α+1)

ns
(21)

Proof of Lemma 6. Note E(f̂
(s)
lk − flk)

2 = Var(f̂
(s)
lk ) = 1

ns
Var(U

(s)
1,lk). Next using properties of

conditional expectations and variance we have

Var(U
(s)
1,lk) = Var(E(U

(s)
1,lk | X(s)

i )) + E(Var(U
(s)
1,lk | X(s)

i ))
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Note that since X ∈ Hα(R) we have E(U
(s)
i,lk | X(s)

i ) = E(X
(s)
i (ζ

(s)
ij )ψlk(ζ

(s)
ij ) | X

(s)
i ) =

∫
X

(s)
i (t)ψlk(t)dt . 2−l(α+1/2) which implies Var(E(U

(s)
1,lk | X(s)

i )) . 2−l(2α+1).

Also note that Var(U
(s)
1,lk | X(s)

i ) = 1
ms

Var(Y
(s)
ij ψlk(ζ

(s)
ij ) | X(s)

i ) using the fact that Xi is

uniformly bounded by a constant (which implies that the mean of Y
(s)
ij is also uniformly bounded)

we have that E(Var(U
(s)
1,lk | X(s)

i )) . 1/ms. Putting everything together we have the desired

bound.

5.2 Auxiliary lemmas

Lemma 7. If U1, . . . , Un are independent bounded random variables such that E[Ui] = 0, E[U2
i ] ≤

1, and |Ui| ≤ ‖U‖∞ <∞, then

P

(∣∣∣∣∣n
−1

n∑

i=1

Ui

∣∣∣∣∣ > λ

)
≤ 2 exp


− nλ2

2
(
1 + ‖U‖∞λ

3

)


 .

Lemma 8. There exists a constant Cα,R such that ‖f‖∞ ≤ Cα,R for all f ∈ Hα(R) with

α > 1/2.

6 Proofs for Common Design

This appendix provides the detailed proofs, assumptions, and auxiliary results that support the

analysis of the local polynomial estimator used in the main text.

6.1 Proof of Theorem 4

6.1.1 Aggregated mean estimator

For the sth server, s ∈ [S], j ∈ [m] the privatized mean Ȳ P,s
j at each point ζj is given by:

Ȳ P,s
j =

1

n

n∑

i=1

[
Y

(s)
i,j

]
τ
+W

(s)
j ,

where W
(s)
j ∼ N

(
0, 4τ

2m log(2/δ)
n2
sε

2
s

)
is a noise term added to ensure differential privacy, and the

clipping parameter R =
√
2 log ns is used to bound the data.

The aggregated estimator is given by

Ȳ P
j =

S∑

s=1

wsȲ
P,s
j

The weights are chosen as

ws =
us∑S
s=1 us

where us = m−1
0 n2sε

2
s ∧ ns.
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6.1.2 Bias and Variance Analysis of the Local Polynomial Estimator

Our estimator f̂P (x) is given by an average of B many local polynomial estimator {f̂Pb (x)}b∈[B].

Our data is divided based on {ζj}j∈[m] into B many disjoint groups {Gb}b∈[B] each of size m0.

The local polynomial estimator f̂Pb (x) for the bth group is defined as:

f̂Pb (x) =
∑

j∈Gb

Ȳ P
j W

∗
b,j(x),

where W ∗
b,j(x) are the weights, given by:

W ∗
b,j(x) =

1

m0h
V ⊤(0)B−1

b,xV

(
ζj − x

h

)
K

(
ζj − x

h

)
.

and

Bb,x =
1

m0h

∑

j∈Gb

V

(
ζj − x

h

)
V

(
ζj − x

h

)⊤
K

(
ζj − x

h

)

To analyze the performance of f̂P (x), we decompose the estimation error into bias and variance

components. The choice of bandwidth h affects both components, allowing us to achieve the

minimax risk rate by balancing these terms.

Bias The bias of the estimator f̂P (x) is given by:

bias(x) = Ef̂P (x)− f(x) =
1

B

B∑

b=1

biasb(x)

where biasb(x) = Ef̂Pb (x)− f(x).

biasb(x) = Ef̂Pb (x)− f(x) =
∑

j∈Gb

f(ζj)W
∗
b,j(x)− f(x) +

∑

j∈Gb

(
E(Ȳ P

j )− f(ζj)
)
W ∗

b,j(x). (22)

Lets look at the first term, using a Taylor expansion of f around x, we have:
∑

j∈Gb

f(ζj)W
∗
b,j(x)− f(x) =

∑

j∈Gb

(f(ζj)− f(x))W ∗
b,j(x)

=
∑

j∈Gb

1

p!

(
f (p)(x+ ξj(ζj − x))− f (p)(x)

)
W ∗

b,j(x)

where ξj ∈ [0, 1], p = ⌊α⌋ where we have used the fact that
∑m0

j=1W
∗
l,j(x) = 1 and

∑
j∈Gb

(ζj −
x)kW ∗

l,j(x) = 0 for k ∈ [p] from Proposition 11. Under Assumption (LP1) and Lemma 10 we

can bound the above term as:
∑

j∈Gb

f(ζj)W
∗
b,j(x)− f(x) ≤

∑

j∈Gb

1

p!
CR|ζj − x|α|W ∗

b,j(x)|

=
∑

j∈Gb

1

p!
CR|ζj − x|α|W ∗

b,j(x)|1(|ζj − x| ≤ h)

≤ CR

∑

j∈Gl

1

p!
hα|W ∗

b,j(x)| ≤
CRCfh

α

p!
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where CR is the lipchitz constant for the pth derivative of f and depends on the holder radius

R.

We next look at the second term in (22)

EȲ P
j − f(ζj) =

S∑

s=1

ws(EȲ
P,s
j − f(ζj)) (23)

Using the fact that noise W ’s are mean zero we have that

EȲ P,s
j − f(ζj) = E[Y

(s)
1j ]τ − f(ζj)

We can decompose the above bias as

E[Y
(s)
1j ]τ − f(ζj) = E

(
E

[
[Y

(s)
1j ]τ | X(s)

1

]
−X

(s)
1 (T1j)

)

≤ E

∣∣∣E
[
[Y

(s)
1j ]τ | X(s)

1

]
−X

(s)
1 (T1j)

∣∣∣

Next conditional of X
(s)
1 we have that Y

(s)
1j is gaussian with mean X

(s)
1 (T1j) and variance 1.

Hence using Lemma 12 we have that
∣∣∣E
(
[Y

(s)
1j ]τ | X(s)

1

)
−X

(s)
1 (ζj)

∣∣∣ ≤ 4|X(s)
1 (T1j)|e

1
2
(τ−|X(s)

1 (T1j)|)2

Using the fact X ∈ Hα(R) we have that |X(s)
1 (T1j)| ≤ ‖X(s)

1 ‖∞ ≤ Cα,R and our choice of

τ =
√
2 logN + Cα,R we have that

∣∣∣E
(
[Y

(s)
1j ]τ | X(s)

1

)
−X

(s)
1 (ζj)

∣∣∣ ≤ 4Cα,R
1

N

which implies E[Y
(s)
1j ]τ − f(ζj) = O(1/N). Using (23) we have that |EȲ P

j − f(ζj)| = O(1/N).

Thus the second term in (22) satisfies,

∑

j∈Gb

∣∣W ∗
b,j(x)

∣∣ ·O
(

1

N

)
≤ O

(
1

N

)
,

which can be safely ignored since O
(
1
n

)
is smaller than the order of the variance as we shall see

later. Hence putting everything together

bias(x) = O

(
hα +

1

N

)
.

Variance The variance of f̂PB (x), σ2(x) is given by:

Var
(
f̂PB (x)

)
= Var

(
1

B

B∑

b=1

f̂Pb (x)

)

= Var


 1

B

B∑

b=1

∑

j∈Gb

Ȳ P
j W

∗
b,j(x)



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We can rewrite Ȳ P
j as Ȳ P

j = Ȳ τ
j +Wj where

Var
(
f̂PB (x)

)
= Ȳ τ

j =
S∑

s=1

wsȲ
τ,s
j with Ȳ τ,s

j =
1

ns

ns∑

i=1

[
Y

(s)
i,j

]
τ
, and Wj =

S∑

s=1

wsW
(s)
j .

Hence

Var


 1

B

B∑

b=1

∑

j∈Gb

Ȳ τ
j W

∗
l,j(x)


 +Var


 1

B

B∑

b=1

∑

j∈Gb

WjW
∗
l,j(x)


 (24)

We begin by bounding the first term (24). Suppose we have an upper bound on Var(Ȳ τ
j ) ≤ σ̃2.

Set Ab =
∑

j∈Gb
Ȳ τ
j W

∗
b,j(x) and use Lemma 9 to conclude

Var(Ab) = Var


∑

j∈Gb

Ȳ τ
j W

∗
b,j(x)




≤


∑

j∈Gb

√
Var(Ȳ τ

j W
∗
b,j(x))




2

≤ σ̃2


∑

j∈Gb

|W ∗
b,j(x))|




2

≤ σ̃2C2
f

the last line follows from Lemma 10. Hence again using Lemma 9

Var


 1

B

B∑

b=1

∑

j∈Gb

Ȳ τ
j W

∗
b,j(x)


 = Var

(
1

B

B∑

b=1

Ab

)

≤ 1

B2

(
B∑

b=1

√
σ̃2C2

f

)2

= σ̃2C2
f

Next we need to find σ̃2 such that Var(Ȳ τ
j ) ≤ σ̃2. In that direction we proceed as follows

Var(Ȳ τ
j ) = Var

(
S∑

s=1

wsȲ
τ,s
j

)

=
S∑

s=1

w2
sVar

(
Ȳ τ,s
j

)

=

S∑

s=1

w2
s

1

ns
Var

(
[Y

(s)
1j ]τ

)
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Next we use the fact that for any random variable V , Var([V ]τ ) ≤ Var(V ) to obtain

Var(Ȳ τ
j ) ≤

S∑

s=1

w2
s

1

ns
Var

(
Y

(s)
1j

)

=

S∑

s=1

w2
s

1

ns

(
Var

(
X

(s)
1 (T1j)

)
+Var

(
ε
(s)
1j

))

≤
S∑

s=1

w2
s

1

ns
(C2

α,R + 1)

Putting everything together we have that

Var


 1

B

B∑

b=1

∑

j∈Gb

Ȳ τ
j W

∗
l,j(x)


 ≤ (C2

α,R + 1)C2
f

S∑

s=1

w2
s

ns

Next we bound the second term in (24)

Var


 1

B

B∑

b=1

∑

j∈Gb

WjW
∗
b,j(x)


 =

1

B2

B∑

b=1

∑

j∈Gb

Var(Wj)(W
∗
b,j(x))

2

= Var(W1)
1

B2

B∑

b=1

∑

j∈Gb

(W ∗
b,j(x))

2

= Var(W1)
1

B

C2
f

m0h

where we used
∑

j∈Gb
(W ∗

b,j(x))
2 ≤ maxj |W ∗

b,j(x)|
∑

j∈Gb
|W ∗

b,j(x)| and Lemma 10 in the last

line. Next by independence of the noise terms we have that Var(W1) =
∑S

s=1w
2
jVar(W

(s)
1 ). Set

δ′ = mins δs and h ≍ m−1
0 . Using the properties of the noise term W

(s)
1 added for privacy, we

have:

σ2(x) ≤ (C2
α,R + 1)C2

f

S∑

s=1

w2
s

ns
+

C2
f

Bm0h

S∑

s=1

w2
s

4τ2m log(2/δ)

n2sε
2
s

where the first term represents the intrinsic variance and the second term represents the addi-

tional variance due to privacy noise.

6.1.3 Proof of the Minimax Rate

Hence we can simplify the upper bound on variance as

σ2(x) . log(N) log(2/δ′)
S∑

s=1

w2
s

1

ns ∧m−1
0 n2sε

2
s

. log(N) log(2/δ′)
1

∑S
s=1 ns ∧m−1

0 n2sε
2
s
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where we used the fact that m/B ≤ m0 and our choice of weights. Set m0 = D ∧ m where

D solves (3) to obtain that σ2(x) . log(N) log(2/δ′)(D ∧ m)−2α , and we also know that

bias2(x) = h2α = (m0)
2α = (D ∧m)−2α. Combining these two the minimax rate is given by

log(N) log(2/δ′)
(
D−2α ∨m−2α

)
.

6.2 Auxiliary Lemmas and Propositions

Lemma 9 (Variance Identity).

Var

(
L∑

l=1

Al

)
=
∑

l 6=l′
Cov(Al, Al′) ≤

∑

l 6=l′

√
Var(Al)

√
Var(Al′) ≤

(
L∑

l=1

√
Var(Al)

)2

.

Lemma 10 (Properties of Weights W ∗
m0,j

(x)). Under Assumptions (LP1)–(LP3), m0 ≥ m̃,

h ≥ 1/2m0, and x ∈ [0, 1], the weights W ∗
m0,j

(x) satisfy:

(i) supj:|ζj−x|≤h

∣∣∣W ∗
m0,j

(x)
∣∣∣ ≤ Cf

m0h
,

(ii)
∑m0

j=1

∣∣∣W ∗
m0,j

(x)
∣∣∣ ≤ Cf ,

(iii) W ∗
m0,j

(x) = 0 if |ζj − x| > h.

Lemma 11 (Polynomial Interpolation Property). For any polynomial Q of order l, the weights

W ∗
m0,j

(x) satisfy:
m0∑

j=1

Q(ζj)W
∗
m0,j(x) = Q(x).

in particular it implies that
∑m0

j=1W
∗
m0,j

(x) = 1 and
∑m0

j=1(ζj − x)kW ∗
m0,j

(x) = 0 for k ∈ [l].

Lemma 12 (Bias of truncated gaussians). Let W ∼ N(µ, σ2), µ ∈ R then the bias of [W ]τ−τ for

τ > |µ| is bounded by ∣∣E[W ]τ−τ − µ
∣∣ ≤ 4|µ|e−

1
2σ2 (τ−|µ|)2

Proof. For simplicity assume σ = 1. First note that E[W ]τ−τ −µ = E[Z]τ+µ
−τ+µ where Z ∼ N(0, 1).

Then, for µ > 0 and τ > µ,

0 < E[Z]τ+µ
−τ+µ ≤ E[Z]τ−µ

−τ+µ + (2µ)P(τ − µ ≤ Z ≤ τ + µ) ≤ 4µe−
1
2
(τ−µ)2 .

Similarly, for µ < 0 and τ > µ, we obtain that

0 > E[Z]τ+µ
−τ+µ ≥ 4µe−

1
2
(τ+µ)2 .

Combining these two cases together, we have for µ ∈ R and τ large that

E[Z]τ+µ
−τ+µ ≤ 4|µ|e− 1

2
(τ−|µ|)2 .
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7 Proofs related to the lower bound theorems

7.1 Proofs for the independent design lower bound (Theorem 5)

7.1.1 Proof of Lemma 3

As a first step, we enlarge the collection of differentially private protocols to selectively include

protocols which rely on both Y (s) and X(s) for estimating f , for a selection of servers. This

step allows us to circumvent technical data processing arguments later on in the proof. To that

extent, consider S ⊂ [S], to be determined later. Write ∆X(s) = (X
(s)
i −EfX

(s)
i )i∈[n]. Let Mε,δ

denote the collection of all (ε, δ)-differentially private protocols where the s-th transcript T (s) is

allowed to depend on (X(s), Y (s)) if s ∈ S, whereas T (s) is allowed to depend on (Y (s),∆X(s))

if s /∈ S. Note that this does not impact our definition of the channel generating T (s) being

differentially private otherwise, as the unit of privacy is the same for (Y
(s)
i· ,X

(s)
i , T

(s)
i· ) as it is

for (Y
(s)
i· , T

(s)
i· ). The class Mε,δ is a superset of Mε,δ, so

inf
f̂∈Mε,δ

sup
f∈Hα(R)

Ef‖f̂ − f‖22 ≥ inf
f̂∈Mε,δ

sup
f∈Hα(R)

Ef‖f̂ − f‖22.

Consider D∗ to be the solution to the equation (2) and set L = ⌈log2(D∗)⌉. Consider now

the L-dimensional sub-model given by

Hα
R,L :



f ∈ HR

α : f =
2L∑

k=1

fkφLk, fk ∈ [−2−L(α+1/2)R, 2−L(α+1/2)R]



 , (25)

where φk are the wavelet basis functions at resolution level L. Let µ and ν denote dominating

measures for PY (s),
f and P

(Y (s)X(s))
f , respectively, for f ∈ Hα

R,L. Denote fL by the vector {fl : l =
1, . . . , L}. Let ∇fL denote the vector of partial derivatives with respect to the vector fL.

Since Hα
R,L is a subset of HR

α , we have that

sup
f∈Hα(R)

Ef‖f̂ − f‖22 ≥ sup
f∈Hα

R,L

Ef‖f̂ − f‖22,

where f =
∑2L

k=1 fkφLk. Furthermore, for any probability distribution π on Hα
R,L, the latter is

futher lower bounded by ∫

fL

Ef‖f̂ − f‖22π(fL)dfL.

Note that Ef‖f̂ − f‖22 ≥ Ef

(∑2L

k=1(f̂k − fk)
2
)
, where f̂k =

∫
f̂φLk. For getting a lower bound

on the minimax risk we will use a multivariate version of the Van-Trees inequality due to [16]

(Theorem 1), which bounds the ℓ2-risk by

∫

fL

E




2L∑

k=1

(f̂k − fk)
2


λ(fL)dfL ≥ 22L∫

Tr(ITfL)π(fL)dfL + J(π)
,
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where ITfL is the sub-model Fisher information associated with the transcript T =

(T (1), . . . , T (S)):

ITfL = Ef

[
∇fL log

(
dPT

f

dµ′

)][
∇fL log

(
dPT

f

dµ′

)]⊤
,

and π(fL) =
∏2L

k=1 πk(fk) is a prior for the parameter fL and J(π) is the Fisher information

associated with the prior π:

J(π) =
2L∑

k=1

∫
π′k(fk)

2

πk(fk)
dfLk.

The independence of the data in the servers implies independence of the transcripts, which yields

∇fL log

(
dPT

f

dµ′

)
=

S∑

s=1

∇fL log

(
dPT (s)

f

dµ′

)
.

Let Z(s) denote either (Y (s),∆X(s)) if s ∈ Sc or (Y (s),X(s)) if s ∈ S and let η denote µ or ν

accordingly. By Bayes rule, it follows that

∇fL log

(
dPT (s)

f

dµ′

)
=

∫
dPT (s)|Z(s)

dµ′ ∇fL

dPZ(s)

f

dη dη

dPT (s)

f

dµ′

= Ef

[
∇fL log

(
dPZ(s)

f

dµ

)∣∣∣∣T
(s)

]
.

The identity (16) follows. The data generating mechanism forms a Markov chain; f → X(s) →
Y (s), where the joint distribution degenerates as

dP
(X(s),Y (s))
f = dP

(X(s))
f dP(Y (s)|X(s)).

Hence,

Ef


∇fL log


dP

(X(s),Y (s))
f

dµ × ν



∣∣∣∣T

(s)


 = Ef


∇fL log


dP

(X(s))
f

dν



∣∣∣∣T

(s)




which implies that the Fisher information corresponding to the joint distribution Z(s) =

(Y (s),X(s)) equals

I
Xs|T (s)

f = Ef Ef


∇fL log


dP

(X(s))
f

dν



∣∣∣∣T

(s)


Ef


∇fL log


dP

(X(s))
f

dν



∣∣∣∣T

(s)



⊤

.

Let X(s) follow the dynamics of (15). By the orthogonality of the φlk’s, the wavelet transfor-

mation of X
(s)
i ;

X
(s)
ik =

∫
X

(s)
i (t)φLk(t)dt

d
= fl + 2−L(α+1/2)(1/2 −B

(s)
ik ) where B

(s)
ik

iid∼ Beta(2, 2), (26)
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with k = 1, . . . , 2L, is sufficient for the observations X(s) and submodel Hα
R,L. By the Neyman-

Pearson factorization lemma,

E


∇fL log


dP

(X(s))
f

dν



∣∣∣∣T

(s)


 = E


∇fL log



dP

(X
(s)
L )

f

dλ



∣∣∣∣T

(s)


 ,

where X
(s)
L = {X(s)

ik : k = 1, . . . , 2L} and λ is the Lebesgue measure on R
2L .

Similarly, since for the observations (Y
(s)
ij ,X

(s)
i − EfX

(s)
i ) the distribution of X

(s)
i − EfX

(s)
i

is stationary in f , the statistics Ỹ
(s)
ij = Y

(s)
ij − [X

(s)
i − EfX

(s)
i ](ζ

(s)
ij ) are sufficient for f ;

Ỹ
(s)
ij = f(ζ

(s)
ij ) + ξ

(s)
ij , (27)

and for Ỹ (s) = (Ỹ
(s)
ij )i∈[n],j∈[ms], we obtain

I
Y (s)|T (s)

f = Ef Ef


∇fL log


dP

(Ỹ (s)|T (s))
f

dµ



∣∣∣∣T

(s)


Ef


∇fL log


dP

(Ỹ (s)|T (s))
f

dµ



∣∣∣∣T

(s)



⊤

.

Let φ(ζ
(s)
ij ) =

(
φl(ζ

(s)
ij )
)
l∈[L]

. The score function for Ỹ (s) is given in (14). By linearity of the

trace operation,

∫
Tr(IT (s)(f))dπ(f) =

∑

s∈S

∫
Tr(IT (s)(f))dπ(f) +

∑

s∈Sc

∫
Tr(IT (s)(fL))dπ(f).

Now, setting

S =
{
s ∈ [S] : Tr(IX

(s)|T (s)
) < Tr(IY

(s)|T (s)
)
}
,

and noting that by standard data processing arguments it holds that

Tr(IX
(s)|T (s)

) ≤ Tr(IX
(s)
) and Tr(IY

(s)|T (s)
) ≤ Tr(IY

(s)
),

(see e.g. [32]).

By taking as prior πk a rescaled version of the density t 7→ cos2(πt/2)1{|t| ≤ 1} such that

it is supported on [−2−L(α+1/2)R, 2−L(α+1/2)R], we obtain that prior is supported on Hα
R,L. By

a straightforward calculation for the Fisher information associated with the prior, we have that

the minimax risk is lower bounded by

inf
f̂∈Mε,δ

sup
f∈Hα

R,L

Ef‖f̂ − f‖22 ≥
22L

supfL Tr(IT (fL)) +
2Lπ2

(2−L(α+1/2)R)2

.

Combining this with the earlier identities of Lemmas 3 and 4 yields the (further) lower bound

1

C
(∑S

s=1min
{
2−2Lmsn2sε

2
s, 2

−Lmsns, 2L(2α−1)n2sε
2
s, 2

2Lαns
}
+ 22αL

)
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For any D∗ ≥ 1 and 1 ≤ D ≤ D∗ such that

D2α
∗ ≥

S∑

s=1

min
{
D−1nsms,D

−2msn
2
sε

2
s,D

2αns,D
2α−1n2sε

2
s

}
,

the latter quantity is further lower bounded by

1

C
(∑S

s=1min {D−1nsms,D−2msn2sε
2
s,D

2αns,D2α−1n2sε
2
s}+D2α∗

) & D−2α
∗ .

7.1.2 Proof of Lemma 4

We provide a bound for each of the four terms in the minimum separately. The data processing

inequalities capturing the loss of information due to privacy constraints follow from Lemma 21

and Lemma 17. Recall that

IY
(s)

f = Ef Ef

[
SY (s)

f

∣∣T (s)
]
Ef

[
SY (s)

f

∣∣T (s)
]⊤
,

where SY (s)

f is given by SY (s)

f =
∑n

i=1 S
Y

(s)
i

f and

S
Y

(s)
i

f =
m∑

j=1


Y (s)

ij −
2L∑

k=1

fkφl(ζ
(s)
ij )


 φ(ζ

(s)
ij ), (28)

By a straightforward calculation,

Ef [S
Y (s)

f ][SY (s)

f ]⊤ = msnsI2L ,

so the bound λmax(Ef [S
Y (s)

f ][SY (s)

f ]⊤) ≤ msns in combination with Lemma 21 yields that

Tr(IY
(s)

f ) . msn
2
sε

2
s and

Tr(IY
(s)

f ) = 2Lmsns.

The relationship (26) defines a regular location-shift model, which yields that the Fisher

information for f in the observational model for X(s) is given by

IX
(s)

f = Ef Ef


∇f log



dP

(X
(s)
L )

f

dν





E


∇f log



dP

(X
(s)
L )

f

dλ







⊤

= cns2
2L(α+1/2)I2L ,

for some constant c > 0. The lemma follows by combining the bounds for the four terms in the

minimum.
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7.2 Proof of the common design lower bound (Theorem 6)

The lower bound of the order m−2α is the same as in the non-private case, see e.g. [9], Theorem

2.1. Consider the L + K-th resolution level of an A > α smooth orthonormal wavelet basis

φlk(x) = 2l/2φ(2lx − k) for l ∈ {l0, l0 + 1, . . . , and k = 1, . . . , 2L+K}, with K ∈ N such that a

subset of the wavelets {φk : k = 1, . . . , 2L} satisfies φk = φ(L+K)ik disjoint support.

Define fµ with µ = (µ1, . . . , µ2L) ∈ R2L as

fµ =
2L∑

k=1

µkφk.

Let d ∈ N such that m = ⌊d · 2L⌋. Consider now the model

Y
(s)
ij = fµ(Tj) + Vij + ξ

(s)
ij , Vi(t) =

2L∑

k

Z
(s)
ik uk(t) ξ

(s)
ij ∼ N(0, 1),

with Vij = Vi(ζj), uk(t) =
(
maxj∈[d] |φk(ζj)|

)−1
φk(t) and Z

(s)
ik i.i.d. truncated standard normal

N[−1,1](0, 1).

Note that the function fµ + V is in Hα(R) for R > 1, for small enough ‖µ‖2 and large

enough m. Write φd :=
(
φ1(

j
m )
)
j∈[d]

and u = φd
‖φd‖∞ . The vector Vi = (Vij)i∈[n] has covariance

matrix proportional to Σ := diag(uuT , . . . , uuT ). We denote by Y
(s)
i the vector (Y

(s)
ij )j∈[m] and

by fµ(T ) the vector (fµ(ζj))j∈[m]

The wherever it is non-zero, the likelihood for the i-th individual satisfies

pµ(Y
(s)
i ) ∝ exp

(
−1

2

(
Y

(s)
i − fµ(T )

)T
(Σ + Im)−1

(
Y

(s)
i − fµ(T )

))
,

where the normalizing constant can be seen to not depend on µ.

Here, fµ(T ) can be written as

fµ(T ) =




∑
k µkφk(T1)

...∑
k µkφk(Tm)


 =




φ1(T1) · · · φN (T1)
...

. . .
...

φ1(Tm) · · · φN (Tm)







µ1
...

µ2L


 = ΦTµ.

where Φ is an 2L ×m matrix. Hence, its score in µ is given by

S
Y

(s)
i

f := Φ(Σ + Im)−1(Y
(s)
i − fµ(T )) (29)

Hence, the Fisher information for the i-th individual −Ef
∂2

∂µ2 log pµ(Y
(s)
i ) is bounded above by

Φ (Σ + Im)−1Φ⊤.

By Lemma 22, we have that

Φ (Σ + Im)−1Φ⊤ � 2L‖φ‖2∞I2L .
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Write SY
f =

∑ns
i=1 S

Y
(s)
i

f and

Cf (T ) = E
[
SY
f | T

]
E
[
SY
f | T

]T
.

By combining the previous inequality with Lemma 15 and 21, we have that

ETr(Cf (T )) . 2ns
√
2Lεs

√
ETr(Cf (T )) + nsδs · 2L(

√
msns ∨ms) log(1/δs) + nsδs. (30)

If
√
Tr(E(Cf (T ))) ≤

√
2Lnsεs, then there is nothing to prove. So assume instead that√

Tr(E(Cf (T ))) ≥
√
2Lnsεs. Combining the above display with (37), we get

√
ETr(Cf (T )) . 2

√
2Lnsεs + δsε

−1
s n−1

s

√
2L(

√
msns ∨ms) log(1/δs) +

δs√
2Lεs

.

The assumption of small enough δ (δs log(1/δs) .
n2
sε

2
s√

msns∨ms
) implies that the last two terms

are o(
√
msnsεs) which yields that

Tr(E(Cf (T ))) . 2Ln2sε
2
s.

We also have If (Z) = Var(Sf (Z1)) . 2LI2L as already shown. Hence we have that Tr(Cf (T )) ≤
(2L)2ns. Using the von-Trees construction of Lemma 3, we have that

sup
f∈HR

α

Ef‖f̂ − f‖22 &
22L

∑S
s=1(2

Ln2sε
2
s) ∧ (ns22L) + π2(2L)2α+2

.

Optimizing over L, the result follows.

Lemma 13. Consider Σ = diag


uuT , . . . , uuT︸ ︷︷ ︸

N times


 where u =

φd
‖φd‖∞ , φd :=

(
φ1(

j
m )
)
j∈[d]

and

define

Φ =




φ1(T1) · · · φ2L(T1)
...

. . .
...

φ1(Tm) · · · φ2L(Tm)


 .

It holds that

Φ (Σ + Im)−1 ΦT = a2LI2L � 2L‖φ‖2∞I2L .

where a2L =
‖φd‖22

1+c2
2L

‖φd‖22
and c2L = 1√

2L
‖φd‖−1

∞ .

Proof. We have

Φ (Σ + Im)−1 ΦT = Φ
(
diag

(
uuT , . . . , uuT

)
+ Im

)−1
ΦT

= Φ

(
diag

[(
Id −

uuT

1 + uTu

)
, . . . ,

(
Id −

uuT

1 + uTu

)])
ΦT

= ΦΦT − 1

1 + uTu
Φdiag

(
uuT , . . . , uuT

)
ΦT .
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Leveraging the fact that the φ’s have disjoint support, we have that

ΦΦT =




∑m
j=1 φ

2
1(ζj)

∑m
j=1 φ1(ζj)φ2(ζj) · · ·∑m

j=1 φ1(ζj)φ2(ζj)
∑m

j=1 φ
2
2(ζj) · · ·

...
...

. . .




=




∑m
j=1 φ

2
1(ζj) 0 · · ·

0
∑m

j=1 φ
2
2(ζj) · · ·

...
...

. . .


 .

Recalling that φk(x) = 2L/2+K/2φ(2L+Kx − k) and d ∈ N such that m = ⌊d2L⌋, we have that∑m
j=1 φ

2
k(ζj) ≤ 2

∑d
j=1 φ

2
1(ζj). This implies that

ΦΦT = 2




d∑

j=1

φ21(ζj)


 I2L .

Similarly, we have that

Φdiag
(
uuT , . . . , uuT

)
ΦT �




φT
d uu

Tφd 0 0 · · ·
0 φT

d uu
Tφd 0 · · ·

...
...

...
. . .


 = (u⊤φd)

2I2L

We have that u = ‖φd‖−1
∞ φd. Denote cL = ‖φd‖−1

∞ and note that u⊤φd = cL‖φd‖22 and u⊤u =

c2L‖φd‖22. The result now follows:

Φ (Σ + Im)−1 ΦT �
(
‖φd‖22 −

c2L‖φd‖42
1 + c2L‖φd‖22

)
I2L

=
‖φd‖22

1 + c2L‖φd‖22
I2L � 1

c2L
I2L � 2L‖φ‖2∞I2L .

Lemma 14. For M ≍ 2L(
√
msns ∨ms) log(1/δs) we have that

2Mδs +

∫ ∞

M
P (|G1| ≥ t) dt+

∫ ∞

M
P

(
|Ğ1| ≥ t

)
dt . δs2

L(
√
msns ∨ms) log(1/δs) + δs.

where SYi
f := Φ(Σ + Im)−1(Yi − fµ(T )), S

Y (s)

f :=
∑n

i=1 S
Yi
f and Gi = 〈E[SYi

f |T ], SYi
f 〉 and Ği =

〈E[SYi
f |T ], S̆Y

(s)
i

f 〉 with S̆Y
(s)
i

f an independent copy S
Y

(s)
i

f .

Proof of Lemma 22. We proceed along the same line as in Lemma16. We first analyze the term

concerning Gi = 〈E[SY (s)

f |T ], SY
(s)
i

f 〉. Using Jensen’s and the law of total probability, we have

that for i = 1, . . . , ns,

Eet|Gi| ≤ Eet|〈S
Y (s)

f ,S
Y
(s)
i

f 〉|.
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Without loss of generality, consider the index i to be equal to 1. Note that we have that

〈SY (s)

f , S
Y

(s)
1

f 〉 =∑ns
i=1〈S

Y
(s)
i

f , S
Y

(s)
1

f 〉.
Using our model we have that

S
Y

(s)
i

f = Φ(Σ + Ims)
−1(ξi + Vi)

This implies that S
Y

(s)
i

f ∼ N(0,Φ(Σ + Ims)
−1ΦT ) = N(0, a2LId), where a2L is given by Lemma

21. Using the linearity of expectation, we have that 〈SY (s)

f , S
Y

(s)
1

f 〉 = ∑ns
i=1〈Sf (Zi), S

Y
(s)
1

f 〉. We

can split the sum into two terms

〈SY (s)

f , S
Y

(s)
1

f 〉 = ‖SY
(s)
1

f ‖22 +
ns∑

i=2

ms∑

j=1

ξij〈Sf (Zi), S
Y

(s)
1

f 〉

Hence we have that

Eet|〈S
Y (s)

f ,S
Y
(s)
i

f 〉| ≤ E


et‖S

Y
(s)
1

f ‖22e
t

∣

∣

∣

∣

∣

∑ns
i=2〈Sf (Zi),S

Y
(s)
1

f 〉
∣

∣

∣

∣

∣




= E


et‖S

Y
(s)
1

f ‖22E


e

t

∣

∣

∣

∣

∣

∑ns
i=2〈Sf (Zi),S

Y
(s)
1

f 〉
∣

∣

∣

∣

∣ | Z1







Conditional on Z1, we have that
∑ns

i=2〈Sf (Zi), S
Y

(s)
1

f 〉 behaves as follows
ns∑

i=2

〈Sf (Zi), S
Y

(s)
1

f 〉 | Z1 ∼ N
(
0, (ns − 1)a2L‖Sf (Z1)‖22

)

Hence, using the m.g.f of Gaussian, we have that

Eet|〈S
Y (s)

f ,S
Y
(s)
i

f 〉| ≤ 2E

(
et‖S

Y
(s)
1

f ‖22e
1
2
t2(ns−1)a

2L
‖SY

(s)
1

f ‖2
)

= 2E
(
e(t+

1
2
t2(ns−1)a

2L)‖Sf (Z1)‖2
)

= 2E
(
e(t+

1
2
t2(ns−1)a

2L)a2L
∑ms

j=1 U
2
j

)

= 2E
(
e(t+

1
2
t2(ns−1)a

2L)a2LmsU2
1

)

where we have used the fact that S
Y

(s)
i

f ∼ N(0, a2LId) hence ‖SY
(s)
i

f ‖2 = a2L
∑ms

i=1 U
2
i

with Ui as i.i.d standard Gaussians. The last expectation is bounded by a constant if(
t+ 1

2t
2(ns − 1)a2L

)
a2Lms ≤ 1

2 (using the fact that U2
1 is χ2

1). Hence if t . 1
ms2L

∧ 1√
msns2L

then Eet|G1| ≤ c. It follows that

P(|G1| > u) ≤ P(et|G1| ≥ etu)

≤ e−tu
Eet|G1|

≤ 2ece
−u

(

1

ms2L
∧ 1√

msns2L

)

.
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This means that for M & 2L(
√
msns ∨ms) log(1/δs), we obtain

∫ ∞

M
P (|Gi| ≥ t) dt . 2e− log(1/δs) = 2δs.

In a similar fashion we can show that
∫∞
M P

(
|Ği| ≥ t

)
dt . 2δs.

7.3 Differential privacy data processing inequalities for the Fisher informa-

tion

Lemma 15. Let Cf (T ) denote the matrix

Ef

[
SY (s)

f | T
]
Ef

[
SY (s)

f | T
]T
, (31)

where SY (s)

f =
∑ns

i=1 S
Y

(s)
i

f denotes the score function of f for the observational model Y (s) as

defined in (28).

It holds that EfTr(Cf (T )) ≤ 2Lmsns.

Furthermore, assuming δs is such that δs log(1/δs) .
(

ns
ms

∧
√

ns
ms

)
ε2sL

−1, it also holds that

EfTr(Cf (T )) . msn
2
sε

2
s.

Proof of Lemma 15. The first assertion follows by standard data processing arguments for the

Fisher information, see e.g. [32]. By Lemma 4.2 in [8], there exists a universal constant C > 0

such that

EfTr(Cf (T )) ≤Cnsεs
√

EfTr(Cf (T ))

√
λmax(Var(S

Y
(s)
i

f )

+ 2nsMδs + ns

∫ ∞

M
P (|Gi| ≥ t) dt+ ns

∫ ∞

M
P

(
|Ği| ≥ t

)
dt,

with

Gi =

〈
Ef [S

Y (s)

f | T ], SY
(s)
i

f

〉
and Ği =

〈
Ef [S

Y (s)

f | T ], S̆Y
(s)
i

f

〉
, (32)

and S̆
Y

(s)
i

f denotes the data set S
Y

(s)
i

f with its ith data point Y
(s)
i replaced by an independent

copy Y̆
(s)
i .

Note that Var(S
Y

(s)
i

f ) = msIL,

Varf (S
Y (s)

f ) =

ms∑

j=1


Y (s)

ij −
2L∑

k=1

fkφl(ζ
(s)
ij )


φ(ζ

(s)
ij )

hence λmax(Var(S
Y (s)

f )) = ms. Lemma 16 yields that for M ≍ 2L(
√
nsm

3/2
s ∨m2

s) log(1/δs), we

have that

2Mδs +

∫ ∞

M
P (|G1| ≥ t) dt+

∫ ∞

M
P

(
|Ğ1| ≥ t

)
dt . δs2

L(
√
nsm

3/2
s ∨m2

s) log(1/δs) + δs.
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Using Lemma 16, we have that

EfTr(Cf (T )) . 2ns
√
msεs

√
EfTr(Cf (T )) + nsδs2

L(
√
nsm

3/2
s ∨m2

s) log(1/δs) + nsδs. (33)

If
√

Tr(Ef (Cf (T ))) ≤ √
msnsεs, then there is nothing to prove. So assume instead that√

Tr(Ef (Cf (T ))) ≥
√
msnsεs. Combining the above display with (33), we get

√
EfTr(Cf (T )) . 2

√
msnsεs + δsε

−1
s 2L(

√
nsms ∨m3/2

s ) log(1/δs) +
δs√
msεs

.

The assumption of small enough δs (δs log(1/δs) .
(

ns
ms

∧
√

ns
ms

)
ε2s2

−L) implies that the last

two terms are o(
√
msnsεs) which yields the result.

Lemma 16. Let

Gi =

〈
Ef [S

Y (s)

f | T ], SY
(s)
i

f

〉
, Ği =

〈
Ef [S

Y (s)

f | T ], S̆Y
(s)
i

f

〉
,

and S̆
Y

(s)
i

f denotes the data set S
Y

(s)
i

f with its ith data point Y
(s)
i replaced by an independent copy

Y̆
(s)
i .

For M ≍ 2L(
√
nsm

3/2
s ∨m2

s) log(1/δs) we have that

2Mδs +

∫ ∞

M
Pf (|G1| ≥ t) dt+

∫ ∞

M
Pf

(
|Ğ1| ≥ t

)
dt . δs2

L(
√
nsm

3/2
s ∨m2

s) log(1/δs) + δs.

Proof of Lemma 16. We first analyze the term with Gi in the integrand. Using Jensen’s inequal-

ity and the law of total probability, we have for i = 1, . . . , ns,

Ef exp(t |Gi|) = Ef exp

(
t

∣∣∣∣
〈
Ef [S

Y (s)

f | T ], SY
(s)
i

f

〉∣∣∣∣
)

=

∫ ∫
exp

(
t

∣∣∣∣
〈
Ef [S

Y (s)

f | T = u], S
Y

(s)
i

f (yi)

〉∣∣∣∣
)
dP T |Y (s)

i =yi(u)dP Y
(s)
i (yi)

≤
∫ ∫

Ef

[
exp

(
t

∣∣∣∣
〈
SY (s)

f , S
Y

(s)
i

f (yi)

〉∣∣∣∣
)

| T = u

]
dP T |Y (s)

i =yi(u)dP Y
(s)
i (yi)

= Ef exp

(
t

∣∣∣∣
〈
SY (s)

f , S
Y

(s)
i

f

〉∣∣∣∣
)
.

Without loss of generality, consider i = 1. we have

〈
SY (s)

f , S
Y

(s)
1

f

〉
=

ns∑

i=1

〈
S
Y

(s)
i

f , S
Y

(s)
1

f

〉
=

ns∑

i=1

ms∑

j=1

ξ
(s)
ij

〈
φ(ζ

(s)
ij ), S

Y
(s)
1

f

〉
,

where ξ
(s)
ij

i.i.d.∼ N (0, 1). We have

〈
SY (s)

f , S
Y

(s)
1

f

〉
=

∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

+

ns∑

i=2

ms∑

j=1

ξ
(s)
ij

〈
φ(ζ

(s)
ij ), S

Y
(s)
1

f

〉
.
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Hence,

Ef exp

(
t

∣∣∣∣
〈
SY (s)

f , S
Y

(s)
1

f

〉∣∣∣∣
)

≤ Ef


exp

(
t

∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

)
exp


t

∣∣∣∣∣∣

ns∑

j=2

〈
S
Y

(s)
j

f , S
Y

(s)
1

f

〉∣∣∣∣∣∣






,

which in turn equals

Ef


exp

(
t

∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

)
Ef


exp


t

∣∣∣∣∣∣

ns∑

j=2

〈
S
Y

(s)
j

f , S
Y

(s)
1

f

〉∣∣∣∣∣∣



∣∣∣∣∣ {ζ

(s)
ij }, Y (s)

1




 .

Conditionally on {ζ(s)ij } and Y
(s)
1 , the sum

∑ns
j=2

〈
S
Y

(s)
j

f , S
Y

(s)
1

f

〉
is normal with mean zero, since

ns∑

j=2

ms∑

j=1

ξ
(s)
ij

〈
φ(ζ

(s)
ij ), S

Y
(s)
1

f

〉 ∣∣∣∣[{ζ
(s)
ij }, Y (s)

1 ] ∼ N


0,

ns∑

j=2

ms∑

j=1

〈
φ(ζ

(s)
ij ), S

Y
(s)
1

f

〉2

 .

Using the moment generating function of the normal distribution, we have

Ef exp

(
t

∣∣∣∣
〈
SY (s)

f , S
Y

(s)
1

f

〉∣∣∣∣
)

≤ 2Ef


exp

(
t

∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

)
exp


1

2 t
2

ns∑

j=2

ms∑

j=1

〈
φ(ζ

(s)
ij ), S

Y
(s)
1

f

〉2



 .

(34)

Next,

ns∑

j=2

ms∑

j=1

〈
φ(ζ

(s)
ij ), S

Y
(s)
1

f

〉2

≤
ns∑

j=2

ms∑

j=1

∥∥∥φ(ζ(s)ij )
∥∥∥
2

2

∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

≤ c2φms (ns − 1) 2L
∥∥∥∥S

Y
(s)
1

f

∥∥∥∥
2

2

.

Hence, as a consequence of (34),

Ef exp

(
t

∣∣∣∣
〈
SY (s)

f , S
Y

(s)
1

f

〉∣∣∣∣
)

≤ 2Ef

[
exp

(
t

∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

)
exp

(
1
2 t

2 c2φms (ns − 1) 2L
∥∥∥∥S

Y
(s)
1

f

∥∥∥∥
2

2

)]

= 2Ef

[
exp

(
(
t+ 1

2 t
2 c2φms (ns − 1) 2L

) ∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

)]
. (35)

Setting s = t+ 1
2 t

2 c2φms (ns − 1) 2L, we proceed to bound E exp

(
s

∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

)
. Observe that

∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

=

2L∑

k=1




ms∑

j=1

ξ1j φLk(ζ
(s)
1j )




2

≤
2L∑

k=1




ms∑

j=1

ξ21j






ms∑

j=1

φ2Lk(ζ
(s)
1j )


 ≤ c2φms 2

L
ms∑

j=1

ξ21j .

Hence by independence and the m.g.f. bound for ξ21j ,

Ef exp

(
s

∥∥∥∥S
Y

(s)
1

f

∥∥∥∥
2

2

)
≤ Ef exp


s c2φms 2

L
ms∑

j=1

ξ21j


 =

(
Ef exp

(
s c2φms 2

L ξ211
))ms

.
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One checks this is bounded by a constant as soon as s ≤ 1
m2

s 2
L , which, recalling that s =

t+ 1
2 t

2 c2φms (ns − 1) 2L, is the case when t . 1
m2

s 2
L ∧ 1√

ns m
3/2
s 2L

.

Within this regime, E exp(t |G1|) ≤ ec for some constant c > 0. Consequently,

P (|G1| > u) ≤ P (exp(t |G1|) ≥ exp(t u))

≤ exp(−t u) E exp(t |G1|)
≤ 2 ec exp

(
−u

(
1√

ns m
3/2
s 2L

∧ 1
m2

s 2
L

))
.

Thus, setting

M & 2L
(√

nsm
3/2
s ∨ m2

s

)
log
(

1
δs

)
,

one gets ∫ ∞

M
P (|G1| ≥ t) dt . 2 exp

(
− log

(
1
δs

))
= 2 δs.

We now turn to the term
∫∞
M P

(
|Ğ1| ≥ t

)
dt. By a similar argument, observe

Ef exp
(
t |Ği|

)
= Ef exp

(
t

∣∣∣∣
〈
Ef [S

Y (s)

f | T ], S̆Y
(s)
i

f

〉∣∣∣∣
)

≤ Ef exp

(
t

∣∣∣∣
〈
SY (s)

f , S̆
Y

(s)
i

f

〉∣∣∣∣
)
.

By symmetry, 〈
SY (s)

f , S̆
Y

(s)
1

f

〉
=

ns∑

j=1

ms∑

s=1

ξij

〈
φ(Y

(s)
js ), S̆

Y
(s)
1

f

〉
.

The same argument as before yields

Ef exp

(
t

∣∣∣∣
〈
SY (s)

f , S̆
Y

(s)
1

f

〉∣∣∣∣
)

≤ 2Ef

[
exp

(
1
2 t

2 c2φms ns 2
L

∥∥∥∥S̆
Y

(s)
1

f

∥∥∥∥
2

2

)]
.

As before, this remains bounded when t . 1
m2

s 2
L ∧ 1√

ns m
3/2
s 2L

. Hence the same exponential tail

bound applies;

∫ ∞

M
P

(
|Ğ1| ≥ t

)
dt . 2 exp

(
− log

(
1
δs

))
= 2 δs for M & 2L

(√
nsm

3/2
s ∨ m2

s

)
log
(

1
δs

)
.

Putting all pieces together yields the statement of the lemma.

Lemma 17. Consider X
(s)
L;i = (X

(s)
1i , . . . ,X

(s)

2Li
) where X

(s)
ki is defined as in (26). It holds that

Tr(IX
(s)

f ) ≤ ns2
L and if 0 ≤ δs ≤

((
ns2

−L ∧ n1/2s 2−L/2
)
ε2s

)1+p
for some p > 0, we also have

that

Tr(IX
(s)

f ) ≤ Cn2sε
2
s

for a constant C > 0.
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Proof. The bound Tr(IX
(s)

f ) ≤ ns2
L follows by the fact that conditional expectation contracts

the L2-norm. For the second statement, we start introducing the notationsX(s) = n−1
s

∑ns
i=1X

(s)
L;i

and

Gi =
〈
E0

[
nsX(s) | T (s)

]
,X

(s)
L;i

〉
.

For the remainder of the proof, consider versions of X(s) and T (s) defined on the same probability

space, and we shall write as a shorthand

P
s ≡ P

(X(s),T (s))
0 and E

s ≡ E
(X(s),T (s))
0 .

For random variables V,W defined on the same probability space, it holds that

EWE[W | V ] = EE[W | V ]E[W | V ],

since W − E[W | V ] is orthogonal to E[W | V ]. Combining this fact with the linearity of the

inner product and conditional expectation, we see that

Tr(IX
(s)

f ) = E
T (s)

0

∥∥∥E0[nsX(s) | T (s)]
∥∥∥
2

2
=

ns∑

i=1

E
sGi.

Define also

Ği =
〈
E0[nsX(s) | T (s)], X̆

(s)
Li

〉
,

where X̆
(s)
Li is an independent copy of X

(s)
L;i (defined on the same, possibly enlarged probability

space) and note that EsĞi = 0. Write G+
i := 0 ∨Gi and G

−
i = −(0 ∧Gi). We have

E
sG+

i =

∫ ∞

0
P
s
(
G+

i ≥ t
)
dt =

∫ T

0
P
s
(
G+

i ≥ t
)
+

∫ ∞

T
P
s
(
G+

i ≥ t
)

≤ eεs
∫ T

0
P
s
(
Ğ+

i ≥ t
)
dt+ Tδs +

∫ ∞

T
P
s
(
G+

i ≥ t
)

≤
∫ T

0
P
s
(
Ğ+

i ≥ t
)
dt+ 2εs

∫ T

0
P
s
(
Ğ+

i ≥ t
)
dt+ Tδs +

∫ ∞

T
P
s
(
G+

i ≥ t
)

≤
∫ ∞

0
P
s
0

(
Ğ+

i ≥ t
)
dt+ 2εs

∫ ∞

0
P
s
(
Ğ+

i ≥ t
)
dt+ Tδs +

∫ ∞

T
P
s
(
G+

i ≥ t
)
,

Similarly, we obtain

E
sG−

i ≥
∫ T

0
P
s
(
G−

i ≥ t
)

≥ e−εs

∫ T

0
P
s
(
Ğ−

i ≥ t
)
dt− Tδs

≥
∫ T

0
P
s
(
Ğ−

i ≥ t
)
dt− 2εs

∫ ∞

0
P
s
(
Ğ−

i ≥ t
)
dt− Tδs

≥
∫ ∞

0
P
s
(
Ğ−

i ≥ t
)
dt− 2εs

∫ ∞

0
P
s
(
Ğ−

i ≥ t
)
dt− Tδs −

∫ ∞

T
P
s
(
Ğ−

i ≥ t
)
dt.
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Putting these together with Gi = G+
i −G−

i , we get

E
sGi ≤

∫ ∞

0
P
s
(
Ğ+

i ≥ t
)
dt−

∫ ∞

0
P
s
(
Ğ−

i ≥ t
)
dt+ 2εs

∫ ∞

0
P
s
(
|Ği| ≥ t

)
dt

+ 2Tδs +

∫ ∞

T
P
s
(
G+

i ≥ t
)
dt+

∫ ∞

T
P
s
(
Ğ−

i ≥ t
)
dt

= E
sĞi + 2εsE

s|Ği|+ 2Tδs +

∫ ∞

T
P
s
(
G+

i ≥ t
)
dt+

∫ ∞

T
P
s
(
Ğ−

i ≥ t
)
dt.

The first term in the last display equals 0. For the second term, observe that

Ği

∣∣∣∣
[
T (s),X(s)

]
∼ N(0, ‖E0[nsX(s) | T (s)]‖22),

so

E
s|Ği| = E

X(s),T (s)
E
X̆(s) |Ği| = E‖E[nsX(s) | T (s)]‖2 ≤

√
Tr(IX

(s)

f ),

where the last inequality is Cauchy-Schwarz. To bound the terms
∫ ∞

T
P
s
(
G+

i ≥ t
)
dt+

∫ ∞

T
P
s
(
Ğ−

i ≥ t
)
dt,

we shall employ tail bounds, which follow after showing that Gi is
√

2Lns-sub-exponential. To

see this, note that by applying Cauchy-Schwarz and Jensen’s inequality followed by the law of

total probability, we have that

E
set|Gi| = E

set|〈E0[nsX(s)|T (s)],X
(s)
L;i〉|

≤ E
se

t
2

(

∥

∥

∥
E0[nsX(s)|T (s)]

∥

∥

∥

2

2
+
∥

∥

∥
X

(s)
L;i

∥

∥

∥

2

2

)

≤

√

E0e
t
∥

∥

∥
E0[nsX(s)|T (s)]

∥

∥

∥

2

2

√

E0e
t
∥

∥

∥
X

(s)
L;i

∥

∥

∥

2

2

≤ E0e
t|〈nsX(s),X

(s)
Li 〉|,

where the last equality follows from the fact that conditional expectation contracts the L1-norm.

Next, we bound E
X(s)

0 et|〈nsX(s),X
(s)
L;i〉|. By the triangle inequality and Cauchy-Schwarz,

E
X(s)

0 et|〈nsX(s),X
(s)
Li 〉| ≤

√
EX(s)

0 e2t|〈
∑ns

k 6=i X
(s)
Lk ,X

(s)
Li 〉|

√
E
X

(s)
L;i

0 e2t|〈X
(s)
L;i,X

(s)
Li 〉|.

The random variable 〈X(s)
L;i ,X

(s)
Li 〉 is the inner product of centered beta(2, 2) distributed random

variables, so

E
X

(s)
L;i

0 e2t|〈X
(s)
L;i,X

(s)
Li 〉| ≤ e2

L−1t.

By Lemma 19,

E
X(s)

0 e2t|〈
∑ns

k 6=i X
(s)
Lk ,X

(s)
Li 〉| ≤ ect

2(ns−1)2L ,
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for some c > 0. By the fact that G+
i ≤ |Gi| and Markov’s inequality,

P
s(G+

i > T ) ≤ P
s(|Gi| > T ) ≤ e−tT

E
set|Gi|, for all T, t > 0.

Combining this with the bound for the moment generating function derived above means that

for δs = 0, the result follows from letting T → ∞. If δs > 0, take T = 32(2L ∨
√

2Lns) log(1/δs)

to obtain that
∫ ∞

T
P
s
(
G+

i ≥ t
)
dt ≤ e− log(1/δs).

It is easy to see that the same bound applies to
∫∞
T P

s
0

(
Ğ−

i ≥ t
)
dt. We obtain that

ns∑

i=1

E
sGi ≤ 2nsεs

√
Tr(IX

(s)

f ) + 64δs(2
L ∨

√
2Lns) log(1/δs) + 2nsδs.

If
√

Tr(IX
(s)

f ) ≤ nsεs, the lemma holds (there is nothing to prove). So assume instead that
√

Tr(IX
(s)

f ) ≥ nsεs. We find that

√
Tr(IX

(s)

f ) ≤ 2nsεs + 64δs
2L ∨

√
2Lns

nsεs
log(1/δs) +

2

εs
δs.

Since xp log(1/x) tends to 0 as x → 0 for any p > 0, the result follows for δs ≤((
ns

2L
∧ n

1/2
s√
2L

)
ε2s

)1+p

for some p > 0 as this implies that the last two terms are O(nsεs).

7.3.1 Auxiliary lemmas

The following lemmas are folkore that involve straightforward calculations, but included for

completeness.

Lemma 18. Let Z be N(0, 1), 0 ≤ λ ≤ 1/4. Then,

Eeλ(Z
2−1) ≤ e2λ

2
.

Proof. Using the change of variables u = z
√
1− 2λ,

Eeλ(Z
2−1) =

1√
2π

∫
eλ(z

2−1)e−
1
2
z2dz

=
e−λ

√
2π(1 − 2λ)

∫
e−

1
2
z2dz =

e−λ

√
(1− 2λ)

.

The MacLaurin series of −1
2 log(1− 2λ) reads

1

2

∞∑

k=1

(2λ)k

k
,
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which yields that the second last display equals

exp

(
3

2
λ2 +

1

2

∞∑

k=3

(2λ)k

k

)
.

If λ ≤ 1/4,
∞∑

k=3

(2λ)k

k
≤ (2λ)3

1− 2λ
≤ λ2,

from which the result follows.

Lemma 19. Let a ∈ R and let Z,Z ′ i.i.d.∼ N(0, Id) for d ∈ N.

Then, a〈Z,Z ′〉 is Ca
√
d-sub-exponential for a universal constant C > 0 and

Eet|a〈Z,Z
′〉| ≤ 2et

2a2d,

whenever |t| ≤ (2a2)−1.

Proof. Since 〈Z,Z ′〉|Z ′ ∼ N(0, ‖Z ′‖2),

Eeta〈Z,Z
′〉 = E

Z′
E
Z|Z′

eta〈Z,Z
′〉 = E

Z′
e

t2a2

2
‖Z′‖22 .

By Lemma 18, the latter is further bounded by

e
t2a2d

2
+ t4a4d

2 ≤ et
2a2d,

whenever t2a2 ≤ 1/2. The conclusion then follows by e.g. Proposition 2.7.1 in [29], since 〈Z,Z ′〉
is mean zero. For the last statement,

〈Z,Z ′〉|Z ′ d
= −〈Z,Z ′〉|Z ′.

Consequently,

E
Z|Z′

et|a〈Z,Z
′〉| = E

Z|Z′
1{〈Z,Z′〉>0}e

ta〈Z,Z′〉 + E
Z|Z′

1{〈Z,Z′〉≤0}e
−ta〈Z,Z′〉

≤ 2EZ|Z′
eta〈Z,Z

′〉,

and the proof follows by what was shown above.

Lemma 20. Consider for L ∈ N and a nonnegative positive integer sequence Kn,

Sn :=
1√
Kn

Kn∑

i=1

ζi

where (ζ1, . . . , ζKn) independent random variables with mean zero and unit variance.

Assume that the random variables satisfy Cramér’s condition, i.e. for some ǫ > 0 and all

t ∈ (−ǫ, ǫ), i = 1, . . . ,Kn,

Eetζi <∞.

Then, for any sequence of positive numbers tn such that Kn & t3n, it holds that

Pr (Sn ≥ tn) ≤ O(1) · e−t2n/2.
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7.4 Proof of the common design lower bound

7.5 Proof for common design

Proof of lower bound for Theorem ??. Consider the L + K-th resolution level of an A > α

smooth orthonormal wavelet basis φlk(x) = 2l/2φ(2lx − k) for l ∈ {l0, l0 + 1, . . . , and k =

1, . . . , 2L+K , with K ∈ N such that a subset of the wavelets {φk : k = 1, . . . , 2L} satisfies

φk = φ(L+K)ik disjoint support.

Define fµ with µ = (µ1, . . . , µ2L) ∈ R
2L as

fµ =

2L∑

k=1

µkφk.

Let d ∈ N such that m = ⌊d · 2L⌋. Consider now the model

Y
(s)
ij = fµ(Tj) + Vij + ξ

(s)
ij , Vi(t) =

2L∑

k

Zkuk(t) ξ
(s)
ij ∼ N(0, 1),

with Vij = Vi(Tj), uk(t) =
(
maxj∈[d] |φk(Tj)|

)−1
φk(t) and Zk i.i.d. truncated standard normal

N[−1,1](0, 1).

Note that the function fµ + V is in Hα(R) for R > 1, for small enough ‖µ‖2 and large

enough m. Write φd :=
(
φ1(

j
m )
)
j∈[d]

and u = φd
‖φd‖∞ . The vector Vi = (Vij)i∈[n] has covariance

matrix proportional to Σ := diag(uuT , . . . , uuT ). We denote by Y
(s)
i the vector (Y

(s)
ij )j∈[m] and

by fµ(T ) the vector (fµ(Tj))j∈[m]

The wherever it is non-zero, the likelihood for the i-th individual satisfies

pµ(Y
(s)
i ) ∝ exp

(
−1

2

(
Y

(s)
i − fµ(T )

)T
(Σ + Im)−1

(
Y

(s)
i − fµ(T )

))
,

where the normalizing constant can be seen to not depend on µ.

Here, fµ(T ) can be written as

fµ(T ) =




∑
k µkφk(T1)

...∑
k µkφk(Tm)


 =




φ1(T1) · · · φN (T1)
...

. . .
...

φ1(Tm) · · · φN (Tm)







µ1
...

µ2L


 = ΦTµ.

where Φ is an 2L ×m matrix. Hence, its score in µ is given by

S
Y

(s)
i

f := Φ(Σ + Im)−1(Y
(s)
i − fµ(T )) (36)

Hence, the Fisher information for the i-th individual −Ef
∂2

∂µ2 log pµ(Y
(s)
i ) is bounded above by

Φ (Σ + Im)−1Φ⊤.
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By Lemma 22, we have that

Φ (Σ + Im)−1Φ⊤ � 2L‖φ‖2∞I2L .

Write SY
f =

∑ns
i=1 S

Y
(s)
i

f and

Cf (T ) = E
[
SY
f | T

]
E
[
SY
f | T

]T
.

By combining the previous inequality with Lemma 15 and 21, we have that

ETr(Cf (T )) . 2ns
√
2Lεs

√
ETr(Cf (T )) + nsδs · 2L(

√
msns ∨ms) log(1/δs) + nsδs. (37)

If
√
Tr(E(Cf (T ))) ≤

√
2Lnsεs, then there is nothing to prove. So assume instead that√

Tr(E(Cf (T ))) ≥
√
2Lnsεs. Combining the above display with (37), we get

√
ETr(Cf (T )) . 2

√
2Lnsεs + δsε

−1
s n−1

s

√
2L(

√
msns ∨ms) log(1/δs) +

δs√
2Lεs

.

The assumption of small enough δ (δs log(1/δs) .
n2
sε

2
s√

msns∨ms
) implies that the last two terms

are o(
√
msnsεs) which yields that

Tr(E(Cf (T ))) . 2Ln2sε
2
s.

We also have If (Z) = Var(Sf (Z1)) . 2LI2L as already shown. Hence we have that Tr(Cf (T )) ≤
(2L)2ns. Using Lemma ?? and putting everything together we have that

sup
f∈HR

α

Ef‖f̂ − f‖22 &
(2L)2

2Ln2sε
2
s ∧ ns(2L)2 + π2(2L)2α+2

.

Now we can choose 2L ≍ (n2sε
2
s)

1
2α+1 , then we obtain the private minimax lower bound, and

2L = 1 recovers the 1/ns rate, for the m−2α
s we can use the existing non private lower bound.

Lemma 21. Consider Σ = diag


uuT , . . . , uuT︸ ︷︷ ︸

N times


 where u =

φd
‖φd‖∞ , φd :=

(
φ1(

j
m )
)
j∈[d]

and

define

Φ =




φ1(T1) · · · φ2L(T1)
...

. . .
...

φ1(Tm) · · · φ2L(Tm)


 .

It holds that

Φ (Σ + Im)−1 ΦT = a2LI2L � 2L‖φ‖2∞I2L .

where a2L =
‖φd‖22

1+c2
2L

‖φd‖22
and c2L = 1√

2L
‖φd‖−1

∞ .
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Proof. We have

Φ (Σ + Im)−1 ΦT = Φ
(
diag

(
uuT , . . . , uuT

)
+ Im

)−1
ΦT

= Φ

(
diag

[(
Id −

uuT

1 + uTu

)
, . . . ,

(
Id −

uuT

1 + uTu

)])
ΦT

= ΦΦT − 1

1 + uTu
Φdiag

(
uuT , . . . , uuT

)
ΦT .

Leveraging the fact that the φ’s have disjoint support, we have that

ΦΦT =




∑m
j=1 φ

2
1(Tj)

∑m
j=1 φ1(Tj)φ2(Tj) · · ·∑m

j=1 φ1(Tj)φ2(Tj)
∑m

j=1 φ
2
2(Tj) · · ·

...
...

. . .




=




∑m
j=1 φ

2
1(Tj) 0 · · ·

0
∑m

j=1 φ
2
2(Tj) · · ·

...
...

. . .


 .

Recalling that φk(x) = 2L/2+K/2φ(2L+Kx − k) and d ∈ N such that m = ⌊d2L⌋, we have that∑m
j=1 φ

2
k(Tj) ≤ 2

∑d
j=1 φ

2
1(Tj). This implies that

ΦΦT = 2




d∑

j=1

φ21(Tj)


 I2L .

Similarly, we have that

Φdiag
(
uuT , . . . , uuT

)
ΦT �




φT
d uu

Tφd 0 0 · · ·
0 φT

d uu
Tφd 0 · · ·

...
...

...
. . .


 = (u⊤φd)

2I2L

We have that u = ‖φd‖−1
∞ φd. Denote cL = ‖φd‖−1

∞ and note that u⊤φd = cL‖φd‖22 and u⊤u =

c2L‖φd‖22. The result now follows:

Φ (Σ + Im)−1 ΦT �
(
‖φd‖22 −

c2L‖φd‖42
1 + c2L‖φd‖22

)
I2L

=
‖φd‖22

1 + c2L‖φd‖22
I2L � 1

c2L
I2L � 2L‖φ‖2∞I2L .

Lemma 22. For M ≍ 2L(
√
msns ∨ms) log(1/δs) we have that

2Mδs +

∫ ∞

M
P (|G1| ≥ t) dt+

∫ ∞

M
P

(
|Ğ1| ≥ t

)
dt . δs2

L(
√
msns ∨ms) log(1/δs) + δs.

where SYi
f := Φ(Σ + Im)−1(Yi − fµ(T )), S

Y (s)

f :=
∑n

i=1 S
Yi
f and Gi = 〈E[SYi

f |T ], SYi
f 〉 and Ği =

〈E[SYi
f |T ], S̆Y

(s)
i

f 〉 with S̆Y
(s)
i

f an independent copy S
Y

(s)
i

f .
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Proof of Lemma 22. We proceed along the same line as in Lemma16. We first analyze the term

concerning Gi = 〈E[SY (s)

f |T ], SY
(s)
i

f 〉. Using Jensen’s and the law of total probability, we have

that for i = 1, . . . , ns,

Eet|Gi| ≤ Eet|〈S
Y (s)

f ,S
Y
(s)
i

f 〉|.

Without loss of generality, consider the index i to be equal to 1. Note that we have that

〈SY (s)

f , S
Y

(s)
1

f 〉 =∑ns
i=1〈S

Y
(s)
i

f , S
Y

(s)
1

f 〉.
Using our model we have that

S
Y

(s)
i

f = Φ(Σ + Ims)
−1(ξi + Vi)

This implies that S
Y

(s)
i

f ∼ N(0,Φ(Σ + Ims)
−1ΦT ) = N(0, a2LId), where a2L is given by Lemma

21. Using the linearity of expectation, we have that 〈SY (s)

f , S
Y

(s)
1

f 〉 = ∑ns
i=1〈Sf (Zi), S

Y
(s)
1

f 〉. We

can split the sum into two terms

〈SY (s)

f , S
Y

(s)
1

f 〉 = ‖SY
(s)
1

f ‖22 +
ns∑

i=2

ms∑

j=1

ξij〈Sf (Zi), S
Y

(s)
1

f 〉

Hence we have that

Eet|〈S
Y (s)

f ,S
Y
(s)
i

f 〉| ≤ E


et‖S

Y
(s)
1

f ‖22e
t

∣

∣

∣

∣

∣

∑ns
i=2〈Sf (Zi),S

Y
(s)
1

f 〉
∣

∣

∣

∣

∣




= E


et‖S

Y
(s)
1

f ‖22E


e

t

∣

∣

∣

∣

∣

∑ns
i=2〈Sf (Zi),S

Y
(s)
1

f 〉
∣

∣

∣

∣

∣ | Z1







Conditional on Z1, we have that
∑ns

i=2〈Sf (Zi), S
Y

(s)
1

f 〉 behaves as follows

ns∑

i=2

〈Sf (Zi), S
Y

(s)
1

f 〉 | Z1 ∼ N
(
0, (ns − 1)a2L‖Sf (Z1)‖22

)

Hence, using the m.g.f of Gaussian, we have that

Eet|〈S
Y (s)

f ,S
Y
(s)
i

f 〉| ≤ 2E

(
et‖S

Y
(s)
1

f ‖22e
1
2
t2(ns−1)a

2L
‖SY

(s)
1

f ‖2
)

= 2E
(
e(t+

1
2
t2(ns−1)a

2L)‖Sf (Z1)‖2
)

= 2E
(
e(t+

1
2
t2(ns−1)a

2L)a2L
∑ms

j=1 U
2
j

)

= 2E
(
e(t+

1
2
t2(ns−1)a

2L)a2LmsU2
1

)
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where we have used the fact that S
Y

(s)
i

f ∼ N(0, a2LId) hence ‖SY
(s)
i

f ‖2 = a2L
∑ms

i=1 U
2
i

with Ui as i.i.d standard Gaussians. The last expectation is bounded by a constant if(
t+ 1

2t
2(ns − 1)a2L

)
a2Lms ≤ 1

2 (using the fact that U2
1 is χ2

1). Hence if t . 1
ms2L

∧ 1√
msns2L

then Eet|G1| ≤ c. It follows that

P(|G1| > u) ≤ P(et|G1| ≥ etu)

≤ e−tu
Eet|G1|

≤ 2ece
−u

(

1

ms2L
∧ 1√

msns2L

)

.

This means that for M & 2L(
√
msns ∨ms) log(1/δs), we obtain

∫ ∞

M
P (|Gi| ≥ t) dt . 2e− log(1/δs) = 2δs.

In a similar fashion we can show that
∫∞
M P

(
|Ği| ≥ t

)
dt . 2δs.

7.6 Lower Bound Common Design Auxilliary Lemmas

Lemma 23. Let B ∼ Beta(2, 2). Define U = 1
2 − B. Let µ ∈ R and consider the random

variable

X = µ+ U.

The Fisher information for the parameter µ is given by a positive constant independent of µ.

Proof. The probability density of B is given by

fB(b) = 6b(1 − b), b ∈ [0, 1].

Hence, the density fU of U satisfies

fU (u) = fB
(
1
2 − u

)
= 6

(
1
2 − u

) (
1
2 + u

)
= 6

(
1
4 − u2

)
.

and we find that probability density function of X is

fX(x;µ) = fU(x− µ) = 6
(
1
2 − (x− µ)

) (
1
2 + (x− µ)

)
.

The differentiating the log-likelihood, we have

∂

∂µ
log fX(x;µ) =

∂

∂µ
log fU(u)

∣∣∣∣
u=x−µ

= −f
′
U(u)

fU(u)
,

where u = x− µ. Hence, the Fisher information for µ is

I(µ) = E

[(
∂

∂µ
log fX(X;µ)

)2
]
=

∫ 1/2

−1/2

f ′U(u)
2

fU (u)
du,

since X −µ d
= U . We have

(f ′
U (u))2

fU (u) = 24u2

1
4−u2

, so the integral is positive and independent of µ.
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