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Abstract

Existing DeepFake detection techniques primarily focus
on facial manipulations, such as face-swapping or lip-
syncing. However, advancements in text-to-video (T2V) and
image-to-video (I2V) generative models now allow fully AI-
generated synthetic content and seamless background al-
terations, challenging face-centric detection methods and
demanding more versatile approaches.

To address this, we introduce the Universal Network
for Identifying Tampered and synthEtic videos (UNITE)
model, which, unlike traditional detectors, captures full-
frame manipulations. UNITE extends detection capabilities
to scenarios without faces, non-human subjects, and com-
plex background modifications. It leverages a transformer-
based architecture that processes domain-agnostic features
extracted from videos via the SigLIP-So400M foundation
model. Given limited datasets encompassing both fa-
cial/background alterations and T2V/I2V content, we in-
tegrate task-irrelevant data alongside standard DeepFake
datasets in training. We further mitigate the model’s ten-
dency to over-focus on faces by incorporating an attention-
diversity (AD) loss, which promotes diverse spatial atten-
tion across video frames. Combining AD loss with cross-
entropy improves detection performance across varied con-
texts. Comparative evaluations demonstrate that UNITE
outperforms state-of-the-art detectors on datasets (in cross-
data settings) featuring face/background manipulations and
fully synthetic T2V/I2V videos, showcasing its adaptability
and generalizable detection capabilities.

1. Introduction

The rise of synthetic media, especially DeepFakes, has
transformed content perception and interaction online.
Hyper-realistic images produced by technologies like
FLUX1.1 [1] are challenging for even humans to identify as
fake, and with the development of their video model under-
way, this underscores the critical need for effective detec-

Figure 1. Problem Overview: Existing DeepFake detection meth-
ods primarily focus on identifying face-manipulated videos, most
of which cannot perform inference unless there is a face detected
in the video. However, with advancements like seamless back-
ground modifications (e.g., AVID [61]) and hyper-realistic con-
tent from games like GTA-V [24] and T2V/I2V models [9], a
more comprehensive approach is needed. A model trained with
only cross-entropy (CE) loss, using full frames, automatically fo-
cuses on the face, capturing temporal discontinuities through its
transformer architecture, performing better than random (≈) on
T2V/I2V content but struggling with background manipulations.
UNITE, with its attention-diversity (AD) loss, effectively detects
both face/background manipulations and fully synthetic content.

tion methods for media generated by deep neural networks.
Traditional DeepFake generators [28, 49] focus on manipu-
lating human faces through face-swapping and lip-syncing.
However, powerful text-to-video (T2V) and image-to-video
(I2V) models [42, 52, 63] have expanded manipulation pos-
sibilities beyond faces.

While conventional detectors [10, 45, 57] perform well
on older, face-centric DeepFake datasets [17, 30, 43], they
often struggle with newer manipulations involving full
scenes or backgrounds. DeepFake-O-Meter [26] is an open-
source tool (consisting of several state-of-the-art models)
for DeepFake detection, but it cannot run inference unless a
human face is visible in the image/video. The rapid spread
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of misinformation, particularly during critical periods such
as elections, highlights the need for generalizable detection
models capable of identifying diverse manipulations, in-
cluding face, background, and fully AI-generated T2V/I2V
content with/without human subjects (overview in Fig. 1).

To address these challenges, we present a Universal
Network for Identifying Tampered and synthEtic videos or
UNITE model, which detects both partially manipulated
(foreground/background) and fully synthetic videos. Un-
like detectors focused solely on face detection, UNITE an-
alyzes entire frames, regardless of whether a human subject
is present in the videos.

Given the inherent domain gaps in DeepFake datasets
[44, 64], even when generated by similar techniques, we
leverage the SigLIP-So400m [4] foundation model to ex-
tract domain-agnostic features. This serves as inputs to a
learnable transformer with multi-head attention, enabling
effective detection by capturing temporal inconsistencies in
synthetic content. However, preliminary experiments show
that training a transformer architecture solely with cross-
entropy (CE) loss often leads to the attention heads con-
verging on the face region (Fig. 3). As a result, the model
struggles during inference when handling videos where a
real human subject is placed in a manipulated background
or content generated by T2V [8, 52] and I2V [35, 63] mod-
els. To address this, we introduce an “attention-diversity”
(AD) loss that encourages attention heads to focus on differ-
ent spatial regions, enhancing the model’s ability to capture
critical cues from both foreground and background.

Due to the limited availability of open-source datasets
covering face or background manipulations and fully AI-
generated content, we employ innovative training strategies
for UNITE. This includes integrating task-irrelevant data
with standard DeepFake datasets to simulate AI-generated
synthetic media. Beyond the popularly used FaceForen-
sics++ [43] dataset, we utilize the SAIL-VOS-3D [24]
dataset, originally designed for 3D video object segmenta-
tion in the game GTA-V. As this dataset is fully synthetic, it
helps simulate AI-generated media, enhancing our model’s
ability to detect diverse forms of synthetic manipulation.

Our contributions can be summarized as follows:

• We propose UNITE, a model for detecting partially ma-
nipulated (foreground/background) and fully synthetic
videos, moving beyond face-centric DeepFake detection.

• Unlike detectors relying on face detection and cropping,
our model can process full video frames and can detect
fakes even if there are no human subjects.

• Using the SigLIP-So400m foundation model [4], we ex-
tract domain-agnostic features, enabling generalization to
in-the-wild DeepFakes.

• We introduce an attention-diversity loss, encouraging at-
tention heads to focus on diverse spatial regions, enhanc-
ing detection beyond face manipulations.

• Unlike existing methods that evaluate on a few datasets,
we comprehensively assess UNITE on a broad range of
face and synthetic datasets with various T2V/I2V genera-
tors, outperforming detection in foreground, background,
and T2V/I2V manipulations.

2. Related Work
Face-centric DeepFake Detection: Methods such as [13,
19, 40] focus on modeling spatial inconsistencies for Deep-
Fake detection. Concas et al. [13] track specific facial fea-
tures (eyes, nose, mouth) in a high-frequency domain, as
fake videos exhibit distinct behaviors in this space com-
pared to real ones. However, due to their dataset-centric
architectures, it is not a generalizable approach. PUDD
[40] learns person-specific prototypes by modeling patterns
from real videos and assessing how closely inference videos
match these prototypes, making it less effective for detect-
ing in-the-wild DeepFakes. LAA-Net [39] attempts to im-
prove generalizability through a multi-task attention mod-
ule that detects artifacts via heatmap and self-consistency
regression, but it works by analyzing every still frame of
a video, thus limiting its scalability. Mazaheri et al. [36]
tackled the challenging problem of detecting and localizing
expression swaps, where the number of manipulated pixels
is even fewer compared to identity swaps. Although the au-
thors obtained good localization performance, their reliance
on a CNN-based architecture limits their ability to capture
temporal inconsistencies effectively.

DPNet [50] and ID-Reveal [16] are identity-aware tem-
poral artifact modeling methods: DPNet [50] focuses on
interpretable, prototype-based detection of unnatural move-
ments through dynamic feature representations, while ID-
Reveal [16] leverages metric learning on real data to de-
tect biometric inconsistencies. However these methods as-
sume access to authentic reference videos, making them
unfit for in-the-wild DeepFake detection. Shifting from
identity-specific methods, TALL [57] constructs composite
“thumbnail” images from four consecutive frames taken at
random timestamps for temporal analysis. TI2Net [32] cap-
tures temporal anomalies by subtracting consecutive frame
features but relies on the assumption that FaceSwap manip-
ulations show pronounced inter-frame discrepancies.

Choi et al. [11] approach DeepFake detection by tar-
geting suppressed variance in style-based latent temporal
features via a StyleGRU module. However, this method is
limited to cropped face regions, making it ineffective for
T2V/I2V or background-manipulated videos.
Synthetic Video Detection: While there has been con-
siderable effort in synthetic image detection [14, 15, 55],
synthetic video detection is a scarcely explored area. De-
Mamba [9], a recently proposed synthetic video detector,
analyzes small zones of video frames to capture how pixels
change spatiotemporally. Its continuous scanning approach
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Figure 2. UNITE architecture overview: We extract domain-
agnostic features (ξ) using the SigLIP-So400m foundation model
[4] to mitigate domain gaps between DeepFake datasets (Sec. 3.2).
These embeddings, combined with positional encodings, are input
to a transformer with multi-head attention and MLP layers (Sec.
3.3), culminating in a classifier for final predictions. AD-loss (Sec.
3.4) encourages the model attention to span diverse spatial regions.

better tracks subtle changes and patterns, making it easier
to spot manipulated or fake content. The authors also pro-
pose a million scale T2V/I2V dataset (which we call the
DeMamba dataset hereforth) to evaluate their performance.
However, the method was not evaluated on typical Deep-
Fake datasets [30, 43, 53] and thus is not fit for human-
centric DeepFake detection. In contrast our UNITE model
is built to detect partially manipulated as well as fully AI-
generated videos. A key reason for the scarcity of synthetic
video detection methods in the literature is the lack of stan-
dardized datasets for training and evaluation.

3. Proposed Method
In this section we first describe our problem setup (Sec.
3.1), then we describe the foundation model-based video
encoding (Sec. 3.2), our trainable transformer architecture
(Sec. 3.3) and finally the novel loss function for training
the UNITE model (Sec. 3.4). The overview of the UNITE
architecture is shown in Fig. 2.

3.1. Problem Setup
For each video in the dataset, we implement a frame sam-
pling strategy where every other frame is extracted. From
the resulting collection of frames, we construct video seg-
ment samples consisting of nf = 64 consecutive frames,
which are defined as a single data sample, denoted as “v”.
This selection aligns with the context window established
for our video transformer model, ensuring that each sample
retains the temporal coherence necessary for effective train-

ing. In instances where the video duration results in fewer
than nf frames, we apply padding (ablation in supplemen-
tary) to ensure that each sample remains uniform in size.

Given that the original video-level classification labels
are known and fake videos contain manipulations through-
out their entirety (i.e., no videos have manipulations lim-
ited to specific frames), each nf -frame segment generated
from a given video is assigned the same label (denoted by
l ∈ 0, . . . , nc) as the source video, with number of possible
classes as nc. The aggregation of these samples across all
videos forms our final dataset, vi, liNi=1 ∈ V , where N is
the total number of samples obtained. This approach serves
as a data augmentation technique, increasing the number of
training samples without additional data collection.

3.2. Domain-Agnostic Feature Extraction
Our objective is to leverage the trained UNITE model for
detecting in-the-wild DeepFakes, necessitating careful con-
sideration of the domain gap [7, 34] between the train and
test datasets. To effectively mitigate the impact of domain
discrepancies, we utilize the SigLIP foundation model [59]
to extract domain-agnostic features. Specifically, we em-
ploy the ”shape-optimized” ViT [4] image encoder, whose
architecture is rooted in [18]. The SigLIP-So400m [4]
model was contrastively pretrained on 3B diverse examples
using a sigmoid loss, enabling it to capture robust, general-
izable features while maintaining a compact size (400M pa-
rameters). This extensive pretraining makes SigLIP partic-
ularly adept at extracting domain-invariant representations,
crucial for handling the significant variability encountered
in DeepFake datasets and real-world scenarios.

For every frame fj (resized to R384×384×3), of a video
sample vi ∈ V , we obtain an image encoding from the
frozen SigLIP-So400m [4] model as ej = SigLIP (fj) ∈
Rts×ds , where j ∈ {1, 2, . . . , nf}, since there are nf

frames per video sample (as explained in Sec. 3.1), ts =
729 represents the token length and ds = 1152 represents
the feature dimension. We concatenate these frame-level
features for the video sample vi, while maintaining the
order of the frames, to obtain a video segment encoding
denoted by ξi ∈ Rnf×ts×ds , which are used as input to
our trainable transformer architecture. This encoded video
dataset can be denoted as {ξi, li}Ni=1 ∈ Vξ.

3.3. Learnable Transformer Architecture
The UNITE architecture is a multi-head self-attention
(MHSA) based transformer model designed specifically for
video classification tasks. It leverages the strengths of
Transformer networks to process sequences of video frame
embeddings effectively, allowing for robust classification
performance. The UNITE architecture allows for adjustable
depth, signifying the number of encoder blocks stacked
within the model. A deeper architecture can capture more
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intricate features and dependencies at the cost of increased
computational complexity. For our architecture the depth
is set to 4. Ablation experiments with different transformer
depths are provided in Sec. 4.4.

3.3.1. Encoder Block
Each encoder block consists of the following components:
Multi-Head Self-Attention Layer: This layer allows the
model to focus on different parts of the input sequence si-
multaneously. With 12 attention heads in our architecture,
it captures diverse interactions and dependencies among
frames. Each head computes attention scores indepen-
dently, learning multiple representations of the input data.
This enhances the model’s ability to detect subtle temporal
variations, which is crucial for video classification. The use
of scaled dot-product attention further helps mitigate large
gradients and stabilizes training.
Layer Normalization and Residual Connections: To aid
gradient flow during training, each sub-layer incorporates
residual connections that add the input back to the out-
put, mitigating vanishing gradient issues in deep networks.
Layer normalization follows to stabilize activations and en-
hance convergence speed. Additionally, dropout is applied
post-attention to reduce overfitting by randomly deactivat-
ing a portion of neurons during training.
Feed-Forward Network (MLP): The second sub-layer is a
point-wise feed-forward network with two dense layers sep-
arated by a GELU activation [23]. This MLP enables non-
linear feature transformations, enhancing the model’s ex-
pressiveness. By projecting attention outputs into a higher-
dimensional space before reducing them, it captures com-
plex interactions beyond linear transformations.

Attention maps are derived from the outputs of the
encoder blocks to be used for computing the Attention-
Diversity loss (Sec. 3.4) and to illustrate how the model
prioritizes different spatial regions in the frames during the
classification process (Fig. 3). This interpretability is valu-
able for understanding the model’s decision-making, partic-
ularly in complex video classification scenarios.

3.3.2. Positional Encoding
We utilize a sine-cosine positional encoding scheme follow-
ing the original transformer [51] to provide a unique posi-
tion identifier for each input token. For every frame fj in
the video sample with encoded feature dimension ds (as per
Sec. 3.2), we compute the positional encoding for odd and
even indexed feature dimensions as,

PE(j,2i+1) = cos

(
j

10000
2i
ds

)
, PE(j,2i) = sin

(
j

10000
2i
ds

)
,

(1)
where, i denotes the feature index in the encoded feature
dimension ds. We embed these encodings directly into the
input tokens of our video transformer to provide positional

context, for better temporal modeling during the attention
computation with minimal computational overhead.

3.4. Attention-Diversity Loss
Training a multi-head attention transformer with only cross-
entropy loss makes the attention maps focus only on the face
regions of the frame (as evident in Fig. 3). However, we aim
to detect fake videos where the manipulation might not be in
the face at all, and instead be in the background (like video
inpainting with the AVID model [61]). To ensure that the
attention heads focus on diverse spatial regions of the video
frames, we devise the “Attention-Diversity” (AD) loss.

AD-loss is designed to minimize overlap among atten-
tion maps (obtained from the first encoder block of the
trainable transformer architecture in 3.3.1) while maintain-
ing consistency across different input video samples. The
attention outputs from the video transformer model A ∈
Rnh×ts×ds are used to pool the input SigLIP-So400m fea-
tures ξ ∈ Rnf×ts×ds , resulting in a pooled feature tensor
P ∈ Rnh×nf according to,

P =

ts∑
j=1

ds∑
k=1

Ah,j,k · ξf,j,k, (2)

where f indexes the frames (nf ), h indexes the number of
attention heads (nh), and j, k are spatial positions.

We compute “feature centers” which are points in the
feature space that serve as anchors for the learned represen-
tations of different classes. These centers represent the av-
erage features of samples from a particular class, allowing
the model to capture essential characteristics of that class.
In the context of the AD-loss, feature centers C ∈ Rnh×nf

are dynamically updated in each training iteration τ based
on the pooled feature vectors P , following,

Cτ = Cτ−1 − η

(
Cτ−1 − 1

B

B∑
b=1

Pb

)
, (3)

where η represents the learning rate (set to 0.05 in our ex-
periments) for feature center updates and B is the batch
dimension. The feature centers are initialized with zeros
(C0 = [0]nh×nf

) at the beginning of the model training.
AD-loss consists of two distinct components: within-

class loss and between-class loss inspired by the Fisher Dis-
criminant Analysis for deep networks [22]. The within-
class term calculates the distance between the pooled fea-
ture vectors P and their corresponding feature centers C,
promoting closeness among similar samples. The between-
class term measures the distance between feature centers of
different classes, encouraging them to be spaced apart in the
feature space, encouraging separability.

The within-class loss term is calculated as

Lwithin = max (∥P − C∥2 − δwithin, 0) , (4)
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where, δwithin ∈ Rnc is a hyperparameter controlling the al-
lowable distance between feature vectors and their respec-
tive feature centers for inputs of the same class, encouraging
tighter clustering and ∥·∥2 represents L2 normalization.

The between-class loss is calculated as

Lbetween =
∑
k ̸=l

(k,l)∈(nh,nh)

max (δbetween − ∥Ck − Cl∥2 , 0) ,

(5)
where δbetween is a predefined hyperparameter that ensures
a minimum distance between feature centers of different
classes. Thus the AD-loss is a simple addition of these two
components LAD = Lwithin +Lbetween, making the final ob-
jective function for training the UNITE model,

LUNITE = λ1 · LCE + λ2 · LAD, (6)

where LCE is the traditional cross-entropy loss, and λ1 and
λ2 are loss-weighting hyperparameters.

4. Experiments
4.1. Datasets
Most DeepFake datasets primarily focus on face manipula-
tions, such as face-swaps or lip-syncing, and lack fully AI-
generated video content. The DeMamba dataset [9] features
videos from T2V/I2V models, including powerful diffusion
models like SORA [5]. It is not a human-centric dataset
and primarily contains videos from natural scenes. We use
its validation split to evaluate UNITE.

To train UNITE, we employ the FaceForensics++
(FF++) [43] dataset (c23 i.e., medium-quality) and the
SAIL-VOS-3D dataset [24], which includes synthetic (al-
though not AI-generated) GTA-V game videos featuring
human subjects suitable for DeepFake detection. To eval-
uate the UNITE model, we use:
• Face manipulated data: FF++ [43] (in-domain evalu-

ation), CelebDF [30], DeeperForensics [25], Deepfake-
TIMIT [27], HifiFace [53], UADFV [58].

• Background manipulated data: Sample videos from
the AVID [61] model provided publicly by the authors.

• Fully synthetic data: GTA-V [24] (in-domain evalua-
tion), DeMamba [9].

• In-the-wild DeepFakes: Publicly available videos from
the New York Times DeepFake quiz [48].

4.2. Results and Discussion
Evaluation Metrics: Although most DeepFake detection
methods primarily report accuracy, we evaluate UNITE us-
ing additional metrics: (1) AUC (Area Under the Precision-
Recall Curve); (2) Precision@0.5 and (3) Recall@0.5 at a
0.5 confidence threshold; (4) Precs@Rec=0.8 (precision at
0.8 recall); (5) Rec@Precs=0.8 (recall at 0.8 precision).

Training Details: UNITE is trained using an AdamW op-
timizer [33] with an initial learning rate of 0.0001 and a de-
cay rate of 0.5 every 1000 steps. For AD-loss, δbetween = 0.5
and δwithin is set to [0.01,−2] for binary and [0.01,−2, 1] for
fine-grained classification in Sec. 4.3 (see supplementary
for sensitivity). Loss weights are λ1 = λ2 = 0.5. Training
uses a batch size of 32 for 25 epochs on 8 TPUv3 chips,
with the framework implemented in TensorFlow.
Quantitative Results: The results obtained by the UNITE
model when trained on FF++ [43] alone, and when trained
with both FF++ [43] and GTA-V [24] data and evaluated
on the various datasets mentioned in Sec. 4.1 are shown
in Table 1. On the AVID [61] and DeMamba datasets [9],
the model performs poorly when trained with only face ma-
nipulated data, but the performance enhances several-fold
when the GTA-V [24] synthetic data, even though it is not
AI-generated, is used in training.

Interestingly, when evaluating on face-manipulated
datasets such as CelebDF [30] and DeeperForensics [25],
we observe a performance boost, particularly for CelebDF
[30], when GTA-V [24] data is included in the training set.
Intuitively, one would expect that training solely on FF++
[43] would yield similar results since the inference set con-
sists of similar face-manipulated data. This deviation from
the expected behavior comes from the contribution of the
AD-Loss, as the ablation study (Fig. 4) using only CE-loss
compared to both CE and AD-losses reveals that the perfor-
mance is enhanced with GTA-V [24] data in training only
in the latter (detailed discussion in Sec. 4.4).

To evaluate UNITE on in-the-wild DeepFakes, we at-
tempted the recent New York Times quiz [48] (denoted by
NYTimes) which provides 10 videos (4 real and 6 fake) for
testing DeepFake detectors. UNITE got 8 of those 10 videos
correct, even though some of the face-swap videos were in-
distinguishable from real videos, even by humans. On all
the AI-generated videos, UNITE made the correct predic-
tion (when trained on FF++ [43] and GTA-V [24]).
Attention Heatmaps: To analyze the impact of CE and
AD-losses on attention distribution, we extracted attention
features from the first encoder of the UNITE model, com-
paring models trained with CE loss alone versus that trained
with both CE and AD-losses. The resulting heatmaps,
shown in Fig. 3, reveal that the model trained with only
CE loss tends to concentrate primarily on the face region.
In contrast, the model trained with the combined CE+AD
loss demonstrates a broader attention span across the frame,
as evidenced by a lighter, more distributed bluish tone in
the heatmaps, indicating increased spatial diversity in the
model’s focus. This is why on the example shown in the first
row (face-manipulated video) both models give the correct
prediction (“fake”) with high confidence, but on the row-
2 example (video generated from the Sora [6] T2V model)
the model trained with only CE loss predicted “real” with a
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Table 1. Results from the UNITE model trained with (1) FF++ [43] only and (2) FF++ [43] combined with GTA-V [24]. All other results
reflect cross-dataset evaluations except for FF++ and GTA-V (when trained). Performance gains are highlighted in green.

Train Test
FF++ GTA-V Dataset Accuracy AUC Precision@0.5 Recall@0.5 Precs@Rec=0.8 Rec@Precs=0.8

Face Manipulated Data
✓ FF++ 99.53% 99.77% 99.94% 99.49% 99.94% 99.94%
✓ CelebDF 72.61% 94.05% 96.45% 61.22% 80.45% 61.22%
✓ DeeperForensics 91.35% 100.00% 100.00% 91.35% 100.00% 91.35%
✓ DeepfakeTIMIT 86.90% 86.46% 83.61% 83.97% 88.90% 81.33%
✓ HifiFace 63.63% 62.47% 67.12% 63.63% 59.30% 63.63%
✓ UADFV 94.12% 94.38% 95.68% 97.11% 93.79% 94.38%
✓ ✓ FF++ 99.96%(+0.43) 99.89%(+0.12) 100.00%(+0.06) 99.84%(+0.35) 100.00%(+0.06) 99.96%(+0.02)
✓ ✓ CelebDF 95.11%(+22.50) 94.36%(+0.31) 96.82%(+0.37) 68.75%(+7.53) 96.53%(+16.08) 68.75%(+7.53)
✓ ✓ DeeperForensics 99.62%(+8.27) 100.00%(+0.00) 100.00%(+0.00) 99.62%(+8.27) 100.00%(+0.00) 99.63%(+8.28)
✓ ✓ DeepfakeTIMIT 91.90%(+5.00) 91.33%(+4.87) 90.45%(+6.84) 88.39%(+4.42) 100.00%(+11.10) 91.95%(+10.62)
✓ ✓ HifiFace 75.62%(+11.99) 81.24%(+18.77) 79.55%(+12.43) 71.71%(+8.08) 75.62%(+16.32) 72.47%(+8.84)
✓ ✓ UADFV 97.01%(+2.89) 94.95%(+0.57) 96.89%(+1.21) 100.00%(+2.89) 94.12%(+0.33) 100.00%(+5.62)

Background Manipulated Data
✓ AVID 41.67% 33.33% 33.33% 41.67% 41.67% 33.33%
✓ ✓ AVID 100.00%(+58.33) 100.00%(+66.67) 100.00%(+66.67) 100.00%(+58.33) 100.00%(+58.33) 100.00%(+66.67)

Fully Synthetic Data
✓ GTA-V 60.16% 61.52% 60.16% 58.73% 63.29% 58.73%
✓ DeMamba 61.47% 57.38% 67.73% 33.01% 62.15% 54.16%
✓ ✓ GTA-V 100.00%(+39.84) 100.00%(+38.48) 100.00%(+39.84) 100.00%(+41.27) 100.00%(+36.71) 100.00%(+41.27)
✓ ✓ DeMamba 87.12%(+25.65) 93.75%(+36.67) 92.76%(+25.03) 89.60%(+56.59) 89.81%(+27.66) 92.12%(+37.96)

In-the-wild DeepFakes
✓ NYTimes [48] 50.00% 53.74% 50.00% 25.00% 0.00% 0.00%
✓ ✓ NYTimes [48] 80.00%(+30.00) 97.42%(+43.68) 83.33%(+33.33) 83.33%(+58.33) 60.00%(+60.00) 100.00%(+100.00)

Table 2. SOTA Comparison on Face-Manipulated Data: We
compared the performance of UNITE with recent DeepFake de-
tectors, in terms of detection accuracy on various face manipulated
datasets. UNITE outperforms the existing methods. Bold shows
the current best results and the previous best and second-best re-
sults are highlighted in red and blue respectively.

Method FF++ CelebDF DeeperForensics UADFV
TALL [57] 98.65% 90.79% 99.62% -
ISTVT [62] 99.00% 84.10% 98.60% -

Concas et al. [13] 99.49% - - -
PUDD [40] - 95.10% - -
TI2Net [32] 99.95% 68.22% 76.08% -
LRNet [46] 99.89% 53.20% 56.77% -

Choi et al. [11] 89.00% 99.00% -
Lin et al. [31] 98.28% 74.42% - -
Guo et al. [21] 99.24% 84.97% - -

Li et al. (Res-152) [29] - - - 93.80%
HeadPose [58] - - - 89.00%

CViT [56] 93.00% - - 93.75%
FakeCatcher [12] 94.65% 91.50% - -

MesoNet [3] - - - 82.40%
UNITE (Ours) 99.96% 95.11% 99.62% 97.01%

confidence score of 99.25% (which is wrong), but the model
trained with CE+AD losses predicted “fake” with a confi-
dence of 100.00%, which is correct.
Comparison on Face Manipulated Data: UNITE is com-
pared with recent state-of-the-art (SOTA) DeepFake detec-
tion models in Table 2. The methods we compared against
were specifically designed for detecting face manipulations
and often crop faces from the videos, during both training
and inference of the models. However, UNITE, which is
designed to detect a diverse range of fake videos, still out-
performs these detectors.
Comparison on Synthetic Data: We evaluated UNITE
against state-of-the-art synthetic video detectors on the De-
Mamba dataset [9] (validation split), with results in Table
3. While existing detectors were trained on the DeMamba
train split and validated on the DeMamba validation split,
UNITE was trained on FF++ [43] and GTA-V [24]. Despite
not being trained on DeMamba, UNITE’s average perfor-
mance (including real videos) surpassed current SOTA de-

(a) Original Frame (b) CE Loss only (c) CE+AD Loss

(d) Original Frame (e) CE Loss only (f) CE+AD Loss
Figure 3. Comparison of attention heatmaps when UNITE is
trained with only CE loss (second column) versus CE and AD-
losses (third column). The CE-loss heatmap predominantly fo-
cuses on the face region, whereas the CE+AD loss heatmap
demonstrates more distributed attention across the entire frame,
as indicated by a broader bluish tone in the heatmaps. Both sam-
ples are “fake” videos– (a) is taken from Celeb-DF [30] and (d)
is taken from DeMamba [9] and generated by OpenAI’s Sora [6]
(Best viewed as GIFs provided in the supplementary material).
Yellow to blue shades show increasing attention in the plot.

tectors, with competitive generator-wise results.
Thus, UNITE reliably detects a diverse range of fake

videos (even in cross-domain settings), including T2V/I2V
videos and background manipulations, while consistently
maintaining state-of-the-art performance on traditional
face-manipulated data. UNITE eliminates the need to have
separate DeepFake and T2V/I2V video detector models by
by handling both tasks within a single trained model.

4.3. Finegrained Evaluation
In fake media detection, flagging videos partially or fully
manipulated by AI also necessitates fine-grained classifica-
tion into three classes: (1) real videos, (2) partially manip-
ulated videos, and (3) fully synthetic videos. While binary
real vs. fake classification may suffice to curb misinforma-
tion, fine-grained classification offers greater explainability
in otherwise black-box models.
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Table 3. SOTA Comparison on Synthetic Data: On the DeMamba dataset (validation split), we compare the performance
of UNITE, which was NOT trained on DeMamba train split, against state-of-the-art detectors which were trained on DeMamba train split
(results taken from Chen et al. [9]). We report the results (P = Precision and R = Recall) on the individual T2V/I2V generators and
the average performance across the entire validation set (Avg, which also includes real videos). Although the direct comparison is unfair
against UNITE which was trained with FF++ [43] and GTA-V [24], our method still outperforms these synthetic video detectors. Bold
shows the current best results and the previous best and second-best results are highlighted in red and blue respectively.

Method Metrics Sora [6]
Morph

Studio [2]
Runway ML
(Gen2) [42] HotShot [38] Lavie [54] Show-1 [60]

Moon
Valley [37] Crafter [8]

Model
Scope [52]

Wild
Scrape [9] Avg

P 71.15% 96.89% 98.51% 79.38% 84.59% 79.38% 98.79% 99.02% 92.70% 76.47% 87.91%TALL [57] R 91.07% 98.28% 97.83% 83.00% 76.57% 79.57% 99.52% 98.93% 94.14% 66.31% 88.52%
P 68.27% 99.89% 99.67% 89.35% 57.00% 36.57% 99.52% 99.71% 93.80% 88.41% 88.73%F3Net [41] R 83.93% 99.71% 98.62% 77.57% 85.24% 63.17% 99.58% 99.89% 89.43% 76.78% 81.88%
P 91.07% 99.57% 99.49% 24.29% 89.64% 57.71% 97.12% 99.86% 94.29% 87.80% 82.45%NPR [47] R 91.07% 99.57% 99.49% 24.29% 89.64% 57.71% 97.12% 99.86% 94.29% 87.80% 84.08%
P 57.21% 99.08% 99.32% 86.19% 82.24% 70.43% 99.25% 98.96% 97.18% 81.32% 87.12%STIL [20] R 67.86% 96.00% 98.41% 96.14% 77.14% 80.43% 97.44% 96.93% 96.29% 68.36% 82.22%
P 83.21% 99.99% 99.67% 50.84% 99.20% 99.27% 99.76% 99.99% 91.83% 91.77% 91.55%MINTIME-CLIP-B [9] R 89.29% 100.00% 98.99% 26.43% 96.79% 98.14% 99.84% 100.00% 84.29% 82.38% 87.62%
P 91.79% 99.99% 99.79% 45.94% 99.76% 97.80% 99.99% 99.99% 94.69% 92.32% 92.21%FTCN-CLIP-B [9] R 87.50% 100.00% 98.91% 17.71% 97.71% 91.86% 100.00% 100.00% 85.29% 82.83% 86.18%
P 67.80% 43.56% 70.88% 29.97% 52.97% 35.36% 55.52% 66.03% 44.23% 42.99% 44.83%CLIP-B-PT [9] R 85.71% 82.43% 90.36% 71.00% 79.29% 75.43% 89.62% 86.29% 82.14% 75.16% 81.74%
P 25.87% 95.14% 96.23% 73.43% 83.31% 75.49% 90.17% 95.06% 95.05% 69.95% 79.97%DeMamba-CLIP-PT [9] R 58.93% 96.43% 93.12% 68.00% 69.36% 69.00% 89.14% 91.86% 96.14% 56.59% 78.86%
P 16.39% 72.16% 87.77% 39.86% 65.57% 54.26% 75.23% 84.80% 61.60% 55.28% 61.29%XCLIP-B-PT [9] R 81.34% 82.15% 83.35% 80.98% 81.82% 81.55% 82.14% 82.98% 81.93% 81.10% 81.93%
P 18.26% 93.50% 94.72% 69.94% 78.08% 71.50% 83.95% 92.23% 93.54% 68.10% 76.38%DeMamba-XCLIP-PT [9] R 66.07% 95.86% 94.64% 77.86% 75.36% 80.29% 90.89% 92.50% 96.00% 66.41% 83.59%
P 64.42% 99.73% 96.78% 70.98% 90.35% 77.28% 97.34% 99.84% 82.01% 88.97% 86.77%XCLIP-B-FT [9] R 82.14% 99.57% 93.62% 61.29% 79.36% 69.71% 97.92% 99.79% 77.14% 83.59% 84.41%
P 88.57% 100.00% 100.00% 90.16% 89.91% 98.34% 99.52% 100.00% 98.96% 92.56% 92.76%

UNITE (Ours) R 92.11% 100.00% 94.62% 96.93% 98.12% 99.86% 98.69% 100.00% 96.29% 89.89% 89.60%

Table 4. Results obtained by the UNITE model on finegrained
classes: detecting whether a video is real, partially manipulated or
fully AI-generated. Performance gains are mentioned in green.

Train Test
FF++ GTA-V Dataset Accuracy

✓ FF++ 96.46%
✓ CelebDF 60.40%
✓ DeeperForensics 71.04%
✓ DeepFakeTIMIT 80.68%
✓ HifiFace 43.27%
✓ UADFV 90.37%
✓ AVID 50.00%
✓ GTA-V 0.00%
✓ DeMamba 38.29%
✓ ✓ FF++ 97.70%(+1.24)
✓ ✓ CelebDF 70.17%(+9.77)
✓ ✓ DeeperForensics 80.59%(+9.55)
✓ ✓ DeepFakeTIMIT 81.04%(+0.36)
✓ ✓ HifiFace 64.20%(+20.93)
✓ ✓ UADFV 92.61%(+1.24)
✓ ✓ AVID 62.50%(+12.50)
✓ ✓ GTA-V 100.00%(+100.00)
✓ ✓ DeMamba 65.84%(+27.55)

Using this defined convention of finegrained classes,
all the face manipulated datasets (CelebDF [30], Deeper-
Forensics [25], etc.) and the videos from the AVID [61]
model (background manipulations) fall under class-2, and
the videos from the GTA-V [24] and the DeMamba [9]
datasets fall in class-3. In this setup, only the final clas-
sification layer of the UNITE transformer architecture is
changed to 3 neurons with softmax activation. The results
obtained are presented in Table 4. As expected, when the
model is trained only with FF++ [43], the performance on
fully synthetic data is poor (since the model has not seen
any synthetic videos). When the GTA-V [24] data is also
used in training, the performance is much higher.

Dataset

A
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ac

y

0.00%

25.00%

50.00%

75.00%

100.00%

FF++ CelebDF UADFV AVID GTA-V DeMamba

CE Loss only AD Loss only CE+AD Loss

(a) UNITE trained on FF++ [43] only

Dataset

A
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ur
ac

y

0.00%

25.00%

50.00%

75.00%

100.00%

FF++ CelebDF UADFV AVID GTA-V DeMamba

CE Loss only AD Loss only CE+AD Loss

(b) UNITE trained on FF++ [43] and GTA-V [24]
Figure 4. Ablation Results to show the effect of changing the
loss functions used to train the UNITE model. The combination of
the cross-entropy (CE) and Attention Diversity (AD) losses always
performs better, and the contribution from the AD-loss component
increases significantly when using fully synthetic data for training.

4.4. Ablation Study

We conducted an analysis to assess the contribution of in-
dividual loss functions to the training of the UNITE model.
The outcomes of this ablation study are presented in Fig. 4.
Specifically, we evaluated the impact of the AD-loss in two
scenarios: (1) when UNITE was trained solely on the FF++
dataset [43] (Fig. 4(a)), and (2) when UNITE was trained
using a combination of the FF++ [43] and the GTA-V [24]
datasets (Fig. 4(b)). The combination of the two losses al-
ways performed better than the individual losses.
Effect on Synthetic Data: UNITE performed significantly
better on the fully sythetic datasets GTA-V [24] and De-
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Figure 5. No. of frames vs. Performance: Performance analysis
of UNITE based on the number of frames sampled per video seg-
ment. The results illustrate that as the number of frames increases
from 1 to 64 (context window), the detection accuracy improves,
showcasing UNITE’s ability to effectively capture temporal incon-
sistencies in fake videos.

Mamba [9] when the model was training includes GTA-V
[24] data. However, for the DeMamba dataset (cross-data
evaluation), the performance with only CE-loss is similar
regardless of the training data. It is the AD-loss component
that provides the accuracy boost in Fig 4(b).
Effect on Background-Manipulated Data: In Fig. 4(a),
we observe that when UNITE was trained solely on FF++
[43] using only the CE-loss, its performance on the AVID
dataset [61] was 0.00%. This outcome can be attributed
to the fact that the fake data in FF++ [43] contains exclu-
sively face-manipulated videos, causing the UNITE trans-
former’s attention heads to focus predominantly on the fa-
cial regions. As AVID [61] comprises only background-
manipulated videos, UNITE failed to detect any of the fakes
under such conditions. However, when the AD-loss was in-
troduced, the attention heads of UNITE were encouraged to
diversify their spatial focus, which significantly improved
performance. Incorporating synthetic data into training, in
Fig. 4(b), further enhanced this effect, achieving a 100%
accuracy on the AVID [61] dataset when both CE-loss and
AD-loss were applied together.
Effect on Face-Manipulated Data: For the evaluation
on face-manipulated datasets such as CelebDF [30] and
UADFV [58], one might expect comparable results between
training solely on FF++ [43] and incorporating GTA-V [24]
due to their perceived irrelevance in evaluating face-centric
manipulations. However, as shown in Fig. 4(b), training
with fully synthetic data leads to a substantial performance
improvement. Notably, in both Fig. 4(a) and (b), using
only CE loss yields similar results, but the inclusion of the
AD-loss component significantly enhances overall detec-
tion accuracy. The diversity in the training data makes the
UNITE model learn more discriminative attention map fea-
tures through the AD-loss component, which in turn helps
even in detecting face-manipulated videos.
Frames vs. Performance: For inference with UNITE,
we evaluated the impact of temporal context by vary-
ing the number of frames sampled from video segments

Depth of Model
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Figure 6. Transformer Depth Evaluation: Performance compar-
ison of UNITEwith varying the number of encoder blocks (depth).
UNITE performs optimally in cross-domain settings when the
depth is 4. Greater depths overfit to the training domains (FF++
[43] and GTA-V [24]), while a depth of 2 is insufficient to capture
the complexity of the data.

to {1, 8, 16, 32, 64}, with 64 frames corresponding to our
model’s context window. As shown in Fig. 5, performance
improves as more frames are included, demonstrating that
UNITE effectively captures temporal discontinuities in fake
videos. This highlights the model’s ability to leverage tem-
poral cues for enhanced detection accuracy.
Transformer Depth Ablation: We evaluate the impact of
varying the depth of the transformer architecture in UNITE
by adjusting the number of encoder blocks, with results
shown in Fig. 6. We tested depths of {2, 4, 6, 8} and ob-
served that the model achieved the best performance with 4
encoder blocks, which is the depth used in our final architec-
ture. This suggests that a moderate depth strikes the optimal
balance between model complexity and performance, espe-
cially in cross-dataset settings, providing robust detection
capabilities without overfitting.

5. Conclusion
Traditional DeepFake detectors, focused primarily on face-
manipulated content, struggle against newer, more sophisti-
cated forgery methods involving T2V, I2V, and background
manipulations. To address this, we proposed UNITE, lever-
aging the fully synthetic GTA-V [24] dataset for training.
While this synthetic data is not AI-generated, our results
show it effectively enhances UNITE’s ability to detect AI-
generated content and background manipulations.

A key innovation in our approach is the Attention-
Diversity (AD) loss, which encourages the model’s atten-
tion mechanism to explore diverse spatial regions, improv-
ing its detection of manipulated areas beyond the face. Con-
sequently, UNITE not only excels at detecting AI-generated
and background-altered videos but also shows a marked im-
provement in detecting traditional face-manipulated con-
tent. The comprehensive performance gains highlighted
through our ablation studies underscore the robustness of
UNITE, making it a valuable tool in the evolving landscape
of synthetic video detection.
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