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Abstract

Jailbreak prompts pose a significant threat in
AI and cybersecurity, as they are crafted to by-
pass ethical safeguards in large language mod-
els, potentially enabling misuse by cybercrim-
inals. This paper analyzes jailbreak prompts
from a cyber defense perspective, exploring
techniques like prompt injection and context
manipulation that allow harmful content gen-
eration, content filter evasion, and sensitive in-
formation extraction. We assess the impact of
successful jailbreaks, from misinformation and
automated social engineering to hazardous con-
tent creation, including bioweapons and explo-
sives. To address these threats, we propose
strategies involving advanced prompt analy-
sis, dynamic safety protocols, and continuous
model fine-tuning to strengthen AI resilience.
Additionally, we highlight the need for collab-
oration among AI researchers, cybersecurity
experts, and policymakers to set standards for
protecting AI systems. Through case studies,
we illustrate these cyber defense approaches,
promoting responsible AI practices to main-
tain system integrity and public trust. Warn-
ing: This paper contains content which the
reader may find offensive.

1 Introduction

The rapid advancement of artificial intelligence
(AI), particularly in the domain of large language
models (LLMs), has ushered in a new era of techno-
logical capabilities. These AI systems, exemplified
by models such as GPT-3, GPT-4, and their counter-
parts, have demonstrated remarkable proficiency in
natural language processing, generation, and under-
standing (Achiam et al., 2023). Their applications
span a wide range of fields, from content creation
and customer service to complex problem-solving
and decision support systems.

However, as with any powerful technology, AI
language models also present new and evolving

security challenges. One of the most pressing con-
cerns in this landscape is the emergence and poten-
tial exploitation of “jailbreak prompts” (Xie et al.,
2023; Deng et al., 2023b; Mehrotra et al., 2023; Liu
et al., 2023b; Xu et al., 2024d; Li et al., 2024b; An-
driushchenko et al., 2024; Luo et al., 2024). These
are carefully crafted inputs designed to circumvent
an AI system’s built-in ethical constraints, content
filters, or security measures. The term “jailbreak”
is borrowed from the mobile device industry, where
it refers to the process of removing manufacturer
restrictions from devices. In the context of AI, jail-
breaking involves manipulating the model to pro-
duce responses that would typically be restricted or
filtered out (Li et al., 2024b; Andriushchenko et al.,
2024; Lu et al., 2024b).

The potential for misuse of jailbreak prompts by
cybercriminals is a growing concern in the cyberse-
curity community (Zhang et al., 2024a; Shen et al.,
2023). As AI systems become more integrated into
critical infrastructure, business operations, and per-
sonal devices, the risk of their exploitation for ma-
licious purposes increases correspondingly. Cyber-
criminals could potentially use jailbreak prompts
to: (a) extract sensitive or proprietary information
from AI systems, (b) generate malicious code or
exploit instructions, (c) bypass content moderation
systems to spread misinformation or harmful con-
tent, and (d) manipulate AI-driven decision-making
processes in critical systems (Gupta et al., 2023;
Zhang et al., 2024a; Yu et al., 2024; Peng et al.,
2024; Xu et al., 2024a; Wei et al., 2024) (Figure 1
shows some examples of jailbreak prompts).

This paper aims to address this emerging threat
from a cyber defense perspective. We explore the
nature of jailbreak prompts, analyze their poten-
tial for abuse, and propose a multi-layered defense
strategy to mitigate the risks associated with their
malicious use. Central to this exploration is the use
of case studies that highlight the diverse range of
threats posed by jailbreak prompts and demonstrate
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(a) A motivating example for jailbreaking from Liu et al. (2023b)

(b) Jailbreak example generated from Shen et al. (2023) and Zhou et al. (2024)

(c) Jailbreak attacks: an example of query obfuscation in WordGame (Zhang et al., 2024b)

Figure 1: Examples of jailbreak attacks

the effectiveness of proposed defensive measures.

For instance, in Case Study 1 (see §3.1), we
examine the risk of LLMs being exploited to gener-
ate instructions for synthesizing bioweapons. This
underscores the gravity of adversarial use in high-
stakes contexts, where a combination of keyword
detection, context-aware filtering, and attention
monitoring are critical to counter such threats (Pin-
gua et al., 2024; Wang et al., 2024). Case Study
3 (see §3.1) illustrates how multi-turn adversarial
prompts can bypass single-turn defenses to grad-

ually elicit harmful outputs, highlighting the need
for sequential prompt tracking and session-based
analysis (Li et al., 2024a). Meanwhile, Case Study
6 (see §3.1) explores the misuse of LLMs to ex-
ploit lottery system vulnerabilities, emphasizing
the importance of real-time logging and pattern
recognition to prevent sophisticated cyber attacks
(Zhou et al., 2024).

These case studies collectively reveal the broad
applicability of jailbreak prompts for malicious
purposes and the necessity of a layered defense



approach. By integrating prompt-level filtering,
model-level mechanisms such as adversarial train-
ing and self-critique, and innovative strategies
like unlearning harmful knowledge (e.g., Eraser
method), we propose a comprehensive framework
for mitigating these risks (Lu et al., 2024b).

The findings presented in this paper aim to
bridge the gap between the theoretical understand-
ing of jailbreak prompts and practical defenses
against their exploitation. By focusing on the cyber
defense perspective, we aim to contribute to the de-
velopment of secure, resilient, and ethically aligned
AI systems that can withstand evolving threats in
an increasingly interconnected world.

2 Related work

As LLMs progress in capability, adversarial tech-
niques, including jailbreak attacks, have also be-
come more sophisticated. Jailbreaking uses care-
fully crafted prompts to manipulate LLM outputs,
bypassing built-in safeguards and revealing vulner-
abilities in language generation (Liu et al., 2023a).
Research by Liu et al. (2024) demonstrates that ad-
versarial prompts can effectively circumvent safety
measures and create risks that range from misinfor-
mation to ethical breaches.
Categories and techniques of jailbreaking. The
techniques for jailbreak attacks can be divided into
several main categories. Cheng et al. (2024) intro-
duced the Contextual Interaction Attack, leverag-
ing multi-round interactions to progressively align
model context with harmful intent. This approach
builds a benign-seeming prompt context over mul-
tiple interactions, ultimately leading to harmful
outputs. Mehrotra et al. (2023) introduced the
Tree of Attacks with Pruning (TAP), an iterative
black-box method that improves jailbreak effective-
ness while optimizing query efficiency by pruning
ineffective prompts. Similarly, Lu et al. (2024a)
presented AutoJailbreak, a framework that utilizes
dependency analysis via directed acyclic graphs
to position and examine jailbreak techniques in
both attack and defense. Additionally, the Obscure-
Prompt method (Huang et al., 2024) explores the
fragility of LLM alignments by manipulating out-
of-distribution inputs to destabilize ethical bound-
aries, revealing overlooked vulnerabilities in align-
ment mechanisms.
Evaluation and defense mechanisms. Research
has shown that jailbreak defenses face challenges in
balancing model alignment and performance. For

instance, Liu et al. (2023a) proposed AutoDAN, an
automated stealthy jailbreak attack using a genetic
algorithm to bypass perplexity-based defenses by
generating semantically coherent jailbreak prompts.
Pingua et al. (2024) developed Prompt-G, a defense
mechanism that uses vector databases and embed-
ding techniques to assess prompt safety in real time,
effectively reducing attack success rates. Further-
more, JailTrickBench by Xu et al. (2024b) provides
a standardized benchmarking approach to evaluate
the efficacy of jailbreak defenses and emphasizes
diverse testing environments and attack configura-
tions. The introduction of Defensive Prompt Patch
(DPP) showcases robust defenses against various
jailbreak attacks while preserving the functional
utility of LLMs (Xiong et al., 2024).
Automated vs. handcrafted jailbreaks. Hand-
crafted jailbreak prompts, such as “Do Anything
Now (DAN),” are widely recognized for their effi-
cacy but face scalability issues. Automated frame-
works, like AutoJailbreak (Lu et al., 2024a) and Au-
toDAN (Liu et al., 2023a), present a scalable alter-
native, achieving high transferability across LLMs
without manual intervention. Frameworks like
WordGame further extend attack methods by em-
bedding adversarial queries into gamified prompts
to evade traditional defenses (Zhang et al., 2024b).
The EasyJailbreak unified framework provides
modularity in constructing and evaluating various
jailbreak methods, aiding both research and de-
fense design (Zhou et al., 2024).
Impact on security and ethical standards. The
ethical and security implications of jailbreak at-
tacks are profound. Liu et al. (2024) demonstrated
that GPT-3.5 and GPT-4 could still generate harm-
ful content under malicious prompts, despite robust
filtering measures. Novel strategies like Eraser fo-
cus on unlearning harmful knowledge to mitigate
security risks (Lu et al., 2024b). These efforts un-
derscore the need for continued development in dy-
namic defenses, balancing model robustness with
minimizing ethical and operational risks (Pingua
et al., 2024; Lu et al., 2024a).

3 Cyber defense perspective on
preventing jailbreak prompts

From a cyber defense perspective, preventing jail-
break prompts becomes essential to securing LLMs
against misuse by cybercriminals. As LLMs inte-
grate more deeply across sectors such as finance,
healthcare, education, and critical infrastructure,



their vulnerabilities to adversarial manipulation in-
troduce risks that extend far beyond typical mis-
use scenarios. Cybercriminals exploit jailbreaks
not only to generate phishing content, unautho-
rized code, and disinformation, but also to produce
dangerously hazardous materials like bioweapons,
explosive devices, and nuclear substances (Kirch
et al., 2024; Zhang et al., 2024b). Moreover, re-
cent research has demonstrated the effectiveness of
advanced techniques such as attention manipula-
tion (e.g., AttnGCG) to significantly improve the
success rate of jailbreaks by exploiting the inter-
nal workings of transformer models (Wang et al.,
2024). These capabilities, when misappropriated,
transform LLMs from tools of innovation into vec-
tors for potentially catastrophic misuse, underscor-
ing the urgency of a cyber defense strategy that
can anticipate, prevent and adapt to these evolving
threats.

Understanding jailbreak prompts as cyber threats
shifts the focus toward robust adversarial defense
frameworks, viewing jailbreak attempts as akin to
other high-stakes cybersecurity threats, such as ad-
vanced persistent threats (APTs) or malware. Each
jailbreak prompt can be seen as a targeted intru-
sion, deliberately designed to subvert model be-
haviors and generate information that would oth-
erwise be restricted or ethically controlled (Liu
et al., 2024). Research by Liu et al. (2023a) demon-
strates that well-designed adversarial prompts can
circumvent ethical boundaries in LLMs by ex-
ploiting context dependencies, semantic obfusca-
tion, and even rhetorical ambiguity. Similarly, the
vulnerabilities of LLMs to multi-turn human jail-
breaks, which can achieve a success rate of over
70% by exploiting conversational context, further
underscore the limitations of current defense mech-
anisms and the need for comprehensive counter-
measures (Li et al., 2024a). By categorizing jail-
break prompts according to their specific evasion
techniques—such as single-turn attacks, context-
building, prompt obfuscation, and dependency-
driven manipulations—defenders can deploy tai-
lored countermeasures against each category, opti-
mizing LLM protection just as cybersecurity teams
do for distinct types of digital threats.

A cyber defense perspective on LLM safety
emphasizes the critical need for multi-layered de-
fenses. This approach mirrors traditional cyberse-
curity principles, such as “defense in depth,” which
deploys multiple protective layers to mitigate risk
even if one layer is compromised. In the context

of LLMs, defenses can be applied across the en-
tire workflow of prompt processing, response gen-
eration, and post-generation evaluation (Yi et al.,
2024). Prompt-level defenses include filters and
detection algorithms that identify input patterns in-
dicative of jailbreak attempts (Jain et al., 2023; Cao
et al., 2023; Robey et al., 2023; Sharma et al., 2024;
Zou et al., 2024). Recent advances also highlight
strategies such as defensive prompt patches (DPP),
which use suffix prompts to minimize attack suc-
cess rates while preserving utility, making them a
scalable solution for protecting LLMs (Xiong et al.,
2024). For example, prompts that involve context-
switching or obfuscation are flagged before they
reach the model, helping to intercept adversarial in-
puts aimed at obtaining instructions for hazardous
materials like bioweapons or bomb-making recipes.
Model-level defenses include self-critique mecha-
nisms, ensemble evaluations, and adaptive response
checks, which allow the model to evaluate its own
outputs in real-time (Zeng et al., 2024; Kim et al.,
2024; Xie et al., 2024; Deng et al., 2023a; Bianchi
et al., 2023; Deng et al., 2023a). These model-level
interventions act as a secondary layer of defense,
refining outputs based on safety standards and pre-
venting harmful responses if the prompt-level de-
fense fails.

Adaptive learning is a critical element in this cy-
ber defense framework, equipping LLM defenses
to keep pace with rapidly evolving jailbreak tech-
niques. Just as cybersecurity systems must con-
stantly adapt to new forms of malware and ex-
ploits, LLM defenses must evolve to recognize new
adversarial prompt patterns and counteract them
effectively. For instance, using adversarial train-
ing, models can be exposed to simulated jailbreak
prompts during their development phase, enabling
them to better recognize and respond to real-world
adversarial inputs once deployed. Furthermore, the
development of systems like Eraser, which focus
on unlearning harmful knowledge embedded in
LLMs, prevents these models from producing dan-
gerous outputs, thereby addressing the root cause
of certain vulnerabilities (Lu et al., 2024b). By
creating a feedback loop in which LLMs continu-
ously learn from attempted jailbreaks, defense sys-
tems can dynamically identify emerging patterns
and incorporate these insights into ongoing model
refinement. This approach parallels the use of hon-
eypots and intrusion detection systems in cyberse-
curity, which monitor and analyze new threat pat-
terns to improve resilience. As jailbreak methods



evolve to bypass existing filters—such as through
techniques like AutoDAN, which generates stealthy
prompts that evade traditional perplexity-based de-
tection—adaptive learning remains a crucial com-
ponent of effective, long-term model security (Liu
et al., 2023a).

A defense-oriented approach also emphasizes
monitoring, accountability, and transparency
within LLM operations, drawing from best prac-
tices in cybersecurity governance. Just as cyberse-
curity frameworks include logging and auditing to
detect and respond to unauthorized access, similar
protocols are valuable in monitoring LLM interac-
tions. Tracking and logging attempted jailbreaks,
including successful or near-successful adversarial
attempts, provide crucial data for improving de-
fenses. These logs also support real-time anomaly
detection, enabling prompt responses to suspicious
activity. Furthermore, maintaining comprehensive
records of LLM interactions enables organizations
to conduct thorough audits, assess adherence to eth-
ical standards, and refine defense protocols based
on observed patterns. This transparency is crucial
to foster trust, especially in high-stakes applications
where LLM-generated outputs could be repurposed
for illicit activities.

Beyond technical measures, the cyber defense
perspective also incorporates regulatory and ethical
safeguards that establish norms and guidelines for
the use of LLM. Governments, industry groups,
and regulatory bodies are increasingly recognizing
the need for policies that govern LLM deployment,
particularly in sensitive areas such as public safety,
national security, and healthcare. Policies and stan-
dards that mandate security testing, incident report-
ing, and responsible use guidelines for LLMs help
ensure that organizations prioritize ethical consid-
erations alongside innovation. For instance, stan-
dards could require that LLM providers perform
regular threat assessments, document potential mis-
use scenarios, and implement controls to prevent
the generation of hazardous content like chemical
weapon instructions. Collaboration across indus-
tries, academia, and government can foster shared
security standards, enabling organizations to pool
resources and knowledge for a more unified ap-
proach to combating adversarial threats against
LLMs.

Understanding and addressing the threat of jail-
break prompts requires a proactive and layered
approach. As adversaries continue to develop in-
creasingly sophisticated methods to bypass ethical

constraints and content filters, the challenge of se-
curing LLMs against malicious misuse becomes
more urgent. We examine case studies of jailbreak
prompts to highlight the risks posed by cybercrim-
inals exploiting LLM vulnerabilities. Each case
emphasizes the adversarial techniques employed
and the defense strategies needed to counter these
evolving threats effectively.

3.1 Case studies
To better illustrate the diverse range of threats
posed by jailbreak prompts and the correspond-
ing defense strategies, this section presents six
case studies. Each case study highlights a spe-
cific scenario where cybercriminals could exploit
LLMs for malicious purposes, such as synthesizing
bioweapons, bypassing nuclear safeguards, gener-
ating bomb-making instructions, automating finan-
cial fraud, spreading misinformation during public
health crises, or hacking lottery systems. These
examples underscore the critical need for robust,
multi-layered defenses to mitigate the risks associ-
ated with the misuse of advanced language models.
By analyzing these real-world-like scenarios, we
aim to provide a comprehensive understanding of
the challenges and propose practical solutions to
counteract these threats effectively.
Case study 1: Prevention of bioweapon instruc-
tion generation. In this case study, we examine a
scenario where a malicious actor attempts to exploit
an LLM to obtain detailed instructions on synthe-
sizing a bioweapon. This poses an extreme threat
as biological agents can have devastating public
health impacts. The defense strategy in this sce-
nario would utilize a combination of prompt-level
and model-level security layers. At the prompt
level, keyword and phrase analysis would flag
suspicious terms related to bioweapons, such as
“pathogen synthesis” or “biological warfare.” Lever-
aging Prompt-G, an embedding-based system, the
LLM would assess the context and intent of input
prompts in real time, identifying both explicit and
implied hazardous content (Pingua et al., 2024).
Additionally, methods like AttnGCG exploit vul-
nerabilities in attention mechanisms, highlighting
the need for enhanced attention-weight monitoring
to prevent adversarial manipulation (Wang et al.,
2024).

On the model level, a self-critique mechanism
would allow the LLM to evaluate its own outputs,
checking for ethical alignment and content restric-
tions before finalizing responses. This layer could



prevent unauthorized outputs from reaching the
end-user even if the initial filters fail. In addi-
tion, monitoring functions would log suspicious
prompts, allowing security teams to detect patterns
and refine defenses continually. Logging also sup-
ports regulatory and legal accountability by cre-
ating a transparent audit trail, and enables rapid
responses if the LLM is misused. This case un-
derscores the importance of multi-layered defenses
that work in tandem to detect and block highly
sensitive prompts, protecting public safety from
biohazard-related misuse.
Case study 2: Blocking nuclear material produc-
tion queries. This scenario addresses the potential
misuse of LLMs to provide guidance on creating or
acquiring nuclear materials. Given the catastrophic
consequences of nuclear threats, this scenario re-
quires advanced, adaptive learning mechanisms.
The defense strategy here would involve not only
prompt-level keyword detection but also the ability
to recognize indirect or veiled queries on nuclear
technology. For instance, prompts may use sci-
entific or euphemistic language to disguise their
intent, such as “high-energy particle reactions” or
“uranium processing.” An adaptive learning system
can evolve to detect these contextual disguises, us-
ing historical interaction data to recognize prompt
patterns that may not explicitly refer to nuclear
technology but imply hazardous intent (Liu et al.,
2024). Emerging methods like ObscurePrompt fur-
ther complicate detection by disguising malicious
queries in ambiguous text, necessitating improved
syntax-agnostic filtration systems (Huang et al.,
2024).

Incorporating adversarial training, where simu-
lated jailbreak scenarios are applied during model
development, enables the LLM to recognize and
counter increasingly sophisticated prompt engineer-
ing tactics, especially in queries related to nuclear
materials. This proactive approach mirrors the con-
cept of red-teaming in cybersecurity, where defense
strategies are tested and strengthened against real-
istic attack simulations. In addition, the inclusion
of model-level ensemble responses, where multi-
ple LLM versions independently assess and filter
outputs, reinforces protection by making it harder
for a single malicious prompt to bypass defenses.
This case study highlights the importance of adapt-
ing model responses and training procedures to
address sophisticated and evolving queries that aim
to manipulate LLMs for sensitive and high-risk
information.

Case study 3: Mitigating bomb-making instruc-
tions via contextual prompt analysis. In this sce-
nario, a cybercriminal employs iterative prompts in
an attempt to elicit bomb-making instructions from
the LLM. These prompts may start with innocuous-
seeming questions about chemistry or mechanical
processes, with each query gradually building to-
ward the intended malicious output. The attacker
exploits the multi-turn nature of conversations to
lead the LLM down a path where, with context ac-
cumulation, it inadvertently provides the informa-
tion needed to construct an explosive device. This
incremental approach requires defenses capable of
recognizing the broader context across multiple ex-
changes, as opposed to filtering each prompt in iso-
lation (Cheng et al., 2024; Liu et al., 2023a; Zhang
et al., 2024b). Research on multi-turn adversarial
tactics such as those outlined in the Multi-Turn
Human Jailbreak (MHJ) dataset reinforces the im-
portance of tracking sequential prompts to prevent
contextual manipulation (Li et al., 2024a).

The defense strategy for this case relies heavily
on contextual prompt analysis. Through sequential
prompt analysis, the LLM tracks the progression of
prompts and identifies when a series of seemingly
benign questions begin to form a dangerous pattern.
A layered defense model could integrate session-
based tracking, monitoring the cumulative content
across all prompts within a conversation. This
approach ensures that context-switching prompts,
which might evade isolated filters, are analyzed
for potential malicious intent in a broader con-
text. Moreover, using ensemble model responses
enables each model version to independently re-
view and verify the appropriateness of responses,
mitigating the risk of a harmful output if one model
fails to recognize the adversarial pattern.
Case study 4: Protecting financial systems from
fraudulent transaction automation. This case
explores the risk that LLMs are used to automate
fraudulent financial transactions, such as unautho-
rized transfers, by providing detailed instructions
on bypassing banking security protocols or creating
fake credentials. In this scenario, a cybercriminal
could use jailbreak techniques to obtain step-by-
step instructions from an LLM to commit fraud.
Studies have shown that cybercriminals often ex-
ploit the ability of models to generate plausible
financial advice, which can be weaponized if eth-
ical boundaries are bypassed (Liu et al., 2023a;
Xu et al., 2024c). Token-level attack methods like
JailMine further exacerbate this risk by enabling



precise, automated manipulations to exploit vul-
nerabilities in LLM responses, emphasizing the
need for logit-based defensive strategies (Li et al.,
2024c).

The defense strategy in this case would involve
a multi-faceted approach, combining prompt-level
keyword detection with a semantic analysis system
that recognizes contextual intent related to banking
fraud, such as “payment reversal,” “unauthorized
access,” or “fake credentials” (Liu et al., 2023b;
Kirch et al., 2024). Research by Xu et al. (2024c)
emphasize that adaptive training that includes sim-
ulated fraudulent prompts, aligned with evolving
attack tactics in financial sectors, is essential to im-
prove the resilience of the model against adversar-
ial manipulation. Model-level self-critique mech-
anisms would also be crucial, enabling the LLM
to internally evaluate and flag responses that may
violate financial security standards before output.
In addition, logging interactions containing poten-
tially harmful financial terms and phrases supports
real-time monitoring and auditing, which can help
refine detection and ensure regulatory compliance.
This use case illustrates the need for continuous
adaptation to protect sensitive sectors like finance,
where unauthorized access or instructions to bypass
security could lead to financial losses and harm to
individuals and institutions.
Case study 5: Preventing the dissemination of
misinformation related to public health emer-
gencies. In this case study, a cybercriminal might
attempt to leverage an LLM to generate misinfor-
mation regarding public health emergencies, such
as pandemics or outbreaks, intending to sow panic,
disrupt social stability, or spread harmful health
advice. Research has documented the potential
for LLMs to inadvertently generate health-related
misinformation if ethical filters are bypassed or
manipulated (Xu et al., 2024c; Liu et al., 2023a).
Through jailbreak prompts, the adversary could ma-
nipulate the LLM into creating false information
or conspiracy theories about vaccines, treatments,
or preventive measures, which can lead to public
distrust and harmful behaviors.

To address this, the cyber defense framework
would employ context-aware prompt filtering that
detects keywords associated with medical advice
and public health emergencies. Real-time intent
analysis would flag prompts that contain misin-
formation or advice that deviate from recognized
health guidelines (Liu et al., 2024). The integration
of unlearning-based strategies, as demonstrated by

methods like Eraser, ensures that harmful knowl-
edge is systematically removed, significantly reduc-
ing the risk of LLM misuse in such contexts (Lu
et al., 2024b). Xu et al. (2024c) recommend en-
semble model evaluations for public health-related
outputs, where outputs are cross-verified by mul-
tiple model versions to ensure consistency and
adherence to safety protocols. Incorporating an
ethics and misinformation detection layer could
further improve resilience, enabling LLMs to recog-
nize and counter common health-related falsehoods
through adaptive learning. This aligns with the find-
ings of Xu et al. (2024c), where context-sensitive
multilayered defenses are shown to mitigate the
risk of misuse in high-stakes areas such as public
health, preserving public trust during crises.
Case study 6: Exploiting LLMs for hacking lot-
tery systems. In this case study, a cybercrimi-
nal aims to use an LLM to identify vulnerabili-
ties within a digital lottery system. By leveraging
jailbreak prompts, the attacker could attempt to
gain detailed knowledge of specific lottery system
hacking techniques, such as manipulating random
number generators, intercepting prize allocation al-
gorithms, or bypassing authentication mechanisms.
Studies have shown that adversarial prompts can
effectively coerce LLMs into providing technically
sophisticated guidance on bypassing security pro-
tocols if ethical filters are bypassed (Pa Pa et al.,
2023; Guo et al., 2024; Abdali et al., 2024; Pa Pa
et al., 2023). In this scenario, the attacker might
query the LLM with questions framed as “hypothet-
ical scenarios” to circumvent filters, gradually esca-
lating the prompts to request more specific details
about vulnerabilities in lottery algorithms (Yi et al.,
2024; Kirch et al., 2024). Emerging approaches
such as EasyJailbreak reveal modular frameworks
that attackers could exploit to test various combina-
tions of adversarial strategies, further complicating
detection and response efforts (Zhou et al., 2024).

A defense strategy for this type of misuse in-
volves both prompt-level filtering and advanced in-
tent analysis to recognize subtle, context-driven at-
tempts to gather hacking instructions. At the model
level, ensemble evaluations and adversarial training
could help the LLM identify and block prompts that
combine seemingly benign questions into harmful
guidance (Chen et al., 2024). Real-time logging
and pattern recognition tools would further sup-
port this defense by detecting interactions related
to specific hacking terminology and flagging them
for immediate review (Yu et al., 2024; Li et al.,



2024a). By employing layered, context-sensitive
defenses, lottery systems, and related organizations
can reduce the risk of their security being compro-
mised through adversarial use of LLMs, protecting
both the integrity of the system and the trust of its
participants.

4 Discussion

The case studies presented in this work high-
light the critical importance of addressing jailbreak
prompts as malicious tools leveraged by cybercrim-
inals. These adversarial strategies exploit vulner-
abilities in LLMs, posing significant challenges
to their safe and ethical deployment. Each sce-
nario—from bioweapon synthesis and financial
fraud to misinformation dissemination and lottery
system hacking—demonstrates the diverse ways
cybercriminals can misuse LLMs, emphasizing the
need for robust, multi-faceted defenses to safeguard
against these threats.

One key observation is the escalating sophistica-
tion of adversarial techniques, such as multi-turn
jailbreaks and token-level manipulations, which ex-
ploit weaknesses in existing defenses. For instance,
the MHJ dataset reveals a significant gap in cur-
rent LLM defenses, achieving high attack success
rates through sequential prompt manipulation (Li
et al., 2024a). Similarly, methods like AttnGCG
and ObscurePrompt expose vulnerabilities in at-
tention mechanisms and out-of-distribution prompt
handling, necessitating advanced syntax-agnostic
filtration systems (Wang et al., 2024; Huang et al.,
2024).

The trade-off between safety and utility remains
a central challenge. Defensive measures such as ad-
versarial training and ensemble evaluations, while
effective, may inadvertently reduce the function-
ality of LLMs for legitimate use cases. For exam-
ple, unlearning-based methods like Eraser show
promise in mitigating residual harmful knowledge
but require careful calibration to maintain general-
purpose capabilities (Lu et al., 2024b). Addition-
ally, the computational cost of real-time defenses,
such as logit-based monitoring in token-level at-
tacks, highlights the need for scalable and efficient
solutions (Li et al., 2024c).

Layered defense frameworks emerge as a crit-
ical approach. Combining prompt-level filtering,
model-level self-critique mechanisms, and context-
aware tracking ensures a robust response to both
explicit and implicit adversarial prompts. Tools like

EasyJailbreak offer modular frameworks for test-
ing and improving these layered defenses, under-
scoring the importance of collaboration and open
research in combating cyber threats (Zhou et al.,
2024).

Finally, fostering transparency and ethical gover-
nance in LLM deployment is imperative. Sharing
datasets, red-teaming insights, and defense strate-
gies can empower stakeholders to anticipate and
mitigate emerging threats effectively. As demon-
strated by the MHJ dataset and JailbreakHub frame-
work, collective efforts are essential to align LLM
development with societal safety standards (Li
et al., 2024a; Shen et al., 2023).

5 Conclusion

This paper emphasizes the critical importance of
preventing jailbreak prompts from being exploited
as malicious tools by cybercriminals. Through an
in-depth analysis of diverse case studies, we have
demonstrated the vulnerabilities of LLMs to ad-
versarial manipulation and outlined multi-layered
defense strategies to address these risks. These
strategies include prompt-level filtering, adversar-
ial training, model self-critique, and unlearning
harmful knowledge, each contributing to a robust
cyber defense framework.

The findings highlight that defending against
jailbreak prompts requires continuous innovation,
collaboration, and ethical oversight. The sophis-
tication of attacks, such as multi-turn jailbreaks
and logit-based token manipulation, underscores
the need for adaptive and scalable defenses. More-
over, balancing safety and utility remains a pressing
challenge that demands careful calibration of LLM
systems.

As LLMs continue to revolutionize industries,
their security must remain a top priority. By foster-
ing transparency, open research, and ethical prin-
ciples, the community can mitigate the misuse of
LLMs and ensure their responsible deployment.
Ultimately, safeguarding these transformative tech-
nologies against cybercriminal exploitation will en-
able their potential to be fully realized in a manner
aligned with societal values and safety.
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