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Abstract. Static analyzers are typically complex tools and thus prone
to contain bugs themselves. To increase the trust in the verdict of such
tools, witnesses encode key reasoning steps underlying the verdict in an
exchangeable format, enabling independent validation of the reasoning
by other tools. For the correctness of concurrent programs, no agreed-
upon witness format exists — in no small part due to the divide be-
tween the semantics considered by analyzers, ranging from interleaving
to thread-modular approaches, making it challenging to exchange infor-
mation. We propose a format that leverages the well-known notion of
ghosts to embed the claims a tool makes about a program into a mod-
ified program with ghosts, such that the validity of a witness can be
decided by analyzing this program. Thus, the validity of witnesses with
respect to the interleaving and the thread-modular semantics coincides.
Further, thread-modular invariants computed by an abstract interpreter
can naturally be expressed in the new format using ghost statements.
We evaluate the approach by generating such ghost witnesses for a sub-
set of concurrent programs from the SV-COMP benchmark suite, and
pass them to a model checker. It can confirm 75% of these witnesses —
indicating that ghost witnesses can bridge the semantic divide between
interleaving and thread-modular approaches.

Keywords: Software Verification · Correctness Witnesses · Concurrency
· Ghost Variables · Abstract Interpretation · Model Checking.

1 Introduction

While static analysis tools can help developers write bug-free programs, these
tools sometimes return incorrect verdicts due to bugs in the tools themselves.

http://arxiv.org/abs/2411.16612v1
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To increase the trust in the verdicts of static analysis tools, witnesses have been
proposed as artifacts that contain further information about static analysis re-
sults [8, 9]. For indicating that a program property does not hold, a witness
may exhibit a program execution that violates the property (violation witness).
For substantiating that a property holds throughout all possible executions, a
suitable set of program invariants may be provided that guides the static anal-
ysis tool towards proving the property of interest (correctness witness) — and
may expose errors in reasoning when invariants can be shown to be violated.
Validators are static analysis tools that consume witnesses and report whether
they can re-establish verdicts. They are, e.g., used in SV-COMP [5]. Here, we
are interested in a witness format suitable for certifying the correctness of con-
current programs. We extend the format for correctness witnesses by Ayaziová
et al. [3], which allows expressing invariants per location, with ghost variables.
Ghost variables have not only been proposed for the verification of sequential
programs [70] but have also been employed for concurrent programs [2, 41, 65].
Ghost variables — sometimes referred to as auxiliary variables — are additional
program variables introduced to ease the specification and verification of intri-
cate program properties. These variables allow encoding the progress of other
threads, making it possible to relate observations that the current thread may
make to this progress. A witness then specifies a set of ghost variables and how
they evolve via ghost updates inserted at existing program locations. Addition-
ally, it contains invariants, which can refer both to program and ghost variables
and, thus, to properties that may be difficult to express without ghosts.

1 unsigned int used = 0;

2 main:

3 create(t1);

4 lock(m);

5 assert(used == 0);

6 unlock(m);

7 t1:

8 lock(m);

9 used = 47;

10 used = 0;

11 unlock(m);

(a) Concurrent program.

1 unsigned int used = 0;

2 main:

3 create(t1);

atomic{ assert( == 0 =⇒ used == 0); }

4 atomic{ lock(m); = 1; }

5 assert(used == 0);

6 atomic{ unlock(m); = 0; }

7 t1:

8 atomic{ lock(m); = 1; }

9 used = 47;

10 used = 0;

11 atomic{ unlock(m); = 0; }

(b) Concurrent program with ghosts.

List. 1. Example program without (a) and with ghost statements (b). Parts highlighted
in blue show ghost statements from a witness.



Correctness Witnesses for Concurrent Programs 3

Example 1. The program from Listing 1a is an example of a resource invariant :
the variable used is always 0 except when thread t1 holds the mutex m. We
cannot state this property with C assertions. Instead, in Listing 1b we add a
ghost variable and maintain it such that it indicates whether the mutex m is
currently held by any thread. The assertion in main states that, when no thread
is in a critical section, the value of the global variable used is 0.

A core requirement for a witness format is that it facilitates the exchange
of information between tools. Different tools employ different semantics to for-
malize the behavior of (sequentially consistent) concurrent programs. Some may
use an interleaving semantics [48], while others turn to a thread-modular se-
mantics [47, 59, 71]. After showing that safety of programs coincides for the
interleaving and a thread-modular semantics (Section 2), we introduce a witness
format that allows instrumenting a program with ghost statements (Section 3)
that are executed atomically with existing statements. We show how, by this
construction, the validity of witnesses with respect to the interleaving and the
thread-modular semantics also coincides (Section 4). We exemplify how ghost
witnesses are naturally suited to express information obtained for concurrent
programs by a thread-modular abstract interpreter (Section 5). Our format for
ghost witness (Section 6) extends the existing SV-COMP witness format, easing
adoption by other software verifiers. For the experimental evaluation, we auto-
matically generate witnesses using Goblint [67, 80], and validate them using
the model checker Ultimate GemCutter [28, 43] (Section 7).

2 Two Views on Concurrent Programs

We first introduce the notion of programs that we will consider and present an
interleaving and a thread-modular semantics for those programs. To simplify the
presentation, we model a core subset of the C language, which is later extended
by allowing the insertion of ghost statements. The language supports dynamic
thread creation, locking and unlocking of mutexes, and reading and writing of
global variables. Function calls, pointers and heap memory are skipped to not
overcomplicate the exposition.

2.1 Programs

A program is given by a set of global variables G, a set of mutexes M, a set of local
states L and a finite number of named control-flow graphs Ttempl , called thread
templates, one of which is main. We demand that G ∩M = ∅, and further, that
there is a set of global declarations D that provides types and initial values for all
global variables. Local states are a type-correct mapping from local variables X
to values V . For simplicity, we assume that all threads use the same set of local
variables, and we omit procedures. Each control-flow graph consists of a finite set
of nodes N and labeled edges E . The sets of program points are disjoint between
the different control-flow graphs. An edge (u, a, v) ∈ E consists of a source node



4 J. Erhard et al.

u, an action a, and a sink node v. We demand that for a given u, v, there may be
at most one a, such that (u, a, v) ∈ E . Each control-flow graph has a dedicated
initial node with no incoming edges, at which execution is meant to start. The
following statements are supported:

Locking/Unlocking mutexes. The actions lock(m) and unlock(m), where m
is some mutex.

Thread creation. The action create(t), where t is the name of some thread
template.

Local Update. The action l := f l, where f is a pure function taking the
local state l, yielding the new local state of the thread.

Global Read. The action l := f l g, where f is a pure function taking the
local state l and the value of some global variable g, yielding the new local
state of the thread.

Global Write. The action g := f l, where f is some pure function taking the
local state l, updating the global variable.

Assertion. The action assert(p l), where p is some pure function mapping
the local state l to a boolean value.

Guard. The actions Pos(c l) and Neg(c l), realizing branching on some con-
dition c over the local state l, where c is a pure function yielding a boolean.

We refer to the language of programs with these actions as Lang.

2.2 Interleaving Semantics

The interleaving semantics is a concrete semantics of concurrent programs where
all actions in an execution are totally ordered. To distinguish threads, they are
identified with a thread id computed from their creation history. The set of all
possible thread ids for a program, in the following often simply called threads, is
referred to as T . The thread id of the initial thread is the empty sequence, while
for a created thread, the thread id is obtained by concatenating the thread id
of the parent thread with the number of threads the parent thread has created
before. A program configuration (or state) (L,M,G) ∈ S : (T ⇀ (N × L)) ×
(M ⇀ T ) × (G ! V) is a triple, where L is a partial mapping of threads T to
program nodes N and local states L, M is a partial mapping from mutexes to
the threads that hold them, and G is a mapping of global variables to values.
Each thread has a local variable self that contains its thread id that is only set
when the thread is created. We write M m ", if the value of M is not defined for
m, i.e., the mutex m is not held by any thread in M . An execution of a program
is given by a sequence of program configurations (si)1≤i≤k, with si ∈ S, for
some natural number k ≥ 1, interleaved with a sequence ((ei, ti))1≤i≤k−1, with
ei ∈ E , ti ∈ T , of edges annotated with the thread taking them. For notational
convenience, let us denote an execution step via an edge (u, a, v) from state si
to state si+1 taken be thread t, as follows:

si ֒
(u,a,v)
−−−−!t si+1



Correctness Witnesses for Concurrent Programs 5

We demand that the interleavings are consistent. The set of consistent interleav-
ings is defined inductively:

I1 The sequence consisting of some initial state s0 = ({t0 7! (stmain, l0, 0)}, ∅, g0)
where l0 is the initial local state, i.e., maps self to the initial thread id t0
and all other local variables to some initial value 0, and g0 maps all globals
to their initial value according to the global declarations D, is consistent.

I2 Let i be a consistent interleaving ending in state s = (L,M,G). Then i can

be extended to a consistent interleaving with s ֒
(u,a,v)
−−−−!t s

′ = (L′,M ′, G′) if
(a) the edge (u, a, v) is in the control-flow graph for the prototype of t
(b) t is at program node u in s

(c) a is an admissible action for thread t, i.e.,
– if a ≡ unlock(m) it must hold that M m = t,
– if a ≡ lock(m) it must hold that M m ",
– if a ≡ Pos(c l) or a ≡ Neg(c l), c l must evaluate to true, and

false respectively, on the current local state l for t,
(d) s′ reflects the effect of action a of thread t (for a detailed description see

Appendix A.1) and stores the new node v for t.

The set of all such consistent sequences of a program P forms the set of inter-
leaving executions JP KI . We denote the set of all consistent interleavings by I.
An interleaving of Listing 1a is as follows:

main

create(t1)

t1

lock(m)

t1

used = 47

t1

used = 0

t1

unlock(m)

main

lock(m)

main

tmp = used

main

assert(...)

Here, the read of the global variable is extracted from the assertion, to follow
the restrictions of Lang. We say that an assertion is violated in an interleaving
if and only if it evaluates to false in the interleaving. We say a program is safe
w.r.t. the interleaving semantics if and only if there are no interleavings of the
program in which any of its assertions is violated.

2.3 Thread-Modular Semantics

The interleaving semantics assumes the existence of a global observer that can
order all events totally. In contrast to that, the local and global trace seman-
tics [71, 72] order the events of a program execution in a partial order of local
configurations of threads. A local configuration (n, u, l) consists of a local state
l, a number n ∈ N of steps performed by the thread, and the program node u

the thread is at. The local state contains the values of local variables, includ-
ing the id of the thread in the variable self. This semantics requires programs
from a language LangMG

, where there is a dedicated mutex for each global,
MG = {mg | g ∈ G} ⊆ M, and at each access to a global variable g by a
thread t, the thread holds the mutex mg ∈ MG . This can be achieved by e.g.
inserting actions lock(mg) and unlock(mg) before and after every access to
g. In the partial order of a global trace, events within the same thread are or-
dered according to the program order. Additionally, there exist special sets of
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observable events and observer events, which contain those events where in-
formation from one thread is published to be observed by another thread. In
our setting, unlock(m) is an observable event with the corresponding observer
being lock(m). A global trace orders every observing event after the event it
observes. We refer to the reflexive transitive closure of the union of the program
order, the synchronizing actions, and the create order as the causality order. A
global trace may contain multiple maximal elements. We call global traces that
have a unique maximal element local traces. The thread to which this maximal
element belongs, is called the ego-thread. For a given ego-thread reaching some
configuration, the local trace records all other local configurations that may have
transitively influenced the ego-thread.

Values of global variables are not contained in a local program state; instead,
the value of a global g is determined by looking at the last write that was
performed to g in the local trace. Global traces can be viewed as acyclic graphs;
for the program in Listing 1, the following shows an example local trace, where
mutex mused is abbreviated with mu:

create(t1) lock(m) lock(mu) tmp = used unlock(mu) assert(...)

lock(m) lock(mu) used = 47 used = 0 unlock(mu) unlock(m)

!c

!mu

!mu

!m

!m

Following the formal description by Schwarz et al. [71], requirements for a
consistent global trace in particular are:

Causality Order The partial order has a unique least element.

Create Order Each thread except the initial thread is created by exactly one
create action, and each create action creates at most one thread.

Lock Order For a given mutex m, each lock operation is preceded by exactly
one unlock operation, or it is the first lock operation of the mutex m. Each
unlock operation for m is followed by at most one lock operation of m.

Reads of Globals The value read from a global variable must agree with the
last write performed to that variable in the global trace or the initial value.

Schwarz et al. [71] give a fixpoint formulation of the set of local traces of
a program and thread-modular analyses that compute abstractions of these.
We denote the set of global traces and the set of local traces of a program
P ∈ LangMG

by JP KGT and JP KLT , respectively. We say an assertion is violated
in a local trace if it evaluates to false in that local trace. We say a program is
safe w.r.t. the local trace semantics if and only if there are no local traces of the
program that violate any of its assertions.
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2.4 Equivalence of Interleaving Semantics and Local Trace
Semantics w.r.t. Safety

We show that the interleaving and the local trace semantics agree on which
programs are safe. This later allows to show that, when a ghost witness is encoded
as a program, these semantics agree on the validity of witnesses. To formalize
the correspondence between interleavings and global traces, we introduce some
definitions. The function threadsI returns the set of threads appearing in the
L component of the last state of an interleaving. Similarly, we define threadsGT
that returns the set of threads whose local configurations appear in a global
trace.

Definition 1 (Coincidence). Consider a program P from LangMG
, one of

its global traces gt ∈ JP KGT and one of its interleavings i ∈ JP KI . Let t ∈
threadsI(i) ∩ threadsGT (gt). Let us consider the sequence Agt of local configura-
tions and steps of the thread t in gt and denote it by:

σ0
(u0,a0,v0)
−−−−−−!t σ1 . . . σk−1

(uk−1,ak−1,vk−1)
−−−−−−−−−−−!t σk

Similarly, consider the subsequence Ai of i for steps taken by t and their start
and target states:

s0 ֒
(u′

0
,a′

0
,v′

0
)

−−−−−−!t s1 s′1 ֒
(u′

1
,a′

1
,v′

1
)

−−−−−−!t s2 . . . ֒
(u′

l−1
,a′

l−1
,v′

l−1
)

−−−−−−−−−−−!t sl

By construction, for any two consecutive states sj , s
′
j appearing in Ai , only

threads different from t may have taken steps, and thus Lj(t) = L′
j(t), where

Lj and L′
j are the first components of sj and s′j, respectively. By projecting the

states to the local variables of t and its current location, adding the number of
steps performed by t, and fusing the consecutive states with no steps in between,
we obtain a sequence A′

i of the same type as Agt . We say that the interleaving
i and the global trace gt coincide w.r.t the thread t, in case that Agt is equal to
A′

i . If the same threads appear in i and gt and they coincide w.r.t to all of these,
we say they coincide.

Definition 2 (Create-complete Global Trace). We say that a global trace
gt is create-complete, if for each created thread appearing in threadsGT gt , the
create action that created the thread is part of gt and for each create action,
a configuration of the created thread appears.

Lemma 1. Let I = JP1KI be the set of all interleavings for some program P1 ∈
LangMG

, and let GT = JP1KGT .

1. For any interleaving i ∈ I, there exists a create-complete global trace gt ∈ GT
such that i and gt coincide.

2. For any create-complete global trace gt ∈ GT , there exists an interleaving
i ∈ I such that i and gt coincide.

Proof. A proof can be found in Appendix A.2.



8 J. Erhard et al.

Theorem 1. A program P ∈ LangMG
is safe w.r.t. interleaving semantics if

and only if it is safe w.r.t. to the local trace semantics.

Proof. We consider the following two directions:

1. For any local trace lt ∈ JP KLT violating an assertion, there is an interleaving
i ∈ JP KI violating the same assertion.

2. For any interleaving i ∈ JP KI violating an assertion, there is a local trace
lt ∈ JP KLT violating the same assertion.

For claim 1, we extend the local trace lt to a create-complete global trace by
inserting create actions and configurations for created threads where they are
still missing. With Lemma 1, it follows that there is a coinciding interleaving i

for this global trace. If the assertion S at step k of thread t in lt is violated, the
k-th step of t in the interleaving violates the assertion S as well, as the local
state of the thread t is the same in the interleaving and the global trace at the
preceding state.

For claim 2, for the interleaving i , we obtain a create-complete global trace
gt . Assume the assertion S at the k-th step of thread t in i is violated. From gt ,
we extract the local trace lt ends with the last action of t in gt . At the k-th step
of thread t in lt , the assertion is violated, as the local state of the thread t there
is the same as in the interleaving before the k-th step of thread t.

3 Ghost Witnesses

To show the correctness of a program, we express invariants that hold at a
specific location in the program, in a common format for witnesses. For sequential
programs, this can be achieved with a mapping from locations to invariants that
hold at specified location. However, for concurrent programs, the program state
may depend on the interleavings. Therefore, in this setting, invariants should
be able to reason about different interleavings. To this end, we allow additional
ghost variables in the witness that can be also used in invariants, and ghost
updates of the corresponding variables. Ghost updates may not modify local or
global variables of the original program P , but may only modify ghost local and
global variables. Thus, ghost updates may be global or local writes on ghost
variables, or global reads. First, we define witnesses:

Definition 3 (Ghost Witness). A ghost witness for a program P is a tuple
(D ,X , U, I). There, D is a set of ghost global declarations, i.e., triples of the
form (name, type, value), for an identifier name, its type type and a value value

describing the ghost variable’s initial value, where newly introduced globals are
disjoint from the ones existing in P . X is a set of ghost local variables (with
their types) disjoint from X . The ghost updates are given by a partial function U

from edges to (non-empty) sequences of ghost statements. The location invariants
are given by a partial function I from nodes to boolean expression over ghost
variables, global program variables, and local variables.
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In the following, we refer to ghost witnesses also simply as witnesses. We
define the semantics of a witness W for a program P via an instrumented ghost
program PW that can be obtained from the witness. This instrumentation adds
the declarations from D and X and inserts the ghost updates U and the
invariants I into the control flow graph. However, for the instrumentation of the
ghost updates, we combine them with statements from the original program into
atomic blocks, i.e., a sequence of multiple statements that can be only executed
together, as a single atomic action. Therefore, we first extend our programming
language with atomic blocks, before we continue with the semantics of a witness.

3.1 Atomic Blocks

Given an arbitrary statement a1 and statements that are always admissible (i.e.,
local update, global read, global write) a2, . . . , an, we define an atomic block
atomic{a1; . . . ; an}. The interleaving semantics in Section 2.2 is extended such
that consistent steps may involve atomic blocks. Such an atomic block may only
be executed if the first statement a1 is admissible. The subsequent state obtained
after the atomic action needs to reflect the sequential composition of the effects
of the individual steps a1; . . . ; an. Thus, an atomic block may only be executed
as a whole. In case that ak, with 1 ≤ k ≤ n, is an assertion, we say that ak is
violated if and only if the assertion evaluates to false after executing a1; . . . ; ak−1

on the preceding state of the interleaving. We call the extension of the language
Lang with programs containing atomic blocks LangAtomic .

3.2 Witness-Instrumented Programs

We define how, given a program P and a witness W = (D ,X ,U, I), a program
can be constructed from P containing the instrumentation from the witness. For
a given P and W , we define a helper function ΨW that yields an instrumentation
for asserting the invariants supplied via I, and a function δW that replaces actions
on edges with atomic blocks consisting of the original action and the ghost
update, if any. More precisely,

– The partial map ΨW : N ⇀ E yields for a node u, where I(u) = i and
(u, a′, v) ∈ E , for some a′, the edge (u, atomic{a1; . . . ; ak}, (u, v)), where
a1, . . . , ak is a sequence of actions to evaluate and then assert the invariant
i. There, (u, v) is a new node. If for u the mapping I(u) is undefined, ΨW u

is undefined as well.
– The map δW : E ! E transforms each edge (u, a, v) of the original program

into an edge (n, a′, v). In case that U((u, a, v)) is specified, we set a′ =
atomic{a; a1; . . . ; ak} where a1; . . . ; ak is the sequence of updates provided
by U((u, a, v)). In case U((u, a, v)) is undefined, a′ = a. In case ΨW u is
defined, we set n = (u, v), and otherwise n = u.

Definition 4 (Witness-instrumented Program).
Given a witness W = (D ,X ,U, I) for a program P , the witness-instrumented
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program PW is obtained by adding D to the set of global declarations and adding
X to the set of local variables of P . The set of nodes in the resulting program
is obtained by combining the existing set of nodes from P with the new nodes
added by ΨW . The set of edges is obtained by applying ΨW to the nodes in P and
applying δW to the edges of P .

Now, validity of a witness w.r.t. the interleaving semantics can be defined:

Definition 5 (Valid Witness w.r.t. Interleaving Semantics). A witness
W for a program P is valid w.r.t. the interleaving semantics if and only if the
witness-instrumented program PW is safe w.r.t. the interleaving semantics.

3.3 Preservation of Safety Properties in Ghost Programs

Here, we go on to show that if the original program is unsafe, then a program
obtained by instrumentation with a witness will be unsafe as well. Additionally,
if an assertion is safe in the original program, the same assertion will be safe in
any program obtained by instrumentation with a witness.

Assume that a verifier produced the verdict that a program P is safe, and
produces a witness W that yields the witness-instrumented program PW . By
checking that the witness is valid, it should follow that P is safe. In other words,
violations of safety of the original program should be preserved in the witness-
instrumented program. To obtain from an interleaving of P an interleaving of
PW , the main idea is to extend the states to ghost variables, add edges intro-
duced by ΨW and to replace steps taken on an edge e with a step on the edge
introduced by δW e. This notion is formalized by the definition of π :

Definition 6. Given a program P , a witness W , and an interleaving i ∈ JP KI ,
the function π is defined inductively and

G1 extends the initial state with local and global ghost variables with their initial
values,

G2 for each subsequent step (u, a, v) by a thread t in the interleaving, adds
– two steps taken by thread t corresponding to edges e and e′, if ΨW u = e

and δW (u, a, v) = e′.
– one step taken by thread t corresponding to edges e, if ΨW u is undefined

and δW (u, a, v) = e.

As by requirement the ghost statements do not differ with regard to their
treatment of non-ghost variables, the local and global states for these variables
evolve in the resulting interleaving in the same manner as in the input inter-
leaving. We use the function πP that takes a state (L,M,G), and yields a state
where all local and global variables that are not defined by P are removed. How
one obtains a consistent interleaving of PW from a consistent interleaving of P
is formalized in Lemma 2.

Lemma 2. Let P ∈ Lang be a program and W a witness for P . Given an
interleaving i ∈ JP KI , then π i ∈ JPW KI , i.e., is a consistent interleaving of
PW . For the last state s of i and the last state s′ of π i it holds that πP s′ = s.
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The proof is by induction over the length of the interleaving i. A proof can
be found in Appendix B.1. Building on Lemma 2, we can now say that violations
in the original program are preserved in the witness-instrumented program.

Theorem 2. Let P ∈ Lang be a program and W = (D ,X ,U, I) a witness
for P . If there is an interleaving i ∈ JP KI that violates an assertion a at edge
(u, a, v) taken by thread t, the interleaving π i ∈ JPW KI violates the assertion
a at an edge δW (u, a, v) taken by thread t.

Proof. Let i′ be the prefix of i that ends at the state before the assertion is
violated. From Lemma 2, it follows that π i′ ∈ JP KI , and the state of variables,
owners of mutexes and locations of threads in the last state of π i′ agree with
those in the last state of i′. In case that ΨW (u, a, v) is undefined, the interleaving
can be prolonged by a step (u, a′, v) = δW (u, a, v) taken by thread t, where a′

contains the assertion a that will fail. If ΨW (u, a, v) is defined, the interleaving
can be prolonged by two steps (u, a′′, (u, v)) and ((u, v), a′, v) taken by thread t,
where (u, a′′, (u, v)) = ΨW u and ((u, v), a′, v) = δW (u, a, v). Then, the assertion
a is contained in a′ and will be violated.

Corollary 1 (Preservation of Correctness). Let P be a program and W be
a witness for P . If W is valid, then P is safe.

A further property of interest is that the witness format ensures that as-
sertions that cannot be violated in the original program are unaffected by the
instrumentation.

Theorem 3. Let W be a witness for a program P ∈ Lang. If there is an inter-
leaving i ∈ JPW KI that violates an assertion a at an edge δW (u, a, v), then there
is an interleaving i′ ∈ JP KI that violates the assertion a at an edge (u, a, v).

A proof sketch constructing the interleaving i′ can be found in Appendix B.1.

Corollary 2 (Preservation of Violation). Let P be a program and W a
witness for P . If W is not valid because an assertion from P can be violated in
PW , then P is unsafe.

4 Valid Witnesses in the Local Trace Semantics

For witness-instrumented programs, we have introduced the notion of atomic
blocks to the language. While this notion is convenient for the interleaving se-
mantics, it is less clear for the thread-modular local trace semantics, where com-
munication between threads is assumed to happen via observable and observing
events. Thus, we discuss how atomic blocks can be encoded via lock and unlock
actions, i.e., via critical sections. Then we show the equivalence of the validity
of witnesses w.r.t. the interleaving and the local traces semantics by considering
programs where atomic blocks are represented in this manner.

Critical sections allow encoding atomic blocks in a way that preserves safety,
as has been noted in the literature [50] and used for practical implementations
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of atomic blocks [53]. A witness validator therefore may choose to take either
view: analyzing the ghost program w.r.t. the semantics that considers atomic
blocks or w.r.t. a semantics that encodes atomic blocks as critical sections.

lock(m );

lock(m);

= 0;

unlock(m );

List. 2. Example for the en-
coding of an atomic block as
a critical section.

We consider the procedure split, that takes pro-
grams P ∈ LangAtomic with atomic blocks and
yields programs in LangMG

where these are en-
coded as critical sections. In the resulting program,
all statements accessing a global variable g have to
be embedded into critical sections protected by the
mutex mg. Additionally, each atomic block is en-
coded as a critical section protected by all mutexes
of the form mg ∈ MG , if g is read or written in the
atomic block. These lock-operations on mutexes in-
serted there are performed following some total order on MG . In Listing 2, one
of the atomic blocks of the introductory example from Listing 1 is encoded via
critical sections.

Theorem 4. Let P ∈ LangAtomic be a program. The program P is safe with
respect to the interleaving semantics if and only if splitP ∈ LangMG

is safe with
respect to the interleaving semantics.

A proof-sketch for the direction that if splitP is safe w.r.t. the interleaving
semantics, also P is safe w.r.t. the interleaving semantics, can be found in Ap-
pendix C.1. We remark that such an encoding of atomic blocks via mutexes may
introduce deadlocks which do not unduly restrict the set of reachable states.
Using this encoding, we can define the validity of a witness with respect to the
local trace semantics.

Definition 7 (Valid Witness w.r.t. Local Trace Semantics). A witness
W for a program P ∈ Lang, resulting in the witness-instrumented program PW ,
is valid w.r.t. the local trace semantics if and only if the program splitPW is
safe w.r.t. the local trace semantics.

Finally, we can relate this notion back to the validity of witnesses in the
interleaving semantics. With the definition of a valid witness w.r.t. the local
trace semantics referring back to safety and by encoding atomicity in witness-
instrumented programs via critical sections, we can lift the agreement of the two
semantics on safety to an agreement on validity of ghost witnesses.

Theorem 5. Let W be a witness for a program P ∈ Lang. The witness is valid
with respect to the interleaving semantics if and only if it is valid with respect to
the local trace semantics.

Proof. By Definition 5, the witness W is valid with respect to the interleaving
semantics if and only if the witness-instrumented program PW is safe. According
to Theorem 4, the program PW is safe with respect to the interleaving semantics
if and only if the program splitPW is safe with respect to the interleaving se-
mantics. As splitPW ∈ LangMG

, according to Theorem 1, the program splitPW

is safe with respect to the interleaving semantics if and only if it is safe with
respect to the local trace semantics. With Definition 7, the statement follows.
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5 Witness Generation with Thread-Modular Abstract
Interpretation

Here, we outline how the analysis results of two thread-modular analyses based
on abstract interpretation can naturally be expressed using ghosts. While both
analyses [71, 72] are implemented in Goblint and proven correct relative to the
local trace semantics, their abstractions differ: one computes relational invariants
per mutex, while the other computes non-relational invariants per global.

The relational mutex-meet analysis by Schwarz et al. [72] assumes that each
global variable g is (write-)protected by a set of mutexes M[g] which are held at
every write to g. For every mutex m, the analysis computes a mutex invariant [m]
containing relational information between those global variables G[m] = {g | m ∈
M[g]} only written when m is held. The computed invariant holds whenever no
thread holds the mutex m, i.e., it may be violated while some thread has exclusive
access, but holds again once m is released. To express mutex invariants, we
introduce for each mutex m a boolean ghost variable mlocked, indicating whether
any thread has locked m. The variable is initialized to false and corresponding
ghost variable updates are added to the witness: every lock of m is instrumented
with mlocked = true and every unlock with mlocked = false. This allows every
mutex invariant [m] to be added to the witness as ¬mlocked =⇒ [m]. Listing 1b
is an example obtained by such an instrumentation.

Goblint additionally distinguishes two phases of the program: when it is
single-threaded and when it has become multithreaded. Thread-modular analy-
sis are only used for the latter, while, in the former phase, global variables are
analyzed flow-sensitively to, e.g., retain precision during the initialization phase
of the program. We introduce another boolean ghost variable multithreaded , in-
dicating whether the program has become multithreaded. It is initialized to false

and all thread creation actions that may potentially create the first additional
thread are instrumented with multithreaded = true. Thus, every invariant [m] is
actually added as (multithreaded ∧ ¬mlocked) =⇒ [m].

The non-relational protection analysis [71] computes for each global vari-
able g a protected invariant [g] which describes values of g when no thread holds
a mutex from M[g]. Every protected invariant [g] is added to the witness as
(multithreaded ∧

∧

m∈M[g] ¬mlocked) =⇒ [g].
The analyses and their computed invariants are flow-insensitive on global

variables, so the invariants should be valid at all program locations that fulfill
certain conditions. Repeating the flow-insensitive invariants at every location is
costly for validators; instead, we add flow-insensitive invariants after each thread
create in the program.

6 Ghost Witnesses for C Programs

Here, we propose a uniform format for correctness witnesses with ghost variables
(based on Definition 3) for concurrent C programs. The format enables witness
exchange between verifiers and witness validators. Our format is compatible with
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an existing format [3] for correctness witnesses of sequential programs utilized by
the community around the International Competition on Software Verification
(SV-COMP) [6] and is realized in YAML [26].

A witness in this format contains invariants and specifies at which locations of
the C program these invariants hold. Rather than referring to a specific control-
flow graph, locations are expressed by a line number and a column number in
the source C file. Corresponding to the elements of the tuple (D ,X , U, I) from
Definition 3, the format defines the following types of entries in the witness:

ghost_variables A ghost global variable declaration consists of a primitive
C type, a unique identifier, and an initial value given as a (side effect-free)
C expression over global variables of the program.

ghost_updates A ghost update consists of an identifier (referring to a ghost
variable declaration), a location at which the update is performed, and a
(side effect-free) C expression over program variables (which must be in
scope at the location) and ghost variables.

location_invariant A location invariant consists of a location and an invariant
represented as a (side effect-free) C expression over program variables (which
must be in scope at the location) and ghost variables.

A more detailed description of these entries can be found in Table 3 in the ap-
pendix. We omit the definition of local ghost variables, as in C the reading from
and writing to global variables does not require local variables as in our formal-
ization. A full YAML schema for witnesses is available [24] and documented [25].
Listings 3 and 4 show two excerpts of a correctness witness for the program in
Example 1, the full witness can also be found in the appendix (Listing 5).

- entry_type: invariant_set
metadata: ...
content:
- invariant:

type: location_invariant
location: { line: 4, ... }
value: == 0 =⇒ used == 0
format: c_expression

List. 3. Location invariant.

Before defining validity for these wit-
nesses, we briefly discuss the semantics of
concurrent C. Notably, the semantics of
concurrent C programs is not based on the
interleaving of well-defined atomic steps
as in our formal model; the granularity
of steps is implementation-defined. For in-
stance, depending on compiler and target
platform, a write of a 64 bit shared variable
may be performed atomically, or it may be
split into two write accesses of 32 bit, or even more granularly. Since actions of
other threads may interleave arbitrarily with these accesses, leading to unex-
pected results, C forbids (non-atomic) concurrent accesses to shared variable,
and declares such data races as undefined behaviour. As we are concerned with
proving correctness (wrt. reachability properties) on C programs, we only con-
sider well-behaved C programs without such data races. Moreover, C allows
atomic operations on shared data to specify different memory orders, allowing
for certain weak memory models to be used. We do not support these memory
orders, and always assume sequential consistency [48].
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- entry_type: ghost_instrumentation
metadata: ...
content:
ghost_variables:

- name:
type: int
scope: global
initial:

value: 0
format: c_expression

ghost_updates:
- location: { line: 4, ... }

updates:
- variable:
value: 1
format: c_expression

List. 4. Ghost declaration and update.

The validity of our witnesses for C pro-
grams is based on Definition 5. The wit-
ness format for sequential programs by
Ayaziová et al. [3] specifies that each
location_invariant must hold immedi-
ately before executing the statement or
declaration it is attached to, i.e., the state-
ment or declaration at the specified loca-
tion. In concurrent programs we must ad-
ditionally define which global states the
evaluation of an invariant may observe.
In particular, as the granularity of write
accesses by other threads to shared vari-
ables is unclear, an invariant could poten-
tially observe arbitrary intermediate states
of such a write. This is problematic for witnesses, as they cannot express useful
information over the global state in that case. To address this issue, we use the
notion of sequence points in C, a set of well-defined points in an execution where
all side effects of the previous actions are guaranteed to have been performed
and no side effects of subsequent actions have taken place [38]. For validity of
a witness in our format, it suffices that every location invariant in the witness
holds whenever one thread is at the specified location and every other thread is
at a sequence point. Additionally, each location invariant is evaluated atomically,
i.e., no other thread can interleave while the location invariant is evaluated.

The effect of the declaration of a ghost variable g with type T and initial value
v corresponds to inserting a global declaration T g = v; in the C program. The
declaration is executed after the global variables of the program are declared.
As a result, the evaluation of v can access the initial value of the program’s
global variables. The update of a ghost variable g with the value v has the same
semantics as the C statement g = v;. As described in Definition 4, the update
is executed atomically with the action at the given witness location. Unlike the
witnesses in the control flow graph as in Definition 3, we cannot in general
attach the ghost update to an arbitrary statement, as we cannot assume that
this statement is executed atomically (e.g., it may contain a nested function call
or might execute other side-effects). Therefore, we allow ghost updates only at
locations that point to the beginning of one of the following statements.

– If the statement is a call to a function from the pthread library (e.g. for
thread-creation or locking of a mutex; the full list can be found in Table 4),
then the ghost update is performed at the sequence point after evaluating
the arguments of the function and together with the action leading to the
next sequence point (e.g., locking of the mutex for pthread_mutex_lock,
thread creation for pthread_create).

– If the statement is an assignment, the ghost update is performed after the
assignment, and it happens atomically with the actual write (i.e., only the
write itself is performed atomically, not the evaluation of the expressions).
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Performing the write atomically may reduce the possible interleavings, but
for programs without data races the behaviour is equivalent.

In the benchmarks used by SV-COMP, there are two additional functions that
allow one to define an atomic block in C [7]. The verifiers are instructed to assume
that the code between __VERIFIER_atomic_beginand __VERIFIER_atomic_end

is executed in one atomic step. As we aim for our witnesses to be used by the
SV-COMP community, we also allow ghost updates at the call of these two func-
tions. For a call to __VERIFIER_atomic_begin (resp. __VERIFIER_atomic_end),
the update is performed after (resp. before) the call to this additional function,
i.e., the update is performed atomically with the code between these calls.

7 Validation with Software Model Checking

Witnesses expressed in the format described in the previous section can be ex-
changed with, and validated by, other verification tools, to confirm the results
of the verification using tools with a significant technological and/or concep-
tual difference, and thereby increase trust in the verification tool or potentially
uncover bugs in the verification. To demonstrate this, we implemented witness
validation in the software model checking tool Ultimate GemCutter [28, 43],
which is developed as part of the Ultimate program analysis framework [77].

Ultimate GemCutter is based on an interleaving semantics (Section 2.2).
It uses a commutativity relation between statements to identify pairs of state-
ments (of different threads) whose relative order does not affect program correct-
ness. In its analysis, GemCutter groups interleavings into equivalence classes
based on the induced Mazurkiewicz equivalence [52], i.e., it considers interleav-
ings as equivalent if they only differ in the order of commuting statements.
GemCutter proves correctness for one representative per equivalence class, us-
ing the trace abstraction algorithm [36], a counterexample-guided abstraction
refinement scheme. If the proof for the representatives succeeds, GemCutter

soundly concludes correctness of the entire program. To validate witnesses, Gem-

Cutter instruments the given program with the ghost code and invariants from
the witness (similar to Definition 4), and applies its usual verification algorithm
to the instrumented program.

7.1 Experimental Setup

Complementary to the theoretical equivalence results of Theorem 5, we empiri-
cally evaluate the impact of witness validation regarding the following questions:

Q1 Can witnesses generated by a verifier be validated by a different tool based
on different semantics, analysis approaches, and technological foundations?

Q2 What is the overhead of witness validation? Can witnesses help to accelerate
the analysis, compared to verification without a witness?

Q3 Can witness exchange and validation with tools based on a different ap-
proach help to find bugs in verification tools?
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Table 1. Number of confirmed witnesses. In witness confirmation mode, GemCutter

checks validity of witness invariants while ignoring program correctness.

witnesses protection- mutexmeet- protection mutexmeet

witnesses for correct programs

total 181 217 159 230
confirmed 171 193 122 167
rejected 0 0 0 0
out of resources 5 19 34 56

witnesses for incorrect programs

total 282 288 295 300
confirmed 192 164 224 130
rejected 0 0 0 0
out of resources 85 117 68 163

For our evaluation, we analysed the programs in the ConcurrencySafety-Main
category of SV-COMP [6] with Goblint and generated correctness witnesses.
For each of the two different analyses (mutex-meet and protection) described
in Section 5, we generated witnesses with and without ghost variables, yielding
four witness benchmark sets. The witnesses without ghosts simply contain loca-
tion invariants within critical sections, immediately after lock operations. The
non-ghost invariants only refer to variables protected by mutexes held at their lo-
cations, implicitly using locations to encode concurrency information. Thus, the
number of invariants, their locations and the invariant expressions themselves
are incomparable between the two kinds of witnesses. We excluded witnesses
that do not contain any (non-trivial) invariants. Note that, as an abstract in-
terpreter, Goblint cannot prove incorrectness of programs, but is still able to
generate valid invariants for incorrect programs (though they are, naturally, in-
sufficient to prove correctness). Hence, the generated witness benchmark sets
include witnesses for incorrect programs, where the invariants reflect informa-
tion that Goblint has derived about the program, and can be checked by our
witness confirmation analysis.

We validated these witnesses using GemCutter. The validation was exe-
cuted on an AMD Ryzen Threadripper 3970X at 3.7GHz with a time limit of
900 s, a memory limit of 16GB and a CPU core limit of 2. For reliable measure-
ments, the experiments were carried out using the BenchExec framework [12].
An artifact allowing reproduction of our experiments is available [23].

7.2 Results

Table 1 shows the number of witnesses in each witness benchmark set, and
how many of them are confirmed resp. rejected by GemCutter. In the witness
confirmation mode used here, GemCutter only checks if the asserts of the
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Table 2. Validated witnesses and required time. The second line indicates verification
results on those benchmarks where a witness in the corresponding witness set existed.

witnesses protection- mutexmeet- protection mutexmeet

#
time
h:m:s

#
time
h:m:s

#
time
h:m:s

#
time
h:m:s

validation 119 1:31:33 123 1:29:27 100 2:01:29 110 2:37:12
verification 120 1:07:27 131 1:18:29 101 44:34 118 1:07:43

instrumented program that correspond to witness invariants can be violated,
while ignoring the asserts already present in the original program.

Despite the significant differences between Goblint and GemCutter, the
communication via the witness format is successful (Q1). The analysed witnesses
contain non-trivial information: on average, witnesses in the set “protection- ”
(resp. “mutexmeet- ”) contain 44.1 invariant entries (resp. 43.9 ) and 3.8 ghost
updates (resp. 3.6), whereas the witnesses in “protection” (resp. “mutexmeet”)
contain on average 179 (resp. 749.9) invariant entries. For witnesses that are
not confirmed, GemCutter either runs out of time or memory (see Table 1), or
crashes due to ghost updates at unsupported locations (12 cases) or unsupported
C features in the program or witness (58 cases).

Table 2 shows the results of running GemCutter in full witness validation
mode (the mode used in SV-COMP), where the witness invariants must be
confirmed and correctness of the program must be proven. As we are working
with correctness witnesses, we only consider correct programs for the validation.
For Goblint witnesses validated by GemCutter, witness validation generally
incurs an overhead rather than accelerating the verification (Q2). However, for
almost all programs verified by GemCutter, the corresponding witnesses can
also be validated with a moderate slowdown. In two cases, validation of a witness
from the “mutexmeet- ” resp. “protection- ” set succeeds (in less than 250 s)
while the verification of the corresponding program times out.

Over the duration of this work, its implementation and (re-)evaluation re-
vealed 29 bugs in Goblint and GemCutter and lead to their fixing in most
cases (Q3). These bugs already existed prior to and independently of this work,
and crucially, they were revealed on a subset of the very same SV-COMP bench-
marks that have been used over the years to test and evaluate these tools. A full
overview of these bugs is provided in Appendix E. In particular, four soundness-
critical bugs were discovered in the verification performed by Goblint, and 13
bugs in Goblint’s witness production (including missing or incorrect invari-
ants). In Ultimate, five issues concerned the support for ACSL specifications
(which is reused as part of the witness instrumentation), two bugs concerned
the translation of C code to Ultimate’s internal representation, one bug con-
cerned the internal representation, and one bug was specific to witness valida-
tion. Notably, the bugs regarding ACSL support and translation of C code are
soundness-critical, and cannot be caught by correctness checks inside Ultimate



Correctness Witnesses for Concurrent Programs 19

that operate on the internal representation. Thus, the witness exchange and
validation significantly improved both tools.

Threats to validity. We conducted experiments with Goblint and GemCut-

ter, producing ghost witnesses in Goblint (albeit for two different analysis ap-
proaches) and validating them in GemCutter. While further experiments with
more analyzers would offer additional evidence of the suitability of the format,
Goblint and GemCutter employ radically different approaches and technolo-
gies; thus, we consider our experiments strong evidence that the format succeeds
in exchanging information across such divides. We do not study the exchange
of ghost witnesses in the opposite direction here. Lastly, the evaluation was
performed on tasks from the ConcurrencySafety-Main category of SV-COMP,
implying the usual concerns about generalizability to real-world programs of
any experiment performed on SV-COMP benchmarks also apply here.

8 Related Work

The exchange of information between analyzers through an analysis-agnostic
exchange format is actively researched and has led to the development of coop-
erative verification [11, 35]. Witnesses are central to SV-COMP with many tools
specifically developing witness generation and validation approaches [10, 55, 68,
76]. The first generation relied on automata exported as GraphML [8–10], which
has been deprecated in favor of a YAML-based format [3]. There are other means
of exchanging analysis information that focus on external results, such as SARIF
(Static Analysis Results Interchange Format) [64], or conversely, work within a
given approach, such as abstract interpretation [1] or model checking [34, 54].
The goal of our witnesses, however, is to expose reasoning about concurrent
programs that can be transferred across the semantic divide.

Witness exchange aims to increase trust in the analysis results, and can ef-
fectively reveal latent bugs in the analyzers. Making program verification tools
more dependable is an active area of research. Novel testing methods have been
developed specifically for testing analyzers [17, 31, 40, 42]. Ideally, we would like
to formally prove analyzers correct, and there has been significant progress in
this direction [4, 16, 19, 32, 39, 75, 79]; however, none of these target the full
range of advanced techniques needed for efficient analysis of real-world concur-
rent programs, which are still under active research and development.

Ghost variables are crucial for the (relative) completeness of the proof sys-
tems of Owicki and Gries [65] and Lamport [46]. The usefulness of these and
similar approaches was shown in case studies [22, 33, 51, 73]. Nipkow and Nieto
[63] formalize the Owicki-Gries method in Isabelle/HOL and extend the method
to parametric programs [61, 62]. Recent work extend the Owicki-Gries method
to weak memory [20, 21, 45, 81] and persistent memory [13, 66].

We showed that our ghost instrumentation preserve the safety of the original
program. Filliâtre et al. [30] present an ML-style programming language and
ensure non-interference via the type system, allowing a bisimulation proof of



20 J. Erhard et al.

ghost code erasure. For concurrent code, Zhang et al. [82] present a structural
approach to establish erasure and Schmaltz [69] gives bisimulation proofs for a
significant portion of low-level C with ghost updates.

Our approach to generating ghost witnesses is reminiscent of a form of re-
source invariant synthesis [18]. There are other approaches worth exploring, such
as generating ghosts for counting proofs Farzan et al. [27] or inferring conditional
history variables from counter-examples [78]. Hoenicke et al. [37] explore how
thread-modular reasoning can avoid ghosts by introducing proof systems that
consider interleavings of up to k threads. Farzan et al. [29] present an approach
to simplifying proofs, reducing the complexity of the ghost state.

Thread-local concrete semantics have been used to justify thread-modular
data-flow analysis [59] and concurrent separation logic [14, 15, 44, 49, 60, 74].
For abstract interpretation, Miné [56] presents a thread-modular abstract in-
terpretation framework as layers of abstractions of the interleaving semantics,
and in subsequent work [57, 58], the interleaving semantics is encoded into a
local semantics by using auxiliary variables to track the control location of other
threads. In contrast, we have shown equivalence for a purely thread-local trace
semantics where threads only learn of other thread actions through synchronizing
events.

9 Conclusion

We have introduced a witness format for communicating information about con-
current programs between static analysis tools — bridging the divide between
interleaving and thread-modular views of the concrete semantics. We build on
the notion of ghost variables, which is well-established for arguing about the
correctness of concurrent programs. The ghost witness can be easily encoded
via a program transformation. This way, the notion of a valid witness is in-
dependent of the semantic view, which is crucial for an exchange format. We
extend an existing and established format to minimize the technical burden for
other tools to support ghost witnesses. For two types of thread-modular analy-
ses implemented in the Goblint abstract interpreter, we have shown how the
invariants computed can naturally be expressed in the new format, highlighting
that its expressiveness is useful for existing analyses. A validation of the wit-
nesses that Goblint generated for a set of concurrent SV-COMP tasks showed
that most could be validated by the model checker GemCutter building on an
interleaving view of concurrency. Altogether, the notion of ghost witnesses can
be leveraged as a building block for exchanging more expressive invariants of
concurrent programs between static analysis tools. Future work may study how
the results of other static analyzers for concurrent programs are best encoded
via ghost code and how to cleverly exploit this information in thread-modular
validators. Additionally, it would be interesting to explore the applicability of
ghosts in violation witnesses for concurrent programs.

Data Availability Statement. A virtual machine that allows for reproduction of
our experiments is available on Zenodo [23]. The machine contains the source code and
binaries of Goblint and Ultimate GemCutter, the benchmark programs, and the
detailed evaluation results underlying Section 7.
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A Supplemental Material for Section 2
(Two Views on Concurrent Programs)

A.1 Details on Consistency of Interleavings

Let ν : T ! I ! T be a function that computes the thread id for a new thread,
given its parent thread id and the interleaving up to the last state before creation

of the new thread. When appending a step ֒
t
−!(u,a,v) s′ reaching state s′ to a

consistent interleaving i, the resulting interleaving i′ is consistent only if state s′

reflects the effect of the action a of thread t. This is the case if s′ = (L′,M ′, G′)
is as follows:

L′ =



















L⊕ {t 7! (v, l)} ⊕ {tidc 7! (stc, l0)} if a ≡ create(tc)

L⊕ {t 7! (v, f l)} if a ≡ l := f l

L⊕ {t 7! (v, f l (G g))} if a ≡ l := f l g

L⊕ {t 7! (v, l)} otherwise

assuming L t = (u, l), tidc = ν(l self, i), stc is the start node of thread template
tc and l0 = l⊕ {self 7! tidc}, and

G′ =

{

G⊕ {g 7! f l} if a ≡ g := f l

G otherwise

M ′ =











M ⊕ {m 7! t} if a ≡ lock(m)

M ⊕ {m := None} if a ≡ unlock(m)

M otherwise

A.2 Proof of Lemma 1

Lemma 3. Let I = JP1KI be the set of all interleavings for some program P1 ∈
LangMG

, and let GT = JP1KGT .

1. For any interleaving i ∈ I, there exists a create-complete global trace gt ∈ GT
such that i and gt coincide.

2. For any create-complete global trace gt ∈ GT , there exists an interleaving
i ∈ I such that i and gt coincide.

Proof. 1. Fix an interleaving i ∈ I and a thread t ∈ threadsI(i). We obtain the
global trace gt as follows:
(a) For every thread ti ∈ threadsI(i), including t, we extract the subsequence

Ati
i of i that consists of steps taken by ti and their start and target states.

As in the construction in Definition 1, we fuse, for every two consecutive
steps in Ati

i , the target state sti,k of the first step with the start state
s′ti,k of the following step by mapping them to their first component Lk

and L′
k each applied to ti which yields the coinciding reached program

node and local state of ti. Further, we add the number of steps performed

by ti when reaching the state s′ti,k. This way, we obtain a sequence Ati
i

′

for every thread ti.
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(b) We construct a global trace gt from the partial ordering
⋃

ti∈threadsI(i)
. Ati

i

′

by adding additional orderings between observable and observer events:

– For every state s′ti,k in Ati
i

′
of some thread ti with an outgoing edge

(create(tj), ti), we add s′ti,k < s′tj ,0 to the partial ordering where

s′tj ,0 is the first state in the sequence A
tj
i

′
of the created thread tj .

– Further, we consider every two states sk1
and sk2

in i with incoming
edge (unlock(m), ti) and (lock(m), tj), respectively, where none of
the edges in between are labeled with action unlock(m) or lock(m).
For those states, we pick the corresponding states s′ti,k1

and s′tj ,k2
in

Ati
i

′
and A

tj
i

′
and add s′ti,k1

< s′tj ,k2
to the partial ordering.

– Last, we consider all states sk in i with an incoming edge (lock(m), ti)
for some mutex m where no state sk′ with incoming edge (lock(m), tj)

and k′ < k exists. Let s′t,0 be the first state in the sequence At
i

′
. Then

we add s′t,0 < sk to the partial ordering.
2. We extend the partial order of the create-complete global trace gt , by adding

an ordering between any end node u of a create step and the initial node
of the created thread v, with u < v. Then, we pick a total order on states
that extends this partial order, yielding ordered states s0 < s1 < · · · < sn,
for some n. For each state except for start states of threads, there is a
program action that immediately preceds it. Now, given this total order, we
inductively construct an interleaving i that coincides. The initial state of the
interleaving is given by extending the state s0 to include global variables, the
state of the mutexes and of local variables of other threads, but removing
the step counter of actions performed by a thread. Each subsequent state
is computed by going to the next state in the sequence of the (sj)1≤j≤n

that has not been incorporated yet and which is not the start state of a
thread. For such an sk0

, we consider the action a performed by thread t that
preceded it, and apply it to obtain the next step of the interleaving.
The resulting interleaving coincides by construction with gt .

B Supplemental Material for Section 3
(Ghost Witnesses)

B.1 Proofs for Preservation of Safety in Ghost Programs

Proof of Lemma 2

Lemma 4. Let P ∈ Lang be a program and W a witness for P . Given an
interleaving i ∈ JP KI , then π i ∈ JPW KI , i.e., is a consistent interleaving of
PW . For the last state s of i and the last state s′ of π i it holds that πP s′ = s.

Proof. We proceed by induction over the number of states n of the interleaving
i. For the base case n = 1, we have an interleaving i ∈ JP KI consisting solely
of the initial start state. Due to step G1, π i satisfies criterion I1 for PW ,
and thus is a consistent interleaving of PW , and the states of the variables
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and mutexes in P and the locations of threads agree. Now assume that we
have an interleaving i ∈ JP KI of length n + 1. Then, for the interleaving i′ not
including the last step of i, we have by induction hypothesis that π i′ ∈ JPW KI ,
is a consistent interleaving of PW , and that in particular their last states agree
w.r.t. to variables and mutexes in P and the locations of threads. We show that
the last steps in π i not included in π i′ satisfy the condition I2. Assume the
last step in i is performed by thread t at some edge (u, a, v). We first consider
the case that ΨW (u, a, v) is undefined. Then, the last step in π i is, according
to step G2, taken by thread t for the edge δW (u, a, v) = (u, a′, v), where the
effect of a and a′ on the variables of P agrees, and there are no additional
operations in a′ that may not be admissible. As the preceding states agree, and
a and a′ do not differ w.r.t. their effect on variables in mutexes in P , the result
states agree on the state of the mutexes and variables in P and the locations
of threads. Now, consider the case that ΨW (u, a, v) = (u, a′′, (u, v)) is defined.
Accordingly, the step (u, a′′, (u, v)) is performed by thread t first, where a′′ is an
atomic block that evaluates an invariant and then asserts it. This operation is
admissible and does not affect the state of local and global non-ghost variables
as well as mutexes. The next step inserted by π i is the thread t taking the
edge π (u, a, v) = ((u, v), a′, v). Again, the effect of this action on the local and
global variables as well as mutexes of P is the same as for (u, a, v). Thus, the
last states of π i and i agree on the values of variables, the owners of mutexes
in P and the locations of threads.

Correctness Preservation Assume we are given a program P ∈ Lang, and
a witness (D ,X ,U, I) for this program, resulting in a witness-instrumented
program PW . Intuitively, given an interleaving i ∈ JPW KI reaching a state s,
we construct an interleaving i ′ ∈ JP KI that reaches the state πP s by projecting
edges that were transformed by δW back. Additionally, special care needs to be
taken to cut out steps on edges introduced by ΨW .

Definition 8. Let P ∈ Lang be a program and W be a witness for P . Given an
interleaving i ∈ JPW KI , the function ρ is inductively defined and

H1 Projects the initial state s to the state πP s;
H2 For each subsequent step (n, a,m) performed by a thread t yielding state s:

– In case that m = (u, v) for some nodes u, v of P , it does not extend its
result. (As the action (n, a,m) was inserted due to a invariant for the
node n.)

– In case that (n, a,m) = (u, a, v) or (n, a,m) = ((u, v), a, v) for some
nodes u, v of P , it adds one step (u, a′, v), where (u, a′, v) ∈ E is the
unique edge connecting u and v in P , and the state πP s.

Lemma 5. Let P ∈ Lang be a program and W a witness for it. Assume there is
an interleaving i ∈ JPW KI , that violates an assertion a at an edge δW (u, a, v).
Then, the interleaving ρ i is in JP KI and violates the assertion a at an edge
(u, a, v).
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Proof (Sketch). One first proves by induction that interleaving ρ i is in JP KI and
that the states obtained by the interleavings i and ρ i agree when projected to
variables in P and projecting away intermediate steps performed by i . Then, it
follows that the assertion violated in i is violated in ρ i as well.

Lemma 5 provides a construction for an interleaving satisfying the property
described in Theorem 3. Thus, Theorem 3 follows.

C Supplemental Material for Section 4
(Valid Witnesses in the Local Trace Semantics)

C.1 Violation Preservation of Encoding of Atomicity

To precisely relate interleavings of the programs P and splitP , we introduce the
function πsplit.

Definition 9. Given a program P ∈ LangMG
and an interleaving i ∈ JP KI .

πsplit i yields the interleaving that skips steps in i that lock or unlock mutexes in
MG and the result states of these steps, and where occurrences of mutexes in
MG are removed from all states.

Theorem C.1. Given a program P ∈ LangAtomic, and an interleaving i ∈ JP KI .
There is an interleaving i′ for the program splitP , such that the global state, the
owners of mutexes and the local states of all threads of the state attained at every
index in i and πsplit i

′ are the same.

Proof. For a given P and a program splitP , the function extend that, given i,
constructs i′, is defined inductively. Given an interleaving consisting solely of
the start state, it returns the interleaving consisting of the start state where
the mutexes in MG are added. For an interleaving i consisting of n + 1 steps,
it computes the interleaving extend i′, where i′ is the prefix of i containing
the first n steps, and prolongs the result in the following manner. In case the
last step taken in i is a base statement a, and a global g is accessed in a,
the interleaving extend i′ is prolonged by a sequence lock(mg); a; unlock(mg),
and the state is updated accordingly in the resulting steps. In case the last
step taken in i is an atomic statement a′, and the global variables being ac-
cessed in a′ are g1, . . . , gk, the interleaving extend i′ is prolonged by a sequence
lock(mg1); . . . ; lock(mgk); a; unlock(mgk); . . . ; unlock(mg1). Here, it is assumed
without loss of generality, that the mutexes mg1 , . . . ,mgk are in the total order
defined for the mutexes in MG in splitP . For every interleaving returned by
extend, the set of mutexes in MG that is held by any thread is empty at the
end of the interleaving, ensuring that prolonging it with lock(mg) operations is
possible.

Corollary 3. Let P ∈ LangAtomic be a program. If there is an interleaving i ∈
JsplitP KI where an assertion is violated at step k, there is a trace i′ ∈ JP KI ,
such that the assertion is violated at the step with index k of πsplit i

′.
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According to Corollary 3, if there is any interleaving on a program using
atomic blocks violating a given assertion, there is also a violating interleaving on
the program where the atomic block is encoded as a critical section. Thus, the
encoding of a ghost program via critical sections can be used to soundly verify
that there are no assertion violations in the ghost program, and therefore no
assertion violations in the original program.

Theorem C.2. Let P ∈ LangAtomic be a program. If there is an interleaving
i ′ ∈ JsplitP KI where an assertion is violated in πsplit i

′, there is an interleaving
i ∈ JP KI , such that the same assertion is violated.

Proof. Without proof.

D Supplemental Material for Section 6
(Ghost Witnesses for C Programs)

Table 3. Structure of a ghost_instrumentation witness entry composed of declara-
tions for ghost_variables and ghost_updates to alter the values of the variables.

Key Value Description

ghost_variables array the list of ghost_variable items; see below

ghost_updates array the list of ghost_update items; see below

content of ghost_variable

name scalar the name of the ghost variable

type scalar the type of the ghost variable

scope global the scope of the variable is always global

initial mapping the initial value of the variable; see below

content of initial

value scalar the initial value of the ghost variable

format c_expression the format is always c_expression

content of ghost_update

location mapping the location of the update as structured in [3]

updates array the list of update items; see below

content of update

variable scalar the name of the ghost variable

value scalar the value assigned to the ghost variable

format c_expression the format is always c_expression

E Supplemental Material for Section 7
(Validation with Software Model Checking)

Over the duration of this work, its implementation and (re-)evaluation revealed
numerous bugs in the two tools and lead to their fixing in most cases. These al-
ready existed prior to and independently from this work. Thus, the collaboration
and witness exchange improved both tools as a whole.
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- entry_type: invariant_set

metadata: ...

content:

- invariant:

type: location_invariant

location: { line: 4, ... }

value: == 0 =⇒ used == 0

format: c_expression

- entry_type: ghost_instrumentation

metadata: ...

content:

ghost_variables:

- name:

type: int

scope: global

initial:

value: 0

format: c_expression

ghost_updates:

- location: { line: 4, ... }

updates:

- variable:

value: 1

format: c_expression

- location: { line: 6, ... }

updates:

- variable:

value: 0

format: c_expression

- location: { line: 8, ... }

updates:

- variable:

value: 1

format: c_expression

- location: { line: 11, ... }

updates:

- variable:

value: 0

format: c_expression

List. 5. Witness with ghosts in the YAML-format for the program from Listing 1.
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Table 4. Supported pthread functions for ghost updates with the corresponding loca-
tion

Function name Location of the ghost update

pthread_create thread creation
pthread_mutex_lock locking of the mutex
pthread_mutex_unlock unlocking of the mutex
pthread_rwlock_rdlock locking of the read-write lock
pthread_rwlock_wrlock locking of the read-write lock
pthread_rwlock_unlock unlocking of the read-write lock
pthread_cond_wait locking of the mutex

Goblint. Fixed:

– Verification:
1. Unsound invariants from interval set domain widening (issue #1356,

issue #1473, PR #1476).
2. Unsound relational analysis due to extern variables (issue #1440, PR #1444).
3. Unsound relational analysis due to __VERIFIER_atomicmutex (issue #1440,

PR #1441).
4. continue handling in syntactic loop unrolling (PR #1369).

– SV-COMP witness generation:
1. Logical expression intermediate locations (issue #1356, CIL PR #166).
2. Multiple/composite declaration initializer intermediate locations (CIL PR #167,

PR #1372).
3. for loop initializer location_invariant location (CIL PR #167).
4. for loop loop_invariant location (issue #1355, PR #1372).
5. No loop_invariant for goto loop (PR #1372).
6. do-while loop loop_invariant location (PR #1372).
7. Exclude internal struct names from generated invariants (PR #1375).
8. Improve invariants for syntactically unrolled loops (PR #1403).
9. Exclude trivial _Bool invariants (issue #1356, PR #1436).

10. Exclude trivial congruence invariants (issue #1218).
11. Exclude invariants with out-of-scope local variables (issue #1361, PR #1362).
12. Mutex-meet invariants do not account for initial values (issue #1356).
13. Exclude Goblint stubs from witnesses (PR #1334).

Not fixed:

1. Witness invariant parser does not handle typedef (CIL issue #159).
2. Autotuner enables all integer domains (issue #1472).
3. Cannot have location_invariant before loop (issue #1391).

Ultimate. Fixed:

1. (Validation) Location invariants at labels were not handled properly (d55e39c)

https://github.com/goblint/analyzer/issues/1356
https://github.com/goblint/analyzer/issues/1473
https://github.com/goblint/analyzer/pull/1476
https://github.com/goblint/analyzer/issues/1440
https://github.com/goblint/analyzer/pull/1444
https://github.com/goblint/analyzer/issues/1440
https://github.com/goblint/analyzer/pull/1441
https://github.com/goblint/analyzer/pull/1369
https://github.com/goblint/analyzer/issues/1356
https://github.com/goblint/cil/pull/166
https://github.com/goblint/cil/pull/167
https://github.com/goblint/analyzer/pull/1372
https://github.com/goblint/cil/pull/167
https://github.com/goblint/analyzer/issues/1355
https://github.com/goblint/analyzer/pull/1372
https://github.com/goblint/analyzer/pull/1372
https://github.com/goblint/analyzer/pull/1372
https://github.com/goblint/analyzer/pull/1375
https://github.com/goblint/analyzer/pull/1403
https://github.com/goblint/analyzer/issues/1356
https://github.com/goblint/analyzer/pull/1436
https://github.com/goblint/analyzer/issues/1218
https://github.com/goblint/analyzer/issues/1361
https://github.com/goblint/analyzer/pull/1362
https://github.com/goblint/analyzer/issues/1356
https://github.com/goblint/analyzer/pull/1334
https://github.com/goblint/cil/issues/159
https://github.com/goblint/analyzer/issues/1472
https://github.com/goblint/analyzer/issues/1391
https://github.com/ultimate-pa/ultimate/commit/d55e39c
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2. (C-Translation) Model return value of __VERIFIER_nondet_bool properly
(f7d84c9)

3. (ACSL) Enhance grammar for variable names (b9e0ff7, ab2e0ac)
4. (ACSL) Support _Bool type (9435525, cb09d65)
5. (ACSL) Support for &(ed2a5ba)
6. (ACSL) Fix -> translation (6f5224f)
7. (CFG) Fix support for nested atomic blocks (a38a16e)

Not fixed:

1. (C-Translation) Missing support for pthread-attributes
2. (ACSL) Missing support for function pointers

https://github.com/ultimate-pa/ultimate/commit/f7d84c9
https://github.com/ultimate-pa/ultimate/commit/b9e0ff7
https://github.com/ultimate-pa/ultimate/commit/ab2e0ac
https://github.com/ultimate-pa/ultimate/commit/9435525
https://github.com/ultimate-pa/ultimate/commit/cb09d65
https://github.com/ultimate-pa/ultimate/commit/ed2a5ba
https://github.com/ultimate-pa/ultimate/commit/6f5224f
https://github.com/ultimate-pa/ultimate/commit/a38a16e
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