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Abstract
Identifying anomalies from time series data plays an important role
in various fields such as infrastructure security, intelligent oper-
ation and maintenance, and space exploration. Current research
focuses on detecting the anomalies after they occur, which can lead
to significant financial/reputation loss or infrastructure damage. In
this work we instead study a more practical yet very challenging
problem, time series anomaly prediction, aiming at providing early
warnings for abnormal events before their occurrence. To tackle
this problem, we introduce a novel principled approach, namely
future context modeling (FCM). Its key insight is that the future
abnormal events in a target window can be accurately predicted if
their preceding observation window exhibits any subtle difference
to normal data. To effectively capture such differences, FCM first
leverages long-term forecasting models to generate a discriminative
future context based on the observation data, aiming to amplify
those subtle but unusual difference. It then models a normality cor-
relation of the observation data with the forecasting future context
to complement the normality modeling of the observation data
in foreseeing possible abnormality in the target window. A joint
variate-time attention learning is also introduced in FCM to lever-
age both temporal signals and features of the time series data for
more discriminative normality modeling in the aforementioned two
views. Comprehensive experiments on five datasets demonstrate
that FCM gains good recall rate (70%+) on multiple datasets and
significantly outperforms all baselines in 𝐹1 score. Code is available
at https://github.com/mala-lab/FCM.

∗Corresponding authors.
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1 Introduction
Identifying anomalies from time series data is highly demanded in
practice [3, 6, 11]. Detecting anomalies that have already occurred
is valuable, but the occurrence of the abnormal events can lead
to significant financial/reputation loss or infrastructure damage.
Accurately predicting these anomalies in advance, i.e., having early
warnings of the anomalies, can effectively mitigate such adverse
effects. Time series anomaly prediction holds significant impor-
tance across various fields. For instance, in the monitoring of criti-
cal infrastructure systems, anomaly prediction ensures the safety
and stability of water treatment systems by preventing abnormal
events such as water supply/pollution accidents [20]; in machine
operation and maintenance [30, 31], it provides early warnings
for potential failures in servers, hard drives, and other equipment,
enabling preemptive measures to avoid financial/reputation losses
due to the failures; in space exploration, it alerts potential opera-
tional/logistic issues beforehand, providing time for handling the
issues early, thereby guaranteeing smooth progression of explo-
ration missions [8]. Thus, this work focuses on addressing the
anomaly prediction problem.

Numerous methods have been introduced for time series anom-
aly detection (TSAD), such as reconstruction-basedmethods [10, 13–
15, 24, 25, 35], contrastive learning-based methods [12, 36], one-
class classification methods [19, 34], and graph neural network-
based methods [4, 5, 38]. TSAD focuses on detecting the abnormal
events after they occur, so they assume that clear abnormal patterns
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Figure 1: Illustration of the key insight of FCM. For effective
anomaly prediction, FCM assumes that there are subtle signs
(in the bottom time series) at the observation window for
future abnormal events in a target window. These signs are
typically too subtle to be detected by TSAD models. FCM
aims to leverage long-term time series forecasting models to
amplify these signs and associate them as a future context
with the observation temporal signals for accurate anomaly
prediction.

exist in the observational time series data, rendering them ineffec-
tive for anomaly prediction. This is because the signs of having
abnormal events in the future time points are typically subtle, such
as the data in𝑊𝑖 in Fig. 1.

To tackle this challenge, we introduce a novel principled ap-
proach, namely future context modeling (FCM). Its key insight
is that the future abnormal events in a target window can be ac-
curately predicted if their preceding observation window exhibits
any subtle difference to normal data. To effectively capture such
differences, FCM first leverages long-term forecasting (LTTSF) mod-
els [17, 21, 26, 28] to generate a discriminative future context based
on the current time window data, aiming to amplify those subtle
but unusual difference. This is because i) the LTTSF techniques can
often accurately predict normal time points, resulting in smooth,
accurate forecasting time points, but ii) they are difficult to ac-
curately forecast the abnormal time points, leading to fluctuated,
exceptional time points. For example, as shown in Fig. 1, at the
normal time points𝑊𝑖 , the forecasting output given𝑊𝑖−1 does not
exhibit any abnormality, but it starts behaving abnormally at𝑊𝑖+1
when observing𝑊𝑖 where subtle sign of anomalies is presented.
The unusual forecasting signals at𝑊𝑖+1 on the top help largely
amplify the subtle abnormality signs at current window𝑊𝑖 .

These forecasting time points are treated as future contexts,
which are then utilized by FCM to model its normality correlation
with the observation data for foreseeing possible abnormality in
the target window. That is, FCM takes both the current observation
time points and its forecasting time points as joint input, upon
which a joint data reconstruction model is built. Due to the subtle

anomaly signs in the current time points and their amplification
via the forecasting, the joint reconstruction error is expected to be
large if the future target window contains abnormal time points,
and it would be small otherwise. Additionally, FCM also adds a
module that individually model the current time points so as to
capture any sign of future abnormality without being affected by
the forecasting time points. Thus, FCM foresees future abnormality
through two different yet complementary views: one view is on
modeling any subtle abnormality sign at the current time points
while another view is based on the normality correlation between
the current and forecasting time points.

Furthermore, to support a more discriminative reconstruction
for future normal and abnormal time points, we propose a multi-
dimensional self-attention module to obtain correlations from both
the feature dimension and the temporal dimension. The subtle
anomaly signs often have difficulty establishing correlations with
the future abnormal time points in at least one of these two dimen-
sions, while the normal time points are strongly correlated at both
the feature and temporal dimensions. Thus, the multi-dimensional
self-attention approach helps increase the difficulty in the joint data
reconstruction when the future time window contains abnormal
time points. By contrast, it enables better data reconstruction when
the future time points are all normal.

Our contributions are summarized as follows:
• We explore an important yet under-explored problem, time
series anomaly prediction, aiming to promote a more practi-
cal setting for anomaly identification in time series data.

• We then propose the novel anomaly prediction approach
FCM that aims to learn and leverage future context to am-
plify subtle abnormality signs at the observation window
and provide more discriminative features for anomaly pre-
diction. To our best knowledge, this is the first work that
models the normality correction between the observation
and forecasting time points for anomaly prediction.

• We further introduce a variate-time multi-dimensional self-
attention module, in which the correlation of time series
data can be effectively modeled from both of the feature and
temporal dimensions, enabling a more discriminative joint
modeling of the current and forecasting time points in FCM.

• We establish evaluation protocols using five widely-used
TSAD datasets and perform comprehensive experiments
to compare our FCM with 16 anomaly prediction methods.
FCM gains good recall rate (70%+) on multiple datasets and
consitently outperforms the competing methods in 𝐹1 score.

2 Related Work
2.1 Time Series Anomaly Detection
Studies on identifying anomalies in time series data are focused
on the task of detection rather than prediction. Numerous meth-
ods have been introduced in this line of research, which can be
roughly categorized into the following five groups. 1) Classical
Methods: Classical methods are not specific to time series data but
are generally applicable to all data types, such as OCSVM [19], iFor-
est [16, 33], and DAGMM [42]. 2) Reconstruction-based Methods:
The main idea of reconstruction-based methods is to learn the man-
ifold of normal classes. When encoding and reconstructing data



using autoencoders or other methods, anomalies cannot be properly
reconstructed due to their significant differences from the normal
manifold. Many reconstruction architectures have been introduced
[10, 14, 15, 24, 25, 35]. For example, Anomaly Transformer (Anom-
Trans) [35] targets the correlation of consecutive times with a trans-
former network, discovering weak relationships between anomalies
and the entire sequence. Methods such as DA-VAE [10], PUAD [14],
and MEMTO [24] learn diverse normal patterns via prototype- or
memory-augmented reconstruction. 3) Contrastive Learning-based
Methods: These methods learn temporal normal patterns via con-
trastive learning, such as DCdetector [36] and CTAD [12]. 4) Graph
Neural Network-based Methods: They learn the structure of exist-
ing relationships between variables using graph neural networks
and distinguish anomalies by predicting the future values of each
sensor, such as GDN [5]. 5) Generative Adversarial Network-based
Methods: The methods in this group focus on utilizing adversarial
training or adversarially generated time series data to train the
detection models, such as USAD [2] and BeatGAN [39].

2.2 Time Series Forecasting
Long-term time series forecasting (LTTSF) is a classic task in time
series analysis. It involves extracting the core patterns embedded
in extensive data and estimating changes over a long period in the
future. In recent years, numerous studies have attempted to apply
transformer models to LTTSF [27]. For example, Informer [40] aims
to adopt distillation techniques together with self-attention to ef-
fectively extract the most crucial time points for the forecasting.
Autoformer [29] draws on ideas from traditional time series analysis
methods and incorporates decomposition and auto-correlation into
the network. FEDformer [41] uses a Fourier-enhanced structure to
achieve linear complexity. PatchTST [21] treats patches as input
units, preserving the semantics of each block in the time series
data, thereby utilizing the transformer structure more effectively
to achieve good results. Subsequent works have mostly followed
the patch concept. iTransformer [17] embeds each time series as
variable tokens, employing the attention mechanism to handle
multivariate correlations and using a feed-forward network for
sequence encoding. It adopts a reversed perspective on time series,
embedding the entire time series of each variable independently
into tokens, thereby expanding the local receptive field. These fore-
casting models may be adapted for anomaly prediction via a simple
reconstruction module, but they lack the designs that focus on
learning the prevalent patterns from the data, leading to ineffec-
tive anomaly prediction. Limited work has been done on anomaly
prediction. Jhin et al. [9] explore the detection of early signs of
abnormality in time series data to provide a unified framework
for anomaly detection and prediction, but its future prediction is
restricted to very short time period, leading to a task similar to
anomaly detection.

3 Future Context Modeling
3.1 Problem Statement
Let 𝑥1:𝑇 = {𝑥1, . . . , 𝑥𝑡 , . . . , 𝑥𝑇 } ∈ R𝐷×𝑇 be a multivariate time
series, where 𝑥𝑡 ∈ R𝐷 is a multi-dimensional vector, 𝐷 represents
the dimensionality of the multivariate time series, and 𝑇 is the
length of the time series.

Observation Target
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Figure 2: The studied setting. Given an observational time
window from 𝑡𝑖 to 𝑡𝑖+1, we aim to predict whether there would
be abnormal events in the target window from 𝑡𝑖+1 to 𝑡𝑖+2. The
two windows are slid with a fixed step size (see Sec. 3.1).

We first formalize the anomaly prediction task for multivariate
time series data. As shown in Fig. 2, a sliding window is lever-
aged. Let observation window be 𝑥𝑖 = [𝑥𝑡𝑖1 , . . . , 𝑥𝑡𝑖𝐿 ], where 𝑡𝑖 𝑗 =
𝑖×𝑆 + 𝑗 −1. The window size is 𝐿 and the sliding step is 𝑆 . The obser-
vation window serves as the input to our neural network. The next
non-overlapping window [𝑥𝑡𝑖 (𝐿+1) , . . . , 𝑥𝑡𝑖 (2𝐿) ] is the target window.
Given an input observation window 𝑥𝑖 , our network determines
whether each time point in the target window is an anomaly. There
are a total of ⌊(𝑇 − 𝐿)/𝑆⌋ + 1 observation windows. The period
before an anomaly occurs in the target window is called operation
window, in which we take actions to mitigate the impact if the pre-
diction results have anomalies. The length of the actionable time
is adjusted by the sliding step size 𝑆 . Note that the step size needs
to be smaller than the window size to ensure sufficient actionable
time.

3.2 Overview of FCM
This paper proposes a novel time-series anomaly prediction method
FCM. To achieve accurate abnormal event prediction, it leverages
long-term forecasting models to generate a discriminative future
context for modeling its normality correlation with the data in
the observation window. As shown in Fig. 3, FCM contains two
important components: a future context-aware anomaly prediction
module and a joint variate-time (var-time) attention module. The
anomaly prediction module consists of normality modeling from
two views. The first view is to model the normality association
of observation window data with a forecasting future context to
achieve accurate abnormal prediction through joint data reconstruc-
tion. Another view is on the normality modeling of the observation
data to capture any abnormality signs without being affected by
the forecasting output. The var-time attention module constrains
anomalies by modeling from the temporal signals and feature di-
mensions of time series data, increasing the reconstruction differ-
ence between normal and abnormal. Below we introduce the details
of each module.

3.3 Future Context-aware Anomaly Prediction
FCM aims to forecast a future context for more accurate anomaly
prediction. The key intuition behind is that time series forecasting
results can behave very differently, depending on whether there
are abnormal time points or not. This allows the amplification of
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for joint normality modeling. The var-time attention module learns the relationships between temporal signals and feature
values of time series data to enable more discriminative normality learning.

abnormality signs at the observation window. Thus, we design a
LTTSF module 𝐹 in FCM. This module predicts the target window
by learning the continuous changes in two adjacent windows in
the training data with normal data. For current window 𝑥𝑖 , the
forecasting results for the target window through 𝐹 can be defined
as 𝑥𝑡𝑖 (𝐿+1) :𝑡𝑖 (2𝐿) = 𝑓 (𝑥𝑡𝑖1:𝑡𝑖𝐿 ;Θ𝑓 𝑜𝑟𝑒 ), with the parameters Θ𝑓 𝑜𝑟𝑒 op-
timized using a mean squared error (MSE) loss:

L𝑓 𝑜𝑟𝑒 =
𝑥𝑡𝑖 (𝐿+1) :𝑡𝑖 (2𝐿) − 𝑥𝑡𝑖 (𝐿+1) :𝑡𝑖 (2𝐿)

2
2
. (1)

As shown in Fig. 1, although the forecasting module has signifi-
cant errors in predicting the abnormal signals, there are discrimi-
native forecasting outputs for normal and abnormal time points in
the target windows, i.e., smooth, accurate forecasting for normal
data signals in the target window𝑊𝑖 vs. fluctuated, exceptional
forecasting results for abnormal data signals in the target window
𝑊𝑖+1. Therefore, the forecasting result 𝑥𝑡𝑖 (𝐿+1) :𝑡𝑖 (2𝐿) can be seen as
an amplifier that leverages the subtle abnormality signals in the
observation window𝑊𝑖 to generate a discriminative future context
at𝑊𝑖+1. FCM then models the normality correlation between the
observation window data and its forecasting future context via a
linear layer𝑔 parameterized byΘ𝑔 through joint observation-future
context signal reconstruction:

𝐶𝑖 = 𝑔( [𝑥𝑡𝑖 (1) :𝑡𝑖 (𝐿) · 𝑥𝑡𝑖 (𝐿+1) :𝑡𝑖 (2𝐿) ];Θ𝑔), (2)

L𝑐 =
𝐶𝑖 −𝐶𝑖

2
2 . (3)

where [·] means a concatenation of the two inputs and𝐶 = ℎ(𝐶 ;Θ𝑐 )
refers to the reconstruction of𝐶 by a decoderℎ parameterized byΘ𝑐 .

Our LTTSF module can predict accurately for most normal points.
Thus, the observation-future context data consisting of 𝑥𝑡𝑖 (1) :𝑡𝑖 (𝐿)
and 𝑥𝑡𝑖 (𝐿+1) :𝑡𝑖 (2𝐿) are strongly correlated, if 𝑥𝑡𝑖 (1) :𝑡𝑖 (𝐿) does not con-
tain future abnormality signs. This correlation is broken otherwise,
since the forecasting output 𝑥𝑡𝑖 (𝐿+1) :𝑡𝑖 (2𝐿) would not follow specific
distribution patterns. As a result, the reconstruction for normal
events in the target window would be small, and it would be large
for future abnormal events.

Additionally, we also learn the normality pattern from the obser-
vation window individually to model the original sign anomalous
signals. This is to complement the normality modeling from the
observation-future context view. It is done by a usual reconstruction
of the observation data 𝑥𝑖 :

L𝑑𝑒𝑡 =
𝑥𝑡𝑖 (1) :𝑡𝑖 (𝐿) − 𝑥𝑡𝑖 (1) :𝑡𝑖 (𝐿)

2
2
, (4)

where 𝑥𝑡𝑖 (1) :𝑡𝑖 (𝐿) refers to the reconstruction result of 𝑥𝑡𝑖 (1) :𝑡𝑖 (𝐿) .

3.4 Joint Variate-Time Attention Mechanism
In Sec. 3.3, we use data reconstruction to model the normality pat-
terns from two different views. However, traditional reconstruction
methods may also reconstruct subtle anomaly signals in both views.
To increase the difficulty of the data reconstruction that involves
abnormal signals, we propose a joint variate-time (var-time) at-
tention mechanism. This mechanism learns data correlations from
both the temporal and feature dimensions, making it difficult to
establish connections for current windows that exhibit anomalies



in at least one dimension, thereby enabling more accurate anomaly
prediction.

First, we set the self-attention from the variate dimension. Fol-
lowing the early work iTransformer [17], time series of each sensor
is embedded into a 𝑑𝑚𝑜𝑑𝑒𝑙 dimension space as a token, in which
the original data 𝑋𝐷×𝑇 can be defined as 𝑋𝑡 = {𝑥0𝑡 , 𝑥1𝑡 , ..., 𝑥𝐷𝑡 } ∈
𝑅𝐷×𝑑𝑚𝑜𝑑𝑒𝑙 . We then feed the embedded information into the en-
coder of the transformer. Each head of the multi-head attention
utilizesW𝑄 ,W𝐾 ,W𝑉 to transform X𝑡 into Q𝑡 ,K𝑡 ,V𝑡 ∈ R𝐷×ℎ×𝑑𝑘

by matrix multiplication, with

Q𝑡 = W𝑄X𝑡 ,K𝑡 = W𝐾X𝑡 ,V𝑡 = W𝑉X𝑡 , (5)

where W𝑄 ,W𝐾 ∈ R𝑑𝑚𝑜𝑑𝑒𝑙×(ℎ×𝑑𝑘 ) ,W𝑉 ∈ R𝑑𝑚𝑜𝑑𝑒𝑙×(ℎ×𝑑𝑣 ) , ℎ is the
number of multi-heads, and 𝑑𝑘 is the dimension of each head. For
each head, the dot product of the query and the key is calculated,
and then the attention map for the variate dimension is obtained
via:

A𝑡 = 𝑠𝑜 𝑓 𝑡𝑚𝑎𝑥 (
Q𝑡K𝑇𝑡√︁

𝑑𝑘

), (6)

where A𝑡 ∈ Rℎ×𝐷×𝐷 . We then obtain the outputs via a weighted
sum of the values V𝑡 and the attention weights A𝑡 :

O𝑡 = A𝑡V𝑡 ∈ R𝐷×𝑑𝑚𝑜𝑑𝑒𝑙 , (7)

which is used to enable our time series forecasting in Sec. 3.3.
Correspondingly, we feed the original data 𝑋𝐷×𝑇 to realize

anomaly prediction in the temporal dimension. It is defined as
𝑋𝑑 = {𝑥𝑑0 , 𝑥

𝑑
1 , ..., 𝑥

𝑑
𝑇
} ∈ 𝑅𝑑𝑚𝑜𝑑𝑒𝑙×𝑇 after values of all sensors at

the same moment are embedded into 𝑑𝑚𝑜𝑑𝑒𝑙 -dimension space. We
establish the anomaly prediction module based on the correlation
between time points. Since the anomaly detection and the prediction
modules share one encoder, we can obtain Q𝑑 ,K𝑑 ,V𝑑 ∈ R𝐿×ℎ×𝑑𝑘 ,
which is the same as in the forecasting module:

Q𝑑 = W𝑄X𝑑 ,K𝑑 = W𝐾X𝑑 ,V𝑑 = W𝑉X𝑑 , (8)

A𝑑 = 𝑠𝑜 𝑓 𝑡𝑚𝑎𝑥 (Q
𝑑 (Kd)𝑇√︁

𝑑𝑘

) ∈ Rℎ×𝐿×𝐿 . (9)

O𝑑 = A𝑑V𝑑 ∈ R𝐿×𝑑𝑚𝑜𝑑𝑒𝑙 , which we use it to build the reconstruc-
tion modules in in Sec. 3.3.

This self-attention mechanism helps learn the correlations of the
temporal and feature dimensions at the same time, so O𝑑 contains
both temporal and variate corresponding, make it more discrimi-
native of the reconstruction errors between the normal and subtle
abnormal in both reconstruction modules of our future context-
aware anomaly prediction.

3.5 Anomaly Prediction Using FCM
Training. We use a sequential updating strategy to provide feed-
back for the three losses involved in the task. Specifically, we update
the network usingL𝑑𝑒𝑡 andL𝑓 𝑜𝑟𝑒 for a period of time before incor-
porating L𝑐 . This approach ensures that the forecasting module’s
results are relatively stable. If we incorporate L𝑐 from the start, the
large errors in time series forecasting results could adversely affect
the forecasting results.
Inference. Given the observation window data 𝑥𝑡𝑖 (1) :𝑡𝑖 (𝐿) , we ob-
tain the forecasting result of the target window from our LTTSF

module. We then concatenate the forecasting future context with
the observation data and embed it into a low-dimensional space.
We use the embedding 𝐶𝑖 as the representation of the observation
data. The reconstruction error obtained from this representation is
used as the anomaly score for anomaly prediction:

𝑆𝑐𝑜𝑟𝑒 (𝑊𝑖 ) =
𝐶𝑖 −𝐶𝑖

2
2 . (10)

4 Experiments
4.1 Settings
4.1.1 Datasets. Five widely-used TSAD datasets are utilized in the
experiments [35, 36]. They are adapted to anomaly prediction task
by shifting the ground truth of abnormal events to a proceeding
window.

• Server Machine Dataset (SMD) is a five-week dataset
collected from a large Internet company, featuring 38 di-
mensions and resource utilization access traces from 28 ma-
chines [25].

• Mars Science Laboratory dataset (MSL) is collected by
NASA and contains sensor and actuator data from the Mars
rover [8]. It includes 55 dimensions and 27 entities, featuring
telemetry anomaly data derived from event surprise anomaly
(ISA) reports from the spacecraft monitoring system.

• Soil Moisture Active Passive dataset (SMAP) is also col-
lected by NASA and includes soil samples and telemetry
information from the Mars rovers [8]. It has 25 dimensions
and, compared to MSL, contains more point anomalies.

• SafeWater Treatment dataset (SWaT) is a 51-dimensional
sensor-based dataset collected from continuously operating
critical infrastructure systems [20]. It includes 11 consecu-
tive days of data: 7 days of normal operation and 4 days of
periodic attacks, totaling 41 attacks. The time granularity is
1 second.

• PSM (Pooled Server Metrics Dataset) is a public dataset from
eBay server machines with 25 dimensions [1].

4.1.2 Competitors. We employ sixteen anomaly detectors as com-
peting methods, including the classic anomaly detection methods
(OCSVM [19], iForest [16], DAGMM [42], and THOC [23]), gener-
ative methods (BeatGAN [39] and COUTA [34]), reconstruction-
basedmethods (OmniAnomaly [25], InterFusion [15], LSTM-ED [18],
MSCRED [37], AnomTrans [35], and DCdetector [36]), graph neural
network-based methods (GDN [5]), and time series analysis-based
models (FEDformer [41], Autoformer [29], and TimesNet [28]).
Among these methods, thirteen anomaly detection models can
be directly applied to anomaly prediction by modeling normal-
ity on the observation window data. Additionally, the remaining
three time series analysis-based models are modified and adapted
for anomaly prediction via a data reconstruction module on the
forecasting data.

4.1.3 Evaluation Metrics. Time-series anomaly prediction presents
distinct challenges compared to the well-established anomaly detec-
tion task, necessitating a novel evaluation protocol. Our approach
focuses on the ability to provide early warnings of impending anom-
alies, rather than merely identifying them post-occurrence. To eval-
uate the predictive capability, we designate the ground-truth labels



Table 1: Precision 𝑃 , Recall 𝑅, and 𝐹1 score of anomaly prediction results on five multivariate real-world datasets. All results are
represented in percentages (%). The best performance for each metric on each dataset is highlighted in bold, and the runner-up
𝐹1 score are underlined.

SMD MSL SMAP SWaT PSM

Method P R 𝐹1 P R 𝐹1 P R 𝐹1 P R 𝐹1 P R 𝐹1

OCSVM 7.06 11.23 8.67 39.21 46.15 42.40 23.41 34.16 27.78 6.72 17.92 9.77 3.51 26.30 6.19
iForest 4.52 3.27 3.80 38.94 20.34 26.72 29.28 46.29 35.87 7.34 10.19 8.53 17.34 23.17 19.84
BeatGAN 27.36 38.35 31.94 58.36 58.99 58.67 34.49 56.37 42.80 15.05 39.67 21.82 42.30 36.54 39.21
DAGMM 2.12 43.10 4.05 47.30 53.24 50.10 20.78 59.13 30.75 0.26 7.78 0.50 5.66 45.18 10.06
OmniAnomaly 0.08 0.17 0.11 10.09 10.07 10.08 2.55 5.83 3.55 0.37 14.02 0.72 15.77 13.00 14.25
THOC 2.49 6.06 3.53 23.55 35.27 28.24 21.39 30.56 25.17 0.61 24.79 1.18 2.60 12.23 4.29
InterFusion 1.58 3.43 2.16 23.65 28.38 25.80 19.71 54.09 28.89 0.60 15.51 1.16 4.85 3.36 3.97
LSTM-ED 6.72 11.05 8.35 37.12 42.36 39.57 14.37 39.12 21.02 0.83 25.36 1.60 5.07 12.00 7.13
MSCRED 1.53 17.03 2.81 6.26 24.05 9.94 3.65 41.46 6.71 0.56 6.15 1.02 2.85 22.02 5.05
GDN 4.31 8.16 5.64 24.85 38.51 30.21 17.06 45.53 24.82 3.08 21.64 21.64 1.97 6.35 3.01
COUTA 3.62 35.93 6.58 36.37 35.61 35.98 14.56 37.86 21.03 0.14 3.38 0.27 2.49 19.34 4.41
FEDformer 3.08 2.84 2.96 43.52 24.22 31.12 15.87 21.25 18.17 4.08 21.16 6.85 5.24 12.83 7.44
Autoformer 3.08 2.84 2.96 43.01 23.68 30.55 14.02 19.13 16.18 4.07 21.16 6.82 5.18 12.83 7.38
TimesNet 14.27 12.51 13.33 39.00 24.22 29.89 19.76 24.24 21.77 12.97 26.07 17.32 30.21 10.80 15.91
AnomTrans 25.19 34.46 29.10 39.71 57.86 47.10 30.51 51.51 38.32 24.01 61.03 34.46 41.55 36.45 38.84
DCdetector 17.14 21.53 19.08 21.17 11.50 14.91 6.82 8.44 7.54 5.49 13.26 7.77 7.91 8.02 7.96

FCM (Ours) 34.23 54.13 41.93 65.50 82.90 73.18 39.46 76.09 51.97 25.62 74.97 38.19 56.07 65.92 60.60

Table 2: FCM vs. the two best-performing contenders in more
evaluation metrics. The results of other methods are avail-
able in Table 6 in the appendix.

Dataset Method Acc 𝐹1 Aff-P Aff-R R_A_R R_A_P V_ROC V_PR

SMD
BeatGAN 87.31 31.94 50.06 97.56 64.28 25.88 63.67 25.29
AnomTrans 98.41 29.10 49.39 90.09 57.04 22.07 56.12 21.15
FCM (Ours) 98.58 41.93 50.46 93.24 61.37 30.79 59.96 29.33

MSL
BeatGAN 82.90 58.67 49.81 98.56 72.44 38.90 73.69 40.22
AnomTrans 98.04 47.10 50.34 93.84 66.27 46.88 65.09 45.76
FCM (Ours) 98.66 73.18 50.51 96.12 75.34 59.81 74.63 59.14

SMAP
BeatGAN 92.17 42.80 50.09 99.43 74.17 33.81 74.86 34.52
AnomTrans 98.50 38.32 50.54 97.97 66.40 33.02 65.70 32.32
FCM (Ours) 98.81 51.97 49.95 97.95 73.97 44.77 72.63 43.45

SWaT
BeatGAN 82.84 21.82 49.77 99.23 73.60 33.69 74.06 34.15
AnomTrans 98.92 34.46 50.27 87.15 71.14 34.85 71.66 35.39
FCM (Ours) 98.91 38.19 50.64 95.35 74.11 37.71 73.03 36.64

PSM
BeatGAN 91.82 39.21 50.16 93.90 66.97 33.46 65.97 32.36
AnomTrans 97.87 38.84 51.54 78.03 58.54 32.71 57.70 31.94
FCM (Ours) 98.40 60.50 49.86 80.15 65.93 46.82 64.24 45.06

of the window immediately preceding each true anomaly as anoma-
lous. Also, for continuous anomalies, we only consider the first
window in which the anomaly manifests. Subsequent anomalous
samples within the same sequence are omitted from evaluation.
Based on prediction results and the adjusted ground-truth labels,
we employ the point adjustment strategy and then calculate the
precision 𝑃 , recall 𝑅, and 𝐹1 score [25, 32, 35]. Additionally, consid-
ering the imperfection of the point adjustment strategy, we incor-
porate recent metrics specifically designed for time-series anomaly
detection, including Affiliation Precision/Recall (Aff-P/Aff-R) [7],
Range-AUC-ROC/PR (R-A-R/R-A-P) [22], and Volume Under the
Surface ROC/PR (V_ROC/V_PR).

4.1.4 Implementation Details. In our experiments, we set the de-
fault observation window and target window size to 100, with a
sliding window step size of 50, enabling about 50-100 minutes/hours

Table 3: 𝐹1 score performance for the anomaly detection task.
All results are in %, and the best ones are in Bold, and the
runner-up performer are underlined.

Dataset SMD MSL SMAP SWaT PSM

OCSVM 63.27 82.66 61.75 80.70 88.35
iForest 51.01 74.79 67.59 77.82 87.82
BeatGAN 78.37 89.97 91.15 92.70 85.78
DAGMM 31.24 86.98 67.03 74.87 85.11
OmniAnomaly 21.56 57.68 71.69 56.62 78.10
THOC 26.95 52.72 42.62 56.70 73.83
InterFusion 12.93 62.58 88.21 39.65 40.11
LSTM-ED 34.28 57.56 54.39 57.04 77.71
MSCRED 16.18 59.09 56.64 63.64 43.86
GDN 66.35 50.80 73.17 80.46 88.42
COUTA 63.73 59.42 70.04 46.32 69.89
FEDformer 44.98 67.74 59.93 84.16 87.39
Autoformer 44.85 71.40 73.27 83.40 87.29
TimesNet 76.27 80.75 69.77 91.91 92.79
AnomTrans 75.29 86.16 92.11 93.17 94.83
DCdetector 77.42 81.87 93.10 94.82 95.67
FCM (Ours) 81.36 92.01 95.11 95.55 96.81

of early warning of the future abnormal events. We select the anom-
aly score threshold for identifying anomalies according to Anom-
Trans [35]. The number of channels in the hidden state 𝑑𝑚𝑜𝑑𝑒𝑙 is
512 by default and the number of heads ℎ is 8. We use the Adam
optimizer with an initial learning rate of 10−4. For different datasets,
we introduce the prediction feedback module into training at dif-
ferent iterations. Specifically, this module is introduced at 30,000
iterations for SMD, 4,000 for SMAP, 15,000 for SWaT, 2,500 for MSL,
and 5,000 for PSM. All experiments were implemented in PyTorch
and run on a single NVIDIA GeForce RTX 3090 GPU.



Table 4: Ablation study results. Bare AP only uses an anomaly prediction module without both future context and the variate-
time attention. Bare Fore only uses a long-term forecasting model. w/o Att uses two separate self-attention modules. w/o L𝑐
removes the future context reconstruction module.

Architecture
SMD MSL SMAP SWaT PSM

P R 𝐹1 P R 𝐹1 P R 𝐹1 P R 𝐹1 P R 𝐹1

Bare AP 25.19 34.46 29.10 39.71 57.86 47.10 30.51 51.51 38.32 24.01 61.03 34.46 41.55 36.45 38.84
Bare Fore 30.57 45.38 36.53 45.64 29.69 35.98 26.19 42.87 32.51 6.40 12.50 8.47 54.28 28.75 37.59
w/o Att 33.41 52.23 40.76 49.98 43.86 46.72 33.98 60.27 43.46 24.57 77.49 37.31 50.48 53.39 51.89
w/o L𝑐 32.25 49.87 39.17 55.90 55.58 55.74 38.28 72.34 50.06 21.93 61.65 32.35 53.45 59.31 56.23
FCM 34.23 54.13 41.93 65.50 82.90 73.18 39.46 76.09 51.97 25.62 74.97 38.19 56.07 65.92 60.60

4.2 Main Results
We conduct our anomaly prediction approach and sixteen com-
peting models on five multivariate real-world datasets. Table 1
shows the precision, recall, and 𝐹1 score of our method FCM and
its contenders. Please note that this experiment assesses anom-
aly prediction results, wherein each target window’s evaluation is
based on predictions from the preceding window, diverging from
the conventional anomaly detection paradigm. Therefore, this task
is extremely challenging, resulting in generally lower 𝐹1 scores
across all methods. Nevertheless, FCM still significantly outper-
forms competing methods on all five datasets, demonstrating the
superiority in anomaly prediction. Notably, FCM gains remarkable
recall rates, with an average 𝑅 exceeding 70% across five datasets.
Compared to the best-performing existing methods, our approach
achieve 10%, 14.5%, 9.2%, 7.9%, and 21.4% 𝐹1 score improvement
across the five datasets. In particular, on the PSM dataset, FCM
illustrates significant improvement compared to the competitors,
realizing an average improvement of 48.8% in 𝐹1 score. Among
the baseline methods, BeatGAN and AnomTrans exhibit notewor-
thy prediction performance. BeatGAN’s strength lies in capturing
high-order patterns of normal data through adversarially generated
samples, while AnomTrans leverages its anomaly discrimination
method to excel in criterion correlation difference. Nonetheless, our
method still illustrates consistent superiority, mainly attributed to
its ability to identify subtle yet unusual differences in preceding
windows and its advantage in forecasting future anomalies. Since
the point adjustment strategy of time series anomaly detection is
controversial, some studies propose new evaluation metrics, such as
affiliation precision/recall and the volume under the surface (VUS),
which are considered to provide a more objective assessment of
detection performance. Table 2 reports the results of new indica-
tors, in which we focus on the comparison between FCM and two
best-performing contenders under traditional metrics (see Table 6
in the appendix C for the results of other methods). The empirical
results suggest that FCM can also outperform these competitors
across most evaluation scenarios.

We further relax the evaluation criteria by incorporating the
previously omitted anomaly segments as introduced in Section 4.1.3.
Specifically, we consider the prediction results to be accurate if they
successfully trigger an alert within the extended temporal window.
It can be observed from Table 3 that our method also significantly
outperforms existing state-of-the-art anomaly detectors, averagely
achieving 32.3%, 21.9%, 24.3%, 22.2%, and 17.0% improvement across

five datasets, respectively. These empirical results underscore the
efficacy of FCM in the common anomaly detection task, showcasing
the strong ability of FCM in capturing both subtle and substantial
abnormal signals in the respective observation and target windows.

4.3 Ablation Study
This experiment aims to validate the effectiveness of several key
modules in our FCM model. By removing components of FCM,
we create four ablated variants, including Bare AP, Bare Fore,
w/o L𝑐 , and w/o Att. Table 4 presents the performance of these
ablated variants against the full FCM model. We have the following
findings:

• Bare AP uses a bare anomaly prediction module without
future context or var-time attention. We use AnomTrans to
accomplish this variant. Bare AP shows a performance gap of
an average of 15.6% in 𝐹1 score across five datasets, compared
to the full FCM model, demonstrating the ineffectiveness of
modeling the subtle normality in the observation window
only.

• Bare Fore utilizes a long-term forecasting model to gener-
ate predictions for the observation window, which are then
used directly for anomaly detection. Results indicate that the
prediction results also contain key features for identifying fu-
ture anomalies. It is worthwhile to enhance the identification
of future anomalies from future context.

• The w/o Att variant represents the complete form of our
model, yet utilizing two separate self-attention modules for
the anomaly prediction and time series forecasting. Com-
pared to FCM, this variant demonstrates an average improve-
ment of 9.2% in 𝐹1 score. It can be seen that the shared self-
attention mechanism effectively learns multi-dimensional
normality correlation information, leading to further im-
proved anomaly prediction performance.

• The w/o L𝑐 variant incorporates both the time series fore-
casting module and the anomaly prediction module. In this
configuration, our anomaly prediction module and time se-
ries forecasting module share the var-time attention mecha-
nism. This variant, on five datasets, improves the 𝐹1 score
by 6.5% on average compared to FCM. This underscores the
importance of future contextual information in obtaining
discriminative representations of future anomalies.

In conclusion, the final row in Table 4 represents the complete
form of our method, incorporating all four modules. The inclusion



of both the anomaly prediction and time series forecasting modules
allows the model to leverage future context and learn the normality
from two complementary views, resulting the superior anomaly
prediction results.

4.4 Case Study
To demonstrate the efficacy of our anomaly prediction method,
we conduct a comparative case study to complement quantitative
anomaly detection results. This study leverages three distinct types
of anomalies commonly encountered in time series data, including
group anomalies, shapelet anomalies, and trend anomalies, as re-
spectively shown in Figure 4 (a)(b)(c). These cases are sampled from
the SWaT dataset. For each sub-figure, the upper panel displays the
original time series data. The middle panel illustrates the anomaly
scores (in blue) predicted by our approach FCM and the threshold
(represented by a red dashed line). The bottom panel depicts the
prediction labels and the original detection labels. FCM success-
fully assigns significantly high anomaly scores before the actual
anomalies occur in these three typical cases, thereby offering valu-
able early warnings. FCM can perceive subtle abnormality signs,
during which the interactions between current observational time
points and its forecasting time points are effectively modeled. Un-
like traditional methods that detect anomalies only after they have
manifested, FCM ensures a proactive rather than passive response.
The ability of preemptive detection is crucial as it allows for timely
intervention and mitigation of the abnormal events.

4.5 Hyper-parameter Sensitivity
We conduct sensitivity analysis to investigate the impact of hyper-
parameters on anomaly prediction performance, i.e., this experi-
ment varies the setting of several hyper-parameters and reports
the corresponding 𝐹1 scores. Specifically, we investigate three key
hyper-parameters in FCM, including the window size, the sliding
window step size, and the number of attention heads.

Fig. 5 (a) illustrates the effect of varying window sizes on the
prediction results. Note that the size of both observation window
and target window is adjusted concurrently. Generally, a larger
window is advantageous as it encapsulates more comprehensive
temporal semantics, whereas increased window size correlates with
higher computational complexity and more challenging forecasting
process. FCM exhibits optimal performance stability within the
100-250 samples range.

Fig. 5 (b) shows the impact of different sliding step sizes on pre-
diction performance. For fixed-size windows, a smaller sliding step
can extend the effective operational time, increasing the temporal
resolution of the analysis. On the contrary, a larger sliding step
results in fewer learning windows, potentially increasing prediction
difficulty due to reduced data overlap. FCM demonstrates relatively
stable performance on PSM, SMD, and SwAT within the 30-70 step
size range, but a gradual performance degradation can be observed
on the MSL and SMAP datasets. The optimal temporal granular-
ity might vary across datasets, reflecting differences in underlying
temporal dynamics and anomaly characteristics.

Fig. 5 (c) elucidates the impact of the number of var-time atten-
tion heads on the model performance. The MSL dataset is sensitive
to variations in the number of attention heads, while other datasets

demonstrate relative stability across different configurations. In
alignment with standard Transformer architectures, an increased
number of attention heads generally brings enhanced information
capture capacity. Following typical setting, we also determine that
eight attention heads represent an optimal configuration.

5 Conclusion
This paper introduces a novel method for time series anomaly
prediction, FCM. It models future context for accurate anomaly
prediction by learning to capture subtle abnormality signs in the
observational time points and their correlations with forecasting
time points. FCM achieves this by modeling the correlation between
the current and future windows through a time series forecasting
module, in which the forecasting future time points act as the fea-
ture amplifier of the current window. This helps largely enhance
the expressiveness of the abnormal features. It also introduces a
joint variate-time attention module to simultaneously learn the cor-
relations between time series and between the features. Under the
constraints of the two correlations, future anomalies become more
difficult to reconstruct, resulting in easier differentiation between
future normal and abnormal time points. The effectiveness of FCM
is justified by extensive experiments on five real-world datasets
compared to 16 state-of-the-art competing methods.
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Figure 4: Visualization of ground-truth anomalies and anomaly scores for different types of anomalies.
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Figure 5: Sensitivity analysis of main hyper-parameters in FCM.
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A datasets
Five publicly available multivariate time series datasets are used in
our experiments, with the relevant statistics shown in Table 5. AR
(anomaly ratio) represents the abnormal proportion of the whole
dataset.

Table 5: Dataset Description

Datasets Dimension Training Test AR (%)

SMD 38 708,405 708,420 4.2
MSL 55 58,317 73,729 10.5
SMAP 25 135183 427,617 12.8
SWaT 51 495,000 449,919 12.1
PSM 25 132,481 87,841 27.8

B ALGORITHM
We show the specific implementation of FCM in Alg. 1. Through the
results of time series embedding, our attention can learn the asso-
ciation between variables and output the predicted results (Line 5).

Through the embedding of variables at the same time point, our
attention can learn the association between time points and output
the reconstructed results, which are used for anomaly prediction
(Line 7). We control the training epoch in which we involve the
reconstruction module of future context through a parameter P in
Step 8.

C Results on different metrics
Results of anomaly prediction on 3 traditional metrics and 6 new
proposed metrics are shown as Table 6. It can be seen that our
FCM achieves excellent results in most indicators, especially in
PR-related indicators. This demonstrates that FCM can effectively
leverage the future context to predict future anomalies accurately.

Algorithm 1 Learning algorithm of FCM
Input (1) Training data X; (2) Hyper-parameters: future context

access pointP; (3) Training epochs 𝐸 and the number of batches
in every epoch 𝑄 .

Output Θ𝑑𝑒𝑡 : the parameter of anomaly prediction network.
1: Initialize the LTTSF networkΘ𝑓 𝑜𝑟𝑒 and the anomaly prediction

network Θ𝑑𝑒𝑡 ;
2: while 𝑒 < 𝐸 do
3: for 𝑞 < 𝑄 do
4: Embed every time series of each sensor as a token;
5: Put it into the encoder of transformer and output the

LTTSF results;
6: Embed the value of every sensor at the same time point

as a token;
7: Put into the encoder of transformer and output the

reconstruction results;
8: if 𝑒 > P then
9: Get the forecasting results through Θ𝑓 𝑜𝑟𝑒 ;
10: Update Θ𝑑𝑒𝑡 , Θ𝑓 𝑜𝑟𝑒 with L𝑓 , L𝑑𝑒𝑡 and L𝑐 , accord-

ing to Eq. (1), Eq. (4) and Eq. (2).
11: Update Θ𝑑𝑒𝑡 , Θ𝑓 𝑜𝑟𝑒 with L𝑓 , L𝑑𝑒𝑡 according to Eq. (1)

and Eq. (4).
12: Evaluation:
13: Compute anomaly prediction scores according to Eq. (10).



Table 6: Precision 𝑃 , Recall 𝑅, F1 score, Aff-P, Aff-R, R_A_R, R_A_P, V_ROC and V_PR of anomaly prediction results on five
multivariate real-world datasets. All results are represented in percentages (%). The best performance for each metric on each
dataset is highlighted in bold.

Dataset Method Accuracy Precision Recall F1_score Aff-P Aff-R R_A_R R_A_P V_ROC V_PR

SMD

OCSVM 75.78 7.06 11.23 8.67 51.77 93.62 63.55 29.66 63.21 29.28
iForest 75.64 4.52 3.27 3.80 50.18 84.04 57.66 23.68 56.95 22.92
BeatGAN 87.31 27.36 38.35 31.94 50.06 97.56 64.28 25.88 63.67 25.29
DAGMM 75.37 2.12 43.10 4.05 50.42 76.28 51.27 17.18 51.17 17.04
OmniAnomaly 74.08 0.08 0.17 0.11 49.58 68.00 46.15 11.89 45.93 11.65
THOC 75.61 2.49 6.06 3.53 51.70 83.04 54.15 19.94 53.69 19.45
InterFusion 73.77 1.58 3.43 2.16 50.99 68.39 48.67 14.84 48.24 14.35
LSTM-ED 76.52 6.72 11.05 8.35 52.65 95.09 63.54 29.25 63.15 28.84
MSCRED 75.31 1.53 17.03 2.81 55.35 57.16 47.82 13.68 47.47 13.28
GDN 75.58 4.31 8.16 5.64 55.63 94.27 60.66 26.67 60.60 26.58
COUTA 80.62 3.62 35.93 6.58 51.39 91.72 57.69 21.27 57.85 21.42
FEDformer 75.68 3.08 2.84 2.96 51.42 80.55 57.88 23.18 57.57 22.80
Autoformer 75.65 3.08 2.84 2.96 51.02 80.48 57.34 22.62 57.08 22.28
TimesNet 98.46 14.27 12.51 13.33 57.14 33.10 51.00 11.10 50.96 11.12
AnomTrans 98.41 25.19 34.46 29.10 49.39 90.09 57.04 22.07 56.12 21.15
DCdetector 98.25 17.14 21.53 19.08 49.79 90.12 55.17 16.55 54.40 15.78
FCM (Ours) 98.58 34.23 54.13 41.93 50.46 93.24 61.37 30.79 59.96 29.33

MSL

OCSVM 76.37 39.21 46.15 42.40 50.59 99.14 75.89 44.78 76.92 45.79
iForest 76.74 38.94 20.34 26.72 50.57 99.09 75.41 44.14 76.56 45.28
BeatGAN 82.90 58.36 58.99 58.67 49.81 98.56 72.44 38.90 73.69 40.22
DAGMM 76.12 47.30 53.24 50.10 50.57 99.15 75.99 44.96 76.89 45.83
OmniAnomaly 74.83 10.09 10.07 10.08 49.98 95.83 57.93 25.57 56.74 24.42
THOC 76.24 23.55 35.27 28.24 50.26 98.63 75.66 44.69 76.50 45.49
InterFusion 74.85 23.65 28.38 25.80 49.40 81.94 58.69 27.02 58.81 27.14
LSTM-ED 75.09 37.12 42.36 39.57 48.73 98.89 73.10 42.28 73.83 42.97
MSCRED 78.20 6.26 24.05 9.94 52.45 90.89 60.03 27.31 60.56 27.81
GDN 75.80 24.85 38.51 30.21 51.65 98.61 73.79 42.44 72.99 41.66
COUTA 81.15 36.37 35.61 35.98 50.69 98.67 74.56 41.98 74.94 42.38
FEDformer 76.07 43.52 24.22 31.12 50.88 97.37 76.03 44.04 75.47 43.45
Autoformer 75.98 43.01 23.68 30.55 51.02 99.26 81.11 49.41 80.86 49.11
TimesNet 97.44 39.00 24.22 29.89 53.44 77.29 54.50 28.48 54.55 28.32
AnomTrans 98.04 39.71 57.86 47.10 50.34 93.84 66.27 46.88 65.09 45.76
DCdetector 97.04 21.17 11.50 14.91 47.38 83.73 53.11 17.46 52.89 17.34
FCM (Ours) 98.66 65.50 82.90 73.18 50.51 96.12 75.34 59.81 74.63 59.14

SMAP

OCSVM 94.57 23.41 34.16 27.78 42.21 74.98 58.93 17.70 59.56 18.33
iForest 76.09 29.28 46.29 35.87 45.35 86.28 61.50 25.98 61.52 25.98
BeatGAN 92.17 34.49 56.37 42.80 50.09 99.43 74.17 33.81 74.86 34.52
DAGMM 74.80 20.78 59.13 30.75 42.76 83.61 59.21 24.19 59.93 24.92
OmniAnomaly 74.91 2.55 5.83 3.55 49.93 98.32 59.81 24.46 59.35 23.98
THOC 73.65 21.39 30.56 25.17 47.25 87.52 59.39 24.89 60.40 25.90
InterFusion 75.89 19.71 54.09 28.89 49.47 90.67 66.75 31.32 66.60 31.16
LSTM-ED 77.19 14.37 39.12 21.02 45.59 90.41 61.76 25.69 62.33 26.25
MSCRED 75.20 3.65 41.46 6.71 46.00 85.41 57.65 22.36 57.45 22.15
GDN 74.03 17.06 45.53 24.82 44.23 84.94 58.24 23.51 59.16 24.42
COUTA 79.19 14.56 37.86 21.03 44.00 84.17 59.88 22.91 60.56 23.57
FEDformer 74.25 15.87 21.25 18.17 50.39 91.74 65.91 30.65 65.54 30.27
Autoformer 74.17 14.02 19.13 16.18 49.62 88.03 65.20 30.11 64.97 29.87
TimesNet 98.52 19.76 24.24 21.77 48.91 61.48 53.53 16.82 53.33 16.53
AnomTrans 98.50 30.51 51.51 38.32 50.54 97.97 66.40 33.02 65.70 32.32
DCdetector 98.20 6.82 8.44 7.54 49.31 95.10 52.98 8.30 52.95 8.33
FCM (Ours) 98.81 39.46 76.09 51.97 49.95 97.95 73.97 44.77 72.63 43.45

SWaT

OCSVM 80.76 6.72 17.92 9.77 52.09 46.04 44.61 5.04 44.42 4.85
iForest 81.12 7.34 10.19 8.53 52.72 84.42 49.45 9.94 50.17 10.64
BeatGAN 82.84 15.05 39.67 21.82 49.77 99.23 73.60 33.69 74.06 34.15
DAGMM 80.72 0.26 7.78 0.50 56.12 50.96 41.53 1.64 41.59 1.70
OmniAnomaly 71.95 0.37 14.02 0.72 43.67 67.21 41.33 5.98 40.99 5.63
THOC 81.72 0.61 24.79 1.18 52.76 86.39 46.86 6.80 47.00 6.92
InterFusion 72.35 0.60 15.51 1.16 49.30 56.31 50.39 15.22 50.27 15.10
LSTM-ED 80.73 0.83 25.36 1.60 55.01 46.88 46.59 7.15 46.43 6.98
MSCRED 81.62 0.56 6.15 1.02 42.42 15.07 42.05 1.80 41.91 1.66
GDN 82.60 3.08 21.64 21.64 50.82 90.76 56.77 16.71 55.89 15.83
COUTA 78.06 0.14 3.38 0.27 44.95 35.33 42.39 4.05 42.33 3.99
FEDformer 80.87 4.08 21.16 6.85 51.42 56.93 45.27 5.53 45.14 5.39
Autoformer 80.87 4.07 21.16 6.82 48.35 56.26 45.71 5.96 45.39 5.64
TimesNet 98.88 12.97 26.07 17.32 56.39 63.00 53.39 12.25 53.62 12.48
AnomTrans 98.92 24.01 61.03 34.46 50.27 87.15 71.14 34.85 71.66 35.39
DCdetector 98.62 5.49 13.26 7.77 50.67 95.60 54.58 8.53 54.68 8.67
FCM (Ours) 98.91 25.62 74.97 38.19 50.64 95.35 74.11 37.71 73.03 36.64

PSM

OCSVM 80.71 3.51 26.30 6.19 53.18 62.94 49.78 15.88 50.03 16.05
iForest 80.39 17.34 23.17 19.84 48.73 82.25 59.66 27.11 59.75 27.05
BeatGAN 91.82 42.30 36.54 39.21 50.16 93.90 66.97 33.46 65.97 32.36
DAGMM 78.94 5.66 45.18 10.06 48.88 84.37 60.15 27.72 59.18 26.75
OmniAnomaly 75.44 15.77 13.00 14.25 51.90 80.40 53.84 22.20 54.21 22.49
THOC 78.48 2.60 12.23 4.29 60.87 39.41 47.84 14.41 47.51 14.02
InterFusion 66.36 4.85 3.36 3.97 45.96 69.45 51.88 24.14 52.06 24.28
LSTM-ED 81.82 5.07 12.00 7.13 56.79 61.06 49.11 14.71 49.66 15.14
MSCRED 77.91 2.85 22.02 5.05 51.68 40.00 46.74 13.42 46.26 12.90
GDN 79.63 1.97 6.35 3.01 58.98 62.87 51.16 17.80 51.59 18.12
COUTA 82.73 2.49 19.34 4.41 59.24 14.42 45.92 10.00 45.69 9.71
FEDformer 79.03 5.24 12.83 7.44 56.26 45.16 47.16 12.03 46.98 11.74
Autoformer 79.16 5.18 12.83 7.38 57.83 37.04 46.32 11.10 46.06 10.74
TimesNet 97.87 30.21 10.80 15.91 56.83 41.86 51.76 20.90 51.69 20.99
AnomTrans 97.87 41.55 36.45 38.84 51.54 78.03 58.54 32.71 57.70 31.94
DCdetector 98.03 7.91 8.02 7.96 50.45 84.80 52.61 11.75 52.31 11.18
FCM (Ours) 98.40 56.07 65.92 60.60 49.86 80.15 65.93 46.82 64.24 45.06
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