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Abstract—Detecting credit card fraud (CCF) holds significant
importance due to its role in safeguarding consumers from
unauthorized transactions that have the potential to result in
financial detriment and negative impacts on their credit rating.
It aids financial institutions in upholding the reliability of their
payment mechanisms and circumventing the expensive procedure
of compensating for deceitful transactions. The utilization of
Artificial Intelligence methodologies demonstrated remarkable
efficacy in the identification of credit card fraud instances.
Within this study, we present a unique attention-based ensemble
model. This model is enhanced by adding an attention layer for
integration of first layer classifiers’ predictions and a selection
layer for choosing the best integrated value. The attention layer is
implemented with two aggregation operators: dependent ordered
weighted averaging (DOWA) and induced ordered weighted
averaging (IOWA). The performance of the IOWA operator
is very close to the learning algorithm in neural networks
which is based on the gradient descent optimization method,
and performing the DOWA operator is based on weakening
the classifiers that make outlier predictions compared to other
learners. Both operators have a sufficient level of complexity
for the recognition of complex patterns. Accuracy and diversity
are the two criteria we use for selecting the classifiers whose
predictions are to be integrated by the two aggregation operators.
Using a bootstrap forest, we identify the 13 most significant
features of the dataset that contribute the most to CCF detection
and use them to feed the proposed model. Exhibiting its efficacy,
the ensemble model attains an accuracy of 99.95% with an area
under the curve (AUC) of 1.

Index Terms—Credit card fraud detection, Fusion-based paral-
lel ensemble system, Attention layer, Machine learning, Classifier
selection, Aggregation operators.

I. INTRODUCTION

The convenience of financial services for consumers around
the world has been tremendously improved by digital technol-
ogy. However, this development also opened up new avenues
for financial fraud, especially in credit card transactions [1],
[2], [3]. Criminals defraud people through various technologies
and false identities intending to steal their money [4]. This
gave way to a steep increase in credit card frauds as e-
commerce and online shopping gained momentum [5], [6].
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Looking at the numbers, one can tell that credit card fraud
(CCF) is a big concern. According to Nilson’s report; global
losses from card fraud amounted to 28.65 billion dollars in
2019. These figures are expected surpassing 43 billion dollars
by 2025 [7], [8]. The large increase shows that fraudulent
methods are getting more complicated day by day, hence
making it hard to beat fraudsters at their game [9], [10]. In
the United States alone, CCF cases reported to the Federal
Trade Commission (FTC) were over 393 thousand during
2020, indicating a significant rise from the previous year
[11], [12]. The advent of internet-based transactions worsened
matters leading into rise of fraud cases involving card-not-
present (CNP) transactions, which are quite common currently
[1], [13]. Compared to point-of-sale fraud, the prevalence of
CNP fraud rose by 81%, suggesting a major shift in digital
crime [14]. This therefore means that it is necessary to propose
models and techniques for detecting deceitful transactions. The
old ways of identifying fraud were not quick enough [15], [16].
As a result, researchers performed thorough investigations and
practically used machine learning (ML) algorithms specifically
designed for CCF detection [17]–[20].

Fraud detection extensively relies on the utilization of
ML algorithms. Various ML algorithms, like support vector
machine (SVM), decision tree, random forest, LightGBM,
XGBoost, naı̈ve bayes, stacking classifier and voting classifier
are utilized in fraud detection [21], [21]–[24].

Deep learning (DL) techniques were widely used in detect-
ing fraud across fields in CCF detection. Models like Convo-
lutional Neural Networks (CNN), Recurrent Neural Networks,
and Autoencoders displayed results in spotting activities [1],
[25], [26]. Hybrid models such as CNN-SVM, Autoencoder-
LightGBM, ensemble method and others were commonly
employed for CCF detection [27]–[30].
Our key contributions to this research are:

• We introduce a novel fusion-based ensemble system by
adding an attention layer and a selection module to the
traditional stacking classifier.

• Intelligently, two aggregation operators, DOWA and
IOWA, are employed to combine the predictions of first
layer classifiers. In this entirely fusion-based architecture,
a synergistic combination of the aggregated values by
these two operators is used to feed the meta-learner.

• Dimension reduction using the bootstrap forest approach
is accomplished by eliminating features that contribute
negligibly to the prediction accuracy.

• The best classifiers are selected for combination based on
two criteria: performance and diversity.
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• The proposed model demonstrates 99.95% accuracy in
detecting credit card fraud with the AUC of 1.

The rest of this paper is structured as follows: Section II
introduces related work on detecting CCF. Section III first
addresses the dataset and the identification of its most signif-
icant features, then introduces the aggregation operators used
in the attention layer, and finally analyses the structure of
the proposed system. Findings and analysis are examined in
Section IV. Section V presents prospects for future studies.
Finally, Section VI considers the conclusion.

II. BACKGROUND AND RELATED WORK

Several methodologies and algorithms were deployed to
predict fraud, which saw a sharp rise in recent times. A
focal area of various studies is the detection of CCF. These
paragraphs delve into some of these research efforts.

Long et al. A graph network model was introduced to
efficiently detect online fraud by addressing challenges such
as feature disparities, category imbalances, and relationship
issues [31]–[34].

In [12], the authors proposed a CCF detection model using
new transactional behavioral representations. Two time-aware
gates were designed in a recurrent neural network to cap-
ture long- and short-term transactional habits and behavioral
changes influenced by time intervals between transactions.
The model used a time-aware attention module to extract
behavioral information from historical transactions, consid-
ering time intervals, and an interaction module to enhance
the learned representations. Similarly, in the realm of spotting
news, LSTM and Bi LSTM methods were utilized for text
data preprocessing and analysis, achieving a level of accuracy
in detecting misinformation [35], [36].

Fidelis and coworkers in [37] presented a novel approach
using a hybrid cultural genetic algorithm (CGA) alongside
a trained modular neural network ensemble for classifying
transactions. This ensemble included a complex architecture
of modular neural networks, featuring components such as an
encoder, selectors, a swapped recombine, swapped dynamic
amplification, and a belief finisher for CGA operations. The
ensemble relied on optimized rules derived from the GA-block
for effective classification tasks.

Ibomoiye et al. in [38] introduced a DL ensemble method
to identify CCF utilizing a mix of LSTM and gated recurrent
unit (GRU) networks, as primary learners alongside an MLP
acting as the meta-learner. The combined model demonstrated
superior performance in sensitivity, specificity and AUC met-
rics when contrasted with performing GRU, LSTM and MLP
models.

Within [39], the authors presented an innovative approach
to detecting fraud, comprising four distinct stages. Initially,
cardholders were classified into groups based on similar
transaction behaviors using historical transaction data. Next,
a window-sliding strategy is utilized to merge transactions in
each group. Following that, distinct behavioral patterns are
derived from every cardholder. Separate classifiers are trained
for each group, enabling real-time fraud detection.

In [40], the authors propose the utilization of an adaptive
sampling and aggregation-based graph neural network (ASA-
GNN) in order to enhance transaction fraud detection. By
employing a neighbor sampling strategy that selectively filters
out noisy nodes and provides supplementary information for
fraudulent nodes, the model effectively addresses the chal-
lenge of learning discriminative representations. To selectively
choose similar neighbors with comparable behavior patterns,
cosine similarity and edge weights are utilized, while introduc-
ing a neighbor diversity metric to address fraudsters’ attempts
at disguise and prevent excessive smoothing.

In [41], Wang and colleagues introduced an ensemble
approach that incorporates various feature ranking methods to
achieve more reliable results. This method involved a two-step
process: first, employing multiple rankers to create different
feature rankings, and then combining these rankings using a
median-based method to determine the top ten features for
model building. This approach led to the development of
models utilizing Decision Tree-based classifiers, specifically
CatBoost and XGBoost, enhancing predictive stability and
dependability.

Esenogho et al. described an ensemble classifier combining
an LSTM network with the AdaBoost algorithm for efficient
credit card fraud detection in [42]. Here, the LSTM serves
as the base learner within AdaBoost, using data refined by
the synthetic minority over-sampling technique-edited nearest
neighbor (SMOTE-ENN) technique for better model training.
The ensemble’s final decision was reached through a weighted
voting scheme among the outcomes of various LSTM models,
aiming to boost fraud detection accuracy.

In [43], the authors introduced a fresh approach to detect
consumer fraud in reviews. Their method involves integrating a
channel biattention convolutional neural network (CNN) with
a pre-trained language model. A novel similarity computation
module is introduced, which employs a metric matrix to
evaluate the connection between prior knowledge and con-
sumer reviews. This enables the model to effectively identify
previously undetected fraudulent behaviors.
Although various efforts were made towards the detection
and prediction of CCF, many focused on single classifiers,
which are not as reliable as ensemble-based classification
methods. This is because multi-classifier approaches use the
consensus of several single classifiers, resulting in a more
reliable outcome. Studies that examined CCF detection using
ensemble classifiers either employed outdated versions such
as bagging, boosting, and stacking.

III. PROPOSED ATTENTION-BASED ENSEMBLE SYSTEM
FOR CCF DETECTION

In this section, a new parallel ensemble architecture based
on information fusion is introduced. This novel architecture
is constructed by adding two layers to the stacking classifier
structure: a) an attention layer, and b) a selection layer. Infor-
mation fusion in the attention layer is accomplished through
two operators, DOWA and IOWA, while the selection layer
employs a mathematical logic to choose one of the two output
vectors from the attention layer for each sample. Ultimately,
the selected vector feeds the meta-learner.
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Fig. 1: Heatmap of correlation matrix.

A. Dataset

The dataset in question includes over 550,000 anonymized
records of credit card transactions performed by European
cardholders in 2023 [44]. The anonymization was meticulously
done to ensure the privacy and security of the cardholders’
identities. This dataset’s main purpose is to aid in creating
and honing fraud detection algorithms and systems capable
of pinpointing transactions that might be fraudulent. Some
principal characteristics of this dataset are:

• The dataset comprises a unique identifier, named “id”
assigned to each transaction for distinct identification.

• It includes anonymized features labeled V1 through V28
that encapsulate varying aspects of the transactions, such
as timing and geographical details, among others, in a
manner protective of user privacy.

• “Amount” denotes the monetary value of the transaction.
• there is a binary attribute named “Class” which serves the

purpose of classifying transactions into two categories:
fraudulent (marked as 1) and legitimate (marked as 0).

Fig. 1 shows the correlation matrix, which displays the
extent of linear dependencies among different features of the
dataset through a heatmap. The more a cell corresponding
to two features tends towards violet or white, it indicates
higher linear dependencies. The boxplot in Fig. 2 Offers a
graphical representation of the essential characteristics of the
dataset, encompassing the median, upper and lower quartiles,
and potential outliers.

Fig. 2: this boxplot visualizes the distribution of dataset
features along with outliers.

 
 

Class 

Predictor Contribution Portion  Rank 

V14 219607 0.4819  1 

V10 88717 0.1947  2 

V4 41497 0.0911  3 

V17 27284 0.0599  4 

V12 21195 0.0465  5 

V11 6883 0.0151  6 

V16 6874 0.0151  7 

V8 6457 0.0142  8 

V3 5363 0.0118  9 

V1 3428 0.0075  10 

V7 3414 0.0075  11 

V2 2601 0.0057  12 

V5 2420 0.0053  13 

V18 2055 0.0045  14 

V13 1959 0.0043  15 

V9 1860 0.0041  16 

V28 1695 0.0037  17 

V26 1633 0.0036  18 

V21 1568 0.0034  19 

V25 1362 0.0030  20 

V19 1294 0.0028  21 

V15 1219 0.0027  22 

V23 1083 0.0024  23 

V20 1071 0.0024  24 

V6 1036 0.0023  25 

V22 863 0.0019  26 

V27 818 0.0018  27 

V24 482 0.0011  28 

Amount 0 0.0000  29 

 

Fig. 3: Predictor screening report for feature selection

B. Predictor screening

The process of predictor screening is vital for singling out
significant predictors from a broad pool of potential ones. This
technique uses a bootstrap forest method to identify predictors
that could impact the outcome variable.

In the analysis, a set of 100 decision trees is created using
the bootstrap forest approach for each response. This model
evaluates how each predictor influences the prediction of out-
come. The predictors are ranked based on their contributions
to the model. Fig. 3 illustrates this ranking, displaying the
predictors with their corresponding contributions.

Hence, predictors whose contribution percentage falls below
0.5% are classified as insignificant dimensions. By removing
these negligible dimensions from feature space R29, we ef-
fectively transition into feature space R13. Thus, as per Fig.
1 and Fig. 3, 16 features that have high linear or non-linear
dependency on each other or are not sufficiently discriminative
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are removed from the raw dataset to prevent the model from
becoming biased towards these uninformative features.

C. aggregation operators

The OWA operator is a mathematical tool used for merging
inputs by considering both their order and assigned weights,
frequently applied in processes of decision-making and aggre-
gation. This method systematically orders the inputs before
applying specific weights to them, as highlighted in [45].
Definition 1 introduces the DOWA operator, and the IOWA
operator is introduced in definition 2. These two operators
are used separately to combine the predictions of first layer
classifiers in subsection III-D.

Definition 1. Let p1, p2, ..., pn represent the probabilis-
tic outputs or forecasts from initial classifiers regard-
ing a particular sample, indicating the likelihood of the
sample’s classification into each category. Let m denote
the mean of these predictions across all classes, i.e.,

m = 1
n

n∑
j=1

pj , (α(1), α(2), ..., α(n)) is a permutation of

(1, 2, ..., n) such that pα(j−1) ≥ pα(j) for all j = 2, ..., n,
then we call

c(pα(j),m) = 1−
|pα(j) −m|
n∑

j=1

|pj −m|
, j = 1, 2, ..., n, (1)

the similarity degree between the j-th highest value pα(j) and
the mean value m.

The DOWA operator calculates the weighted mean of the
predictions using a set of weights, each of which emphasizes
the relevance or significance of the respective prediction.
Denote by w = (w1, w2, ..., wn)

T the weight vector for the
OWA operator, and we establish:

wj =
c(pα(j),m)
n∑

j=1

c(pα(j),m)
, j = 1, 2, ..., n, (2)

where c(pα(j),m) is defined by (1). Clearly, we have wj ∈
[0, 1] and

n∑
j=1

wj = 1. Since

n∑
j=1

c(pα(j),m) =

n∑
j=1

c(pj ,m), (3)

then (2) can be reformulated as

wj =
c(pα(j),m)
n∑

j=1

c(pj ,m)
. j = 1, 2, ..., n, (4)

Under these circumstances, it follows that

OWA(p1, p2, ..., pn) =

n∑
j=1

c(pα(j),m)pα(j)

n∑
j=1

c(pj ,m)

. (5)

Using (4) weights corresponding to the predictions of each
classifier are calculated. These weights can have different

values for each sample. Then, the predictions of the first layer
classifiers are aggregated based on the weights assigned to
them by (5). This operator effectively converts the separate
and independent predictions of single first layer classifiers into
a single prediction.

Definition 2. The development of the weighting vector is
a critical aspect widely discussed, as seen in [46], [47]. Filev
and Yager proposed a method in [48] for deriving the weight-
ing vector for an OWA aggregation through the analysis of
observational data. This approach closely aligns with learning
algorithms typical of neural networks, as referenced in [49],
[50], utilizing the gradient descent method as its foundation.
This section outlines the process for determining the OWA
weighting vector’s weights based on observational input.

We are presented with a set of samples, each comprising
a series of values (pk1, pk2, ..., pkn), referred to as the argu-
ments, and a corresponding single value named the aggregated
value, denoted as dk. Our aim is to develop a model that
accurately captures this aggregation process using the OWA
(Ordered Weighted Averaging) method. In essence, the task
is to derive a weighting vector W that effectively represents
the aggregation mechanism across the dataset. The aim is to
determine the weighting vector W based on the data provided.

The task focuses on simplifying the challenge of identifying
the weights by leveraging the OWA aggregation’s linear nature
with the reordered inputs. For the kth data point, the reordered
arguments are signified as bk1, bk2, ..., bkn, with bkj being the
jth largest value within the set (pk1, pk2, ..., pkn). With the
arguments now ordered, the objective turns into determining
the OWA weight vector WT = [w1, w2, ..., wn] in such a
manner that the equation bk1w1 + bk2w2 + ...+ bknwn = dk
holds true for each instance k, from 1 up to N.

We will adjust our method by searching for a weights vector,
W , for OWA, aiming to closely resemble the aggregating
function by reducing immediate errors ek

ek =
1

2
(bk1w1 + bk2w2 + ...+ bknwn − dk)

2. (6)

In relation to the weights wi, this learning challenge
represents a constrained optimization issue. This is because
the OWA weights wi must adhere to two specific criteria:
n∑

i=1

wi = 1 and wi ∈ [0, 1] for i = 1 to n.

To bypass the restrictions, each of the OWA weights is
represented in the following manner.

wi =
eβi

n∑
j=1

eβj
. (7)

With the transformation, regardless of the parameter values
βi, the weights wi will fall within the unit interval and their
sum will equal 1. Hence, the original constrained minimization
issue is converted into an unconstrained nonlinear program-
ming problem:

Minimize the immediate errors ek :

By integrating (7) into (6), it can be stated:
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ek = 1
2 (bk1

eβ1

n∑
j=1

eβj
+ bk2

eβ2

n∑
j=1

eβj
+ ...+ bkn

eβn

n∑
j=1

eβj
− dk)

2

(8)
Motivated by the significant achievements of gradient de-

scent methodologies in the backpropagation approach utilized
for training in neural networks, we adopt it here. By applying
the gradient descent technique, we establish the subsequent
rule for parameter updates βi, i = (1, n);

βi(l + 1) = βi(l)− α
∂ek
∂βi
|βi=βi(l), (9)

where α represents the rate of learning (0 < α < 1) and βi(l)
signifies the approximation of βi following the lth iteration.

To simplify notation, we represent the estimate of the
aggregated value dk as d̂k

d̂k = bk1w1 + bk2w2 + ...+ bknwn. (10)

Then, regarding the partial derivative ∂ek
∂βi

we get

∂ek
∂βi

= wi(bki − d̂k)(d̂k − dk), i = [1, n]. (11)

Finally, we establish the formula for adjusting the parameters
βi in the following manner:

βi(l + 1) = βi(l)− αwi(bki − d̂k)(d̂k − dk) (12)

where the wi values are determined at each iterative step based
on the current estimates of the βi values

wi =
eβi(l)

n∑
j=1

eβj(l)

, i = [1, n]. (13)

and d̂k represents the current approximation of the aggregated
values dk.

This outlines the procedure implemented at each step of the
iteration.

• We possess a current estimation of the βi, denoted as
βi(l), and a new observation composed of the ordered ar-
guments bk1, bk2, ..., bkn along with an aggregated value
dk.

• We utilize βi(l) to generate a current estimation for the
weights

wi =
eβi(l)

n∑
j=1

eβj(l)

. (14)

• We apply the estimated weights and the ordered argu-
ments to derive a computed aggregated value

d̂k = bk1w1(l) + bk2w2(l) + ...+ bknwn(l). (15)

• We update our estimations of the λi.

βi(l + 1) = βi(l)− αwi(l)(bki − d̂k)(d̂k − dk). (16)

Using the 10-fold cross-validation method, we divide the
predicted probabilities into two groups: test data and training
data. Then, with the help of the proposed algorithm, we learn
the weights from the training data, and then, using these
weights and the sorted input arguments, the aggregation value
is calculated for the test data.

Fig. 4: Traditional stacking classifier

D. CCF detection Framework: Structure, Development, and
Examination

Fig. 4 illustrates the structure of the traditional stacking
classifier. Stacking is a method of ensemble learning that
merges predictions from base models to generate a final
prediction.

These base models can be of various types, including
decision trees, SVM, neural networks, etc. The predictions
made by these base models are then used as input features for
a second-level model (or meta-learner) that aims to correct
the predictions of the base models and produce the final
prediction.

This study enhances the traditional stacking architecture by
incorporating an attention layer and a selection layer. Fig. 5
shows the block diagram of the proposed architecture for CCF
detection. In the following, we delve into the details of this
entirely attention-based parallel architecture.

1) First layer classifier selection: Selecting first layer clas-
sifiers is a crucial step in building an effective stacking model.
The diversity and performance of these classifiers have a sig-
nificant impact on the stacking model’s overall performance.
Here are key considerations and strategies for selecting first
layer classifiers (base models) in a stacking classifier:

a) Performance: Using feeble models can harm the
overall performance, as they may introduce too much noise.
However, models do not need to be top performers individu-
ally, as their errors might be corrected by the meta-learner.
The best candidates for first layer classifiers are those not
only with the best performance individually, but also whose
predictions possess an acceptable level of diversity. Under
these circumstances, the classifiers will complement each other
well. Table I shows the 6 base classifiers that were able to meet
the above criteria.

b) Diversity: Diverse base classifiers are crucial for
making errors in different parts of the dataset. Similar classi-
fiers lead to similar mistakes, reducing stacking effectiveness.
Correlation between the predictions of first layer classifiers is
a measure for assessing the level of diversity. Fig. 6 shows
the correlation values between the predictions for each pair of
first-level classifiers. It highlights how these two classifiers’
predictions are connected or related. This could be visualized
using lines, colors, or patterns indicating areas, with medium
or low correlation. High correlation areas indicate that both
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Fig. 5: The block diagram of proposed architecture for detecting CCF.
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Fig. 6: The correlation among the predictions generated by the
classifiers in the first layer.

classifiers typically agree on sample classification, while low
correlation areas suggest disagreement.

2) attention layer: At the heart of the suggested design
lies the attention layer, which allows the model to concentrate
on classifiers. This layer allows the model to assign separate
weightings to the predictions of each classifier based on the
belief associated with each classifier. Considering the DOWA
aggregation operator, which assigns a negligible weight to
the classifier prediction that is an outlier compared to the
other two classifiers, it is necessary for the classifiers, whose
predictions are to be fused by this operator, to have sufficiently
close correlations in their predictions. For example, if we
assume the correlation between classifiers C1, C2, and C3
to be C1C2 : 0.85, C1C3 : 0.9, and C2C3 : 0.4, then by
aggregating the predictions of these three classifiers using the

DOWA operator, this operator will disregard the impact of
one of the two classifiers, either C2 or C3, for each sample.
Therefore, to employ this operator in its best performance, we
select the classifiers Boosted Trees (BT), Extra Trees (ET),
and AdaBoost (AB), which according to Fig. 6 have predic-
tion correlations of 0.69, 0.64, and 0.56, respectively, which
are significantly close to each other, for aggregation using
DOWA. The predictions of the remaining three classifiers,
namely SGD, SVM, and MLP, are aggregated using the IOWA
operator.

Therefore, the weights are calculated for the three classifiers
BT, ET, and AB by the DOWA aggregation operator, and
for the three classifiers SGD, SVM, and MLP by the IOWA
operator. Ultimately, the fusion of the probabilities assigned
to each sample by the first layer classifiers is done using
the calculated weights, and these probabilities are sorted in
descending order. The output of the DOWA operator for each
sample i = 1, 2, ..., N is a vector in the form of

FDOWA = [f(p0BT , p
0
ET , p

0
AB), f(p

1
BT , p

1
ET , p

1
AB)]

T , (17)

and similarly, the output of the IOWA operator is a vector in
the form of

FIOWA = [f(p0SGD, p0SV M , p0MLP ), f(p
1
SGD, p1SV M , p1MLP )]

T ,
(18)

where p0BT indicates the probability of sample i belonging to
class 0 as classified by BT, and f(p0BT , p

0
ET , p

0
AB) represents

the fused value of absolute probabilities assigned to class zero
by the three classifiers BT, ET, and AB. Considering that the
DOWA and IOWA aggregation operators each aggregate the
soft outputs of the three specified classifiers, it can be said
that each of these operators is a mapping from the space R6

to R2.
3) selection layer: This layer receives two vectors, FDOWA

and FIOWA, as inputs. The basis of its operation for each
sample is according to the Algorithm 1.

In fact, for each sample, this layer decides to intelligently
select one of the two vectors, FDOWA or FIOWA. The logic
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Algorithm 1 : Sample-Based Aggregated Value Selector

Input: fi(p
0
BT , p

0
ET , p

0
AB), fi(p

1
BT , p

1
ET , p

1
AB),

fi(p
0
SGD, p0SVM , p0MLP ), fi(p

1
SGD, p1SVM , p1MLP )

Output: One of the aggregate values, FDOWA or FIOWA,
for each sample
i← 1
while i ≤ N do

if |fi(p0BT , p
0
ET , p

0
AB) − fi(p

1
BT , p

1
ET , p

1
AB)| ≥

|fi(p0SGD, p0SVM , p0MLP )− fi(p
1
SGD, p1SVM , p1MLP )| then

return FDOWA

else
return FIOWA

end if
i← i+ 1

end while

TABLE I: The degree of accuracy achieved by the first layer
classifiers when evaluated on the test data.

Classifier Accuracy
Boosted Trees (BT) 93.64± 0.22%
Stochastic Gradient Descent (SGD) 92.48± 0.13%
Extra Trees (ET) 94.09± 0.31%
AdaBoost (AB) 95.33± 0.19%
Support vector Machine (SVM) 94.77± 0.25%
Multi-Layer Perceptron (MLP) 95.87± 0.23%

of selection is that whichever of the two operators, DOWA
or IOWA, has greater confidence in a sample belonging to
one of the two classes, 0 or 1, the aggregated value by that
operator is chosen. In this way, we use a smart selection of
aggregated values by both operators to feed the meta-learner.
It can be said that the selection layer synergistically combines
the results from these two operators.

4) Meta-learner selection: The stacking process is signifi-
cantly influenced by a meta-learner, as it plays a crucial role
in determining the classifier’s performance. The selection of a
classifier for meta learning is crucial as it directly influences
the stacked ensemble’s generalization on unseen instances and,
subsequently, its overall predictive accuracy. In the context
of the stacking architecture, the Ridge classifier can be con-
sidered a favorable option due to its moderate complexity,
which facilitates interpretability. Additionally, it incorporates
regularization techniques to mitigate overfitting and effectively
handles potential multicollinearity among the features used for
learning. In Table II, the test results are presented, indicating
that the Ridge classifier outperforms other base classifiers.

IV. FINDINGS AND ANALYSIS

In this segment, we delve deeper into the results and present
a range of performance indicators to evaluate the effectiveness
of the proposed algorithm. These include measures such as ac-
curacy, sensitivity (also known as recall), precision, specificity,
Matthew’s Correlation Coefficient (MCC), and the F1-Score.

A. Performance metrics

1) Precision: Precision quantifies the ratio of correct pos-
itive predictions to the total number of positive predictions

TABLE II: Accuracy metric for choosing the meta-learner.

Learner Accuracy
Decision Tree 95.32± 0.16%
Gradient Boosting 96.71± 0.13%
K-nearest Neighbor 96.83± 0.11%
Logistic Regression 98.44± 0.19%
Ridge Classifier 99.95± 0.04%
CatBoost 97.63± 0.19%

made by a model, highlighting the accuracy of its positive
predictions.

Precision =
TP

TP + FP
. (19)

2) Specificity: Specificity measures the ratio of accurate
negative predictions to the total negative predictions made by
a model, underlining the precision of its negative predictions,
e.g.,

Specificity =
TN

TN + FP
. (20)

3) Accuracy: Accuracy assesses the total proportion of both
true positive and true negative predictions made by a model
compared to the overall number of predictions, reflecting the
general reliability of the model’s predictions, e.g.,

Accuracy =
TP + TN

TP + TN + FP + FN
. (21)

4) Sensitivity: Sensitivity quantifies the percentage of true
positive instances accurately identified by a model, emphasiz-
ing the model’s capacity to detect all positive cases, e.g.,

Sensitivity =
TP

TP + FN
. (22)

5) MCC: Unlike other metrics that may only focus on the
positive class or are overly optimistic in imbalanced datasets,
MCC provides a balanced measure, even if the classes are of
very different sizes. MCC is defined mathematically as:

MCC =
TP × TN − FP × FN√

(TP + FP )(TP + FN)(TN + FP )(TN + FN)
.

(23)
6) F1-Score: The F1-score is a harmonized measure that

considers precision and recall. It offers a singular metric that
equilibrates the balance between precision and recall, proving
valuable in situations involving datasets with imbalances, e.g.,

F1− Score =
2× Precision× sensitivity

Precision+ sensitivity
, (24)

where TP is true positive, FP is false positive, TN is true
negative and FN is false negative.

To prevent data leakage at all stages, including predictions
by first layer classifiers, getting weights through a learning
process by the IOWA operator, and the final prediction by the
meta-learner, the 10-fold cross-validation method was used.
The exceptional performance of the proposed architecture on
the test data aligns with the findings reported in Table III.

Fig. 7 presents the receiver operating characteristic (ROC)
curve, which showcases the correlation between the true
positive rate (TPR) and the false positive rate (FPR) across
different classification thresholds. The ROC curves for both
classes demonstrate a significant level of overlap, suggesting
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Fig. 7: ROC curve along with corresponding AUC on test data.

TABLE III: Performance metrics of the proposed method.

Metric Value

Precision 100%
Accuracy 99.95%
Sensitivity 99.90%
Specificity 100%
MCC 99.91%
F1-Score 99.94%

comparable performance between the two classes. The ROC
curve’s area under the curve (AUC) functions as a metric to
assess classifier performance. A higher AUC value, approach-
ing 1, signifies superior classifier performance. The suggested
model demonstrates the AUC value of 1.

V. PROSPECTS FOR FUTURE STUDIES

In future research, we aim to explore:
• In the proposed architecture, we randomly selected 6

classifiers as the first layer classifiers. Future work could
optimize the number of first layer classifiers by relying on
forward selection and backward elimination approaches.

• Future studies are recommended to focus on other ag-
gregation methods, such as fuzzy integral operators and
approaches with a higher level of complexity than OWA
operators.

• There are various criteria for selecting first layer classi-
fiers that future work could employ and compare.

• Upcoming studies could implement the suggested archi-
tecture for additional datasets that differ in terms of data
origin and class balance and evaluate its performance.

VI. CONCLUSION

The importance of detecting CCF lies in its ability to
protect financial assets, maintain consumer confidence, ensure
regulatory compliance, and enhance the overall security and
integrity of the financial system. In this study, we introduced a
novel architecture that is entirely based on integration for the
detection of CCF. This architecture combines two traditional
stacking architectures in parallel through the aid of two key

layers including attention and selection. The attention layer uti-
lizes two aggregation operators, DOWA and IOWA, to decide
how to combine the first layer classifiers’ predictions. Each
aggregation operator is tasked with combining predictions of
three distinct classes. The selection layer decides which one
of the two operators, DOWA or IOWA, should be considered
for feeding the meta-learner for each sample, depending on
which operator has more confidence in assigning the sample
to one of the two classes, zero or one. This architecture,
based on combining multiple classifiers, has led to improved
overall accuracy, reliability, and decision-making process. This
technique leverages the strengths of different classifiers and
mitigates their individual weaknesses, potentially leading to
more robust and accurate predictions, especially in complex
or challenging classification tasks.
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