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Abstract

Though there is much interest in fair AI systems, the problem of fairness noncompliance – which
concerns whether fair models are used in practice – has received lesser attention. Zero-Knowledge
Proofs of Fairness (ZKPoF) address fairness noncompliance by allowing a service provider to verify to
external parties that their model serves diverse demographics equitably, with guaranteed confidential-
ity over proprietary model parameters and data. They have great potential for building public trust
and effective AI regulation, but no previous techniques for ZKPoF are fit for real-world deployment.

We present OATH, the first ZKPoF framework that is (i) deployably efficient with client-facing
communication comparable to in-the-clear ML as a Service query answering, and an offline audit
phase that verifies an asymptotically constant quantity of answered queries, (ii) deployably flexible

with modularity for any score-based classifier given a zero-knowledge proof of correct inference, (iii)
deployably secure with an end-to-end security model that guarantees confidentiality and fairness across
training, inference, and audits. We show that OATH obtains strong robustness against malicious ad-
versaries at concretely efficient parameter settings. Notably, OATH provides a 1343x improvement
to runtime over previous work for neural network ZKPoF, and scales up to much larger models – even
DNNs with tens of millions of parameters.

1 Introduction

Since the proposal of Machine Learning (ML) fairness in 2011 [14, 26], there have been many reports [53,
27, 55, 50, 33, 23, 6, 22] identifying unfair decisions of ML models towards particular “subgroups” with
certain “demographic variables” e.g., race, sex, color, disability, or location. Deploying unfair models in
services including credit scoring [55, 50] and predictive justice [33] can offend and harm clients [54]. For
example, in 2016, journalists from ProPublica found evidence of racial bias in an ML algorithm that
assigned risk-scores to courtroom defendants, which saw deployment in justice proceedings across the
United States [3]. Other examples are racial and gender biases in Google Search ads [53], Facebook ad
targeting and delivery [27], commercially-used facial recognition systems [6, 22], and geographical biases
in visual content creation systems [23].

These reports sparked an outpouring of research on ML fairness, a subfield that broadly aims to
construct models that mitigate the impact of societal biases encoded in training data (e.g. [24, 14, 56, 40]).
This line of work is of great importance as data-driven techniques continue to proliferate in public-facing
applications.

A related but distinct problem to constructing fair ML models is the problem of fairness noncom-

pliance, which concerns how to ensure that fair models are used in practice by service providers (e.g.
a company providing ML-based services to their clients). This is the central concern of the present study.
European and U.S. regulators [34] have called for fairness auditing to address this issue. Fairness auditing
techniques are commonly described in either the black-box [42] or white-box [49, 60] setting.

Black-box fairness auditing considers an auditor (i.e. external third party) who has only query access
to a model, and so measures fairness based on received and observed decisions of the service provider.

∗The work was completed during Olive’s internship at Brave.
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Table 1: Comparison of fairness auditing approaches in terms of fairness certificate (training only; infer-
ence only; end-to-end), assumptions (fairness definition and model type), running time, and vulnerabilities
to fairness side channels (data forging attack and model switching). KEYS– RF: Random Forest; NN:
Neural Network; LR: Logistic Regression.

Approach Certificate Fairness Model
Runtime (sec) Protection against

Client-Facing Offline Amortized Data Forge Model Switch

Black-Box [41, 46] Inference Various Any

C-PROFITT [49] Training Group RF .0005

FairProof [60] Inference Individual NN 236.4 (130 param) 80.4 (130 param)

OATH

End-to-End Group Any .23 (all) .0051 (LR)
.0058 (130 param)
9.7 (42.5M param)

While these methods are an important component in developing AI regulation strategies, they do not
reliably and accurately assess unfairness risk [8]. Further, black-box audits allow service providers to
conceal the root of the problem. Since revealing unfairness can cause reputation damage and public
mistrust [54], service providers may excuse bias exposed with solely black-box methods as resulting from
“overlooked bugs”.

By contrast, white-box fairness auditing approaches release a service provider’s training data and
model to the auditor who can verify that a fairness-aware training algorithm has been used and a fair
model has been deployed. These approaches are, however, not used in the real world due to confidentiality
issues. We argue in particular that methods for certifying and verifying fairness will never be used in
practice if they do not protect (i) the intellectual property of model owners by guaranteeing confiden-
tiality of model parameters and learning algorithm, and (ii) the privacy of individuals by guaranteeing
confidentiality of the training data. Methods that fail to accomplish these goals range from highly disin-
centivized (as revealing model parameters and training algorithm result in loss of competitive advantage
for service providers [51]) to illegal (as data privacy is protected by legislation in important applications
such as medicine [16]).

Zero-Knowledge Proofs of Fairness (ZKPoF) [49, 60] are an emerging line of work that essentially
provide “white-box” access to the auditor for a set of pre-specified operations, while retaining (and in
fact improving upon) the confidentiality of the black-box setting. In particular, ZKPoF approaches allow
the service provider to prove to the auditor that their model serves diverse demographics equitably, with
provably guaranteed confidentiality of model parameters and data. They have great potential for building
consumer trust and effective AI regulation since they enable active attestation of fairness in settings where
it would otherwise be impossible due to confidentiality concerns. However, no previous techniques for
ZKPoF are fit for real-world deployment due to numerous practical barriers: i) they only focus on one
specific phase of the ML pipeline, implicitly resulting in unrealistically permissive security models, ii)
they require highly restrictive assumptions about model architecture, and/or iii) they introduce huge
increases in client-facing runtime.

Auditing fairness of only one phase of the ML pipeline (e.g. data collection, training, or inference)
in a vacuum introduces fairness side channels. For example, auditing only model training (as in [49])
enables a dishonest service provider to perform a data forging attack by constructing an “easy” dataset for
which the model satisfies fairness constraints, despite failing to meet those constraints on real client data.
Moreover, if only a set number of inferences are audited a dishonest model owner can perform a model
switching attack by using a different model during audit versus during deployment. Detecting fairness
side channel attacks is very challenging especially in the black-box, but indeed even in the white-box
setting [48, 20]. Therefore, we argue for the importance of performing audits in an end-to-end security
model, which ensures that the auditor tests the “true” distribution of data (i.e. data belonging to clients
receiving services from the provider), and the “true” model from which clients receive decisions.

Fairness auditing should be flexible to model type and training algorithms, as service providers under
the current status quo are unlikely to make design decisions based on whether they can be audited (indeed,
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they are incentivized to do the opposite). Moreover, biases have been discovered in various model types
including transformers for vision and NLP [37, 52, 43], DNNs [12], and decision trees [36, 30, 28]. Despite
this, existing works in ZKPoF make strong assumptions about model type: Confidential-PROFITT [49]
works only on decision trees and random forests that use a particular training algorithm; FairProof [60]
works only with very tiny fully-connected NNs (e.g. 2 hidden layers of size 8 and 2) with ReLU activations,
and does not seem to scale well to greater numbers of parameters.

Previously described ZKPoF approaches have infeasible computational demands for high-volume
MLaaS applications. This is in part because they require client-facing ZKPs of inference accompany-
ing all query answers in order to retain their security guarantees. FairProof [60] directly proves that the
output of a neural network inference was fair, and Confidential-PROFITT [49] certifies that a committed
model was trained fairly, which must be followed by a ZKP of inference to demonstrate that a query was
answered with the certified model. This poses a substantial performance hurdle – FairProof [60] requires
a client-facing runtime of around four minutes per query to produce a proof of fairness for a neural net
with only 130 parameters, and even Mystique [59], a highly optimized ZKP framework for neural nets
which does not consider fairness at all, would require around nine minutes per query to prove correct
inference on a reasonably large DNN such as ResNet-101.

In answer to these limitations, we propose OATH: a ZKPoF method for addressing fairness noncom-
pliance that is deployably efficient, flexible, and secure. The core features of OATH are: (i) protocols for
end-to-end zero-knowledge verification of fairness for the ML pipeline from training, to inference on client
queries, to audit; (ii) a lightweight method for authenticating queries to enable accountability without
having to perform client-facing ZKPs; (iii) a probabilistic audit method which provides provable guaran-
tees on overall group fairness while requiring verification of only an asymptotically constant number of
client queries. We compare our model to previous work in Table 1, and summarize our main contributions
as follows:

Confidentiality. Our method enables service providers to prove that their model is fair with guaranteed
confidentiality of model parameters and client data, even in the presence of an auditor with arbitrarily
malicious behavior.

Client-Facing Efficiency. Our method has especially low overhead during interactions with clients,
achieving runtime and communication comparable to in-the-clear MLaaS query answering.

Overall Efficiency. We prove a bound for our probabilistic audit which shows that it robustly proves
fairness even while verifying the correctness of an asymptotically constant quantity of answered client
queries. As a result, our zero-knowledge audit protocol achieves amortized runtimes of under ten seconds
per query, even when proving the fairness of DNNs with tens of millions of parameters.

Flexibility. Our method is composable with arbitrary ZKPs of correct inference, making it compatible
with score-based classifiers of any model architecture and any training algorithm. It is also modular to
multiple group fairness metrics.

Security. Our end-to-end security model certifies consistent fairness across training, inference, and
audits, even in the presence of a service provider with arbitrarily malicious behavior. This security model
provides protection against fairness side channel attacks such as model switching and data forging.

2 Background & Preliminaries

Machine learning model. We assume that M is a probabilistic score-based classifier, i.e. that it can be
represented as a mapping M : F×R 7→ R, where F is the feature space, R is the space of random bits, and
the output is a real-valued predictive score such that higher values correspond to greater probability of
receiving a positive outcome. In particular, the real-valued predictive score is mapped to a binary outcome
Ŷ where Ŷ = 1 corresponds to a positive outcome (e.g. obtaining a loan) and Ŷ = 0 corresponds to a
negative outcome (e.g., being denied a loan). We assume that one feature of each query point q ∈ F

corresponds to a sensitive attribute s ∈ {a, b} such as sex, race and disability.

Fairness. The ML community has proposed various fairness definitions tailored to different philosophical
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assumptions and contexts. We focus on group fairness which ensures parity across different subgroups. We
consider four common group fairness definitions: Demographic Parity [7], Equalized Odds [24], Equality
of Opportunity [24] and Predictive Equality [10]. We discuss Demographic Parity here and others in
Appendix 8.

Definition 2.1 (Demographic parity [7]). A predictor Ŷ satisfies Demographic Parity with respect to the
sensitive demographic attribute S if:

Pr[Ŷ = 1|S = a] = Pr[Ŷ = 1|S = b] ∀a, b ∈ S.

Demographic parity equalizes the probability of providing a positive outcome, Ŷ = 1 across each sub-
group with a certain demographic variable a and b. Therefore, receiving positive outcomes is independent
of inclusion in a particular subgroup. This fairness definition is necessary for several life-changing tasks
such as loan approval and recruitment so that applicants from different demographic groups have equal
access to financial services and have equal chances of being hired [35].

We use the group fairness gap to evaluate the extent to which a predictor satisfies demographic
parity. We compare this group fairness gap to a public threshold to establish whether a model achieves
a parametrized measure of fairness.

Definition 2.2. [Thresholded demographic parity] A predictor Ŷ satisfies demographic parity with respect
to demographic attribute S within a threshold θ if:

∣

∣

∣
Pr[Ŷ = 1|S = a]− Pr[Ŷ = 1|S = b]

∣

∣

∣
≤ θ ∀a, b ∈ S.

We say that a predictor Ŷ satisfies demographic parity relative to a dataset D = {X,Y, S} if this
inequality holds for probabilities empirically estimated from entries in D.

Fairness Noncompliance. Addressing the systemic tendency for service providers to disregard fairness
as a result of a profit motive and other factors (see e.g. [44]) requires multiple angles of attack. Here we
provide a brief overview of related work which we view to be complementary to ours.

In Section 1, we discussed two state-of-the-art methods for ZKPoF: Confidential-PROFITT [49], which
puts forth a ZKP protocol for proving that a decision tree or random forest was trained using a specific
fair algorithm, and FairProof [60] which proves fairness of inference for neural networks. We see the latter
as particularly complementary to the present work, as it explores ZKPs for a different class of fairness
metrics known as individual fairness [14, 29]. Individual fairness ensures that similar query points are
treated similarly by the model regardless of demographic status. We view both individual and group
fairness as important in addressing ML bias. However, verifying group fairness is a more challenging
task e.g. it requires training. In addition to this, OATH presents substantial improvements in practical
efficiency compared to FairProof, and substantial improvements in flexibility and security compared to
Confidential-PROFITT. See Table 1 for an overview of our improvements.

Related but distinct to ZKPoF are ZKPs of correct ML inference. Recent works in this area [59, 9]
allow a prover to convince a verifier that they have used an ML model correctly to respond to queries
made by large models with increasing efficiency. However, these works do not consider whether the model
is fair. We design the protocols in OATH to prove fairness by calling a generic underlying protocol for
ZKP of inference as a subroutine. This makes OATH completely agnostic to the choice of model (as long
as it performs score-based classification), and enables OATH to automatically benefit from improvements
in the efficiency of ZKPs of inference “for free”.

A few previous works [47, 32] have employed secure multiparty computation (MPC) to address fairness
noncompliance. Kilbertus et. al., [32] extended MPC protocols proposed by [38] to enable a service
provider to train a fair logistic regression on clients’ data by considering confidentiality of only the
sensitive attribute. In this setting, clients secret share their sensitive attributes with the service provider
and another third party (called the regulator), while sending their non-sensitive attributes in clear to
the service provider. The regulator later can verify if the decisions made by the service provider match
the outcomes from the fair model that they trained together. The closest to OATH is [47], which has
an initial certification phase (in their case conducted as an MPC protocol rather than a ZKP), followed
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by an inference phase where the service provider responds to client queries (again, using MPC to verify
fairness rather than ZKP). However, this method has the common efficiency issue with previous methods
in ZKPoF where secure computation between the service provider and every client is required in order
to retain the certified fairness, thus scalability is limited. Further, they do not present an empirical
evaluation of runtime.

2.1 Cryptographic Primitives

Zero-knowledge Proofs. A Zero-Knowledge Proof (ZKP) [19, 21] is a cryptographic protocol conducted
between a prover P and a verifier V , who both have access to a public circuit C. A ZKP allows P to
convince V that they know some witness w such that C(w) = 1. ZKPs have the following properties:

• Completeness. For any w such that C(w) = 1, P can use the ZKP protocol to convince an honest
V that C(w) = 1.

• Soundness. Given w such that C(w) 6= 1, a malicious P cannot use the ZKP protocol to falsely
convince V that C(w) = 1.

• Zero Knowledge. The protocol reveals no information to even a malicious V about w (other than
what can be inferred from knowing that C(w) = 1).

While it is theoretically possible to construct a ZKP protocol for any computable function, in practice
the application of this primitive is limited by computational efficiency. Performing a ZKP often increases
computational demands by orders of magnitude compared to the cost of evaluating the circuit in the
clear.

In this work we design and implement a collection of cryptographic protocols for proving in zero-
knowledge that a ML model is fair. These protocols are customized for efficiency in the ZKP setting,
and employ two generic, highly optimized, and proven secure ZKP protocols from prior work as building
blocks. One is an interactive protocol for general zero-knowledge boolean circuit evaluation [58], and the
other is an interactive protocol for ZKPs of verified array random-access [17]. We treat these protocols
as black boxes, and the security of our protocols reduces directly to the security of theirs.

Commitments and Authentication. A commitment scheme enables a party with an input value x to
produce a commitment string corresponding to x which can later be opened and verified. They possess
the following properties:

• Binding. If P commits to x and then modifies x in any way without V ’s knowledge, verification of
the commitment string will fail.

• Hiding. The commitment string reveals no information about x to V .

We employ a standard random oracle model hash-based commitment scheme [31] which enables clients to
provide V with a commitment string to ensure that P does not modify recorded queries before the audit
phase of the protocol. We also use Information Theoretic Message Authentication Codes (IT-MACs),
which are similarly binding and hiding but additionally benefit from partially-homomorphic properties
that can be leveraged for highly efficient ZKPs and other forms of secure computation [58, 39, 11].

We use the latter scheme and ZKP operations on IT-MAC-authenticated values extensively in this
work. For convenience, we use the notation JxK to indicate that P holds the value x, and V holds the
IT-MAC-based authentication of wire values in a circuit that represent x (see [58] for details). These
elements allow V to verify that all computation on IT-MAC-authenticated values was carried out correctly
at the end of the protocol, without learning any information about the underlying values. We will also
overload this notation to include collections of values: if v is a vector and A a matrix, JvK and JAK
mean that each value in v and A is individually authenticated. We use a scheme from [59] to enable
conversion of hash-based commitments to IT-MAC authentications within a ZKP. Where convenient for
description, we will sometimes refer to an IT-MAC authenticated value as a ‘committed’ value, or a
hash-committed value as ‘authenticated’ since both primitives have binding and hiding properties, and
in this work hash-based commitments are used to show that queries are genuine to the auditor.
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3 Problem Formulation

We aim to design a ZKP framework that enables accurate and reliable auditing of group fairness on a
deployed ML pipeline, with guaranteed confidentiality of model parameters and training data for the
service provider, and guaranteed confidentiality of query data for users.

Parties and Inputs. We consider three parties: a client C, a service provider or prover P , and an
auditor or verifier V .

• Each client C is in possession of a query point q, and they would like to receive a classification o

from P , with the assurance that o has been computed correctly from a model that satisfies group
fairness. During the course of the protocol, several clients will query P , and the collection of their
inputs and outputs will be referred to as Q.

• The prover P is in possession of a model M and a private fairness calibration dataset Dval =
{X,Y, S} where X denotes features, Y denotes ground-truth labels and S represents a sensitive
attribute. During the first phase of the protocol, P will post-process M to obtain a fair model Mτ .
P would like to (i) prove to V that Mτ is fair relative to Dval, (ii) answer C’s queries using Mτ , and
then (iii) prove to V that they use Mτ properly and that Mτ was fair relative to the query data Q.

• The verifier V assesses the fairness of P ’s model both with reference to the distribution of the
calibration data Dval and the distribution of data seen in client queries Q. V begins the protocol
with no inputs.

Security Model. The aim of our framework is to guarantee the following properties, taken from general
ZKPs and made specific to the context of verifying fairness:

• Completeness. Given any model Mτ that satisfies group fairness within threshold θ relative to
Dval and Q, P can convince an honest V that it does so.

• Soundness. Given a model Mτ that does not satisfy group fairness within threshold θ relative
to Dval and Q, even a malicious P who deviates arbitrarily from the protocol should be unable
to falsely convince an honest V that Mτ does satisfy group fairness – except with exponentially
decaying probability controlled by a soundness parameter (see Theorem 4.2).

• Zero Knowledge. Parties learn no information beyond what they learn in a typical MLaaS setting,
and what can be inferred from knowing that Mτ satisfies group fairness relative to Dval and Q,
with the additional leakage of some broad demographic information about Q (see Section 4.3). This
holds even if V or C perform arbitrary malicious behavior.

In this work, we assume that none of P , V , and C collude with each other. This is a reasonable assumption
in practice, as severe legal penalties prevent collusion between regulatory bodies and companies. We
assume that all parties have access to secure point-to-point communication channels, and that all C have
been authenticated before protocol initiation – i.e. neither P nor V can launch “Sybil” attacks wherein
they generate fake clients. We operate under the random oracle model for cryptographic hashing. We
assume that clients do not falsify their query points, as the authentication of this information is typically
placed outside of scope for algorithmic techniques and delegated to outside mechanisms (e.g. the financial
system authenticates inputs to loan recommendation models via the penalty of legal liability).

Solution. Our framework proceeds in three phases which we summarize below:

• Certification. Local post-processing of M for fairness to obtain fair model Mτ , followed by ZKP
certification of Mτ ’s fairness (relative to Dval) between P and V .

• Authenticated Query Answering. C submits queries to P , and P answers them. V receives com-
mitments to the answered queries, and P and C receive signatures on their submitted information
which can be revealed to verify which was at fault in the case of protocol failure.
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• Audit. P and V (with no involvement from C) conduct an audit of P ’s responses on Q via a
ZKP. This probabilistically verifies that (i) P truly used Mτ to answer client queries, (ii) P did
not dishonestly modify client queries between above phases, and (iii) Mτ satisfies group fairness
relative to Q.

See Table 4 for a recap of notation used in the paper.

4 OATH

We propose OATH, a customized Zero-Knowledge Proof (ZKP) framework for efficiently certifying and
auditing ML model fairness. Our end-to-end framework begins with P committing to a model.

Fairness Guarantees. OATH guarantees that even for a P with arbitrary malicious behavior, (i) the
committed model is at least as fair as one obtained via honest execution of fairness post-processing [24],
(ii) that P uses the committed model to answer the vast majority of client queries, and (iii) the fairness
guarantee established in (i) generalizes properly on client data.

We describe the three phases of our framework in detail below.

4.1 Phase 1: Certification of Model Fairness

In this phase, we construct a protocol which enables P and V to certify the fairness of any score-based
classifier M given a protocol for zero-knowledge proofs of correct inference, without V learning anything
about the model parameters or training data. To begin, P commits to a model M and a dataset for
fairness calibration Dval. Then P proves to V that it has obtained a thresholded model Mτ that has
at least as small a group-fairness gap as a correct execution of Algorithm 1 (which recapitulates the
post-processing method described in [24]). An honest P should choose Dval which is representative of
client data so that the fairness of Mτ will generalize properly, but may choose arbitrary Dval if corrupted.
Later, Phases 2 and 3 will ensure that a non-representative choice of Dval is caught.

Our protocol (Algorithm 2) achieves efficiency by enabling P to train and post-process their model
locally, commit the results, and then prove properties about the committed information rather than verify
every step of model training and Algorithm 1, which would be prohibitively costly. We expand on the
three sequential steps of the protocol (local arbitrary training, local fairness-aware post-processing, and
ZK proof of fairness constraints) below.

Local arbitrary training. P begins by locally training a model for classification M(·) with arbitrary
data. P may use an arbitrary model type and training algorithm so long as model outputs can be
expressed as real-valued scores, which are then thresholded for classification.

Local fairness-aware post-processing. P locally post-processes M(·) using Algorithm 1 to obtain a
model Mτ (·) that satisfies a fairness metric with reference to fairness calibration set Dval. Algorithm 1 is
computationally expensive as it needs a grid search through an enumeration of thresholds, thus performing
it locally and then checking its validity in ZKP is important to obtain efficiency.

Authentication. P authenticates values encoding the model Mτ (·) and dataset Dval using IT-MACs [11,
39]. These guarantee that if P from changes these values in any way that is not specified by the protocol,
it will be caught by V [58].

ZK proof of fairness constraint. P and V then perform a ZKP protocol (Algorithm 2) to certify that
fairness post-processing has been performed correctly. In particular, for each data point di ∈ Dval, P
commits to an output JoiK, and then proves that this outcome is correct using Algorithm 3 as a subroutine.
Then P proves group fairness statistics about the distribution of outcomes. In Algorithm 2, this takes the
form of showing that the demographic parity gap is underneath a public threshold (i.e. that the positive
outcome is predicted for group a nearly as often as the positive outcome is predicted for group b). We
also provide similar protocols for certifying that a model satisfies equalized odds in Appendix 10.

In Algorithm 3, we present a ZKP of correct inference for a post-processed model. To make our frame-
work flexible, we assume access to Finf, a functionality that proves in zero-knowledge the correctness of
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Algorithm 1: Fairness-aware Postprocessing.
Input: A possibly discriminatory model M pre-trained locally by the prover; A postprocessing dataset Dval;

Sensitive Attributes and Target Labels of each data point
Output: Optimal fairness-aware threshold ts per subpopulation s ∈ {a, b}

1: Compute ROC curve per subpopulation
2: Find the intersection of subpopulation ROC curves
3: Find the threshold corresponding to the intersection point for each subpopulation

Algorithm 2: Certifying Fairness via Postprocessing.
Input: A public parameter θ thresholding the acceptable level of group fairness gap; P holds a Model M ; A

postprocessing dataset Dval may be provided by P or V

1: P commits to M and Dval obtaining JMK, JDvalK

⊲ Locally postprocess model for fairness

2: Using Algorithm 1, find a set of scoring thresholds ta ∈ τ for each protected attribute group a ∈ A that satisfy θ on M

and Dval.
Commit to τ . Use Mτ to refer to the model augmented with the fair scoring thresholds.

⊲ Prove correctness of postprocessing

3: P commits to two counters JcaK and JcbK for counting positive outcomes on each subpopulation, initialized to zero.
4: P commits to two counters JNaK and JNbK for counting individuals

in each subpopulation, initialized to zero.
5: P and V flip fair coins r and use them to seed a PRG.
6: for all JqiK ∈ JDvalK do

7: P and V use the PRG to produce a public random value ri.
8: P proves JoiK←Mτ (JqiK, ri) using Algorithm 3
9: JsK← Jqi.sensitive_attributeK

10: JbaK← JsK == a, JbbK← JsK == b

⊲ Indicator bit for sensitive attrs

11: JNaK← JNaK + JbaK, JNbK← JNbK + JbbK
⊲ Update sensitive attr counts

12: JcaK← JcaK + (JbaK · JoiK), JcbK← JcbK + (JbbK · JoiK) ⊲ Update per-subpopulation positive outcome

13: P shows that demographic parity gap is underneath threshold θ by proving

θ ≥

∣

∣

∣

∣

JcaK

JNaK
−

JcbK

JNbK

∣

∣

∣

∣

Algorithm 3: Zero-Knowledge Proof of Post-Processed Inference.

Input: P and V hold commitments to a model JMK, a set of fair thresholds JτK, a query point JqK, a public
random string r, and a model decision JoK.

1: P proves the result of the non-postprocessed model query JxK == M(JqK, r) using Finf

2: JsK← Jq.sensitive_attrK
3: JbaK← JsK == a ∀a ∈ A ⊲ indicator bits for sensitive attributes

4: P proves JoK ==
∑

a∈AJbaK · Jx ≤ taK ⊲ non-zero only for the threshold corresponding to the proper

sensitive attribute

an inference made by model M . Algorithm 3 augments the functionality to provide a ZKP of correctness
for the post-processed model Mτ . The privacy and security guarantees of Algorithms 2 and 3 follow
straightforwardly from the guarantees of the underlying ZKP protocol [58], which ensures that all arith-
metic and logical operations on the committed values are carried out correctly and with no information
leakage (See Appendix 11 for details).

Selection of data for fairness calibration. Group fairness criteria are necessarily defined in reference
to data. If the dataset used to calibrate the fairness of a model is not representative of the population
of clients observed at query time, then the model may not behave fairly in practice. This opens up the
possibility of data-fixing attacks, wherein P maliciously selects or modifies the calibration data so that
the model appears fair during certification, even though it is unfair with reference to data from client
queries.
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One potential way to combat a data-fixing attack would be to calibrate M using a reference dataset
submitted by V . Our framework can trivially be adapted to accommodate this idea, however this incurs
obstacles of its own. For instance, this approach would require V to gather their own data which is costly
and time-consuming, and additionally it introduces opportunities for a dishonest V to gamify the audit
process by submitting fixed data of their own. For these reasons, the canonical version of our method
allows the model owner P to choose a locally held dataset Dval for fairness calibration. We prevent data-
fixing attacks by auditing model fairness on the distribution of client queries in Phase 3 (see Section 4.3).
This will alert V to a model whose fairness criteria are miscalibrated with respect to the data seen when
answering client queries, so P is incentivized to choose Dval that is representative.

After M has been certified for fairness in zero-knowledge via Algorithm 2, P will answer client queries
to their model.

4.2 Phase 2: Efficient Authenticated Answers to Client Queries

During the second phase of our protocol, we would like for P to provide an ML query-answering service
to C. That is, C should make a black-box query to P with query point q, and in response P answers with
output o, a prediction made by the fair model that was certified in Phase 1 Mτ .

This presents some practical challenges. Although Mτ was certified for fairness in Phase 1, this alone
does not place any guarantees on P ’s conduct while answering C’s query. Indeed, a malicious prover may
launch a model switching attack by simply answering client queries with a different model than the one
that was certified (e.g. in order to achieve better profit margins at the expense of fairness). One way
to guarantee that the certified fairness guarantees are retained is for P and C to conduct a ZKP of fair
inference, using Algorithm 3 or previous work (e.g. [60, 59]). However, this can increase runtime and/or
communication by several orders of magnitude. This sizable overhead is unacceptable in many MLaaS
applications.

A potential approach for removing this client-facing overhead is to have P record client queries and
answers, and then present them to V to show that the certified fairness is retained. However, this would
involve the revelation of private data to V , and a malicious P could cheat by modifying the witnesses
before the audit.

We define a query authentication protocol, which allows OATH to obtain the best of both worlds.
Instead of conducting a ZKP directly between P and C, this lightweight protocol provides V with com-
mitments to client queries and associated model predictions. The commitments can be verified for fairness,
correctness, and consistency with the certified model Mτ in a later zero-knowledge audit phase that reveals
no sensitive information to V , and which requires no client involvement.

In defining this protocol, it is important to note that both P and C may have interest in subverting
verification. For instance, if C does not receive a desired outcome from the model, they may seek to
disrupt verification so that it appears to V that P cheated. On the other hand, a malicious P may
have profit incentive for subverting the verification. Thus, it is important to prevent gamification of the
protocol by establishing a mechanism to determine which party is at fault should verification fail.

We define the following goals for our query authentication protocol:

Efficiency. The protocol should be substantially more efficient than a ZKP.

MLaaS functionality. P should receive q, a query point from C, and C should receive o, a model
decision from P .

Query Commitments to Enable Fairness. P should adhere to the fairness constraints certified in
Phase 1. Otherwise they should be caught by V with some high probability pcatch in Phase 3 (Section 4.3).
To enable this goal, V will receive a commitment to q and o, to be used later for verification. This
commitment should reveal no information to V .

Blame Attestation. In the event that verification of an authenticated query fails, P or C should be
able to open the commitment to V to correctly ascertain which of the parties was behaving dishonestly.

Algorithm 4 realizes these goals. C sends a signed query along with fair random coins (obtained using
e.g. [5]) to P , and P responds with a model output only if they successfully verify the signature. The
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Algorithm 4: Model Query Authentication.
Input: C holds a query point q; P holds a fair model Mτ ; and V has no inputs.
Output: C receives a signed model decision o, and fair random coins r; P receives a signed query point q, fair

random coins r, H(q||r||o) from the client; and V receives H(q||r||o) from the client.

1: C and P generate fair coins r

2: C sends q to P
3: C computes sigP ← Sign(q||r) and sends sigP to P
4: P computes Vrfy(q||r, sigP ). Abort if it fails.
5: P computes o←Mτ (q, r)
6: P computes sigC ← Sign(q||r||o)
7: P sends o, sigC to C
8: C computes Vrfy(q||r||o, sigC). Abort if it fails.
9: C computes a cryptographic hash of the witness H(q||r||o), sends it to V .

security of the signature scheme guarantees that P could only acquire sigP such that Vrfy(q||r, sigP ) = 1
if it was signed with C’s private key. This means that P has an authenticated record of the query made
by the client, which can be revealed to V in order to attest to an honest P ’s behavior should verification
fail in Phase 3. Likewise, P sends to C a signed query answer, concatenated with the query itself and
fair random coins, and the client proceeds with the protocol only if the signature is valid. This similarly
gives C an authenticated record of the model decision which can be revealed to V should verification in
Phase 3 fail.

Finally, C computes a hash-based commitment of the query, the outcome, and the random coins, and
sends it to V . By the security of the cryptographic hash, this reveals no information about the underlying
data to V . Though we will see in Section 4.3 that it also allows V to conduct a secure audit on the fairness,
correctness, and consistency of P ’s model decisions. See Appendix 11 for a more detailed statement of
privacy and security guarantees.

4.2.1 Efficiency

Algorithm 4 imposes very little computational overhead compared to a ZKP of fair inference. Specifically,
it requires local computation of model inference (just as in in-the-clear MLaaS query answering), plus
two digital signatures, two signature verifications, one cryptographic-hash-based commitment (we use a
scheme from [59] which will enable efficient verification of the hash in zero-knowledge), and a fair coin flip-
ping protocol (which adds just one additional round of communication [5]). Each of these cryptographic
operations can be done highly efficiently with existing techniques.

We also note that the auditor need not remain online during Phase 2. The hash-based commitments
in step 9 can just as easily be published by C to a web server, which V can check whenever they come
online.

OATH obtains client-facing computational efficiency on par with in-the-clear MLaaS query answering.
Nevertheless, we will see in the next section that it grants fairness guarantees comparable to those
obtained by conducting ZKPs of fair inference for every client. Importantly, we note that this is not
achieved by simply shifting all the burden for the ZKPs onto V , as this could require intractable amounts
of computational resources. Instead, OATH uses probabilistic correctness and consistency checks to
achieve striking amortized performance.

4.3 Phase 3: Fairness Auditing

In the third phase of the protocol, V audits the queries answered by P in Phase 2. The goal is to ensure
that the certified fairness properties of the model Mτ hold for the services provided to C. We seek to make
OATH practically deployable via an audit method that requires no further interaction from C and reveals
no information to V about client data or model parameters. We accomplish these goals with Algorithm 5,
a ZKP conducted between P and V that provides probabilistic bounds on fairness and integrity with
strikingly efficient amortized cost per query.
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Since P and C do not directly perform ZKPs of fair inference together in the interest of efficiency, and
since V is not permitted access to the query or model in the interest of confidentiality, two important
concerns arise. First, the audit should protect the integrity of inputs received from C in Phase 2. For
example, we should prevent P from altering the recorded collection of query points to falsely construct a
distribution that makes the model appear more fair.

Second, the audit should ensure the integrity of outputs produced by the model. Query answers given
to C in Phase 2 should genuinely come from the model that was certified for fairness in Phase 1. That is,
P should be prevented from using one model in its audited interactions with V , and a different one while
it provides services to C.

We formalize these design goals into the following desiderata:

Fairness. Given a collection of queries received in Phase 2 (qi, ri, oi) ∈ Q each with sensitive attribute
si, the group fairness gap as assessed on Q should be under a public threshold θ. For example, when
assessing demographic parity the following should hold:

|Pr[oi = 1|si = a]− Pr[oi = 1|si = b]| ≤ θ.

Correctness. P should use the certified model Mτ to decide C’s queries. For all but a small proportion

of queries (qi, ri, oi) ∈ Q, it should be the case that

oi = Mτ (qi, ri).

Consistency. P should be prevented from falsifying query records to fool the audit. For all but a small
proportion of queries (qi, ri, oi) ∈ Q, it should be the case that qi is equal to the qi submitted by C in steps
1-3 of Algorithm 4. Likewise, oi should be equal to the oi submitted by P in steps 5-7 of Algorithm 4,
and ri should be equal to the random coins used to compute the inference.

Amortized Efficiency. The audit should be substantially more efficient than performing retrospective
ZKPs of fair inference on each individual query. This may be effective for smaller models and fewer
queries, but it will rapidly become impractical when scaling to typical MLaaS setting demands.

Client Offline. The audit should require interaction solely between P and V .

Zero Knowledge. V should learn no information about the model or client data beyond an upper bound
on number of parameters and broad-scale demographic statistics.

Algorithm 5 accomplishes all of these goals. It begins with P making IT-MAC-based commitments
to all query-answer tuples (qi, ri, oi) ∈ Q. This enables assessment of fairness in steps 3-10. Similarly
to in Algorithm 2, this proceeds via verified counting of positive outcomes and total populations of each
group in order to estimate Pr[oi = 1|si = a] compared to Pr[oi = 1|si = b] in the case of verifying
demographic parity (see Appendix 8 for an alternate version which considers the equalized odds metric
for group fairness).

While steps 1-10 verify that the committed query-answer tuples in Q satisfy the group fairness metric,
they do not ensure the integrity of P ’s interactions with C in Phase 2. In steps 14 and 15, we respectively
perform checks on correctness and consistency as defined above. Specifically, step 14 ensures that the
output oj was genuinely obtained by a correct computation of Mτ given input qj and randomness rj , and
step 15 ensures that P did not alter the query-answer tuple that was established with C in Phase 2.

Importantly, we do not perform correctness and consistency checks on all query-answer tuples in Q as
this would prevent us from achieving our goal of amortized efficiency. Instead, we fix a public soundness
parameter ν, and then uniformly sample ν queries from each group (i.e. ν with si = a and ν with
si = b) to establish probabilistic bounds on integrity (analyzed in Section 4.4). This enables a dramatic
improvement in performance. While a uniform sample over all queries in Q can be done easily, taking
a uniform sample over each group is non-trivial while protecting the confidentiality of user data. We
introduce Algorithm 6 as a subroutine to accomplish this task.
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Algorithm 5: Fairness Audit.
Input: The number of queries answered in Phase 2, N , the acceptable level of group fairness gap θ, and the

soundness parameter ν; P holds a committed fair model Mτ , and a set of queries authenticating values
(qi, ri, oi) ∈ Q with i ∈ [0, N); and V holds hash-based commitments Ci = H(qi||ri||oi) with i ∈ [0, N).

1: for all i ∈ [0, N) do

2: P commits to (JqiK, JriK, JoiK).

⊲ P proves demographic parity fairness on authenticated queries

3: P commits to two counters JcaK and JcbK for counting positive outcomes on each subpopulation, initialized to zero.
4: P commits to two counters JNaK and JNbK for counting individuals in each subpopulation, initialized to zero.
5: for all i ∈ [0, N) do

6: JsiK← Jqi.sensitive_attributeK
7: JbaK← JsiK == a, JbbK← JsiK == b ⊲ Indicator bit for each sensitive attribute

8: JNaK← JNaK + JbaK, JNbK← JNbK + JbbK ⊲ Update sensitive attribute group counts

9: JcaK← JcaK + (JbaK · JoiK), JcbK← JcbK + (JbbK · JoiK) ⊲ Update per-subpopulation positive outcome

10: P shows that demographic parity gap is underneath threshold θ by proving

θ ≥

∣

∣

∣

∣

JcaK

JNaK
−

JcbK

JNbK

∣

∣

∣

∣

⊲ Correctness & Consistency Checks

11: Use Algorithm 6 to obtain S, an array encoding a group-balanced random sample of Q.
12: for all i ∈ [0, 2ν) do

13: j ← the ith index s.t. Open(JS[j]K) == 1
14: P proves JojK == Mτ (JqjK, JrjK) ⊲ via Algorithm 3

15: P proves H(qj ||rj ||oj) == Cj .

Algorithm 6: Group-Balanced Uniform Sample
Input: The number of queries answered in Phase 2, N , the soundness parameter, and ν, which controls how

many queries should be sampled per group; P holds an N-sized array of committed client queries JQK,
where Na entries are from clients in Group a, and Nb are from clients in Group b, with Na +Nb = N ; and
V holds commitments to the queries JQK.

Output: V and P respectively receive commitments and committed values for an array of indicator bits JSK that
encode which values of Q are selected in the sample.

1: P sends Na, Nb to V .
2: V sends P πa, a random permutation of the integers in [1, Na], and πb a random permutation of [1, Nb].
3: P loads πa into a read-only ZKRAM Ra such that Ra[i] = Jπa(i)K ∀i ∈ [1, Na]. Set Ra[0] = J⊥K. P loads πb into Rb

similarly, and sets Ra[0] = J⊥K.

⊲ Map the ith Group a query to πa(i) and the ith Group b query to πb(i)
4: P commits to a group counter JcaK and initializes it to 1.
5: P initializes a group-specific permutation array Aa with N entries.
6: for all i ∈ [0, N) do

7: JbaK← indicator bit for JQ[i].sensitive_attrK == a

8: Ji′K← JbaK · JcaK ⊲ ca if Q[i] is in group a, 0 otherwise.

9: Aa[i]← Ra[Ji′K] ⊲ Jπa(ca)K if Q[i] is in group a, J⊥K otherwise.

10: JcaK← JcaK + JbaK
11: Obtain a obtain a group-specific permutation array Ab by repeating steps 4-10 but replacing Group a with Group b.

⊲ Use Permutation Arrays Aa and Ab to define Uniform Samples

12: Initialize an array S of size N containing bits indicating whether query Q[i] is in the sample.
13: for all i ∈ [0, N) do

14: S[i]← JAa[i] < νK | JAb[i] < νK ⊲ Q[i] is in sample if it’s a member of Group a and πa(i) < ν, or it’s a

member of Group b and πb(i) < ν.

15: return S.

4.3.1 Zero Knowledge Proof of Group-Balanced Uniform Sample

Algorithm 5 requires a uniform sample of ν queries from each demographic group in order to properly
verify fairness (explanation of why is deferred until Section 4.4). To address this, in Algorithm 6 we
describe a protocol which takes an authenticated array of queries as input, and outputs an array S which
holds an authenticated bit for every query which indicates whether it is in the sample.
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Figure 1: Plot of the possible ǫ deviations from group fairness threshold θ, assuming pcatch ≤ 0.99 at
various numbers of verified queries. The green region shows acceptably fair models from honest P with
example threshold θ = 0.15. The red region shows models given by dishonest P whose true group fairness
gap is above the threshold, but will escape detection with 1% probability or greater. By Theorem 4.2,
a dishonest P can only use a model that deviates from fairness threshold θ within the
red region (for a given setting of 2ν), or else they will be caught with greater than 99%
probability.

Theorem 4.1. The sample array S output by Algorithm 6 has the following guarantees:

1. Queries are selected uniformly within each group. Formally, consider i ∈ Ia, the subset of all indices
such that the query-answer tuple (qi, ri, oi) ∈ Q has sensitive attribute si = a. Then

Pr[S[i] = 1] = Pr[S[j] = 1] ∀i, j ∈ Ia.

And similarly for queries with sensitive attribute b.

2. Exactly ν queries in group a and ν queries in group b are included in the sample, for a total of 2ν
selected queries. Formally, entries in S are binary-valued, with

∑

i∈Ia
S[i] = ν. And similarly for

queries with sensitive attribute b.

3. (Informal) Algorithm 6 reveals no information to V other than Na and Nb, the number of queries
made by members of each group.

The proof of Theorem 11.3 is deferred to Appendix 11.
Algorithm 5 reveals no information to V about the client data and model parameters aside from the

demographic information that can be inferred from Na, Nb, and the sample array S. See Appendix 11
for details.

We have shown that Algorithm 5 fulfills the last two of the list of desiderata. For the remaining four,
we must analyze the probabilistic guarantees afforded by the audit.

4.4 Robustness Analysis

To achieve highly efficient amortized runtime and communication in Phases 2 and 3, the zero-knowledge
audit in Algorithm 5 performs probabilistic checks on query integrity. In particular, P and V sample a
subset of queries and use ZKPs to verify their correctness and consistency (as defined in Section 4.3).

Our analysis in this section shows that the probability with which a malicious P can wrongly demon-
strate that their model is fair decreases exponentially as a function of sample size. Accordingly, we
characterize parameters for the sample which enforce robust bounds on the true fairness of P ’s model,
but are nevertheless highly performant in implementation (see Section 5 for a detailed empirical evalua-
tion).

We proceed by defining an ideal measure of fairness – the group fairness gap that would be computed
if P was fully honest – and comparing it to the group fairness gap computed when a malicious P submits
a modified collection of queries as input to Algorithm 5. We then analyze the probability that a malicious
P is caught when these quantities differ by some ǫ > 0.
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Definition 4.1. Honest & Measured Fairness Gaps. Consider (qi, ri, oi) ∈ Qh, the collection of
query-answer tuples input to Algorithm 5 assuming a perfectly honest P, which notably implies:

• queries in Phase 2 are always answered using correct computations of Mτ .

• no modifications have been made to the recorded queries that were given as input in Phase 3.

We will refer to Xh, the group fairness gap computed on Qh, as the honest fairness gap. For example,
using the group fairness metric of demographic parity, we have

Xh =

∣

∣

∣

∣

∣

∑

(qi,ri,oi)∈Qh
oi · Ia(si)

∑

(qi,ri,oi)∈Qh
Ia(si)

−

∑

(qi,ri,oi)∈Qh
oi · Ib(si)

∑

(qi,ri,oi)∈Qh
Ib(si)

∣

∣

∣

∣

∣

.

Where Ia is an indicator function evaluating to 1 if si == a and 0 otherwise.
Let Xm, the measured fairness gap, refer to the same quantity but computed on an arbitrary

collection of query-answer tuples of a malicious P’s choosing Qm. We state the construction explicitly
below (once again using demographic parity as an illustrative example):

Xm =

∣

∣

∣

∣

∣

∑

(qi,ri,oi)∈Qm
oi · Ia(si)

∑

(qi,ri,oi)∈Qm
Ia(si)

−

∑

(qi,ri,oi)∈Qm
oi · Ib(si)

∑

(qi,ri,oi)∈Qm
Ib(si)

∣

∣

∣

∣

∣

.

Theorem 4.2. Let Xh be the honest group fairness gap and Xm the measured group fairness gap computed
during Algorithm 5. Consider ǫ > 0, the deviation between these quantities caused by a malicious P
cheating during Phases 2 and/or 3, defined as follows:

ǫ = |Xh −Xm| .

Then P is caught with probability

pcatch ≥ 1−
(

1−
ǫ

2

)ν

.

Where ν is the number of queries uniformly sampled within each group via Algorithm 6 (for a total of 2ν
sampled queries).

For reasons of space, we defer the proof to Appendix 9.
This theorem fulfills the remaining four desiderata from Section 4.3. Fairness, correctness, and consis-

tency within any desired bound can be achieved by some parameter setting of ν. The larger we set ν, the
higher probability that a malicious P is caught, and the probability that they are able to make any given
deviation from Xh declines exponentially. For a given ν we can bound the probability that P escapes
detection. For example, setting ν = 1000 means that any ǫ ≥ 0.01 will evade detection with probability
at most 6.65× 10−3. For ν = 3800, the same ǫ will evade detection with probability at most 5.34× 10−9.
See Figure 1 for possible ǫ deviations from an example group fairness threshold θ at varying numbers of
verified queries given pcatch ≤ 0.99, and see Figure 3 for more exploration of parameter settings.

4.4.1 Amortized Efficiency

To catch a cheating P with a set probability on any given ǫ requires correctness and consistency checks
on O(1) queries. Thus the amortized runtime of Steps 12-15 of Algorithm 5 only improves as the number
of queries goes up. The remaining steps scale linearly with the number of queries, but they are very
lightweight operations, as is demonstrated in the empirical evaluation in Section 5. Further, the scaling
of the remaining steps could be improved further via uniform subsampling of the recorded queries, though
we reserve formalization of this idea for future work.
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5 Empirical Evaluation

Objectives. We empirically evaluate the efficiency, scalability, and robustness and of OATH for providing
an end-to-end fairness certificate of ML-based service while protecting the confidentiality of training data
and ML model.

Dataset. We consider five common datasets for fairness benchmarking (described in Appendix 7): COM-
PAS [4], Crime [45], Default Credit [2], Adult [1] and German Credit [13].

Implementation. We implement OATH in C++ using EMP-toolkit [57]. All experiments were con-
ducted by locally simulating the parties on a Macbook Pro laptop with an M1 Pro chip.

Models. OATH is a highly modular framework, designed to accommodate any score-based classifier with
an accompanying protocol for a zero-knowledge proof of correct inference. For the purpose of providing
general benchmarks at varying parameter settings (dataset size, number of attributes, number of user
queries, number of verified queries), we use OATH applied to logistic regression (LR) as a baseline. We
implemented a zero-knowledge proof of logistic regression correctness in EMP-toolkit for this purpose.

We also implemented a ZKP of inference correctness for a fully connected feed-forward neural network
(FFNN) with ReLU activations in EMP-toolkit, which we use to compare our efficiency directly to
FairProof [60]. We also consider much larger neural network models by estimating runtimes for OATH

using Mystique [59] as an underlying zero-knowledge proof of correctness protocol. Our LR and FFNN
implementations use floating point numbers throughout execution. Mystique uses efficient conversions
between different numerical representations for optimized performance at the cost of a very small loss in
accuracy.

5.1 Certification, Query Authentication and Audit Runtime

OATH consists of three phases: Phase 1 (Certification), Phase 2 (Query Authentication), and Phase 3
(Audit). Table 2 shows the runtime of each phase for all five datasets across multiple runs. Overall, the
runtime and its variance across runs are small.

The first column of Table 2 reports Phase 1 runtime, the time required to verify fair model certifi-
cation on each dataset. In general, Phase 1 runtime is efficient as OATH enables the prover to locally
train and post-process the model. The prover only needs to prove the fairness constraint in ZK on their
committed model and data. For each of the five fairness benchmarking datasets, we use all of the data as
the calibration set Dval. Accordingly, larger datasets result in larger the Phase 1 runtime, since Phase 1
verifies fairness constraints using all data points in Dval. For example, the Phase 1 runtime of Adult (the
largest dataset containing 45,222 rows) is 156 seconds, while the Phase 1 runtime of the Crime dataset
with 1,993 data points is less than 10 seconds. If necessary, OATH could scale to larger datasets in Phase
1 by only verifying a subsample of the training data, but this measure was not necessary as we were able
to efficiently certify fairness exhaustively for all the fairness benchmark datasets.

The second column of Table 2 reports Phase 2 runtime, the time required to provide an authenticated
response to one client query using prover’s model. Phase 2 has a negligible and consistent runtime across
all datasets ranging from 0.22 to 0.25 seconds. This consistent efficiency is due to the small amounts of
communication involved in Phase 2, making the bottleneck the round time rather than the amount of
communication. Therefore, for all of the datasets in these experiments, runtime appears independent of
the number of attributes and the type of model used by the prover.

The third column of Table 2 reports Phase 3 runtime, the time required to audit the fairness of
authenticated client query answers. We perform the correctness and consistency checks of Phase 3 with
the number of verified queries set to 7600. This parameter setting was identified empirically as a good
tradeoff between efficient runtime and strong robustness - in particular for ǫ = [0.01, 0.005, 0.0025] a
malicious adversary has a 5.34 × 10−9, 7.39 × 10−5, and 8.62 × 10−3 chance respectively to evade being
caught for cheating. Phase 3 is the most computationally intensive phase in OATH. Next, we benchmark
individual components of this phase, namely 1) a Group-Balanced Uniform Sample; 2) Fairness Counting;
3) Correctness check; 4) Consistency check.
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Table 2: Runtime of OATH’s phases, namely Phase 1 (certification); Phase 2 (query authentication); and
Phase 3 (audit). OATH certifies a fair model, authenticates user queries and audits deployed
model fairness with minimum resource overhead, especially for clients. Results on the same
datasets for a feed forward neural network are given in Appendix 12.

Dataset Phase 1 (s) Phase 2 (s) Phase 3 (s)
COMPAS 13.75± 0.33 0.25± 0.04 4965.1 ± 3.39
Crime 9.70± 0.17 0.23± 0.02 5000.5 ± 3.58
Default Credit 154.07± 3.16 0.23± 0.03 5003.5 ± 4.72
Adult 156.79± 1.90 0.22± 0.02 4984.6 ± 3.98
German 11.99± 0.24 0.23± 0.03 5080.7 ± 8.21

2
· 1
0
5

4
· 1
0
5

6
· 1
0
5

8
· 1
0
5

1
· 1
0
6

0

20

40

60

# User Queries

R
u
n
n
in

g
ti
m

e
(s

)

Sampling

Fairness

2,
00
0

4,
00
0

6,
00
0

8,
00
0

10
,0
00

0

2,000

4,000

6,000

# Verified User Queries

Correctness

Consistency

Figure 2: Runtime of group-balanced uniform sampling, computing fairness metric on user queries, cor-
rectness check, and consistency check, as a function of number of user queries and number of verified user
queries respectively during audit phase of OATH.

OATH computes fairness on all user queries, and uniformly samples ν queries from each subpopulation
for correctness and consistency checks. Both sampling runtime (Algorithm 6) and fairness computation
runtime (Algorithm 5 steps 3-10) are independent of the number of sampled queries and the model type –
they depend only on the number of user queries |Q|. Therefore, we show their relationship to the number
of queries in Figure 2 (left column). In general, the runtime of both Group-Balanced Uniform Sampling
and Fairness Computation increases linearly with the number of user queries. However, the slope of the
increase varies across different parts. Given a specific number of user queries, the runtime of fairness
computation is significantly lower than the runtime of group-balanced uniform sampling. This is because
Algorithm 6 utilizes a ZKRAM primitive [17] in order to realize the group-balanced uniform sample
securely, while the fairness computation in Algorithm 5 (steps 3-10) uses lighter-weight ZK arithmetic
operations [58].

OATH verifies user queries through correctness and consistency checks. Figure 2 (right column) shows
the runtime of these operations. Both correctness and consistency checks have time complexity linear in
the number of verified client queries. The runtime of consistency check dominates the overall runtime
because it relies on a scheme for converting public (hash-based) commitments to IT-MAC-based [39, 11]
authenticated values, which is a relatively expensive operation [59].

See more results for each dataset in Appendix 12.

5.2 Robustness Analysis

As shown in the previous section, the consistency check is more computationally intensive compared to
the other parts. Therefore, it is important to identify parameters that limit the required runtime for the
consistency check while still guaranteeing robustness. Leveraging our theoretical analysis in Section 4.4,
we explore parameter settings for the number of verified client queries. Figure 3 (left column) shows the
probability of catching cheating with respect to the number of verified user queries ranging from 1,000 to
10,000. We consider various fairness deviation values ǫ = {0.005, 0.010, 0.020}. In general, the probability
of evading the audit is very low. This probability gets smaller (i.e., making the audit more robust) as we
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Figure 3: The probability that a malicious prover evades being caught with an unfair model, when the
auditor verifies the correctness and consistency of only a group-balanced uniform sample of user queries.
The prover alters the desired demographic parity gap by ǫ, while trying to wrongly demonstrate that
their model meets the desired demographic parity gap. The probability of evading OATH decreases
exponentially as a function of sample size. As ǫ gets smaller, the probability of evasion gets
higher but it becomes substantially less impactful on the audit. Therefore, OATH achieves
highly efficient amortized runtime through performing probabilistic but robust checks on
query integrity in zero-knowledge audit.

verify more user queries, in exchange for higher runtimes. The smaller the ǫ, the higher the probability
of evading detection on cheating, but the less impactful on the outcome (see Figure 1).

Consider a setting in which a dishonest prover who wants to achieve a fairness certificate demonstrating
that the demographic parity gap is less than θ for their model with a demographic parity gap of θ′. To
cheat efficiently, the prover needs to alter the measurement of θ′ with some ǫ by flipping the outcome of
queries. We set 2ν = 7, 600 (chosen empirically as a good tradeoff between runtime and robustness), and
show the probability of evasion as a function of the amount of deviation ǫ in Figure 3 (right column).
The results show that OATH is robust: a malicious prover has the incentive to evade with a larger than
negligible ǫ will be caught by the auditor with high probability.

5.3 Neural Network Scalability and Comparision

We evaluate the scalability of OATH by considering various neural network model sizes.

Baselines. No previous work in ZKPoF verifies group fairness for neural nets, so we compare to the
closest available baselines. The first is FairProof [60], a neural net ZKPoF method that uses different
means to achieve similar ends by verifying individual fairness [14]. While FairProof is the closest in
function to our work, their study does not give experimental results for neural nets larger than 130
parameters. Second, to understand how OATH scales to larger neural networks, we compare against a
‘Correctness Baseline’. A zero-knowledge proof of correct inference for each client is a required component
of all previous work in ZKPoF [49, 60] (and similar requirements exist for MPC-based methods [47, 32]).
Accordingly, we compare OATH’s runtime against the required runtime to conduct a zero-knowledge proof
of correct inference for each client. We use Mystique [59], a highly optimized technique ZKP of neural
net inference, to instantiate the Correctness Baseline.

To compare directly to the performance of FairProof [60], we match their experimental setting on
the Adult dataset by benchmarking the runtime of OATH composed with our own implementation of
zero-knowledge proofs of correctness for a feed-forward neural network with two layers, (8 nodes and 2
nodes), for a total of 130 parameters with ReLU activations. We benchmark the client-facing runtime
as the duration of Phase 2 of our protocol, and find the amortized offline runtime by taking the sum of
runtimes for Phase 1 (executed with the number of datapoints in the Adult dataset) and Phase 3 (with
7600 verified queries) and divided by the number of client queries which we set to be one million. We
compare against the online and offline runtimes reported for FairProof with the same model size on the
Adult dataset.

Envisioning ZKPoF in tasks requiring larger neural networks (e.g. computer vision models for medical
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Table 3: OATH performance in terms of Client-Facing, Amortized Offline, and Total Runtime for proving
neural network fairness in comparison to baselines, with |Q| = 106. OATH improves on client-facing
runtime by 1027x, 25x, 1447x, and 2326x respectively, on the amortized offline runtime of the FairProof
baseline by 13,862x (the Correctness Baseline has no offline runtime), and total runtimes by 1343x, 17x,
52x, and 53x respectively. Keys: LN-5: LeNet-5, RN-50: ResNet-50, RN-101: ResNet-101.

Param
Runtime (s)

Client Am. Offline Total

FairProof [60] 130 236.4 80.4 3.17× 10
8

OATH (FFNN) 130 0.23 5.79 × 10
−3

2.38 × 10
5

Corr. Baseline 62K 5.9 - 5.90× 10
6

OATH (LN-5) 62K 0.23 0.12 3.43 × 10
5

Corr. Baseline 23.5M 333 - 3.33× 10
8

OATH (RN-50) 23.5M 0.23 6.1 6.35 × 10
6

Corr. Baseline 42.5M 535 - 5.35× 10
8

OATH (RN-101) 42.5M 0.23 9.7 9.98 × 10
6

diagnosis [15]) To compare to the Correctness Baseline for larger neural networks, we estimate the runtime
of OATH when using Mystique [59] as the underlying zero-knowledge proof protocol for three models with
escalating numbers of parameters: LeNet-5 (62K), ResNet-50 (23.5 mil), and ResNet-101 (42.5 mil). For
each setting we use 7600 verified queries in Phase 3 and 10,358 points in Dval, to emulate a fairness
benchmark dataset of x-ray images [18]. We compare OATH against a baseline of performing a zero-
knowledge proof of correctness with Mystique to answer each client query.

Results of these evaluations are shown in Table 3. OATH is more efficient than the baselines by orders
of magnitude. Especially important is the client-facing runtime, since this is arguably the most relevant
factor for enabling the practical adoption of ZKPoF in the use case of MLaaS query answering. In this
category, OATH gives at least a thousand-fold runtime improvement over the alternatives in three out of
four categories, primarily due to the fact that it requires no client-facing zero-knowledge proof. Even in
terms of offline runtime, OATH provides a substantial increase in efficiency in all categories due to its
probabilistic auditing method. Notably, as in Figure 2 a substantial portion of the runtime in the offline
phase is spent on the consistency check, thus improving this bottleneck is an interesting direction for
future work.
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Appendix

6 Notation

Table 4 shows the notation used throughout this paper.

Table 4: Notation table.

Meaning Meaning
P Prover V Auditor
C Client M Model
D Training Dataset Q Query dataset

Mτ Fair model θ Group Fairness
Threshold

JxK Authentication of value x S Binary sensitive at-
tribute

7 Datasets

Table 5: Summary of datasets.

Dataset #Samples #Attr. Demographic Var. Task
COMPAS 6,151 8 Race Recidivism
Crime 1,993 22 Race Crime rate
Credit 30,000 23 Age Card Payment
Adult 45,222 14 Gender Income
German 800 61 Foreign Worker Loan

Table 5 describes five standard fairness benchmarking datasets used in this paper: COMPAS [4],
Communities and Crime [45], Default Credit [2], Adult Income [1], and German Credit [25].

8 Fairness Definitions

Definition 8.1 (Equalized Odds [24]). A predictor Ŷ satisfies Equalized Odds with respect to the sensitive
attribute S if:

Pr[Ŷ = 1|Y = y, S = a] = Pr[Ŷ = 1|Y = y, S = b.]

∀y ∈ {0, 1}, ∀a, b ∈ S.

Definition 8.2 (Equal Opportunity [24]). A predictor Ŷ satisfies Equal Opportunity with respect to the
sensitive attribute S if:

Pr[Ŷ = 1|Y = 1, S = a] = Pr[Ŷ = 1|Y = 1, S = b]
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∀a, b ∈ S.

Definition 8.3 (Predictive Equality [10]). A predictor Ŷ satisfies Predictive Equality with respect to the
sensitive attribute S if:

Pr[Ŷ = 1|Y = 0, S = a] = Pr[Ŷ = 1|Y = 0, S = b]

∀a, b ∈ S.

9 Proof of Soundness

Theorem 9.1. Let Xh be the honest group fairness gap and Xm the measured group fairness gap computed
during Algorithm 5. Consider ǫ > 0, the deviation between these quantities caused by a malicious P
cheating during Phases 2 and/or 3, defined as follows:

ǫ = |Xh −Xm| .

Then P is caught with probability

pcatch ≥ 1−
(

1−
ǫ

2

)ν

.

Where ν is the number of queries uniformly sampled within each group via Algorithm 6 (for a total of 2ν
sampled queries).

Proof. We begin by considering available options for P to dishonestly influence Xm (i.e. the quantity com-
pared to θ in Step 10 of Algorithm 5). Since any deviations influencing the computation of ca, cb, Na, Nb, S

in steps 3-11 will be caught by the underlying ZKP protocols [58, 17], P can only cause a deviation in
Xm by behaving dishonestly to alter the query-answer tuples (qi, ri, oi) before they are committed during
Step 2.

This can happen in two ways: (i) by breaching correctness of the outcome given to the ith client
during Algorithm 4 (i.e. oi 6= Mτ (qi, ri)), or (ii) by breaching consistency (i.e. (qi, ri, oi) provided as
input during Algorithm 5 step 2 6= (q, r, o) given to the ith client query during Algorithm 4. A query-
answer tuple breaching either condition will be caught by Steps 14 and 15 of Algorithm 5 if it is sampled
in S during Step 11.

Thus, in order to assess P ’s likelihood of being caught we must understand the number of modified
queries required to produce a deviation between Xh and Xm of size ǫ. For now, let us just consider the
case where P only modifies oi from (qi, ri, oi) ∈ Qm. Let Na be the number of query points in Qh such
that si == a, and let Nb be defined similarly. Note that in the case where P only modifies oi, these
quantities are exactly the same when defined over Qm.

In the case of all group fairness metrics considered in this paper (demographic parity, equalized odds,
equal opportunity, predictive equality), flipping any oi from Qh can produce at most 1

Na

alteration of

Xm if si = a, or 1
Nb

alteration if si = b. This is because the numerator term changes by at most 1 per
query. This means that in order to create a deviation of size ǫ, P must modify at least pa ·Na + pb ·Nb

queries for some pa, pb ∈ [0, 1], where

ǫ ≤ pa + pb.

This necessarily implies that either pa ≥ ǫ
2 or pb ≥

ǫ
2 . Without loss of generality, assume the former.

Then if we uniformly sample ν queries with si = a, the probability that none of them violate correct-
ness or consistency (and P evades being caught) is given by

Pr[no modified queries in sample] = (1 − pa)
ν

≤ (1 −
ǫ

2
)ν .
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Algorithm 7: Certifying Fairness via Postprocessing (Equalized Odds).

Input: A public parameter θ which thresholds the acceptable level of group fairness gap; P holds a Model M ; A
postprocessing dataset D may be provided by P or V

1: P commits to M and D obtaining JMK, JDK

⊲ Locally postprocess model for fairness

2: Using Algorithm 1, find a set of scoring thresholds ta ∈ τ for each protected attribute group a ∈ A that satisfy θ on M

and D. Commit to τ . Use Mτ to refer to the model augmented with the fair scoring thresholds.

⊲ Prove correctness of postprocessing

3: P makes commitments to group outcome counts TNa, FNa, TPa, FPa ∀a ∈ A, initializes them to zero.
4: for all JdiK ∈ JDK do

5: P and V flip fair coins ri and commit to them
6: P proves JoiK←Mτ (di, ri) using Algorithm 3
7: JyiK← true label of di
8: JsiK← sensitive attribute of di
9: JbaK← JsiK == a ∀a ∈ A // sensitive attribute indicator bits

10: JNaK← JNaK + JbaK ∀a ∈ A // counting group sizes

⊲ Commit to indicator bits for True Positive, False Positive, False Negative, True Negative

11: JbTP K← JoiK ∧ JyiK
12: JbFP K← J¬oiK ∧ JyiK
13: JbFN K← JoiK ∧ J¬yiK
14: JbTN K← J¬oiK ∧ J¬yiK

⊲ Update counts

15: JTPaK← JTPaK + JbTP K ∧ JbaK∀a ∈ A

16: Update JFPaK, JFNaK, and JTNaK similarly.

⊲ Prove equalized odds criteria between desired groups (here a0 and a1 are compared)

17: P proves:
θ · JNa0K · JNa1K ≥ |JFPa0K · JNa1K − JFPa1K · JNa0K|

18: P proves:
θ · JNa0K · JNa1K ≥ |JFNa0K · JNa1K − JFNa1K · JNa0K|

Since a symmetrical analysis holds for pb, taking a ν-sized uniform sample of queries from both groups
(for a total of 2ν verified queries) gives us the bound stated in the theorem.

Now let us return to the case where P modifies pieces of the query-answer tuple besides oi. If they
modify qi or ri in any way aside from the sensitive attribute, this reduces to the case of modifying oi.
If they modify the sensitive attribute, this simply changes the denominator terms Na and Nb, but the
above analysis holds regardless of those values.

10 OATH and Equalised Odds

Algorithms 8 and 7.

11 Formalization of Privacy and Security Guarantees

We supply informal theorems which explicitly state the privacy and security guarantees of our ZKP
protocols. Typically they follow directly by construction of the protocol combined with the security
guarantees of the underlying ZKP method(s) [58, 17].

Theorem 11.1. (Informal) Given a model Mτ and dataset Dval, Algorithm 2 guarantees that the de-
mographic parity gap of Mτ ’s predictions on each data point in Dval is less than or equal to the public
parameter θ. It does so without leaking any information about Mτ or Dval except for the size of the
dataset and the number of model parameters.
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Algorithm 8: Fairness Audit (Equalized Odds).

Input:

• Public values: N is the number of queries answered in Phase 2, θ thresholds the acceptable level of group fairness
gap, and ν is a soundness parameter.

• P holds a committed fair model Mτ , and a set of queries authenticating values (qi, ri, oi,mPi, sPi) ∈ X with
i ∈ [0, N).

• V holds hash-based commitments Ci = H(qi||ri||oi) with i ∈ [0, N).

1: for all i ∈ [0, N) do

2: P commits to J(qi, ri, oi)K.

⊲ P proves equalized odds fairness on authenticated queries

3: P makes commitments to group outcome counts TNa, FNa, TPa, FPa ∀a ∈ A, initializes them to zero.
4: for all i ∈ [0, N) do

5: JyiK← true label of qi
6: JsiK← sensitive attribute of qi
7: JbaK← JsiK == a ∀a ∈ A // sensitive attribute indicator bits
8: JNaK← JNaK + JbaK ∀a ∈ A // counting group sizes

⊲ Commit to indicator bits for True Positive, False Positive, False Negative, True Negative

9: JbTP K← JoiK ∧ JyiK
10: JbFP K← J¬oiK ∧ JyiK
11: JbFN K← JoiK ∧ J¬yiK
12: JbTN K← J¬oiK ∧ J¬yiK

⊲ Update counts

13: JTPaK← JTPaK + JbTP K ∧ JbaK∀a ∈ A

14: Update JFPaK, JFNaK, and JTNaK similarly.
15: P shows that demographic parity gap is underneath threshold θ by proving

θ · JNaK · JNbK ≥ |JcaK · JNbK− JcbK · JNaK|

⊲ Correctness & Consistency Checks

16: Use Algorithm 6 to obtain Π, a permutation of [0, N) encoding a 2ν-size class-balanced random sample of X.
17: for all i← [0, 2ν) do

18: j ← Π(i) ⊲ j indexes entries in X selected by the class-balanced sample

19: P proves JojK == Mτ (JqjK, JrjK) ⊲ via Algorithm 3

20: P proves H(qj ||rj||oj) == Cj . If it fails, P and C may show sigP and sigC respectively to determine who cheated.

Proof Sketch. The guarantees follow straightforwardly from the guarantees of the underlying ZKP proto-
col [58], which ensures that all arithmetic and logical operations on the committed values are carried out
correctly and with no information leakage. Accordingly, the properties of the theorem are guaranteed by
the construction of Algorithm 2, and Algorithm 3. In particular, steps 6-13 of Algorithm 2 accurately
count the positive outcomes on datapoints from each group in the committed dataset Dval, and then
compare the positive outcome rates implied by these counts to the threshold θ. The correctness of the
predictions P makes using model Mτ is guaranteed by Algorithm 3, which compares the output of the
committed model M to committed thresholds ta, tb ∈ τ .

Theorem 11.2. (Informal) Algorithm 4 reveals no information to P, C, and V beyond what each party
learns in typical MLaaS query answering.

Proof Sketch. By a standard argument (see e.g. [31]), H(q||r||o) comprises a binding and hiding commit-
ment to q and o in the random oracle model. Thus V learns no information about the query or the output
by receiving it. P and C receive q and o as they do in the standard MLaaS.

Theorem 11.3. The sample array S output by Algorithm 6 has the following guarantees:

1. Queries are selected uniformly within each group. Formally, consider i ∈ Ia, the subset of all indices
such that the query-answer tuple (qi, ri, oi) ∈ Q has sensitive attribute si = a. Then

Pr[S[i] = 1] = Pr[S[j] = 1] ∀i, j ∈ Ia.

And similarly for queries with sensitive attribute b.
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Algorithm 9: Fairness Audit w/o S Reveal.

Input:

• Public values: N is the number of queries answered in Phase 2, θ thresholds the acceptable level of group fairness
gap, and ν is a soundness parameter.

• P holds a committed fair model Mτ , and a set of queries authenticating values (qi, ri, oi) ∈ Q with i ∈ [0, N).
• V holds hash-based commitments Ci = H(qi||ri||oi) with i ∈ [0, N).

1: for all i ∈ [0, N) do

2: P commits to (JqiK, JriK, JoiK).

⊲ P proves demographic parity fairness on authenticated queries

3: P commits to two counters JcaK and JcbK for counting positive outcomes on each subpopulation, initialized to zero.
4: P commits to two counters JNaK and JNbK for counting individuals in each subpopulation, initialized to zero.
5: for all i ∈ [0, N) do

6: JsiK← Jqi.sensitive_attributeK
7: JbaK← JsiK == a, JbbK← JsiK == b ⊲ Indicator bit for each sensitive attribute

8: JNaK← JNaK + JbaK, JNbK← JNbK + JbbK ⊲ Update sensitive attribute group counts

9: JcaK← JcaK + (JbaK · JoiK), JcbK← JcbK + (JbbK · JoiK) ⊲ Update per-subpopulation positive outcome

10: P shows that demographic parity gap is underneath threshold θ by proving

θ ≥

∣

∣

∣

∣

JcaK

JNaK
−

JcbK

JNbK

∣

∣

∣

∣

⊲ Correctness & Consistency Checks

11: Use Algorithm 6 to obtain S, an array encoding a group-balanced random sample of Q.
12: Initialize committed counter JxK to 1.
13: V publishes all Ci, P loads them into a read-only ZKRAM [17] C.
14: Initialize a read/write ZKRAM [17] R with (2ν + 1) · sz entries, where sz is the number of values required to store a

query-answer tuple (q, r, o) plus its index i ∈ [0, N). Initialize the tuple-sized block starting at R[0] with ⊥.
15: for all i ∈ [0, N) do

16: JbK← S[i]
17: R[JxK · JbK]← first value in (qi||ri||oi)||i, R[JxK · JbK + 1]← second value in (qi||ri||oi)||i, ..., R[JxK · JbK + sz]← szth

value in (qi||ri||oi)||i.
18: JxK← JxK + JbJ.
19: for all i ∈ [1, 2ν] do

20: (JqK, JrK, JoK, JindK)← load from R[i]
21: P proves JoK == Mτ (JqK, JrK) ⊲ via Algorithm 3

22: P proves that H(JqK||JrK||JoK) == C[JindK].

2. Exactly ν queries in group a and ν queries in group b are included in the sample, for a total of 2ν
selected queries. Formally, entries in S are binary-valued, with

∑

i∈Ia
S[i] = ν. And similarly for

queries with sensitive attribute b.

3. (Informal) Algorithm 6 reveals no information to V other than Na and Nb, the number of queries
made by members of each group.

Proof Sketch. In detail, Algorithm 6 randomly permutes all members of group a and places the first ν

of them in the sample, and also randomly permutes the all members of group b and places the first ν of
them in the sample. To accomplish this operation in zero-knowledge on a committed array of queries,
V constructs two random permutations πa, πb of the appropriate sizes and sends them to P . Each
permutation is then loaded into a read-only ZKRAM (see [17] for details), which will allow P to read
permuted elements from πa in the case that they have sensitive attribute s = a and ⊥ otherwise (and
similarly for group b), without revealing to V which case is occurring. We use ⊥ as a symbol to represent
the fact that a query is outside of the group relevant to a permutation.

In steps 6-10, the parties perform a linear traversal of all queries in Q, updating a committed counter
JcaK whenever a query from group a is encountered, and either placing πa(ca) in an array Aa or ⊥
depending on group membership via a read to the ZKRAM. At the end of step 10, every query in Q has
a corresponding entry in Aa which is Jπa(j)K if Q[i] ∈ group a, (where Q[i] is the jth query that belongs
to group a), and J⊥K otherwise. We also construct Ab symmetrically for group b. Thus, each member
of group a is labeled with an output from the random permutation πa, and each member of group b
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Table 6: Runtime of OATH’s phases on fairness benchmark datasets for a (20, 10, 2) feed-forward neural
network implemented in EMP-toolkit [57].

Dataset Phase 1 (s) Phase 2 (s) Phase 3 (s)
COMPAS 239.44 0.25 5585.25
Crime 482.82 0.23 6109.59
Default Credit 4611.86 0.23 6192.46
Adult 4, 992.62 0.22 5875.18
German 288.04 0.23 7396.13

is labeled with an output from πb. Then to determine whether a query Q[i] is included in the uniform
sample, steps 13-15 perform one more linear pass over Q wherein a committed sample bit is set to 1 if it’s
a member of group a and πa(i) < ν, or if it’s a member of group b and πb(i) < ν (we define (⊥ < n) = 0
for any n).

The construction thus guarantees claims (1) and (2) since group a queries with S[i] = 1 are exactly
those which are mapped to [0, ν) by the random permutation πa, and group b queries with S[i] = 1
are exactly those which are mapped to [0, ν) by πb, which is equivalent to taking a ν-sized uniform
sample from each group. Claim (3) is guaranteed by the underlying ZKP protocols used to perform the
authenticated operations and ZKRAM access [58, 17].

Corollary 11.1. (Informal) Algorithm 5 reveals no information to V about the client data and model
parameters other than what can be inferred from Na and Nb, and the sample array S.

Proof Sketch. By Theorem 11.3, taking the group-balanced sample with Algorithm 6 reveals Na, Nb

to V , but no other information. By the security of the underlying ZKP protocol [58] and hash-based
commitment scheme [59], all steps besides step 13 leak no additional information to V .

In step 13, after obtaining the sample array S, P opens each of the 2ν bits of S such that JS[i]K == 1
which effectively reveals S since all other entries are guaranteed to be 0.

Revealing S to V gives some knowledge of which of their commitments correspond to clients included
in the sample. By itself, this is an innocuous piece of information – it simply gives V knowledge that
a small subset of query commitments correspond to users with 1

2 probability of being from group a or

group b, rather than Na

N
and Nb

N
as is implied by knowledge of Na, Nb, and N . If we consider stronger

adversarial capacities of V , e.g. that they somehow have outside knowledge about 2ν− 1 of the queries in
the sample, more precise information can be inferred. In this example, V can infer the sensitive attribute
of the single unknown query since they know which group has ν − 1 sampled queries and which group
has ν.

While it is important to be mindful of this possible inference, in the proposed setting of a regulatory
body auditing the fairness of a machine learning model we anticipate a threat model much closer to the
former case than the latter. Further, by integrating a read/write ZKRAM [17] we can remove this leakage
in exchange for a minor to moderate additional computational cost (depending on the size of the query
input). This is demonstrated in Algorithm 9 of Appendix 10.

12 Additional Benchmarks

Figure 4 shows the accumulative runtime of computing fairness and checking the correctness of the model
using all five datasets.

Table 6 shows runtime benchmarks for each phase of OATH on fairness datasets with a 3-layer feed-
forward neural network.
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Figure 4: Effect of the number of verified witnesses on the runtime of computing fairness and verifying
the inference using the correct model.

28


	Introduction
	Background & Preliminaries
	Cryptographic Primitives

	Problem Formulation
	OATH
	Phase 1: Certification of Model Fairness
	Phase 2: Efficient Authenticated Answers to Client Queries
	Efficiency

	Phase 3: Fairness Auditing
	Zero Knowledge Proof of Group-Balanced Uniform Sample

	Robustness Analysis
	Amortized Efficiency


	Empirical Evaluation
	Certification, Query Authentication and Audit Runtime
	Robustness Analysis
	Neural Network Scalability and Comparision

	Notation
	Datasets
	Fairness Definitions
	Proof of Soundness
	OATH and Equalised Odds
	Formalization of Privacy and Security Guarantees
	Additional Benchmarks

