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Abstract—This paper introduces Hamster, a novel synchronous
Byzantine Fault Tolerance protocol that achieves better perfor-
mance and has weaker dependency on synchrony.

Specifically, Hamster employs coding techniques to signifi-
cantly decrease communication complexity and addresses cod-
ing related security issues. Consequently, Hamster achieves a
throughput gain that increases linearly with the number of
nodes, compared to Sync HotStuff. By adjusting the block size,
Hamster outperforms Sync HotStuff in terms of both throughput
and latency. Moreover, With minor modifications, Hamster can
also function effectively in mobile sluggish environments, further
reducing its dependency on strict synchrony.

We implement Hamster and the experimental results demon-
strate its performance advantages. Specifically, Hamster’s
throughput in a network of 9 nodes is 2.5× that of Sync HotStuff,
and this gain increases to 10 as the network scales to 65 nodes.

Index Terms—Byzantine fault tolerance, coding technique,
synchronous, mobile sluggish, safety, liveness.

I. INTRODUCTION

BYZANTINE Fault Tolerance (BFT) protocols [1] are
designed to address the consistency issues in distributed

systems with Byzantine faulty nodes, enabling honest nodes
to reach a consensus on a value while ensuring both safety
and liveness properties. A BFT protocol is synchronous if its
security is guaranteed only under the condition that designer-
specified tasks, typically involving communication coupled
with necessary computing, are completed within a pre-defined
and known synchronous bound ∆. This condition is also
known as the synchronous assumption. Synchronous BFT pro-
tocols are particularly valued for their ability to tolerate faults
in half of the nodes, compared to only one-third fault tolerance
in partial-synchronous and asynchronous BFT protocols [2],
[3].

Despite this superior fault tolerance, the practical appli-
cation of synchronous BFT faces two challenges. First, ex-
isting synchronous BFT protocols [4], [5] generally suffer
from lower throughput compared to their partial-synchronous
counterparts [6], [7]. Specifically, the low throughput of Sync
HotStuff [5] can be attributed to its communication complex-
ity. Second, the security of synchronous BFT is dependent
on adhering to the synchronous assumption. External factors,
such as network fluctuations, can delay message transmission,
thereby causing nodes to violate the synchronous assumption
and subsequently compromise the protocol’s security.

To address these challenges, we introduce Hamster, a novel
synchronous BFT protocol. Hamster successfully applies cod-
ing schemes in synchronous settings by resolving the secu-
rity issues arising from coding—specifically, the unverifiable
undecodability caused by a reduced proportion of honest

nodes, thereby reducing communication complexity. Specif-
ically, Hamster transforms the broadcasting and forwarding of
complete content in the Steady-State phase of Sync HotStuff
into the distribution and exchange of encoded chunks, shifting
consensus from the content itself to a short digest of the
content. Additionally, a decoupled Follow phase is added for a
second distribution, ensuring that all honest nodes eventually
acquire the content corresponding to this digest. Furthermore,
with minor modifications, Hamster can be adapted to the
mobile sluggish model [8]. This model allows some honest
nodes to temporarily delay sending and receiving messages
beyond ∆, significantly reducing Hamster’s reliance on the
synchronous assumption.

Specifically, Hamster achieves the following advantages.
Near-optimal and near-balanced communication: For an

n-node system committing to a content of size m, Hamster
reduces the overall communication complexity to O(mn),
compared with O(mn2) for Sync HotStuff [5]. Given that each
node must receive the consensus content from at least one an-
other node, the total system communication is lower-bounded
by mn. Thus, Hamster achieves near-optimal communication.
Additionally, Hamster ensures that the communication load
is nearly balanced across all nodes, preventing any single
node, particularly the leader, from becoming a communication
bottleneck.

Significantly improved performance: Hamster achieves
a maximum throughput gain of O(n) compared to Sync
HotStuff in bandwidth-limited environments. It also provides
a flexible trade-off between high throughput and low latency
by adjusting the size of the consensus content. A wide range
of content sizes exists where Hamster outperforms Sync Hot-
Stuff in both metrics. Furthermore, by varying content size,
Hamster enables the transformation of various environments
into bandwidth-limited environments.

Weaker synchrony dependency: The decoupled Follow
phase in Hamster guarantees that all nodes obtain the same
content without strict adherence to the synchronous assump-
tion. Consequently, even if the Follow phase and the Steady-
State phase occur concurrently, nodes are still able to prioritize
resource allocation to fulfill the requirements of the Steady-
State phase. Moreover, Hamster’s adaptability to the mobile
sluggish model mitigates the impact of network fluctuations,
thereby reducing the protocol’s overall dependence on syn-
chrony.

The remainder of this paper is organized as follows. Sec-
tion II provides an essential background and delineates the
motivation underpinning this study. The Hamster protocol,
developed within the standard synchrony model, is detailed
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in Section III, together with the performance analysis. In
Section IV, marginal adjustments are made to the protocol
to effectively handle mobile sluggish faults. Empirical find-
ings, demonstrating the protocol’s real-world applicability, are
presented in Section V. The paper concludes with Section VI,
summarizing key insights and contributions.

II. PRELIMINARIES

A distributed service system receives requests from external
clients and needs to provide reliable feedback. To ensure reli-
ability, such systems must exhibit fault tolerance, maintaining
consistent feedback even when some nodes fail. This paper
considers a Byzantine fault model [1], in which faulty nodes,
also referred to as malicious nodes, can fail in any manner.

Fault tolerance in distributed systems is typically achieved
through state machine replication. This method treats each
node as an identical state machine, each with a linearizable log.
Fault tolerance is ensured as long as all state machines start
from the same initial state and have identical log sequences.
Byzantine Fault Tolerance (BFT) protocols construct the iden-
tical sequence by committing requests into the linearizable log.
An effective BFT protocol must support the following two
properties:

Safety: At the same log position, two honest nodes will
not commit different values.
Liveness: Every honest node can commit a value within
a finite time.

Our discussion is grounded in common computational and
communication settings typical of systems with n nodes,
among which f are malicious. These nodes are limited in
computational capabilities, preventing them from breaking
cryptographic primitives that rely on computationally hard
problems. Execution times for computation tasks of each node
are fixed and measurable. The system is equipped with a fixed-
bandwidth, error-free and authenticated communication chan-
nel between every pair of nodes. For the sake of simplicity,
we assume all requests to be ordered have been received by
all nodes prior to processing.

Synchronous BFT protocols guarantee safety and liveness
only under the synchronous assumption. In such systems, all
nodes are aware of a fixed constant ∆, commonly referred
to as the synchronous bound. The synchronous assumption
requires that a step-typically consisting of communication and
corresponding processing as defined by the protocol designer-
must be completed within ∆. Nonetheless, the precise timing
of these tasks may be subject to manipulation by malicious
nodes. A significant advantage of synchronous BFT protocols
is their ability to tolerate faults in up to half of the total number
of nodes. In contrast, partially-synchronous and asynchronous
BFT protocols, which do not rely on the synchronous assump-
tion, can only tolerate faults in up to one-third of the nodes [2],
[3].

A. Throughput Issue

Throughput, measured as the number of requests committed
per unit of time (Kops/s), is a critical performance metric.

Traditional synchronous BFT protocols [4] typically ex-
hibit lower throughput, primarily from their lock-step scheme,
which requires each step to incur a time cost of ∆. This design
forces nodes to wait until the completion of the ∆ period for
each step, regardless of their actual progress. Consequently,
optimizing these protocols often only involves reducing the
number of steps.

Sync HotStuff [5] introduces an unlock-step scheme, where
steps are event-driven, allowing the next step to begin im-
mediately once a predefined condition is met. This scheme
exhibits significant advantages under the assumption that the
actual delay δ, defined as the time required solely for task
execution excluding any waiting periods, is much smaller
than ∆. Under these conditions, the unlock-step scheme sub-
stantially reduces the duration of each step, thus enhancing
throughput. Currently, Sync HotStuff is celebrated as the state
of the art synchronous BFT protocol. Moreover, the unlock-
step introduces a new option for optimizing throughput by
reducing the time consumed in each step.

We conducted experiments on Sync HotStuff, as shown in
Fig. 1. The results demonstrate that Sync HotStuff necessitates
a substantial increase in bandwidth as the system scales up
in order to maintain adequate throughput. The bandwidth in
real-world is limited, indicating a decline in performance in
large-scale systems.

Inspired by [9], we break down δ into three components:
propagation delay δp, transmission delay δt and computation
delay δc. The propagation delay, which refers to the signal’s
transmission time across the network, is a random variable
and the primary source of variability in message delivery.
In contrast, both the transmission delay and the computation
delay are fixed and measurable, defined as the amount of task-
specific work divided by the available resources.

This decomposition enables us to analyze the slower per-
formance of Sync HotStuff in large-scale networks, primarily
due to the intensive communication required in its initial two
steps. Specifically, this involves a leader node broadcasting
the consensus content to all nodes, followed by all nodes
exchanging this content with each other. In situations where
bandwidth is limited and the system scale is large, this
pairwise communication significantly increases δt, making
these steps time-consuming and thereby decreasing the overall
throughput. Naturally, this leads us to seek ways to reduce
communication during these critical steps.

B. Coding Technique and Issues

An (n, k) linear code over a finite field F is characterized by
a generator matrix G. This code transforms an input sequence
x = [x1, . . . , xk] into an output sequence y = [y1, . . . , yn]
through the linear transformation y = Gx, where each element
xi and yi represents a chunk of symbols of equal length.

During transmission, each chunk may face two issues: (1) a
node fails to receive a chunk, resulting in an erasure, and (2) a
chunk is generated in violation of the coding rules, leading to
an error. An (n, k) linear code is termed Maximum Distance
Separable (MDS) code if it can recover from a erasures and
b errors, given the condition n− k = 2b+ a. Among various
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Fig. 1: Throughput of Sync HotStuff over bandwidth for
different node numbers with ∆ = 100 ms.

codes, MDS codes offer the highest error-correction capability.
Reed-Solomon (RS) codes [10], a typical MDS code, are
employed in this work by default due to its fast encoding
and decoding facilitated by Single Instruction Multiple Data
(SIMD) techniques [11].

Revisiting Sync HotStuff from a coding perspective, we see
that the initial two steps involve the leader node broadcasting
the consensus content to all nodes using (n, 1) coding, fol-
lowed by an n-to-n chunk exchange among all n nodes and
subsequent decoding to retrieve the correct consensus content.
This coding scheme, when used solely to address erasure
issues, can correct up to n−1 = 2f erasures. For a malicious
leader, a maximum of 2f erasures can be orchestrated without
leaving evidence-f from malicious nodes and f from honest
nodes that truly did not receive any chunks, all of which can
be corrected. Errors, combined with signatures, can be used
to detect the leader’s malicious behaviors.

If a method to counteract the malicious leader’s ability to
create erasures is found, there would be no need for coding
to correct 2f erasures, because with an honest leader, at most
f erasures would occur. In such cases, an (n, k ≤ f + 1)
code could be used to address these erasures, reducing total
communication to 1

k of that required by (n, 1) coding. Similar
coding techniques have been extensively applied in partially-
synchronous and asynchronous BFT protocols [12], [13], [14],
[15], [16], [17], [18], [19], which typically adopt a disperse-
then-agree architecture, decoupling the distribution of chunks
from reaching an agreement on a short digest.

This approach, however, is not suitable for synchronous set-
tings due to the smaller proportion of honest nodes. Consider a
partially-synchronous environment with n = 3f+1. Here, if a
malicious leader wishes to prevent honest nodes from decoding
under an (n, f+1) coding scheme, they must withhold chunks
from at least f + 1 honest nodes to create a total of 2f + 1
erasures. These honest nodes now outnumber the malicious
ones. If they declare the chunk erasures, the leader will be
replaced, as all honest nodes are convinced that at least one
honest node did not receive a chunk. This means either all
honest nodes can decode, or the leader is exposed for not
properly distributing chunks. In synchronous settings, where
n = 2f + 1, however, even with an (n, 2) code, a malicious
leader only needs a total of 2f erasures to prevent honest nodes

from decoding, which involves withholding chunks from f
honest nodes. Such a small group of nodes is unable to initiate
leader replacement. This creates a problematic situation where
honest nodes can neither decode nor replace the leader, causing
the protocol to stall and lose liveness. Using a code with
k > 2 would only make it easier for the malicous leader to
orchestrate this situation. Therefore, this is not just a choice of
coding but a fundamental issue in synchronous environments,
motivating us to propose the Hamster protocol.

C. Cryptographic Primitives

We assume the existence of a Public Key Infrastructure
(PKI), where each node’s public key is globally available.

Hashing and signing are two basic cryptographic primitives
used in BFT protocols. For a message m, we denote its hash
value as hash(m). With the availability of PKI, nodes can
generate signatures for any message. We denote a message
m accompanied by the signature of node i as ⟨m⟩i, and a
message m carrying the quorum signature of all nodes in the
set S as ⟨m⟩S .

The Merkle tree for the vector y is constructed as a
binary tree where the value of each node is the hash of the
concatenation of its two children’s values. The value of the
i-th leaf node is hash(i|yi), where yi is the i-th chunk of y.
We use H(y) to represent the root of the Merkle tree for the
vector y, and P (yi) to denote the path from yi to the root.
Given H(y), if a node receives a chunk yi along with its path
P (yi), it can verify whether yi is indeed the i-th chunk of the
vector y by recomputing the Merkle root using yi and P (yi),
and then comparing it with H(y) [20]. Therefore, P (yi) is
also referred to as the Merkle proof of yi.

III. HAMSTER UNDER STANDARD SYNCHRONY MODEL

In this section, we introduce Hamster, a fast BFT protocol
that operates under standard synchrony. We demonstrate that
this protocol can tolerate f < n

2 malicious nodes in an n node
system. Throughout this section, unless otherwise specified,
we assume n = 2f + 1, where a lower ratio of malicious
nodes only enhance system security.

Hamster is a leader-based protocol. That is, each block
to be committed upon is proposed by a leader node, and
the other nodes are only responsible for deciding whether to
commit the block. Similar to PBFT [21] and Sync HotStuff [5],
Hamster utilizes a stable leader, meaning the leader continues
to broadcast new consensus content until evidence of malicious
behaviours leads to their replacement. This gives rise to the
concept of a view, which represents the entire tenure of a
leader, denoted by v, and numbered by integers. We do not
delve deeply into the selection of a new leader here, thus
simply assume that all nodes have a determined index, from
1 to n, where the leader for view v is the node with index (v
mod n) + 1.

Hamster is organized into three phases. In the Steady-State
phase, Hamster conducts the distribution of encoded data and
consensus on the digest, employing an architecture akin to
an undecoupled disperse-then-agree architecture. If, during
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the Steady-State phase, the leader node is detected engag-
ing in malicious behavior, other nodes can present evidence
publicly and initiate the View-Change phase to replace the
leader securely. Finally, in the decoupled Follow Phase, a
second distribution of encoding ensures that all honest nodes
receive the complete consensus content, enabling the system
to provide feedback on requests.

A. Data Structures and Properties

In conventional BFT protocols, requests are batched into
blocks, and consensus is reached on these blocks to form a
chain structure, expressed as Bh := (bh, H(Bh−1)). Here, h
signifies the block height, bh represents the batched requests,
and H(Bh−1) serves as the identifier for the preceding block.
Specifically, the first block B1, lacks a predecessor and is
thus defined as B1 := (b1,⊥). This self-contained structure of
blocks is particularly advantageous in BFT systems because
committing to a block also implicitly commits to all its prede-
cessors, due to the unique determination of the entire chain
from any given block. While blockchain systems typically
employ hashes as identifiers, this paper opts for the use of
a Merkle tree root instead. This adaptation aids in the design
of the low-communication Follow phase. We use the notation
H(·) to refer to the Merkle root by default in the subsequent
discussions.

Hamster employs a coding scheme where the block Bh is
evenly divided into f + 1 chunks, which are then encoded
into n chunks (y1h, . . . , y

n
h). Additionally, a Merkle tree is

constructed with the root H(Bh). Because of this coding
scheme, the self-contained property of blocks is compromised.
Thus, we define another structure called a segment for node r
at height h, denoted by Y r

h , as follows:

Y r
h := (r, yrh, Ih),

Ih := (H(Bh), H(Ih−1)).

Here, yrh represents the r-th chunk of Bh. We also define
Ih as the identifier block at height h, which becomes the
new self-contained structure and can be treated as a block.
In this structure, H(Bh) serves as the content of the block,
and H(Ih−1) acts as the identifier of the predecessor. Con-
sequently, committing to Ih implies a commitment to all its
predecessors. By default, I1 is defined as (H(B1),⊥).

The relationships between blocks and segments are charac-
terized as follows.

Definition 1 (Extension): Given two blocks or two identifier
blocks A and B, extension abides by these rules:

(i) A extends A itself.
(ii) If A contains the identifier of B, A extends B, and B

stands as A’s predecessor.
(iii) If A extends B, A extends B’s predecessor.

Note that the relationships of segments are not defined since
they are characterized by identifier blocks.

For Hamster, if a node r agrees on Ih, it should send a vote
message to all other nodes, similar to the process in Sync
HotStuff. We can thus define the certificate as follows.

Definition 2 (Quorum Certificate): If a node receives f +1
different votes for one identifier block Ih in view v it can

generate a certificate for Ih by packaging these votes together,
denoted as Cv(Ih) = ⟨Ih⟩r1,r2,...,rf+1

, where r1, . . . , rf+1 are
f + 1 distinct nodes. Also, Ih becomes a certified identifier
block.

Definition 3 (Rank): Certificate Cv(Ih)’s rank is a tuple
(v, h). For Cv(Ih) and Cv′(Ih′), if v > v′, then Cv(Ih) has
a higher rank. If v = v′, the certificate with higher height
has a higher rank. Certificate’s rank is also the corresponding
certified block’s rank.

B. Steady-State Phase

The Steady-State phase operates iteratively until evidence
of the leader’s malicious behaviors is detected. As depicted
in Fig. 2, the protocol progresses step by step. We will first
provide an introduction to this phase, followed by a discussion
on the intuition behind some of the technologies used within
it, as detailed in Section III-B1.

Let v be the current view and L be the leader of the current
view. In view v, a node runs the following steps.

Propose. Once the leader node L has observed the cer-
tificate Cv(Ih−1), L constructs a new proposal message
for each node r based on bh. This message is tailored to
the specific requirements of each node and is formatted as
⟨proposal, Y r

h , v, Cv(Ih−1)⟩L. Each tailored message is then
sent to its corresponding node.

After receiving the proposal message, other nodes are re-
sponsible for verifying the leader’s signature and ensuring that
the message is in a legal format. This verification is required
for all subsequent message exchanges and will not be repeated
for the sake of brevity. Also note that the first certificate in
view v is generated in the view change phase.

Re-propose. After receiving the first proposal message of
height h, node r should forward the proposal to all nodes. If
the first proposal message isn’t specifically tailored for r, then
r should also forward the message tailored for it .

Note that two segments may be transferred in this step, but
only the first must adhere to the synchronous assumption. The
critical aspect of this initial transfer is to ensure that the time
difference between all nodes receiving the certificate does not
exceed ∆. The second transfer, on the other hand, is designed
to ensure that each node forwards its own chunk to assist other
nodes in decoding.

Vote. Upon receipt of f + 1 proposals, each carrying a
unique segment but with the same identifier Ih, node r should
attempt to decode B′

h and then verify if H(B′
h) = H(Bh).

If the identifiers match, r is prompted to vote for the pro-
posal. It does so by sending a voting message structured
as ⟨vote, Ih, v⟩r to all other nodes. However, if there’s a
discrepancy between the identifiers, the segments effectively
serve as the evidence of faulty coding by the leader.

The subsequent steps of the Steady-State phase are designed
to be non-blocking, allowing nodes to initiate the next round
even while the current round is still in progress. This feature
is crucial for Hamster, as depicted in Fig. 5. The subsequent
processes in Hamster will commence after the propose step of
the next consensus round. The new proposal includes Cv(Ih),
which serves as implicit evidence that honest nodes have
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Let v be the current view and L be the leader of the current view. In view v, a node runs the following steps in the
Steady-State.

Propose. Upon obtaining Cv(Ih−1), L sends the proposal in the form of ⟨proposal, Y r
h , v, Cv(Ih−1)⟩L to each node

r.
Re-Propose. Every node forwards the first received proposal and its own proposal to all the other nodes.
Vote. Whenever r receives f + 1 segments, decode Bh. If H(Bh) is identical with the content in Ih, broadcast a
vote of the form ⟨vote, Ih, v⟩r.
Pre-Commit. Node r set a commit-timer to 2∆ and starts to count down at the moment r got a new proposal of
height h+ 1.
Commit. When commit-timer reaches zero, if node r is still in view v, commit on Ih.

Fig. 2: The Steady-State protocol under standard synchrony.

Let L and L′ be the leaders of view v and v′ = v + 1, respectively. Each node r runs the following steps.
Quit-View. Upon finding an evidence E , node r broadcasts a quit-view of the form ⟨quit-view, E , v⟩r. When
receiving the quit-view, r forwards quit-view and leaves view v.
Status. Each node picks a highest certified block Cv′(Ih′), locks on it, sends it to the new leader L′, and enters
view v′.
New-View. L′ wait for 2∆ before broadcasts ⟨new-view, v′, Cv′(Ih′)⟩L′ where Cv′(Ih′) is the highest certified
block known to L′.
View-Start. Upon receiving a new-view, if Cv′(Ih′) has a rank equal to or higher than r’s locked block, r forwards
the new-view to all the other nodes and broadcasts a vote of the form ⟨vote, Ih′ , v′⟩r.

Fig. 3: The View-Change protocol under standard synchrony.

Each node r runs the following steps.
Propose with Proof. Nodes with block Bh coincides with committed Ih, should re-generate segment Y r

h and
Merkle proof P r

h(Y
r
h ). Then, it should distribute ⟨follow, Y r

h , P
r
h(Y

r
h )⟩ to node r.

Repropose. Upon receiving a follow message that contains Y r′

h , node r verifies it based on the Merkle proof and
Ih. If the message is correct and r′ = r, the node forwards it to all other nodes.
Follow Commit. When node r collects f +1 correct follow messages, it decodes and commits the decoded result.

Fig. 4: The Follow phase under standard synchrony.

Fig. 5: Fork Process, the commit will happen after the next
round’s propose

successfully decoded the content. This evidence allows nodes
that have not decoded the content themselves to commit to
Ih, thus ensuring the security of the Follow phase by enabling
consensus on the digest even among nodes unable to decode
on their own.

Pre-commit (non-blocking). After the leader L has ob-
served the certificate Cv(Ih), L constructs a distinct pro-
posal message, tailored for each node r, in the format
⟨proposal, Y r

h+1, v, Cv(Ih)⟩L. Each tailored message is then
sent to its corresponding node r. This is the proposal step for

the new round. When a node receives this new proposal, it
enters the pre-commit step and countdown for a duration of
2∆, no matter whether the node has voted or not.

The purpose of this countdown is to give nodes enough
time to detect equivocation and interact. The time difference
between two nodes receiving the same proposal can be at most
∆. Because in the re-propose step, after one honest node gets
a proposal message, all nodes will get a proposal message
in ∆ time, indicating that the time interval between different
nodes starting to countdown will not be greater than ∆. Upon
receiving messages, some nodes may observe evidence of
equivocation, and they can send the evidence to all nodes,
which will also take no more than ∆ time to reach. So,
waiting for 2∆ ensures that any equivocation is detected before
committing.

Commit (non-blocking). When the countdown ends and
if the node is still in this view, it commits on Ih. In the
standard synchrony environment, this step doesn’t involve any
computations or communications. It’s positioned here merely
to align with subsequent sluggish scenarios.
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1) Further Discussion: In the Steady-State phase, nodes
are compelled to commit, even if they cannot decode. This
procedure is necessary due to the absence of proof that a
sufficient number of chunks for successful decoding have not
been received. If nodes refuse to commit because they cannot
decode, they may neither commit nor initiate a view-change,
thereby risking the system’s liveness. This gives rise to the
issue where some nodes might only have Ih and not Bh, thus
necessitating a second dispersal in the Follow phase. Without
it, some honest nodes would lack the complete block content
and would be unable to provide feedback, potentially allowing
malicious nodes to dominate the system.

The rationale for conducting a second dispersal hinges on
ensuring that at least one honest node can successfully decode.
The certificate for the next height, Cv(Ih), which requires
at least f + 1 votes based on successful decoding, ensures
that at least one honest node has decoded successfully. This
mechanism ties the content to the identifier block, enabling
the Follow phase to proceed effectively.

This operational framework raises a question about the
necessity of the first dispersal. If the leader were to simply
broadcast the block, with nodes exchanging only the identifier
and not forwarding the block content, nodes can still follow the
content later on. However, this approach would overly burden
the leader node, especially in a bandwidth-limited environ-
ment, thereby slowing the process as the leader becomes a
system bottleneck. In contrast, employing a coding approach
distributes the communication load evenly among all nodes.

The above concerns show that Hamster is not simple
generalization of Sync HotStuff. Some specific schemes are
specially designed for solving the gap between them, which
will show up in the safety analysis in Section III-F.

C. View-Change Phase

The View-Change phase is illustrated in Fig. 3.
We first introduce three types of evidence, each correspond-

ing to a different type of malicious behavior exhibited by the
leader.

Equivocation: This type refers to two proposals or new-
view messages with the leader’s signature that do not extend
one another.

Error: This type refers to a scenario where the decoding
result differs from the identifier contained by all segments
engage in the decoding, as mentioned in the vote step.

Silence: If a node hasn’t voted p times within (3p + 4)∆
duration in the view, it suggests that the leader might be se-
lectively withholding messages. Even if nodes cannot present
direct evidence, they can broadcast their perspective to all.
Such a message is labeled as ⟨blame, v⟩r. When a node
receives f+1 uniquely signed blame messages, it indicates that
at least one honest node has blamed, thus forming evidence.
The choice of (3p + 4)∆ will be explained in the context of
liveness.

During the Steady-State phase, each node will continue
monitoring the status of these three types of evidence. As long
as evidence is found, it will immediately switch to the View-
Change phase.

Suppose L is the current leader for view v and is discovered
to be malicious. Meanwhile, L′ is the leader for the subsequent
view v + 1.

Quit-view. When node r obtains an evidence ϵ, it should
send the quit-view message ⟨quit-view, ϵ, v⟩r to all nodes then
leaving view v. Upon receiving a quit-view message, nodes
should verify the evidence. If validated, nodes should forward
the message to all others and then exit the view.

Status. After leaving view v, node r should lock its
highest-ranked certificate Cv′(Ih′) and send the message
⟨status, Cv′(Ih′), v′⟩r to L′, subsequently entering view v+1.

New-view. Upon entering the new view, L′ should wait
for 2∆ time. After this waiting period, L′ should select
the highest-ranked certificate Cv′′(Ih′′) and send a new-view
message ⟨new-view, Cv′′(Ih′′), v + 1⟩L′ to all nodes.

This wait is crucial, as L′ needs to collect certificates from
other nodes, a process that may take ∆ time. Additionally,
since L′ might enter the new view ∆ earlier than other nodes,
the total waiting time should be at least 2∆.

View-start. When node r receives the new-view message
and finds that the contained certificate Cv′′(Ih′′) has a rank no
lower than r’s locked certificate Cv′(Ih′), r should vote for
Cv′′(Ih′′). This is done by sending the message ⟨vote, Ih′′ , v+
1⟩r to all nodes. Once L′ observes the certificate Cv+1(Ih′′),
it can begin making proposals.

D. Weak Safety and Liveness

As stated before, in the Steady-State phase, honest nodes
commit on the identifier block rather than the entire block.
We characterize this property as Weak Safety, i.e., honest nodes
do not commit on different identifier blocks and at least one
honest node has the content.

An identifier block Ih is considered to be directly committed
when the commitment occurs as a result of the commit-timer
reaching 0. In contrast, Ih is deemed indirectly committed
if the commitment arises due to the commitment made on
another block that extends Ih.

Lemma 1: If an honest node r directly commits Ih in view
v at time t, then

(i) At least one honest node successfully decoded Bh in
view v corresponding to Ih.

(ii) No nodes can generate an equivocating certificate in
view v.

(iii) Every honest node locks on a certificate ranked equal
to or higher than Ih before entering view v + 1.

Proof 1: For proposition (i), given that node r directly
commits Ih in view v, it must have received a segment
⟨proposal, Y r∗

h+1, v, Cv(Ih)⟩L tailored to an arbitrary node r∗.
This implies that H(Bh) received at least f+1 votes. Among
these votes, at least one must come from an honest node,
denoted as r′. This means r′ has successfully decoded Bh.

For proposition (ii), assume there exists an equivocating
(identifier) block I ′ certified in view v. This implies that
I ′ garnered at least f + 1 votes, of which at least one
has to be from an honest node. Let this honest node be
denoted as r′. Let’s consider the time when r′ voted for
I ′. Since r commits Ih at time t, it must have obtained
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⟨proposal, Y r∗

h+1, v, Cv(Ih)⟩L by the time t−2∆. This means r′

should also receive this proposal message no later than t−∆.
Therefore, r′ cannot cast a vote for I ′ after t−∆. If r′ voted
for I ′ before t −∆, this suggests that r′ received a proposal
containing the identifier I ′ before t − ∆. Similarly, r would
receive this proposal message before t and thus would not
commit.

For proposition (iii), given that node r has received
⟨proposal, Y r∗

h+1, v, Cv(Ih)⟩L by t− 2∆ for an arbitrary node
r∗, it is confined to view v during the interval [t − 2∆, t].
Moreover, another honest node r′ is guaranteed to be in view
v at t−∆. This is because r′ can only enter the view a duration
∆ after node r and can quit the view a duration ∆ before node
r. By this juncture, the proposal message sent by r would have
been reach to r′. Consequently, r′ would lock onto a certified
block having a rank at least as high as Cv(Ih) before entering
view v + 1.

Lemma 2: If an honest node commits Ih directly in view
v, then any certified block that ranks equal to or higher than
Cv(Ih) must extend Ih.

Proof 2: Let S be the set of certified blocks that rank equal
to or higher than Cv(Ih) but do not extend Ih. Suppose for
contradiction that S ̸= ∅. Let Cv′(Ih′) be the lowest ranked
block in S.

If v′ = v, then in view v, Ih′ and Ih are equivocating, which
conflicts with Lemma 1 (ii).

Otherwise, if v′ > v, some honest node must vote for Ih′

in view v′ upon receiving either a new-view or a proposal.
If it is a new-view of the form ⟨new-view, v′, Cv′′(Ih′)⟩L,

according to Lemma 1 (iii), at the end of view v′′ all nodes are
locked on Cv′′(Ih′) that ranks equal to or higher than Cv(Ih).
But since v′′ < v′, Cv′′(Ih′) has a lower rank than Cv′(Ih′),
contradicting that Cv′(Ih′) is the lowest ranked certified block
in S.

If it is a proposal ⟨proposal, Y r
h′ , I(Ih′), v′, Cv′(Ih′−1)⟩L,

then the certified block Cv′(Ih′−1) is also in S, contradicting
that Cv′(Ih′) is the lowest ranked block of S.

Theorem 1 (Weak Safety): Two honest nodes will not
commit on different identifier blocks at the same height, and
at least one honest node has the corresponding complete block
content.

Proof 3: Assume for contradiction that two distinct identifier
blocks Ih and I ′h are committed at height h by two honest
nodes. Suppose that Il extends Ih and is directly committed
in view v, and I ′l′ extends I ′h and is directly committed in
view v′. Without loss of generality, assume v ≤ v′ and l ≤ l′.
By Lemma 2, I ′l′ extends Il. Thus, I ′l′ extends both Ih and I ′h.
As a consequence, Ih = I ′h.

To avoid triggering a View-Change due to silence evidence,
a malicious leader must also ensure that at least one honest
node can successfully complete p votes within a time frame
of (3p+ 4)∆.

Theorem 2 (Liveness): All honest nodes continually commit
on identifier blocks, ensuring that each request is ultimately
committed.

Proof 4:
If an honest node becomes a leader, it can continually push

consensus for the following reasons:

No Evidence: Given that malicious nodes cannot forge
signatures, an honest leader does not leave any malicious
evidence (other than silence) for honest nodes.

Sufficient Time: The time from a non-leader node r en-
tering a new view to the time the leader’s new view message
arrives at r is no more than 4∆. Assuming r enters the new
view at time 0, the leader enters the view at the latest by
time ∆. After waiting for 2∆, the leader sends the new view
message, which will arrive at r by time 4∆ at the latest.
Thereafter, r can begin the first vote and proceed with the
standard consensus. Within the Steady-State phase, the entire
loop, from the leader receiving a certificate to having sufficient
votes, doesn’t exceed 3∆, even if two messages might be sent
in the re-proposal step.

Thus, within a time duration of (3p+4)∆, an honest leader
can indeed facilitate p votes for every honest node. Nodes
casting these votes will also have the complete block content.

E. Follow Phase

As is emphasized in Theorem 1, the Steady-State phase and
the View-Change phase guarantee the weak safety, i.e., the
identifier is the same, but cannot guarantee that the system
provide consistent feedback according to major rule. Therefore
we the Follow phase, shown in Fig. 4 to distribute the content
to all honest nodes.

Propose with Proof. For node r, if the node successfully
decodes at height h, it checks whether the decoded result
Bh is the content corresponding to Ih. If it is, it re-encodes
Bh and constructs the corresponding Merkle proof, distributes
⟨follow, Y r′

h , P r′

h (yr
′

h )⟩ to node r′.
Repropose. For node r, upon receiving a proposal with

proof, it verifies whether Y r
h is the r-th segment of Bh. If it

is, the node then forwards it to all other nodes. For messages
that do not belong to node r, it performs the same verification
but does not forward them.

Follow Commit. When f + 1 distinct verified follow
messages are collected, decode and commit the decoding result
as the block content.

The Follow phase does not trigger a View-Change phase
nor does it require synchronization among nodes, allowing it
to operate correctly in partially-synchronous setting. In such
settings, it is only necessary to ensure that messages are not
lost; there is no need to know the exact upper bound on
message arrival times.

1) Coding and Merkle Proof: In the Follow phase, one
straightforward method would involve requiring all nodes that
have successfully decoded to send their blocks to each other.
This approach would undoubtedly succeed because the Steady-
State phase ensures that at least one honest node has decoded
the block. Other honest nodes could then verify whether the
block is consistent with the identifier. However, this method
incurs O(n2) communication, negating the communication
efficiency achieved in the Steady-State phase.

Additionally, simply repeating the dispersal process as the
Steady-State phase is inadvisable. Considering a scenario
where hashes are used, honest nodes can re-encode and
distribute the correct chunks, while malicious nodes may
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distribute erroneous chunks. When a node receives a chunk,
it cannot determine whether the chunk is correct, turning
decoding into an error correction process. The errors created
by f malicious nodes exceed the error-correcting capability of
any (n, k) code for arbitrary k ≥ 2, leading to unsuccessful
decoding.

The use of Merkle proofs addresses this issue. Since the
validity of each chunk can be verified, decoding transitions
to an erasure correction process. Thus, the f erasures can be
easily managed by an (n, f + 1) erasure code.

F. Safety

In order to prove the safety, we need to prove a property,
called consistent distributing, as follows.

Lemma 3 (Consistent Distributing): As long as one honest
node distributes coded segment generated by Bh, then all
honest nodes can always decode and obtain Bh.

Proof 5: As long as one honest node broadcasts coded
segments of Bh, these segments will pass verification by
honest nodes and be forwarded. At least f + 1 honest nodes
forward f +1 different chunks, hence decoding is successful.

Theorem 3 (Safety): No two honest nodes commit different
blocks at the same height.

Proof 6: Weak safety ensures that all nodes do not commit
different Ih. The consistent distributing lemma guarantees that
only segments corresponding to Ih are accepted and can be
decoded. Therefore, all nodes will only follow the same Bh

corresponding to Ih.
The absence of the synchronous bound ∆ in the proof

further demonstrates that the Follow phase can operate under
semi-synchronous conditions.

G. Performance Analysis

Throughput is the key metric for assessing a BFT protocol.
Our analysis primarily covers the blocking parts of the Steady-
State phase, include the Propose, Re-propose, and Vote steps,
while Sync HotStuff includes the Propose and Vote steps. The
Follow phase, as it contains some communication tasks, is also
considered in this section.

Breaking down the actual delay of any communication
process, we identify three critical components: the propagation
delay, which measures the time taken by a signal to traverse
its medium; the transmission delay, denoting the time span
for a message’s reception; and the computation delay, which
encapsulates the time costs of computational tasks. We repre-
sent the average propagation delay as δp, and designate each
node’s bandwidth as B.

During the Propose step, the leader employs systematic
RS codes over the finite field F2l , where 2l > n, to yield
n coded segments. The size of each segment is given by
m
lk . The encoding includes (n− k)mlkk finite field operations.
Furthermore, the leader needs to individually sign each of
the n proposals, implying the computation of n unique hash
values, where every hash demands a separate signature. Given
that hash functions such as Keccak [22] often employ a suite
of fixed-size input functions, the computational overhead for
hashing scales linearly with the segment’s size when it’s large.

Subsequent to transmitting the signed proposals, all nodes
undertake the task of signature verification. We use tf , thash,
tsig , and tver to respectively denote the time of a finite field
operation, hashing a segment, signing a hash, and verifying
a signature. Note that the leader node needs to compute the
Merkel root of the block with time costs at most 2nthash.

The anticipated time cost in the Propose step is

Tp =
(n− k)mtf

l
+ n(tsig + thash) + 2nthash + δp +

mn

Bk
+ tver + thash.

In the Re-propose step, each node forwards at most two
proposals and receives at most 2n proposals, among which at
most n distinct proposals need to be verified. The expected
time cost is

Tr = δp +
2mn

Bk
+ n(thash + tver).

In the Vote step, a node needs to decode a message
with computational costs km

l finite field operations. Then the
Merkel root of block needs to be recomputed at each node with
costs (n−k)mtf

l +2nthash. Then each node signs the vote for
the Merkel root with costs tsig . A vote message signed at the
node is of small size and the corresponding transmission delay
can be omitted. Then each nodes verifies the received n votes
with cost ntver. Hence, the expected time cost in the Vote step
is

Tv =
kmtf
l

+
(n− k)mtf

l
+ 2nthash + tsig + δp + ntver.

The necessity for both encoding and Merkle tree generation
costs arises from the requirement that a node, post-decoding,
must verify the decoding result with the identifier.

Summed up, the expected actual delay of a round of
consensus is

THamster = Tp + Tr + Tv

≈ 3δp +
3mn

Bk
+

(2n− k)mtf
l

+ ntsig + 2ntver + 6nthash.

Assuming that each client is of size c, the throughput in the
Steady-State is

TrHamster = m/(cTHamster)

≈ m/c

3δp +
3mn
Bk +

(2n−k)mtf
l + ntsig + 2ntver + 6nthash

.

In Sync HotStuff, hashing a single block is computationally
equivalent to hashing a segment f+1 ≈ n/2 times in Hamster
when the block is large. Following the similar analysis, the
corresponding average time cost and throughput of Sync
HotStuff are

Tp =
n

2
thash + tsig + δp +

mn

B
+

n

2
thash + tver,

Tv =
n

2
thash + tsig + δp +

mn

B
+ ntver,

Tsync = Tp+Tv = 2δp+
2mn

B
+2tsig+(n+1)tver+

3n

2
thash,

and

Trsync = m/(cTsync) ≈
m/c

2δp +
2mn
B + ntver +

3n
2 thash

.



9

Now we analyze the throughput of Hamster with consid-
eration of Follow phase. Follow phase introduce two more
steps. In the Proof with Proof step, additional Merkle proof
of a segment is transmitted, compared with the Propose step
in Steady-State phase, hence the time cost is

Tpp =
(n− k)mtf

l
+ ntsig + 3nthash + δp +

(m/k + log n)n

B
+ tver + thash.

The Repropose with Proof step costs

Tpr = log nthash + δp +
(m/k + log n)n

B
+ thash + tver,

where the first terms counts the cost of computing the Merkle
root using Merkle proof and the following two terms count the
cost of forwarding the message. In the Follow Commit step,
each honest node verifies at most n messages and decodes the
content with cost

Tfc = n(thash + tver) +
m

lk
k2tf =

mk

l
tf .

The total time cost of the Follow phase, by summing Tpp,
Tpr and Tpc up, is

Tfollow ≈2δp +
2(m/k + log n)n

B
+

mntf
l

+ 4nthash + ntsig

+ nver.

As Tfollow < THamster, it is reasonable to halve the through-
put of Hamster with considering Follow phase.

1) Discussion of Single Delays: We first consider scenar-
ios where one component’s delay is so significant that it
dominates, rendering the delays of the other two components
negligible.

When the transmission delay is the dominant factor, Ham-
ster can achieve 2k

3 times the throughput of Sync HotStuff.
Taking k = f + 1, this results in a throughput gain of
approximately n

3 without considering the Follow.
In situations where the propagation delay is dominant,

Hamster’s throughput is clearly 2
3 that of Sync HotStuff.

2) Delay Transition: Our previous discussions highlight
that while Hamster exhibits a throughput advantage in
bandwidth-limited settings, this edge might diminish under
other environments. However, when the propagation delay
dominates, its contribution to the total delay remains inde-
pendent of the size m. By increasing m, the proportion of
the propagation delay in the total delay decreases, eventually
leading to either the communication delay or computation
delay becoming the dominating component.

3) Latency: Latency is another critical performance metric
and is defined as the average time taken between the client
initiates clients and receives responses. Let treq and tres
denote the time taken to send requests from client to the leader
and send responses from nodes to client, respectively, then the
latency for Hamster is approximately THamster+2δp+treq+tres,
while for Sync HotStuff, it is about TSync +2δp + treq + tres.

Note that the latency of both protocols is positively corre-
lated with m, indicating that increasing throughput brings in
a larger latency. When the transmission delay dominates the

actual delay, the latency of Hamster is smaller than Sync Hot-
Stuff with the same throughput. By adjusting the block size,
Hamster can simultaneously achieve higher throughput and
lower latency than Sync HotStuff, justified in the experiment
in Section V.

IV. HAMSTER UNDER MOBILE SLUGGISH MODEL

The second disadvantage of synchronous BFT lies in its
security dependency on the synchronous assumption. Con-
sidering network fluctuations, some nodes may temporarily
violate the synchronous assumption at any time. Under stan-
dard synchrony, once a node violates this assumption, even
briefly, it must be considered malicious indefinitely. Therefore,
over time, the proportion of malicious nodes will gradually
approach one, making the system insecure.

In the mobile sluggish model [8], honest nodes operate in
two states: prompt and sluggish. These nodes can switch be-
tween these states at any time, unaware and unable to control.
Prompt nodes can send and receive messages normally, as is
typical in standard synchrony. In contrast, sluggish nodes are
unable to send or receive messages; any messages they attempt
to send or are meant to receive are buffered at the sending end
and will be re-transmitted when both the sender and receiver
are prompt. Despite their state, all sluggish nodes are still
considered honest and must therefore uphold the property of
safety. Guo has demonstrated that under this model, the upper
bound for fault tolerance is n ≥ 2(f + s) + 1, where s
represents the number of sluggish nodes.

The mobile sluggish model accurately solving the depen-
dency issue because of network fluctuations. Adapting a
protocol to this model means that it will not permanently
label an honest node as malicious due to brief violation of the
synchronous assumption. Instead, it allows the node to enter a
sluggish mode. Once the network returns to normal, the node
will revert to being prompt. In this way, as long as the total
number of sluggish and malicious nodes does not exceed half,
the system can remain secure.

A. Steady-State Phase

Inspired by [23], we slight modify Hamster to tolerate the
mobile sluggish faults, based on the intuition that a message
coming from f +1 nodes must be sent by at least one prompt
honest node. The protocol is shown in Fig. 6. The gray part
is identical with the standard synchrony version, thus we only
focus on the non-blocking part.

Pre-commit (non-blocking). Upon receiving the certified
block Cv(Ih), L constructs distinct proposals, tailored for each
node r, in the format ⟨proposal, Y r

h+1, v, Cv(Ih)⟩L and sends
to the corresponding node r. This is the Proposal step for
the new round. When a node receives f + 1 new proposals,
it enters the pre-commit step and countdown for a duration
of 2∆, no matter whether the node has voted or not. Notably,
these f+1 proposals may contain the same segment, but must
come from different nodes.

Commit (non-blocking). If the countdown ends and node r
is still in this view, it sends a commit message ⟨commit, Ih⟩r to
all nodes. If node r, after sending commit messages, receives
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Let v be the current view number and L be the leader of the current view. In view v, a node r runs the following steps
in the steady state.

Propose. Upon obtaining Cv(Ih−1), L sends the proposal in the form of ⟨proposal, Y r
h , v, Cv(Ih−1)⟩L to node r

for each r.
Re-Propose. Every node forwards the first received proposal and its own proposal to all the other nodes.
Vote. Whenever r assembles a decodable segment set, decode B̃h. If no evidence observed, broadcast a vote of the
form ⟨vote, Ih, v⟩r.
Pre-Commit (non-blocking). Node r set a commit-timer to 2∆ and starts to count down at the moment r got
f + 1 new proposals of height h+ 1.
Commit (non-blocking). When commit-timer reaches zero, if node r is still in view v, broadcast commit
⟨commit, Ih, v⟩r. If r gets f + 1 commits containing Ih, it commits on Ih.

Fig. 6: The Steady-State protocol under mobile sluggish.

f +1 commit messages with different signature all containing
Ih, it commits on Ih.

The View-Change phase and Follow phase in the mobile
sluggish model are exactly the same as those under standard
synchrony in section III, thus is not repeated here.

B. Safety and Liveness

For safety proof, we extend Lemma 1 to Lemma 4 with
mobile sluggish faults as follows.

Lemma 4: If an honest node r directly commits Bh in view
v, then

(i) At least one prompt node successfully decoded Bh in
view v.

(ii) No nodes can generate an equivocating certificate in
view v.

(iii) At least f+1 honest node locks on a certificate ranked
equal to or higher than Bh before entering view v + 1.

Proof 7: Node r directly commits block Ih in view v,
indicating that at least f + 1 nodes have pre-committed Bh.
We denote these nodes as R, and since R includes f+1 nodes,
there must be at least one prompt node at any time. Suppose
r1 is the first to pre-commit in R, doing so at time t. Let P
represent the set of all prompt nodes at time t−∆. Since the
number of prompt nodes is no less than f +1 at any moment,
the number of nodes in P is also not less than f + 1.

For proposition (i), given that r directly commits Ih in view
v, it must have received ⟨proposal, Y r∗

h+1, v, Cv(Ih)⟩L. This
suggests that Ih received at least f+1 votes. Among these, at
least one must have originated from a prompt node, denoted
as r′. This indicates that r′ has successfully decoded Bh and
sent a vote message.

For proposition (ii), r1 completing the countdown at time t
implies that it had gathered f+1 ⟨proposal, Y r∗

h+1, v, Cv(Ih)⟩L
messages by t− 2∆, with at least one coming from a prompt
node. Consequently, nodes in P will receive at least one new
proposal by t−∆. Nodes in P , after t−∆, would obviously not
vote for an equivocation block. Before t−∆, if any node in P
voted for an equivocation block, at least one node in R would
receive evidence before t, thus preventing a pre-commit. Since
there are more than f+1 nodes in P , even if a sluggish honest
node voted incorrectly, a new certificate could not emerge.

For proposition (iii), nodes in P cannot leave view v before
t−∆; otherwise, their sent evidence would arrive at R before
t, causing at least one prompt node to abstain from pre-
committing. Also, since r1 pre-committed at time t, it must
have already been in view v by t − 2∆, ensuring that nodes
in P had entered view v by t − ∆. Since r1 received new
proposal at t− 2∆, all nodes in P will acquire Cv(Ih) before
leaving view v.

Subsequent theorems can be deduced by following the same
framework as in the standard synchronous setting, culminating
in the demonstration of safety. The liveness property, however,
only holds when all honest nodes are prompt.

C. Discussion about Optimistic Responsiveness

We briefly discuss the optimistic responsiveness mode [24],
which focuses on the ideal performance of the system when the
number of honest nodes is sufficiently large, i.e., n ≥ 4f+1. In
Sync HotStuff, a responsive extension is implemented through
a mode switching method. The system monitors the amount
of malicious behaviors through the count of votes. If there
are fewer than n/4 malicious acts, the leader may initiate
a special ’View-Change’ to enter the responsive mode. Con-
versely, if excessive malicious behavior is detected while in
the responsive mode, it triggers a View-Change, and the leader
is replaced. This responsive mode could be straightforwardly
extended to Hamster and is omitted due to the page limit.

Furthermore, such a generalization would not be beneficial
due to the following simple attack. Malicious nodes might en-
gage in wave-like behaviors, voting normally in regular mode
to prompt the leader into the responsive mode, then refusing to
vote to force the system back to normal mode. This responsive
solution only benefit when the system naturally ensures a low
number of malicious nodes, where however using synchronous
BFT protocols have no comparative advantage.

An unswitching responsive mode, which yields significant
benefits, is proposed in [25]. However, implementing such
a scheme in Hamster seems quite untrivial and needs many
details. We will explore a corresponding protocol in future
work.
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V. EVALUATION

Our implementation of Hamster is based on the open-source
code of Sync HotStuff1. We reuse some utilities of Sync
HotStuff, such as network, event queue, and cryptographic
libraries, but replace its core protocol logic with Hamster’s,
thereby enabling a fair comparison. We noticed an omission
in Sync HotStuff’s source code: the module for forwarding the
proposal during the Vote step is missing, leading to unfairly
low communication costs. We rectified this by adding the
missing module, establishing a more accurate baseline for
comparison. We extract the encoding and decoding implemen-
tations of Reed-Solomon codes from ISA-L [11].

As previously mentioned, we employ the client-service
model, assuming each request reaches all nodes prior to or-
dering. The block structure of our implementation is identical
to that of Sync HotStuff. Each request, uniquely identified by
its identifier value, is then packaged into a block as a batch
of hash values. The number of hash values in a single block
is denoted as the batch size. The block size is roughly the
product of the batch size and hash size, hence adjusting the
batch size equivalently adjusts the block size. For simplicity,
we use batch size in the experiment.

A. Experimental Setup

Our experiments are conducted on AWS EC2 C5.4xlarge
instances. Specifically, this instance type features Intel Xeon
Platinum 8000 series processors (Skylake-SP) with 16 vCPUs
and 32 GiB of ECC memory. The processor boasts a sustained
all-core Turbo frequency of up to 3.4 GHz. We equip each
instance with the Ubuntu 20.04 operating system. The maxi-
mum bandwidth, as measured by iperf, is approximately 592
MBps for an instance, and the measured propagation delay
is less than 1ms. In our experiments, we use tc to restrict
the bandwidth for all nodes. Unless otherwise specified, our
propagation delay is based on actual measurements. Each
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Fig. 7: Throughput vs. latency of Hamster at varying batch
sizes, with ∆ = 100 ms, n = 3 and bandwidth = 80 Mbps

node operates within an instance, and for the clients, we
utilize four instances, each running four client processes,
to generate requests and dispatch them to all nodes. Each
client maintains a request pool, holding a constant number
of currently outstanding requests. Once the client receives

1https://github.com/hot-stuff/librightstuff

f + 1 consistent responses, indicating a block of requests has
been successfully processed, it removes the completed requests
from the pool and adds new ones. Consequently, latency is
defined as the average time from the initiation of a request to
its departure from the pool.

It’s clear that a large pool size ensures there are sufficient
requests to be batched, allowing full utilization of throughput
gains. However, an excessively large pool size means that
some requests will have to wait to be packaged, resulting in
significant latency. As shown in the experiment in Fig. 7, by
fixing ∆, n, δp, and B, we obtain the throughput and latency
for each pool size under different batch sizes. In each curve,
there is an inflection point beyond which throughput ceases
to increase, but latency surges significantly. This inflection
point represents the appropriate pool size. In the following
text, unless otherwise specified, we will use the appropriate
pool size.

B. Performance

1) Batch Size Influence: Batch size is a key parameter
that not only significantly influences performance, but also
impacts whether the system operates within a bandwidth-
limited environment.
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Fig. 8: Throughput vs. bandwidth at varying batch size, at
n=33.

Fig. 8 examines the relationship between bandwidth limita-
tion and batch size. We characterize it as a bandwidth-limited
environment when bandwidth resource is the key bottleneck
and the throughput increases nearly linearly as the bandwidth.
Our experiments demonstrate that increasing the batch size
extends the bandwidth range within which the environment is
considered bandwidth-limited. Notably, Sync HotStuff shows a
broader bandwidth-limited range, independently on the batch
size, as Sync HotStuff is bandwidth consuming, confirming
our analysis.

Fig.9a depicts how batch size influences the performance
of both protocols in a typical bandwidth setting. When the
pool size is consistently well-chosen, an increase in batch size
results in higher throughput, which eventually stabilizes as the
bandwidth is limited.

2) Basic Performance and Trade-Off: Fig. 9b demonstrates
the performance advantages of Hamster, with the batch sizes
corresponding to those used in Fig. 9a. In the lower-left section
of the graph, marked by the blue shaded area, where Hamster’s
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Fig. 9: Performance comparison at ∆ = 100 ms, n = 9 and bandwidth = 80 Mbps.
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Fig. 10: Performance comparison at ∆ = 100 ms and appropriate batch size.
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batch size is under 100, the protocol achieves lower throughput
with higher latency due to sufficient bandwidth. When the
batch size exceeds 100, Hamster enters a bandwidth-limited
environment, corresponding to the green shaded section, where
it achieves higher throughput and lower latency. In the yellow
shaded area on the right, Hamster achieves maximum through-
put gain.

3) Maximum Throughput Gain: The maximum throughput
performance over number of nodes is depicted in Fig. 10a.
From Fig. 11, as the number of nodes increases, Hamster
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Fig. 12: Throughput vs. propagation delay at varying batch
sizes, with n=33 and bandwidth= 80 Mbps.

gradually achieves a linear growth in throughput gain, with
a slope of approximately 1

6 under the bandwidth of 80Mbps,
aligning with our analysis. Hamster’s latency is slightly higher
than that of Sync HotStuff, as shown in Fig. 10b. But the
latency ratio of Hamster over Sync HotStuff remains nearly
constant and is approximately 1, as shown in Fig. 11. It is
important to note that this slightly longer latency in Hamster
can be removed by the trade-off with throughput, as analyzed
within Fig. 9b.

4) Environment Switch: Propagation Delay: Fig. 12 dis-
cusses the relationship between propagation delay environ-
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ments and bandwidth-limited environments. As the propaga-
tion delay increases, Hamster’s throughput advantage gradu-
ally diminishes, indicating a shift from an environment domi-
nated by transmission delays to one dominated by propagation
delays. Increasing the batch size can restore Hamster’s advan-
tage under such delays, suggesting that enlarging the batch
size can transform a propagation delay-dominated environment
back into a bandwidth-limited environment.

VI. CONCLUSION

In this paper, we introduce Hamster, an efficient syn-
chronous BFT protocol. Hamster employs coding techniques
to decrease communication complexity and is capable of tol-
erating mobile sluggish faults. Compared with Sync HotStuff,
Hamster provides linear gains in throughput as the system
scales, while maintaining competitive latency in bandwidth-
limited environments. Future research will focus on further
enhancing the protocol’s practicality, especially in the devel-
opment of optimistic responsive modes.
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