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Abstract—The advent of social media transformed interper-
sonal communication and information consumption processes.
This digital landscape accommodates user intentions, also re-
sulting in an increase of offensive language and harmful behav-
ior. Concurrently, social media platforms collect vast datasets
comprising user-generated content and behavioral information.
These datasets are instrumental for platforms deploying machine
learning and data-driven strategies, facilitating customer insights
and countermeasures against social manipulation mechanisms
like disinformation and offensive content. Nevertheless, the
availability of such datasets, along with the application of various
machine learning techniques, to researchers and practitioners,
for specific social media platforms regarding particular events,
is limited. In particular for TikTok, which offers unique tools
for personalized content creation and sharing, the existing body
of knowledge would benefit from having diverse comprehensive
datasets and associated data analytics solutions on offensive
content. While efforts from social media platforms, research, and
practitioner communities are seen on this behalf, such content
continues to proliferate. This translates to an essential need
to make datasets publicly available and build corresponding
intelligent solutions. On this behalf, this research undertakes
the collection and analysis of TikTok data containing offensive
content, building a series of machine learning and deep learning
models for offensive content detection. This is done aiming at
answering the following research question: ”How to develop a
series of computational models to detect offensive content on
TikTok?”. To this end, a Data Science methodological approach
is considered, 120.423 TikTok comments are collected, and on a
balanced, binary classification approach, F1 score performance
results of 0.863 is obtained.

Index Terms—TikTok, Offensive language, BERT

I. INTRODUCTION

The ubiquity of various social media platforms has brought
a wide spectrum of implications and consequences for both
individuals and society as a whole. On the one hand, these
platforms have redefined the landscape of interpersonal com-
munication, a fact that established new ways of communi-
cation and interaction across geographic boundaries. sAt the
same time, social media platforms serve as dynamic forums
for community building, networking, and catalyzing social
movements [1]. On the other hand, despite these benefits,
challenges like the dissemination of mis/disinformation mech-
anisms, the perpetuation of cyber bullying, and security and
privacy breaches, reveal the negative side of social media en-
gagement. Among these platforms, TikTok rapidly emerged as
a dynamic and influential social media platform, captivating
over a billion users worldwide [2] with its innovative short-

form video format, user-friendly interface, and integration of
music and visual effects [3, 4]. TikTok is a platform for com-
munity formation, encourages individuals to express them-
selves, and fosters collective engagement around common
interests and trends through the so-called “echo chambers”
effect [5, 6]. Nevertheless, through its widespread use, the
formation and proliferation of offensive and harmful content
is also seen on this platform given the use of fast engagement-
driven algorithms and limited content moderation [7].

As a significant portion of TikTok users comprises young
individuals like Gen-Z (29.5%) and aged between 10 and
19 (32.5%), the proliferation of offensive content holds
heightened significance due to its potential impact on users’
perceptions, behaviors, and overall well-being [5]. In this
sense, a tendency to shield users from opinion-challenging
information to encourage them to adopt more extreme views
is seen [8]. Such content can also have a substantial impact
on the mental health of young individuals [9]. Consequently,
addressing the surge in offensive content on TikTok became
imperative to upholding societal and community standards
and safeguarding its users’ safety, security, and privacy. To
tackle this threat, a collective joint effort is required, nonethe-
less, this process is in its infancy. Accordingly, governance
efforts include the establishment of regulatory frameworks
and industry standards, practitioner efforts comprise the de-
velopment of platform mechanisms and active engagement
of content moderators, and researcher efforts represent a
pivotal role in advancing understanding of the underlying
mechanisms driving the proliferation of offensive content and
the development of innovative approaches and technologies
for offensive content detection. While various mechanisms
and solutions are proposed for dealing with social media
threats like disinformation and cyber bullying, seeing the
fast pace of spread and increase in complexity of offensive
content, additional technical efforts are necessary. To support
these initiatives, the release of open publicly available datasets
and the development of various effective AI-based solutions
play an important role as this would facilitate the creation of
more robust and innovative offensive content detection models
and mechanisms tailored to this platform.

To contribute to existing efforts tackling this threat, this
research aims at building a TikTok dataset 1 and a series

1For access to the dataset used in this study, interested researchers can
contact one of the authors via email.
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of deep learning and machine learning models for detecting
offensive content, leveraging advanced Natural Language Pro-
cessing (NLP) techniques that allow understanding the con-
text and intention behind users’ content. Hence, the following
research question is formulated: “How to develop a series
of computational models for detecting offensive content on
TikTok?”. To answer this question, the Data Science research
methodology [10] is applied by merging literature review,
field expertise, and development of deep learning and machine
learning models. To this end, the following contributions of
this research are considered:

• A TikTok dataset based on 120.423 comments, contains
data between April to July 2022, and is collected using
a combination of web scraping techniques.

• Data insights obtained through comprehensive textual
processing and analysis using machine learning and
NLP techniques like trigrams, TF-IDF, word clouds,
and topic modelling. This approach allows a quantitative
investigation of linguistic patterns and emojis associated
with offensive language and assessing the prevalence of
specific words, word combinations, and emojis in TikTok
offensive content.

• A set of deep learning and machine learning models
built for offensive content detection using the BERT
(Bidirectional Encoder Representations from Transform-
ers), logistic regression (LR), and naı̈ve bayes (NB)
algorithms which have been previously successfully used
in similar tasks. Out of these, the BERT models are the
best-performing ones, with F1 scores between 0.851 and
0.863.

The remainder of this article is structured as follows. Sec-
tion II discusses relevant studies to this research. Section III
discusses the data collection process. Section IV explores
the dataset compiled and proposed in this study. Section V
presents the pre-processing and modelling processes and
Section VI discusses the results obtained. Finally, Section VII
presents concluding remarks and future research perspectives.

II. RELATED WORK

Research in the field of harmful content classification has
seen significant advancements with methodologies employing
both machine learning and deep learning techniques. Pradhan
et al. [11] highlighted the limitations of methods that heavily
rely on dictionaries, pointing out the need for more robust
techniques. On the other hand, Davidson et al. [12] proposed
a multi-class classification model capable of distinguishing
hate speech, demonstrating the potential of machine learning
in this domain. A study by Alatawi et al. [13] concentrated
on identifying white supremacist hate speech using a BiL-
STM model, showcasing the effectiveness of deep learning
techniques in specific hate speech detection. Additionally,
the fine-tuning of existing models, such as BERT, has also
been explored extensively. Caselli et al. [14] introduced Hate-
BERT, a fine-tuned version of BERT specifically designed
for hate speech detection. Similarly, Apoorva et al. [15]

developed a series of models for detecting cyber bullying
content, while Darmawan et al. [16] devised a multi-label
hate speech detection model for the Indonesian language
utilizing indoBERT. Furthermore, Myilvahanan et al. [17]
integrated machine learning with BERT for sarcasm detection,
and Prameswari et al. [18] developed a model for identifying
cyber bullying on TikTok using BERT. These studies highlight
the versatility and effectiveness of BERT in various aspects
of harmful content detection. Duong et al. [19] presented
HateNet, a model that employs a Graph Convolutional Net-
work classifier and a weighted DropEdge-based stochastic
regularization technique for hate speech detection. Similarly,
Hernandez et al. [20] developed a BERT-based model for
detecting hate speech in short-form TikTok video content. To
achieve this, they collected and manually transcribed 1000
TikTok videos in the Filipino language. Singh et al. [21]
fine-tuned a custom BERT implementation named RoBERTA
for hate speech detection based on the Hate Speech and Of-
fensive Content Identification (HASOC) dataset. Research by
Samee et al. [22] further confirmed that BERT-based models
can outperform other deep learning solutions. This research
proposes cyber bullying detection models using data from
Twitter, Wikipedia Talk pages, and YouTube. Adding to the
body of multilingual offensive content detection, Ranasinghe
and Zampieri [23] introduced a classifier model trained and
fine-tuned on an XML-R transformer architecture. They used
the Offensive Language Identification Dataset (OLID), which
contains over 14,000 manually annotated Tweets following
a three-level taxonomy. Along these lines, Turjya et al. [24]
trained and fine-tuned a BERT-based multilingual hate speech
and offensive language detection model, further emphasizing
the importance of multilingual approaches in this research
area. Nevertheless, more efforts need to be dedicated to build-
ing intelligent solutions for harmful and offensive content
detection on TikTok.

III. DATA COLLECTION AND ANNOTATION

To account for TikTok’s unique features and social context,
a custom dataset was compiled. During this research, TikTok
made efforts to enhance transparency and provide researchers
access to publicly available data through their Research
API2. Before this, however, there was no straightforward
method to automatically retrieve information in this platform.
Previously, data collection from TikTok was limited to web
scraping. Nonetheless, solutions like TikAPI and the unof-
ficial Python TikTok API have automated this process. For
this research, BrightData’s automated data scraping service
was used. The TikTok algorithm, which personalizes content
feeds based on user interactions, can result in varied data
across users and sessions [25]. Therefore, data from multiple
users and sessions were aggregated in this research.

In an effort to guide the search algorithm towards more of-
fensive content, a lexicon known as WeaponizedWord (WW)
was utilized. This lexicon is specifically designed to identify

2https://developers.tiktok.com/products/research-api

https://developers.tiktok.com/products/research-api
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and categorize hate speech, and includes terms that fall
under four categories: discriminatory, derogatory, threatening,
and watchwords. Discriminatory terms such as ‘mong’ and
‘retard’, which are included in the lexicon, served as examples
of words used for searching. The use of such terms is strictly
for research purposes and to illustrate the type of language
that the lexicon can identify. The WW lexicon was used to
guide the search algorithm towards relevant content. However,
the algorithm’s complexity and unpredictability limited the
effectiveness of this approach.

Analyzing offensive messages involves examining both
user posts and their replies, as offensive language often
appears in online comment threads. Comments were collected
from all the retrieved posts using a Python script built with Se-
lenium Webdriver, resulting in a total of 120, 423 comments.
The post structure and relationships were preserved allowing
for the reconstruction of conversational tree structures for
future research.

Instead of using machine learning models, which can be
biased [26], messages were manually examined and labeled
based on criteria from prior research by Zampieri et al. [27]
and included:

• Insults or threats targeted towards an individual or a
group;

• Inappropriate language, insults, or threats;
• Explicit or implicit targeting of people based on ethnic-

ity, gender, sexual orientation, religious belief, or other
common characteristics.

Using specific criteria, the data was binary labeled as
either ‘Offensive’ or ‘Not Offensive’. During the textual
analysis, accurately understanding and identifying offensive
messages was challenging. This was primarily due to frequent
misspellings and disregard for punctuation often observed in
messages on online social media platforms. These linguistic
variations could be attributed to factors like the writer’s
age, geographical upbringing [28], and character limita-
tions imposed by the platform (e.g., TikTok restricts posts
to 150 characters) [29, 30]. A total of 120, 423 comments
were collected. Out of these, 2, 034 unique comments were
identified as offensive, while 75, 650 comments were deemed
non-offensive. To create a balanced dataset, an equal number
of non-offensive comments were randomly selected. This
resulted in a dataset of 4, 068 comments, which was used
for data analysis and model building.

IV. DATA ANALYSIS

For performing analyses on the dataset, different pre-
processing steps need to be carried out depending on the type
of analysis. The following sections describe in more detail the
different pre-processing steps taken. As every analysis aims
to measure a different aspect or feature of the dataset, not all
steps were necessarily applied to each analysis.

A. Stop words, Lemmatization, and Punctuation
Stop words [31, 32], which do not add additional meaning

to text, were removed using the Natural Language Toolkit

(NLTK) module [32]. The default stop words removal list
was extended with the following shorthand words, specifically
featured in the dataset: “u”, “ur”, “cause”, “gonna”, “im”,
“gon”, “cant”.

Lemmatization converts the words to their meaningful base
form (lemma). Lemmatization was chosen over stemming
(which allows to reduce words with the same stem to their
common form), as it achieves better accuracy [33]. This was
performed using the NLTK WordNetLemmatizer3.

Removing special characters and punctuation markers can
be important for certain analyses, as these might not add
extra meaning or value. However, since social media users
often use (textual) emojis to convey emotions, removing them
may affect the output of the analysis [34, 35]. Therefore,
this research uses a set of regular expressions to remove the
punctuation and special characters.

1) Word clouds: Word clouds facilitate the visualization
of the most frequently words used by individuals when using
offensive language [36]. To this end, Figure 1a provides
an overview of individual words which are most used in
the corpus of operandi; showing that the words “People”,
“One”, “Know” bear the greatest weight in the chart. This
chart indicates that most of the offensive comments use
the word “people”, which could refer to intercultural or
political discussions. Other prominent words are insults such
as “racist”, “dumbass”, and words like “shut”.

The following examples illustrate the actual use of these
individual words in the dataset:

• “shut up karen i’ll kneel to the american flag burning
periodt”

• “They only teach you what they want you to know
idiot thats why so many politicians are corrupt you gave
yourself lies to fill empty space in your head”

A bi-gram word cloud, depicted in Figure 1b identifies the
most commonly used word pairs. Substantial are the pairs
“white people” and “black people”, which could indicate that
many discussions are about ethnicity or race. Furthermore, the
middle left of the cloud shows the words “left wing”, which
indicates that the dataset may contain quite a few comments
about political opinions. Other combinations like “year old”
and “critical thinking” are commonly used as a way to direct
attention to someone’s level of intelligence.

• “Are you 14? You reason like a 14 year old girl”
• “all the right wing ppl lack extreme critical thinking”

The word pair “high horse” on the other hand may refer to
those who, according to the writer, think they are better or
know better than others when it comes to a certain topic (e.g.
“so get off your racist high horse and do better”).

• “It was a mistake Karen maybe go back to school to get
your IQ back??”

• “I bet you don’t even know what the BLM movement
stands for. Dumb lib. It goes farther then striving for
equality for black people.”

3https://nltk.org/ modules/nltk/stem/wordnet.html

https://nltk.org/_modules/nltk/stem/wordnet.html
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(a) based on individual words labeled offensive

(b) bi-grams based on the dataset label as offensive

Fig. 1: Word clouds

(a) Offensive and non-offensive comments

(b) Offensive comments

Fig. 2: Comment length distributions

Generally, most of the pairs are easy to understand and
relate to a particular context. Some, however, might not be
that obvious, such as “even know” or “go back”. These are
not merely insults but combinations that need more context:

• “We’ve always had a foreign dependence on oil, and
half you idiots don’t even know what country imports
the most oil to us”

• “Maybe you need to go back to school and learn some
writing skills before typing comments cannot even get a
message out correctly.”

B. Length distribution

Another metric to take into account for the dataset is the
comment length. When observing Figures 2a and 2b, which
depict the overall character comment length and the length
of offensive comments in the corpus respectively, comments
appear to be either rather short or long. Figure 2a shows that
most of the comments have a length smaller or equal to 60
characters. Comments shorter than 10 characters usually show
a user reacting to another comment with a single smiley or
a single word, as shown by these examples: “LOL”, “brutal”,
“¡33”, “cap”, “poser”, “dumb”

In comparison, the comment length distribution for only the
offensive documents, depicted in Figure 2b, shows that the
length distribution is more evenly spread. Shorter messages
are more common than longer ones, but the slump in the graph
is not as significant as in the previous chart (Figure 2a). In
general, the data shows that offensive comments are more
likely to include more text.

C. The use of emojis

For users, a modality of expression and creativity is
the use of emojis [37]. Within the TikTok domain, further
examination of emoji relevance and use in offensive lan-
guage is therefore important. To this end, the frequency of
occurrence of a certain (textual) emoji in the corpus was
analyzed and plotted, resulting in the emoji cloud depicted
in Figure 3a. Here it is important to note that both emoticons
(textual emojis) and emojis are used to express emotions and
were encountered during data collection. On this behalf, all
emoticons were converted to their textual emoji counterpart
before aggregating the results and creating the final charts in
Figure 3a and 3b.

These clouds show that certain emojis such as the “face
with tears of joy”and “loudly crying face” are common and
frequent to all examples, both offensive and non-offensive.
In contrast, there is a clear increase in the use of certain
emojis, such as the “clown” emoji and “skull” emoji, in the
offensive examples. This research shows that the “clown”
emoji is often used to highlight foolish behavior:

The “face with rolling eyes” emoji, commonly used when
expressing disapproval, is another seemingly more important
emoji in offensive language:

For this specific dataset, 8.80% of comments were found to
contain one or more emojis. Subsequently, only 7.18% of all
offensive comments and 10.42% of non-offensive comments
contained emojis.

V. MODEL DEVELOPMENT AND DESIGN

This research involved creating binary classifiers using
BERT, LR, and NB. BERT, a model for pre-training bidi-
rectional representations from unlabeled data, was chosen
in its ‘bert-base-uncased’ version considering the frequent
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(a) offensive and non-offensive comments (b) offensive comments

(c) offensive and non-offensive comments (d) offensive comments

Fig. 3: Most frequently used emojis

disregard for punctuation and capital letters in online com-
munication [28].

The compiled dataset served as a basis for examining
the inherent linguistic characteristics of offensive language
commonly encountered on the platform. The BERT model
was then adapted to include tokens reflective of this specific
context, like TikTok slang (‘Simp’, ‘Boomer’, ‘cap’) [38], and
emojis, tokenized with the emoji and emot libraries [39]. This
reduced subword tokenizations and enhanced the model’s per-
formance. The maximum sequence length was set to 150, mir-
roring TikTok’s maximum comment length. We experimented
with varying epochs, batch sizes, and learning rates [40],
and tested different training test/validation set ratios [41].
The 80 : 20 ratio yielded better model performance, so
we used a validation ratio of 0.2, split equally for testing
and validation. Subsequently, multiple training cycles were
conducted of which the best performing model was used as
a reference. This iterative process helped in fine-tuning the
model and achieving the best performance possible for this
dataset. The training, test and validation subsets were selected
randomly in each training cycle to ensure that we did not
always use the same datasets during training. The experi-
ments involved several preprocessing steps during training:
(1) stopword removal, (2) emoji encoding, (3) lowercasing,
(4) lemmatization, (5) punctuation removal. Lowercasing and
emoji encoding were performed to match the preprocessing
steps used to obtain the best possible fine-tuned BERT model.
Previous research shows that the encoding of emojis for ML
algorithms, such as LR and NB, can be done in a similar way

as for the BERT model. The main difference in this approach
is the way the ML algorithms will calculate the importance of
particular words in the corpus: contrary to the emoji encoding
for BERT, the emojis are replaced by their textual counterparts
without additional characters [42]. As with BERT, documents
in ML algorithms need to be tokenized in order for them to
better interpret the meaning or relevance of a certain word
in a particular document. To this extent, this research used
TF-IDF for weighting the importance of tokens in the ML
algorithms [43].

VI. RESULTS

This section presents a comprehensive analysis of the
results obtained from the iterative steps outlined in the pre-
ceding sections. The ensuing discussion will focus on the
performance of the BERT model and its fine-tuned variants,
in comparison to the baseline BERT model without any pre-
processing steps. The latter part of this section explores the
outcomes of the training sessions involving the LR and NB
algorithms. The outcomes from the various fine-tuning stages
are discussed in detail. Furthermore, the performance metrics
such as F1 score, accuracy, precision, recall, and specificity
for different model variations are presented in Table I. One
of the key highlights is the F score of the default BERT
model training, which stands at 0.8509, even in the absence of
any pre-processing. These scores are derived from the values
in the confusion matrices and indicate that the application
of both emoji and slang tokenization result in a marginal
enhancement of the model’s performance, with increments
of 0.0055 and 0.0064, respectively. Moreover, the model that
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TABLE I: Overview of model scores for the different variations

Model variation Confusion matrix F1 Accuracy Precision Recall Specificity

Naive Bayes Default
Offensive Not offensive

0.7063 0.6547 0.8733 0.5929 0.7991Offensive 337 70
Not Offensive 55 352

Naive Bayes Emojis
Offensive Not offensive

0.7177 0.6744 0.8708 0.6105 0.8091Offensive 337 70
Not Offensive 55 352

Logistic Regression Default
Offensive Not offensive

0.7078 0.7149 0.7260 0.6904 0.7395Offensive 331 100
Not Offensive 104 280

Logistic Regression Emojis
Offensive Not offensive

0.7095 0.7174 0.7260 0.6938 0.7408Offensive 332 99
Not Offensive 102 282

BERT Default
Offensive Not offensive

0.8509 0.8483 0.8394 0.8628 0.8341Offensive 337 70
Not Offensive 55 352

BERT Emojis
Offensive Not offensive

0.8564 0.8469 0.8137 0.9039 0.8119Offensive 322 85
Not Offensive 40 367

BERT Slang
Offensive Not offensive

0.8573 0.8551 0.8487 0.8662 0.8461Offensive 318 89
Not Offensive 55 352

BERT Emoji & slang
Offensive Not offensive

0.8633 0.8518 0.8146 0.9182 0.8077Offensive 232 199
Not Offensive 53 331

delivers the best performance is the one that incorporates both
emoji and slang tokenization. This strategy leads to an overall
performance improvement of 0.0124 when compared to the
baseline model.

Nevertheless, it is important to note that, as per the analysis,
only 8.80% of comments in the corpus contained emojis. De-
spite the balance between offensive and non-offensive text, the
relatively scarce presence of emojis across text accounts for
the modest improvement observed after implementing emoji
tokenization. Another metric that underscores this conclusion
is the recall measurement, which shows the model’s efficacy
in identifying offensive content. As indicated in Table I, the
combination of emoji and slang tokenization yields the most
favorable results with a recall score of (0.9182). Hence, the
results reveal that the tokenization of emojis (0.9039) have
a more substantial influence on the recall score than slang
tokenization (0.8662). Furthermore, two variations of the
baseline machine learning models were trained for compara-
tive analysis. Table I presents the F scores for both the default
model, which employs TF-IDF tokenization and standard
pre-processing, and a variant where emojis are encoded and
tokenized instead of being removed. It can be observed that
both models yield lower F scores than the fine-tuned BERT
model earlier discussed. While the F scores are reasonably
good, the recall score stands at 0.5929 without emoji encoding
and slightly higher at 0.6105 when emojis are considered
for the NB algorithm. Considering the total number of True
offensive comments, as shown in Table I, the performance
of this ML algorithm is evidently inferior compared to the
0.9182 recall score of the fine-tuned BERT model. These
performance differences can be attributed to the contextual
features that a comprehensive language model like BERT can
capture, as opposed to ML algorithms such as NB. This is also

evident in tasks like sarcasm detection, where understanding
semantic relationships between words is crucial [44]. The
pre-processing steps and model variations applied to the LR
algorithm mirror those used for NB. As shown in Table I,
the F scores for the default model using TF-IDF tokenization
and the model incorporating emoji tokenization are presented.
When compared with NB results in Table I, it can be seen that
the F score is better for NB when compared to LR, with scores
of 0.7177 and 0.7095 respectively. The model’s performance
sees an uptick between the default variant and the one that
includes emoji encoding, a trend that aligns with observations
from the other experiments. In terms of recall, both versions
of the LR algorithm demonstrate comparable efficacy in
accurately detecting offensive language. In conclusion, the
fine-tuned BERT model surpasses the performance of baseline
ML algorithms such as NB and LR. The results further
underscore that fine-tuning enhances the overall performance
of the model.

VII. DISCUSSION AND CONCLUSIONS

The proliferation of offensive content in various social
media platforms has become a significant societal concern
as its impact transcends the digital borders. Beyond the
immediate implications on users’ experience and platforms’
integrity, the increase and normalization of offensive behavior
and language can imply far-reaching consequences like the
creation and perpetuation of harmful stereotypes, discrimi-
natory attitudes and racism, social division, and erosion of
well-established socio-ethical principles, norms, and values.
For TikTok, this represents a critical issue seeing the average
young age of its users plus a series of technological, social,
and psychological factors that play a role in this process. To
name a few, the ease of content creation and dissemination,
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anonymity of users, viral nature of the algorithms used,
and the echo chamber effect that implies exposing users to
content aligned with their existing preferences learned from
their views. Hence, addressing the proliferation of offensive
content is not merely a matter of platform governance, but
implies a broader societal effort from relevant policy makers,
technological companies, practitioners, and researchers to
promote and foster digital literacy, and avoid or at least
mitigate the negative effects.

Releasing more publicly open datasets, and building ef-
fective AI models play a crucial role in building efforts
for content moderation and countering the proliferation of
offensive content on social media platforms like TikTok.
To this end, this research proposes a TikTok dataset and
a series of deep learning and machine learning models for
detecting offensive content on TikTok. From the analysis
conducted, it was found that a combination of emojis (“skull”
and “crying your heart out”) and custom vocabulary (e.g.,
“simp”, “cap”, “boomer”) are sometimes used to express
emotions and convey offensive content. Furthermore, a series
of deep learning and machine learning models are built to
detect offensive language using three variants of BERT (i.e.,
with emoji tokenization, with slang tokenization, with both
slang and emoji tokenization), logistic regression, and naı̈ve
Bayes fine-tuned algorithms. From the results obtained, the
BERT model with emoji and slang tokenization was the
best-performing one, revealing the fact that tokenization of
slang, emojis and emoticons can improve the model’s ability
to predict offensive content correctly. Building upon these
promising outcomes, the following further perspectives are
seen. Firstly, exploring the integration of multimodal features
like image and video analysis alongside textual data to gather
a more holistic understanding of offensive content dynamics.
Secondly, building collaborative efforts between field experts
from various domains allows the adoption of a transdisci-
plinary effort facilitating the development of AI-based and
gamification modeling and simulation solutions for aware-
ness, educational, and decision-making support purposes.
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