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A B S T R A C T
The explosive growth of multimedia content in the digital economy era has brought challenges in
content recognition, copyright protection, and data management. As an emerging content management
technology, perceptual hash-based digital fingerprints, serving as compact summaries of multimedia
content, have been widely adopted for efficient multimedia content identification and retrieval
across different modalities (e.g., text, image, video, audio), attracting significant attention from both
academia and industry. Despite the increasing applications of digital fingerprints, there is a lack of
systematic and comprehensive literature review on multimedia digital fingerprints. This survey aims
to fill this gap and provide an important resource for researchers studying the details and related
advancements of multimedia digital fingerprints. The survey first introduces the definition, character-
istics, and related concepts (including hash functions, granularity, similarity measures, etc.) of digital
fingerprints. It then focuses on analyzing and summarizing the algorithms for extracting unimodal
fingerprints of different types of digital content, including text fingerprints, image fingerprints, video
fingerprints, and audio fingerprints. Particularly, it provides an in-depth review and summary of deep
learning-based fingerprints. Additionally, the survey elaborates on the various practical applications
of digital fingerprints and outlines the challenges and potential future research directions. The goal is
to promote the continued development of multimedia digital fingerprint research.

1. Introduction
The generation of multimedia content has experienced

explosive growth in the past decade [1, 2]. The ubiquity
of portable devices such as smartphones and cameras has
enabled everyone to easily create and share high-quality pho-
tos, videos, and audio files [3, 4]. Meanwhile, social media
platforms like Meta, Instagram, and TikTok, with their user-
friendly interfaces and powerful dissemination mechanisms,
have further driven the generation and consumption of mul-
timedia content. Simultaneously, artificial intelligence (AI)
technology [5] has significantly enhanced the efficiency
of content creation. Statistics show that YouTube has ap-
proximately 5 billion video views per day and 3.7 million
new videos uploaded. The thriving of media platforms like
YouTube and Spotify has made content easily accessible, but
has also brought about many serious issues, such as content
plagiarism [6]. It has also made it very challenging to retrieve
specific content from the massive multimedia resources on
the web [7]. Most traditional and common retrieval methods
rely on some form of metadata (e.g., titles, keywords, or de-
scriptions) added to the content to enable retrieval based on
annotated words [8]. However, the traditional manual key-
word labeling not only is time-consuming but also struggles
to capture the diversity and ambiguity of the content [9]. The
explosion of multimedia content has also led to the duplica-
tion of files, consuming precious storage space and network
bandwidth [10, 11]. Facing new challenges such as content
copying, content search, copyright verification, and content
ranking, traditional data management methods, algorithms,
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frameworks, and tools are no longer sufficient to handle
such massive data volumes and provide effective solutions
for data growth management [12]. As digital content, such
as artificial intelligence-generated content (AIGC) [13], has
become increasingly pervasive in human life, the effective
identification, authentication, and regulation of these digi-
tal contents have become an urgent problem to be solved.
Traditional copyright protection [14] and content regulation
measures are already struggling to meet the increasingly
complex demands. Digital fingerprint [15] has emerged as
an important technology to solve this problem, with its com-
putational and spatial efficiency. It provides a better solution
for organizing, managing, differentiating, identifying, and
retrieving large-scale multimedia [16]. Digital fingerprints
serve as a novel approach to resource management and pro-
tection. They provide a distinct characterization of content
identity through its signal representation, known as "content-
based identification" [17], similar to how human fingerprints
uniquely distinguish individual identities. Compared to tra-
ditional digital watermarking techniques, digital fingerprints
do not alter the content of multimedia files. Instead, they
represent the content of multimedia files by extracting stable
features and generating a compact summary, which can then
be used for efficient content management, copyright protec-
tion, and retrieval applications by comparing the generated
compact summaries.

As the scale of multimedia data continues to expand,
fingerprint-based recognition applications, such as image
search, song identification, and content duplication detec-
tion, have been widely adopted [16]. The main advantage
of fingerprints is that they are highly compressed represen-
tations of the original data, containing only relevant features
[18], effectively reducing the search space. Compared to
unstructured and cumbersome browsing, fingerprints can
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greatly reduce image retrieval time [19]. Fingerprint-based
deduplication can simplify data organization and optimize
the management, retrieval, and access of content assets. By
creating unique fingerprints for different content segments,
fingerprint identification technology can achieve more ac-
curate deduplication and partial matching recognition [20].
This technology has been widely applied to content plagia-
rism monitoring across multimedia types such as text, im-
ages, videos, and audios [21, 22]. Its copyright infringement
detection functionality is crucial for protecting the intellec-
tual property of artists’ works [23]. A general framework of
the digital fingerprinting system is shown in Figure 1.

Preprocessing

Robust Feature 
Extraction

Hash 
Generation

Digital 
fingerprints

Reference 
Hashes

Perceptual 
Similarity

Results
Comparison

Similar
Tampered 
Different

Euclidean Distance 
Hamming Distance

L1 Norm
Correlation Coefficient

……

Figure 1: A general framework of digital fingerprinting systems.

Digital fingerprint algorithms are an important research
direction in the field of digital signal processing and pattern
recognition [24]. By analyzing and extracting feature infor-
mation from digital content, they generate unique digital
fingerprint codes for applications such as content identifi-
cation, authentication, and tracing. As digital content has
become widely used and permeated in human life, digital
fingerprint technology has played an increasingly important
role in areas such as copyright protection, media regulation,
and information security. Research on digital fingerprint
algorithms began in the early 1990s, and after more than 30
years of development, a relatively mature technical system
has been formed. Currently, digital fingerprints have been
widely applied in various digital content types, including
audio, video, images, and text, and the fingerprint extrac-
tion algorithms for different types of digital content also
have their own characteristics. Meanwhile, with the rapid
development of AI technology [25], deep learning-based
digital fingerprint extraction and recognition methods have
also emerged, further enhancing the performance and appli-
cability of digital fingerprint technology.

The so-called multimedia-based digital fingerprint [26]
refers to the use of digital content containing multiple media
modalities (such as audio, video, images, text, etc.) to gen-
erate digital fingerprints. Compared to single-media types,
multimedia digital fingerprints can leverage the comple-
mentarity of different modality information to improve the
robustness and discriminability of fingerprints, and support
more complex application scenarios. The diversity and com-
plexity of multimedia content also pose new challenges to

the extraction and matching of digital fingerprints, as de-
tailed below. First, existing fingerprint extraction and match-
ing algorithms have high computational costs and long pro-
cessing times when dealing with large-scale multimedia con-
tent [27]. These algorithms need optimization in processing
speed and computational complexity to meet the higher
requirements for real-time and computational resources in
scenarios such as streaming media and real-time monitor-
ing. In addition, the accuracy and robustness of feature
extraction is also a major issue, as noise, compression, and
other processing operations may affect the effectiveness of
feature extraction, and there is a particular need to enhance
robustness against composite attacks and adversarial attacks.
As the volume of multimedia content grows exponentially,
developing compact and efficient fingerprint representation
methods and deduplication technologies to reduce storage
requirements and bandwidth consumption have become in-
creasingly important. Finally, privacy protection [28, 29] is
also a major challenge. The content information contained
in perceptual hashes may lead to privacy leakage [30], and
there is an urgent need to design privacy protection mecha-
nisms that balance computational complexity and efficiency.

In the digital watermarking field, the term "fingerprint"
has also been used to describe a technology that deters
unauthorized redistribution of multimedia content by em-
bedding a distinct identifying signal in each authorized copy
[31]. The fingerprint identification method is fundamentally
different from the watermark concept [32]. The digital fin-
gerprint technology discussed in this paper is a content-
based compressed signature for summarizing multimedia
content [16]. Over the past decades, there have been many
surveys and reviews in the field of digital fingerprints, but
there is currently no comprehensive review from a multi-
media perspective. A comparison with related reviews is
presented in Table 1. This paper provides a comprehensive
survey of digital fingerprint algorithms based on different
multimedia types. The outline is shown in Figure 2. The
main contributions of this paper are as follows:

• Comprehensive survey of digital fingerprints based on
different multimedia types. This survey systematically
reviews the research status and development trends
of multimedia-based digital fingerprints. It first intro-
duces the concept, characteristics, and applications of
digital fingerprints in various fields (Section 2). It then
focuses on analyzing the unimodal fingerprint extrac-
tion algorithms for different types of digital content,
including text fingerprints, image fingerprints, video
fingerprints, and audio fingerprints (Sections 3-6).

• Exploration of the most advanced deep digital fin-
gerprint algorithms. We discuss in detail the appli-
cations and algorithms of deep learning techniques
in digital fingerprints, including methods based on
convolutional neural networks (CNNs), recurrent neu-
ral networks (RNNs), generative adversarial networks
(GANs), and others (Section 7).
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Figure 2: Digital fingerprint for multimedia.

• Practical applications of digital fingerprints (Section
8). The paper summarizes a wide range of real-world
application cases of digital fingerprints, covering ar-
eas from content recognition to copyright protection
and copy detection, and introduces the practical ap-
plications of digital fingerprints in different scenarios,
especially large model-based applications.

• Challenges and future development directions (Sec-
tion 9). The paper delves into the key challenges faced
by multimedia digital fingerprint technology in practi-
cal applications, such as robustness, security, compu-
tational complexity, and privacy protection. Addition-
ally, the paper outlines the future directions of digital
fingerprints and proposes potential research topics,
providing a comprehensive reference for researchers
and practitioners in the related fields.

2. Related Concepts
2.1. Definition of Digital Fingerprint

Currently, there are two main definitions of digital finger-
prints: (1) Digital watermarking [39] is used for copyright
protection. By embedding unique information related to the
buyer’s identity in copies of digital works, when illegal
copies are found, the digital work’s vendor can identify the
original purchaser of the illegal copy based on the embedded
information. (2) Perceptual hash-based digital fingerprints
[40] is applied to multimedia content identification. This
technique maps the features of multimedia data to a digital
fingerprint summary. The latter is the meaning of the term
"fingerprint" in this paper. In general, altering the content
by incorporating identifiers or signatures, which results in
changes to the original content, is regarded as a form of
watermarking; extracting identifiers or signatures from the

content without changing the content is considered a fin-
gerprint [15]. Note that this paper focuses on the perceptual
hash-based digital fingerprints in multimedia data.

Fingerprints are also called perceptual hashing, content-
based digital signatures, and message digests. Fingerprint
recognition is also commonly referred to as copy detection or
content-based copy detection (CBCD) [33]. Digital finger-
prints are a unique identifier used to identify and authenticate
digital content. It is obtained by analyzing the inherent
features of digital content, extracting and encoding them into
a unique digital sequence, which serves as the identity iden-
tifier for the content. Unlike biometric fingerprints, digital
fingerprints are unique "fingerprints" for digitized content.
Digital fingerprints have the following main characteristics:

• Uniqueness: Each digital content has its unique digital
fingerprint code, which will not repeat with other
content.

• Stability: As long as the digital content itself does not
change, its digital fingerprint code will not change.
Even with a certain degree of processing, the finger-
print code can remain relatively stable.

• Extractability: The digital fingerprint code can be
automatically extracted from the digital content using
specific algorithms.

• Compactness: The digital fingerprint code is usually
a short binary sequence, occupying small space and
with high computational efficiency.

Based on these characteristics, digital fingerprints are
widely used in areas such as copyright protection, content
regulation, and tracing, providing effective protection for the
security and integrity of digital content. Digital fingerprints
have become one of the key technologies for digital content
security management, with widespread applications across
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Table 1
Contributions and gaps of existing papers.

Ref. Year Multimedia
Types Comparison Applications Threat concerns Trends

[33] 2021 Image,
Video,
Audio

%

Limiting redistribution of
terrorist content,
copyright-infringing
materials, CSAM, etc.

Handling multiple content
variants, computational
efficiency, balancing
privacy and security

Enhancing technical
performance, creating
industry-wide shared
databases

[34] 2022 Text %
Plagiarism detection,
source detection,
information flow analysis

Comparison and evaluation
of multiple algorithms,
handling the complexity of
real text reuse

Frequency approximation
methods, system
integration, solving
algorithm limitations

[35] 2020 Image ! %

Resisting only one or
several types of attacks,
general security evaluation
methods

Advanced information,
combining different image
features, high-dimensional
decision methods, and
analyzing security by
modifying related content
based on hashing

[36] 2023 Image ! %

Multiple types of attacks,
computational time of
learning-based methods,
and the limitation of
application domains

%

[37] 2022 Video %
Visual fake news,
autonomous driving

video content size and
typology, complexity of
near-duplicated copies,
compressed stream
extraction, and energy
consumption reduction

Stronger constraints on
video fingerprinting
properties, emerging
application domains

[38] 2023 Audio !

Broadcast monitoring,
audience measurement,
name that tune, metadata
collection, find duplicates,
added value services

% %

Our
work 2024

Text,
Image,
Video,
Audio

!

Reducing computational
cost, reducing storage
requirements, composite
attacks, adversarial
attacks, privacy leakage,
accuracy and robustness
of algorithms

Computational resources,
model efficiency,
data-related, practical
applications, fairness,
privacy, accountability,
patient autonomy

Deep digital fingerprint,
fusion of multiple feature
information, robustness
and attack-resistance,
practicality, algorithm
performance evaluation
schemes, emerging
application scenarios,
model copy detection, etc.

various industries. As the application of digital content con-
tinues to expand, the role of digital fingerprints will become
increasingly important. Digital fingerprint technology has
been widely applied in multiple fields, mainly including:

• Copyright protection [41]: By adding a unique digital
fingerprint code to digital content, unauthorized copy-
ing and distribution can be effectively prevented. Once
illegal use is detected, the fingerprint information can
be used for tracing and evidence.

• Content regulation [42]: Embedding digital finger-
prints in audio, video, image, and other media content
can be used for the detection and control of illegal
content, such as the identification and blocking of
harmful information like pornography and violence.

• Identity authentication [35]: Digital fingerprints can
verify the source and integrity of digital content, en-
suring the authenticity and reliability of the content,
such as electronic contracts and digital certificates.

• Personalized services [43]: Embedding the user’s dig-
ital fingerprint in personal devices or applications
can provide personalized content recommendations,
privacy protection, and other services.

• Data management [10, 44]: Digital fingerprint tech-
nology can be applied in big data management, en-
abling indexing, deduplication, and version control of
massive data.

2.2. Hash Functions
2.2.1. Cryptographic Hash and Perceptual Hash

A hash function compresses a message of arbitrary
length into a fixed-length message digest. Towards multi-
media information processing, some studies have borrowed

W. Chen et al.: Preprint submitted to Elsevier Page 4 of 30



Digital Fingerprinting on Multimedia: A Survey

Table 2
Important terms of acronyms and corresponding full form.

Acronym Full Form
AI Artificial Intelligence
CAE Convolutional Autoencoder
CNN Convolutional Neural Network
DCT Discrete Cosine Transform
DFT Discrete Fourier Transform
DNN Deep Neural Network
DWT Discrete Wavelet Transform
GAN Generative Adversarial Network
GPT Generative Pre-trained Transformer
LLM Large Language Model
LSTM Long Short-term Memory Network
MFCC Mel-Frequency Cepstral Coefficients
RNN Recurrent Neural Network
SIFT Scale-Invariant Feature Transform
SVD Singular Value Decomposition

the hash concept to represent the perceptual summary of
multimedia data and proposed the concept of perceptual
hashing, also known as robust hashing. Traditional crypto-
graphic hash functions exhibit high sensitivity to input data,
where even a single bit alteration can trigger the avalanche
effect, resulting in entirely different hash values. Therefore,
perceptual hash functions are generally used for multimedia
content integrity authentication and analysis [35]. Perceptual
hashing maps the perceptual content of multimedia data
to a concise binary string, which can be seen as a digital
summary of the multimedia content, and is essentially a
mapping that adheres to specific constraints [40]. Let the
perceptual hash function be denoted as PH: 𝑀 →𝐻𝑝, where
𝑀 is the set of digital representation sequences of multime-
dia data, and 𝐻𝑝 is the set of perceptual digital summaries
(fingerprints). 𝑛 contrast to cryptographic hash functions,
perceptual hash functions are designed to be less sensitive to
minor variations in the input data [45]. They use perceptual
features to generate their hash values, which are easily
affected by the perceptual feature differences of the com-
parison objects. For perceptual hashing, it must be robust to
content-preserving operations such as affine transformation,
frame rate change, and format change, but very sensitive to
content tampering. Traditional cryptographic hash functions
are commonly used in applications that require strong anti-
collision capabilities, such as password authentication, and
file or data identification. Perceptual hash functions are
widely used in multimedia content authentication, tampering
detection, and retrieval [40].
2.2.2. Characteristics of Perceptual Hash

The performance evaluation of perceptual hashing is
generally performed from six aspects: robustness, discrim-
ination, tampering detection, security, computational effi-
ciency, and hash length [46]. Effective perceptual hashing
should have the following characteristics [40]:

(1) Robustness, also known as stability or resilience,
means that the perceptual hashes of multimedia files with
similar or close content should be the same or similar after
hashing. Ideally, the generated hash value should be similar

to the original multimedia file’s hash value after content-
preserving operations.

(2) Discrimination means that multimedia files with dif-
ferent content should have significantly different perceptual
hashes after hashing. Generally, the perceptual robustness
and discrimination of image hashing are inversely related,
where the former requires stability to minor disturbances,
and the latter requires sensitivity to minor malicious modifi-
cations [47]. Therefore, a balance between the two must be
considered in practice.

(3) One-wayness means that it should be mathematically
impossible to derive the content of the multimedia file or its
features from the generated perceptual hash. The process of
deriving the perceptual hash from the hash function should
be one-way, without an inverse function.

(4) Compactness indicates that the perceptual hash must
be significantly smaller in size compared to the original mul-
timedia file, with its length minimized as much as possible.
2.2.3. Granularity

In digital fingerprint technology, granularity refers to
the level of detail and precision involved in analyzing and
representing multimedia content as digital fingerprints [48].
The importance of granularity lies in the fact that it directly
affects the effectiveness and accuracy of the hash algorithm
[45]. It determines the sensitivity of the hash algorithm to
changes and the level of detail considered in the fingerprint
generation process. In text fingerprints, the size of sub-
strings defines the granularity of the fingerprint. The spatial
granularity of video fingerprints can range from the entire
video frame to subdivided blocks, and even to interest points
within the frame [15]. Temporal granularity can be defined
by keyframes, groups of frames, downsampled individual
frames, or even by every single frame. In audio fingerprints,
the fingerprint calculated for each frame is called a sub-
fingerprint, and a subfingerprint usually does not contain
enough information for audio recognition. The audio unit
(composed of a certain number of frames) that is sufficient
to identify the entire unknown audio is called the fingerprint
granularity, or the fingerprint block.

Granularity can be divided into fine-grained and coarse-
grained types, which are suitable for different application
scenarios [49]. Fine-grained fingerprints contain highly de-
tailed information about the content and can capture subtle
changes and differences. This is very important in appli-
cations that require precise content identification and dif-
ferentiation, such as duplicate detection and fine-grained
content verification. In these applications, fine granularity
helps identify near-duplicate images or videos by capturing
detailed differences and ensures the integrity of multimedia
content. However, the high sensitivity of fine granularity
may lead to false positives, so a balance needs to be con-
sidered when designing the algorithm [48]. Coarse-grained
fingerprints provide a more general representation, focusing
on larger features and ignoring subtle changes. Coarse gran-
ularity is very useful in applications where precise match-
ing is not critical, such as general content classification or
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large-scale indexing. In such cases, coarse granularity helps
achieve faster multimedia content retrieval by focusing on
larger features but may miss some important details.
2.2.4. Similarity Measurement Methods

Digital fingerprints are an effective representation of
multimedia file content, so the similarity between digital
fingerprints can be used to determine whether the two cor-
responding multimedia files have similar content, and thus
whether one is a copy of the other. Since perceptually sim-
ilar multimedia content generates fingerprints with higher
similarity, the distance between them is smaller, while the
distance between perceptually different multimedia content
is larger. If the distance is greater than a certain empirically
determined threshold, the multimedia content is likely dif-
ferent or has undergone content modification.

Some commonly used similarity measures include Ham-
ming distance or normalized Hamming distance, Minkowski
distance, Euclidean distance and its weighted versions, bit
error rate (BER), peak cross-correlation (PCC), Hausdorff
distance, Mallows distance, Kullback-Leibler divergence,
etc [24]. The choice of distance type depends on the type
of generated hash vector. For example, if the hash vector
is composed only of "0" and "1", Hamming distance (HD)
or normalized Hamming distance (NHD) can be used; for
integers or real values, Euclidean distance and its weighted
versions can be used [36].

By combining these different similarity measurement
methods, digital fingerprint technology can provide effi-
cient and accurate identification and comparison capabilities
in different application scenarios to meet various needs
and challenges [50]. Specifically, Euclidean distance and its
weighted versions are suitable for global feature comparison
but sensitive to local changes; Hausdorff distance is suitable
for shape and contour comparison, with certain robustness
but computational complexity; Mallows distance is used
for comparing sets of images, suitable for high-precision
tasks; Kullback-Leibler divergence is used for comparing
probability distributions, effectively measuring distribution
differences but with high computational complexity. Bit
error rate and peak cross-correlation are also commonly
used similarity measurement methods, where the former is
suitable for comparing binary hash vectors and the latter
performs well in image matching.

Assuming ℎ1 and ℎ2 are the hash vectors generated
from two multimedia files, and ℎ1(𝑖) and ℎ2(𝑖) are the i-
th elements in the hash vectors ℎ1 and ℎ2 respectively, the
definitions of two similarity measurement are as follows:

(1) Hamming distance [51] is used to calculate the sim-
ilarity between binary hash sequences. For non-binary hash
forms, they need to be converted to binary hash sequences
before using Hamming distance to measure their similarity.
Hamming distance can be calculated with the number of
different bits in the binary hash sequence:

𝑑(ℎ1, ℎ2) =
𝑁
∑

𝑖=1

|

|

ℎ1(𝑖) − ℎ2(𝑖)|| (1)

The smaller the Hamming distance, the smaller difference
between the robust hashes, and the more similar the mul-
timedia file contents represented by the robust hashes. Con-
versely, if the Hamming distance is large, the contents of two
multimedia files are different and there is no copy [24].

(2) Minkowski distance [52], also called Minkowski
metric or Lp norm, is defined as:

𝐿𝑃 (ℎ1, ℎ2) =

( 𝑁
∑

𝑖=1

|

|

ℎ1(𝑖) − ℎ2(𝑖)||
𝑃
)

1
𝑃

(2)

Minkowski distance can be categorized into Manhattan
distance, Euclidean distance, and Chebyshev distance, de-
pending on the value of 𝑃 . When 𝑃 = 1, the above formula
is called Manhattan distance or city block distance, i.e., the
L1 norm; when 𝑃 = 2, it becomes Euclidean distance, i.e.,
the L2 norm; when 𝑃 → ∞, it becomes Chebyshev distance.
Similar to the Hamming distance, the smaller the Minkowski
distance between two hash vectors, the higher the similarity
between them.

3. Text-Based Digital Fingerprints
In data mining and information retrieval, detecting local

text reuse is a critical task. One effective method for accom-
plishing this is the use of text-based digital fingerprint iden-
tification technology. Text-based digital fingerprint technol-
ogy first divides the document into a sequence of terms (i.e.,
k-grams or shingles), and then uses a specific text block
selection strategy to extract features from the text words
or words. The extracted string is the "fingerprint" of the
text. These feature strings are then converted into digital
fingerprints through hash functions. A comparison of classic
digital fingerprint algorithms for text is provided in Table 3.
3.1. Preprocessing

To generate a series of fingerprints from a document’s
text, several preprocessing steps may be applied, including
the removal of special characters like punctuation, tokeniz-
ing the text into individual words, converting all words to
lowercase, and eliminating stop words. Subsequently, stem-
ming or lemmatization is applied to the words to reduce them
to their base forms, either as stems or lemmas, effectively
minimizing inflectional and derivational variations [34]. The
result is a clean, standardized sequence of terms. Several
other aspects need to be considered in designing an accurate
and effective fingerprint identification technique [48]:

(1) Text granularity selection. Text granularity gen-
erally refers to the length of the text selected from the
document to generate the digital fingerprint. The selection
of text granularity can be roughly divided into overlapping
and non-overlapping. Overlapping selection means that the
adjacent text granules have the same text characters, and
the Winnowing algorithm is a method that uses sliding win-
dows for overlapping selection. In the overlapping selection
method, changes to the text will affect the fingerprint values
of the adjacent windows. In contrast, in the non-overlapping
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Table 3
Classic text-based digital fingerprint algorithms.

Technique Description Selection
Mechanism Advantages Disadvantages

K-gram
Divides text into contiguous

substrings of length k, using all
possible substrings as fingerprints.

All possible
substrings are

used

High accuracy due to
comprehensive coverage

Generates a large number
of fingerprints, leading to
high computational cost

Winnowing

Uses a sliding window on k-grams
to select a minimal subset of

fingerprints with the smallest hash
values within each window

Selects minimum
hash value within

a window

Reduces the number of
fingerprints, efficient in

finding matches

May miss some matches if
they fall below the noise

threshold

Hailstorm

An enhancement of winnowing,
providing broader coverage by
selecting the lowest or highest
hash value within each window

Selecting extreme
hash values for

broader coverage

Provides total coverage
with locality property,
robust in detecting

overlaps

More complex, potentially
higher computational
overhead than basic

winnowing

DCT

Applies a mathematical
transformation to the fingerprint

values to emphasize
lower-frequency components,

which are less sensitive to small
changes.

Transformation
applied to the

sequence of hash
values

Robust against small
textual changes, good for
detecting near duplicates

Less efficient with
extensive text

modifications, higher
computational cost

Hash-breaking

Divides text into segments where
hash values meet a specific

condition (e.g., divisible by a
parameter)

Breakpoints at
hash values

meeting specific
conditions

Efficient in segmenting
text for reuse detection

Sensitive to small edits,
which can alter hash values

and fingerprint matches

selection method, there is no overlap in the content of
the selected text blocks. In the non-overlapping selection
method, changes to the text only affect the fingerprint value
of the current text block and do not affect the fingerprint
values of other text blocks.

(2) Digital fingerprint mapping. Digital fingerprint
mapping uses hash functions to convert strings into numer-
ical sequences. Hash functions commonly used in digital
fingerprint technology include MD5 [53], Karp-Rabin algo-
rithm [54], and Simhash algorithm [55].

(3) Digital fingerprint selection. Digital fingerprint se-
lection refers to the strategy of selecting all or part of the
hash values from the hash value sequence as the text dig-
ital fingerprint. The selection strategies include full finger-
print selection, hash breakpoint method, min-hash method,
frequency-based selection, structure-based selection, and
position-based selection.
3.2. Text-Based Digital Fingerprint Algorithms

Text-based fingerprint algorithms play an important role
in multimedia content identification. By hashing consecutive
word or character sequences, they can efficiently detect text
reuse and are widely used in plagiarism detection, source
tracing, and information flow analysis. Various fingerprint
selection algorithms, including K-gram [56], every p-th [34],
0 mod p [57], Winnowing [21], and its improved versions
[58], and Hailstorm [59], provide diverse choices. Win-
nowing and 0 mod p algorithms perform particularly well
under different fingerprint selection sizes, maintaining high
detection quality even at lower fingerprint selection ratios.
The MinHash algorithm [60] is suitable for large-scale and
high-dimensional text reuse detection [61]. However, these
algorithms also have some shortcomings, such as the high

storage and computational cost of the full fingerprint strat-
egy, the sensitivity of the Every p-th algorithm to position
changes, the possible occurrence of unselected long intervals
in the 0 mod p algorithm, the dependence on frequency
tables in the FBW and MFBW algorithms, and the lower
accuracy of the MinHash algorithm, mainly sacrificing ac-
curacy to improve efficiency. Therefore, properly selecting
the appropriate fingerprint algorithm can help find the best
balance between performance and cost, and improve the
accuracy and efficiency of multimedia content identification.
Hash-based text-based digital fingerprint technologies can
be roughly divided into two categories: overlapping methods
and non-overlapping methods.
3.2.1. Overlapping Methods

Overlapping selection generally uses the content seg-
mentation method, first setting a block size (i.e., window
size), which is the size of the text granularity, and then
reading the text content from the beginning of the file,
selecting the text through the sliding of the window. The
size of each window movement (i.e., the offset) is smaller
than the window size, so that the adjacent windows have
overlapping content. This method based on sliding windows
is called the overlapping method.

The standardized word sequence is segmented into over-
lapping groups of k consecutive words, known as k-grams
or shingles. Each k-gram is then transformed into an integer
using a specific hashing algorithm, such as MD5 [53] or
Rabin [62]. For a document containing 𝑙 words, a total of
𝑚 = 𝑙 − 𝑘 + 1 k-grams can be generated. The simplest
fingerprint strategy is to use all k-grams (i.e., their calculated
hash values) as the fingerprint of the document. Although the
"full fingerprinting" strategy can find the most correct text
reuse sources, its storage space and fingerprint comparison
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costs are too high to be used for large document collections.
To optimize the balance between result quality, storage
demands, and computational costs, a range of fingerprint
selection algorithms has been developed.

(1) K-gram method [56]: K-gram refers to a fragment
consisting of K consecutive words or characters. After text
preprocessing, according to the selected K value, the text
is divided into multiple K-gram segments using a sliding
window of size k. For each K-gram segment, a hash function
is used to convert it into a fixed-length binary value or
integer code. A weight is assigned to each feature to reflect
its importance. The weighted feature vectors of all K-gram
segments are then summed or XOR-ed to obtain the digital
fingerprint of the text.

(2) Every p-th method [34]: It selects the p-th k-gram
in the document, for a total of m/p k-grams. This algorithm
is highly sensitive to changes in the order of k-grams, as
well as to insertions, and deletions, and it lacks position
independence.

(3) 0 mod p method [57]: The 0 mod p method is based
on the K-gram method, but only selects the k-gram blocks
whose hash values are divisible by p [62]. The 0 mod p
method typically selects m/p k-grams on average. The selec-
tion of a k-gram is solely based on its individual characteris-
tics, independent of other k-grams within the document. This
guarantees that each specific k-gram is either consistently
selected or never selected across all documents containing
it. However, a potential drawback of this algorithm is the
unbounded maximum gap between two selected k-grams,
which could lead to an arbitrary number of consecutive
unselected k-grams. Consequently, this may create extended
intervals of unselected k-grams, hindering the detection of
any matches within those intervals [40].

(4) Hailstorm method [59]: The preprocessed text is
segmented into an overlapping sequence of k consecutive
words, and a hash function is applied to compute the hash
value of each k-gram. If the hash value of either the leftmost
or rightmost word in a k-gram happens to be the smallest
among the k words in the entire k-gram, then the hash value
of this k-gram will be selected as part of the fingerprint. [59].
Similar to the 0 mod p algorithm, the Hailstorm algorithm
also has context independence, i.e., whether a k-gram is
selected depends only on the words of the k-gram itself, not
on the other k-grams in the document. Any given k-gram
is either selected in all documents containing it or is never
selected. The Hailstorm also guarantees that each word in
the document appears in at least one selected k-gram. It is
competitive when selecting a larger proportion of finger-
prints, but its performance deteriorates significantly when
the number of fingerprints is reduced to below 40%-45%.
Overall, this algorithm performs better in detecting longer
unchanged text passages but is less effective in handling
short text reuse and rewrites.

(5) Rabin algorithm [62]: In 1981, Professor Rabin of
Harvard University proposed the Rabin fingerprint calcula-
tion method [62], which has been widely used in file simi-
larity detection. The calculation of Rabin fingerprints occurs

in the finite field 𝐺𝐹 (2𝑛), assuming 𝐴(𝑎1, 𝑎2, 𝑎3,… , 𝑎𝑚) is a
binary string of 𝑚 characters, then a corresponding (𝑚− 1)-
degree polynomial (where 𝑡 is an indeterminate) can be
constructed based on 𝐴 as follows:

𝐴(𝑡) = (𝑎1𝑡𝑚−1 + 𝑎2𝑡
𝑚−2 +⋯ + 𝑎𝑚−1𝑡 + 𝑎𝑚) (3)

Assuming 𝑃 (𝑡) is an irreducible polynomial of degree 𝑘 over
the finite field 𝐺𝐹 (2𝑛):

𝑃 (𝑡) = (𝑏1𝑡𝑘 + 𝑏2𝑡
𝑘−1 +⋯ + 𝑏𝑘−1𝑡 + 𝑏𝑘) (4)

Then the remainder 𝑓 (𝑡) of 𝐴(𝑡) divided by 𝑃 (𝑡) has a degree
of (𝑘-1). For a given string𝐴, the fingerprint 𝑓 (𝐴) of𝐴 is de-
fined as 𝑓 (𝐴) = 𝐴(𝑡) mod 𝑃 (𝑡). Similar to hash functions,
the Rabin fingerprint algorithm is mainly used for fingerprint
generation, with fast calculation and easy implementation.
The fingerprint values 𝑓 (𝐴) and 𝑓 (𝐵) of different strings 𝐴
and 𝐵 are also different. The Rabin algorithm also satisfies
the distributive law, i.e., 𝑓 (𝐴+𝐵) = 𝑓 (𝐴) + 𝑓 (𝐵). Another
algorithm often used to generate digital fingerprints is the
Karp-Rabin algorithm [54], proposed in 1987, which uses
hash values for efficient string matching.

(6) Winnowing algorithm [21] and its extensions [58]:
The Winnowing algorithm is used for text similarity com-
parison and deduplication. It was originally proposed by
Schleimer et al. in 2003 [21]. Based on the Rabin algo-
rithm, the Winnowing algorithm adds a denoising function.
Whereas in the sliding window selection process, Winnow-
ing only retains the fragments with the minimum hash value
and discards the other fragments, to remove some interfering
characters. This can greatly reduce the size of the text rep-
resentation while retaining the fragments related to the key
information of the text. Based on Winnowing, frequency-
biased winnowing (FBW) [58] is an improved fingerprint
selection method for text reuse detection. Its main feature is
to select the k-grams with the lowest frequency in the docu-
ment collection as fingerprints, thus reducing the number of
matches with erroneous sources. Specifically, FBW selects
the k-gram with the lowest frequency in the sliding window,
and if there are multiple k-grams with the same frequency, it
selects them in alphabetical order. This strategy of selecting
rare k-grams improves the accuracy of detection and the
sensitivity to minor text changes, while also reducing search
time. The modified frequency-biased winnowing (MFBW)
algorithm [34] is an optimization, that addresses the short-
comings of FBW in handling zero-frequency k-grams in the
query document. MFBW treats zero-frequency k-grams as
having infinite frequency, making them the least preferred
choice, thus avoiding selecting k-grams that are not in the
collection. In each sliding window, MFBW selects the n-
gram with the lowest non-zero frequency as the fingerprint,
and if all k-grams have a frequency of zero, it selects them in
alphabetical order. This enhances the algorithm’s robustness
and matching accuracy while retaining the advantages of
FBW, such as high precision and reduced search time.
3.2.2. Non-Overlapping Methods

In non-overlapping approaches, the document is divided
into distinct text segments rather than overlapping blocks.
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This segmentation process, known as text breaking, iden-
tifies specific word positions where these divisions occur,
referred to as breakpoints.

(1) Hash-breaking algorithm [63]: This method does
not rely on k-grams or shingles; instead, it divides the
document into non-overlapping blocks. Each word in the
document is hashed, and the text is split at any point where
the hash value is divisible by a specified parameter 𝑝. The
generated text blocks are then hashed and used as the finger-
print of the document. The Hash-breaking algorithm typi-
cally selects text blocks with an average length of 𝑝 tokens.
However, in practical scenarios, the actual length of these
blocks can vary significantly, becoming either much shorter
or longer depending on the hash value distribution. Notably,
when a sequence is extremely brief and composed of highly
common words (such as "a" or "the"), this can lead to either
excessive segmentation or insufficient segmentation, which
may subsequently impact the algorithm’s overall effective-
ness. Since the text blocks selected by hash-breaking can
also be very long, the method is very sensitive to changes.
The variable length of the text blocks generated by the Hash-
breaking algorithm may also make it difficult to align and
match in the comparison of similar texts. Seo and Croft [64]
improved Hash-breaking by introducing a minimum length
limit and using discrete cosine transform (DCT) to improve
the robustness and accuracy.

(2) SimHash algorithm [55]: The core idea of locality-
sensitive hashing (LSH) [65] is to map neighboring points in
the original space to the new space while maintaining their
proximity. This idea has been widely applied in web dedu-
plication, document similarity, image retrieval, fingerprint
matching, and music retrieval. For text retrieval, the core
ideas of Minhash (2000) [60, 66] and SimHash (2002) [55]
are to incorporate dimensionality reduction techniques based
on LSH. SimHash maps a high-dimensional feature vector to
a lower-dimensional space to preserve the features as much
as possible. Using this algorithm, similar texts generate
similar digital fingerprints, and then the texts similarity can
be obtained by calculating the Hamming distance.

• Feature vector representation: For each feature item, a
suitable hash function is used to convert it into a fixed-
length binary value.

• Weight calculation: To better distinguish the impor-
tance of different feature items, a weight can be as-
signed to each feature item. Common methods include
using TF-IDF (term frequency-inverse document fre-
quency) weights or other relevant algorithms to calcu-
late the weights.

• Feature weighting: Multiply the binary vector of each
feature item by the corresponding weight to obtain the
weighted feature vector.

• Feature aggregation: For the weighted feature vectors,
perform a weighted summation operation on each bit.

• Dimensionality reduction: For the aggregated feature
vector, if the weighted sum of a certain bit is greater

than or equal to 0, that bit is set to 1; otherwise it is
set to 0. The resulting SimHash fingerprint is a fixed-
length binary value.

4. Image-Based Digital Fingerprints
Image fingerprints (also known as image hashes, image

digests, or image authentication codes) are based on the
characteristics of the human visual system (HVS) [67],
analyzing and extracting robust features for encoding, and
mapping images into short binary sequences. In contrast to
watermarks, content-based image fingerprints do not depend
on embedding markers within the image. Instead, they utilize
the inherent features of the multimedia content to estab-
lish ownership. Until now, perceptual image hashing has
widespread applications across various image-related fields,
such as image authentication [68], content-based image re-
trieval, image indexing, copy or near-duplicate detection,
image forgery detection, and image quality assessment [69].
4.1. Construction Methods and Classification of

Digital Image Fingerprints
The goal of perceptual image hashing is to simulate the

human visual system, evaluating images based on the under-
lying scene content, rather than pure numerical comparison
of pixel values. Digital image fingerprints extract a concise,
unique, and perceptually meaningful identifier feature from
the large-scale pixel space representation. Digital image
fingerprints are robust to image modifications, including
compression, color shift, cropping, rotation, the addition of
logos or overlaid text, or any other modifications that do
not fundamentally change the underlying content but alter
the underlying pixel values. To ensure both robustness and
security in image hashing, the majority of current schemes
adhere to a three-step framework for hash generation: Step
1) image preprocessing: including resizing, color space con-
version, dimensionality reduction, filtering, etc., to enhance
the robustness of the features; Step 2) perceptual feature
extraction; Step 3) compression or encoding of the quantized
feature vectors. Among them, the feature extraction stage is
the most challenging and important part of the generic image
hashing framework.

In image feature extraction, statistical feature-based al-
gorithms provide good robustness by extracting global fea-
tures, but they lack sensitivity to local tampering and have
poor uniqueness. Transform domain-based methods can ef-
fectively deal with geometric attacks, but their higher com-
putational complexity may limit practical application. Local
feature point methods perform well under geometric trans-
formations but are sensitive to noise, have high computa-
tional costs, and cannot prove the uniqueness of image con-
tent. While dimensionality reduction-based techniques have
advantages in reducing computational complexity, informa-
tion loss may affect the discrimination and robustness of the
fingerprint. Currently, most digital image fingerprint algo-
rithms mainly focus on feature extraction and classification
performance, with fewer algorithms focusing on human vi-
sual characteristics. Hash algorithms have high recognition
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rates for large-area content tampering operations, but their
performance in detecting local small-area content tampering
needs to be improved. The following introduces how to
extract identifying features from the pixel space to generate
digital image fingerprints from the perspectives of image
statistical properties, image transform domain, image local
feature points, and image data dimensionality reduction.
4.2. Hash Construction Based on Image Statistical

Properties
Early methods for extracting image hashes mostly used

some simple and effective global statistical properties to
characterize the image hash. These statistical properties
mainly include: various histograms of the image (includ-
ing brightness histogram, gradient histogram, color his-
togram, cumulative histogram, and cross-histogram), as well
as mean, variance, color aggregation vector (CCV), and
color moments, etc. [70, 71, 72]. While methods that uti-
lize the global statistical properties of images can generate
hashes with a degree of robustness against conventional
operations like JPEG compression and filtering, they often
lack the sensitivity needed to detect subtle illegal alterations.
Moreover, the statistical properties of images are not very
unique to a large extent, so the fingerprints constructed based
on image statistical properties have poor discrimination,
and cannot be effectively applied to image authentication.
In addition, the hashes extracted by this method are too
dependent on the image’s content, resulting in the extracted
hashes being very long, which wastes a lot of storage space
and is not conducive to the effective utilization of computer
storage resources. Tang et al. [73] used DCT compression
of the histogram of the inner ring CVA to generate hashes.
It can resist large-angle rotation operations. To enhance the
robustness, Tang et al. [74] introduced a hashing algorithm
that determines the saliency map using the Fourier transform
phase spectrum (PFT) combined with the ring partition
(RP) technique. This method extracts the statistical features,
specifically the mean and variance, from the image rings,
which significantly enhances the robustness against rotation.
In a separate study, Zhao et al. [75] developed a hash algo-
rithm leveraging three-dimensional color structure features
along with brightness gradient features. This approach not
only offers improved classification performance, a shorter
hash length, and reduced average hash generation time but
also demonstrates strong detection capabilities in both image
copy detection and image tampering scenarios.
4.3. Hash Construction Based on Image

Transform Domain
Methods utilizing invariant feature transforms first ex-

tract robust features from the transform domain and sub-
sequently use these coefficients to generate the final hash
value. The transform domain can simultaneously express the
detailed features and global contours of the image. Different
transform domains can characterize different properties of
the image, so the appropriate transform domain can be
selected according to the needs for feature extraction. Image

Table 4
Image fingerprints based on image transform domain.

Category Brief description Papers

DWT

Demonstrates strong robustness
against non-malicious distortions,
such as low-pass and high-pass
filtering

[80, 81, 82,
83, 47, 84]

DCT Excels in the classification and
detection of duplicate copies

[85, 86, 77,
87]

Radon

Maintains stability under rotation,
scaling, and translation attacks,
but shows weaker resistance to
certain geometric transformations

[88, 89, 90,
91]

DFT

Maintains a low collision
probability while being resilient to
alterations that preserve the
content

[92, 93, 94]

fingerprint algorithms that classify based on the domain
where the feature vector extraction is located can be divided
into two main categories: transform domain-based and time
domain-based. Transform domain-based algorithms can be
further subdivided into image fingerprint algorithms in the
DCT domain, DFT domain, DWT domain, and Radon do-
main [76]. The transform domain has the advantage of cap-
turing the global characteristics of the image and resisting
image noise, so most image fingerprint algorithms are based
on the transform domain.

The fingerprints extracted through the transform domain
usually have better robustness and natural resistance to con-
ventional image operations. Furthermore, this fingerprint
extraction algorithm can also combine multiple transform
domains to jointly extract image features, laying a solid foun-
dation for proposing more practical image fingerprint algo-
rithms in the future. Tang et al. [77] utilized key DCT coeffi-
cients from each image block to compute the hash value, re-
sulting in an algorithm with strong resilience against bright-
ness adjustment, JPEG compression, and contrast modifica-
tion. Drawing inspiration from this approach, Liu and Huang
[78] employed invariant moments alongside 2D DCT for
hash value calculation, enhancing the algorithm’s resistance
to geometric transformation distortions. Additionally, Tang
et al. [79] developed a method to derive discriminative
hash values from color images by integrating DWT with
the color vector angle (CVA). In a subsequent study, Tang
et al. [80] applied an edge detector to extract edges and
processed these results using 2D DWT. By calculating the
weighted DWT coefficients across different subbands, they
obtained a perceptual hash value, which proved effective in
reducing reference image quality assessment artifacts. The
characteristics of image digital fingerprint algorithms based
on different transform domains are presented in Table 4.
4.4. Hash Construction Based on Image Feature

Points and Edges (Local Feature Points)
The image hash extraction methods introduced above are

mostly aimed at various conventional digital image process-
ing operations other than image rotation, but it is difficult
for them to resist image rotation operations. Therefore, many
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studies have focused on the study of image hash extraction
methods that are robust to image rotation operations. This
type of extraction method mainly relies on the robust local
feature points of the image (such as SURF, Harris [95],
SIFT [96, 97], end-stopped, etc.) to construct the image hash,
mainly including the Radon transform method and the Harris
corner method. The method based on local feature points
relies on the invariance of feature extraction techniques to
improve classification. However, key points may be repeated
in near-duplicate images, reducing the identification capabil-
ity. Lv et al. [96] developed a hash algorithm that integrates
shape context with SIFT and Harris points, enabling effec-
tive detection and localization of tampered images. Building
on this, Pun et al. [98] introduced a progressive feature
point selection algorithm that leverages SIFT features while
considering both the structural and color characteristics of
the image. Paul et al. [99] proposed an image hashing
method based on shape context with accelerated robust
features (SURF). This approach is significantly faster than
SIFT-based algorithms and offers enhanced resistance to
various image modifications, effectively addressing rotation
sensitivity issues. Singh et al. [100] utilized singular value
decomposition (SVD) combined with KAZE features to
generate hashes, resulting in an algorithm that merges global
and local features, demonstrating strong robustness against
gamma correction and geometric attacks.
4.5. Hash Construction Based on Image Data

Dimensionality Reduction
Dimensionality reduction techniques play a crucial role

in transforming low-level features from high-dimensional
spaces into more manageable low-dimensional representa-
tions. These techniques, including singular value decompo-
sition (SVD) [100, 101], non-negative matrix factorization
(NMF) [102], fast Johnson-Lindenstrauss transform (FJLT)
[103], local linear embedding (LLE) [104], and compressed
sensing (CS) [105], have proven effective in capturing essen-
tial features that remain invariant to many image processing
attacks. Their application to image hashing [106, 107] has
been particularly successful. While dimensionality reduc-
tion methods are typically effective in resisting geometric
attacks, the challenge lies in balancing the extraction of ro-
bust features with the need to maintain a compact hash size.
For instance, Tang et al. [85] constructed a high-dimensional
matrix using DCT coefficients and utilized LLE to compute
the hash value from this matrix. This approach offers good
discrimination and resistance to common digital operations,
though it is limited in its ability to counter small-angle
rotations. In a subsequent study, Tang et al. [108] developed
a method using a feature matrix constructed from the dis-
crete Fourier transform (DFT) and log-polar transform, with
the compact hash learned through multidimensional scaling
(MDS). This method demonstrates robustness to various
content-preserving operations, including arbitrary-angle ro-
tation, while achieving high discrimination. However, Qin et
al. [109] proposed combining SVD with color vector angle
(CVA) for image hashing, but this approach is hampered by

its high computational cost. Table 5 provides a comparison
of different image-based fingerprint extraction techniques.

5. Video Digital Fingerprint
5.1. Fundamentals of Video Digital Fingerprints

The concept of video fingerprinting was first proposed by
Indyk and Shivakumar at Stanford University in 1999 [110].
The initial application’s purpose was to detect pirated videos
on the internet. With the rapid development of internet
technologies, especially the rise of P2P technologies and
user-generated content (UGC) websites [1], like YouTube,
the research on video fingerprinting technology has been
further advanced. A video fingerprint is a feature vector
that uniquely distinguishes one video segment from another
[111]. Specifically, a video fingerprint is a compact binary
code (hash) generated from the perceptual features (e.g.,
color, texture, and motion) of the video content. Video
fingerprints are robust to changes in video resolution, frame
rate, and format, while also maintaining good discriminabil-
ity between different video contents. The simplest way to ex-
tend perceptual hashing from images to videos is to apply an
arbitrarily selected perceptual image hash to each reference
video frame. However, this method has two drawbacks: first,
the large number of video frames will result in thousands or
even tens of thousands of separate hash codes for each video;
second, this method isolates the changing video sequence
into static images, ignoring the temporal relationships within
the video signal, and thus cannot fully and accurately de-
scribe the perceptual content of the video.

Video fingerprint algorithms, as a key technology in
multimedia content identification, have the advantage of
effectively handling the identification and matching tasks of
large-scale video data [112]. Even if the video content under-
goes various transformations such as compression, editing,
and noise addition, they can maintain a high recognition
accuracy. Moreover, these algorithms have good real-time
performance, allowing for rapid retrieval of similar content
in large-scale video databases. However, video fingerprint
algorithms also have certain limitations. First, as video res-
olution and complexity increase, the algorithm’s computa-
tional complexity and resource consumption also increase,
especially when dealing with ultra-high-definition and com-
plex scenarios. Second, while the robustness of these al-
gorithms can handle common transformations, they may
still be vulnerable to advanced adversarial attacks (such as
adversarial generative network attacks). Furthermore, their
performance may be inferior to that of specially designed
multimodal recognition algorithms when processing multi-
modal videos (such as video + audio).
5.2. Construction Methods and Classification of

Video Digital Fingerprints
The core of video fingerprint technology is to extract

robust and discriminative video features from the video
content. Based on the form of feature extraction, the con-
struction methods of fingerprints can be roughly divided into
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Table 5
Image-Based fingerprint extraction techniques.

Category Summary Methods Advantages Disadvantages

Based on image
statistical
features

Extract hash features by
calculating the global
statistical properties of
images

Histograms, mean,
variance, color
aggregation vector
(CCV), color
moments

Robust against noise, blurring,
and compression distortion;
easy to implement.

The extracted hash length is
too large, wasting storage
space; global statistical
features cannot represent
significant image features,
leading to insufficient security.

Based on image
transform
domains

Robust features are first
extracted from transform
domains, followed by
utilizing the resulting
coefficients to produce
the final hash values

DFT, DWT, DCT,
and Radon

Robust against certain
distortions and attacks;
capable of capturing global
image features with inherent
resistance to image noise.

Cannot effectively reflect
image content and has poor
robustness against geometric
attacks.

Based on image
feature points

and edges

Robust local feature
points of images are
extracted to construct
hashing

Radon, Harris
corner

Capable of reflecting image
content with good
performance on JPEG
compression and geometric
operations.

The generated hash length
varies, and the method is
ineffective for images without
significant corner points.

Based on image
dimensionality

reduction

Map the low-level
features from high
dimensional space into a
reduced-dimensional
representation

Non-negative
matrix
factorization, SVD

The generated hash are
compact and capable of
reflecting local image content.
SVD’s invariance ensures
image hashing’s robustness
with good resistance to
geometric attacks.

Some degree of loss occurs
during the extraction of
robust features.

Based on deep
learning

The global features of
image semantic level are
extracted by DNN

CNN, CAE, GAN

Automatically learn
fundamental features from
training samples, minimizing
the need for complex,
manually crafted features.

High hardware requirements;
model overfitting; and high
computational cost. It is less
suitable for real-world
scenarios that require faster
detection and classification.

three categories: spatial, temporal, and transform domain.
Due to the more diverse and complex information provided
by videos compared to images, several studies in video
hashing algorithm design have mainly focused on learning
the spatial features of videos. Spatial domain fingerprints
describe the spatial features of video frames, calculated
independently of other frames. Spatial features encompass
brightness patterns, gradient or differential brightness pat-
terns, and edges. Temporal domain fingerprints, on the other
hand, capture the temporal characteristics of videos by mea-
suring differences between consecutive frames. These tem-
poral features include frame difference measures, motion
vector patterns, and shot duration. Transform domain fin-
gerprints are derived from the coefficients of image or video
transforms, such as DCT and wavelet transforms. These fin-
gerprints offer alternative descriptions and representations
of certain spatial and temporal features within the transform
domain [15].
5.2.1. Spatial Fingerprint Construction Methods

Spatial features play a crucial role in video copy detec-
tion and recognition, as they can locally or globally locate
salient points in the spatial domain and withstand typical
video processing steps, including lossy compression, resiz-
ing, and frame rate alterations, as well as resist geometric
attacks such as scaling and rotation [113]. In the spatial
domain, video fingerprints are implemented by extracting
hash codes or feature vectors from each keyframe or every

frame of the video [114]. Since videos typically contain a
large number of frames, processing all frames as input would
result in enormous computational overhead. To solve this
problem, key frame extraction is usually performed in the
pre-processing step to reduce the computational load. Iden-
tifying keyframes that can effectively represent the video
content is a critical task in the spatial domain, as these
frames serve as important anchors in the video sequence
[113]. Spatial domain methods primarily rely on extract-
ing perceptual visual features, such as brightness, color,
edge contours, texture, and corners, from video frames to
construct video fingerprints. These image features highlight
the differences between specific frames and other frames,
allowing the video to be distinguished from other videos.
However, a limitation of spatial domain methods is that they
do not consider the temporal differences between frames
(temporal information), which are a significant attribute of
video sequences [115].

a) Block-based spatial feature extraction methods:
Frame subdivision divides the luminance component (Y) of
video frames into a grid of smaller fixed-size blocks, often
represented as a 4 × 4 grid. By subdividing the frames into
smaller blocks, the generated fingerprints are robust to pixel
value changes within the frames, and a compact and fixed-
size frame fingerprint is produced for convenient subsequent
processing and comparison. Block-based spatial signatures,
such as ordinal signatures based on the ranking of block
average brightness values [112, 116, 117] and differential
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signatures based on brightness differences between neigh-
boring blocks [118, 119, 120], are vulnerable to geometric
transformations like rotation, cropping, and scaling, which
may alter the aspect ratio.

Ordinal signatures: The steps of the ordinal signature
include frame subdivision, calculation of average intensity,
and block ranking [121]. First, each frame image is divided
into several small blocks (e.g., 8 × 8). These blocks are usu-
ally rectangular, each containing multiple pixels. For each
block, the average intensity value of the pixels is calculated.
The average intensity value reflects the brightness level
within the block. The average intensity values of all blocks
are then sorted in ascending order. Through this sorting
process, each block is assigned a rank, indicating its position
in the sorted intensity value sequence. The ranked sequence
of the average intensity values is the ordinal signature of
the frame. This rank sequence is used as the feature vector
of the frame for subsequent video content recognition and
matching [122]. The brightness sequence-based method is
more robust than directly using pixel values to calculate
fingerprints, but the downside is that the order between all
blocks is interdependent, and when the brightness value of a
block is changed, the entire order is disrupted.

Differential luminance signatures: Differential lumi-
nance signatures are a method of generating signatures
by calculating the brightness differences between video
frames. This method has relatively strong robustness to
local brightness changes and is applicable to video con-
tent recognition and matching. The steps of differential
luminance signatures include frame subdivision, difference
calculation, and difference quantization [123]. First, each
frame image is divided into a grid of fixed-size blocks (e.g.,
4 × 4 or 8 × 8), ensuring that the pixel values within each
block can be processed independently. For each block, the
brightness difference between adjacent frames is calculated.
Specifically, the average brightness value of each block in
the adjacent frames is computed, and the difference between
these values is obtained. The difference calculation can be
performed in the horizontal, vertical, or diagonal direction
to capture brightness changes in different directions. The
calculated brightness difference values are then quantized
into a few discrete levels. For example, the difference values
can be divided into three cases: greater than, equal to, or
less than a certain threshold. The purpose of quantization is
to simplify the calculation and improve robustness to noise
and small brightness changes. The quantized brightness dif-
ference values are used to generate the differential luminance
signature for each block. These signatures can be combined
to form the signature of the entire frame, used for subsequent
matching and recognition.

b) Points of interest-based spatial feature extraction
methods: Some feature points can remain stable under
global geometric transformations (such as rotation and crop-
ping) and can form effective video fingerprints to distinguish
and recognize different video sequences. Representing the
frame image as a set of feature points can result in a large
number of feature points. Therefore, fingerprints can be

generated by calculating spatial features around the points of
interest in the video frames, including using Harris corner
points [124, 125], scale-invariant feature points (SIFT)
[126], and Difference-of-Gaussian scale-space feature points
[127]. Since the number and distribution of interest points
in each frame are content-dependent, the point-of-interest-
based spatial fingerprint methods can generate frame finger-
prints of variable size, but their computational complexity is
higher than the block-based methods.

c) Color-based fingerprint construction methods:
Color is widely regarded as one of the most expressive visual
features [9]. Color-based features mostly come from color
histograms [50], color correlograms [128], and dominant
color descriptors (DCD) [129] of specific time and/or spatial
regions in the video. RGB images are usually converted
to YUV and LAB color spaces [15]. Color histograms are
highly sensitive to specific color spaces, which making them
susceptible to variations in video formats. Additionally,
color features are inapplicable to grayscale images. These
histograms are also particularly sensitive to noise and sat-
uration changes, potentially compromising the stability of
the fingerprint. However, using local region color histogram
features can enhance resistance to distortions and changes.
In this approach, the image is divided into non-overlapping
regions, with a color histogram calculated for each region.
The frequencies of these histograms are then concatenated
to create the feature vector [130]. The color histogram-
based method is computationally simple and suitable for
fast processing of large-scale video databases. Besides, color
histogram signatures can provide higher discrimination
when processing video content with distinct color charac-
teristics. The color correlogram captures the likelihood of
encountering color pairs at a specific pixel distance, thereby
incorporating spatial information into the analysis. As a
result, it offers improved retrieval accuracy compared to
traditional color histograms [128].
5.2.2. Temporal Fingerprint Construction Methods

Shivakumar at Stanford University pioneered the use
of time as a video feature [131, 110]. Temporal informa-
tion typically includes the time difference between different
shots, as well as the temporal relationships between adjacent
video frames. Video hashing algorithms based on temporal
features mainly utilize the temporal information of the video
for hash construction and are therefore not suitable for short
video clips. Temporal domain video fingerprint construction
methods can be divided into key frame-based temporal fea-
ture extraction methods and adjacent frame-based temporal
feature extraction methods. The earliest method for gen-
erating temporal feature-based video fingerprints involved
dividing the video sequence into multiple shots and using
the duration of each shot as a temporal signature. These shot
durations were then concatenated in sequence to form the
video fingerprint. Initially, several studies used the positions
of video keyframes to propose a series of video percep-
tual hashing algorithms. Currently, more common temporal
domain algorithms construct video perceptual hashes by
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Table 6
Video digital fingerprints

Type Advantages Disadvantages Application scenarios

Based on spatial
domain

Exhibits strong resilience to typical
video processing operations, including
compression and resizing

Difficult to select keyframes;
requires large memory space Video copy detection

Based on temporal
domain

Suitable for long videos, capable of
accurately locating actions

Not applicable to short video
segments

Action localization, suitable for
long video analysis

Based on
spatio-temporal

domain

More robust when handling frame rate
changes and geometric transformations

Poor fault tolerance for
operations like frame insertion

Advanced video analysis and
copyright protection

Based on transform
domain

Good adaptability to affine
transformations such as translation and
rotation

High computational complexity Less suitable for large-scale
video processing

the relationships between adjacent frames in the temporal
domain. Chen and Stentiford proposed the use of temporal
ordinal signatures [132], similar to the brightness order
method in the spatial domain. The frames are divided into
fixed-size blocks, and the average values of the same position
blocks within a time window are ranked, as the temporal
ordinal features. Another method is the temporal differential
signature [117, 133], which calculates the brightness dif-
ference between adjacent frames or blocks, and quantizes
it into a few discrete levels. Hampapur et al. [112] used
the quantization of block motion vectors as motion features,
while Law-To et al. [124] used the motion trajectories of
points of interest as temporal features.
5.2.3. Spatio-temporal Fingerprint Construction

Methods
In the field of video fingerprinting based on the spatio-

temporal domain, video fingerprinting technology generates
more complex hashes or feature vectors by combining the
spatial and temporal features of the video, thereby improving
the ability to identify video duplicates and handle video
tampering. Spatio-temporal methods not only focus on the
spatial information within a single frame, such as the pixel
composition of the frame, but also analyze the changes
between consecutive frames, i.e., the temporal information,
which makes this method highly sensitive to changes in
video content. Existing research has proposed some good
methods, such as 3D-DCT [134], temporal information rep-
resentation of Images (TIRI) [135, 27, 136], video tomog-
raphy and bag-of-visual-word [137], Histogram of oriented
gradients (HOG) and compression properties [138], iden-
tifying shot-based semantic concepts along the temporal
axis [139], and self-similarity matrix (SSM) [140], spatio-
temporal triangle feature relationship (STTFR) [141]. These
methods utilize the spatial and temporal information in video
clips or sequences to improve the performance of robust
video copy or tampering detection.
5.2.4. Transform Fingerprint Construction Methods

Spatially partitioned features such as ordinal and differ-
ential features are easily affected by geometric transforma-
tions such as rotation, cropping, and aspect ratio changes.
Moreover, in the actual application of video processing,
when adjusting the frame size, it is often accompanied

by translation, rotation, and scaling transformations. Some
studies have been seeking features that are adaptive to ge-
ometric transformations. It is important to note that certain
specialized image transformations, such as the Fourier trans-
form, Radon transform, and SVD, exhibit strong adaptability
to affine transformations like translation and rotation. Given
that transform domain features offer distinct characteristics
and representations of spatial and temporal features within
the transform domain, some video fingerprints have lever-
aged these transform domain features. These features are
typically derived from the coefficients of image and video
wavelet transforms, discrete cosine transforms [142, 143],
and similar methods. Table 6 summarizes the characteristics
of different video digital fingerprinting methods.

6. Audio Digital Fingerprints
Audio is a very commonly used information transmis-

sion medium. However, certain challenges, such as audio
copyright detection and music recognition, necessitate a
robust, generic audio recognition system. The primary dif-
ficulty in developing such a system lies in the requirement
to search through a vast database of audio tracks using only
very short and noisy input audio. Therefore, the urgent task
is to reduce this highly complex search problem, which has
led to the concept of audio fingerprint recognition [144].
Audio fingerprints are content-based and are compact digital
signatures that represent the important acoustic features of a
piece of music, obtained by applying a hash function to the
digital audio signal.
6.1. Concept and Application of Audio

Fingerprint Technology
In the audio fingerprint generation process, feature ex-

traction and fingerprint modeling are key steps. First, the
incoming digital audio signal is divided into overlapping
frames, and a series of features are extracted from each frame
using specific algorithms, such as fast Fourier coefficients
(FFT), mel-frequency cepstral coefficients (MFCC) [145],
etc. After extracting the audio fingerprint, fingerprint mod-
eling usually uses classification techniques such as principal
component analysis (PCA) [146], linear discriminant analy-
sis (LDA), hidden Markov models (HMM), or quantization
techniques to map the fingerprint features to a more concise
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representation for storage and retrieval. In the field of audio
fingerprint feature extraction, improvements are often made
to the traditional Philips method [147] and the Shazam
method [148].

The most famous application of audio fingerprint tech-
nology is the music recognition system, which allows users
to identify unknown songs through microphone input or
real-time audio streams. In addition, its applications have
also expanded to copyright detection, removal of duplicate
audio files, broadcast content monitoring, and advertising
placement tracking. The main advantage of audio fingerprint
technology is its ability to efficiently and accurately identify
audio content in large-scale audio libraries, and its strong
robustness to handle a certain degree of audio deformation
and noise interference. However, the recognition accuracy
of audio fingerprint algorithms may decline under extreme
conditions, and there are still issues of computational com-
plexity in large-scale data processing. With the advancement
of technology, machine learning, and deep learning are being
integrated into audio fingerprint algorithms, using models
such as CNNs to improve the accuracy of audio feature ex-
traction, while also optimizing cross-platform compatibility
and enhancing privacy protection to meet the diverse needs
of the Internet of Things and mobile devices. Table 7 outlines
various audio feature extraction techniques.
6.2. Philips Audio Fingerprint Algorithm

The Philips audio fingerprint algorithm proposed by
Haitsma and Kalker [147] is one of the most classic au-
dio fingerprint algorithms. The Philips algorithm is a fre-
quency sub-band-based audio fingerprint extraction algo-
rithm, which includes frame partitioning, Fourier transform,
sub-band division, sub-band energy calculation and filtering,
and finally hashing the sub-band energy differences of each
signal frame into sub-fingerprints. The Philips audio finger-
print has good robustness to various signal distortions and
can maintain retrieval performance even when the audio sig-
nal is interfered with. Moreover, its granularity is relatively
short, about 3 seconds, which is the minimum length of the
audio clip required for retrieval. Among the many audio
fingerprint extraction algorithms, the Philips algorithm is
widely regarded as one of the most reliable content-based
fingerprint extraction algorithms after data analysis, but its
performance is not ideal in high-noise environments and
when the signal has relatively large linear speed changes.

Based on the Philips algorithm, existing research has
made improvements to varying degrees. For example, Yang
et al. [149] performed secondary sampling on the original
fingerprint, only retaining one-fourth of the original data,
reducing memory requirements and improving search speed,
while maintaining good robustness and reliability. Chu et al.
[150] introduced a peak-based sub-band energy calculation
method to improve the Philips fingerprint’s resistance to
pitch shifts, resulting in the Peak-based Philips Fingerprint
(PPF). Chen et al. [151] proposed an enhanced version of
the Philips fingerprint utilizing wavelet transform, which

significantly reduces audio retrieval time to just 1 second
while still maintaining a relatively high level of accuracy.
6.3. Shazam Audio Fingerprint Algorithm

Wang et al. [148] proposed the Shazam fingerprint
recognition, which is a spectral energy peak-based audio
fingerprint extraction algorithm. The Shazam fingerprint ex-
traction uses a sliding window to identify the spectral peaks
in the audio clip’s spectrogram and then combines the posi-
tions of the peaks in the frequency domain and time domain
to form the fingerprint. Shazam fingerprints are robust to
most attacks (including GSM distortion [152? ]), but are sen-
sitive to pitch shift attacks. However, the number and overall
data volume of the fingerprints generated by this algorithm
are relatively large. As the database size increases, its
retrieval performance significantly decreases. Many scholars
have made improvements based on the Shazam algorithm.
Kishor et al. [153] developed an efficient and robust audio
fingerprint recognition method for song detection, draw-
ing on the Shazam fingerprint algorithm. This approach
combines spectral and temporal features extracted from the
audio signal to create a compact and unique fingerprint
for each song, demonstrating strong resistance to noise,
foreground sounds, and audio compression. Sun et al. [154]
proposed a feature point pair selection scheme based on
dynamic regions, applying the Shazam algorithm to audio
retrieval and improving it to better suit movie audio retrieval.
Anguera et al. [155] combined the Philips and Shazam
methods and proposed an audio fingerprint called masked
audio spectral key points (MASK). This method constructs
the fingerprint calculation region centered on the spectral
peaks and calculates the audio fingerprint based on the
energy difference. This method has high robustness and
is suitable for various audio mixtures such as music and
speech. Gupta et al. [144] introduced an audio fingerprint
recognition method using two-stage feature extraction. This
method, derived from the Shazam algorithm, identifies the
strongest peaks in the Mel-spectrogram, making it highly
noise-resistant while reducing the audio representation from
3D to 2D by eliminating the amplitude factor.

7. Deep Hashing
In recent years, deep neural networks have achieved

widespread applications and breakthrough progress in fields
such as natural language processing and computer vision,
thanks to their powerful representational capacity. Com-
pared to traditional feature extraction methods, deep learning
models can automatically extract richer and more useful
features from raw data, without the need for manual design
of complex feature extraction pipelines. Therefore, more and
more researchers have turned their attention to deep hashing,
which uses deep learning to learn the hash feature repre-
sentation of data. By extending traditional hash functions
to DNNs, deep hashing implements the process of mapping
data to binary codes (hash codes).
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Table 7
Audio feature extraction techniques

Audio feature Brief description Methods

Time domain
features

Time domain graph shows the
signal variation w.r.t. time.

Zero crossing rate, modified zcr, amplitude-based features: amplitude descriptor,
attach delay sustain release, log attack time, shimmer; energy-based features:
short time energy, volume, temporal centroid; auto-correlation based features;
rhythm-based features: speech duration, articulation rate, phoneme duration,
pause ratio, beat histogram

Frequency
domain features

To analyze a signal’s frequency,
it can be transformed from the
time domain to the frequency
domain using Fourier transform
or autoregression analysis.

Auto-regression based features(e.g., LPC, CELP, LSF); peak Frequency;
STFT/time-frequency based: time-frequency matrix, sub-band energy ratio,
spectrum envelope, SPSF, GDF; envelope modulation spectrum (EMS) based;
long-term average spectrum (LTAS) based; chroma related features; tonality
based features(e.g., FF, pitch histogram, pitch profile, harmonicity); spectrum
shape based features(e.g., spectral centroid, spectral roll-off, spectral flatness)

The cepstral
domain

By applying the logarithm to
the signal spectrum and then
performing an inverse Fourier
transform, a result known as
the cepstrum is obtained.

MFCCs, linear prediction cepstral coefficients, perceptual linear prediction
(PLP) cepstral coefficients, relative-spectral PLP (RASTA-PLP) feature,
greenwood function cepstral coefficients (GFCCs), gammatone cepstral
coefficients (GTCCs)

Wavelet-based
features

Wavelet transform converts
time-domain audio signals to
time-frequency representation
by computing inner products
with wavelet family members.

DWT-based features, CWT-based features, wavelet transform-based features,
wavelet packet decomposition-based

Image-Based
Features

Convert the audio signal into a
spectrogram or spectrogram
and extract local features and
texture information from image.

Local binary patterns, local ternary patterns, histogram of gradients (HOG)
feature, SIFT

Deep features
Deep learning is powerful for
extracting high-level features
from low-level information.

CNN, DNNs, RNNs, deep stacked auto-encoder (SAE), unidirectional LSTM,
bi-directional long short-term memory (BLSTM)

7.1. Text
The earliest research on deep hashing in text comes from

the semantic hashing proposed by Hinton et al. [156] in
2009, the core idea of which is to map the vector based
on word frequency statistics to hash codes through deep
learning, using the obtained hash codes directly as the mem-
ory addresses of documents. Subsequently, Hinton et al.
[157] further proposed deep generative models , building
a four-layer neural network based on semantic hashing to
learn the hash function through training. In 2013, Masci et
al. [158] proposed a deep learning-based multimodal data
hashing, where the model first uses the bag-of-words model
to represent the text input, and then learns the text hash
features through a deep learning model. In 2015, Xu et al.
[159] proposed a new CNN-based text hashing framework
to address the poor performance of existing methods in
preserving semantic similarity, by combining keyword fea-
tures and implicit features to generate compact binary codes,
thereby better preserving semantic similarity. This method
performs excellently in short text similarity search and is
applicable to large-scale similarity search. In 2017, Zhang et
al. [160] introduced semantic cross-modal hashing (SCMH)
for approximate duplicate detection and cross-modal re-
trieval tasks. This approach utilizes continuous word rep-
resentations to capture semantic text similarity and em-
ploys a deep belief network (DBN) to establish correlations
across different modalities, effectively managing semantic-
level text similarity. Chaidaroon et al. [161] then proposed
three new deep document generation models, forming an
encoder-decoder DNN for text hashing. Later, Chaidaroon

et al. [162] proposed the neighborhood regression (NbrReg)
model, which uses additional neighborhood information for
generating hash codes. This method alleviates the problem
of insufficient labeled data by utilizing unsupervised ranking
to approximate the true text space. In 2020, Doan et al. [163]
introduced the denoising adversarial binary autoencoder
(DABA) for efficient implicit unsupervised text hashing,
thus directly learning the hash function from raw text data.
This model effectively captures the semantic and syntactic
dependencies of text documents, enabling it to encode a
structured representation within the learned hash functions.
In 2023, He et al. [164] proposed two robust text-based
semantic hashing methods: MASH and SMASH, aimed at
solving key problems in similar text search. These methods
generate compact and balanced hash codes using an encoder-
decoder framework and perform well in handling large-scale
datasets and noisy conditions.
7.2. Images

Although learning-based methods can generate high-
quality hash values, they are highly dependent on self-
training or deep training, leading to high computational time
costs, which limits their applicability in actual applications
requiring rapid detection and classification [36]. In addition,
these methods typically require a large amount of raw images
for training and still have shortcomings in resisting the
diversity of transformations. The following introduces the
use of several typical DNNs to realize deep hashing for
image authentication.
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Convolutional neural networks (CNNs)-based deep
image hashing. CNNs [165] reduce memory usage and
the number of parameters through convolutional structures,
alleviate overfitting problems, and improve feature extrac-
tion performance. CNNs are widely used in fields such
as object detection and image classification. CNN-based
image hashing schemes use the trained network model to
extract feature matrices, and then generate quantized hash
sequences for image authentication. In 2014, Xia et al. [166]
introduced convolutional neural network hashing (CNNH),
the first method to use CNNs for simultaneous feature and
hash function learning. It involves two stages: hash coding
and hash function learning. While pioneering in using deep
learning for perceptual hashing, this approach is not end-to-
end, as the combination of multiple encoders and decoders
is manually designed. In 2016, Liu et al. [167] developed
a CNN architecture that learns compact binary codes by
training on pairs of similar and dissimilar images, aiming to
output discrete values (e.g., +1/-1). In 2018, Jiang et al. [168]
proposed a perceptual image hashing scheme using deep
CNNs, training an AlexNet model to extract image feature
matrices. By 2020, Qin et al. [169] had introduced a multi-
constrained CNN-based perceptual image hashing scheme,
where the network learns feature extraction automatically to
generate the final hash sequence, focusing on image authen-
tication rather than countering malicious editing. In 2022,
Sun et al. [41] proposed a CNN-based perceptual image
hashing method using hash centers and classification, intro-
ducing center quantization to reduce the required training
images while balancing perceptual robustness and discrim-
inability for image copyright protection. Despite advance-
ments in enhancing perceptual robustness, new approaches
are still needed to address increasingly complex operations.
In 2023, Zhou et al. [170] generated two new architectures
called NASRes and NASCoNt, by designing a new dataset
containing complex content-preserving operations and opti-
mizing the ConvNeXt architecture using neural architecture
search (NAS), significantly improving the robustness and
discriminability of perceptual authentication hashing under
complex operations. Meng et al. [171] proposed an improved
perceptual hashing method based on machine learning for
digital rights management systems. By generating an image
set through image pre-processing, extracting image features
using a CNN, and computing perceptual hash values through
machine learning, this method can handle various image
transformations. Based on [171], a CNN-based image group
perceptual hashing scheme was proposed [172], which gen-
erates the same perceptual hash for all images in the group,
making content management in actual applications easier.
Compared to generating perceptual hashes separately for
each image in the group, this method reduces the compu-
tational cost of fine-tuning the CNN.

Convolutional autoencoder (CAE)-based deep image
hashing. The weight-sharing feature of CNNs makes them
more robust to overfitting, while the CAE [173] achieves
weight-sharing and two-dimensional spatial information
preservation through local connections and convolutional

operations. CAE integrates the strengths of both autoen-
coders and CNNs, enabling it to learn meaningful features
from unlabeled data (or images) and produce a concise, ef-
fective representation (short-length array) of the input data.
CAE-based image hashing schemes map the input image to
low-dimensional hash codes through the trained encoder and
then generate the image mapping through the decoder. By
comparing the hash code mapping of the reference image
and the received image, the tampered region in the image
can be accurately located. In 2020, Li et al. [26] first trained
a hierarchical denoising autoencoder (DAE)-based image
fingerprint computation network to gradually improve its
robustness to content-preserving distortions. In 2021, Paul
et al. [174] proposed an image hashing technique based on a
convolutional stacked denoising autoencoder (CSDAE) to
solve the problem of composite rotation-scale-translation
(RST) distortion and tampering in color images.

Generative adversarial networks (GANs)-based deep
image hashing. GANs [175] can generate clear and re-
alistic images without complex computations. GAN-based
image hashing schemes use real images and various im-
ages synthesized by the generative model to expand the
training samples, further improving the model’s general-
ization ability and learning compact binary hash values.
GANs mainly consist of two parts: the generator and the
discriminator. The generator, as a form of CAE, gener-
ates images by learning noisy inputs. The discriminator
is a CNN-based discriminant network that is responsible
for extracting data features to distinguish real images and
GAN-synthesized images. Through the adversarial training
between the two, the generator and discriminator compete
and progress together, ultimately reaching a balanced state,
thereby generating more realistic data for input. In 2018,
Yarlagadda et al. [176] introduced a GAN-based method
for detecting and localizing satellite image forgeries, which
also aids in feature representation learning of raw satellite
images. In 2019, Wang et al. [177] developed WeGAN, a
deep image hashing method that uses a weighted GAN to
generate hash codes, improving image retrieval performance
by leveraging the uncertain relationship between images and
labels. In 2019, Jin et al. [178] proposed a VAE-GAN-based
hashing framework that combines variational autoencoder
(VAE) and GANs to generate content-preserving images for
pairwise hashing learning, for fast image retrieval. In 2022,
Bin et al. [179] extracted key information about the per-
ceptual image content through a bidirectional GAN, thereby
improving the robustness and fragility of the perceptual hash
codes for the same image.
7.3. Videos

Neural network-based video fingerprinting methods [180,
181] initially focused mainly on single-faceted features, such
as spatial features or temporal features, but have gradually
shifted towards more holistic and comprehensive strategies
in recent years. In addition to 3D CNN-based methods [182]
that can simultaneously capture spatio-temporal integrated
features, some transitional schemes have also emerged,
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which combine traditional image processing tools (such as
SURF, TIRI, BoVW, etc.) with neural network methods.
Neural network-based video fingerprint recognition methods
rely on various types of neural networks, such as VGGNet
[183], AlexNet [184], and GoogleNet [185] for extracting
spatial features, and LSTM and RNN for extracting temporal
features. More and more research is starting to focus on the
combination of CNNs and other neural networks to extract
integrated spatial and temporal features, thereby improving
the accuracy and robustness of video fingerprint recognition.

CNN-based deep video hashing. Relying solely on
CNNs to extract spatial features leverages the powerful
visual capabilities of CNNs to capture the spatial charac-
teristics of video frames. However, this approach primarily
focuses on individual frames and tends to overlook the tem-
poral features of the video. Lou et al. [186] introduced the
nested invariant pooling (NIP) method to produce compact
and robust CNN descriptors by using three different pooling
operations to the output of the last convolutional layer of the
input video frame. Kordopatis-Zilos et al. [180] proposed
a layer-based CNN (CNN-L) feature aggregation scheme
that uses the bag-of-words model to extract and aggregate
histograms of intermediate CNN features. Zhang et al. [184]
employed the output of the 6th fully connected (FC6) layer
of the well-known AlexNet model as the key frame-level
representation and then used an exhaustive search-based
method to retrieve video copies from the database. Liu et
al. [187] used a CNN model to detect object regions within
video frames and generated binary fingerprints from these
regions for rapid copy detection. Li et al. [182] utilized a
3D-CNN model to directly extract features from the video
stream, converting the multi-class classification problem
into multiple binary classification tasks for copy detection.

Combination of spatial and temporal features More
and more research is focusing on the combination of CNNs
and other neural networks to extract integrated spatial and
temporal features. Li et al. [188] designed a capsule network
with a 3D/2D hybrid convolutional module, which directly
maps the raw data to a compact real-valued vector, with
a 32-dimensional fingerprint as the output. The method
proposed by Li et al. [181] is based on a quadruplet fully
connected CNN, with four 3D ResNet-50 networks for ex-
tracting spatio-temporal features at its core, realizing an
end-to-end mapping from the original video to binary code.
Nie et al. [189] proposed a classification-enhancement deep
hashing (CEDH) method. First, a CNN network is used to
extract semantic features. It then uses an LSTM network
to capture the temporal structure and relationships between
different video frames. Finally, it adopts a classification
module after the fully connected layer of the proposed LSTM
to enhance the supervisory information. Anuranji et al. [190]
proposed a joint network model of a supervised stacked het-
erogeneous convolutional multi-kernel (Stacked HetConv-
MK) - bidirectional long short-term memory (BiDLSTM)
network model, which effectively encodes the rich structural
and discriminative feature sequences in the video to estimate
compact binary codes. Hu et al. [191] proposed a new video

copy detection method based on spatio-temporal features,
combining CNN and RNN. First, they use a residual CNN
(ResNet) to extract frame-level content features, and then
use a SiameseLSTM architecture for spatio-temporal fusion
and sequence matching. Zhao et al. [192] proposed a robust
video content authentication fingerprinting scheme called
TASTNet, which has a 2D attention mechanism and uti-
lizes CNN and LSTM for spatio-temporal weighted fusion.
This can automatically extract key spatio-temporal features
from the input video and map them to the corresponding
fingerprint. Zhang et al. [193] proposed to combine the
R(2+1)D network and triplet network with shared weight
parameters, fully exploring the spatio-temporal information
of short videos and the correlation between videos, forming
an effective visual fingerprint.
7.4. Audio

Deep features have been widely used in various audio
signal processing fields such as acoustic scene classification,
speaker recognition, and audio-visual analysis since 2010.
DNNs can extract more complex and discriminative audio
features, thereby providing more accurate recognition capa-
bilities in complex audio environments (such as background
noise, mixing, audio clipping, etc.).

Báez-Suárez et al. [194] proposed a sequence-to-sequence
autoencoder model (SAMAF) for audio fingerprint recogni-
tion. The deep learning framework SAMAF solves the audio
recognition task through a sequence-to-sequence autoen-
coder model composed of two connected RNNs. Saravanos
et al. [195] introduced an audio fingerprinting scheme that
integrates sparse coding with deep learning techniques. This
approach creates a unique and concise representation of the
audio signal by applying a dictionary, which is learned using
the K-SVD algorithm on a song database. Chang et al. [196]
proposed a neural audio fingerprinting algorithm based on
contrastive learning, for robust and high-accuracy audio
retrieval. Zhang et al. [193] combined MASK and CRNN
to extract audio features and generate audio fingerprints.
The MASK method generates binary audio fingerprints by
transforming the audio signal to the time-frequency domain,
selecting the salient points of the spectrum, and encoding
the regional energy. CRNN extracts high-level semantic
features from audio using a combination of CNNs and
RNNs. Kamuni et al. [197] proposed an audio fingerprinting
algorithm that integrates AI to improve accuracy. This study
is based on the Dejavu project 1, focusing on simulating
real-world scenarios under various background noise and
distortion conditions. Signal processing is the core of the
Dejavu model, including fast Fourier transform (FFT), spec-
trogram, and peak extraction. The "constellation" concept
and fingerprint hashing technology enable unique song
recognition.

Deepsheka et al. [198] proposed a method based on
long short-term memory (LSTM) neural networks for cover
song detection. This method is robust to time changes,
key changes, and small local rhythmic deviations, and can

1https://github.com/worldveil/dejavu
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effectively solve the problems faced by traditional music
recognition systems due to different pitches and excessive
noise. Wu et al. [199] employed asymmetric contrastive
learning to generate binary hash fingerprints, resulting in
high recognition accuracy, rapid query speed, and minimal
storage requirements. This scheme not only achieves a high
top-1 hit rate on music and speech datasets but also offers
faster query times and reduced storage needs. Arunakumari
et al. [16] proposed using CNNs to process audio data to
discover its unique features. This method converts the audio
signal into a spectrogram and then extracts features robust
to noise and compression through convolutional and pooling
layers. Compared to other audio fingerprinting methods, this
CNN-based approach has better scalability and accuracy
when handling large-scale audio datasets and dealing with
various audio distortions.

8. Applications of Digital Fingerprints
8.1. Content Recognition and Retrieval

Perceptual hashing technology provides an effective
means for the fast and reliable identification of multimedia
content by generating short and robust digital fingerprints.
Its core is to accurately retrieve relevant content by mea-
suring the distance between the query fingerprint and the
fingerprints in the database. Fingerprints, as a compressed
representation of the original data, greatly reduce storage
requirements and bandwidth consumption, while improving
retrieval efficiency. Furthermore, the robustness of finger-
prints ensures accurate and reliable retrieval even when the
data is damaged or changed. This technology provides key
support for solving the management and indexing problems
of massive multimedia content.

(1) Image recognition and retrieval: The TinEye reverse
image search engine based on image fingerprints provides
image content identification services to help users find dif-
ferent versions of the same image or other visually similar
images [200]. In comparison, Google’s reverse image search
2 combines image content recognition and text-based search
technology. It can not only find other images visually similar
to the uploaded image, but also provide contextual informa-
tion such as the web page content, image title, and metadata
where the image is located.

(2) Music recognition and retrieval: Industrial systems
such as Music2Share [201], Shazam 3, Midomi 4, and Sno-
cap [202] provide mature fingerprint technologies for music
sharing, search, and automatic music recognition applica-
tions. In August 2002, Shazam Entertainment Ltd. in the
UK launched an audio recognition service based on digital
audio fingerprint technology [148]. In 2004, Gracenote in
the U.S. collaborated with Philips research to develop the
"Gracenote Mobile" 5 that combines digital audio fingerprint
matching and waveform fingerprint information database,
establishing an audio retrieval service platform. Amena in

2images.google.com
3https://www.shazam.com/
4https://www.midomi.com/
5https://gracenote.com/

Spain adopted Philips’ digital audio fingerprint technology
to launch the Musiwave audio recognition service [147].
Kuwo Technology Co., Ltd. in Beijing developed the "Kuwo
MP3 Companion" 6 audio recognition software and estab-
lished a digital audio fingerprint database, providing audio
recognition services for users over the Internet. Figure 3
illustrates the retrieval process of an audio system based on
fingerprinting.

Audio fingerprint database construction

Feature extraction

Audio fingerprint construction

Matching retrieval

Audio fingerprint index table construction

Feature extraction

Audio fingerprint construction

Query speech segment

Audio data output
Audio query

Audio fingerprint databaseOriginal speech

Figure 3: A fingerprint-based audio retrieval system.

8.2. Authentication
Digital images and digital videos were once considered

reliable, but with the widespread use of low-cost and user-
friendly image and video editing software such as Adobe
7 and Lightworks 8, even individuals without professional
skills can easily modify the content. If malicious attackers
tamper with users’ sensitive or private images, it may have
serious consequences. Therefore, in many practical appli-
cation scenarios, verifying the authenticity of images and
videos has become a critical issue [169]. To address this
challenge, previous studies have proposed various digital
watermarking methods for the authenticity verification of
images and videos over the past two decades, but the dis-
tortion caused by watermark embedding has limited their
application. In recent years, perceptual hashing technology
[33], as an emerging technology in the field of multime-
dia security, has gradually attracted widespread attention.
Perceptual hashing algorithms generate fingerprints that can
highly distinguish different content and are sensitive to mi-
nor modifications, providing an effective method for multi-
media content authentication. In the content authentication
process, the system extracts the fingerprint of the current
multimedia content and compares it with the original fin-
gerprint stored in the database. By calculating the similarity
between the two, it can effectively detect whether the content

6http://www.kuwo.cn
7https://www.adobe.com/
8https://lwks.com/
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has been tampered with or forged. Thus, perceptual hashing
technology achieves efficient content authenticity verifica-
tion without affecting the quality of multimedia, becoming
an important technological means in multimedia content
authentication.
8.3. Broadcast Monitoring

Broadcast monitoring is one of the earliest applications
of fingerprint identification [32], a method of tracking and
recording broadcast content, mainly for copyright fee col-
lection, program verification, and audience statistics. This
monitoring is passive, not modifying or interfering with the
broadcast content itself, but rather collecting and analyzing
the information of the broadcast content in real-time for
subsequent analysis and reporting. In a broadcast monitoring
system based on digital fingerprints, first, the system at
the monitoring site extracts the digital fingerprints of the
content from the locally received broadcast channels in real-
time; then, the central site is responsible for collecting the
extracted digital fingerprints from the various monitoring
sites; next, the fingerprint server receives and analyzes the
collected data, using the massive fingerprint information
stored in its database to identify and classify the received fin-
gerprints, and after comparison and analysis, the fingerprint
server can generate playlists for each broadcast channel,
providing accurate data support for copyright fee collection,
program verification, and audience statistics [118].
8.4. Multimedia Data Filtering

The internet is flooded with a large amount of con-
tent that is not appropriate to be publicly released and
disseminated, with this problematic content mainly involv-
ing privacy, pornography, violence, and violations of other
countries’ customs, ethnic traditions, and ethical standards.
To address this challenge, digital fingerprint technology has
been widely applied as an important regulatory tool that can
effectively distinguish and manage multimedia content.

In 2009, facing the detection of child sexual abuse ma-
terial (CSAM), Microsoft developed the perceptual image
hashing technology named PhotoDNA [42] and tested and
deployed it on Microsoft’s Bing search engine and the then-
called SkyDrive cloud service. The adoption of PhotoDNA
significantly increased the number of reports of missing and
exploited children. Subsequently, companies such as Meta,
X, and Google also deployed this technology. In August
2019, Meta open-sourced the digital fingerprint-based photo
or video matching algorithms (PDQ and TMK+PDQF)9
used to identify child sexual exploitation, terrorist propa-
ganda, and image violence. Currently, PhotoDNA and PDQ
are widely used, with reports indicating that over 70 com-
panies are using PhotoDNA, and many other companies are
using PDQ. In 2016, the Counter Extremism Project (CEP)
developed eGlyph [203], a perceptual hashing technology
for audio, images, and videos, to analyze and identify rele-
vant videos on YouTube for combating extremism. Through
eGlyph, 1,348 ISIS videos uploaded by 278 accounts with

9https://github.com/facebook/ThreatExchange/tree/main/tmk

a total of 163,391 views were discovered, revealing the
deficiencies in YouTube’s active review of terrorist con-
tent. In August 2021, Apple announced the development
of a technology called NeuralHash [204] to detect known
CSAM in images stored in Apple’s iCloud. Compared to
PhotoDNA, which performs image hashing and comparison
when an image is uploaded to the service, Apple’s Neural-
Hash executes the image hashing and comparison directly
on the device.
8.5. Content-based Copy Detection

Multimedia duplicate content detection [205] based on
digital fingerprints is mainly used to solve the problem
of piracy and manage large multimedia databases [114].
This type of technology generates compact signatures or
hash codes of digital media content, allowing accurate iden-
tification of suspected content matching the multimedia
files in the database without modifying the original con-
tent, thereby reliably detecting multimedia content duplica-
tion. Fingerprint-based anti-piracy search can prevent pirates
from claiming ownership by modifying images [47]. Pirates
may steal and publish images by compressing or geometri-
cally distorting them. The true content owner can use web
crawlers to calculate the hash values of webpage images and
match them with their images to identify pirates. Compared
to watermarking technology, digital fingerprint technology
can be used for already published media content and is more
effective in terms of distinctiveness and resistance to content
transformations.

In addition, digital fingerprint technology also demon-
strates strong capabilities in text plagiarism detection, help-
ing to protect the rights of content creators and prevent aca-
demic plagiarism. This technology performs excellently in
detecting local text reuse, reducing the search dimensions by
using a selected set of fingerprints, and improving detection
performance. This approach does not rely on the overall
word frequency of the document but identifies text reuse
based on the matching fingerprints. Some well-known text
plagiarism detection systems that apply this technology in-
clude stiff [57], COPS [63], KOALA [206], shingling [207],
MDR [208, 209], I-Match [210], and Winnowing [21]. In
1996, Heintze developed the web-based plagiarism detection
prototype KOALA using digital fingerprint technology and
released it online. In 2003, Schleimer et al. [21] developed
the online plagiarism detection service website MOSS using
the digital fingerprint-based Winnowing algorithm.
8.6. Data Deduplication

With the development of the internet, the surge in user-
generated content has led to the phenomenon of redun-
dancy in network data, especially on video storage platforms,
where videos in different encoding formats are seen as
unique at the system level, but are redundant in terms of
content [211]. Traditional byte-level deduplication methods
are ineffective in dealing with such situations, while content-
aware deduplication technology, by understanding the char-
acteristics and semantics of the data, not only detects byte-
level similarities but also analyzes higher-level similarities,
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such as file format and content meaning. This technology
is particularly suitable for multimedia file processing, ef-
fectively reducing storage space usage while maintaining
data integrity and availability, by identifying similarities and
retaining high-quality versions. The focus on identifying
and reducing redundancy in highly similar videos or images
based on visual content rather than binary data is increas-
ingly attracting attention from academia and industry [11].

In cloud storage services, digital fingerprint technology
allows clients to generate and upload fingerprints to the
server to check for data duplication, ensuring that unique
copies of the data are stored on the server. This method
significantly reduces storage costs and the space and mainte-
nance requirements associated with storing multiple copies
of the same multimedia content. In a network environment,
it is estimated that up to 40% of pages are duplicate content
of other pages. Digital fingerprint technologies such as Shin-
gling [207, 212], Rabin [62], and SimHash [55] have been
widely applied in search engines to efficiently perform web
page deduplication. This not only improves search speed and
saves storage space but also enhances search accuracy.
8.7. Client-Side Scanning

End-to-end encryption (E2EE) offers users robust tech-
nical protection, but it raises concerns among governments
and law enforcement agencies about the potential for unde-
tected sharing of illegal content. Client-side scanning (CSS)
[213] is proposed as a solution to this issue, using perceptual
hashing to detect known illegal content before it is shared,
thus preventing its spread while preserving encryption. CSS
operates by scanning the user’s device for illegal content,
typically before the content is encrypted and transmitted.
The goal of this technology is to identify copies of known
illegal images, whether exact duplicates or altered versions,
without exposing the database of illegal images [30]. In
perceptual hashing-based CSS, the algorithm deploys a per-
ceptual hashing function and a database of known illegal
image hashes on the user’s device. When a new image is
checked, it is hashed using the perceptual hashing algorithm,
and the resulting hash is compared against the database.
If a match is found, the image is flagged as illegal [214].
Perceptual hashing is widely used in client-side scanning and
has been adopted by several major tech companies.
8.8. Large Model-based Application

The recently emerged large language models (LLMs)
[215, 216] have demonstrated impressive language process-
ing capabilities, especially in tasks such as generation, sum-
marization, and question answering [217, 218, 219]. LLMs
based on architectures like Transformer [220] and Mixture-
of-Experts [221], leveraging large-scale pre-training and
parameter scaling, can efficiently process natural language
tasks and have been widely applied in various domains,
including specialized fields like medicine. The advantages of
LLMs lie not only in their powerful semantic understanding
and generation abilities but also in their adaptability to
diverse task requirements through fine-tuning and prompt
engineering, enabling efficient and accurate performance

across different application scenarios. The high development
cost and vulnerability to theft of LLMs make companies
highly protective of their intellectual property (IP). LLM-
based fingerprinting has emerged as an important means to
protect the IP of large-scale language models in recent years.
LLMs possess unique writing styles, and large model finger-
printing techniques capture these distinctive lexical and syn-
tactic features to identify and differentiate specific models
or model families [222]. While large model watermarking
and fingerprinting are often used interchangeably, the key
difference lies in that model watermarking embeds identi-
fiers in the generated content to trace the source, linking the
output to the model, while model fingerprinting analyzes the
model itself to determine if it is a variant of another model,
establishing model-to-model relationships[223].

Figure 4: Generation of LLMs fingerprints.

Jin et al. [224] proposed ProFLingo, a black-box finger-
printing approach for LLMs. ProFLingo identifies models
by generating queries and evaluating responses, particularly
suited for IP protection without modifying the models. Mc-
Govern et al. [222] found that LLMs have unique finger-
prints, manifested in subtle differences in the frequency of
certain lexical and morphosyntactic features in the gen-
erated text. Experiments showed that n-gram and part-of-
speech features can build effective classifiers to detect and
identify model-generated text, and these fingerprints exhibit
consistency within the same model family. Pasquini et al.
[225] introduced LLMma, a fingerprinting method for LLMs
that combines strategic questioning and machine learning
analysis to identify the specific LLM used in an application,
providing a lightweight and practical fingerprinting tool for
AI red teaming. Russinovich et al. [223] proposed a novel
fingerprinting technique called Chain & Hash for LLMs.
This method generates and chains multiple queries, and
uses cryptographic hashing to select the corresponding re-
sponses, providing adversarially robust and forgery-resistant
fingerprinting while maintaining model utility. An overview
of the Chain & Hash technique is shown in Figure 4. In
the era of large models, digital fingerprinting technology,
with its non-invasive and efficient nature, has shown great
application potential in model IP protection. As model scales
continue to grow, effectively verifying and protecting model
identity has become a critical issue. In the future, fingerprint-
ing techniques will play an important role in ensuring the
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healthy development of AI technology and the security of
the digital economy.

9. Challenges and Opportunities
9.1. Challenges

With the continuous development of UGC websites like
YouTube and AI-generated content, the volume of multime-
dia content is expected to continue growing. How to process,
store, and retrieve such a large amount of content without
affecting the user experience poses new challenges for digital
fingerprint algorithms. Figure 5 highlights the challenges
and opportunities in the field. The key challenges include,
but are not limited to, the following:

Figure 5: Challenges and opportunities.

1. Reducing computational cost: Existing fingerprint
extraction and matching algorithms have high computational
costs and long processing times when dealing with large-
scale multimedia content. Although deep learning-based
methods have achieved satisfactory results, they often face
unacceptable memory consumption and computational re-
quirements during the inference/training stage. To enable
real-time detection on large-scale data, perceptual hashing
algorithms need to strike a balance between computational
complexity and detection accuracy. Moreover, most main-
stream fingerprint algorithms are mainly designed for PC
application scenarios, while mobile devices have limited
computing and storage capabilities. How to efficiently run
on resource-constrained devices is a problem that needs to
be solved. To improve processing efficiency, the algorithms
need to be optimized and the computational complexity
reduced. For example, introducing more efficient feature
extraction methods and matching algorithms can signifi-
cantly reduce computational costs and achieve higher pro-
cessing speeds. This is particularly important for real-time
content processing, large-scale applications, and resource-
constrained device scenarios.

2. Reducing storage requirements: With the increasing
volume of multimedia content, the demand for storage space
is increasing rapidly. The hash codes generated by current
deep learning-based methods have not yet well achieved
the goal of reducing storage consumption, and there is still
an inevitable tradeoff between accuracy and storage [226].

To save resources, more compact and efficient fingerprint
representation methods need to be developed to reduce the
storage space of each fingerprint. For example, through com-
pression techniques or more efficient encoding methods, the
storage requirements can be significantly reduced without
significantly compromising the fingerprint’s discriminative
capability. This not only helps reduce storage costs but also
improves the overall system efficiency. In addition, data
deduplication technology is also an effective method, as
identifying and removing duplicate data can significantly
reduce storage requirements and bandwidth consumption.

3. Composite attacks [227]: Multimedia content may
face composite attacks or a combination of multiple attacks
in real-world applications. For example, applying a com-
bination of operations such as rotation, scaling, flipping,
blurring, and noise to an image. Most current fingerprint
technologies have good robustness against single-type at-
tacks, but their performance is often poor when facing com-
posite attacks. Composite attacks increase the difficulty of
detection by combining multiple distortion operations. For
example, the combination of rotation and scaling can change
the geometric shape of the image, while the combination of
blurring and noise can affect the details and texture of the
image. The combined use of these attack methods greatly
challenges the robustness of perceptual hashing algorithms.
Therefore, improving the algorithm’s robustness in com-
plex attack environments has become an important research
direction. Research has shown that by improving feature
extraction methods and adopting multiple verification mech-
anisms, the algorithm’s robustness to composite attacks can
be enhanced.

4. Adversarial attacks [228, 229]: Adversarial attacks
can make small and imperceptible modifications to the con-
tent, making it visually similar to the original content but
producing different hash values in the perceptual hashing
system, thereby evading detection [230] or interfering with
image search and analysis applications based on percep-
tual hashing [231]. Adversarial attacks use optimization
techniques to generate adversarial samples that effectively
bypass the detection of perceptual hashing systems, allowing
illegal content to avoid the monitoring of the detection sys-
tem and continue to spread, severely affecting the effective-
ness and reliability of the perceptual hashing system. This
highlights the vulnerability of these systems to adversarial
samples. Adversarial methods may also be exploited by
malicious actors to launch cyber attacks through perceptual
hashing. One strategy of adversarial machine learning is to
add carefully crafted noise to images, causing neural net-
works to fail to correctly identify image content. Malicious
actors can start from harmless images, and add noise, so that
the images are still harmless visually, but the machine’s per-
ceptual hashing will mark them as CSAM. If the malicious
images are placed on the target device, when the target tries
to share them, the device may be locked and the account
may not be recoverable [204]. Therefore, how to enhance
the algorithm’s robustness and develop effective defense
mechanisms has become an important research direction.
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5. Privacy leakage [30]: Digital fingerprints face mul-
tiple challenges in privacy protection. First, perceptual hash
functions extract content features and convert them into hash
values, which means that the hash values contain some con-
tent information, and hash inversion attacks allow attackers
to extract partial information of the original content or even
reconstruct partial content with the help of certain contextual
information, posing a serious threat to user privacy [232].
Some studies have already found ways to perform reverse en-
gineering. Second, many communication channels use end-
to-end encryption technology to protect user privacy, but
this encryption method hinders content scanning measures
on the network and server-side, making it impossible to
effectively detect illegal content. Therefore, some systems
deploy perceptual hashes on client devices to scan before
data encryption, which has raised widespread privacy con-
cerns and criticism. It is believed that client-side scanning
systems based on deep perceptual hashing algorithms may
have hidden malicious functions that could lead to privacy
leakage, large-scale surveillance, trust crises, legal and eth-
ical issues, and technological abuse [30]. Although some
research has proposed designing privacy-preserving percep-
tual hashing systems using cryptographic methods, these
methods still face computational complexity and efficiency
issues in practical applications. How to ensure the detection
effect while guaranteeing privacy remains a challenge.

6. Accuracy and robustness of algorithms: Perceptual
hashing algorithms need to maintain high accuracy and
robustness in different environments and usage scenarios.
For example, in image processing, common image editing
operations such as brightness, contrast, and color adjustment
can affect the consistency of hash values. How to improve the
algorithm’s robustness so that it can maintain consistency
when faced with various image processing operations is
an urgent problem to be solved. In addition, perceptual
hashing algorithms also need to maintain stability under
various environmental changes. Environmental factors such
as weather changes, lighting conditions, and camera angle
changes can all affect the hash values of images, so the al-
gorithm must maintain stability and consistency under these
environmental changes to ensure its reliability in practical
applications. Perceptual hashing algorithms need to perform
well in a single scenario and maintain consistency in various
application scenarios. For example, in video surveillance,
image search, and copyright protection, the algorithm needs
to have sufficient adaptability to handle different types of
image and video content. More and more images and videos
are using HDR formats, so perceptual hashing algorithms
need to adapt to HDR and SDR content and maintain con-
sistency between HDR and standard dynamic range (SDR)
content. Furthermore, in practical applications, images and
videos are often edited or cropped, so perceptual hashing
algorithms need to maintain high accuracy and robustness
under these operations, ensuring correct identification and
matching even when the content is partially modified, which
poses higher requirements on the feature extraction and
matching mechanism of the algorithm.

9.2. Opportunities
1. Deep digital fingerprints [168]: In recent years,

DNNs have shown excellent performance in multimedia
content feature representation. Although deep learning-
based methods take longer computation time, they can
provide high-quality hash results through more complex and
advanced feature extraction. Current methods do not fully
utilize the prior information between the original multimedia
content and the content after content-preserving operations
during the training process, which is crucial for discriminat-
ing content. To cope with the dynamic growth of data, deep
incremental hashing networks allow the hash function to be
adjusted according to the updates of the dataset, but there is
still a lot of work to be done in terms of accuracy and speed
when processing large-scale databases [226]. Cross-modal
hashing, by fusing data of different modalities (such as im-
ages and text), can improve the robustness and applicability
of the hash representation, better addressing the complex
multimodal data requirements. In terms of improving hash
function design, the introduction of technologies such as
GANs can further optimize the generation of hash functions,
improving the quality of hash codes and retrieval accuracy.

2. Fusion of multiple feature information: A signifi-
cant trend in current research is the development of more
robust perceptual hashing methods by integrating multiple
types of feature information. Traditional single-feature ex-
traction techniques often lack the robustness needed to with-
stand complex composite attacks. By combining various
feature sets (e.g., color, texture, shape features of images),
along with structural information from videos (including
shot number, shot switching frequency, switching meth-
ods, shot boundary frame positions, keyframe density, and
keyframe positions) [193], the resilience of fingerprinting
technology against such attacks can be significantly im-
proved.

3. Robustness and attack-resistance: In the future,
enhancing the robustness and attack-resistance of percep-
tual hashing algorithms will be one of the research focus
areas. More and more research is starting to introduce deep
learning into perceptual hashing algorithms to improve the
robustness of image transformations and attacks. For ex-
ample, new deep perceptual hashing algorithms can more
effectively handle complex changes and attacks in images.
These algorithms can not only cope with conventional image
transformations but also resist malicious attacks, ensuring
the reliability of the hash values. In addition, designing
new defense mechanisms to withstand black-box attacks
targeting perceptual hashing is also an important direction
for future research. By enhancing the defense capability
of the algorithm, its security and reliability in practical
applications can be ensured, better protecting user data.

4. Practicality: To enhance the practicality of perceptual
hashing technology, improvements must be made in real-
time processing, application performance, and generality.
Particularly in the rapidly developing field of real-time visual
tracking, these systems need to be able to process and
generate hashes in real-time to support key applications
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such as video surveillance and real-time data analysis. Real-
time processing capability is crucial for scenarios like video
surveillance and data analysis. Furthermore, as data volumes
continue to grow, perceptual hashing algorithms must run
efficiently on large-scale datasets, requiring not only strong
computational capabilities but also ensuring low resource
consumption to meet the needs of the big data era. To further
improve the practicality and wide application of perceptual
hashing algorithms, future research also needs to focus on
their generality, ensuring stable and efficient performance in
different databases and application scenarios.

5. Evaluation schemes of algorithm performance:
Currently, many perceptual hashing schemes have been
designed, but the corresponding fair and unified hashing
scheme evaluation methods still need further improvement.
Quantitative evaluation through improved unified perfor-
mance evaluation methods can not only verify the practi-
cality and reliability of hashing schemes, but also provide
a unified evaluation standard and tools to facilitate compar-
ative analysis and optimization of algorithm performance
[46]. A comprehensive evaluation of hashing schemes from
multiple perspectives can help optimize the parameter set-
tings of perceptual hashing algorithms, further improving
their performance and adaptability in different application
scenarios to meet the needs of various complex applications.

6. Emerging application scenarios: The potential of
perceptual hashing technology in emerging application fields
should not be overlooked. The current applications of digital
fingerprint technology are mainly limited to authentication,
tampering detection, and retrieval. However, this technology
has many unexplored application areas, such as shot bound-
ary detection, model copy detection, visual tracking, and
biometric system security issues [233]. Biometric recogni-
tion systems are increasingly widely used in access control,
identity authentication, and financial transactions. Due to the
sensitive nature of biometric data and the emergence of so-
phisticated attack techniques, these systems face significant
security challenges. Digital fingerprint technology, by gen-
erating compact and robust biometric image representations
[234], can facilitate the secure storage, transmission, and
comparison of biometric information, and can be applied in
mobile devices, monitoring systems, automated fingerprint
identification systems, and secure access control systems.

7. Model copy detection [235]: Pre-trained models have
become core assets in research and applications, and pro-
tecting their intellectual property is crucial. Although tradi-
tional AI model watermarking techniques have made some
progress in verifying ownership, efficiently detecting copied
models in large-scale model libraries still faces huge chal-
lenges. There are several perceptual hashing-based DNN
copy detection methods [236, 237]. [236] converts model
weight features into fixed-length binary hash codes as the
unique "fingerprints" of the model, and compares hash sim-
ilarities to quickly retrieve potential copied models. This

approach improves detection efficiency and effectively pro-
tects intellectual property while maintaining model perfor-
mance. The future development directions of digital finger-
print technology for model copy detection include cross-
task model copy detection and applications of large-scale
model libraries. Existing algorithms mainly target classifi-
cation tasks, and future work should expand to domains like
object detection and semantic segmentation, and develop
generic copy detection solutions. Meanwhile, optimizing
the efficiency of hash algorithms to adapt to the needs of
larger model libraries can provide a more comprehensive and
efficient solution for protecting the intellectual property of
deep learning models.

8. Expansion of application objects: In addition to tra-
ditional image and video authentication, digital fingerprint
technology can also be applied to neural networks [236]
and 3D models. For example, digital fingerprints can be
used to protect the intellectual property of neural network
models, which is particularly important in the context of
the rapid development of deep learning technology. Fur-
thermore, with the development of industrial metaverse and
3D printing technology, 3D models have been increasingly
widely applied in various industries. However, the problem
of 3D model intellectual property theft is also becoming
increasingly serious. 3D perceptual hashing technology cap-
tures the geometric features of 3D models through multiple
sphere slices, projecting these features onto a clustering dis-
tance to generate a compact and tamper-resistant fingerprint
[238]. These fingerprints can effectively detect tampering
and forgery, thereby ensuring the intellectual property pro-
tection of 3D models in open ecosystems.

10. Conclusion
In this paper, we have systematically reviewed the devel-

opment history, main algorithms, and applications of digital
fingerprint technology in multimedia data management and
copyright protection, exploring its key role in the modern
information society. First, we introduce the basic concepts
and development background of digital fingerprints, em-
phasizing their potential to address information floods and
ensure content authenticity. With the advancement of tech-
nology, digital fingerprints, by forming a unique identifier
for multimedia content, provide an effective means to au-
thenticate and manage digital content, solving the problems
of copyright protection and data management. We then
analyze in-depth the digital fingerprint algorithms for several
major multimedia types, including text, images, videos, and
audio, and explore the application of neural networks in
digital fingerprint extraction algorithms. Different feature
extraction algorithms have their advantages and disadvan-
tages in terms of accuracy, robustness, and computational ef-
ficiency. In practical applications, the choice of algorithms is
determined by the scenario and requirements. Furthermore,
we discuss the advanced practical applications of digital
fingerprints in detail from different perspectives, especially
large model-based applications. Finally, we highlight the
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main challenges and future research directions of digital
fingerprints in the future. The main challenges currently in-
clude many issues such as attack resistance, robustness, and
computational efficiency. In summary, digital fingerprints
provide a viable path for data management and copyright
protection in the modern information society. With the con-
tinuous progress of technology, we believe that digital finger-
prints will play an increasingly important role in multimedia
content management, contributing to the establishment of a
more secure and trustworthy digital environment.

References
[1] W. Gan, Z. Ye, S. Wan, P. S. Yu, Web 3.0: The future of Internet,

in: Companion Proceedings of the ACM Web Conference, 2023, pp.
1266–1275.

[2] J. Wu, W. Gan, Z. Chen, S. Wan, P. S. Yu, Multimodal large language
models: A survey, in: IEEE International Conference on Big Data,
IEEE, 2023, pp. 2247–2256.

[3] J. Li, S.-F. Chang, M. Lesk, R. Lienhart, J. Luo, A. W. Smeul-
ders, New challenges in multimedia research for the increasingly
connected and fast-growing digital society, in: The International
Workshop on Multimedia Information Retrieval, 2007, pp. 3–10.

[4] J. Sun, W. Gan, H.-C. Chao, P. S. Yu, W. Ding, Internet of behaviors:
A survey, IEEE Internet of Things Journal 10 (2023) 11117–11134.

[5] N. Anantrasirichai, D. Bull, Artificial intelligence in the creative
industries: a review, Artificial Intelligence Review 55 (2022) 589–
656.

[6] N. Borkar, S. Patre, R. S. Khalsa, R. Kawale, P. Chakurkar, Music
plagiarism detection using audio fingerprinting and segment match-
ing, in: Smart Technologies, Communication and Robotics, IEEE,
2021, pp. 1–4.

[7] W. Chen, Y. Liu, W. Wang, E. M. Bakker, T. Georgiou, P. Fieguth,
L. Liu, M. S. Lew, Deep learning for instance retrieval: A survey,
IEEE Transactions on Pattern Analysis and Machine Intelligence 45
(2022) 7270–7292.

[8] E. Yildizer, A. M. Balci, M. Hassan, R. Alhajj, Efficient content-
based image retrieval using multiple support vector machines en-
semble, Expert Systems with Applications 39 (2012) 2385–2396.

[9] X.-Y. Wang, H.-Y. Yang, D.-M. Li, A new content-based image
retrieval technique using color and texture information, Computers
and Electrical Engineering 39 (2013) 746–761.

[10] Y. Zhang, H. Su, M. Yang, D. Zheng, F. Ren, Q. Zhao, Secure
deduplication based on rabin fingerprinting over wireless sensing
data in cloud computing, Security and Communication Networks
2018 (2018) 9081814.

[11] W. Xia, H. Jiang, D. Feng, F. Douglis, P. Shilane, Y. Hua, M. Fu,
Y. Zhang, Y. Zhou, A comprehensive study of the past, present, and
future of data deduplication, Proceedings of the IEEE 104 (2016)
1681–1710.

[12] G. Bello-Orgaz, J. J. Jung, D. Camacho, Social big data: Recent
achievements and new challenges, Information Fusion 28 (2016)
45–59.

[13] J. Wu, W. Gan, Z. Chen, S. Wan, H. Lin, AI-generated content
(AIGC): A survey, arXiv preprint arXiv:2304.06632 (2023).

[14] S. Subramanya, B. K. Yi, Digital rights management, IEEE
Potentials 25 (2006) 31–34.

[15] J. Lu, Video fingerprinting for copy identification: from research to
industry applications, Media Forensics and Security 7254 (2009)
725402.

[16] B. Arunakumari, R. Shashidhar, B. Sahana, G. Jagadamba, A. Man-
junath, M. Roopa, Fingerprint definition for song recognition using
machine learning algorithm, in: International Conference on Smart
Systems for Applications in Electrical Sciences, IEEE, 2023, pp. 1–
6.

[17] E. Becker, Digital rights management: technological, economic, le-
gal and political aspects, volume 2770, Springer Science & Business
Media, 2003.

[18] A. Irtaza, M. A. Jaffar, E. Aleisa, T.-S. Choi, Embedding neural
networks for semantic association in content based image retrieval,
Multimedia Tools and Applications 72 (2014) 1911–1931.

[19] C. B. Akgül, D. L. Rubin, S. Napel, C. F. Beaulieu, H. Greenspan,
B. Acar, Content-based image retrieval in radiology: current status
and future directions, Journal of Digital Imaging 24 (2011) 208–222.

[20] S. Chaudhari, R. Aparna, A. Anchalia, A. M. Somayaji, A. S. Kumar,
Hash overhead analysis for gop-level video deduplication in cloud
storage environment, in: International Conference on Smart Systems
for Applications in Electrical Sciences, IEEE, 2024, pp. 1–6.

[21] S. Schleimer, D. S. Wilkerson, A. Aiken, Winnowing: local algo-
rithms for document fingerprinting, in: ACM SIGMOD Interna-
tional Conference on Management of Data, 2003, pp. 76–85.

[22] U. Rashid, S. Naseer, A. R. Khan, M. A. Khan, G. Ali, N. Ahmad,
Y. Javed, Sampling fingerprints from multimedia content resource
clusters, IEEE Access (2023).

[23] M. R. R. Ansori, R. N. Alief, I. S. Igboanusi, J. M. Lee, D.-S.
Kim, et al., HADES: Hash-based audio copy detection system
for copyright protection in decentralized music sharing, IEEE
Transactions on Network and Service Management 20 (2023) 2845–
2853.

[24] P. Samanta, S. Jain, Analysis of perceptual hashing algorithms
in image manipulation detection, Procedia Computer Science 185
(2021) 203–212.

[25] P. H. Winston, Artificial intelligence, Addison-Wesley Longman
Publishing Co., Inc., 1984.

[26] Y. Li, D. Wang, L. Tang, Robust and secure image fingerprinting
learned by neural network, IEEE Transactions on Circuits and
Systems for Video Technology 30 (2019) 362–375.

[27] M. M. Esmaeili, M. Fatourechi, R. K. Ward, A robust and fast video
copy detection system using content-based fingerprinting, IEEE
Transactions on Information Forensics and Security 6 (2010) 213–
226.

[28] W. Gan, J. C.-W. Lin, H. C. Chao, S. L. Wang, P. S. Yu, Privacy pre-
serving utility mining: a survey, in: IEEE International Conference
on Big Data, IEEE, 2018, pp. 2617–2626.

[29] J. Li, W. Gan, Y. Gui, Y. Wu, P. S. Yu, Frequent itemset mining
with local differential privacy, in: The 31st ACM International
Conference on Information and Knowledge Management, 2022, pp.
1146–1155.

[30] S. Jain, A.-M. Creţu, A. Cully, Y.-A. de Montjoye, Deep perceptual
hashing algorithms with hidden dual purpose: when client-side
scanning does facial recognition, in: IEEE Symposium on Security
and Privacy, IEEE, 2023, pp. 234–252.

[31] A. L. Varna, S. He, A. Swaminathan, M. Wu, Fingerprinting
compressed multimedia signals, IEEE Transactions on Information
Forensics and Security 4 (2009) 330–345.

[32] J. Herre, Content based identification (fingerprinting), in: Digital
Rights Management: Technological, Economic, Legal and Political
Aspects, Springer, 2003, pp. 93–100.

[33] H. Farid, An overview of perceptual hashing, Journal of Online
Trust and Safety 1 (2021).
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