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Abstract

Information spreads faster through social media
platforms than traditional media, thus becom-
ing an ideal medium to spread misinformation.
Meanwhile, automated accounts, known as so-
cial bots, contribute more to the misinforma-
tion dissemination. In this paper, we explore
the interplay between social bots and misin-
formation on the Sina Weibo platform. We
propose a comprehensive and large-scale mis-
information dataset, containing 11,393 misin-
formation and 16,416 unbiased real informa-
tion with multiple modality information, with
952,955 related users. We propose a scalable
weak-surprised method to annotate social bots,
obtaining 68,040 social bots and 411,635 gen-
uine accounts. To the best of our knowledge,
this dataset is the largest dataset containing mis-
information and social bots. We conduct com-
prehensive experiments and analysis on this
dataset. Results show that social bots play a
central role in misinformation dissemination,
participating in news discussions to amplify
echo chambers, manipulate public sentiment,
and reverse public stances.

1 Introduction

Since the rise of social media, as of April 2024,
there were 5.07 billion social media users around
the world1. Social media platforms, like X (Twit-
ter) and Weibo, have become major information
sources, where the information spread speed is
much faster than traditional media. Due to the
nature of such platforms, there have been attempts
to disseminate misinformation, which could under-
mine public trust (Scheufele and Krause, 2019),
polarize society (Choi et al., 2020; Azzimonti and
Fernandes, 2023), influence public opinion (Mad-
dock et al., 2015), and impact the economy (Zhou
et al., 2024). Meanwhile, besides attracting gen-
uine users, the straightforward operation of social

1https://datareportal.com/social-media-users
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Figure 1: An example of social bots amplifying misin-
formation spread. Bots would publish similar content to
expand news spread and manipulate public emotion and
stance, increasing its harmfulness.

media also makes it an ideal breeding ground for
fully automatic programs. Such programs, also
known as social bots, could help publish various
news and provide emergency help. While social
bots can be considered a mere technological in-
strument, their malicious misuse could seriously
compromise online safety. They are proven behind
many online perils, including election interference
(Howard et al., 2016; Rossi et al., 2020; Ng et al.,
2022), extremism spread (Ferrara et al., 2016), and
hate speech propaganda (Stella et al., 2019). So-
cial bots are natural message amplifiers (Caldarelli
et al., 2020), increasing the risk of spreading mis-
information (Huang et al., 2022). Namely, mis-
information and social bots are two major factors
endangering online security, and they would work
together to amplify their impact as Figure 1 shows.

Researchers do their best to fight the never-
ending plague of misinformation and malicious
social bots. Misinformation detectors focus on
news content such as text (Hartl and Kruschwitz,
2022), images (Liu et al., 2023a), or videos (Qi
et al., 2023) as well as external information such as
comments (Yang et al., 2023a), news environment
(Sheng et al., 2022), or related evidence (Grover
et al., 2022). Social bot detectors employ feature
engineering (Yang et al., 2022), NLP techniques
(Lei et al., 2023), and graph neural networks (Zhou
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et al., 2023) to detect evolving social bots. Mean-
while, researchers also explore how different types
of content (Nan et al., 2021), propagation patterns
(Vosoughi et al., 2018), or temporal characteris-
tics (Shin et al., 2018) influence misinformation
spread. From a social bot perspective, bot com-
munities (Tan et al., 2023b), how bots influence
political propaganda (Caldarelli et al., 2020), and
bots’ repost behaviors (Elmas et al., 2022) have
been investigated. While these researches have
provided valuable insights into investigating misin-
formation and social bots, relatively little attention
has been paid to the interplay between them.

In this paper, we aim to bridge the gap of existing
works, investigating the interplay between misin-
formation and social bots. We characterize and
provide empirical evidence of the determinants of
social bots participating in misinformation propaga-
tion, analyzing the difference between fake and real
information based on a novel large-scale dataset.
Our study makes three main contributions:

• We propose a comprehensive and large-scale
dataset on the Sina Weibo platform, and to
the best of our knowledge, it is the largest
dataset simultaneously containing misinfor-
mation with multiple modalities and social
bot annotations. This dataset includes 11,393
misinformation and 16,416 unbiased real in-
formation, where each instance contains mul-
tiple modalities including article content, com-
ments, repost messages, images, and videos.
From a user perspective, this dataset includes
952,955 users participating in the news discus-
sion, covering 68,040 annotated social bots
and 411,635 genuine accounts.

• We propose a scalable weak-surprised frame-
work to annotate accounts in our dataset. We
collect 48,536 active accounts and recruit 300
annotators to conduct crowd-sourced annota-
tion. We then train bot detectors as multiple
experts on the active accounts. We finally
adopt a mixture-of-expert to obtain a well-
calibrated automated annotator.

• We further conduct comprehensive experi-
ments and analysis. The results illustrate
that user interactions improve detection per-
formance. However, the actions of social bots
would enhance misinformation harmfulness
by expanding news spread, amplifying echo

chambers, manipulating public sentiment, and
reversing public stances.

2 Data Collection

This paper focuses on news articles and related
users from the Sina Weibo platform. Our collec-
tion process consists of four steps: (i) Data Struc-
ture, which defines the dataset structure; (ii) Fake
News Collection, which collects fake news and re-
lated data from the Weibo platform; (iii) Unbiased
Real News Collection, which alleviates the entity
biases; and (iv) Weak Supervision User Annota-
tion, which automatically annotates accounts.

Data Structure We collect a large-scale multi-
modality dataset from the Weibo platform, where
the main language is Chinese. This dataset contains
social bots and misinformation labels, contributing
to the study of bots in misinformation spread. We
define that if a user reposts, likes, or comments on
a news article, it participates in the news spread.

Formally, an online news instance is represented
as A = {s, I, V,Grepost,Gcomment,U , y}, where s
denotes the news content, I = {Ii} denotes the
corresponding image set, V = {Vi} denotes the
video set, Grepost and Gcomment denote the comment
and repost graph respectively, U = {ui} denotes
the set of users who participate in the news dis-
semination, and y ∈ {0, 1} denotes whether this
news is fake. The graph G = {V, E , T } is a dy-
namic text-attributed graph where nodes V denotes
a comment or repost text, E denotes the relations,
and T : V → R denotes the timestamp of each
node. Each node in G contains a user u ∈ U who
publishes this text. For each user u, we collect its
published texts {ti} in the timeline and metadata
p such as follower count. We do not collect the
neighbor information of users because we focus on
news spread instead of user communities.

Fake News Collection We collect misinforma-
tion from Weibo ranging from April 2018 to April
2024. We collect news articles judged as misinfor-
mation officially by its management center2. Be-
sides, we collect judgment information, which pro-
vides evidence and helps to combat misinformation.
We collect a total of 11,393 misinformation.

Unbiased Real News Collection Existing mis-
information datasets generally suffer from poten-
tial data bias (Chen et al., 2023), especially entity

2https://service.account.weibo.com/
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biases (Zhu et al., 2022), which would influence
models’ generalization ability to unseen data. We
design an entity debiasing method to mitigate en-
tity biases. We first employ a keyphrase extractor
(Liang et al., 2021) to obtain key entities from each
misinformation. We then count the frequency of
each entity and remove entities with a frequency
less than 10 and a length of 1, obtaining 1,961 enti-
ties. To ensure the authenticity and diversity of real
information, we collect real information from two
sources: (i) verified news media, and (ii) trends
on the platform, obtaining 8,317 and 8,099 real
information respectively.

Weak Supervision User Annotation Manual an-
notation or crowd-sourcing is labor-intensive and,
thus not feasible with our large-scale dataset. Mean-
while, to ensure the scalability of the dataset, we
propose a weak supervision learning strategy, en-
abling annotating accounts automatically.

We first collected 99,774 accounts on Weibo and
filtered out 48,536 active accounts, ensuring each
active account contains no less than 5 posts with
a length of no less than 5 characters. We then
assign each account to 3 annotators to identify if
it is a bot. Each annotator is familiar with Weibo
and social bots and is responsible for annotating
1,000 accounts. Following Feng et al. (2021b),
we set 20 standard accounts where the annotations
are clear to evaluate an annotator’s performance.
Annotations from an annotator who is more than
80% correct on standard accounts are adopted.

We then create an 8:2 split for this annotated
dataset as training and evaluating sets for pseudo-
label generation. We employ encoder-based lan-
guage models such as BERT (Devlin et al., 2019)
and DeBERTa (He et al., 2021) to encode user-
published text and MLPs to encode metadata, ob-
taining several experts. We then select experts with
ideal performance for an ensemble to get the final
prediction. We present the details in appendix A.

A conventional method to obtain the final anno-
tated labels is to employ majority voting or train
an MLP classifier on the evaluation set (Bach et al.,
2017; Feng et al., 2022). Since the likelihood from
classifiers may not accurately reflect true probabili-
ties (Guo et al., 2017), also known as miscalibrated,
we calibrate the likelihoods before the ensemble.
We employ temperature scaling and select the best
temperature on the validation set. We finally av-
erage the calibrated likelihoods to obtain the final
annotations, ensuring annotation quality.
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Figure 2: Overview of the baseline, which employs mul-
tiple modality encoders to encode variance modalities
and employs an MLP layer to identify misinformation.

3 Experiment Settings

Baselines We propose a vanilla model as Figure
2 illustrates to evaluate which information is help-
ful for misinformation detection. This model first
employs various feature extractors to extract multi-
modality information: (i) Content, we employ pre-
trained BERT to encode content; (ii) Comment,
following Yang et al. (2023a), we consider each
comment and corresponding replies as a graph and
employ BERT and GCN (Kipf and Welling, 2017)
to encode it; (iii) Repost, similar to comment, we
employ BERT and GCN to encode each repost
graph; (iv) Image, we employ pre-trained swin
transformer (Liu et al., 2022) to extract static image
features; (v) Video, we adopt pre-trained Vidoe-
MAE (Tong et al., 2022) to obtain video features.
We then concatenate the multi-modality features
to obtain news representation h. Given a news in-
stance A and corresponding label y, we calculate
the probability of y being the correct prediction as
p(y | A) ∝ exp(MLP(h)), where MLP(·) denote
an MLP classifier. We optimize this model using
the cross-entropy loss and predict the most plausi-
ble label as argmaxy p(y | A). We further design
various variants, removing certain components to
explore which ones are essential for detection. We
first remove each component except Content. Then
we design (i) w/o Interaction removing Comment
and Repost; (ii) w/o Vison removing Image and
Video; and (iii) w/o extra only containing Content.

Dataset Split We split the dataset according to
the topics to avoid data leakage. We conduct ten-
fold cross-validation to obtain a more robust con-
clusion. We present details in appendix B.

4 Dataset Analysis

We present the accuracy, f1-score, precision, and
recall, of the baseline and variants in Table 2.

3



Dataset Modalities Statistics

Content Comment Repost Image Video User News Image Video User Bots Human

Datasets for misinformation detection.
(Shu et al., 2020)⋆ ✓ ✓ ✓ ✓ ✓ 23,196 19,200 0 2,063,442 0 0
(Nan et al., 2021)⋆ ✓ 9,128 0 0 0 0 0
(Li et al., 2022) ✓ 700 0 700 0 0 0
(Qi et al., 2023)⋆ ✓ ✓ ✓ 3,654 0 3,654 3,654 0 0
(Hu et al., 2023) ✓ ✓ ✓ ✓ 14,700 14,700 0 0 0 0
(Li et al., 2024b)⋆ ✓ ✓ ✓ ✓ 23,789 10,178 0 803,779 0 0

Datasets for social bot detection.
(Feng et al., 2021b) ✓ 0 0 0 229,580 6,589 5,237
(Feng et al., 2022) ✓ ✓ ✓ 0 0 0 1,000,000 139,943 860,057
(Shi et al., 2023)⋆ ✓ ✓ ✓ 0 0 0 410,199 2,748 7,451

Datasets for the interplay between misinformation and social bots.
Ours ✓ ✓ ✓ ✓ ✓ ✓ 27,809 61,714 7,328 952,955 68,040 411,635

Table 1: Summary of our dataset and recent datasets for misinformation and social bots. We first check each
dataset’s modality and then report the related statistics. The ⋆ denotes that the publisher does not provide the original
data in the corresponding paper. Our dataset is the largest and the only one with misinformation and social bot
annotations, containing 27,809 instances.

Models Accuracy F1-score Precision Recall

Vanilla 94.7±0.7 91.4±1.4 93.7±1.7 89.4±3.2

w/o Comment 93.0⋆±0.9
1.8%↓

89.3⋆±1.5
2.4%↓

86.8⋆±3.0
7.4%↓

92.0⋆±2.4
2.9%↑

w/o Repost 90.7⋆±0.8
4.3%↓

86.6⋆±0.7
5.3%↓

80.0⋆±2.1
14.6%↓

94.5⋆±1.8
5.6%↑

w/o Image 92.6⋆±0.7
2.2%↓

88.8⋆±1.1
2.9%↓

85.7⋆±2.2
8.5%↓

92.3⋆±2.9
3.2%↑

w/o Video 94.5†±0.6
0.2%↓

91.1†±1.4
0.4%↓

94.2†±1.3
0.6%↑

88.2⋆±3.2
1.4%↓

w/o Interaction 83.7⋆±2.3
11.6%↓

79.0⋆±2.3
13.6%↓

67.1⋆±3.4
28.4%↓

96.4⋆±1.2
7.8%↑

w/o Vision 93.0⋆±0.7
1.8%↓

89.3⋆±1.2
2.4%↓

87.1⋆±1.9
7.0%↓

91.7⋆±2.9
2.5%↑

w/o Extra 74.7⋆±4.0
21.2%↓

71.1⋆±3.2
22.2%↓

56.0⋆±3.9
40.2%↓

97.7⋆±1.0
9.2%↑

Table 2: Performance of baseline and variants. We
report the mean and standard deviation of ten-fold cross-
validation. We also report the performance changes and
conduct the paired t-test with vanilla, where ⋆ denotes
the p-value is less than 0.0005 and † denotes otherwise.

A straightforward baseline could achieve ideal
detection performance, with multi-modalities
contributing significantly. The Vanilla model,
including all modalities, achieves the best perfor-
mance, where the f1-score reaches 91.4%. The
ideal performance proves its ability to verify misin-
formation, and the high precision ensures the cred-
ibility of found misinformation. Vanilla without
extra modalities suffers a significant performance
decline, with an accuracy drop of 21.2%. It is more
radical, often identifying information as misinfor-
mation and achieving high recall.

News reactions enhance the model’s information
verification capability. Vanilla without interac-
tion drops to 79.0% on f1-score, illustrating the

effectiveness of news reaction including comments
and reposts. We speculate that news interactions
could provide extra evidence and signals (Grover
et al., 2022) to verify the information. Meanwhile,
reposts provide more evidence than comments. We
assume it is related to the algorithm of social plat-
forms, where reposted messages could be spread
more widely. Thus users tend to publish verified
information when reposting.

Vision modalities only slightly improve identi-
fying misinformation. Vanilla w/o Vision only
drops 2.4% on f1-score, where image and video
information could not provide valuable evidence.
Meanwhile, video information contributes the least,
with the p-value of the t-test on accuracy being
0.07, which is not considered statistically signifi-
cant. The text modalities dominate misinformation
detection. We speculate that (i) annotators also
consider text information when judging misinfor-
mation, introducing biases; and (ii) the pre-trained
vision encoders struggle to capture signals related
to identifying misinformation.

Our dataset is the largest with multi-modality
information content and annotated social bots.
We compare our dataset with the recent datasets for
misinformation and social bots, illustrated in Table
1. Our dataset contains the most complete modality
information and the richest visual modality data.
Meanwhile, our dataset is the only misinformation
dataset containing social bot annotations.

The multi-modality content of fake news is dis-
parate from that of real news. We first check

4
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Figure 3: Comparison of category and sentiment distri-
bution of images in the news. Fake news contains more
screenshots and displays more intense sentiment.

the categories of the images in news articles and
divide them into (i) Person; (ii) Emoji Pack; (iii)
Landscape; and (iv) Screenshot. We then inves-
tigate the sentiment, including neutral and non-
neutral (angry, surprised, fearful, sad, and happy),
of “Person” and “Emoji Pack”, where “Person” is
realistic and “Emoji Pack” is virtual. We employ
pre-trained CLIP (Radford et al., 2021) to obtain
the category and sentiment in zero-shot format. Fig-
ure 3 presents the distribution of images in fake and
real news. Images in real news tend to focus on peo-
ple, while fake news prefers to publish screenshots.
Regarding sentiment, most of the images related to
people in both real and fake news are non-neutral,
proving that news publishers tend to employ ap-
pealing pictures. For virtual images, emoji packs
in real news are predominantly neutral, with a small
partial being non-neutral. Although the majority of
emoji packs in fake news are still neutral, signifi-
cantly less than those in real news. Furthermore,
we analyze the correlation between the sentiment of
images and text content, where 78.2% of real news
contains images with the same sentiment as the text
while only 34.1% of fake news does. The text and
images of real news present higher consistency in
sentiment than fake news.

To explore the differences in multi-modal con-
tent consistency between real and fake news, we
employ three metrics: (i) Text, the average BERT
similarity with all other texts, where the higher
value means the text is more consistent with the
global text; (ii) Similarity, the similarity of text
and image in an instance using CLIP to encode,
where the higher value means better consistency;
(iii) Image, similar to Text, using Vit (Dosovitskiy
et al., 2020) to encode images. Figure 4 visualizes
the joint distribution of these metrics. For Text, real
news illustrates higher textual content consistency,
where the majority lies at 0.6, while misinforma-
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y
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Figure 4: The joint distributions of the content consis-
tency metrics for misinformation and real information.
Misinformation and real news illustrate different distri-
butions in Text and Similarity, but similar in Image.
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Figure 5: Visualization of fake news articles within the
top 10 topics. Each dot corresponds to an article colored
according to its topic. The topic labels annotated by the
rumor-busting information are plotted at each cluster
center. The well-separated and cohesive clusters indi-
cate news shared the same topics create echo chambers.

tion shows lower, where even some show negative
values. We speculate that real news would fol-
low a certain pattern, while misinformation would
not. For Similarity, real news illustrates relatively
more consistency than misinformation, where real
news might publish text-related images. For Im-
age, misinformation and real news share similar
distribution, strengthening the assumption that vi-
sual information struggles to provide signals for
misinformation detection.

5 Social Bots and Misinformation
Interplay Analysis

Fake news articles shared with the same topics
create echo chambers, while social bots amplify
them. A total of 11,393 fake news articles are
divided into clusters using the DBSCAN clustering
method, based on BERT embeddings of their cor-
responding rumor-busting information. We finally
obtained 2,270 topics, and each cluster represents a
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Comments generally exhibit a lower bot percentage, and
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specific topic, e.g., Suicide or Typhoon, annotated
according to corresponding rumor-busting informa-
tion. We visualize the BERT embedding of news
articles within the top 10 topics in Figure 5, using t-
SNE. The clusters are well-separated and cohesive,
indicating that each cluster shares similar content
while different clusters exhibit significant differ-
ences. Namely, these clusters are independent and
create echo chambers where the news environment
is homogenous. It could lead to the reinforcement
of existing biases and the polarization of opinions.

Inspired by existing works, we define a echo
chamber member as a user who has participated
in spreading at least two fake news articles in an
echo chamber. Namely, we identify an echo cham-
ber member based on the user’s activities, includ-
ing liking, reposting, or commenting on a fake
news article. Figure 6 displays the distribution
of bot percentage among echo chamber members
and non-members within various topics. Bots par-
ticipate in discussions on all topics, around 18%
non-members are bots. The echo chamber mem-
bers do not contain bots in about half of the topics.
However, in the other half, echo chamber members
exhibit a higher bot percentage across most topics
compared to non-members, reaching up to 50% in
many topics. We speculate that bots reinforce the
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Figure 8: Distribution of sentiments in different texts.
Misinformation would publish emotional content while
real news would publish more neutral content. Accounts
would publish emotional content during news spread.

echo chamber effect by actively engaging with fake
news on the same topics.

Social bots are deeply involved in news interac-
tion. Among the 5,750 users publishing misinfor-
mation, there are 3,799 active users, of which so-
cial bots account for 20.19%. Among the 217,896
users participating in the misinformation discus-
sions, there are 88,102 active users, of which social
bots account for 13.43%. Among the 747,823 users
participating in the real news discussions, there are
300,318 active users, of which social bots account
for 16.81%. We then analyze users who participate
in news spread. Figure 7 presents the distribution
of the bot percentage for users that repost and com-
ment on fake and real news, where the mean values
are 29.3%, 31.1%, 10.9%, and 14.7%, respectively.
This is similar to the overall bot percentage, where
slightly more bots in real news than fake news.
Furthermore, comments and reposts in both real
and fake news exhibit similar distributions, peak-
ing around similar values. In both real and fake
news, reposts tend to have a higher bot percentage
compared to comments. Social bots are more likely
to spread news by reposting.

Social bots would manipulate public opinions,
making them more polarized as news spreads.
Online information consumers are reluctant to pro-
cess information deliberately (Möller et al., 2020),
becoming susceptible to cognitive biases (Penny-
cook et al., 2018; Vosoughi et al., 2018). Here we
explore how the public changes opinions and what
leads to the changes. We first investigate public
sentiment among fake and real news, where we
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employ BERT trained on the EWECT dataset 3

to obtain the sentiment, including neutral, happy,
angry, surprised, sad, and fearful. Figure 8 il-
lustrates the distribution of sentiments in different
texts. An intuitive finding is that misinformation
would publish more emotional content while real
news would naturally report. However, whether
in misinformation or real news, public reactions
are always emotional. Comments in misinforma-
tion show more anger while real news shows more
happiness, both of which are more emotional than
reposts. We speculate that users are inclined to
comment to express emotion. We explore the de-
gree or extent to which public sentiment changes
over the news spread, intruding variation measure:

v∆ =

n∑
k=1

|f(xk)− f(xk−1)|,

where f(xk) denotes the proportion of neutral sen-
timent in the news comments at time xk, and we
set the time interval to 1 hour. Figure 9 visual-
izes the distribution of sentiment variation, where
a larger value means a more drastic change. The
comment sentiment for misinformation is more dra-
matic, achieving a mean value of 0.287.

Then we explore the public stance using BERT
trained on the C-STANCE dataset (Zhao et al.,

3https://smp2020ewect.github.io/
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Figure 11: Distribution of bots’ and humans’ semantic
similarities, where bots present higher similarities.
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Figure 12: The sentiments and stances of comments
published by social bots. Social bots would publish
polarized content, manipulating public opinions.

2023), including support, deny, and neutral of com-
ments. Figure 10 illustrates the proportion of each
stance with the comments increase over time. A
striking finding is that few users (about 1%) ex-
plicitly expressed a supportive stance, while the
majority are neutral or denied. Misinformation con-
sistently presents higher denial and lower neutrality
than real news. We speculate that users participat-
ing in misinformation discussions would tend to
debunk. Meanwhile, the public stance becomes
more polarized as the news spreads, where the neu-
tral ratio suffers a drop of around 11%.

Therefore, we can conclude that as the news
spreads, public opinions including sentiment and
stance become polarized, especially regarding fake
news. We then explore the traces of social bots’
participation. The bandwagon effect, where online
users adopt behaviors or actions simply because
others are doing so, influences the news spread
(Wang and Zhu, 2019). We first explore the se-
mantic group characteristics of social bots as Fig-
ure 11 illustrates. We employ BERT to calculate
the semantic similarities, where social bots present
higher values. We speculated that social bots would
publish similar content to influence news spread.
We further explore the published content of bots.
Figure 12 illustrates the stances and sentiments of
comments published by bots. For sentiments, bots
would publish far more emotional content than neu-
tral ones. For stances, bots would publish content
with clear stances. Thus we could conclude that
social bots would manipulate public opinions by
publishing similar and polarized content.
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6 Related Work

Misinformation Detection An intuitive way to
detect misinformation focuses on the information
content, including text (Xiao et al., 2024; Gong
et al., 2024), images (Qi et al., 2019; Cao et al.,
2020; Zhang et al., 2024b; Lao et al., 2024; Zhang
et al., 2024d), and videos (Tan et al., 2023a; Bu
et al., 2024). These studies extract features such
as emotion (Zhang et al., 2021) and employ neu-
ral networks such as graph neural networks (Tao
et al., 2024; Zhang et al., 2024f; Lu et al., 2024)
or neurosymbolic reasoning (Dong et al., 2024)
to characterize information. Besides information
content, the context such as user interactions (Guo
et al., 2018; Shu et al., 2019; Lu and Li, 2020),
user profile (Dou et al., 2021; Sun et al., 2023;
Xu et al., 2024), and evidence (Chen et al., 2024)
provide helpful signals to detect misinformation.
These models would model propagation patterns
(Cui and Jia, 2024), construct news environments
(Yin et al., 2024), or extract multi-hop fact (Zhang
et al., 2024a) to enhance detection performance.
Recently, to combat LLM-generated misinforma-
tion (Cornelius et al., 2024; Su et al., 2024b; Zhang
et al., 2024e; Venkatraman et al., 2024; Schmidt
et al., 2024; Huang et al., 2024; Koike et al., 2024;
Hanley and Durumeric, 2024), models employing
LLMs (Wan et al., 2024; Nan et al., 2024; Yue
et al., 2024) through prompting (Guan et al., 2024;
Li et al., 2024a; Hu et al., 2024) and in-context
learning (Wang et al., 2024a) have been proposed.

Social Bot Detection Identifying social bots on
social platforms has always been an arms race
against evolving bots (Cresci et al., 2017). Ex-
isting social bot detectors mainly fall into three cat-
egories: feature-based, content-based, and graph-
based. Feature-based models conduct feature en-
gineering for accounts (Mazza et al., 2019; Feng
et al., 2021a; Hayawi et al., 2022; Hays et al., 2023).
Malicious operators would manipulate these fea-
tures to evade detection (Cresci, 2020). Content-
based models employ NLP techniques (Dukić et al.,
2020; Lei et al., 2023; Cai et al., 2024) to char-
acterize user-published content. Advanced bots
would steal content from genuine accounts, dilut-
ing malicious content to be hidden (Cresci, 2020).
Graph-based models model user interactions as
graph structures and employ graph neural networks
(Feng et al., 2021c; Dehghan et al., 2023; Yang
et al., 2023b; Lyu et al., 2023; Chang et al., 2024;
Wang et al., 2024b; Liu et al., 2024) in a semi-

supervised way to identify bots. These models are
sensitive to graph perturbation, such as homophily
or structure changes, making them vulnerable (Ye
et al., 2023; Li et al., 2023). With the rise of LLMs,
many researchers are committed to exploring the
risks and opportunities they bring to bot detection
(Tan and Jiang, 2023; Feng et al., 2024).

Social Media Safety Social media has witnessed
many social movements over the decades, and its
safety has become more crucial (Mou et al., 2024).
Misinformation and social bots are two main fac-
tors harming online safety. As datasets serve as
the basis for research, many works have collected
numerous datasets for misinformation (Yoo and
KhudaBukhsh, 2023; Qi et al., 2023; Li et al.,
2024b; Qazi et al., 2024; Lin et al., 2024; Chen
and Shu, 2024) and social bots (Feng et al., 2021b,
2022; Shi et al., 2023). Based on these datasets, the
generalization of detectors (Karisani and Ji, 2024;
Zhang et al., 2024c; Assenmacher et al., 2024), mis-
information propagation pattern (Aghajari, 2023;
Ashkinaze et al., 2024), how to mitigate misin-
formation spread (Singhal et al., 2023; Lee et al.,
2023; Konstantinou and Karapanos, 2023; Su et al.,
2024a; Ghosh et al., 2024), health-related misin-
formation (Tseng et al., 2022; Niu and Palm Reed,
2023; Yang et al., 2024; Shang et al., 2024), source
credibility (Carragher et al., 2024; Mehta and Gold-
wasser, 2024), user profiling (Morales et al., 2023;
Zeng et al., 2024), and bot communities (Liu et al.,
2023b; Tan et al., 2023b) are investigated. How-
ever, relatively little attention has been paid to the
interplay between misinformation and social bots,
thus we bridge the gap in this paper.

7 Conclusion

We investigate the interplay between misinforma-
tion and social bots, bridging the gap of existing
works. We propose a large-scale multi-modality
misinformation dataset with accounts participat-
ing in news spread, including 11,393 misinforma-
tion, 16,416 real information, 952,955 related users,
68,040 social bots, and 411,635 genuine accounts.
We propose a weak-supervised framework to an-
notate accounts, trained on 99,774 accounts with
crowd-sourced annotations, providing a strong an-
notation tool for subsequent research. Based on this
dataset, we explore how bots influence the spread
of misinformation. Results illustrate that social
bots would amplify the echo chambers, manipulate
public sentiment, and reverse public stances.
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Limitation

Our proposed dataset is the largest containing mis-
information and social bot annotations simultane-
ously. Meanwhile, it contains multiple modalities
of news including images and videos and inter-
actions of users including comments and reposts.
However, due to the focus on news spread, it does
not contain interactions like the friend relation-
ship, missing potential relations between social
bots and genuine accounts. Meanwhile, we propose
a weak-supervised framework to annotate social
bots, whose accuracy is similar to crowd-sourcing.
However, it struggles to achieve better recall and
might miss several social bots. Finally, the exper-
iments in this work focus primarily on the Sina
Weibo platform. We expect to expand our experi-
ments and analysis to other social media platforms
such as X (Twitter) or Reddit, in future work.

Ethics Statement

The research of misinformation and social bots is
essential in countering online malicious content.
This research demonstrates that social bots would
amplify the spread of misinformation, enhancing
echo chambers and manipulating public opinions.
However, this work may increase the risk of dual-
use, where malicious actors may develop advanced
social bots to spread misinformation. We will es-
tablish controlled access to ensure that the data and
trained model checkpoint are only publicly avail-
able to researchers. Meanwhile, we will hide the
privacy information in the dataset when publish it.

Our models are trained on crowd-sourced data,
which might contain social biases, stereotypes, and
spurious correlations. Thus our model would pro-
vide incorrect annotations. We argue that the pre-
dictions of our models should be interpreted as an
initial screening, while content moderation deci-
sions should be made with experts in the loop.
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Are you human? detecting bots on twitter using bert.
In 2020 IEEE 7th International Conference on Data
Science and Advanced Analytics (DSAA), pages 631–
636. IEEE.
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A Annotation Details

In this section, we present detailed information on
the annotations of social bots.

A.1 Crowdsourcing Annotations

We first summarize the general criteria to identify a
social bot on Weibo for annotators, which are listed
as follows:

• Forwarding or publishing numerous advertise-
ments.

• Devoted fans of a star publishing numerous
related content.

• Containing numerous forwarding content
without pertinence and originality.

• Publishing numerous unverified and negative
information.

• Containing numerous tweets with the “auto-
matically” flags.

• Repeated tweets with identical content.

• Containing content that violates relevant laws
and regulations.

Guided by these standards, we recruit 300 anno-
tators who are active social media users and are
required to read a guidelines document in which
we explain the characteristics of social bots along
with representative examples. Each annotator is
responsible for annotating 1,000 accounts and each
account is assigned to 3 annotators. We also set 20
standard questions where the user is clearly a social
bot or human. Annotations from an annotator who
is more than 80% correct on standard accounts are
adopted. We obtained 99,774 accounts, where the
crowdsourcing annotations take approximately 60
days.
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A.2 Annotation Quality
We further analyze the annotation quality in this
section. We calculate the mean accuracy on the
standard questions, where the accuracy is 93.75%.
We then conducted Fleiss’ Kappa to assess the re-
liability of agreement between annotators, where
the mean value of each 1,000 accounts is 0.4281,
showing moderate agreement among the annota-
tors.

A.3 Weak-Supervised Expert Details
Here we employ the metadata from the user pro-
file and the textual information including name,
description, and tweets in the timeline to train an-
notation experts, namely, the models generating
pseudo-labels.

Metadata We divide the metadata into two types:
numerical and categorical. For numerical meta-
data, we employ follower count, following count,
and status count. For categorical metadata, we em-
ploy verified, svip, the type of account, and the level
of svip. After that, we employ MLP layers, random
forests, and Adaboost to classify these features.

Textual information We employ name, descrip-
tion, and tweets on the timeline to characterize
the textual information of an account. We employ
encoder-based language models including BERT
and DeBERTa to encode them and an MLP layer
to classify accounts.

Ensemble We combine the metadata and textual
information by concatenating them and put into an
MLP layer to obtain more comprehensive experts.

Here, we do not employ the network structure
information to train any experts. The neighbor
information is hard to access on the Weibo platform
and would cost a lot during the inference process.

After training, we filter out the experts achieving
80% accuracy, which is the same as the standard
accuracy of standard questions when conducting
crowdsourcing annotation. We finally obtained
four experts: (i) ensemble model trained with
BERT; (ii) ensemble model trained with DeBERTa;
(iii) textual model trained on the tweets with BERT;
and (iv) textual model trained on the tweets with
DeBERTa. Then we employ temperature scaling
to calibrate each selected expert. Finally, the best
temperature of each expert is 1.057, 1.111, 1.265,
and 0.877. Then, we employ the temperatures to
calibrate the logits, obtaining well-calibrated an-
notation experts. We finally use weighted mean to

obtain the final annotation. The accuracy reaches
83.96%. In practice, we set the bot threshold as
0.75 to obtain an annotator with higher precision.

B Experiment Setting Details

B.1 Baseline Details

Here we present the details of the baseline.

Content We employ an encoder-based language
model enc(·), namely, BERT to encode news con-
tent s:

fcontent = enc(s).

Repost For the repost graph Grepost, we first
employ encoder-based LM to encode each text-
attributed node vi and obtain h

(0)
vi and then employ

L GNN layers to make each node interact, i.e.,

h(ℓ)
vi = Aggr

∀vj∈N (vi)
({Prop(h(ℓ−1)

vi ;h(ℓ−1)
vj )}),

where N (vi) denotes the set of neighbors of node
vi, Aggr(·) and Prop(·) are aggregation and prop-
agation functions, where GCN is employed in prac-
tice. we finally employ the mean pooling operator
as the Readout(·) function to obtain the graph-
level representation:

frepost = Readout({h(ℓ)
vi }vi∈V).

Comment Follow Yang et al. (2023a), we first
split Gcomment into multiple sub-graph {Gi}mi=1,
where the center node of each sub-graph is the com-
ment directly commenting on the news article. We
employ methods the same as Comment to process
Gi, and consider the meaning of representations as
the final feature, i.e.,

fcomment =
1

m

m∑
i=1

hi,

where hi is the representation of each graph Gi.

Image We employ a pre-trained swin transformer
to obtain the representations of each image and
adopt mean pooling to obtain the final representa-
tion:

fimage = mean(SwinTr(Ii)),

where mean denotes the meaning operator and
SwinTr denotes the swin transformer.
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Video We sample 256 frames from each video
and resize each frame into 224× 224. We employ
pre-trained VidoeMAE to encode a video. For each
timestep, we take 16 frames and set the interval to
12 frames. Then, we could obtain:

fvideo = mean(VideoMAE(Vi)).

Finally, we concatenate them to obtain the repre-
sentation of each news article, i.e.,

h = [fcontent∥frepost∥fcontent∥fimage∥fvideo].

After that, for each variant of baseline, we set the
remove features as 0. For example, if we remove
the Comment, then we set fcomment as 0.

B.2 Dataset Setting Details
To obtain a more robust conclusion, we conducted
ten-fold cross-validation on the dataset. Besides,
to avoid data leakage, we split the dataset accord-
ing to the news topic. To obtain the topic of each
news article, we divide them into clusters using
the DBSCAN clustering method, based on BERT
embeddings of their corresponding rumor-busting
information.

B.3 Parameters
The hyperparameter settings of the annotation ex-
pert models and the baseline are presented in Table
3 to facilitate reproduction.

Hyperparameter Value

The parameters of the baseline
optimizer Adam

learning rate 10−4

weight decay 10−5

dropout 0.5
hidden dim 256

BERT embedding dim 768
GNN layers 2

GNN embedding dim 256
Video embedding dim 768
Image embedding dim 768

The parameters of the annotators
optimizer Adam

learning rate 10−3

weight decay 10−5

dropout 0.5
hidden dim 256

Table 3: Hyperparameter settings of the annotation ex-
pert models and the baseline.
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