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Figure 1: Normality addition to a trained image anomaly detection model. (a) The original anomaly detection model, denoted
as A𝜃 , identifies both thread and hole in the carpet images as anomalies. The proposed normality addition process adds the
normality of “thread” to the model. (b) The resulting anomaly detection model classifies thread as normal, while leaving a hole
as abnormal.

ABSTRACT
The task of image anomaly detection (IAD) aims to identify devia-
tions from normality in image data. These anomalies are patterns
that deviate significantly fromwhat the IADmodel has learned from
the data during training. However, in real-world scenarios, the cri-
teria for what constitutes normality often change, necessitating the
reclassification of previously anomalous instances as normal. To ad-
dress this challenge, we propose a new scenario termed “normality
addition,” involving the post-training adjustment of decision bound-
aries to incorporate new normalities. To address this challenge, we
propose a method called Normality Addition via Normality Detec-
tion (NAND), leveraging a vision-language model. NAND performs
normality detection which detect patterns related to the intended
∗Corresponding author

Permission to make digital or hard copies of all or part of this work for personal or
classroom use is granted without fee provided that copies are not made or distributed
for profit or commercial advantage and that copies bear this notice and the full citation
on the first page. Copyrights for components of this work owned by others than ACM
must be honored. Abstracting with credit is permitted. To copy otherwise, or republish,
to post on servers or to redistribute to lists, requires prior specific permission and/or a
fee. Request permissions from permissions@acm.org.
AIPR 2024, September 20–22, 2024, Xiamen, China
© 2018 Association for Computing Machinery.
ACM ISBN 979-8-4007-1717-8/24/09. . . $15.00
https://doi.org/XXXXXXX.XXXXXXX

normality within images based on textual descriptions. We then
modify the results of a pre-trained IAD model to implement this
normality addition. Using the benchmark dataset in IAD, MVTec
AD, we establish an evaluation protocol for the normality addition
task and empirically demonstrate the effectiveness of the NAND
method.
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1 INTRODUCTION
Advancements in deep learning have led to the development of
numerous image anomaly detection models, notably for defect
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detection in manufacturing industries [17, 18, 21]. These models
leverage deep neural networks to identify anomalies in images,
enhancing the quality control processes of manufacturers. With
increasing demand for process automation, research interest in
anomaly detection continues to rise [14, 27].

Previous research [18, 21] has predominantly focused on building
anomaly detection models, with little attention given to modifying
the learned knowledge of these models after training. However,
in practical scenarios, there is often a need to adjust the decision
boundary of anomaly detection models during operation. For ex-
ample, changes in manufacturing processes or environments may
require recalibrating the model’s sensitivity to anomalies. Addi-
tionally, there may be instances where the criteria for determining
anomaly status in quality control change, prompting the reclassifi-
cation of previously labeled abnormalities as normal.

So far, addressing such label shifts required collecting new data
and either retraining the model from scratch or fine-tuning it. How-
ever, this approach is both time-consuming and resource-intensive.
Acquiring sufficient training data can be especially challenging
in industries where anomalies are rare. Moreover, starting from
scratch with model retraining may not be viable when a quick adap-
tation is necessary. Hence, we propose the scenario of “normality
addition” in image anomaly detection problem, which demands
swift adaptation of model to add new normality. The example of
normality addition is illustrated in Fig. 1.

Furthermore, we introduce a text-guided adaptation method
based on vision-language model, named as Normality Addition via
Normality Detection (NAND), to solve this problem. NAND en-
ables post-hoc modification of existing models without the need for
extensive retraining. NAND performs detection of the adding nor-
mality in query image, subsequently modifying the outputs of the
existing anomaly detection models accordingly. The contributions
of this paper can be summarized as follows:

(1) We propose the problem of normality addition in image
anomaly detection and present an evaluation protocol of the
task.

(2) We introduce a text-guided normality additionmethod, named
as NAND, which uses vision-language model to incorporate
new normality provided as text form.

(3) We empirically demonstrate the feasibility of normality ad-
dition by using the proposed NAND method.

2 BACKGROUND
2.1 Vision-Language Models (VLMs)
The emergence of vision-language models (VLMs), starting from
CLIP [16], has revolutionized the integration of vision and text
data. These multi-modal models have the capability to process and
understand both images and text simultaneously. CLIP achieves
this by training a multi-modal encoder on paired image-text data
using contrastive learning, enabling the establishment of a shared
embedding space for both modalities. Zero-shot classification is
made possible by finding the text prompt containing the class names
closest to the query image in the common embedding space, and
the description in Fig. 2(a) illustrates this process. More formally,
for a given image 𝑥 and a set of 𝐶 class names, {𝑐𝑖 }𝐶𝑖=1, zero-shot
classification result using CLIP can be expressed as Eq. 1:

𝑃𝐶𝐿𝐼𝑃 (𝑐𝑖 |𝑥) = softmax
(
𝐸𝐼 (𝑥),

{
𝐸𝑇

(
𝑡 (𝑐 𝑗 )

)}𝐶
𝑗=1

)
𝑖
, (1)

where 𝑡 (·) denotes the prompt-generating function, and 𝐸𝑇 and
𝐸𝐼 represent the CLIP text and image encoders, respectively. The
softmax function between an arbitrary feature𝑔 and a set of features{
𝑓𝑗
}𝐶
𝑗=1 is defined as Eq. 2.

softmax
(
𝑔,
{
𝑓𝑗
}𝐶
𝑗=1

)
𝑖
=

exp(sim(𝑔, 𝑓𝑖 ))∑
𝑗 exp(sim(𝑔, 𝑓𝑗 ))

, (2)

where sim indicates cosine similarity between the two features.
Besides zero-shot classification, CLIP has been utilized in tasks
ranging from zero-shot image segmentation [11] to a plethora of
others [13, 26].

In addition to CLIP, various other VLMs have been proposed [7,
10, 12]. While maintaining the fundamental concept of training
a multi-modal encoder through contrastive learning, efforts have
been made to enhance models beyond CLIP. These include inject-
ing hierarchical embedding structures and incorporating an under-
standing of negation, as seen in discussions around MeRU [5] and
CLIPN [19].

2.2 Industrial Image Anomaly Detection
Early works in industrial image anomaly detection that incorpo-
rate deep learning often rely on the autoencoder reconstruction
loss strategy. This approach is based on the idea that training an
autoencoder (AE) on a dataset consisting mostly of normal data
will result in the AE reconstructing normal data well but struggling
to reconstruct abnormal data. Some works have added adversar-
ial components to the AE framework [18, 21], while others have
proposed iterative reconstruction methods to maximize the sepa-
ration between normal and abnormal data [4]. Moreover, in light
of the discovery that AEs also reconstruct unseen anomalies well,
some studies have introduced negative mining to suppress this
capability [15]. RIAD [24] trains a reconstruction model using an
inpainting objective, and there are approaches based on diffusion
methods [20].

Another popular approach besides reconstruction loss is feature
bank-basedmethods. Thesemethods involve creating a feature bank
from the training dataset and performing nearest neighbor search
on the feature bank to estimate distance-based anomaly scores
for query images. Starting with SPADE [3] and Patch SVDD [23],
various works have proposed to use features extracted from deep
learning models for image anomaly detection. The choice of fea-
ture extractor is a design consideration in feature bank-based ap-
proaches, with options including pretrained networks [3, 17] or
training a feature extractor using self-supervised objective [23] and
contrastive objective [14].

Moreover, variant anomaly detection scenarios such as zero-
shot [9], few-shot [8], and continual anomaly detection [14, 27]
are also being explored, aiming to push the boundaries of anomaly
detection techniques further.
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(a) CLIP zero-shot classifier (b) APRIL-GAN anomaly detector
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Figure 2: A schematic description of (a) CLIP [16] and (b) APRIL-GAN [2].

2.3 VLMs in Industrial Image Anomaly
Detection

Leveraging pre-trained VLMs that have been trained on extensive
datasets offers a powerful strategy for industrial image anomaly de-
tection. The most straightforward application involves using these
models as feature extractors [17]. However, more recent methods
exploit the multi-modal capabilities of VLMs to a greater extent. A
prominent example is WinCLIP [9], which harnesses the zero-shot
classification ability of CLIP, detailed in Eq. 1, combined with a
prompt ensemble technique to enable zero-shot anomaly detection.
The authors enhance the diversity of text prompts by categorizing
them into state descriptions and template prompts, effectively de-
lineating both normal and abnormal states. Moreover, WinCLIP
demonstrates proficiency in few-shot anomaly detection by inte-
grating the results from zero-shot and few-shot based anomaly
detection methods. Although WinCLIP capitalizes on the interme-
diate layers of the Vision Transformer-based CLIP [6], comparing
tokens from these layers in the language space, it is hampered by
the misalignment of these tokens with the language space. APRIL-
GAN [2] addresses this by introducing a projection layer before
comparing patch tokens with text features, thus enhancing perfor-
mance.

APRIL-GAN generates an anomaly map by comparing the fea-
tures of text prompts describing normal and abnormal states with
the features of a query image, as illustrated in Fig. 2(b). Given sets
of text prompts describing normal and abnormal states denoted as
S𝑛𝑜𝑟 and S𝑎𝑏𝑛, the means of their extracted features are shown in
Eq. 3.

𝑓𝑎𝑏𝑛 =
1

|S𝑎𝑏𝑛 |
∑︁

𝑠∈S𝑎𝑏𝑛

𝐸𝑇 (𝑠),

𝑓𝑛𝑜𝑟 =
1

|S𝑛𝑜𝑟 |
∑︁

𝑠∈S𝑛𝑜𝑟

𝐸𝑇 (𝑠) .
(3)

These features are then compared with the intermediate feature
map of the image encoder to produce an anomaly map. More specif-
ically, an anomaly map generated using the 𝑙-th layer feature map,
A𝑙 , can be expressed as shown in Eq. 4.

A𝑙
𝑖, 𝑗 = softmax

(
𝐸𝑙𝐼 (I)𝑖, 𝑗 , {𝑓𝑎𝑏𝑛, 𝑓𝑛𝑜𝑟 }

)
1
, (4)

where 𝑖 and 𝑗 represent the spatial indices of the anomaly map.
Layer-wise calculated anomaly maps are summed to constitute the
final anomaly map, i.e., A𝑖, 𝑗 = sum𝑙A𝑙

𝑖, 𝑗
.

Another recent advancements include proposals that depart from
traditional anomaly score-based methods, opting instead for ap-
proaches that leverage large language models (LLM) [8]. Addition-
ally, there has been growing interest in continual anomaly detection
methods [14, 27], which aim to train a single anomaly detection
model for multiple classes of images.

3 METHODOLOGY
3.1 Problem formulation
First, we provide a formal description of the image anomaly detec-
tion problem. For a given query image, I, the image anomaly detec-
tion problem involves quantifying how much I deviates from nor-
mality and computing its anomaly score, 𝑎. Typical approaches [17]
generate an anomaly map, A, representing the abnormality at each
position of the image, and the maximum value of this map is used
as the anomaly score, i.e., max𝑖, 𝑗 (A) = 𝑎. To achieve this, anomaly
detection methods train an anomaly score estimator function, de-
noted as A𝜃 (I) = A, where the parameters 𝜃 are trained using a
training dataset, Dtr.

Each image I is associated with a label 𝑦, where a high anomaly
score 𝑎 should be assigned to abnormal data with 𝑦 = 1, and a low
score is assigned to normal data with 𝑦 = 0. The performance of
A𝜃 is evaluated using the AUROC (Area Under Receiver Operating
Characteristic curve). The composition of Dtr, the training data
for the proposed method, can vary depending on the type of su-
pervision employed to train the method. For example, if training
is conducted solely with normal data, the set of normal images
Dtr =

{
I𝑖𝑡𝑟

}
would be used. If image-level annotations are available,

it would be represented as Dtr =
{
(I𝑖𝑡𝑟 , 𝑦𝑖 )

}
.

In this study, our goal is to incorporate normality addition into
existing image anomaly detection models, denoted as A𝜃 . This
involves modifying the decision boundary of A𝜃 to adapt to shifts
in normality that may occur at test time. We assume the provision
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Figure 3: A depiction of the proposed method, NAND. For a given anomaly detection model (A𝜃 ) and a text-based normality,
NAND starts by generating text prompts for the inputs to the ND module. The output of ND module, a suppression map, is
element-wise multiplied to suppress the output of the given anomaly detection model.

of guidance in the form of text, denoted as 𝑡 , and refer to the modi-
fication in the anomaly detection model as normality addition. As
a result of normality addition, we develop a new anomaly detec-
tion model, A′

𝜃
, which processes information corresponding to 𝑡

as normal. This is described in Eq. 5.

addNormality(A𝜃 , 𝑡) = A′
𝜃
. (5)

The resulting anomaly score estimator,A′
𝜃
, must output anomaly

scores that are aligned with the modified definition of normality.
An example of normality addition is presented in Fig. 1, which
demonstrates the anomaly detection model processing the term
“thread” as normal, using 𝑡 =“thread”.

3.2 Normality Addition via Normality Detection
(NAND)

Our methodology, termed Normality Addition via Normality De-
tection (NAND), leverages a process called normality detection
to implement normality addition. This process identifies regions
within a query image that correspond to a specified normality 𝑡 ,
and subsequently suppresses the anomaly scores in these regions in
the results of the existing anomaly detection model. This approach
is a post-hoc method, applicable to arbitrary anomaly detection
method that generate anomaly maps.

3.2.1 Prompt Generator. NAND starts with generating prompts
corresponding to the normality for the text encoders of CLIP, using

a GPT-based LLM [22]. We direct the LLM to produce a concise
descriptions related to 𝑡 . For instance, to incorporate the normal-
ity 𝑡 =“poke” for the capsule image class, the prompt to the LLM
can be: “Generate concise phrases describing defects of type ‘poke’
in capsules.” The resulting phrases, denoted as T , can be T =

{“fractured capsule”, “poked capsule”}. These generated phrases are
then integrated as state-level prompts [2, 9] of APRIL-GAN, com-
bined with various template-level prompts, to constitute a set of
text prompts, S𝑎𝑑𝑑 . The features of prompts in S𝑎𝑑𝑑 are extracted
using the CLIP text encoder (illustrated in Eq. 3) and their mean
becomes the representative feature of normality of type poke, which
is denoted as 𝑓𝑎𝑑𝑑 .

3.2.2 Normality Detection Module. The core of NAND, Normality
Detection (ND) module, employs APRIL-GAN [2] to detect image
regions corresponding to the adding normality. In the zero-shot
anomaly detection process of APRIL-GAN, as shown in Eq. 4, by
using 𝑓𝑎𝑑𝑑 instead of 𝑓𝑎𝑏𝑛 , we can generate a map indicating the
presence of patterns related to 𝑡 . This resulting map, denoted as
A𝑠𝑢𝑝 , represents regions within the query image that correspond to
𝑡 . Since this map is used to suppress the anomaly map generated by
A𝜃 , we refer to it as the suppression map. The suppression map is
element-wise multiplied with the output map to produce the final
anomaly map, as shown in Eq. 6.

A𝑓 𝑖𝑛𝑎𝑙 = A ⊙ (1 − A𝑠𝑢𝑝 ), (6)
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Figure 4: Examples of similar anomaly types in MVTec AD [1] dataset.

Class Anomaly group Anomaly types
bottle broken broken_small

broken_large
contamination contamination

cable missing_wire missing_wire
cut_insulation cut_inner_insulation

cut_outer_insulation
poke_insulation

missing_cable missing_cable
cable_swap cable_swap
bent_wire bent_wire

capsule scratch scratch
squeeze squeeze
crack crack

poke
faulty_imprint faulty_imprint

carpet thread thread
metal metal_contamination
color color
cut cut

hole
grid thread thread

bent bent
glue glue
metal metal_contamination
broken broken

hazelnut print print
cut cut
hole hole

crack
leather poke poke

glue glue
color color
fold fold
cut cut

Class Anomaly group Anomaly types
metal_nut bent bent

scratch scratch
color color
flip flip

pill pill_type pill_type
color color
crack crack

scratch
faulty_imprint faulty_imprint
contamination contamination

screw scratch_head scratch_head
scratch_neck scratch_neck

manipulated_front manipulated_front
thread thread_top

thread_side
tile oil oil

gray_stroke gray_stroke
rough rough
crack crack

glue_strip glue_strip
transistor misplaced misplaced

damaged_case damaged_case
cut_lead cut_lead
bent_lead bent_lead

wood scratch scratch
liquid liquid
color color
hole hole

zipper fabric fabric_border
fabric_interior

teeth broken_teeth
squeezed_teeth
split_teeth
rough

Table 1: Grouped anomaly types in MVTec AD [1] dataset.

where ⊙ denotes element-wise multiplication. Upon obtaining the
final anomaly map, the anomaly score is determined by taking its
maximum value, i.e., 𝑎 = max𝑖, 𝑗 (A𝑓 𝑖𝑛𝑎𝑙 ).

4 EXPERIMENTS
4.1 Experimental Setup
To evaluate the performance of normality addition, we devise a sce-
nario using the MVTec AD benchmark dataset for industrial image
anomaly detection [1]. The MVTec AD dataset comprises various
anomaly types for each class. For example, the carpet class includes
anomalies such as color, hole, and cut. We adapt an anomaly detec-
tion model trained on the carpet class,A𝜃 , to process each anomaly

type as normal. We measure its performance with modified labels
by re-defining each anomaly type as normal. The performance is
measured using AUROC, and the adapted anomaly detection model
should modify its anomaly score properly to achieve high AUROC.

However, as shown in Fig. 4, some anomaly types of MVTec AD
dataset within some classes are similar to each other. We grouped
similar anomaly types and readjusted the categorization of anom-
aly types, as presented in Table 1. The groups defined in Table 1,
referred to as anomaly groups, were used as the units for injecting
normality addition. In addition, we excluded toothbrush class from
the experiments because it has only one anomaly type, defective,
and adding this anomaly type as normality makes test dataset all-
normal. Additionally, the cable, pill, wood, and zipper classes have
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Figure 5: Anomaly maps for input images before and after applying NAND to the anomaly detection model.

an anomaly type named combined, which encompasses all other
types of anomalies. Therefore, the combined anomaly type is also
excluded from the experiments.

For the backbone of the ND module, APRIL-GAN [2], we utilized
the official release by the authors1. We generated suppression maps
with size of 256 × 256, and the existing anomaly detection models
used in the normality addition experiments were APRIL-GAN [2],
WinCLIP [9], and PatchCore [17].

4.2 Experimental Results
We applied the NANDmethod to various anomaly detection models.
The performance of the AUROC metric before and after implement-
ing NAND, along with the extent of performance improvement, is
presented in Table 2, when applied to APRIL-GAN [2]. The results
show that AUROC metric increases across various anomaly types,
demonstrating that NAND successfully performs normality addi-
tion. On average, NAND improved the AUROC performance from
70.6 to 75.1.

Additionally, the results of applying normality addition to Win-
CLIP [9] and PatchCore [17] are shown in Table 3. The WinCLIP-
{0,1,5} models indicate zero-shot, 1-shot, and 5-shot models, re-
spectively. The increase in AUROC demonstrates that normality
addition is feasible using NAND for commonly used state-of-the-art
methods in industrial image anomaly detection.

Fig. 5 provides various examples of anomaly maps before and
after applying NAND. The anomaly maps show that the types of
anomaly we add are well suppressed, while other types of anom-
alies are left almost unaffected. Fig. 5(a) shows that when “hole”
normality is added to a wood image, the regions corresponding to
holes are suppressed in the anomaly score and treated as normal.
However, the image below with liquid stains shows little change.

1https://github.com/ByChelsea/VAND-APRIL-GAN

Additionally, Fig. 5(b) demonstrates that only the anomaly scores
corresponding to cracks in the tile image are well suppressed. Thus,
NAND selectively treats only the normality we wish to add as nor-
mal, while maintaining other types of anomalies as anomalous.
This indicates successful modification of the decision boundaries
through NAND.

5 CONCLUSION
This study introduced a novel approach, Normality Addition via
Normality Detection (NAND), and established a scenario of nor-
mality addition along with the corresponding evaluation protocol
in industrial image anomaly detection. By leveraging textual de-
scriptions with vision-language models, NAND effectively adjusts
traind anomaly detection models to align with new introduction of
normality. Our empirical results on the MVTec AD dataset not only
validate the feasibility of normality addition but also demonstrate
that NAND successfully achieves normality addition. The proposed
method and scenario hold important ramifications for the practical
use of image anomaly detection, particularly in areas where the
definition of normality is subject to change due to variations in
operational conditions and criteria for quality control.

ACKNOWLEDGMENTS
This work was supported by the BK21 FOUR program of the Educa-
tion and Research Program for Future ICT Pioneers, Seoul National
University in 2024, Institute of Information & Communications
Technology Planning & Evaluation (IITP) grant funded by the Ko-
rea government (MSIT) [NO.2021-0-01343, Artificial Intelligence
Graduate School Program (Seoul National University)], the Na-
tional Research Foundation of Korea (NRF) grant funded by the
Korea government (MSIT) (No. 2022R1A3B1077720), and Samsung
Electronics.

https://github.com/ByChelsea/VAND-APRIL-GAN


Normality Addition via Normality Detection in Industrial Image Anomaly Detection Models AIPR 2024, September 20–22, 2024, Xiamen, China

Table 2: Normality addition performance of NAND on MVTec AD [1] dataset.

Image class Anomaly type
Average AUROC AUROC

bottle broken contamination
56.6→ 75.2 (+18.6) 23.5 → 61.4 (+37.9) 89.8→ 89.0 (-0.8)
cable bent_wire cable_swap cut_insulation missing_wire missing_cable
62.6→ 64.9 (+2.3) 53.0 → 56.9 (+3.9) 68.9→ 69.1 (+0.2) 57.7→ 57.9 (+0.2) 66.6→ 71.6 (+5.0) 66.6 → 68.8 (+2.2)
capsule crack faulty_imprint scratch squeeze
62.6→ 64.7 (+2.1) 48.0 → 56.9 (+8.9) 60.5→ 64.2 (+3.7) 62.4→ 60.2 (-2.2) 79.4→ 77.5 (-1.9)
carpet color cut metal thread
77.9→ 80.8 (+2.9) 91.6 → 92.2 (+0.6) 77.0→ 69.5 (-7.5) 69.4→ 78.2 (+8.8) 73.6→ 83.5 (+9.9)
grid bent broken glue metal thread
81.1→ 82.6 (+1.5) 88.1 → 85.2 (-2.9) 69.2→ 75.8 (+6.6) 83.4→ 87.2 (+3.8) 74.5→ 79.6 (+5.1) 90.2 → 85.0 (-5.2)
hazelnut cut hole print
80.2→ 81.2 (+1.0) 81.7 → 77.0 (-4.7) 78.3→ 72.1 (-6.2) 80.5→ 94.4 (+13.9)
leather color cut fold glue poke
81.5→ 86.7 (+5.2) 70.9 → 93.7 (+22.8) 77.2→ 86.6 (+9.4) 94.8→ 80.1 (-14.7) 82.6→ 82.5 (-0.1) 82.2 → 90.6 (+8.4)
metal_nut bent color flip scratch
66.6→ 69.4 (+2.8) 62.6 → 67.2 (+4.6) 41.9→ 52.7 (+10.8) 95.8→ 95.9 (+0.1) 65.9→ 61.8 (-4.1)
pill color contamination crack faulty_imprint pill_type
62.4→ 69.7 (+7.3) 52.4 → 73.7 (+21.3) 63.4→ 71.2 (+7.8) 63.1→ 69.1 (+6.0) 56.4→ 52.6 (-3.8) 76.9 → 81.7 (+4.8)
screw manipulated_front scratch_head scratch_neck thread
65.1→ 67.0 (+1.9) 66.0 → 67.3 (+1.3) 73.7→ 70.3 (-3.4) 62.1→ 65.7 (+3.6) 58.6→ 64.5 (+5.9)
tile crack glue_strip gray_stroke oil rough
80.1→ 84.9 (+4.8) 84.5 → 91.5 (+7.0) 73.0→ 71.9 (-1.1) 86.1→ 86.7 (+0.6) 67.5→ 79.8 (+12.3) 89.4 → 94.4 (+5.0)
transistor bent_lead cut_lead damaged_case misplaced
66.6→ 70.7 (+4.1) 64.4 → 66.6 (+2.2) 60.1→ 68.8 (+8.7) 65.7→ 72.2 (+6.5) 76.2→ 75.2 (-1.0)
wood color hole liquid scratch
78.7→ 84.4 (+5.7) 78.7 → 87.1 (+8.4) 80.8→ 91.8 (+11.0) 84.6→ 83.1 (-1.5) 70.8→ 75.7 (+4.9)
zipper teeth fabric
67.0→ 68.6 (+1.6) 76.0 → 80.2 (+4.2) 57.9→ 56.9 (-1.0)

Table 3: Normality addition performance of NAND when
applied to various anomaly detection models.

AUROC
Methods Before After
APRIL-GAN [25] 70.6 75.1
WinCLIP-0 [9] 65.9 69.9
WinCLIP-1 67.4 71.0
WinCLIP-5 70.4 74.2
PatchCore [17] 72.3 75.5
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