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Abstract

Federated Learning enables diverse devices to collaboratively train a shared
model while keeping training data locally stored, avoiding the need for centralized
cloud storage. Despite existing privacy measures, concerns arise from potential re-
verse engineering of gradients, even with added noise, revealing private data. To
address this, recent research emphasizes using encrypted model parameters dur-
ing training. This paper introduces a novel federated learning algorithm, leverag-
ing coded local gradients without encryption, exchanging coded proxies for model
parameters, and injecting surplus noise for enhanced privacy. Two algorithm vari-
ants are presented, showcasing convergence and learning rates adaptable to coding
schemes and raw data characteristics. Two encryption-free implementations with
fixed and random coding matrices are provided, demonstrating promising simula-
tion results from both federated optimization and machine learning perspectives.

ML: Distributed Machine Learning & Federated Learning, ML: Optimization, Gra-
dient Coding

Introduction
The widespread adoption of IoT technologies has led to a surge in user data, prompt-
ing the need for privacy-preserving measures. Federated Learning (FL) has emerged as
a decentralized solution, allowing clients to update their local models with encrypted
global parameters instead of raw data during training. This paper introduces Federated
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Learning with Unencrypted Model Weights (FLUE), presenting an algorithm that en-
sures data privacy through coded local gradients without relying on encryption. The
exchange of coded combinations’ proxies for learned model parameters, coupled with
the injection of surplus noise, strengthens privacy safeguards. The paper offers two al-
gorithm variants and demonstrates their convergence, establishing learning rates adapt-
able to coding schemes and raw data characteristics. The study showcases promising
simulation results from federated optimization and machine learning perspectives, im-
plementing encryption-free solutions with fixed and random coding matrices.

Key Contributions
The key contributions of FLUE are:

• Implementing privacy-preserving Federated Learning without relying on encrypted
model parameters or exchanging local gradients.

• Employing proxy model parameters between server and nodes to facilitate data
training and model parameter discovery on nodes.

• Enhancing privacy-preserving measures by leveraging surplus noise.

• Incorporating coded gradients in local training processes.

• The encoding of gradients is easily established, any singular matrix can be used
for encoding.

• Utilization of a gradient descent and a gradient ascent step in the learning pro-
cess.

• We infer that proper encoding of data (gradients) can considerably enhance the
learning process (convergence rate).

The remainder of the paper is organized as follows. In Section 2, we present the
problem setup. In Section 3 we formulate our proposed algorithm FLUE with its differ-
ent forms, implementations and privacy mitigating features and present the method for
forming the encoding and decoding matrices. Consequently in Section 4, we discuss
the convergence analysis of the algorithm. In Section 5, we present the convergence
rate. We complement our work in Section 6 with simulation results. Finally, Section 7
concludes our paper. In Appendix A, we present the paper with more details. In Ap-
pendix B, we state our main fundamental theorem for the validity of the algorithm
convergence for two of FLUE variants in static networks. In Appendix C we analyze
the convergence of our algorithm in static networks in more details. In Appendix D,
we prove the convergence of FLUE in time-varying networks. Afterwards, we find the
convergence rate in Appendix E. In Appendix F, we list preliminary lemmas and pos-
tulates.

Conventional mathematical nomenclature is used in this paper.
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Problem Setup
Assumption 1. We consider the optimization problem

min
x∈RN

f(x) =
1

n̄

n̄∑
i=1

fi(x) = Edi∈D[fi(x)]. (1)

where f(x) is the global overall function to be minimized, fi(x) are local functions re-
lated to the used partition, and n̄ as the total number of data points in the distribution
D and di correspond to data point i. We list the following assumptions essential for the
applicability of our algorithm.

Main Algorithm

FLUE: Initialization
In the federated setting, the server initially organizes clients into clusters, considering
factors like data type, heterogeneity, complexity, and estimated stragglers. Each cluster,
denoted as c ∈ 1, 2, . . . ,m, comprises Nc clients. The server creates a fixed gradient
encoding matrix Bc ∈ Rnc×pc for each cluster, where pc represents the partitions on
clients within the cluster. This matrix is singular and sent to all clients in the cluster.
FLUE is updated on nodes, aligning iterations with rows of Bc (i.e., for each 2n iter-
ations Bc repeats itself two times, one for the gradient descent updating equation and
one for the gradient ascent updating equation). Gradient coding is applied to data par-
titions, using Bc for encoding. The proposed (Federated Learning with Un-Encrypted
model parameters) FLUE algorithm is then employed to accomplish the learning task
without encrypting model parameters.

FLUE: General Form
For the initial n iterations j modulo 2n, each of the connected n clients updates its
model weights x+

i (2nk+j) using the coded data-formed gradient with matrix B = Bc

and the coded gradient descent. This involves utilizing the surplus variable y+
i (2nk+j)

to form its proxy weight x̄+
i (2n(k + 1) + j). Subsequently, each client updates its

surplus variable, incorporating the previously sent proxy weights from the server and
its prior model weight and surplus variables from previous iterations. The client then
transmits its updated proxy weight x̄+

i (2n(k + 1) + j) to the server, which aggregates
all clients’ proxy weights, forming the server proxy update x̄(2n(k + 1) + j). The
server then dispatches its updated proxy weights to the chosen n clients, and each of
these clients finds its model weights x+

i (2n(k + 1) + j) using the server-sent proxy
weights x̄(2n(k + 1) + j). Similarly, for the last n iterations modulo 2n, the process
remains consistent as clients update their model weights x−

i (2nk+ j) using the coded
data-formed gradient, coded gradient ascent, and surplus variable y−

i (2nk + j). The
clients then form their proxy weight x̄−

i (2n(k + 1) + j) and continue the iterative
process until convergence.
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FLUE performs the following updating iterations at each node i for i ∈ {1, 2, . . . , n}.
Please note that Γi = Γi(k) is the fixed support of the row of A identified with iteration
i:

x̄
+
i (2n(k + 1) + j) = Ā

i
jj(k)x

+
i (2nk + j)

− ϵ
∑
s

[D
i
+(k)]jsy

+
i (2nk + s) − αkBji∇fi(x

+
i (2nk + j))

y
+
i (2n(k + 1) + j) = x

+
i (2nk + j) − x̄(2nk + j) − ϵy

+
i (2nk + j)

+
∑
s

[D
i
+(k)]jsy

+
i (2nk + s).

(2)

x̄(2n(k + 1) + j) =
1

N

N∑
i=1

x̄
+
i (2n(k + 1) + j) (3)

x
+
i (2n(k + 1) + j) = x̄(2n(k + 1) + j)

+
∑

s∈Γj\{j}

Ā
i
js(k)xi(2nk + s) + ϵy

+
i (2nk + j) (4)

x̄
−
i (2n(k + 1) + j) = Ā

i
(j−n),(j−n)(k)x

+
i (2nk + j)

− ϵ
∑
s

[D
i
−(k)]jsy

+
i (2nk + s) + αkB(j−n),i∇fi(x

−
i (2nk + j))

y
−
i (2n(k + 1) + j) = x

−
i (2nk + j) − x̄(2nk + j) − ϵy

−
i (2nk + j)

+
∑
s

[D
i
−(k)]jsy

−
i (2nk + s).

(5)

x̄(2n(k + 1) + j) =
1

N

N∑
i=1

x̄
−
i (2n(k + 1) + j) (6)

x
−
i (2n(k + 1) + j) = x̄(2n(k + 1) + j)

+
∑

s∈Γj\{j}

Ā
i
(j−n),s(k)xi(2nk + s) + ϵy

−
i (2nk + j) (7)

Each node i ∈ V maintains four vectors: two estimates x+
i (2nk+ j), x−

i (2nk+ j)
for 1 ≤ j ≤ n and for n+ 1 ≤ j ≤ 2n, respectively. And two surpluses y+

i (2nk + j)
and y−

i (2nk+j) for 1 ≤ j ≤ n and for n+1 ≤ j ≤ 2n, respectively. All in RN , where
2nk+ j is the discrete time iteration. We use x̂i(2nk+ j) to mean either x+

i (2nk+ j)
and x−

i (2nk + j − n) for 1 ≤ j ≤ n and n+ 1 ≤ j ≤ 2n, respectively.

Remark 1. The above general form is for FLUE with Āl replicated two times every
2n iterations.

We refer to Appendix A for different forms and variants of FLUE algorithm.

Forming the Matrix Āl and Dl at each node l

The server administers the algorithm for each cluster, employing three key parameters:

• nc (the number of iterations per cycle is 2nc, WLOG n = nc),

• Nc (the set of nodes in the cluster engaged in local learning, with whom the
server communicates),
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• At each client l, a partitions set Pl is designated, outlining the assignment of dat-
apoints to partitions (that correspond to the same scaling factor for the encoding
matrix Bc). The set Pl consists of pl = ∥Pl∥ partitions.

Once these parameters are specified, the server initializes by transmitting the encoding
matrix Bc to cluster c. This matrix, Bc, is an nc×pc matrix, where pc denotes the total
number of partitions across all communicating nodes Nc, that is, pc =

∑Nc

l=1 pl.
Once the server specifies the parameters, it initializes by transmitting the encoding

matrix Bc to cluster c. This matrix, B = Bc, is an nc× pc matrix, where pc is the total
number of partitions across all communicating nodes Nc.

At each client l, the data points associated with partition j are encoded using the
scaling factor Bi,

∑l−1
s=1 ps+j for each iteration t where t mod n = i. The server re-

quires the matrix B to be singular, ensuring the decoding matrix A satisfies AB = C,
where C = 1nc×pc

. The pseudoinverse of B allows nodes flexibility in choosing ma-
trices Āl, preventing a fixed deterministic Āl that might compromise security.

To achieve security, it is crucial that B is a singular matrix without zeros and that the
coefficients of B are not equal to 1. This ensures all nodes’ datapoints undergo gradient
descent steps during training, eliminating the reliance on proxy models being mere
scaled versions. Further precautions involve scaling and modifying B appropriately
before transmission from the server. Nodes can then determine their A and Āl based
on the provided value of B.
Each 2n × 1 row of Āl are chosen from rows of A normalized by their respective
l1-norm. We form a row r̄ of Al by first choosing any row r of A where we keep
every positive coefficient [A]r,j in its same j position and normalize by the l1-norm of
row r (i.e., [Al]r̄,j =

[A]r,j
∥Ar,:∥1

(corresponding to a gradient descent step of the coded
gradient)). And we move every negative coefficient [A]r,j in the j + n position, take
its absolute value and normalize by the l1-norm of row r (i.e., [Al]r̄,j+n = − [A]r,j

∥Ar,:∥1

(corresponding to a gradient ascent step of the coded gradient)). All other coefficients
of row r̄ of Al are set to zero. In this process we need to ensure that the formed matrix
¯̄Al =

(
Āl

+

Āl
−

)
1 is Stochastic Indecomposable Aperiodic matrix (SIA).

Coordination of certain coefficients of matrix Al across the nodes during the ag-
gregation step requires specific conditions for FLUE forms, ensuring model privacy
through adjustments to Āl and the use of SIA matrices for the matrix Â. In the vary-
ing form of FLUE we require that Â vary infinitely but from a finite set of different
Â for the convergence of the algorithm (i.e., through utilizing SIA Theorem 1 (2) in
(Xia et al., 2015), product of finite sets of SIA matrices is SIA). Ensuring Â(k) is
from a finite set is achieved by requiring each node to choose the random Āl from
a finite set, facilitating repeated use to expedite convergence. The only coordination
needed during the aggregation step demands constancy in [Āl

+(k)]i,i and Āl
−(k)i,i+n

for 1 ≤ i ≤ n, 1 ≤ l ≤ Nc, and each k in FLUE form where Āl(k)+ ̸= Āl(k)−.
Alternatively, [Āl(k)]i,i should be constant for 1 ≤ i ≤ n, 1 ≤ l ≤ Nc, and each k

in FLUE forms where Āl(k) = Āl(k)+ = Āl(k)−. Furthermore, Â must be an SIA
1We denote by Āl

+ and Āl
− to be the matrix Āl for the first n iterations and the last n iterations of the

period 2n, respectively (i.e., FLUE has two forms Āl replicated twice in 2n iterations or not).
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matrix, ensured by having at least one positive column in Ã(+) =
(
(Ai,j)+

)
1≤i,j≤n

2

for FLUE forms where Āl(k) = Āl(k)+ = Āl(k)−. Adjustments in Āl are required
to ensure unanimity in [Āl

+(k)]i,i = γi or [Āl
−(k)]i,i+n = γi+n for the first FLUE

form and [Āl(k)]i,i = γi for the latter, where 0 < γi < 1 or 0 < γi+n < 1 is cru-
cial for obtaining a stochastic matrix ¯̄Al encoding weights to ensure model privacy.
The scaling of rows with weights wi after normalization avoids further scaling so that
Āl

ii = γ < 1 according to specified conditions, already considered in the final matrix
¯̄Al.

Two cases of computing Dl for the FLUE algorithm exist, both requiring no coor-
dination among nodes and no encryption. The first case involves a fixed Dl every 2n
iterations at each node l. The second case involves a variable (random) Dl every 2n it-
erations at each node l, chosen from a finite or infinite set. For both cases Dl only need
to be a column stochastic matrix and can be repeated twice every 2n iterations or not
(i.e., Dl = Dl

+ = Dl
− or Dl

+ ̸= Dl
−). We denote by Dl

+ and Dl
− to be the matrix Dl

for the first n iterations and the last n iterations of the period 2n, respectively. Privacy
is maintained through the use of Āl and surpluses.

In the process of encoding data points using the matrix B to derive coded gradi-
ents, there are two approaches. The first involves calculating the uncoded gradient on
the original data points and subsequently encoding that gradient using the coefficients
of B. Alternatively, in scenarios such as linear regression problems or supervised learn-
ing in neural networks, we can scale the labels and feature parameters of the data points
by the respective coefficients of B corresponding to the node partition and the iteration
modulo n. Then the gradients of theses adjusted (weighted) datapoints are the corre-
sponding coded gradients∇gi.

Forming Matrices A, ¯̄Al and B

Any singular matrix B with rank(B) ≤ min(nc, pc) − 1 will work as an encoding
matrix. Then for the matrix ¯̄Al whether for the fixed or time-varying case we identify
two scenarios in which Â must be an SIA matrix. And to ensure that we must have
first Āl

ii = γi where 1 ≤ l ≤ Nc and 1 ≤ i ≤ n for FLUE where Āl = Āl
+ = Āl

−.
¯̄Al
ii = γi where 1 ≤ l ≤ Nc and 1 ≤ i ≤ 2n for FLUE where Āl

+ ̸= Āl
−. And an

easy way to ensure that Â is SIA for each case is to have at least one positive column
for at least one matrix Āl for the first FLUE form. That is, for the first form we ensure
that Ã(+) contains one positive column of entries. And ¯̄Al has one positive column
of entries for the latter FLUE form. To ensure the first conditions we need first to find
the null space of matrix BT . Then have ωiAri = γi for each specified i according
to the form of FLUE. And Ari is any vector where AriB = 1np and ωi as defined
earlier to be the inverse of the l1-norm of Ari . Due to the limited space we refer you
to Appendix A for a detailed exposition of the process.

Convergence Analysis
Convergence analysis is deferred to Appendix C and D. We provide a convergence
analysis in the distributed optimization setting that can be easily adjusted to the feder-

2Where (Aij)+ = Aij if Aij ≥ 0 and 0 otherwise.
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ated optimization setting based on sampling criteria for calculating batch gradients, the
adequacy of approximating the learning function of a neural network, for example, by a
convex function and viewing the learning process as a stochastic convergence process.
Convergence Rate
Convergence rate is deferred to Appendix E. We emphasize on the dependency of the
learning rate (convergence rate) in neural networks on the coding of data (gradients).
Thus, certain coding schemes show better learning rates than ordinary learning (with
uncoded gradients) depending on the matching between the data structures and the used
scheme.

Simulation Results
In the simulation section, we delve into the convergence rate analysis of FLUE for de-
centralized optimization on a network of Nc nodes and its federated learning form. The
optimization problem under consideration is an unconstrained convex one, represented
as:

arg min
x∈RN

∥Fx− y∥22, (8)

where F is a random matrix of size M × N , and y = Fxo, with xo sampled from
a uniform bounded random distribution. The solution x∗ represents the least squares
solution of the overdetermined system y = Fxo,xo ∈ RN .

In our simulations, we consider a network with one cluster (m = 1) composed of
Nc nodes, each partitioned into n̄l data points. The matrices are of the same size, and
we employ absolute error (AE) AE := x1≤i≤Nc

∥xi(k)−xo∥2
∥x0∥2

and consensus error (CE)
CE := x1≤i≤Nc

∥xi(k)−x̄(k)∥2
∥xo∥2

to measure the performance of FLUE. The convergence
rate is analyzed for different FLUE variants, coding matrices, and step sizes, comparing
FLUE with conventional distributed gradient descent (DGD) for solving the convex
optimization problem.

It is worth mentioning that in the following simulations we employed a fixed coding
matrix B except the fourth simulation of Figure 6 (see Appendix A) where we used a
random coding matrix B. In Figure 1, we have simulated the convergence of FLUE
version with O = Qϵ,T for the above defined overdetermined system linear regression
problem with step size αk = 1

(k+100)0.75 . While in Figure 5 (see Appendix A), we
show the convergence rate for FLUE version with O = Qϵ,T. For both we use fixed
coding matrices Āl (i.e., repeating on each node l every 2n iterations) with the number
of nodes Nc = 5.

Meanwhile, in Figure 4 (see Appendix A) we show the behavior of FLUE with
version O = Qϵ,T for the random coding matrices Āl with the number of nodes
Nc = 5. While we address the behavior of FLUE with version O = Qϵ,T for Nc = 7-
node network using fixed coding matrices Āl in Figure 5 and using random coding
matrices Āl in Figure 6 (see Appendix A). Both of the above mentioned simulations
are with step size αk = 1

(k+100)0.75 .
For an explicit discussion of the simulation we refer to Appendix A.
We show a comparison between FedAvg algorithm and FLUE algorithm variant

(with no surpluses) compatible for neural networks federated learning (see Algorithm 1
in Appendix A). We partition the MNIST dataset into 100 clients each containing 600
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Figure 1: Absolute and consensus errors vs iteration of FLUE and DGD with fixed coding matrices Āl

using FLUE (39) on a 5-node network

examples. Each client utilizes a neural network with 2 hidden layers containing 200
nodes each and using ReLu activation function. As was inferred from the convergence
rate analysis FLUE can match or outperform ordinary uncoded learning depending on
the coding scheme compatibility with the learning dataset.

Conclusion
In this paper, we present FLUE, a federated learning algorithm that utilizes coded lo-
cal gradients and exchanges coded combinations as model parameter proxies, ensuring
data privacy without encryption. We have developed both general and special variants,
showcasing convergence and improved learning rates. Our encryption-free implemen-
tations yield promising results for federated optimization and machine learning, with
variations involving replicated and non-replicated matrices, as well as general and spe-
cial forms. Furthermore, our approach demonstrates the efficacy of encoding data in
accelerating the learning convergence rate. Coordination across all nodes for complete
decoding matrices is unnecessary; instead, we limit coordination to specific entries
for precise aggregation, maintaining privacy. While this approach doesn’t compromise
privacy, our ongoing security efforts aim to explore methods ensuring zero coordina-
tion among nodes in future research. Moreover, employing a shared encoding matrix
does not compromise security. Future research directions could involve exploring algo-
rithms incorporating random encoding matrices, drawing upon methods derived from
the convergence of infinite products of random matrices.

References
Abadi, M., A. Chu, I. Goodfellow, H. B. McMahan, I. Mironov, K. Talwar, and

L. Zhang (2016). Deep learning with differential privacy. In Proceedings of the
2016 ACM SIGSAC conference on computer and communications security, pp. 308–
318.

8



Figure 2: Test Accuracy per iterations for FedAvg algorithm with E = 5 epochs and batchsize B =
{10, 100, 1000, 1000} on MNIST dataset.

Atallah, E. and N. Rahnavard (2018/11). A code-based distributed gradient descent
method. In 2018 56th Annual Allerton Conference on Communication, Control, and
Computing (Allerton), pp. 951–958. IEEE.

Atallah, E., N. Rahnavard, and C. Enyioha (2019). Distributed asynchronous random
projection algorithm (darpa) with arbitrary uniformly bounded delay. In 2019 57th
Annual Allerton Conference on Communication, Control, and Computing (Allerton),
pp. 587–594. IEEE.
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Appendix A: Detailed View

A-1: Introduction

Overview
Federated Learning empowers a diverse array of devices, such as mobile phones and
computing devices, to collectively train a shared predictive model while preserving all
training data on the local device. This approach decouples the ability to perform ma-
chine learning from the necessity of storing data in the cloud. Within the framework
of federated learning (FL), clients cooperate in training a global model without expos-
ing their raw data; instead, they share computed gradients or model parameters. While
the local information can still be derived from the outputs transmitted to the parame-
ter server, privacy concerns have led clients to introduce artificial noise or encryption
to their local updates, which may include gradients or learned models, to protect the
global model training process.

However, the effectiveness of using gradients, even with added noise, has proven
limited, as these gradients can still be reverse-engineered, ultimately revealing the
model and, consequently, the private data. Recent research has shifted towards using
model parameters in training without exchanging local data or computed local gradi-
ents. To secure the trained models and mitigate the risk of inferring local data, encryp-
tion is employed. Additionally, the introduction of noise to the trained models further
enhances privacy.

In this paper, we introduce a federated learning algorithm that harnesses coded local
gradients during the local learning phase and exchanges coded combinations serving as
proxies for the learned models’ parameters. This approach ensures data privacy without
relying on encryption. Furthermore, we inject surplus noise into each of these proxy
variables to establish a more robust privacy framework. We develop two algorithm
variants: a general form and a special form that does not depend on surplus noise. We
demonstrate the convergence of these algorithms and establish learning convergence
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rates that can be improved based on the chosen coding scheme and its alignment with
the characteristics and structure of the raw data.

We present two encryption-free implementations using fixed and random coding
matrices and provide promising simulation results for the algorithms, viewed from both
a federated optimization and a federated machine learning perspective.

Introduction
The widespread adoption of Internet of Things (IoT) technologies has led to the genera-
tion of massive amounts of user data. In an effort to protect data privacy, decentralized
machine learning methods such as Federated Learning (FL) [have been proposed as
an alternative to sharing individuals’ raw data. During the training phase, each client
periodically retrieves the global model from a parameter server and updates their lo-
cal model with their own data. Instead of transmitting raw data, only encrypted model
parameters are transferred, preserving data privacy. Additionally, the introduction of
noise to the trained models can further enhance privacy.

In this paper, we introduce Federated Learning with Unencrypted Model Weights
(FLUE), a Federated Learning algorithm that incorporates coded local gradients into its
local learning process. We exchange coded combinations’ proxies of the learned model
parameters to ensure data privacy, all without the need for encryption. Furthermore, we
inject surplus noise into these proxy variables to establish stronger privacy safeguards.
We present two algorithm variants: a general form and a special form that does not uti-
lize noise surpluses. We demonstrate the convergence of these algorithms and establish
learning convergence rates that can be further optimized based on the chosen coding
scheme and its compatibility with the characteristics and structure of the raw data.

We provide two encryption-free implementations using fixed and random coding
matrices and showcase promising simulation results from both a federated optimization
perspective and a federated machine learning perspective.

However, it is important to note that sharing model updates or gradients can poten-
tially compromise clients’ private information. Analyzing the differences in training
parameters uploaded by clients can reveal sensitive data, as illustrated by the model
inverse attack (Geiping et al., 2020; Zhao et al., 2020) which allows for training data
reconstruction by matching model gradients and optimizing randomly initialized in-
puts. These attacks represent significant threats to FL security and privacy.

To address the risk of privacy breaches, each client can add artificial noise (Abadi
et al., 2016; Wei et al., 2020; Yang et al., 2022) to the transmitted parameters. Never-
theless, this approach can result in a noticeable loss of training accuracy while making
it more challenging for attackers to reverse-engineer the original local data. Our algo-
rithm mitigates this challenge by employing coded gradients, making it more difficult
for eavesdroppers to infer the original local data through gradients. Additionally, the
systematic introduction of noise surpluses in the learning update procedure does not
compromise learning accuracy. Furthermore, the variable nature of the noise between
iterations, while maintaining learning privacy, adds an extra layer of complexity for
eavesdroppers attempting to extract data from the exchanged variables.
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Key Contributions
The key contributions of FLUE are:

• Implementing privacy-preserving Federated Learning without relying on encrypted
model parameters or exchanging local gradients.

• Employing proxy model parameters between server and nodes to facilitate data
training and model parameter discovery on nodes.

• Enhancing privacy-preserving measures by leveraging surplus noise.

• Incorporating coded gradients in local training processes.

• The encoding of gradients is easily established, any singular matrix can be used
for encoding.

• utilization of a gradient descent and a gradient ascent step in the learning process.

• we infer that proper encoding of data (gradients) can considerably enhance the
learning process (convergence rate).

The remainder of the paper is organized as follows. In Appendix A-2, we present
the problem setup, background material and needed assumptions. In Appendix A-3, we
present the method for forming the encoding and decoding matrices. In Appendix A-4
we formulate our proposed algorithm FLUE with its different forms, implementations
and privacy mitigating features. We complement our work in Appendix A-5 with sim-
ulation results. Finally, Appendix A-6 concludes our paper. In Appendix B, we state
our main fundamental theorem for the validity of the algorithm convergence for two
of FLUE variants in static networks. In Appendix C we analyze the convergence of
our algorithm in static networks in more details. In Appendix D, we prove the conver-
gence of FLUE in time-varying networks. Afterwards, we find the convergence rate in
Appendix E. In Appendix F, we list preliminary lemmas and postulates.

Conventional mathematical nomenclature is used in this paper.

A-2: Problem Setup, Background Material and Assumptions
Assumption 2. We consider the optimization problem

min
x∈RN

f(x) =
1

n̄

n̄∑
i=1

fi(x) = Edi∈D[fi(x)]. (9)

where f(x) is the global overall function to be minimized, fi(x) are local functions
related to the used partition, and n̄ as the total number of data points in the distribution
D and di correspond to data point i. We list the following assumptions essential for the
applicability of our algorithm.
Since minimum of f(x) is the same as minimum of a scaled f(x), we consider in the
proof the equivalent optimization problem

min
x∈RN

f(x) =

n̄∑
i=1

fi(x) = n̄Edi∈D[fi(x)]. (10)
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• (a) The global function f : RN → R is convex.

• (b) The solution set of (10) and the optimal value exist. x∗ ∈ x∗ = {x|f(x) =
minx′ f(x

′
)},

f∗ = f(x∗) = min f(x)..

• (c) The gradients ∇fi(x), where i ∈ V are bounded over the RN , i.e. there
exists a constant F such that ∥nablafi(x)∥ ≤ F for all x ∈ RN and all i ∈ V .
That is ∥∇f∥ ≤ nF and ∥gi(x)∥ ≤ G =

√
n∥B∥2,∞F for all x ∈ RN and all

i ∈ V .

A-3: Forming the Decoding and Encoding Matrices
Forming the Matrix Āl and Dl at each node l

The server administers the algorithm for each cluster, employing three key parameters:

• nc (the number of iterations per cycle is 2nc, WLOG n = nc),

• Nc (the set of nodes in the cluster engaged in local learning, with whom the
server communicates),

• At each client l, a partitions set Pl is designated, outlining the assignment of dat-
apoints to partitions (that correspond to the same scaling factor for the encoding
matrix Bc). The set Pl consists of pl = ∥Pl∥ partitions.

Once these parameters are specified, the server initializes by transmitting the encoding
matrix Bc to cluster c. This matrix, B = Bc, is an nc×pc matrix, where pc denotes the
total number of partitions across all communicating nodes Nc, that is, pc =

∑Nc

l=1 pl.
At each client l, the data points associated with partition j are encoded using the

scaling factor Bi,
∑l−1

s=1 ps+j for each iteration t where t mod n = i. The server’s re-
quirement for designing the matrix B = Bc is simply that it be a singular matrix.
This is because the decoding matrix A satisfies AB = C, where C = 1nc×pc

ma-
trix. Therefore, A = CB−1. The use of the pseudoinverse of B to find A results in
an infinite set of matrices A, allowing nodes the flexibility to choose from various al-
ternatives of rows to form their matrices Āl. As a consequence, Āl across different
nodes need not be identical and can be selected to be fixed or even random every 2n
iterations, whether replicated every n iterations or not. Consequently, there is no fixed
deterministic Āl that can be easily deduced by an eavesdropper or the server, ensuring
security is not compromised. Turning our attention back to matrix B, it is imperative
to ensure that B is a singular matrix, preferably with no zeros 3. This guarantees that
all nodes’ datapoints undergo gradient descent steps during training, eliminating the
reliance on proxy models x̄i being mere scaled versions of the models, which could
pose security risks. While this concern is already addressed by the surpluses y+

i or y−
i

3Since then the application of Āl on coded gradients is equivalent to having Āl then Bc applied on
uncoded gradients. And we know that consensus in distributed algorithms with local original gradients is
easily established for stochastic matrices
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and the factors Āl
ii, additional precautions are necessary. Moreover, the coefficients of

B should not be equaling 1. This prevents exact uncoded gradient descent steps, thus
thwarting attempts to deduce models through inverse engineering the gradients. This
safeguard is further reinforced by the use of scaled proxy models. It is essential that
the coefficients of B differ across nodes l and partition sets Pl. Uniform coefficients
across nodes could compromise security by facilitating the decoding of the same scaled
factor applied to all gradients at node datapoints through reverse engineering of coded
gradient steps. In order to achieve these functionalities, it is essential to appropriately
scale and modify the matrix B before transmitting it from the server. Subsequently,
based on the provided value of B, each node l can determine an A and, consequently,
Āl.
We denote Āl

+ and Āl
− to be the matrix Āl for the first n iterations of the period 2n

and the last n iterations of the period 2n, respectively (i.e., FLUE has two forms Āl

replicated twice in 2n iterations or not. Each 2n×1 row of Āl are chosen from rows of
A normalized by their respective l1-norm. We form a row r̄ of Al by first choosing any
row r of A where we keep every positive coefficient [A]r,j in its same j position and
normalize by the l1-norm of row r (i.e., [Al]r̄,j =

[A]r,j
∥Ar,:∥1

(corresponding to a gradient
descent step of the coded gradient)). And we move every negative coefficient [A]r,j in
the j + n position, take its absolute value and normalize by the l1-norm of row r (i.e.,
[Al]r̄,j+n = − [A]r,j

∥Ar,:∥1
(corresponding to a gradient ascent step of the coded gradient)).

All other coefficients of row r̄ of Al are set to zero. In this process we need to ensure

that the formed matrix ¯̄Al =

(
Āl

+

Āl
−

)
is Stochastic Indecomposable Aperiodic matrix

(SIA).
It’s worth noting that due to the fact that A is drawn from an infinite set, Āl also

belongs to an infinite set, as mentioned earlier. This implies the existence of different
A’s for different nodes, ensuring that the advantage of Āl remains exclusive to node
l with no knowledge accessible to other nodes or server. The matrices Āl can either
undergo duplication twice in each cycle (every 2n iterations) or not. Specifically, Āl

+,
representing the first n iterations of the cycle, and Āl

−, corresponding to the last n
iterations, may or may not be identical. There is also the option to insist that Āl for
each node l remains constant throughout the algorithm, repeating every 2n iterations,
denoted as Āl(k) = Āl for 1 ≤ l ≤ Nc. Alternatively, it may be stipulated that Āl

for each node l varies over time (randomly) throughout the algorithm, eliminating the
need for Āl to repeat every 2n iterations. In other words, Āl(k) is not necessarily equal
to Āl(k‘) for k ̸= k‘. For the fixed Āl per node l, we have the corresponding matrix
Â(k) = Â to be utilized in the convergence proof. To achieve this, Dl should be a
column stochastic matrix which also needs to remain fixed throughout the algorithm,
with Dl

+ repeating every 2n iterations and Dl
− repeating every 2n iterations. There

is flexibility in whether Dl
+ = Dl

− or not. For varying Āl per node l, we need it to
be chosen from a compact set rather than an infinite set. That is, Āl(k) ∈ Al where
Al = {Āl

1, Ā
l
2, . . . , Ā

l
n} where 1 ≤ l ≤ Nc is a finite set. Here, we don’t require

that Dl be fixed for each corresponding Āl since the convergence proof utilizes that
assumption of Stochastic Indecomposable Aperiodic (SIA) matrices from a finite set
Â(k) only. This requirement that Â(k) be from a finite set is accomplished by requiring
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each node to choose the random Āl from a finite set. Thus, it will ease the repetition of
Â infinitely many times to reach convergence. 4 Regarding the coordination of nodes
in the aggregation step, it is necessary for Āl

+(k)i,i where 1 ≤ i ≤ n and Āl
−(k)i,i+n

where 1 ≤ i ≤ n, for 1 ≤ l ≤ Nc and each k to remain constant for FLUE of the form
where Āl(k)+ ̸= Āl(k)−. Alternatively, Āl(k)i,i should be constant for 1 ≤ i ≤ n,
for 1 ≤ l ≤ Nc and each k for FLUE of the form where Āl(k) = Āl(k)+ = Āl(k)−.
Additionally, the matrix Â needs to be an SIA matrix.

An easy way to ensure this is to have at least one positive column in Ã(+), ensuring
that Āl becomes an SIA matrix for FLUE of the form where Āl(k) = Āl(k)+ =

Āl(k)−. And ¯̄Al =

(
Āl(k)+
Āl(k)−

)
to have at least one positive column for FLUE of the

form where Āl(k)+ ̸= Āl(k)−. Similarly, ensuring that Āl becomes an SIA matrix.
Adjustments are also required for Āl so that Āl

+(k)i,i = γi or Āl
−(k)i,i+n = γi+n

be unanimous for all l and all k, for 1 ≤ i ≤ n for the first form of FLUE. And
Āl(k)i,i = γi for 1 ≤ i ≤ n, should be unanimous for 1 ≤ l ≤ Nc and all k for
the latter form. It is crucial that 0 < γi < 1 or 0 < γi+n < 1 to obtain a stochastic

matrix ¯̄Al =

(
Āl(k)+
Āl(k)−

)
encoding weights that ensure model privacy. Consequently,

the rows, which are already scaled with weights wi after normalization, need not be
further scaled so that Āl

ii = γ < 1 according to the specified conditions since this
weight scaling is already considered in the final matrix ¯̄Al.

5 In the process of encoding data points using the matrix B to derive coded gradi-
ents, there are two approaches. The first involves calculating the uncoded gradient on
the original data points and subsequently encoding that gradient using the coefficients
of B. Alternatively, in scenarios such as linear regression problems or supervised learn-
ing in neural networks, we can scale the labels and feature parameters of the data points
by the respective coefficients of B corresponding to the node partition and the iteration
modulo n. Then the gradients of theses adjusted (weighted) datapoints are the corre-
sponding coded gradients∇gi. 6

Let the coded objective functions gj , 1 ≤ j ≤ n, and the decoding matrix A =
(a(i, j))1≤i,j≤n be as described above. Set decoding weights

wi =
(∑

j∈Γi

|a(i, j)|
)−1

, 1 ≤ i ≤ n, (11)

where
Γi = {j, a(i, j) ̸= 0}. (12)

4In the time-varying form of FLUE we require that Â vary infinitely but from a finite set of different Â
for the convergence of the algorithm (i.e., through utilizing SIA Theorem 1 (2) in (Xia et al., 2015).

5It is important to note that a 1
n

scaling for ∇gi is unnecessary, as demonstrated in the proof in Appendix,
where normalizing weights achieves the required convergence for f =

∑n
i=1 fi. Therefore, only ni is

needed for f =
∑n

i=1
ni
n
Fi without the 1

n
term.

6It is important to note that a 1
n

scaling for ∇gi is unnecessary, as demonstrated in the proof in Appendix,
where normalizing weights achieves the required convergence for f =

∑n
i=1 fi. Therefore, only ni is

needed for f =
∑n

i=1
ni
n
Fi without the 1

n
term.
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For the decoding matrix A, we define its normalized decoding matrix Ande =(
ã(i, j)

)
1≤i,j≤n

of size n× n by

ã(i, j) = wia(i, j), 1 ≤ i, j ≤ n, (13)

and its row stochastic decoding matrix ¯̄Al of size 2n×2n for FLUE of the form where
Āl(k) = Āl(k)+ = Āl(k)− by

¯̄Al =

(
Ã(+) Ã(−)

Ã(+) Ã(−)

)
, (14)

where wi, 1 ≤ i ≤ n, are decoding weights given in (11), and

Ã(+) =
(
(ã(i, j))+

)
1≤i,j≤n

and Ã(−) =
(
(−ã(i, j))+

)
1≤i,j≤n

are positive/negative parts of the normalized decoding matrix Ã = (ã(i, j))1≤i,j≤n

respectively. Where a(i, j)+ = a(i, j) if a(i, j) ≥ 0 and 0 otherwise.

Definition 1. Â =



Ā1
+

Ā1
−

Ā2
+

Ā2
− . . .

. . .
Ān

+

Ān
−



Definition 2. The column stochastic matrix D̂ =



1
nD

1 1
nD

2 . . . 1
nD

n

1
nD

1 1
nD

2 . . . 1
nD

n

1
nD

1 1
nD

2

1
nD

1 1
nD

2

. . .
. . .

1
nD

1 1
nD

n

1
nD

1 1
nD

n


D̂+(i, j) = D̂(i− (i div 2n)n, j − (j div 2n)n)

for 1 ≤ i mod 2n ≤ n & 1 ≤ j mod 2n ≤ n
(15)

D̂−(i, j) = D̂(i− (i div 2n+ 1)n, j − (j div 2n+ 1)n)

for n+ 1 ≤ i mod 2n ≤ 2n & n+ 1 ≤ j mod 2n ≤ 2n
(16)

Then the n2 × n2 matrix

Definition 3. ¯̂
D = D̂+ = D̂− =


1
nD

1 1
nD

2 . . . 1
nD

n

1
nD

1 1
nD

2 . . . 1
nD

n

. . .
. . .

1
nD

1 1
nD

2 . . . 1
nD

n
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is column stochastic.

Definition 4. T =



T1 T2 . . . Tn

T1 T2 . . . Tn

T1 T2

T1 T2

. . .
. . .

T1 Tn

T1 Tn


T+(i, j) = T(i− (i div 2n)n, j − (j div 2n)n)

for 1 ≤ i mod 2n ≤ n & 1 ≤ j mod 2n ≤ n
(17)

T−(i, j) = T(i− (i div 2n+ 1)n, j − (j div 2n+ 1)n)

for n+ 1 ≤ i mod 2n ≤ 2n & n+ 1 ≤ j mod 2n ≤ 2n
(18)

Definition 5. T̄ = T+ = T− =


T1 T2 . . .Tn

T1 T2 . . .Tn

. . .
. . .

T1 T2 . . .Tn


Forming Matrices A, ¯̄Al and B

Any singular matrix B with rank(B) ≤ min(nc, pc) − 1 will work as an encoding
matrix. Then for the matrix ¯̄Al whether for the fixed or time-varying case we identify
two scenarios in which Â must be an SIA matrix. And to ensure that we must have
first Āl

ii = γi where 1 ≤ l ≤ Nc and 1 ≤ i ≤ n for FLUE where Āl = Āl
+ = Āl

−.
¯̄Al
ii = γi where 1 ≤ l ≤ Nc and 1 ≤ i ≤ 2n for FLUE where Āl

+ ̸= Āl
−. And an easy

way to ensure that Â is SIA for each case is to have at least one positive column for at

least one matrix Āl for the first FLUE form. That is, for
¯̄l
A of the form where

¯̄l
A =

(
Ã(+) Ã(−)

Ã(+) Ã(−)

)
, (19)

has Ã(+) containing one positive column of entries. And
¯̄l
A has one positive column

of entries for the later FLUE form. To ensure the first conditions we need first to find
the null space of matrix B. Then have ωiAri = γi for each specified i according
to the form of FLUE. And Ari is any vector where AriB = 1np and ωi as defined
earlier to be the inverse of the l1-norm of Ari . To satisfy that we follow the following
approach. After identifying Y, the vector basis of null space of BT of rank d, Ari =
1T
np
B† + βxTY where x ∈ Rd and β ∈ R. And to have that the l1- norm of Ari

to be inverse of ωi we multiply Ari by 1̄np where 1̄np is a vector of +1 and −1. So
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that, Ari 1̄
T
np

= (1T
np
B† + βxTY)1̄Tnp

= 1
ωi

But at the end we need to ensure for the
chosen combination of 1̄np

that the absolute values of Ari match so that it has an l1-
norm to be inverse of ωi. And we need Ari = (1T

np
B† + βxTY)ii =

γi

ωi
. Having the

dimension of the null space of B to be d, then we choose d−2 random entries of x, one
random value of β and one random value for ωi. Then we find the other entries values
of x thus forming Ari and consequently a possible

¯̄l
A row. After forming a number of

rows. We form the matrix ¯̄Al ensuring the conditions to make Â SIA for either form

of FLUE.. Subsequently, we either fix
¯̄l
A throughout the iterations or form a new one

for each iteration but chosen from a finite set, for both the fixed or time-varying case
of the algorithm.

A-4: Main Algorithm
FLUE: Initialization

The recent surge in successful deep learning applications has predominantly relied on
various adaptations of stochastic gradient descent (SGD) for optimization. Neural net-
work training uses gradient descent in its learning process. Therefore, it’s a natural
progression to develop algorithms for federated learning, building upon the founda-
tion of SGD. The initial application of SGD to federated optimization may appear
straightforward, involving a single batch gradient calculation, typically performed on
a randomly selected client, during each communication round. SGD in its construc-
tion allows the utilization of part of the data in computing the gradient maintaining the
convergence to the optimizer in a stochastic convergence process. Therefore, for our
baseline approach, we opt for large-batch synchronous SGD. In the federated setting,
the server divides at the beginning of the process the clients into m clusters taking into
considerations the complexity, heterogeneity, type of data and the estimated number of
stragglers per cluster. Each cluster c ∈ {1, 2, . . . ,m} has Nc number of clients. For
each of those m clusters the server forms a fixed matrix Bc ∈ Rnc×pc where pc is the
number of partitions on all clients i of cluster c which can be related to the number of
silos or batch sizes at that node. Then the sever sends the matrix Bc to all clients in the
cluster c. This matrix Bc can be any nc × pc singular matrix. We update FLUE on the
nodes such that each iteration i modulo n corresponds to row i of matrix B = Bc (i.e.,
for each 2n iterations B repeats itself two times, one for the gradient descent updating
equation and one for the gradient ascent updating equation). And B = Bc is fixed
across cluster c. After the matrix Bc is sent to all nodes in cluster c. Each client in the
cluster utilizes gradient coding to the data partitions available to it. This can be done
by either partitioning the data and encoding the datapoints labels and features accord-
ing to B = Bc or through partitioning the data and applying the learning algorithm
with encoded gradient steps according to B encoding scheme. Then a corresponding

decoding matrix
¯̄l
A for each node l of the cluster is computed. Then a proposed algo-

rithm Federated Learning with Un-Encrypted model parameters (FLUE) is employed
to accomplish the learning task described by (10).

In general, the parameter server selects a set of s clusters of clients in each round
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and allows the learning of the model estimates through the computation of the gra-
dient of the loss over all data held by these N =

∑s
c=1 Nc clusters’ clients. Thus,

the fraction f =
∑s

c=1 N̄c∑m
c=1 Nc

determines the global batch size, with f = 1 equiva-
lent to full-batch (non-stochastic) gradient descent. For f = 1 we have all clusters
with all there clients performing a full-batch gradient descent. That is, we have all m
clusters with all

∑m
c=1 Nc clients with all datapoints n̄ =

∑m
c=1

∑Nc

l=1 n̄l perform-
ing gradient descent. This baseline algorithm is referred to as ”FedSGD.” In a typical
FedSGD implementation with f = 1 and a fixed learning rate α each client l calculates
∇Fl =

1
n̄l

∑n̄l

i=1∇fi(x(k)) representing the average gradient based on its local data at
the current model x(k) on all data points n̄l of client l. In essence, each client performs
one local gradient descent step using its data, and the server computes a weighted aver-
age of the resulting models. By structuring the algorithm this way, additional computa-
tion can be introduced at each client by iterating the local update multiple times before
the averaging step. This extended approach is known as ”FederatedAveraging” or ”Fe-
dAvg” (Mcmahan et al., 2016). The level of computation can be controlled through
three key parameters: f (the fraction of clients performing computation per round), E
(the number of training passes each client makes over its local dataset per round), and
B (the local minibatch size for client updates). B can vary from the full local dataset
which can be treated as a single minibatch to a minibatch consisting of only one data-
point. Thus, one end of this algorithm family corresponds to B = nl and E = 1 which
precisely matches FedSGD. For a client with ni local datapoints, the number of local
updates per round is ui =

Eni

B . In our approach we code the gradients after partitioning
the data on each client and apply FLUE with any range of the hyperparameters f , E
and B.

FLUE: General Form

For the first n iterations j modulo 2n, each of the connected n clients performs an
updating step on its model weights x+

i (2nk + j) using its coded data formed gradi-
ent according to matrix B, utilizing the coded gradient descent and surplus variable
y+
i (2nk + j). Thus, forming its proxy weight x̄+

i (2n(k + 1) + j). Then each client
updates its surplus variable using previously sent proxy weights from the server and
its previous model weight and surplus variables from previous iterations. It then sends
its updated proxy weight x̄+

i (2n(k + 1) + j) to the server which in turn aggregates
all clients proxy weights received from the connected clients forming the server proxy
update x̄(2n(k+1)+ j). Afterwards the server sends its update proxy weights to each
of the chosen n clients. Consequently, each of those clients finds its model weights
x+
i (2n(k + 1) + j) using the server sent proxy weights x̄(2n(k + 1) + j). Similarly,

for the last n iterations modulo 2n, the process follows the same structure as the clients
perform an updating step on their model weights x−

i (2nk + j) using its coded data
formed gradient according to matrix B, utilizing the coded gradient ascent and surplus
variable y−

i (2nk + j). Thus, each client forms its proxy weight x̄−
i (2n(k + 1) + j).

Then each client updates its surplus variable using previously sent proxy weights from
the server and its previous model weight and surplus variables from previous iterations.
It then sends its updated proxy weight x̄−

i (2n(k + 1) + j) to the server which in turn
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aggregates all clients proxy weights received from the connected clients forming the
server proxy update x̄(2n(k + 1) + j). And the process continues henceforth until
convergence.

FLUE performs the following updating iterations at each node i for i ∈ {1, 2, . . . , n}.
Please note that Γi = Γi(k) is the fixed support of the row of A identified with iteration
i:

x̄+
i (2n(k + 1) + j) = Āi

jj(k)x
+
i (2nk + j)

− ϵ
∑
s

[Di
+(k)]jsy

+
i (2nk + s)− αkBji∇fi(x

+
i (2nk + j))

y+
i (2n(k + 1) + j) = x+

i (2nk + j)− x̄(2nk + j)

− ϵy+
i (2nk + j) +

∑
s

[Di
+(k)]jsy

+
i (2nk + s).

(20)

x̄(2n(k + 1) + j) =
1

N

N∑
i=1

x̄+
i (2n(k + 1) + j) (21)

x+
i (2n(k + 1) + j) = x̄(2n(k + 1) + j)

+
∑

s∈Γj\{j}
Āi

js(k)xi(2nk + s) + ϵy+
i (2nk + j) (22)

x̄−
i (2n(k + 1) + j) = Āi

(j−n),(j−n)(k)x
+
i (2nk + j)

− ϵ
∑
s

[Di
−(k)]jsy

+
i (2nk + s) + αkBj−n,i∇fi(x

−
i (2nk + j))

y−
i (2n(k + 1) + j) = x−

i (2nk + j)− x̄(2nk + j)

− ϵy−
i (2nk + j) +

∑
s

[Di
−(k)]jsy

−
i (2nk + s).

(23)

x̄(2n(k + 1) + j) =
1

N

N∑
i=1

x̄−
i (2n(k + 1) + j) (24)

x−
i (2n(k + 1) + j) = x̄(2n(k + 1) + j)

+
∑

s∈Γj\{j}
Āi

j−n,s(k)xi(2nk + s) + ϵy−
i (2nk + j) (25)

Each node i ∈ V maintains four vectors: two estimates x+
i (2nk+ j), x−

i (2nk+ j)
for 1 ≤ j ≤ n and for n+ 1 ≤ j ≤ 2n, respectively. And two surpluses y+

i (2nk + j)
and y−

i (2nk+j) for 1 ≤ j ≤ n and for n+1 ≤ j ≤ 2n, respectively. All in RN , where
2nk+ j is the discrete time iteration. We use x̂i(2nk+ j) to mean either x+

i (2nk+ j)
and x−

i (2nk + j − n) for 1 ≤ j ≤ n and n+ 1 ≤ j ≤ 2n, respectively.

Remark 2. The above general form is for FLUE with Āl replicated two times every
2n iterations.
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FLUE: Special Form

In conjunction to this general form of the algorithm which uses the advantage of coding
and surplus noise to secure privacy, we present a special variant where there are no
surpluses. To keep our presentation comprehensive we present the updating equations
for this special variant below:

x̄+
i (2n(k + 1) + j) = Āi

jj(k)x
+
i (2nk + j)

− αkBji∇fi(x
+
i (2nk + j))

(26)

x̄(2n(k + 1) + j) =
1

N

N∑
i=1

x̄+
i (2n(k + 1) + j) (27)

x+
i (2n(k + 1) + j) = x̄(2n(k + 1) + j)

+
∑

s∈Γj\{j}
Āi

js(k)xi(2nk + s) (28)

x̄−
i (2n(k + 1) + j) = Āi

(j−n),(j−n)(k)x
−
i (2nk + j)

+ αkBj−n,i∇fi(x
−
i (2nk + j))

(29)

x̄(2n(k + 1) + j) =
1

N

N∑
i=1

x̄−
i (2n(k + 1) + j) (30)

x−
i (2n(k + 1) + j) = x̄(2n(k + 1) + j)

+
∑

s∈Γj\{j}
Āi

j−n,s(k)xi(2nk + s) (31)

For the proof of this special case, we use can utilize the proof of the general case.

Remark 3. The following federated learning FLUE algorithm form is a special form
variant with no surpluses and with replication of Āl two times every 2n iterations.

In the implementation of our algorithm, matrix B must be fixed, repeating every
n iterations (and 2n). This requirement is essential for the computation of matrix A
and Āl. The matrix B should be known to all nodes without encryption, ensuring
privacy through the utilization of Āl and surpluses. Two cases of computing Dl for the
FLUE algorithm exist, both requiring no coordination among nodes and no encryption.
The first case involves a fixed Dl every 2n iterations at each node l. The second case
involves a variable (random) Dl every 2n iterations at each node l, chosen from a finite
or infinite set. For both cases Dl need to be a column stochastic matrix and can be
repeated twice every 2n iterations or not. Privacy is maintained through the use of Āl

and surpluses.
In the fixed Āl scenario, nodes independently calculate and repeat Āl every 2n iter-

ations, either with or without replication. This case provides convergence proof for both
scenarios of replication. In the variable (random) Āl scenario, each node independently
and randomly computes Āl every 2n iterations, enhancing privacy. The convergence
proof is extended to this scenario, highlighting its effectiveness in preserving privacy.
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Algorithm 1: FLUE: Special Form (No Noise Surpluses) Used for Neural Networks
Federated Learning

1: Initialization: The server divides the nodes into m clusters. Then it forms the
encoding matrix Bc of size nc × pc and send it to each cluster. And identi-
fies which nodes in each cluster use which partitions and the corresponding
samples encoded according to their divisions. Each node l forms the decod-

ing matrix ¯̄Al =

(
Āl

+

Āl
−

)
used in the algorithm in either the time-invariant or

time-varying forms.
2: for each iteration t = 1, 2, . . . do
3: for each cluster c do
4: k ← t | 2nc

5: Nc(k)← max(CNc, 1)
6: Sc(k)← set of random Nc(k) clients on cluster c at iteration t
7: for each subiteration j = t mod 2nc in cluster c do
8: for each client l ∈ Sc(k) in parallel do
9: x̄l(t)← ClientProxyUpdate(l,xl(2n(k − 1) + j))

10: m̄c(k)←
∑

l∈Sc(k)
n̄l

11: x̄(2nk + j)←
∑

l∈Sc(k)
n̄l
¯mc(k)

x̄l(t)

12: xl(2nk + j)← ClientUpdate(l, x̄(2nk + j))
13: end for
14: end for
15: end for
16: end for
17:
18: Client l :
19: B ← (split partitions set Pl into batches of size B)
20: for each local epoch i from 1 to E do
21: for batch b ∈ B do
22: Compute coded gradient Bj mod n,i∇fi(x+

i (2nk+j)) on each batch accord-
ing to its partition division

23: end for
24: end for
25: ClientProxyUpdate(l,xl) ← Āl

j mod n,j mod n(k)xl(2n(k − 1) + (j

mod n))− αk(−1)(j−1) div nBj mod n,i∇fi(xi(2nk + j))
26: ClientUpdate(l, x̄(2nk + j)) ← x̄(2nk + j) +∑

s∈Γj\{j} Ā
l
j mod n,s(k)xl(2n(k − 1) + s)
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The FLUE mechanism starts with the server organizing clients into clusters and
forming fixed matrices Bc for each cluster. The server transmits Bc to all clients within
the cluster, with Bc usually stochastic. The FLUE algorithm operates without encryp-
tion, and privacy is further enhanced by using either on-the-fly random Āl rows or dif-
ferent fixed Āl rows for nodes per iteration modulo 2n. Privacy is maintained through
the convergence of stochastic matrices, and the scaling of Āl is uniformly applied to
nodes.

To address privacy concerns during convergence, the addition of surpluses y+
i and

y−
i with noise is proposed. This additional noise helps mitigate the risk of compromis-

ing privacy as the algorithm converges on model weight parameters. The use of variable
ϵ is suggested to counter potential privacy issues arising from a constant added coeffi-
cient. The proposed FLUE algorithm provides a privacy-preserving federated learning
approach without the need for encryption, ensuring convergence and robust security
features.

7

Implementation: No Encryption

As for the implementation of our algorithm, we require that matrix B be fixed, that is
repeating every n iterations (and evidently 2n) (i.e., one for the gradient descent coding
step and one for the gradient ascent coding step). As the algorithm for computing the
matrix A and consequently Āl all matrix B should be available. This requires that B
be known to all nodes. As for the matrix Dl, we do not require it to be replicated two
times every 2n iterations but it could be. Requiring only column stochastic matrices for
each n iterations will suffice. Moreover, either requirement doesn’t need coordination
among nodes as long as each node repeats the Dl matrix every 2n iterations two times
in its surpluses updating equations for the latter case. Meanwhile, we don’t require en-
cryption of D as privacy is still protected through utilizing Āl. And is further leveraged
using surpluses. We differentiate between two cases of computing Dl for the FLUE al-
gorithm, both of which need no coordination among nodes. And thus no encryption
is used in computing this Dl matrix. The first case is for fixed Dl every 2n iterations
at each node l. For this case we don’t require coordination among nodes as each node
can replicate Dl every 2n iterations independently thus keeping it fixed along the al-
gorithm process. Thus, each node l calculates a column stochastic Dl independently,
repeating it every 2n iterations. So, for the case where the matrix D̂ would be fixed
(i.e., having two similar replicas every 2n iterations) in (5). This allows us to easily
prove convergence of our algorithm for the fixed Â fixed D̂ approach, whether in the
scenario of replicating Dl two times every 2n iterations or not. Or even having Â fixed
and D̂ varying from a finite set in either replication scenario. However, we restrict our
analysis to the first structure.

In our time-varying analysis case we can have for variable (random) Dl every 2n
iterations at each node l to be chosen from finite or infinite set of such Dl at each node
l. For this case we also don’t require coordination among nodes as each node does not
need to replicate Dl every 2n iterations along the algorithm process. So, for this case

7Notice in line 11 of Algorithm 1 the weighting factor is chosen so that the batch coded gradient ∇g
computed still satisfy E[∇g] = ∇f . Similar to the original uncoded gradient case (Mcmahan et al., 2016)
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the matrix D̂ would be random (i.e., varying every 2n iterations) in (5). This make us
use the time-varying random Â and time-varying D̂ approach to prove convergence of
our algorithm.

Remark 4. It is worth noting that we could have developed a proof for variable (ran-
dom) B (i.e., time-varying doesn’t repeat every 2n iterations). That is for B with no
coordination between nodes while we can still preserve the replication of the same
used B two times every 2n iterations for this only requires each node to establish that
independently. However, the proof requires results in the convergence of the product of
stochastic matrices which further restricts the form of the utilized B.

Thus, by requiring a coordinated B, we let the server form this B at the beginning
of the process and send it to all nodes. Here, we don’t require encryption of B as
privacy is still protected through utilizing Āl. And is further leveraged using surpluses.

As we have mentioned earlier, we can prove the convergence of FLUE algorithm in
its general form for two different cases, fixed Āl every 2n iterations at each node l and
variable (random) Āl every 2n iterations at each node l. We could have established
convergence with no requirement to replicate Āl two times every 2n iterations (i.e.,
one for the gradient descent step and one for the corresponding gradient ascent step).
For this case we don’t require coordination among nodes as each node can replicate Āl

independently. The proof we provided holds for the two mentioned cases of replicating
Āl two times every 2n iterations or not at each node l.

Fixed Āl every 2n iterations at each node l

For this case we don’t require coordination among nodes as each node can replicate
Āl every 2n iterations independently thus keeping it fixed along the algorithm pro-
cess. Thus given the fixed B each node l calculates Āl independently, repeating or not
repeating every 2n iterations. The matrix Â would be fixed (i.e., repeating every 2n
iterations) in (1). This allows us to prove convergence of our algorithm using the fixed
static Â and fixed D̂ approach. This has a moderate privacy concerns as although the
server or another eavesdropper tries to learn the coding weights [Āl]ij coefficients, it
needs to learn from different nodes having different respective coefficients for each it-
eration which makes a cumbersome task. Meanwhile, since this learning can be done
on a long period of time where the eavesdropper can utilize the repeating of these coef-
ficients every 2n iterations along the federated learning process of a node l to its favor
to compromise privacy. To further mitigate that, we upgrade our case to a random (vari-
able) Āl every 2n iterations at each node l, keeping the replication of each Āl two times
every 2n iterations. However, also utilizing the noise surplus in this case can provide a
further privacy shield. Since each node l preserves this structure of Āl independently
without exposing it we don’t require any encryption Āl while still maintaining all the
positive leveraged security privileges. We also showed that our convergence analysis
holds for the case of having a fixed Āl but not replicated two times every 2n iterations.
There is no privacy concerns for this case especially if we move a step forward to the
time-varying Āl scenario.
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variable (random) Āl every 2n iterations at each node l

For this case we don’t require coordination among nodes as each node does not need
to replicate Āl every 2n iterations along the algorithm process. Thus given the fixed
B each node l calculates Āl independently and randomly. So, for the case of non-
stragglers the matrix Â would be random (i.e., varying every 2n iterations) in (38).
This make us use the time-varying (i.e., random) Â and time-varying (i.e., random)
D̂ approach to prove convergence of our algorithm. This has the best leveraged secure
implementation as although the server or another eavesdropper tries to learn the cod-
ing weights [Āl]ij coefficients, it needs to learn from different nodes having different
respective coefficients for each iteration without any repetition. So that for each node
and each iteration we have a different row vector of Āl which makes this an extremely
tedious task. Meanwhile, we can further mitigate privacy by also utilizing the noise
surplus. Since each node l need not preserve but the stochastic structure of Āl indepen-
dently without exposing it we don’t require any encryption Āl while still maintaining
all the positive leveraged security privileges. Meanwhile, Āl in the current algorithm
convergence proof although not repeated every 2n iterations can be replicated twice
for each 2n iterations or not. For the first case this can somehow compromise security,
mainly if an eavesdropper can learn twice about the [Ā]ij coefficients. However, this
is not a long time to use this information as in the fixed Āl case. This is because Āl is
varying every 2n iterations. It is worth emphasizing that Āl can be varying every 2n
iterations with no replication during these iterations (i.e., varying every n iterations).
This case is the most secure case as no coefficients are orderly repeated to allow learn-
ing. The proof analysis holds for both cases of replicating Āl or not two times every
2n iterations.

Matrix Āl is row stochastic with simple eigenvalue one by construction.

Lemma 1. The matrix Â is row stochastic with simple eigenvalue one.

FLUE: Encryption Free

In the initial phase, the server organizes clients into m clusters based on factors like
data complexity, data type an heterogeneity. Each cluster c within the set {1, 2, . . . ,m}
consists of Nc clients. For each of those m clusters the server forms fixed matrices
Bc ∈ Rnc×pc where pc is the number of partitions on all nodes i of cluster c which
can be related to the number of silos or batch sizes at that node. And nc is the period
of repetition of the algorithm iterations. Subsequently, the server transmits matrix Bc

identified with cluster c to all clients within cluster c. The matrix Bc in its reduced form
can be any singular matrix. But it is preferable to have Bc stochastic (normalized rows)
8. The FLUE (Federated Learning with Unencrypted Updates) mechanism is then up-
dated on the nodes. Each iteration i modulo n corresponds to row i of matrix B = Bc

(i.e., for each 2n iterations B repeats itself two times, one for the gradient descent up-
dating equation and one for the gradient ascent updating equation). And B = Bc is

8Since then the application of Āl on coded gradients is equivalent to having Āl then Bc applied on un-
coded gradients. And we know that consensus distributed algorithms of stochastic matrices on local gradients
converge
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fixed across all nodes in cluster c. Without loss of generality, let’s assume that pc = nc

(i.e., each nodes corresponds to one partition fi of
∑n

i=1 fi) resulting in Bc ∈ Rnc×nc .
This analysis naturally extends to the general scenario of any partition size pc on con-
dition pc doesn’t exceed the number of raw datapoints. Let us assume that there is one
cluster, i.e., m = 1. This is applicable because federated optimization or distributed
optimization commonly employs Stochastic Gradient Descent (SGD), which permits
the decomposition of the global function f(x) into f(x) =

∑n
i=1 fi(x) comprising

any number of local functions. The critical aspect is maintaining the coefficients of 1
in the sum, while the local functions can be formulated relative to the available data.
It is possible to decompose f(x) into local functions fi(x) to a certain degree; beyond
that point, the local functions fi(x) cannot be formed. This extreme case corresponds
to an SGD with a batch size of one (B = 1).

After receiving the variable proxy weights x̄ from the server, each node computes
a random row [Āl]i: where t = 2kn + i (can choose from a set of possible rows).
Importantly, this row need not be consistent across all nodes, and no coordination be-
tween nodes is required. As a result, the server and other nodes possess no information
about the specific row of Āl calculated at node l during a particular iteration. We dis-
tinguish two scenarios of matrix Āl, either fixed every 2n iterations, or random every
2n iterations. For both scenarios, we require the replication of matrix Āl two times
every 2n iterations or not. This approach ensures greater privacy for the model weights
without relying on encryption. Our algorithm for the time-varying scenario relies on
the convergence of stochastic matrices of specific forms (i.e., SIA matrices), of which
the Āl matrices are a part, to demonstrate the convergence of the algorithm, in random
(time-varying) Āl matrices cases without encryption. Alternatively, in the fixed Āl per
iteration modulo 2n scenario, this fixed Āl can vary among different nodes. For both
scenarios, this approach does not require coordination from a specific location, such
as a node or server, and avoids encryption in the algorithm’s implementation. In both
scenario, the server generates the matrix B = Bc and sends it to all nodes of cluster c.
Each node then creates all possible rows of Āl and selects 2n rows to use in every 2n
iterations. This method ensures that the server remains unaware of which rows of Āl

each node uses per iteration, and nodes do not need to coordinate the selection of Āl

rows. However, it’s worth noting that that the fixed Ālscenario variant of the algorithm
has a limitation compared to the main FLUE algorithm which relies on random ma-
trices Āl no-encryption implementation, as it uses fixed rows of Āl per 2n iterations,
which can potentially compromise privacy more easily if repeated a long time along
the process.

FLUE: Privacy Mitigating Features

Privacy enhancement is preserved through no coordination in Āl across nodes or with
the server. Thus the server is only aware of the proxy model x̄l from each node with no
ability to infer the exact model xl. The operation of finding xl is reserved to each node
l solely with the use of its corresponding matrix Āl. Further enhancements in privacy
preservation for model updates can be achieved by introducing surplus variables in
each learning iteration at the nodes. Although our algorithm typically employs a fixed
B matrix across all nodes within a client’s cluster, which is usually managed from a
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centralized server (in non-encryption implementation), we also investigate the scenario
of utilizing random (time-varying) B matrices in our simulations. However, for the
consistency of our proofs in the current paper, we limit our analysis to the case of a fixed
B matrix, while acknowledging the inclusion of random B in the simulation section.
Meanwhile, to maintain privacy preservation, we can either implement a random (time-
varying) Āl matrix without encryption, where each node independently updates using
randomly generated Āl coefficients with no coordination among nodes. Alternatively,
we can employ a variable Āl across nodes l which is fixed per iteration modulo 2n at
each node without coordination among nodes that can be either replicated two times or
not per these iterations.

Matrices A and B Scaling

Regarding the case of scaling of Āl, we apply it to all nodes l per iteration.
This becomes particularly relevant when we opt not to employ additional privacy

safeguards, such as the inclusion of surplus variables like y+i and y−i .
When scaling Āl within an iteration, it is essential to apply the scaling uniformly

to all instances of Al
ii for all nodes l participating in the iteration (2kn+ i).

The coordination for this scaling can be established either during the initial creation
of both matrices or on a per-iteration basis, depending on the chosen implementation
approach.

Matrices A and B Randomness

In the FLUE implementations discussed in this paper, the matrix B remains fixed for
nodes within each iteration, operating in a modulo n fashion. Although we can intro-
duce randomness to B to enhance privacy, the associated proof becomes more complex.
Nevertheless, we have provided simulations to explore this scenario. Regarding the Āl

matrices, we can use a fixed row across all nodes per iteration modulo 2n , offering a de-
gree of privacy preservation. However, this approach necessitates coordination, which
can compromise privacy, and is best suited for use with encryption. In this setup, eaves-
dropping becomes a concern. A more effective strategy is to employ different rows of
Āl for nodes per iteration modulo 2n, eliminating the need for coordination and pro-
viding stronger privacy safeguards. Although the Āl row used in the learning update
step is not fixed for different nodes per iteration, it repeats every 2n iterations due to
the algorithm’s updating equations cycle for the fixed Â case. Following from this, it’s
worth noting that not only B also remains constant for each node every 2n iterations,
Āl is also fixed per node every 2n iterations, albeit with variations among nodes. To
maximize the effectiveness of our FLUE implementation and enhance privacy protec-
tion, we rely on the core FLUE algorithm, which does not incorporate encryption. This
enables us to use either on-the-fly random Āl rows for nodes per iteration, or different
Āl rows for nodes per iteration fixed modulo 2n, which vary across nodes. This ap-
proach eliminates the need for node coordination, a feature that encryption leverages
effectively. Furthermore, the convergence analysis for this case can be derived from the
special case of fixed Āl and B matrices for nodes modulo 2n, without requiring more
complex analytical tools typically needed for completely random Āl matrices applied
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to nodes per iteration (i.e., we use Stochastic Indecomposable Aperiodic matrices Al).
It is worth noting here, that is as we have mentioned before we require for both scenar-
ios; of repeating Al every 2n iterations per each node or random Al that Al replicates
two times for each 2n iterations or not. We provided forms of FLUE for both scenarios
and showed a convergence proof that holds for both.

Surpluses y+
i and y−

i added Noise

Privacy concerns persist even with the incorporation of additional privacy measures,
such as scaling B. This concern becomes more pronounced as our learning algorithm
converges on the model weight parameters. When we employ a fixed ϵ at this stage,
having yi constant across node although yi ̸= xi can jeopardize privacy. This is because
it becomes easier for eavesdroppers to deduce xi when it is subjected to a constant
added coefficient applied consistently across nodes and iterations. Although scaling
B can help alleviate this issue, our analyzed implementation mandates a fixed B per
iteration, which makes it relatively straightforward for eavesdroppers to compromise
privacy due to the fixed ϵ and fixed B. To address this challenge, introducing a variable
B would add complexity to the adversary’s learning strategy. However, it’s essential
to note that analyzing a variable B would require a more intricate proof involving
the convergence of specific stochastic matrices for both Ā and B. This is a complex
undertaking that goes beyond the scope of this paper, and the current framework may
not readily support such convergence. Nonetheless, in our specific context, we can
employ a variable ϵ to circumvent the potential privacy compromise mentioned earlier.
And still the convergence proof for the learning algorithm is straightforward.

A-5: Simulation Results
We have studied the convergence rate analytically in the previous section from the per-
spective of federated optimization relative to the convexity of the local functions on
each node and the coding matrices used. In this simulation section we shed a light on
the convergence rate in optimization and federated learning applications. We subse-
quently consider the following unconstrained convex optimization problem

arg min
x∈RN

∥Fx− y∥22, (32)

on a decentralized network consisting of Nc nodes, F is a random matrix of size M×N
whose entries are independent and identically distributed and chosen from the standard
normal distribution. And

y = Fxo ∈ RM (33)

where the entries of xo are identically independent random variables sampled from
the uniform bounded random distribution between −1 and 1. The solution x∗ of the
above optimization problem is the least squares solution of the overdetermined system
y = Fxo,xo ∈ RN . In this section, we demonstrate the performance of the FLUE
algorithm for both variants of updating equations (38) and (??) for fixed as well as
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random coding matrices Āl implementations. And we employ to solve the convex op-
timization problem (32) and also compare it with the performance of the conventional
distributed gradient descent algorithm (DGD).

Assume that the network has one cluster, that is, m = 1 formed of Nc nodes where
each node l is partitioned to n̄l data points. Then we can partition the data on those Nc

nodes, and accordingly, the random measurement matrix F, the measurement data y,
and the objective function f(x) := ∥Fx− y∥22 in (32) as follows,

f(x) =

n̄∑
l=1

fl(x) :=

Nc∑
l=1

n̄l∑
i=1

∥Fix− yi∥22.

where each row Fi can be thought as the set of features, each yi, a label of a data point
in a linear regression problem. And x as the model parameters to be learned. In our
simulations, we assume that the partitioned matrices have the same size n̄l = constant
which is equal to the number of rows Fi or the number of labels yi on each node i for
1 ≤ i ≤ Nc multiplied by the length of the model parameters vector N .

In our simulations, we take (M,N) = (150, 100) for Figures 1, 4 and (M,N) =

(70, 40) for Figures 5 and 6. We use absolute error AE := x1≤i≤Nc

∥xi(k)−xo∥2

∥x0∥2
and

consensus error CE := x1≤i≤Nc

∥xi(k)−x̄(k)∥2

∥xo∥2
to measure the performance of the

FLUE algorithm (??) and nc is the number of nodes in the network.
It is worth mentioning that in the following simulations we employed a fixed coding

matrix B except the fourth simulation of Figure 6 where we used a random coding
matrix B. In Figure 1, we have simulated the convergence of FLUE version with O =
Qϵ,T for the above defined overdetermined system linear regression problem with step
size αk = 1

(k+100)0.75 . While in Figure 5, we show the convergence rate for FLUE
version with O = Qϵ,T. For both we use fixed coding matrices Āl (i.e., repeating on
each node l every 2n iterations) with the number of nodes Nc = 5. αk = 1

(k+100)0.75 .
Meanwhile, in Figure 2 we show the behavior of FLUE with version O = Qϵ,T for

the random coding matrices Āl with the number of nodes Nc = 5. While we address
the behavior of FLUE with version O = Qϵ,T for Nc = 7-node network using fixed
coding matrices Āl in Figure 5 and using random coding matrices Āl in Figure 6. Both
of the above mentioned simulations are with step size αk = 1

(k+100)0.75 .
For the fixed coding matrices Āl implementations of FLUE using (39), we con-

ceive that for a low value for the exponent in the denominator of the step size we
have faster convergence than DGD. And as we increase the exponent the convergence
gets degraded closer and closer to DGD. This justifies the decrease in performance of
FLUE for the same network from Figure 5 to Figure 6. Also, the acceptable behavior
in Figure 4 is evident although it is a time-varying network, since we have decreased
the exponent of the denominator of the stepsizes (i.e., we anticipate more decreased
performance if the exponent was still 0.75 as in Figure 1).

In the fixed coding matrices Āl implementation simulation, we noticed that FLUE
version with O = Qϵ,T achieved better convergence rate than that with version O =
Qϵ,I under matrices with close structure and same coding schemes and step sizes. This
is because the convergence in the first case is guaranteed to behave better from the
exact convergence proof and exact inequalities used while the latter is only proven to
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Figure 4: Absolute and consensus errors vs iteration of FLUE and DGD for with ran-
dom coding matrices Āl using FLUE (104) on a 5-node network

Figure 5: Absolute and consensus errors vs iteration of FLUE and DGD with fixed
coding matrices Āl using FLUE (39) on a 7-node network

converge almost the same though verified empirically which can include a variance in
the tight inequality bounds.

However, in the with random coding matrices Āl implementation simulation, we
see that the more structure in these coding matrices the better is its convergence rate
which is verified in having Figure 1 behavior better than that of Figure 4. That is, be-
tween fixed and random matrices Āl implementations, FLUE performs better in the
first. Thus, the less structure in the random matrices Āl the smaller is the exponent
of the denominator of the step size to allow better convergence. While we see that
the consensus error behaves better than the absolute error in the fixed Āl implementa-
tions of FLUE and DGD. While in the random matrices Āl implementations, we can
distinguish how the consensus error fluctuates frequently relative to the fluctuation in
these matrices structure (i.e., more constrained structure to a more flexible structure).
It is also worth mentioning that as we decrease the exponent in the denominator of the
stepsize the convergence is degraded again to the divergence instability region. We can
adjust our algorithm to behave with convergence by either increasing the exponent or
calibrating the constant term added to k in the denominator of the step size.

It is also worth emphasizing that these algorithmic convergence behaviors are di-
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Figure 6: Absolute and consensus errors vs iteration of FLUE and DGD with random
coding matrices Āl using FLUE (104) on a 7-node network

rectly dependent on the condition number of each of these systems on the nodes. The
above figures are those of matrices F of a condition number almost equal to 1. Mean-
while, if we fix the stepsize utilized and compare the behavior of different F matrices
with different condition numbers we see that: an increased condition number will result
in a slow convergence rate which might ultimately effect the behavior of FLUE with
respect to DGD as the convergence of the first becomes more degraded towards that
of the latter. Meanwhile, a smaller condition number will result in faster convergence
until ultimately it may cause the algorithm to enter the instability region with an over-
shoot increase and initial divergence away from the desired solution. Thus, the choice
of an adequate stepsize that compromises the effect of the condition number and the
stepsize magnitude will result in a better performance in the convergence rate of FLUE
with respect to DGD. Therefore, all these results are in correlation with the predicted
analysis from the convergence rates (123) affected by matrices A and B, accordingly.

A-6: Conclusion
Federated Learning enables various devices, like mobile phones and computers, to col-
laborate on training a shared model while keeping data on their own devices. This sep-
arates machine learning from cloud data storage. Clients collaborate to train a global
model without revealing their raw data, sharing computed gradients or model parame-
ters. To protect privacy, clients add noise or encryption.

However, using noisy gradients still has limitations. Recent research focuses on us-
ing model parameters without data exchange, relying on encryption, and adding noise
for privacy.

In this paper, we presented a federated learning algorithm FLUE using coded local
gradients during local learning and exchanging coded combinations as model param-
eter proxies. This ensures data privacy without encryption, and we add extra noise for
stronger privacy. We develop two algorithm variants: a general form and a special form
without surplus noise. We demonstrate algorithm convergence and improved learning
rates based on coding schemes and data characteristics.
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We presented two encryption-free implementations with fixed and random coding
matrices, offering promising simulation results for federated optimization and machine
learning. We listed two forms of the algorithm, one with replicated Āl twice every 2n
iterations listed in the main paper. And without replication shown in the Appendix.
And a general form with surpluses noise listed in the main paper and another special
form without surpluses shown in the Appendix.

We haven’t necessitated coordination across all nodes for the complete decoding
matrices; instead, we restricted coordination to specific entries to facilitate precise ag-
gregation. While this doesn’t pose a privacy compromise, in our ongoing efforts to en-
hance security, we aim to explore methods that ensure zero coordination among nodes
in future research.

Additionally, the use of a shared encoding matrix will not jeopardize security. We
can still explore this further by creating algorithms that incorporate random encod-
ing matrices, employing methods derived from the convergence of infinite products of
random matrices in our future research.

Appendix B: Convergence Analysis
The algorithm for the fixed B case across nodes satisfying modulo 2n condition can be
written in the following form the updating iterations at each node l for l ∈ {1, 2, . . . , n}.
Please note that Γi = Γl

i(k) is the fixed support of the row of A identified with node l
and iteration 2n(k + 1) + i :

x̂
l+
i (k + 1) =

2n∑
j=1

Ā
l
ij x̂

l
j(k) + ϵy

l+
i (k) − ϵ

2n∑
j=1

[D
l
+]ij ŷ

l+
j (k)

− αk∇gi(X̂
+
i (k))

x̂
l−
i (k + 1) =

2n∑
j=1

Ā
l
ij x̂

l
j(k) + ϵy

l−
i (k) − ϵ

2n∑
j=1

[D
l
−]ij ŷ

l+
j (k)

+ αk∇gi(X̂
−
i (k))

ŷ
l+
i (k + 1) = x̂

l+
i (k) −

2n∑
j=1

Ā
l
ij x̂

l
j(k) + (1 + ϵ)

2n∑
j=1

[D
l
+]ij ŷ

l+
j (k)

− ϵy
l+
i (k)αk∇gi(X̂

−
i (k))

ŷ
l−
i (k + 1) = x̂

l−
i (k) −

2n∑
j=1

Ā
l
ij x̂j(k) + (1 + ϵ)

2n∑
j=1

[D
l
−]ij ŷ

l−
j (k)

− ϵy
l−
i (k) − αk∇gi(X̂

+
i (k))

.

(34)

Each node l ∈ V maintains four vectors for each 2n iterations: two estimates
x̂l+
i (k) = x+

l (2nk + i), x̂l−
i (k) = x−

l (2nk + i + n), two surpluses ŷl+
i (k) =

y+
l (2nk + i) and ŷl−

i (k) = y−
l (2nk + i + n) all in RN . We use x̂l

j(k) to mean
either x̂l+

j (k) = x+
l (2nk + j) and x̂l−

j−n(k) = x−
l (2nk + j) for 1 ≤ j ≤ n and

n + 1 ≤ j ≤ 2n (if i ̸= j for 1 ≤ i ≤ n and if i ̸= j + n for n + 1 ≤ i ≤ 2n),
respectively. And for i = j for 1 ≤ i ≤ n and if i = j + n for n + 1 ≤ i ≤ 2n
we have x̂l+

j (k) = 1
nR

∑nR

l=1 x
+
l (2nk + j) and x̂l−

j−n(k) = 1
nR

∑nR

l=1 x
−
l (2nk + j),

respectively.
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And∇gi(X̂+
i (k)) to mean the aggregation of the coded gradients at iteration 2n(k+

1)+i of each node l model estimate x+
l (2nk+i). That is,∇gi(X̂+

i (k)) =
∑nR,i,k

l=1 Bil∇fl(x+
l (2nk+

i)). And ∇gi(X̂−
i (k)) to mean the aggregation of the coded gradients at iteration

2n(k + 1) + i of each node l model estimate x−
l (2nk + i). That is, ∇gi(X̂−

i (k)) =∑nR,i,k

l=1 B(i−n)l∇fl(x+
l (2nk + i)).

x
l+
i (k + 1) =

2n∑
j=1

Âij x̂j(k) + ϵy
l+
i (k) − ϵ

2n∑
j=1

[D̂+]ij ŷj(k)

− αk∇gi(X̂
+
i (k))

x
l−
i (k + 1) =

2n∑
j=1

Âij x̂j(k) + ϵy
l−
i (k) − ϵ

2n∑
j=1

[D̂−]ij ŷj(k)

+ αk∇gi(X̂
−
i (k))

y
l+
i (k + 1) = x̂

l+
i (k) −

2n∑
j=1

Âij x̂j(k) + (1 + ϵ)

2n∑
j=1

[D̂+]ij ŷj(k)

− ϵy
l+
i (k) + αk∇gi(X̂

−
i (k))

y
l−
i (k + 1) = x̂

l−
i (k) −

2n∑
j=1

Âij x̂j(k) + (1 + ϵ)

2n∑
j=1

[D̂−]ij ŷj(k)

− ϵy
l−
i (k) − αk∇gi(X̂

+
i (k))

.

(35)

This follows since each Āl is stochastic so Â = 1
n

∑n
i=1 Ā

l is also stochastic. And
D̂ is column stochastic since D̂ = 1

n

∑n
i=1 D where D is column stochastic (and fixed

as matrix B).
We restrict our analysis to the non-stragglers case for both fixed Āl across nodes

or variable Āl and where Āl repeats itself every 2n iterations or not. Meanwhile, we
include in the simulation an example including the stragglers case scenarios and defer
the proof for this case for a later endeavor.

For the special variant algorithm with no surpluses noises added to further secure
privacy, the updating equations reduce to:

x̂+
i (k + 1) =

2n∑
j=1

Āl
ij x̂j(k)− αk∇gi(X̂

+
i (k))

x̂−
i (k + 1) =

2n∑
j=1

Āl
ij x̂j(k) + αk∇gi(X̂

−
i (k))

(36)

As it can be seen this becomes a simple stochastic weighting algorithm but with
a gradient descent and gradient ascent steps. It can be easily proved. But to keep our
analysis consistent the proof of this algorithm follows from the proof of the general
FLUE algorithm with the surpluses by noticing that the matrix O is now:

O = Qϵ,T =

(
Â ϵI2n2×2n2

I2n2×2n2 − Â D̂− ϵI2n2×2n2

)
(37)

Thus, the proof of this special case utilizes the general case proof where the charac-
teristics of the general O matrix used in that proof are also evident in the above special
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O. We see here that for the fixed O case in this special variant we don’t require co-
ordination between nodes in order to utilize the static case convergence proof of the
algorithm as long as each node repeats its Āl matrix every 2n iterations.

The FLUE algorithm (20) can be summarized by the following recursive equation:

zi(k + 1) =

4n∑
j=1

[Qϵ,T(k)]ijzj(k)− αk∇gi(zi(k)) for 1 ≤ i ≤ 4n, (38)

where

zi(k) =



x̂+
i mod ni div 2(k), 1 ≤ i ≤ 2n2

and (i div n) mod 2 = 1
x̂−
i mod ni div 2(k), 1 ≤ i ≤ 2n2

and (i div n) mod 2 = 0
ŷ+

i mod n(i−2n2) div 2
(k), 2n2 + 1 ≤ i ≤ 4n2

and (i div n) mod 2 = 1
ŷ−
i mod n(i−2n2) div 2

(k), 2n2 + 1 ≤ i ≤ 4n2

and (i div n) mod 2 = 0


We take ∇gi(zi(k)) to correspond to the coded gradients relative to the first 2n

variables identified with the estimates X̄i. And ∇gi(k) for 2n + 1 ≤ i ≤ 4n corre-
sponding to the surplus variables Ȳi. That is,

∇gi(zi(k)) =


∇gi(X̂

+
i (k)), 1 ≤ i ≤ n

−∇gi−n(X̂
−
i (k)), n+ 1 ≤ i ≤ 2n

−∇gi(X̂
+
i (k)), 2n+ 1 ≤ i ≤ 3n

∇gi−n(X̂
−
i (k)), 3n+ 1 ≤ i ≤ 4n


And gi is the coded local objective function at iteration 2n(k + 1) + i aggregated

from all nR received nodes at this iteration.
We have ∥∇gi∥ = ∥∇gi∥ ≤

√
n∥B∥2,∞F = G.

The step-size αk ≥ 0 and satisfies
∑∞

k=0 αk = ∞,
∑∞

k=0 α
2
k < ∞. The scalar

ϵ is a small positive number which is essential for the convergence of the algorithm
and satisfying the conditions of Theorem 1. The steps of FLUE are summarized in
Algorithm 2. We will prove in Section that all nodes reach consensus to the optimal
solution.

Main Fundamental Theorem

For Fixed Matrix Qϵ,T

For this purpose, we define a new matrix

Qϵ,T = Q+ ϵG (39)

where Q and G and T structures are shown in the final page.
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Proposition 1. Matrix Q has spectral radius ρ(Q) = 1 with semi-simple eigenevalue
1 having algebraic multiplicity equal to its geometric multiplicity equal to 3 and all
other eigenvalues having moduli less than 1.

And we try to attain the same result through having the three independent eigen-
vectors corresponding to eigenvalue 1 to be exactly equal to that of Q and all other
eigenvalues have a magnitude less than 1. We accomplish that through requiring some
structure on matrix T .

Lemma 2. If we choose a suitable T for O = Qϵ,T = Q + ϵG, we guarantee that
Qϵ,T has only three right independent eigenvectors corresponding to eigenvalue 1, that
are exactly equal to the corresponding eigenvectors of eigenvalue 1 for matrix Q. Such
T is T = I2n2×2n2 − D̂ or T = I2n2×2n2 − D̂−1.

Proof: We limit our proof to the case of T where T = I2n2×2n2 − D̂. Define

Â =



Â1
+

Â1
−

Â2
+

Â2
−. . .. . .

Ân
+

Ân
−


(40)

where Âl
+ and Âl

− are n× 2n2 matrix, respectively.
We require for 1 ≤ l ≤ n that Âl

+ = Âl
−.

Â+(i, j) = Â(i− (i div 2n)n, j) for 1 ≤ i mod 2n ≤ n (41)

Â−(i, j) = Â(i− (i div 2n+ 1)n, j) for n+ 1 ≤ i mod 2n ≤ 2n (42)

Then
ˆ̄A = Â+ = Â− (43)

And for 1 ≤ l ≤ n, we have

Â
l
1(i, j) = Â

l
2(i, j) =



ˆ̄Al
1 (i mod 2n, j mod 2n)

for 2(l − 1)n + 1 ≤ j ≤ 2(l − 1)n + n
ˆ̄Al
2 (i mod 2n, (j mod 2n) − n)

for 2(l − 1)n + n + 1 ≤ j ≤ 2ln
ˆ̄Al
1 (i mod 2n, i mod 2n)

for (i − j) mod 2n = 0 and 1 ≤ i mod 2n ≤ n
ˆ̄Al
1 (i mod 2n, i mod 2n)

for (i − j) mod 2n = n andn + 1 ≤ i mod 2n ≤ 2n

0 otherwise

(44)

9 And the n× n matrix

ˆ̄Al
1(i, j) =

Āl(i, j) i ̸= j

Āl
′
(i,j)
n i = j where 1 ≤ l

′ ≤ n
(45)

9We required here that Âl
1 = Âl

2. That is replication of Āl two times every 2n iterations. But we could
avoid such requirement while still maintaining the validity of this lemma and the whole proof.
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And the n× n matrix
ˆ̄Al
2(i, j) = Āl(i, j+ n) (46)

And denote the complement of ˆ̄Al
1∪ ˆ̄Al

2 in Âl
+ by the n× (2n2−n) matrix ˆ̄Al

∗,+.

And the complement of ˆ̄Al
1 ∪ ˆ̄Al

2 in Âl
− by the n× (2n2 − n) matrix ˆ̄Al

∗,−.
But

ˆ̄Al
∗(i, j) =

ˆ̄Al
∗,+(i, j) =

ˆ̄Al
∗,−(i, j) (47)

=

{
Āl(i mod 2n, i mod 2n) for (i − j) mod 2n = 0

and j ≤ 2(l − 1)n or j ≥ 2ln + 1

0 otherwise

Matrix Q has 3 independent eigenvectors for eigenvalue 1, (cf. Proposition 1).

These eigenvectors are
(

12n2×1

02n2×1

)
, and

(
02n2×1

v̄+

)
and

(
02n2×1

v̄−

)
, where the

2n2 × 1 vector

v̄
+
(j) =

{
v+(j − (j div 2n) ∗ n) if 1 ≤ j mod 2n ≤ n

0 otherwise
(48)

and the 2n2 × 1 vector

v̄
−
(j) =

{
v−(j − (j div 2n + 1) ∗ n) if n + 1 ≤ j mod 2n ≤ 2n

0 otherwise
(49)

And v+ and v− are the right eigenvector of eigenvalue 1 for the column stochastic
matrices D̂++ or D̂−−, respectively (i.e., D̂++v+ = v+ and D̂−−v− = v−), with all
values positive and scaled such that 1T

n2×1v
+ = 1T

n2×1v
− = 1. Where v+(i) = v+(j)

for (i− j) mod n = 0 and Where v−(i) = v−(j) for (i− j) mod n = 0.
We aim that Qϵ,T has the same eigenvectors for eigenvalue 1.(

12n2×1

02n2×1

)
is easily seen to be a right eigenvector of Qϵ,T for the eigenvalue

1. However, for
(

02n2×1

v̄+

)
and

(
02n2×1

v̄−

)
to be right eigenvectors for Qϵ,T of

eigenvalue 1, we need

ϵTv̄+ = 02n2×1, (50)

and
ϵTv̄− = ϵTv̄− = 02n2×1, (51)

that is
And

(D̂− ϵT)v̄+ = v̄+, (52)

(D̂− ϵT)v̄− = v̄−, (53)

But
D̂v̄+ = v̄+. (54)
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and
D̂v̄− = v̄−. (55)

Having (54) then (52) is equivalent to (50), so the requirement is reduced to (50).
Similarly, having (55) then (53) is equivalent to (51), so the requirement is reduced to
(51). That is

ϵTv = 02n2×1. (56)

where v = v̄+ or v = v̄−. To find a suitable T, we require Tv = v − v. One such T
is

Tv = v − D̂v, (57)

since v = D̂v. That is, T = I2n2×2n2 − D̂.
Thus, by having T = I2n2×2n2 − D̂ we have the 3 right independent eigenvectors

of Qϵ,T corresponding to eigenvalue 1 to be the same as those corresponding to Q. We
now prove that these are the only right eigenvectors corresponding to eigenvalue 1 for
matrix Qϵ,T.

The geometric multiplicity of eigenvalue 1 is 3.(
12n2×1

02n2×1

)
,
(

02n2×1

v̄+

)
and

(
02n2×1

v̄−

)
and u ̸= w i.e., u ̸= (Qϵ,T − I)u.

Then for the (Qϵ,T − I)u = c

(
12n2×1

02n2×1

)
, we have

(Â− I2n2×2n2)u1+ϵ(I2n2×2n2 − D̂)u2 = c12n2×1

(I2n2×2n2 − Â)u1+(D̂− ϵ(I2n2×2n2 − D̂)− I2n2×2n2)u2 = 02n2×1.
(58)

Then adding the above subequations we get, (D̂− I)u2 = c12n2×1, where c ̸= 0.
And subtracting the above subequations we get

2(Â− I2n2×2n2)u1+(2ϵ− 1)(I2n2×2n2 − D̂)u2 = c12n2×1 (59)

Then

2(Â− I)u1 = 2ϵc12n2×1 (60)

Let v1 be the right eigenvector of Â, that is, vT
1 Â = v1.

Multiplying (60) by vT
1 and having vT

1 12n2×1 = 1, we get

vT
1 (Â− I)u1 = ϵcvT

1 12n2×1

vT
1 Âu1 − vT

1 u1 = ϵc

vT
1 u1 − vT

1 u1 = ϵc

(61)

But c ̸= 0 therefore there exist no such u1. Thus, there exist no generalized eigenvector

of order 2 for eigenvalue 1 corresponding to the ordinary eigenvector
(

12n2×1

02n2×1

)
.

Since this is true for m = 2. That is, (Qϵ,T − I)mx = 0 and (Qϵ,T − I)m−1u ̸= 0.
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then it is true for every m > 2. Therefore, there exist no generalized eigenvector for

eigenvalue 1 corresponding to the ordinary eigenvector
(

12n2×1

02n2×1

)
.

For (Qϵ,T − I)u =

(
02n2×1

v̄

)
where v̄ = v̄+ or v̄ = v̄−, we have

(Â− I2n2×2n2)u1+ϵ(I2n2×2n2 − D̂)u2 = 02n2×1

(I2n2×2n2 − Â)u1+(D̂− ϵ(I2n2×2n2 − D̂)− I2n2×2n2)u2 = cv,
(62)

Adding the above subequations wwe have that (D̂ − I)u2 = cv̄ where c ̸= 0.
Multiplying this result by 1T

2n2×1. And having 12n2×1 to be the right eigenvector of
matrix D̂ corresponding to eigenvalue 1. That is, 1T

2n2×1D̂ = 1T
2n2×1. And 1T

2n2×1v =

1 where D̂v = v. Then we have

1T
2n2×1(D̂− I)u2 = c1T

2n2×1v

1T
2n2×1D̂u2 − 1T

2n2×1u2 = c

1T
2n2×1u2 − 1T

2n2×1u2 = c

(63)

But c ̸= 0 therefore there exist no such u2. Thus, there exist no generalized
eigenvectors of order 2 for eigenvalue 1 corresponding to the ordinary eigenvectors(

02n2×1

v̄+

)
or
(

02n2×1

v̄−

)
, respectively. Since this is true for m = 2. That is,

(Qϵ,T − I)mx = 0 and (Qϵ,T − I)m−1u ̸= 0. then it is true for every m > 2. There-
fore,there exist no such u2. Thus, there exist no generalized eigenvectors of order 2 for

eigenvalue 1 corresponding to the ordinary eigenvectors
(

02n2×1

v̄+

)
or
(

02n2×1

v̄−

)
,

respectively.
Thus, we proved there exist no 4n2× 1 generalized eigenvectors. We exhausted all

cases and therefore the algebraic multiplicity of eigenvalue 1 for matrix Qϵ,T is not
equal to any t ≥ 3, following the same analysis on generalized eigenvectors. Then the
algebraic multiplicity of eigenvalue 1 is 3 and 1 is a semi-simple eigenvalue of Qϵ,T.

Since what we have used is only (Qϵ,T − I)u ̸= u which is common for all alge-
braic multiplicities t ≥ 3 of eigenvalue 1 to disprove the existence of any such algebraic
multiplicity of eigenvalue 1 to be greater than 3. That is, by disproving the existence of
any generalized eigenvector for eigenvalue 1, beginning from the base case of order 2.

Therefore, the eigenvalue 1 of matrix Qϵ,T has only 3 independent right eigenvec-
tors that are the same as those corresponding to eigenvalue 1 in matrix Q. And the left
eigenvectors corresponding to eigenvalue 1 can be proven to be the same for both Qϵ,T

and Q similarly.

Definition 6. Define

ϵ0(Q,T) =
1

(20 + 12n)n(1 + n)
(1− |λ2n+2(Q)|)n. (64)

Lemma 3. If the parameter ϵ ∈ (0, ϵ0(Q,T)) with ϵ0(Q,T) defined in (64) where
λ2n+2(Q) is the fourth largest eigenvalue of matrix Q, then 1 > |λ2n+2(Qϵ,T)|, ...,
|λ4n2(Qϵ,T)| > 0, the eigenvalues corresponding to matrix Qϵ,T.
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Proof:

Set H = I−Â and D̂ =



1
nD

1 1
nD

2 . . . 1
nD

n

1
nD

1 1
nD

2 . . . 1
nD

n

1
nD

1 1
nD

2

1
nD

1 1
nD

2

. . . . . .
1
nD

1 1
nD

n

1
nD

1 1
nD

n


then
∥H∥∞ = 2maxi∈{1,..,2n2}

∑2n2

j=1 Aij < 2 and ∥D̂∥2,∞ < n since ∥Di∥∞ < n.
∥Q∥∞ ≤ ∥H∥∞ + ∥D̂∥∞ < 2 + n and ∥G∥∞ = ∥I− D̂∥∞ ≤ n+ 1.
By Lemma [(?) , VIII.1.5]

d(σ(Q), σ(Qϵ,T)) ≤ 4(∥Q∥∞ + ∥Qϵ,T∥∞)1−
1
n ∥ϵG∥

1
n∞

< 4(4 + (2 + ϵ)n+ ϵ)1−
1
n (1 + n)

1
n ϵ

1
n

< 4(4 + (2 + ϵ)n+ ϵ)(1 + n)
1
n ϵ

1
n

< 1− |λ2n+2(Q)|,

(65)

for ϵ ∈ (0, ϵ0(Q,T)) defined above. But the unperturbed eigenvalues λ2n+2(Q), ..., λ4n2(Q)
corresponding to matrix Q lie inside the unit circle. Therefore, perturbing these eigen-
values by an amount less than ϵ0(Q,T) will result in eigenvalues λ2n+2(Qϵ,T), . . . , λ4n2(Qϵ,T)
of matrix Qϵ,T, which will remain in the unit circle.

Lemma 4. Assume that Qϵ,T is the updating matrix of the algorithm defined in (38).
Then
(a) limk→∞Qk

ϵ,T → P.
(b) For all i, j ∈ V, [Qk

ϵ,T]ij converge to P as k → ∞ at a geometric rate. That is,
∥Qk

ϵ,T −P∥ ≤ Γγk, where 0 < γ < 1 and Γ > 0.

Proof: The algebraic and geometric multiplicities of eigenvalue 1 of matrix Qϵ,T

are equal to 2n+1. Since Lemma 3 states that all eigenvalues have moduli less or equal
to 1. Assume the left and right eigenvectors of eigenvalue 1 are v1,v2, . . . ,v2n+1 and
u1,u2, . . . ,u2n+1 respectively. And v2n+2,v5, ...,v4n2 and u2n+2,u5, . . . ,u4n2 are
the left and right eigenvectors of eigenvalues λ2n+2(Qϵ,T), λ5(Qϵ,T), . . . , λ4n2(Qϵ,T)
counted without multiplicity. Then, Qϵ,T represented in Jordan Block form decompo-
sition is

Qϵ,T =


u1(ϵ)
u2(ϵ)

u3(ϵ)
. . .. . .

u
4n2 (ϵ)


T

× (66)



 1
1

1

 0

0


λ4(Qϵ,T)

λ5(Qϵ,T)
. . . . . .

λ
4n2 (Qϵ,T)







v1
v2
v3. . .. . .

v
4n2 (ϵ)

 . (67)
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Then

Q
k
ϵ,T = [u1 u2 u3]

 1
1

1

k  v1
v2
v3

 +
4n2∑
i=4

(P
∗
)i(J

∗
)
k
i (O

∗
)i.

But limk→∞ Jk
i = 0 since the diagonal entries of Ji are smaller than 1 in magnitude

for all i (i.e the eigenvalues |λi(Qϵ,T)| < 1)).
Thus,
∥Qk

ϵ,T − P∥ = ∥
∑4n2

i=4(P
∗)i(J

∗)ki (O
∗)i∥ ≤

∑4n
i=4 ∥(P∗)i∥∥(J∗)ki ∥∥(O∗)i∥ ≤

Γγk where Γ <∞ and γ ∈ (0, 1).

Lemma 5. For 0 < ϵ ≤ ϵ̂ ≤ ϵ0(Q,T) where ϵ0(Q,T) is defined in (64), then ϵ̂ is a
necessary bound for limk→∞ Qk

ϵ,T = limk→∞ Qk = P.

Proof : This follows from the contrapositive of Lemma 3.

Lemma 6. For 0 < ϵ < ϵ̂ ≤ ϵ0(Q,T) where ϵ0(Q,T) is defined in (64), ϵ̂ is a
sufficient bound for limk→∞ Qk

ϵ,T = limk→∞ Qk = P.

Proof : This follows from Lemmas 1, 2, 3 and 4. i.e., the eigenvectors corre-
sponding to eigenvalue 1 are the only contributing to the limit, all other eigenvalues
contribution tends to 0 and these eigenvalue 1 eigenvectors are equal for both Q and
Qϵ,T.

Lemma 7. For 0 < ϵ ≤ ϵ0(Q,T) where ϵ0(Q,T) is defined in (64), then
limk→∞ Qk

ϵ,I = limk→∞ Qk = P. And ϵ0(Q,T) is a necessary and sufficient bound
for limk→∞(Qϵ,T)

k = limk→∞ Qk = P.

Proof: This follows from Lemmas 5 and 6.
That is, P = limk→∞ Qk

ϵ,T = limk→∞ Qk. i.e., only the eigenvectors corresponding
to eigenvalue 1 contribute to the limit and these eigenvectors are the same for both Q
and Qϵ,T. But

P = lim
k→∞

Qk
ϵ,T = lim

k→∞
Qk = P+ lim

k→∞

4n∑
i=4

PiJiQi (69)

See last page for the structure of P.
That is,

P =

(
limk→∞ Âk 02n2×2n2

P3

(
P4

) )
. (70)

But Â is a row stochastic matrix, then limk→∞ Âk = 12n×1π
T which is of dimen-

sion 2n × 2n of rank 1 (repeated row π) where π is the stationary state of matrix Â.
This result is needed in Lemma 9 and 11, that is [P]jl = [P]ql = Il for 1 ≤ j, q ≤ 2n.
Therefore, we have proved Theorem 1 which is the main edifice for the validity of our
algorithm.
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Theorem 1. Suppose that Qϵ,T is the matrix defined in (39) with the parameter ϵ
satisfying ϵ ∈ (0, ϵ0(Q,T)) where ϵ0(Q,T) is defined in (64), with λ4(Q) the fourth
largest eigenvalue of matrix Qϵ,T by setting ϵ = 0. Then
(a) limk→∞ Qk

ϵ,T → P. Specifically, [limk→∞ Qk
ϵ,T][1:2n2][1:2n2] = 12n2πT and

[limk→∞ Qk
ϵ,T][1:2n2][2n2+1:4n2] = 02n2×2n2 , where [Qϵ,T][1:2n2][1:2n2] = Â and

[Qϵ,T][1:2n2][2n2+1:4n2] = ϵT.
(b) For all i, j ∈ V, [(Qϵ,T)

k]ij converge to P as k →∞ at a geometric rate. That is,
∥Qk

ϵ,T −P∥ ≤ Γγk where 0 < γ < 1 and Γ > 0.
(c) ϵ0(Q,T) is a necessary and sufficient bound such that for every ϵ < ϵ0(Q,T) we
have (a) and (b) above.

Proof:
Subsequently, using Lemma 2 to 7 and Lemma 1 we reach the above result.

Appendix C: Convergence Analysis

Auxiliary Variables Definitions
The steps of FLUE are summarized in (20) -(25). We will prove in Section that all
nodes reach consensus to the optimal solution.

For 1 ≤ l ≤ 4n2, let ẑl(k) =
∑4n2

i=1[Qϵ,T]lizi(k)
Then

ẑl(k + 1) =

4n2∑
i=1

[Qϵ,T]li

4n2∑
j=1

[Qϵ,T]ijzj(k)− αk

4n2∑
i=1

[Qϵ,T]li∇gi(k), (70)

ẑl(k + 1) =

4n2∑
i=1

[Qϵ,T]liẑi(k)− αk∇fȷ(zl(k)) (71)

where the inexact gradient ωl∇fȷ(zl(k)) =
∑

j∈Γl(k)
dj(k), that is∇fȷ(zl(k))

=
∑

j∈Γl(k)
Afit(l)n,j∇gj(zj(k)) for 1 ≤ l ≤ 2n2 where wl is defined in (11). Also

for consistency of notation j corresponds to the node identified with the index of the
nonzero coefficients in the support. See Remark 1.

Then for 1 ≤ l ≤ 2n2

ẑl(k + 1) =

4n2∑
i=1

[Qϵ,T]liẑi(k)− αk

∑
j∈Γl(k)

Afit(l)n,j∇gj(zj(k)). (72)

For 1 ≤ l ≤ 2n2, let ˆ̄zl(k) =
∑4n2

i=1[P]liẑi(k)
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Then

ˆ̄zl(k + 1) =

4n2∑
i=1

[P]liẑi(k + 1)

=

4n2∑
i=1

[P]li(

4n2∑
j=1

[Qϵ,T]ij ẑi(k)− αk

∑
j∈Γi(k)

Afit(i)n,j∇gj(zj(k)))

=

2n2∑
i=1

[P]li(

2n2∑
j=1

[Qϵ,T]ij ẑi(k)− αk

∑
j∈Γi(k)

Afit(i)n,j∇gj(zj(k))).

(73)

Since P[1:2n2][1:4n2] = [12n2×1π
T 02n2×2n2 ] for the first 2n2 rows, which justifies

the use of the third step of (73) in the above equality for 2n2 + 1 ≤ i ≤ 4n2.
Therefore,

ˆ̄zl(k + 1) =

4n2∑
i=1

[P]liẑi(k)− αk

4n2∑
i=1

[P]li
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k)) (74)

for 1 ≤ l ≤ 2n2, by having P = limk→∞ Qk
ϵ,T and [P]i,j = 0 for 1 ≤ i ≤ 2n2 and

2n2 + 1 ≤ j ≤ 4n2. That is, P[1:2n2][1:4n2] = [12n2×1π
T 02n2×2n2 ]

Remark 5. We define Afit(i)n,j to mean the entry of Â in the row corresponding to
node i and column corresponding to node j. Then we have

∑
j∈Γi

Afit(i)n,j which
makes it an easier notation for the analysis of the proof. Although we could have used∑

j [Â]ij′ where j
′
= j for 1 ≤ j

′ ≤ n and j
′
= j + n for n+ 1 ≤ j

′ ≤ 2n to mean
the same quantity. Note that in Â, a node i corresponds to two rows: row i and row
i+ n.

Convergence Theorems
Theorem 2. Suppose that O = Qϵ,T is the matrix defined in (39) with the parameter
ϵ satisfying ϵ ∈ (0, ϵ0(Q, I)) where ϵ0(Q, I) is defined in (64). Then the algorithm
defined by zi(k+ 1) =

∑4n2

j=1[Qϵ,T]ijzj(k)− αk∇gi(zi(k)) converges to the optimal
result and consensus over all nodes. That is, for 1 ≤ i, j ≤ 2n, limk→∞ f(x+

l (2nk +
i)) = limk→∞ f(x−

l (2nk+ i)) = limk→∞ f(x+
s (2nk+ i)) = limk→∞ f(x−

s (2nk+
i)) = f∗ for 1 ≤ l, s ≤ n and 1 ≤ i ≤ 2n.

Remark 6. Note, in this analysis we used the general case of the dependency of Γi(k)
on k since we are also going to use them to prove convergence in the time-varying cases
with other small modifications, as we are going to show, i.e., the static case where all
Γi(k) = Γi is for surely valid.

Proof : We begin by subsequently proving the following lemmas to get the above
result.

Lemma 8. Let Assumption 2 holds, then the sequence ˆ̄zj(k) for 1 ≤ j ≤ 2n2, defined
earlier follows
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∥ˆ̄zj(k + 1)− x∥2 = ∥ˆ̄zj(k)− x∥2

− 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))(ˆ̄zj(k)− x)

+α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(75)

Proof:
We have for 1 ≤ j ≤ 2n2 (∇gj ̸= 0)

ˆ̄zj(k + 1) = ˆ̄zj(k)− αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k)),

then

∥ˆ̄zj(k + 1)− x∥2 = ∥ˆ̄zj(k)− x∥2

− 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))(ˆ̄zj(k)− x)

+α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(76)

Lemma 9. Let Assumption 2 holds. Then zj(k) and ˆ̄zj(k) satisfy the following bounds:
For 1 ≤ j ≤ 2n2 and k ≥ 1,

∥ˆ̄zj(k)− zj(k)∥ ≤
4n∑
l=1

∥zl(0)∥Γγk + 4n

k−1∑
r=1

Γγk−rαr−1∥Â∥2,∞G

+ 2

k−1∑
r=1

αr−1∥P∥2,∞∥Â∥2,∞G+ αk−1∥P∥2,∞∥Â∥2,∞G+ αk−1G.

(77)

Proof :
We have

zi(k) =

4n2∑
j=1

[Qk
ϵ,T]ijzj(0)−

k−1∑
r=1

4n2∑
j=1

[Qk−r
ϵ,T ]ijαr−1∇gj(zj(r − 1))

− αk−1∇gi(zi(k − 1)).

(78)

Then by using ((38)) and (74) respectively we get
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∥ˆ̄zj(k) − zj(k)∥ ≤ ∥
4n∑
l=1

zl(0)([P]jl − [Q
k
ϵ,T]jl)∥

+

k−1∑
r=1

4n∑
l=1

∥[P]jl − [Q
k−r
ϵ,T ]jl∥∥αr−1

∑
q∈Γl(k)

Afit(l)n,q∇gl(zl(r − 1))∥

+

k−1∑
r=1

4n∑
l=1

∥[P]jl∥∥αr−1

∑
q∈Γl(k)

Afit(l)n,q(∇gq(zq(r − 1)) − ∇gl(zl(r − 1)))∥

+αk−1∥
4n∑
l=1

[P]jl
∑

q∈Γl(k)

Afit(l)n,q∇gq(zq(k − 1))∥ + αk−1∥∇gj(zj(k − 1))∥,

(79)

since |[P]jl − [Qk
ϵ,T]jl| ≤ Γγk (see Theorem 1 (b)) and using the bounds on

∥Afit(i)n∥2,∞, ∥B∥∞, ∥∇gj∥, ∥P∥2,∞ ( in fact P is doubly stochastic so ∥P∥∞ = 1)
and zl(0) the result follows.

Let

Dk =

4n∑
l=1

∥zl(0)∥Γγk + 4n∥Â∥2,∞∥B∥2,∞
√
nF

k−1∑
r=1

Γγk−rαr−1

+ 2∥P∥2,∞∥Â∥2,∞∥B∥2,∞
√
nF

k−1∑
r=1

αr−1

+ αk−1∥P∥2,∞∥Â∥2,∞∥B∥2,∞
√
nF + αk−1∥B∥2,∞

√
nF.

(80)

Lemma 10. Let Assumption 2 holds. Then for 1 ≤ j ≤ 2n2 we have∑∞
k=0 αk∥ˆ̄zj(k)− zj(k)∥ <∞.

Proof :
We have (77) from Lemma 9 thus we get

∞∑
k=0

αk∥ˆ̄zj(k)− zj(k)∥ ≤
∞∑
k=0

Γαkγ
k

4n∑
l=1

∥zl(0)∥

+ 4n

∞∑
k=0

αk

k−1∑
r=1

Γγk−rαr−1∥Â∥2,∞G

+ 2

∞∑
k=0

αk

k−1∑
r=1

αr−1∥P∥2,∞∥Â∥2,∞G

+

∞∑
k=0

αkαk−1∥P∥22,∞∥Â∥2,∞G+

∞∑
k=0

αkαk−1G.

(81)

But
K∑

k=0

αkγ
k ≤ 1

2

K∑
k=0

(α2
k + γ2k) ≤

K∑
k=0

1

2
α2
k +

1

2

1

1− γ2
<∞,

since
∑∞

k=0 α
2
k <∞ and 0 < γ < 1.
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Similarly,

K∑
k=0

k−1∑
r=1

αkαr−1γ
(k−r) <

1

2

K∑
k=0

k−1∑
r=1

α2
k

k−1∑
r=1

γ(k−r)

+
1

2

K−1∑
r=1

α2
r−1

K∑
k=r+1

γk ≤ 1

1− γ

K∑
k=0

α2
k.

Thus,
∞∑
k=0

k−1∑
r=1

αkαr−1γ
(k−r) ≤ 1

1− γ

K∑
k=0

α2
k <∞.

Same for
∑K

k=0

∑k−1
r=1 αkγ

2(k−r) <∞ and
∑K

k=0

∑k−1
r=1 αkαk−1 <∞ and ∥zl(0)∥

bounded (By initialization, hence also bounded space).
But P, A and B are fixed thus ∥P∥2,∞, ∥B∥∞and∥A∥2,∞ are bounded. More pre-

cisely ∥P∥∞ = 1 (doubly stochastic matrix) and ∥Afit(i)n∥∞ = 1 (row normalized
matrix). Thus the solution follows.
Let

K∑
k=0

αk∥ˆ̄zj(k)− zj(k)∥ ≤ D̃K , (82)

where

D̃K =

K∑
k=0

αkDk =

4n∑
l=1

∥zl(0)∥Γ(
K∑

k=0

1

2
α2
k +

1

2

1

1− γ2
)

+ 4n∥Â∥2,∞∥B∥2,∞
√
nFΓ

1

1− γ

K∑
k=0

α2
k

+ 2∥P∥2,∞∥Â∥2,∞∥B∥2,∞
√
nF

K∑
k=0

α2
k

+ ∥P∥2,∞∥Â∥2,∞∥B∥2,∞
√
nF

K∑
k=0

α2
k

+ ∥B∥2,∞
√
nF

K∑
k=0

α2
k.

(83)

By using the inequalities above.

Lemma 11. Let Assumption 2 holds. Then
(a) For 1 ≤ j, q ≤ 2n2 we have

∞∑
k=0

αk∥zj(k)− zq(k)∥ <∞, and (84)
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(b)
lim
k→∞

∥zj(k)− zq(k)∥ = 0. (85)

That is limk→∞ zj(k) = limk→∞ zq(k) for all j and q (i.e., 1 ≤ j, q ≤ 2n2)

Proof :
For (a):

∞∑
k=0

αk∥zj(k)− zq(k)∥ ≤

∞∑
k=0

αk

4n∑
l=1

∥[Qk
ϵ,T]jl − [Qk

ϵ,T]ql∥∥zl(0)∥

+
∞∑

k=0

αk

k−1∑
r=1

4n∑
l=1

∥[Qk−r
ϵ,T ]jl − [Qk−r

ϵ,T ]ql∥αr−1∥∇gl(zl(r − 1))∥

+

∞∑
k=0

αkαk−1∥∇gj(zj(k − 1))−∇gq(zq(k − 1))∥.

(86)

Using P where P has identical rows for the first 2n2 rows.

∞∑
k=0

αk∥zj(k)− zq(k)∥ ≤

∞∑
k=0

αk

4n∑
l=1

∥[Qk
ϵ,T]jl − [P]jl∥∥zl(0)∥

+

∞∑
k=0

αk

4n∑
l=1

∥[P]jl − [P]ql∥∥zl(0)∥

+

∞∑
k=0

αk

4n∑
l=1

∥[Qk
ϵ,T]ql − [P]ql∥∥zl(0)∥

+

∞∑
k=0

αk

k−1∑
r=1

4n∑
l=1

∥[Qk−r
ϵ,T ]jl − [P]jl∥αr−1∥∇gl(zl(r − 1))∥

+

∞∑
k=0

αk

k−1∑
r=1

4n∑
l=1

∥[P]jl − [P]ql∥αr−1∥∇gl(zl(r − 1))∥

+

∞∑
k=0

αk

k−1∑
r=1

4n∑
l=1

∥[Qk−r
ϵ,T ]ql − [P]ql∥αr−1∥∇gl(zl(r − 1))∥

+

∞∑
k=0

αkαk−1∥∇gj(zj(k − 1))−∇gq(zq(k − 1))∥.

(87)

But [P]jl = [P]ql for 1 ≤ j, q ≤ 2n2 and 1 ≤ l ≤ 2n2. (see Theorem 1 (a)).
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Then the above becomes

∞∑
k=0

αk∥zj(k)−zq(k)∥ ≤ 2

∞∑
k=0

αk

4n∑
l=1

Γγk∥zl(0)∥

+ 2

∞∑
k=0

αk

k−1∑
r=1

4n∑
l=1

Γγk−rαr−1∥∇gl(zl(r − 1))∥

+

∞∑
k=0

αkαk−1∥∇gj(zj(k − 1))−∇gq(zq(k − 1))∥.

(88)

Similarly, using bounds as in the proof of Lemma 11 we get

∞∑
k=0

αk∥zj(k)− zq(k)∥ <∞. (89)

Thus (a) follows.
For (b):

And similarly as part (a), under the condition that the first 2n2 rows of P are iden-
tical, we get

lim
k→∞

∥zj(k)− zq(k)∥ ≤ 2

4n∑
l=1

Γγk∥zl(0)∥

+ 2

k−1∑
r=1

4n∑
l=1

Γγk−rαr−1∥∇gl(zl(r − 1))∥

+ αk−1∥∇gj(zj(k − 1))−∇gq(zq(k − 1))∥.

(90)

But αk → 0 and γk → 0 as k →∞ and ∥∇gj∥ ≤ G, then

lim
k→∞

∥zj(k)− zq(k)∥ → 0. (91)

Thus, (b) follows.

Remark 7. The use of Theorem 1 (a) in (a) and (b) restricts j, q to 1 ≤ j, q ≤ 2n2

in (a) and (b) for the result to follow.

Let

Ek = 2

4n∑
l=1

Γγk∥zl(0)∥+ 8n

k−1∑
r=1

Γγk−rαr−1∥B∥2,∞
√
nF

+ 2αk−1∥B∥2,∞
√
nF.

(92)

Then

K∑
k=0

αk∥zj(k)− zq(k)∥ ≤ ẼK , (93)
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where

ẼK =

K∑
k=0

αkEk

= 2

4n∑
l=1

Γ∥zl(0)∥(
K∑

k=0

1

2
α2
k +

1

2

1

1− γ2
)

+ 8nΓ∥B∥2,∞
√
nF

1

1− γ

K∑
k=0

α2
k

+ 2∥B∥2,∞
√
nF

K∑
k=0

α2
k.

(94)

Lemma 12. Let Assumption 2 holds. Then

2

∞∑
k=k

′

αk

4n2∑
i=1

ωi[P]ji(f(zj(k))− f(x)) ≤

∥ˆ̄zj(k
′
)− x∥2

+

∞∑
k=k

′

2αk

4n2∑
i=1

[P]ji
∑
q∈Γi

∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

+ 4

∞∑
k=k

′

αk

4n2∑
i=1

[P]jinF∥zj(k)− zq(k)∥

+ α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(95)

Proof : Since limk→∞ zj(k) = limk→∞ zq(k) for 1 ≤ j, q ≤ 2n2 we can let k
′

be such that for all k ≥ k
′
, zj(k) = zq(k) where 1 ≤ j, q ≤ 2n2. (The consensus

point)
Using (75) in Lemma 8 and summing from k = k

′
to K, we have

∥ˆ̄zj(K)− x∥2 = ∥ˆ̄zj(k
′
)− x∥2

− 2

K∑
k=k′

αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))(ˆ̄zj(k)− x)

+

K∑
k=k′

α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(96)
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Letting K →∞ we get

0 = ∥ˆ̄zj(k
′
)− x∥2

− 2

∞∑
k=k′

αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))(ˆ̄zj(k)− x)

+

∞∑
k=k′

α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(97)

But for k ≥ k
′

we have zj(k) = zq(k) where 1 ≤ j, q ≤ 2n2, so we have∑
q∈Γi(k)

Afit(i)n,q∇gq(zq(k)) = ωi∇f(zq(k)). Therefore, the above becomes

2

∞∑
k=k′

αk

4n2∑
i=1

[P]jiωi⟨∇f(zq(k)), (ˆ̄zj(k)− x)⟩ = ∥ˆ̄zj(k
′
)− x∥2

+

∞∑
k=k′

α2
k∥

4n2∑
i=1

[P]ji∇f(zq(k))∥2.

(98)

And we have

⟨∇f(zq(k)), (ˆ̄zj(k)− x)⟩ = ⟨∇f(zq(k)), (ˆ̄zj(k)− zj(k))⟩
+ ⟨∇f(zq(k))), (zj(k)− x)⟩
≥ −∥∇f(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

+∇f(zq(k)))
′
(zj(k)− x).

(99)

And since f is assumed to be convex,

⟨(∇f(zq(k)), (zj(k)− x)⟩ ≥ f(zj(k))− f(x)

− 2nF∥zj(k)− zq(k)∥.
(100)

By combining the above, we have

⟨∇f(zq(k)), (ˆ̄zj(k)− x)⟩ ≥ −∥∇f(zq(k))∥∥ˆ̄zj(k)− zj(k)∥
− 2nF∥zj(k)− zq(k)∥
+ f(zj(k))− f(x),

(101)

which can also be written

⟨∇f(zq(k)),(ˆ̄zj(k)− x)⟩ ≥

− ∥
∑
q∈Γi

Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

− 2nF∥zj(k)− zq(k)∥
+ f(zj(k))− f(x).

(102)
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That is,

⟨∇f(zq(k)), (ˆ̄zj(k)− x)⟩ ≥

−
∑
q∈Γi

∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

− 2nF∥zj(k)− zq(k)∥
+ f(zj(k))− f(x).

(103)

Then by substituting (103) in (97) the result will follow.

Remark 8. Remark on Proving Convergence:
If we take k before consensus point k

′
then we need the convexity of each gq for the

analysis to follow, and having zj(k) in its argument will make the local gradients form
an exact global gradient∇f(zj(k)) which we can use to prove that limk→∞ inf(f(zj(k))−
f(x∗)) = 0, thus proving convergence of the algorithm. But if we want only to use the
convexity of the global function f without any further restriction on the local coded
functions you need to work after consensus point k

′
. That way by using the local func-

tions gq and since
∑

q∈Γi
Afit(i)n,q∇gq(zq(k)) in the consensus region so they form

an exact ∇f at the point zj(k) since all zq(k) for 1 ≤ q ≤ 2n are the same (i.e.,
consenus). Then by using the convexity of f and the un-boundedness of the tail of the
sum of αk (i.e.,

∑∞
k=k′ αk =∞) we are able to prove convergence. N.B. The updating

equations are written explicitly in terms of the local functions gi, thus this would be
the initial form of the equations before we are able to use the global function f in any
route we follow in our analysis.

Lemma 13. From Lemmas 10, 11(a), 11(b) and 12 and Assumption 1(d), we have for
1 ≤ i, j ≤ 2n2, limk→∞ f(zi(k)) = limk→∞ f(zj(k)) = f∗.

Proof : Take x = x∗ the optimal value, in Lemma 13. Inspecting the RHS of the
inequality of (95), we have:
∥ˆ̄zj(k

′
)− x∗∥2 <∞ as any estimate and the solution are fixed (Bounded space). And

since from Lemma 10 we have
∑∞

k=0 αk∥zj(k) − ˆ̄zj(k)∥ < ∞ for the involved esti-
mates 1 ≤ i ≤ 2n2. And

∑∞
k=0 αk∥zj(k)− zq(k)∥ <∞ from Lemma 11(a). And the

fourth term of (95) bounded by Assumption 1(d) and the fixed P and Â. Then we get
that the LHS is finite, that is
2
∑∞

k=0 αk

∑4n2

i=1 ωi[P]ji
∑

q∈Γi(k)
(Afit(i)n,qgq(zj(k))−Afit(i)n,qgq(x

∗)) <∞.

But from Lemma 11(b) we have zj(k) = zq(k) for 1 ≤ j, q ≤ 2n2 and we have
f(zj(k)) =

∑
q∈Γi(k)

(Afit(i)n,qgq(zj(k)). Similarly,
f(x∗) =

∑
q∈Γi(k)

(Afit(i)n,qgq(zj(k)) − Afit(i)n,qgq(x
∗)). But for k ≥ 0, we

have ωi > 0, f(zj(k)) − f(x∗) ≥ 0 and
∑∞

k=0 αk = ∞, αk < ∞ (i.e, this
implies

∑∞
k=k′ αk = ∞, then we get limk→∞ inf(f(zj(k)) − f(x∗)) = 0. Thus,

limk→∞ f(zj(k)) = f∗.
Therefore, by Theorem 1 and Lemma 8 to Lemma 13, the algorithm converges

to the optimal result and consensus over all nodes. That is, for 1 ≤ i, j ≤ 2n,
limk→∞ f(x+

l (2nk + i)) = limk→∞ f(x−
l (2nk + i)) = limk→∞ f(x+

s (2nk + i)) =
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limk→∞ f(x−
s (2nk+ i)) = f∗ for 1 ≤ l, s ≤ n and 1 ≤ i ≤ 2n. . That is Theorem 2

follows.

Theorem 3. Suppose that O = Qϵ,T is the matrix defined in (39) with the parameter
ϵ satisfying ϵ ∈ (0, ϵ0(Q,T)) where ϵ0(Q,T) is defined in (64). Then the algorithm
defined by zi(k+ 1) =

∑4n2

j=1[Qϵ,T]ijzj(k)− αk∇gi(zi(k)) converges to the optimal
result and consensus over all nodes. That is, for 1 ≤ i, j ≤ 2n, limk→∞ f(x+

l (2nk +
i)) = limk→∞ f(x−

l (2nk+ i)) = limk→∞ f(x+
s (2nk+ i)) = limk→∞ f(x−

s (2nk+
i)) = f∗ for 1 ≤ l, s ≤ n and 1 ≤ i ≤ 2n.

Proof:
By using Theorem 1 and through the use of Lemma 8 to Lemma 13 with the replace-
ment of Qϵ,T by Qϵ,T, P = limk→∞ Qϵ,T by P = limk→∞ Qϵ,T , the proof follows
with O = Qϵ,T = Q+ ϵG.

Appendix D: Convergence Analysis for Time-varying (Ran-
dom) Â and D̂

We analyze the convergence for the Qϵ,T variant in (38).
That is,

Qϵ,T(k) = Q(k) + ϵG(k) (104)

where Q(k), G(k) and T(k) structures are shown in the final page.

Theorem 4. Suppose Qϵ,T(k) is the matrix defined in (104) with T(k) instead of T
is T(k) = In×n − D̂(k) or T(k) = In×n − D̂(k)−1 with the parameter ϵ satisfy-
ing ϵ ∈ (0,minQ(k) ϵ0(Q

(k),T)) where ϵ0(Q(k),T) is defined in (64) analogously for
Q(k) instead of Q, with λ4(Q

(k)) the fourth largest eigenvalue of matrix Qϵ,T(k) by
setting ϵ = 0. Then
(a) liml→∞

∏l
k=1 Qϵ,T(k)→ P. Specifically, [liml→∞

∏l
k=1 Qϵ,T(k)][1:2n2][1:2n2] =

12n2πT , and
[liml→∞

∏l
k=1 Qϵ,T(k)][1:2n2][2n2+1:4n2] = 02n2×2n2 , where [Qϵ,T(k)][1:2n2][1:2n2] =

Â(k), and
[Qϵ,T(k)][1:2n2][2n2+1:4n2] = ϵT(k) (b) For all i, j ∈ V, [liml→∞

∏l
k=1 Qϵ,T(k)]ij

converge to P as k → ∞ at a geometric rate. That is, ∥
∏n

k=1 Qϵ,T(k) − P∥ ≤ Γ̃γ̃n

where SÂ is the set of infinitely occurring matrices Â is finite (i.e., Â ∈ SÂ where
|SÂ| <∞) and 0 < γ̃ < 1 and Γ̃ > 0.
(c) ϵ0(Q,T) is a necessary and sufficient bound such that for every ϵ < maxk ϵ0(Q,T)(k)
we have (a) and (b) above.

Proof. By ordinary matrix multiplication [liml→∞
∏l

k=1 Qϵ,T(k)][1:2n2][1:2n2] = liml→∞
∏l

k=1 Â(k)+

liml→∞ ϵlh1(Â(k)) = liml→∞
∏l

k=1 Â(k) = 12nπ
T since each Â(k) ∈ SÂ is SIA

and |SÂ| <∞ (i.e., through utilizing SIA Theorem 1 (2) in (Xia et al., 2015), product
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of finite sets of SIA matrices is SIA). And [liml→∞
∏l

k=1 Qϵ,T(k)][1:2n2][2n2+1:4n2] =

liml→∞ ϵlh2(Â(k)) = 02n2×2n2 .
Since from the analysis of the fixed Â part we showed that the eigenstructure of

Qϵ,T is the same as the eigenstructure of Q then each matrix Qϵ,T(k) in the time-
varying case has the same eigenstructure of a corresponding matrix Q(k) where matri-
ces of different k can have the same or different matrix Q(k) (i.e., valid for both cases).
Then ρ(Qϵ,T(k))) = ρ(Q(k)) = 1 from Proposition. And eigenvalue 1 of Qϵ,T(k) has

right eigenvector
(

12n2×1

02n2×1

)
and left eigenvectors

(
02n2×1

1̄+

)
and

(
02n2×1

1̄−

)
,

where the 2n2 × 1 vector

1̄+(j) =

{
1 if 1 ≤ j mod 2n ≤ n

0 otherwise
(105)

and the 2n2 × 1 vector

1̄−(j) =

{
1 if n+ 1 ≤ j mod 2n ≤ 2n

0 otherwise
(106)

Then the spectral radius ρ(limn→∞
∏n

k=1 Qϵ,T(k)) ≤ limn→∞
∏n

k=1 ρ(Qϵ,T(k)) =
limn→∞

∏n
k=1 ρ(Q

(k)) = 1. And limn→∞
∏n

k=1 Qϵ,T(k) has eigenvalue 1 with the

same eigenvectors: i.e.,
(

12n2×1

02n2×1

)
and left eigenvectors

(
02n2×1

1̄+

)
and

(
02n2×1

1̄−

)
where the algebraic multiplicity is equal to the geometric multiplicity (i.e., Induction
on k where if two matrices A and B have the same eigenvector v for eigenvalues λ
and µ, respectively then ABv = Aµv = λµv. That is the product has eigenvalue
λµ with corresponding eigenvector v. In our case, all eigenvalues λ(k) in considera-
tion are equal to 1, so their product is 1). Thus, the infinite product

∏n
k=1 Qϵ,T(k) has

semi-simple eigenvalue 1 with its algebraic multiplicity equals to its geometric multi-
plicity equals to 3. Consequently, ∥

∏n
k=1 Qϵ,T(k) − P∥ ≤ Γ̃γ̃n where SÂ is the set

of infinitely occurring matrices Â and |SÂ| <∞.

Theorem 5. Suppose that O(k) = Qϵ,T(k) is the matrix defined in (37) with the
parameter ϵ satisfying ϵ ∈ (0, ϵ0(Q,T)) where ϵ0(Q,T) is defined in (64). Then
the algorithm defined by zi(k + 1) =

∑4n
j=1[Qϵ,T(k)]ijzj(k) − αk∇gi(zi(k)) con-

verges to the optimal result and consensus over all nodes. That is, for 1 ≤ i, j ≤ 2n,
limk→∞ f(x+

l (2nk + i)) = limk→∞ f(x−
l (2nk + i)) = limk→∞ f(x+

s (2nk + i)) =
limk→∞ f(x−

s (2nk + i)) = f∗ for 1 ≤ l, s ≤ n and 1 ≤ i ≤ 2n.

Proof. To prove convergence we utilize again Theorem 1 and lemmas 15 through 20
but first we need to check their validity for the time-varying case. The Lemmas are all
valid with the replacement of the product Q(k)n by

∏n
k=0 Q(k) since in all of these

lemmas the product begins from k = 0. The essential Lemma 18 becomes valid also in
the time varying case since the two requirements of the matrix P of being of identical
first 2n rows and its relation with decay of ∥P −

∏n
k=0 Q(k)∥ ≤ Γγn is also true.

All other lemmas are also true based on the previously discussed behavior of P in the
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time-varying case which is validated in the above analysis of this section. Therefore,
we have the following theorem.

Remark 9. We have analyzed the convergence proof here for the variant corresponding
to the matrix Qϵ,T because the structure of this matrix satisfies the described charac-
teristics surely through theoretical analysis. We could as well have use the matrix Qϵ,I

but in that case the characteristics are based on untight bounds and are only verified
empirically.

Appendix E: Rate of Convergence
The convergence rate analysis is similar for both cases, the original O = Qϵ,I algo-
rithm and O = Qϵ,T algorithm, as both the original Qk

ϵ,I and Qk
ϵ,T have the same limit

P = limk→∞ Qk.
We divide finding the rate of convergence based on the behavior of the algorithm

before the first consensus point k
′

which is influenced by the local coded functions gi
and its behavior after that point which is affected by the global function f .

Convergence Rate in the Consensus Region
The convergence rate in the consensus region is governed by inequality (95) of Lemma
13. We have

2

K∑
k=k

′

αk

4n2∑
i=1

ωi[P]ji(f(zj(k))− f(x∗)) ≤

∥ˆ̄zj(k
′
)− x∗∥2 − ∥ˆ̄zj(K)− x∗∥2

+

K∑
k=k

′

2αk∥
4n2∑
i=1

[P]ji
∑
q∈Γi

Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

+ 4

K∑
k=k

′

αk∥
4n2∑
i=1

[P]jinF∥∥zj(k)− zq(k)∥

+ α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(107)

Convergence rate in the Non-consensus Region for Specific Type of
Local Functions
For specific type of local functions we are able to find an explicit behavior structure for
the convergence rate.
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Lemma 14. Let the assumptions hold and each gi is either convex or concave. Then
the sequence ˆ̄zj(k) for 1 ≤ j ≤ 2n2, defined earlier follows

∥ˆ̄zj(k + 1)− x∥2 ≤ ∥ˆ̄zj(k)− x∥2

+ 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

+ 4αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

GAfit(i)n,q∥zj(k)− zq(k)∥

+ 4αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k),gqconcave

GAfit(i)n,q∥x− zj(k)∥

− 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

(Afit(i)n,qgq(zj(k))−Afit(i)n,qgq(x))

+ α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(108)

Proof :
We have for 1 ≤ j ≤ 2n2 (∇gj ̸= 0)

ˆ̄zj(k + 1) = ˆ̄zj(k)− αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k)),

then

∥ˆ̄zj(k + 1)− x∥2 = ∥ˆ̄zj(k)− x∥2

− 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))(ˆ̄zj(k)− x)

+ α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(109)

But

⟨(Afit(i)n,q∇gq(zq(k))), (ˆ̄zj(k)− x)⟩
= ⟨(Afit(i)n,q∇gq(zq(k))), (ˆ̄zj(k)− zj(k))⟩

+ ⟨(Afit(i)n,q∇gq(zq(k))), (zj(k)− x)⟩
≥ −∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

+ ⟨(Afit(i)n,q∇gq(zq(k))), (zj(k)− x)⟩.

(110)

For gq convex, we have

⟨(Afit(i)n,q∇gq(zq(k))), (zj(k)− x)⟩ ≥ Afit(i)n,qgq(zj(k))

−Afit(i)n,qgq(x)− 2GAfit(i)n,q∥zj(k)− zq(k)∥.
(111)
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By combining the above, we have

⟨(Afit(i)n,q∇gq(zq(k))), (ˆ̄zj(k)− x)⟩ ≥
− ∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥
− 2GAfit(i)n,q∥zj(k)− zq(k)∥
+Afit(i)n,qgq(zj(k))−Afit(i)n,qgq(x).

(112)

Therefore, by substituting (112) in (109) we can modify the part of the second term
of (109) concerned with the convex functions.

Similarly, for the concave functions part, we have for 1 ≤ q ≤ 2n2, if gq is concave
then:

Let hi = −gi, then

⟨Afit,i,q∇gq(zq(k)), (ẑj(k)− x)⟩ =
− ⟨Afit,i,q∇hq(zq(k)), (ẑj(k)− x)⟩
= ⟨Afit,i,q∇hq(zq(k)), (x− ẑj(k))⟩
= ⟨Afit,i,q∇hq(zq(k)), (zj(k)− ẑj(k))⟩
+ ⟨Afit,i,q∇hq(zq(k)), (x− zj(k))⟩

(113)

=⇒

⟨Afit,i,q∇gq(zq(k)), (ẑj(k)− x)⟩ ≥
− ∥Afit,i,q∇hq(zq(k))∥∥zj(k)− ẑj(k)∥
+ ⟨Afit,i,q∇hq(zq(k)), (x− zj(k))⟩.

(114)

But hq is convex, then

⟨Afit,i,q∇hq(zq(k)), (x− zj(k))⟩ ≥
Afit,i,qhq(x)−Afit,i,qhq(zj(k))

− 2GAfit,i,q∥x− zq(k)∥.
(115)

Then

⟨Afit,i,q∇gq(zq(k)), (ẑj(k)− x)⟩ ≥
− ∥Afit,i,q∇hq(zq(k))∥∥zj(k)− ẑj(k)∥
+Afit,i,qhq(x)−Afit,i,qhq(zj(k))

− 2GAfit,i,q∥x− zq(k)∥.

(116)

Substituting back gi we have

⟨Afit,i,q∇gq(zq(k)), (ẑj(k)− x)⟩ ≥
− ∥Afit,i,q∇hq(zq(k))∥∥zj(k)− ẑj(k)∥
+Afit,i,qgq(zj(k))−Afit,i,qgq(x)

− 2GAfit,i,q∥x− zq(k)∥.

(117)
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Thus, also substituting the concave functions part in (109) we get

∥ˆ̄zj(k + 1)− x∥2 ≤ ∥ˆ̄zj(k)− x∥2

+ 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

+ 4αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k),gqconvex

GAfit(i)n,q∥zj(k)− zq(k)∥

+ 4αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k),gqconcave

GAfit(i)n,q∥x− zq(k)∥

− 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

(Afit(i)n,qgq(zj(k))−Afit(i)n,qgq(x))

+ α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(118)

Then by adding and subtracting
4αk

∑4n2

i=1[P]ji
∑|n−s|

q∈Γi(k),gqconcave
GAfit(i)n,q∥zj(k)− zq(k)∥, we have

∥ˆ̄zj(k + 1)− x∥2 ≤ ∥ˆ̄zj(k)− x∥2

+ 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

+ 4αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

GAfit(i)n,q∥zj(k)− zq(k)∥

+ 4αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k),gqconcave

GAfit(i)n,q∥x− zq(k)∥

− 4αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k),gqconcave

GAfit(i)n,q∥zj(k)− zq(k)∥

− 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

(Afit(i)n,qgq(zj(k))−Afit(i)n,qgq(x))

+ α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(119)
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By the triangle difference inequality we get

∥ˆ̄zj(k + 1)− x∥2 ≤ ∥ˆ̄zj(k)− x∥2

+ 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

+ 4αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

GAfit(i)n,q∥zj(k)− zq(k)∥

+ 4αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k),gqconcave

GAfit(i)n,q∥x− zj(k)∥

− 2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

(Afit(i)n,qgq(zj(k))−Afit(i)n,qgq(x))

+ α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥
2.

(120)

Remark 10. But ∥x− zj(k)∥ < D belongs to a bounded space.

Lemma 15. Let assumptions hold. Then for 1 ≤ j ≤ 2n2 we have

2

k
′∑

k=0

αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

(Afit(i)n,qgq(zj(k)) − Afit(i)n,qgq(x
∗
)) ≤

4

k
′∑

k=0

αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k),gqconcave

GAfit(i)n,q∥x
∗ − zj(k)∥∥ˆ̄zj(0) − x

∗∥2

− ∥ˆ̄zj(k
′
) − x

∗∥2

+ 4

k
′∑

k=0

αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

GAfit(i)n,q∥zj(k) − zq(k)∥

+

k
′∑

k=0

2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k) − zj(k)∥

+ 4

k
′∑

k=0

αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

GAfit(i)n,q∥zj(k) − zq(k)∥

+ 4

k
′∑

k=0

α
2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥2
.

(121)

Proof:
Then summing the inequality (108) in Lemma 14 from k = 0 to k

′
and taking x = x∗,

the optimal value, we get the desired result.
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Overall Convergence Rate

Then to find the convergence rate to any iteration K we add the terms from k = k
′

to
K of (107) to get

2
K∑

k=0

αk

4n2∑
i=1

ωi[P]ji(f(zj(k))− f(x∗))

= 2

k
′∑

k=0

αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

(Afit(i)n,qgq(zj(k))−Afit(i)n,qgq(x
∗))

+ 2

K∑
k=k

′
αk

4n2∑
i=1

[P]ji(f(zj(k))− f(x∗))

≤ 4
k
′∑

k=0

αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k),gqconcave

GAfit(i)n,q∥x∗ − zj(k)∥

+ ∥ˆ̄zj(0)− x∗∥2 − ∥ˆ̄zj(K)− x∗∥2

+

K∑
k=0

2αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

∥Afit(i)n,q∇gq(zq(k))∥∥ˆ̄zj(k)− zj(k)∥

+ 4
K∑

k=0

αk

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

GAfit(i)n,q∥zj(k)− zq(k)∥

K∑
k=0

α2
k∥

4n2∑
i=1

[P]ji
∑

q∈Γi(k)

Afit(i)n,q∇gq(zq(k))∥2.

(122)

After elaborating more on the change ∥ˆ̄zj(K) − x∥2 = ∥ˆ̄zj(k
′
) − x∥2 before

and after consensus using Lemma 12 and the corresponding result in Lemma 8 that are
based on the characteristics of the global function f and local functions gi, respectively.
And summing those changes from k = 0 to k = k

′
and from k = k

′
to∞ separately,

and knowing that
∑K

k=0 αk(fmin − f(x∗)) ≤
∑K

k=0 αk(f(zi(k)) − f(x∗)), where
fmin = min0≤k≤Kf(zi(k)), using the bounds on ∥∇gi∥, Ek and Dk on Assumption
1 (d), (94) and (83) respectively, we get the following convergence rate for a global
convex function f composed of only convex local functions ḡi:

Remark 11. We will have a follow up paper for a detailed discussion of the analysis
of this convergence rate, while we restrain our discussion here to the results obtained
only.

fmin − f(x∗) ≤ A∗

ωi

∑K
k=0 αk

+
B∗
∑K

k=0 α
2
k

ωi

∑K
k=0 αk

(123)

where

A∗ =
1

2∥P∥2,∞
(dist2(ˆ̄z(0),X ∗)− 1

2∥P∥2,∞
dist2(ˆ̄z(k),X ∗)

+
5

2

∥Â∥2,∞Γ∥B∥2,∞
√
nF

1− γ2

4n∑
l=1

∥zl(0)∥
(124)
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and

B∗ =
7

2
∥Â∥2,∞∥B∥22,∞nF 2(∥P∥2,∞∥∥Â∥2,∞ +

10

7
)

4n∥Â∥2,∞∥B∥22,∞nF 2 Γ

1− γ
(∥Â∥2,∞ + 4)

+ 3∥Â∥2,∞∥B∥2,∞
√
nFΓ

4n∑
l=1

∥zl(0)∥

(125)

where we used G =
√
n∥B∥2,∞F . For αk = 1√

k
then the convergence rate is a scaled

coefficient adequate to the coding scheme/network topology of rate O( lnk√
k
).

Remark 12. We took the bound for∑
q∈Γi(k)

∥Afit(i)n,q∇gq(zq(k))∥ to be ∥Â∥2,∞∥B∥2,∞
√
nF for k < k

′
(before con-

sensus) due to the inexactness of the global function gradient defined by this term where
we are unable to use the bound of ∇f . While for k ≥ k

′
(in the consensus region) we

can have a stricter bound for
∑

q∈Γi(k)
∥Afit(i)n,q∇gq(zq(k))∥ which is that of ∇f ,

that is nF (i.e, ∇f =
∑n

i=1∇fi and ∇fi ≤ F ). While in our analysis of the overall
convergence rate concerning both regions we used the more relaxed bound dependent
on Â and B.

However, there is an accumulation term if the global function f is formed also of
concave functions that add up from k = 0 until consensus point k = K

′
which will

increase the convergence rate by a supplementary value less than H where

H = 4

k
′∑

k=0

αk∥P∥2,∞∥Â∥2,∞∥B∥2,∞
√
nF
√
2R. (126)

Here, we took the space X where the estimates are defined to be of radius
√
2R

where R = maxz1,z2 ∥z1 − z2∥, i.e., ∥x∗ − zj(k)∥ ≤
√
2R.

Remark 13. We see this specific accumulation bound for a global convex function
if it is composed of local coded functions ḡi that are either convex or concave for
1 ≤ i ≤ 2n. And this bound is an effect of concavity of ḡi here. We can generalize this
bound to any combinations of local coded functions where it is the result of the non-
convexity of those local functions. Thus, the convergence rate is the least for global
function f composed of only convex coded local functions ḡi for 1 ≤ i ≤ 2n as is
(123), where it lacks the supplementary term (126). N.B. ḡi convex for 1 ≤ i ≤ 2n
means that gi convex if 1 ≤ i ≤ n and −gi−n convex for n + 1 ≤ i ≤ 2n. That is, gi
convex if the corresponding coefficients of node i used in Â are positive and gi concave
if the corresponding coefficients of node i used in Â are negative and gi linear if the
corresponding coefficients of node i are positive and negative.

Therefore, the convergence rate of this algorithm is a scaled version of the conver-
gence rate of the distributed gradient descent algorithm. Thus, we can perfectly adjust
this scaling factor according to a desired coding scheme so that the algorithm is tuned
to perform better than DGD by that factor yet still under O( lnk√

k
) for αk = 1√

k
.
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However, from the norm inequality

∥M∥F ≤
√
n∥M∥2,∞, (127)

we have the minimum of ∥M∥2,∞ attained when M = 1
n1

T1 where ∥M∥F = 1 and
∥M∥2,∞ = ∥M∥F√

n
= 1√

n
.

But Â and P are stochastic matrices (particularly row normalized). The first rel-
ative to n and the latter relative to 2n although the sizes are 2n × 2n and 4n × 4n
respectively. (i.e., P involved is for 1 ≤ i ≤ 2n rows and the corresponding nonzero
columns are 1 ≤ j ≤ 2n. Thus, when we use ∥P∥2,∞ we mean the norm restricted to
this part of P which is row stochastic). Therefore,
1√
n
≤ ∥Â∥2,∞ ≤ 1, and 1√

2n
≤ ∥P∥2,∞ ≤ 1.

Thus the scaling in (124) and (125) can be adjusted to be less than one. Hence, a
better convergence rate than DGD.

Moreover, if we implement our algorithm but with no coding (no redundancy that
is, with local functions fi) where we have ∥B∥2,∞ = 1 and ∥Â∥2,∞ = 1√

n
, we are

still able to achieve a better convergence rate than DGD although our updating matrix
can be of a larger size (i.e., 4n rather than n). We can reach that by suitably choosing
the updating matrix Qϵ,I so that its limit P has a value of ∥P∥2,∞ as close as possible
as 1√

2n
.

Appendix F: Preliminary Lemmas and Theorems

Proof of Proposition 1
Proof. Q is a block lower triangular matrix, its spectrum is σ(Q) = σ(Â) ∪ σ(D̂).(

12n2×1

)
is easily seen to be the only right eigenvector of Â for the eigenvalue

1. Then geometric multiplicity of eigenvalue 1 is 1 for matrix Â.
v̄+ and v̄− are 2n2 × 1 vectors where

v̄
+
(j) =

{
v+(j − (j div 2n) ∗ n) if 1 ≤ j mod 2n ≤ n

0 otherwise
(128)

and the 2n2 × 1 vector

v̄
−
(j) =

{
v−(j − (j div 2n + 1) ∗ n) if n + 1 ≤ j mod 2n ≤ 2n

0 otherwise
(129)

And v+ and v− are the right eigenvector of eigenvalue 1 for the column stochastic
matrices D̂++ or D̂−−, respectively (i.e., D̂++v+ = v+ and D̂−−v− = v−), with all
values positive and scaled such that 1T

n2×1v
+ = 1T

n2×1v
− = 1. Where v+(i) = v+(j)

for (i− j) mod n = 0 and Where v−(i) = v−(j) for (i− j) mod n = 0.
Then v̄+ and v̄− are the only two independent right eigenvectors for D̂ of eigen-

value 1. Thus, the geometric multiplicity of eigenvalue 1 is 2 for matrix D̂.
But matrices Â and D̂ are stochastic matrices, then the geometric multiplicities of

their eigenvalues are equal to the algebraic multiplicities. So, Then algebraic multiplic-
ity of eigenvalue 1 is 1 for matrix Â. And the algebraic multiplicity of eigenvalue 1
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is 2 for matrix D̂. And all of their other eigenvalues lie in the unit circle with their
geometric multiplicities equal to their algebraic multiplicities.

But as mentioned earlier, Q is a block lower triangular matrix, its spectrum is
σ(Q) = σ(Â)∪σ(D̂). And matrix Â and the matrix D̂ are row and column stochastic,
respectively, so their spectral radii satisfy ρ(Â) = ρ(D̂) = 1.

We have ρ(Â) = 1 is a simple eigenvalue of Â ( i.e., algebraic multiplicity is equal
to geometric multiplicity is equal to 1). Thus ρ(Â) = ρ(D̂) = 1 is a semi-simple
eigenvalue of D̂ (i.e., algebraic multiplicity is equal to geometric multiplicity is equal
to 2). Then 1 is an eigenvalue of Q of algebraic multiplicity equals to 3. Moreover, the
rank of Q − I = 4n − 3, so the geometric multiplicity of eigenvalue 1 is equal to 3.
Thus, eigenvalue 1 is a semi-simple eigenvalue of Q of multiplicity 3.

Matrix Q has 3 independent eigenvectors for eigenvalue 1.(
12n2×1

02n2×1

)
and

(
02n2×1

v̄+

)
and

(
02n2×1

v̄−

)
, where the 2n2 × 1 vector

v̄+(j) =

{
v+(j − (j div 2n) ∗ n) if 1 ≤ j mod 2n ≤ n

0 otherwise
(130)

and the 2n2 × 1 vector

v̄−(j) =

{
v−(j − (j div 2n+ 1) ∗ n) if n+ 1 ≤ j mod 2n ≤ 2n

0 otherwise
(131)

are the 3 independent right eigenvector of Q for the eigenvalue 1.

Proof of Lemma 1
Proof. Since Āl is chosen to be scrambling then Â2 is scrambling. Thus, Â is stochas-
tic indecomposable and aperiodic. Then limn→∞ Ân = 1πT . And all rows of limn→∞ Ân

are the same.

Â =



Ā1
+E+E+E+ . . .

Ā1
−E−E−E− . . .

E+ Ā2
+E+E+ . . .

E− Ā2
−E−E− . . .

. . .. . .
E+E+E+ . . . Ān

+

E−E−E− . . . Ān
−


and each subblock is an n× 2n matrix.

Where if we choose Āl = Āl
+ = Āl

− for 1 ≤ l ≤ n, then E = E+ = E− and

Â =



Ā1 EEE . . .
Ā1 EEE . . .
E Ā2 EE . . .
E Ā2 EE . . .

. . .. . .
EEE . . . Ān

EEE . . . Ān


Let us denote by ¯̄Al =

(
Āl

Āl

)
=

(̂̄
Al

1
ˆ̄Al

2
ˆ̄Al
1
ˆ̄Al

2

)
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and ¯̄E =

(
E
E

)
=

(
Ē 0n×n

Ē 0n×n

)

Then Â =



ˆ̄A1
1
ˆ̄A1

2Ē 0n×nĒ 0n×nĒ 0n×n . . .
ˆ̄A1
1
ˆ̄A1

2Ē 0n×nĒ 0n×nĒ 0n×n . . .

Ē 0n×n
ˆ̄A2
1
ˆ̄A2

2Ē 0n×nĒ 0n×n . . .

Ē 0n×n
ˆ̄A2
1
ˆ̄A2

2Ē 0n×nĒ 0n×n . . .
. . .. . .

Ē 0n×nĒ 0n×nĒ 0n×n . . .
ˆ̄An
1
ˆ̄An

2

Ē 0n×nĒ 0n×nĒ 0n×n . . .
ˆ̄An
1
ˆ̄An

2


and

Â2 =



A(2)1

1A
(2)1

2E
(2)

12 0n×nE
(2)

13 0n×nE
(2)

14 0n×n . . .

A(2)1

1A
(2)1

2E
(2)

12 0n×nE
(2)

13 0n×nE
(2)

14 0n×n . . .

E(2)
21 0n×nA

(2)2

1A
(2)2

2E
(2)

23 0n×nE
(2)

24 0n×n . . .

E(2)
21 0n×nA

(2)2

1A
(2)2

2E
(2)

23 0n×nE
(2)

24 0n×n . . .
. . .. . .

E(2)
n1 0n×nE

(2)
n2 0n×nE

(2)
n3 0n×n . . .A(2)n

1A
(2)n

2

E(2)
n1 0n×nE

(2)n2 0n×nE
(2)n3 0n×n . . .A(2)n

1A
(2)n

2


where A(2)l

1 = ( ˆ̄Al
1)

2 + ˆ̄Al
2
ˆ̄Al

1 + (n − 1)Ē2 and A(2)l

2 = ( ˆ̄Al
2)

2 + ˆ̄Al
1
ˆ̄Al

2 +
(n− 1)Ē2.
E(2)

ij = ˆ̄Ai
1Ē + ˆ̄Ai

2Ē + Ē ˆ̄Aj
1 + Ē ˆ̄Aj

1 + (n − 2)Ē2. Since Ē is diagonal then

Ē ˆ̄Aj
1=̃

ˆ̄Aj
1. Since all these matrices are nonnegative then A(2)l

1 = ( ˆ̄Al
1)

2 + Λ
(2)
1 ,

A(2)l

2 = ( ˆ̄Al
2)

2 + Λ
(2)
2 and E(2)

ij=̃
ˆ̄Aj
1 + Λ

(2)
3 where Λ

(2)
1 , Λ(2)

2 and Λ
(2)
3 are non-

negative.
And Ân+1 =

A(n+1)1

1A
(n+1)1

2E
(n+1)

12 0n×nE
(n+1)

13 0n×nE
(n+1)

14 0n×n . . .

A(n+1)1

1A
(n+1)1

2E
(n+1)

12 0n×nE
(n+1)

13 0n×nE
(n+1)

14 0n×n . . .

E(n+1)
21 0n×nA

(n+1)2

1A
(n+1)2

2E
(n+1)

23 0n×nE
(n)

24 0n×n . . .

A(n+1)2

1A
(n+1)2

2E
(n+1)

23 0n×nE
(n+1)

24 0n×n . . .
. . .. . .

E(n+1)
n1 0n×nE

(n+1)
n2 0n×nE

(n+1)
n3 0n×n . . .A(n+1)n

1A
(n+1)n

2

E(n+1)
n1 0n×nE

(n+1)n2 0n×nE
(n+1)n3 0n×n . . .A(n+1)n

1A
(n+1)n

2


A(n+1)l

1 = ( ˆ̄Al
1)

n+1 +Λ
(n+1)
1 , A(n+1)l

2 = ( ˆ̄Al
2)

n+1 +Λ
(n+1)
2 and E(n+1)

ij =

( ˆ̄Aj
1)

n +Λ
(n+1)
3 where Λ

(n+1)
1 , Λ(n+1)

2 and Λ
(n+1)
3 are nonnegative.

Thus, since ¯̄Aj ( ˆ̄Aj
1) is stochastic indecomposable and aperiodic (SIA) then there

exist k > 0 such that ( ˆ̄Aj
1)

k has a positive column. Then ( ˆ̄Aj
1)

k+1 has a positive
column on the corresponding entries as ( ˆ̄Aj

1)
k. Thus, picking the block column j in

Âk+1, we see that A(k+1)j

1 = ( ˆ̄Aj
1)

k+1 + Λ
(k+1)
1 has the a positive column on the
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corresponding entries of E(k+1)
ij=̃( ˆ̄Aj

1)
k + Λ

(k+1)
3 since Λ

(k+1)
1 and Λ

(k+1)
3 are

nonnegative. Then there exist a positive column in block column j in Âk+1. Thus, Â
is SIA.

Therefore, limn→∞ Ân = 1πT . And all rows of limn→∞ Ân are the same.

Similarly, for Â =



Ā1
+E+E+E+ . . .

Ā1
−E−E−E− . . .

E+ Ā2
+E+E+ . . .

E− Ā2
−E−E− . . .

. . .. . .
E+E+E+ . . . Ān

+

E−E−E− . . . Ān
−


and each subblock is an n×2n

matrix.
Where if we choose Āl

+ = [Āl
+,1 Āl

+,2] and Āl
− = [Āl

−,1 Āl
−,2] for 1 ≤ l ≤ n.

E+ = [Ē+ 0n×n] and E− = [0n×n Ē−].

Then Â =



ˆ̄A1
+,1

ˆ̄A1
+,2Ē+ 0n×nĒ+ 0n×nĒ+ 0n×n . . .

ˆ̄A1
−,1

ˆ̄A1
−,2 0n×nĒ− 0n×nĒ− 0n×nĒ− . . .

Ē+ 0n×n
ˆ̄A2
+,1

ˆ̄A2
+,2Ē+ 0n×nĒ+ 0n×n . . .

0n×n Ē−
ˆ̄A2
−,1

ˆ̄A2
−,2 0n×nĒ− 0n×nĒ− . . .

. . .. . .
Ē+ 0n×nĒ+ 0n×nĒ+ 0n×n . . .

ˆ̄An
+,1

ˆ̄An
+,2

0n×n Ē− 0n×nĒ− 0n×nĒ− . . .ˆ̄An
−,1

ˆ̄An
−,2


and Â2 =

A(2)1

+,1A
(2)1

+,2E
(2)
+,112

E
(2)
+,212

E
(2)
+,113

E
(2)
+,213

E
(2)
+,114

E
(2)
+,214

. . .

A(2)1

−,1A
(2)1

−,2 E
(2)
−,112

E
(2)
−,212

E
(2)
−,113

E
(2)
−,213

E
(2)
−,114

E
(2)
−,214

. . .

E
(2)
+,121

E
(2)
+,221

A(2)2

+,1A
(2)2

+,2E
(2)
+,123

E
(2)
+,223

E
(2)
+,124

E
(2)
+,224

. . .

E
(2)
−,121

E
(2)
−,221

A(2)2

−,1A
(2)2

−,2E
(2)
−,123

E
(2)
−,223

E
(2)
−,124

E
(2)
−,224

. . .
. . .. . .

E
(2)
+,1n1

E
(2)
+,2n1

E
(2)
+,1n2

E
(2)
+,2n2

E
(2)
+,1n3

E
(2)
+,2n3

. . .A(2)n

+,1A
(2)n

+,2

E
(2)
−,1n1

E
(2)
−,1n1

E
(2)
−,1n2

E
(2)
−,2n2

E
(2)
−,1n3

E
(2)
−,2n3

. . .A(2)n

−,1A
(2)n

−,2


where A(2)l

+,1 = ( ˆ̄Al
+,1)

2 + ˆ̄Al
+,2

ˆ̄Al
−,1 + (n− 1)Ē2

+, A(2)l

+,2 = ˆ̄Al
+,1

ˆ̄Al
+,2 +

ˆ̄Al
+,2

ˆ̄Al
−,2, A(2)l

−,1 = ˆ̄Al
−,1

ˆ̄Al
+,1+

ˆ̄Al
−,2

ˆ̄Al
−,1 and A(2)l

−,2 = ( ˆ̄Al
−,2)

2+ ˆ̄Al
−,1

ˆ̄Al
+,2+

(n− 1)Ē2
−.

E
(2)
+,1ij

= ˆ̄Ai
+,1E+ + E+

ˆ̄Aj
+,1 + (n − 2)E2

+, E(2)
+,2ij

= ˆ̄Ai
+,2E− + E+

ˆ̄Aj
+,2,

E
(2)
−,1ij

= ˆ̄Ai
−,1E++E−

ˆ̄Aj
−,1 and E

(2)
−,2ij

= ˆ̄Ai
−,2E−+E−

ˆ̄Aj
−,2+(n−2)E2

−. Since

Ē+ and Ē+ are diagonal then Ē+
ˆ̄Aj
+,1=̃

ˆ̄Aj
+,1, Ē+

ˆ̄Aj
+,2=̃

ˆ̄Aj
+,2, Ē−

ˆ̄Aj
−,1=̃

ˆ̄Aj
−,1 and

Ē−
ˆ̄Aj
−,2=̃

ˆ̄Aj
−,2. Since ˆ̄Ai

+,1 and ˆ̄Ai
−,2 have diagonal entries then ˆ̄Aj

+,1
ˆ̄Aj

+,2=̃
ˆ̄Aj

+,2

and ˆ̄Aj
−,1

ˆ̄Aj
−,2=̃

ˆ̄Aj
−,1.
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Since all these matrices are nonnegative then A(2)l

+,1 = ( ˆ̄Al
+,1)

2+Λ
(2)
+,1, A(2)l

+,2=̃
ˆ̄Al
+,2+

Λ
(2)
+,2, A(2)l

−,1=̃
ˆ̄Al
−,1 +Λ

(2)
−,1, A(2)l

−,2 = ( ˆ̄Al
−,2)

2 +Λ
(2)
−,2, E(2)

+,1ij
=̃ ˆ̄Aj

+,1 + Λ̃
(2)
+,1,

E
(2)
−,1ij

=̃ ˆ̄Aj
−,1 + Λ̃

(2)
−,1, E(2)

+,2ij
=̃ ˆ̄Aj

+,2 + Λ̃
(2)
+,2, E(2)

−,2ij
=̃ ˆ̄Aj

−,2 + Λ̃
(2)
−,2 where Λ

(2)
+,1,

Λ
(2)
+,2, Λ(2)

−,1, Λ(2)
−,2, Λ̃(2)

+,1, Λ̃(2)
+,2, Λ̃(2)

−,1 and Λ̃
(2)
−,2 are nonnegative.

And Ân+1 = as shown in the next page.
A(n+1)l

+,1 = ( ˆ̄Al
+,1)

n+1+Λ
(n+1)
+,1 , A(n+1)l

+,2=̃( ˆ̄Al
+,2)

n+Λ
(n+1)
+,2 , A(n+1)l

−,1=̃( ˆ̄Al
−,1)

n+

Λ
(n+1)
−,1 , A(n+1)l

−,2 = ( ˆ̄Al
−,2)

n+1+Λ
(n+1)
−,2 , E(n+1)

+,1 ij
=̃( ˆ̄Aj

+,1)
n+Λ̃

(n+1)
+,1 , E(n+1)

−,1 ij
=̃( ˆ̄Aj

−,1)
n+

Λ̃
(n+1)
−,1 , E(n+1)

+,2 ij
=̃( ˆ̄Aj

+,2)
n+ Λ̃

(n+1)
+,2 , E(n+1)

−,2 ij
=̃( ˆ̄Aj

−,2)
n+ Λ̃

(n+1)
−,2 where Λ(n+1)

+,1 ,

Λ
(n+1)
+,2 , Λ(n+1)

−,1 , Λ(n+1)
−,2 , Λ̃(n+1)

+,1 , Λ̃(n+1)
+,2 , Λ̃(n+1)

−,1 and Λ̃
(n+1)
−,2 are nonnegative.

Thus, since ¯̄Aj is stochastic indecomposable and aperiodic (SIA) then there exist
k > 0 such that ( ¯̄Aj)k has a positive column j̄. If the positive column 1 ≤ j̄ ≤ n

then ( ˆ̄Aj
+,1)

k has a positive column j̄ and ( ˆ̄Aj
−,1)

k−1 has a positive column j̄. If

the positive column n + 1 ≤ j̄ ≤ 2n then ( ˆ̄Aj
+,2)

k−1 has a positive column j̄ and

( ˆ̄Aj
−,2)

k has a positive column j̄. Thus, picking the block column j in Âk+1, we see

that either A(k+1)j

+,1 = ( ˆ̄Aj
+,1)

k+1+Λ
(k+1)
+,1 has the a positive column with the corre-

sponding entries of A(k+1)j

−,1=̃( ˆ̄Aj
−,1)

k+Λ
(k+1)
−,1 , E(k+1)

+,1 ij
=̃( ˆ̄Aj

+,1)
k+Λ

(k+1)
+,3 and

E
(k+1)
−,1 ij

=̃( ˆ̄Aj
−,1)

k + Λ
(k+1)
−,3 (i.e., all having a positive column j̄ where 1 ≤ j̄ ≤ n

since Λ(k+1)
+,1 , Λ(k+1)

−,1 , Λ(k+1)
+,3 and Λ

(k+1)
−,3 are nonnegative. Or A(k+1)j

+,2=̃( ˆ̄Aj
+,1)

k+

Λ
(k+1)
+,2 has the a positive column with the corresponding entries of A(k+1)j

−,2 =

( ˆ̄Aj
−,1)

k+1+Λ
(k+1)
−,2 , E(k+1)

+,2 ij
=̃( ˆ̄Aj

+,2)
k+Λ

(k+1)
+,4 and E

(k+1)
−,2 ij

=̃( ˆ̄Aj
−,2)

k+Λ
(k+1)
−,4

(i.e., all having a positive column j̄ where n + 1 ≤ j̄ ≤ 2n since Λ
(k+1)
+,2 , Λ(k+1)

−,2 ,

Λ
(k+1)
+,4 and Λ

(k+1)
−,4 are nonnegative.

Then there exist a positive column in block column j̄ in Âk+1. Thus, Â is SIA.
Therefore, limn→∞ Ân = 1πT . And all rows of limn→∞ Ân are the same.
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Ân+1 =



A(n+1)1

+,1A
(n+1)1

+,2E
(n+1)
+,1 12

E
(n+1)
+,2 12

E
(n+1)
+,1 13

E
(n+1)
+,2 13

E
(n+1)
+,1 14

E
(n+1)
+,2 14

. . .

A(n+1)1

−,1A
(n+1)1

−,2 E
(n+1)
−,1 12

E
(n+1)
−,2 12

E
(n+1)
−,1 13

E
(n+1)
−,2 13

E
(n+1)
−,1 14

E
(n+1)
−,2 14

. . .

E
(n+1)
+,1 21

E
(n+1)
+,2 21

A(n+1)2

+,1A
(n+1)2

+,2E
(n+1)
+,1 23

E
(n+1)
+,2 23

E
(n+1)
+,1 24

E
(n+1)
+,2 24

. . .

E
(n+1)
−,1 21

E
(n+1)
−,2 21

A(n+1)2

−,1A
(n+1)2

−,2E
(n+1)
−,1 23

E
(n+1)
−,2 23

E
(n+1)
−,1 24

E
(n+1)
−,2 24

. . .
. . .. . .

E
(n+1)
+,1 n1

E
(n+1)
+,2 n1

E
(n+1)
+,1 n2

E
(n+1)
+,2 n2

E
(n+1)
+,1 n3

E
(n+1)
+,2 n3

. . .A(n+1)n

+,1A
(n+1)n

+,2

E
(n+1)
−,1 n1

E
(n+1)
−,1 n1

E
(n+1)
−,1 n2

E
(n+1)
−,2 n2

E
(n+1)
−,1 n3

E
(n+1)
−,2 n3

. . .A(n+1)n

−,1A
(n+1)n

−,2


where

Q =



Â 02n2×2n2

I2n2×2n2 − Â



1
nD1 1

nD2 . . . 1
nDn

1
nD1 1

nD2 . . . 1
nDn

1
nD1 1

nD2

1
nD1 1

nD2

. . . . . .
1
nD1 1

nDn

1
nD1 1

nDn




and

G =



02n2×2n2



T1 T2 . . . Tn

T1 T2 . . . Tn

T1 T2

T1 T2

. . . . . .
T1 Tn

T1 Tn



02n2×2n2 −



T1 T2 . . . Tn

T1 T2 . . . Tn

T1 T2

T1 T2

. . . . . .
T1 Tn

T1 Tn





(133)

where T is 2n2×2n2 such that T =



T1 T2 . . . Tn

T1 T2 . . . Tn

T1 T2

T1 T2

. . . . . .
T1 Tn

T1 Tn
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Q(k) =



Â(k) 02n2×2n2

I2n2×2n2 − Â(k)



1
nD

1(k) 1
nD

2(k) . . . 1
nD

n(k)
1
nD

1(k) 1
nD

2(k) . . . 1
nD

n(k)
1
nD

1(k) 1
nD

2(k)
1
nD

1(k) 1
nD

2(k)
. . . . . .

1
nD

1(k) 1
nD

n(k)
1
nD

1(k) 1
nD

n(k)




and

G(k) =



02n2×2n2



T1(k) T2(k) . . . Tn(k)
T1(k) T2(k) . . . Tn(k)

T1(k) T2(k)
T1(k) T2(k)

. . . . . .
T1(k) Tn(k)

T1(k) Tn(k)



02n2×2n2 −



T1(k) T2(k) . . . Tn(k)
T1(k) T2(k) . . . Tn(k)

T1(k) T2(k)
T1(k) T2(k)

. . . . . .
T1(k) Tn(k)

T1(k) Tn(k)




(135)

where T(k) is 2n2×2n2 such that T(k) =



T1(k) T2(k) . . . Tn(k)
T1(k) T2(k) . . . Tn(k)

T1(k) T2(k)
T1(k) T2(k)

. . . . . .
T1(k) Tn(k)

T1(k) Tn(k)
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P = lim
k→∞

Qk
ϵ,T = lim

k→∞
Qk = P+ lim

k→∞

4n∑
i=4

PiJiQi

= lim
k→∞



Â 02n2×2n2

I2n2×2n2 − Â



1
nD

1 1
nD

2 . . . 1
nD

n

1
nD

1 1
nD

2 . . . 1
nD

n

1
nD

1 1
nD

2

1
nD

1 1
nD

2

. . . . . .
1
nD

1 1
nD

n

1
nD

1 1
nD

n
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