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ABSTRACT
Recent years have witnessed a surge in deep learning research,
marked by the introduction of expansive generative models like
OpenAI’s SORA and GPT, Meta AI’s LLAMA series, and Google’s
FLAN, BART, and Gemini models. However, the rapid advancement
of large models (LM) has intensified the demand for computing
resources, particularly GPUs, which are crucial for their parallel
processing capabilities. This demand is exacerbated by limited GPU
availability due to supply chain delays and monopolistic acquisition
by major tech firms. Distributed Machine Learning (DML) meth-
ods, such as Federated Learning (FL), mitigate these challenges by
partitioning data and models across multiple servers, though imple-
menting optimizations like tensor and pipeline parallelism remains
complex. Blockchain technology emerges as a promising solution,
ensuring data integrity, scalability, and trust in distributed com-
puting environments, but still lacks guidance on building practical
DML systems. In this paper, we propose a trustworthy distributed
machine learning (TDML) framework that leverages blockchain
to coordinate remote trainers and validate workloads, achieving
privacy, transparency, and efficient model training across public re-
mote computing resources. Experimental validation demonstrates
TDML’s efficacy in overcoming performance limitations and mali-
cious node detection, positioning it as a robust solution for scalable
and secure distributed machine learning.
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1 INTRODUCTION
There has been a remarkable surge in deep learning research and
its practical applications. Leading tech giants have unveiled their
expansive generative models, with examples like OpenAI’s SORA
and GPT. Meta AI unveiled the LLAMA series, the world’s first
open-source large language model. Google introduced its language
models, such as FLAN, BART, and Gemini.

With the rapid advancement of large models (LM), computing
resources have become a critical bottleneck in the AI domain. Graph-
ics Processing Units (GPUs) are favored for AI computing due to
their parallel infrastructure and ability to process data simulta-
neously, making them indispensable for machine learning tasks.
However, the limited number of companies involved in GPU devel-
opment and distribution creates significant delays in the manufac-
turing supply chain. Moreover, major tech companies in cloud com-
puting exacerbate the shortage of computing resources for smaller
organizations by prioritizing the acquisition of the majority of
GPUs. For example, OpenAI and Microsoft plan to invest USD 100b
in GPUs by 2027 to enhance their data center capabilities. Meta’s
Llama 3 models are trained on two clusters, each with 24,576 H100
GPUs, and Meta intends to acquire an additional 350,000 Nvidia
H100 GPUs for over USD 10b. This unequal competitive landscape

hampers the ability of AI startups to construct large deep learning
models and compete on an even playing field.

Distributed Machine Learning (DML) integrates distributed com-
puting resources to provide fast learning capabilities, particularly
for tasks involving large-scale data or extensive model parameters.
This method partitions the training data and the model, with param-
eter servers coordinating multiple clients to learn each partition as
a subtask. Federated Learning (FL) [10] exemplifies data parallelism
in DML, coordinating the distributed training process using local
data and aggregating a global model on a central server. Model
parallelism training methods have been applied to solve many real
problems that deal with large model-distributed training systems.
The training network systems involve numerous connected com-
puting and storage units. In order to reduce the model training
complexity, various optimizations have been proposed to efficiently
distribute the training across multiple devices, including tensor,
data, and pipeline parallelism, as well as activation checkpoint-
ing [7, 22, 23, 25]. However, most optimizations require changes
to the model implementation manually, which overburdens model
development andmaintenance. For example, the checkpointing [12]
needs to manually load the intermediate activation memories under
a restricted memory situation. To support DeepSpeed model par-
allelism or pipeline parallelism, it requires integrating additional
configurations from the DeepSpeed API, such as injection policies,
into the model development process. Moreover, existing frame-
works lack design for an open, flexible remote training solution
and are only compatible with managed environments, resulting in
expensive costs and limited resource availability.

Blockchain technology [29] operates by linking blocks together
in a sequential manner to store transaction records, utilizing crypto-
graphic algorithms to guarantee the immutability and authenticity
of the blocks. It serves as a collaborative trust mechanism in dis-
tributed computing environments, emerging as a highly promising
technology for security, scalability, and trust establishment [19, 20,
28]. A key feature of blockchain is its partition-block data structure,
where data is distributed across partitions and each block records
the identity document of the preceding one, ensuring the authen-
ticity and immutability of data within each block. By leveraging
blockchain, data reliability in either distributed cloud computing or
model training [24] can be ensured while also providing protection
against tampering [20]. The integration of blockchain with smart
contracts [14] enables users to perform authentic and traceable
transactions without the need for a central intermediary.

Blockchain-based federated learning (BFL) [9, 17, 21, 32] inte-
grates the decentralized nature of blockchain with the distributed
architecture of FL, mitigating the risk of a single point of failure in
the FL system’s aggregation server. BFL has been broadly studied in
various domains, including mobile edge computing [18], internet of
things [1, 15], and distributed machine learning [13, 30]. In particu-
lar, architectures like BlockFL [11] rely on a custom blockchain to
exchange and validate local learning model updates. Similarly, Lu
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et al. [16] propose a system consisting of a dual module containing
a permission Blockchain module and an FL module.

Recent studies on blockchain-based distributed training systems
have primarily focused on data parallelism methods, which are
suitable only for standalone models with local edge data. The po-
tential to leverage public distributed computing resources for large
model training has not yet been explored. In this paper, we intro-
duce a blockchain-based distributed framework designed to train
expansive models using public remote computing resources.

Our main contributions are as follows:
• We propose TDML (Sec.3), a new framework that utilizes
blockchain technology to coordinate and verify the work-
loads of remote trainers in distributed ML to achieve privacy,
transparency, and data traceability.
• To overcome the Byzantine attacks from malicious nodes,
we also proposed malicious detection and incentive-driven
mechanisms, respectively.
• We conduct comprehensive experiments (Sec.4) showcasing
the effectiveness of the proposed framework TDML against
three baseline techniques using the ResNet50 model on the
Cifar-10 dataset. These experiments aim to demonstrate that
our framework can match the performance of single-node
training, achieve comparable accuracy to traditional methods
despite the challenges of federated learning, and enhance
efficiency in terms of convergence speeds and training loss.

Experimental results show that our TDML framework surpasses
the performance limitations of FedAvg andmatches the baseline per-
formance of single-node training. Additionally, the gradient-based
malicious detection effectively identifies and isolates malicious
trainers from benign nodes.

2 BACKGROUND AND RELATEDWORK
2.1 DNN Training Parallelism
Large languagemodels have demonstrated remarkable performance
in a wide range of downstream tasks. In recent years, numerous
large language models have been developed and released [4, 5],
demonstrating that larger models can generalize better across a
wider range of tasks. However, as data volume and model complex-
ity grow, it becomes increasingly difficult for a single machine to
efficiently manage memory limitations. Distributed optimization
and inference are essential to overcome large-scale DNN challenges.

Two common distribution strategies include: i. distributing the
training data across multiple computing nodes (data parallelism); ii.
dividing the large model across multiple computing nodes (model
parallelism). Data parallelism boosts system throughput by repli-
cating the same model across multiple computing nodes, with each
node processing different chunks of data concurrently. This leads to
higher throughput as multiple tasks are processed simultaneously,
thereby reducing the overall time needed to complete the computa-
tions. On the other hand, model parallelism is used when the model
is too large to fit on a single computing node. This approach in-
volves partitioning the model into segments across multiple nodes,
with each node handling a portion of the model’s computations.
Consequently, the model’s parameters are distributed, addressing
the limited memory capacity issue.

2.1.1 Data parallelism. Beyond the traditional data parallelism of
model mirror, an efficient memory management method, Zero Re-
dundancyOptimizer (ZeRO) [22], reduces thememory consumption
of computing nodes by slicing the model states of model params,
gradients and optimizer states into different computing nodes, in-
stead of replicating all of them in each node. Scaling Fully Sharded
Data Parallel (FSDP) [31], similar to ZeRO, distributes a model’s pa-
rameters, gradients, and optimizer states across computing workers.
It enables parameters to be stored in CPU memory and only loads
the parameters for the current computing layer. It further reduces
memory usage. However, the data parallelism strategies of sharing
parameters across computing nodes are not suitable for our case
(training a large model across untrusted workers). Additionally,
fully leveraging the benefits of ZeRO or FSDP requires significant
manual tweaking during the training process to efficiently send
and gather model parameters.

Federated learning is another intriguing application of data par-
allelism. It reduces data transmission costs by averaging locally
trained models to create a global model. While this method en-
hances data privacy, it can lead to a suboptimal global model and is
not well-suited for training large models.

(a) Data parallelism

(b) Model parallelism

Figure 1: Parallel training strategies for large deep neural
networks using remote computing nodes.

2.1.2 Model parallelism. Model parallelism generally includes two
strategies, tenor parallelism and pipeline parallelism. Tensor paral-
lelism divides the model horizontally and assigns each segment of
the tensor to a specific GPU. Each GPU independently processes its
allocated chunk, allowing for parallel computation across multiple
computing nodes. Pipeline parallelism involves distributing each
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layer (or multiple layers) onto separate computing nodes, either
vertically or at the layer-level. The drawback of pipeline parallelism
is that it can lead to significantly low computing utilization during
the training process. One important technique of Pippy [7] auto-
matically splits model layers and converts them into a pipeline
across computing nodes. It executes model code concurrently using
micro-batches, which helps to alleviate low computing utilization
to some extent. Megatron-LM [25] employs many techniques simi-
lar to Pippy for splitting models and mini-batches. Additionally, it
introduces activation checkpointing, which stores activations only
at the edges of layers. The other activations are recomputed during
backpropagation to reduce memory.

Recently, model parallelism-based federated learning [26] has
been introduced to address data privacy and resource-constrained
scenarios. In this approach, deep learning models are split into
server-side and client-side components. The server handles the
heavy computational tasks, while the client contains a small portion
of model shards, performing low-resource computations such as
data encoding. This setup ensures that clients have no knowledge
of the global model and maintains the privacy of their local data.

2.2 Blockchain and Benefits
The above parallelism training methods help distribute the work-
load and harness the collective processing power of multiple nodes.
Commonly, when distributing data or models over networks, en-
cryption should be applied. Local training units encrypt their data
and model parameters and send them to the aggregation server.
The server performs calculations on the received encrypted data
and parameters to obtain the aggregated global model parameters.
The server then sends the global model parameters back to the
local training nodes, who decrypt the global model parameters
locally and proceed with the next round of training. Blockchain is
well-suited for situations requiring encrypted data exchange.

Blockchain technology sequentially links blocks, storing trans-
action records in a chain-like structure and utilizing cryptographic
algorithms to ensure the immutability and authenticity of the
blocks [3]. Each block consists of two main components: the block
header and the block body. The block header contains identifiers for
the previous, current, and next blocks, a timestamp, and the Merkle
root of transactions forming a Merkle tree within the block body.
The block body comprises transactions generated in the blockchain
network during a specific period. Transactions are pairwise hashed
to generate a hash that serves as the Merkle root, which stored
in the block header. Any tampering with transactions alters the
Merkle root, ensuring the tamper resistance of block transactions.
The block identifier is created by comprehensively calculating the
block content and timestamp, ensuring uniqueness and tamper re-
sistance. Blocks are linked through identifiers, ensuring that any
change in block content results in a corresponding change in the
identifier. Transaction records are broadcasted across the network,
enabling nodes to inspect transaction content within each block
and ensuring traceability.

Blockchain technologies have also been incorporated into feder-
ated learning research recently by utilizing their persistent privacy,
security, and decentralized design. Stacey Truex et al. [27] proposed

LDP-Fed, which combines local differential privacy (LDP) with fed-
erated learning to maintain privacy guarantees during large-scale
neural network training. Within the LDP-Fed, the LDP module of-
fers formal differential privacy guarantees for repeatedly collecting
model training parameters on private datasets from remote com-
puting nodes during joint training of large-scale neural networks.
Laraib Javed et al. [8] utilised blockchain and Local Differential
Privacy to construct a secure and reliable data-sharing framework.
It creates a trustless environment which utilizes Federated Learning
(FL) and Interplanetary File System (IPFS) for decentralized, secure
data-driven learning. Feng et al. [6] proposed a BC-FL system for
UAVs, where the blockchain is maintained only by entities with
high computing and storage capabilities, such as base stations and
roadside nodes. This approach utilizes smart contracts to replace the
traditional parameter server, enabling transparent and automated
model aggregation operations.

3 OUR MODEL
3.1 Identified Challenges
When training a large language model such as Llama2 70B with half-
precision parameters, batch size 32 and 4096 context size, the model
with a single batch of data could occupy 150GB of GPU memory.
Assuming we have multiple GPU servers with NVidia 4090 GPUs,
each with 24GB memory, this training process would require 7 GPU
servers to implement pipelined model parallelism, as the model
cannot fit into a single GPU card. Moreover, to improve training
speed, data parallelism can replicate multiple model parallelism
pipelines with different split datasets. Consequently, training a large
model could require up to 7 GPUs, which may be not affordable.

Consider a scenario where there is a lack of sufficient computing
resources, necessitating the sourcing of additional resources from
private computing units. In this situation, it is important to address
the following critical security and efficiency issues:

• Manually model adjustment and maintenance: Adapting a
large model for distributed training often necessitates man-
ual changes to the model implementation, such as shard-
ing layers, parameters, and data splitting. This additional
workload can burden model development and maintenance,
particularly when updating models.
• Privacy and security issues during the transmission of the
model parameters and training data: The model’s layers and
datasets are transmitted from clients to remote computing
nodes. During this transmission over the public network,
there is a risk that malicious nodes could modify or intercept
the data. This could potentially lead to inferences about the
training data distribution or unauthorized replication of the
model through data manipulation.
• Privacy and security issues faced by the global model and
back-propagation: Malicious nodes have the capability to
perturb local gradients in their local models, potentially mis-
leading the aggregation process and disrupting the conver-
gence of the global model’s training.
• Rewards on faked computing resources: The malicious nodes
could deceive the system by generating fake tensor outputs
for the next computing nodes and fake gradients for the
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global server in order to obtain rewards. To prevent fraud-
ulent activity and ensure that rewards are only issued for
genuine computations, a robust verification process should
be implemented.

3.2 Our Framework
We proposed a framework to address the aforementioned issues
by leveraging blockchain technology to coordinate and secure the
processes of LM training and data transmission. Our framework pri-
marily consists of three components: (i) blockchain-based data par-
allelism; (ii) blockchain-based model parallelism; and (iii) gradient-
based malicious node detection.

3.2.1 Blockchain-based data parallelism. The blockchain-based
data parallelism framework (Figure 2) consists of independent train-
ing pipelines and a validation procedure for the new global model.
It includes the following steps:

(1) Client𝐶 initializes the training context by packaging datasets
into batches and sending them to an IPFS file server. The
IPFS file server returns content IDs (hash codes) for each
batch of data to the client.

(2) The client publishes a job request with 𝑁 independent pa-
rameter servers for N data pipelines (for more details, please
refer to Sec.3.2.3).

(3) Parameter servers register their basic information with the
public blockchain service.

(4) The client selects N out of the total requests and sends key
exchange information. After the key exchange, the client
sends encrypted private blockchain information to connect
the parameter servers.

(5) Once the parameter servers are connected to the private
blockchain, they independently initiate their pipeline work-
flows for pipeline model parallelism training (for more de-
tails, please refer to Sec.3.2.2.

(6) The parameter servers will load encrypted training data
via Content IDs, start local model training, and upload the
trained local model information in each epoch to the private
chain for cross-validation by other parameter servers by
using the test dataset.

(7) During the validation procedure, an IDLE parameter server,
which has finished its current epoch training and is waiting
for other parameter servers, will be assigned as the validating
parameter server. The validation server verifies the updated
local models published by other parameter servers in the
private chain. It creates transactions of the test results to the
private chain.

(8) After the last local model of the current epoch training has
been verified, the validation server aggregates a new global
model by averaging the top-𝐾 best local models. If the test
results are significantly below the mean value, our malicious
detection process is triggered. (for more details, please refer
to the malicious node detection in Sec.3.3.1).

3.2.2 Blockchain-based model parallelism. The blockchain-based
model parallelism (Figure 3) addresses security and malicious de-
tection issues in traditional model parallelism over public networks.
It includes the following steps:

(1) Once the parameter server has been configured by the client’s
job request, it initiates its pipeline by publishing a computing
job request on the public blockchain.

(2) Remote computing nodes (trainers) register with their hard-
ware specifications and network details.

(3) The parameter server analyzes the global model against the
hardware specifications of the candidate list and determines
the number of trainers needed. It then selects the top-𝐾
trainers whose hardware specifications meet the training
job requirements. Then it exchanges keys with the 𝐾 re-
mote trainers and sends the encrypted private blockchain
information to trainers.

(4) The parameter server connects to the private blockchain
and automatically splits the layers of the global model along
with its structural graph according to the specifications of the
𝐾-selected trainers without needing to modify the original
model code.

(5) Once the trainers received the private blockchain informa-
tion from the parameter server. They will register their specs
and information into the private blockchain.

(6) The parameter server uploads the encrypted model shards to
the trainers, who then initialize their layers and correspond-
ing parameter weights.

(7) The trainer #1 starts the training loop by randomly loading
a new batch from IPFS via CID.

(8) The edge layer of each trainer sends the intermediate output
tensors to the next trainer in the model’s structural graph
via the encrypted RPC connection.

(9) Once the epoch is completed, trainers encrypt their local
gradients and transmit them to the parameter server through
private blockchain transactions. The parameter server then
aggregates gradients from remote trainers, computes local
gradients using the loss function, updates local model pa-
rameters, and subsequently uploads its updated local model
to the private blockchain for cross-validation.

(10) The parameter server switches to validation mode when
there is a pending validation job in the private chain. Other-
wise, it proceeds to the next epoch. In the validation model,
the parameter server follows Step7 in Sec.3.2.1 and publishes
the updated global model to a private blockchain. Subse-
quently, all parameter servers will partition the new global
model among their respective trainers for the next epoch.

3.2.3 Client and Parameter Server Task Publishing.

Client task publishment. A client 𝐶 can initiate a remote ML
model training task by publishing an initial task transaction on
the public blockchain. The task announcement will include the
following information:

• A timestamp;
• client UUID
• A name of this task;
• A reward budget for the remote computing contributors;
• A baseline computing capability (e.g., the minimum GPU
memory size and the number of CPUs);
• Determine the number of splits in data-parallel training;
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Figure 2: Our blockchain-based data parallelism workflow

Figure 3: Our blockchain-based model parallelism workflow

Once the task announcement is published on the public blockchain,
parameter servers register their basic information in a transaction
on the public blockchain service, including a timestamp and their
UUID in the chain service.
Parameter server coordinating with remote trainers. The sec-
ond part involves the selected parameter servers gathering remote
computing trainers’ specifications by sending a training hiring
message to the public blockchain, such as:
• A timestamp;
• parameter server UUID;
• A baseline computing capability;
• A reward budget for the remote computing contributors.

The remote computing candidates will evaluate the reward bud-
get and computing requirements. If their hardware meets the base-
line criteria, they respond with their hardware specifications. The

parameter server then analyzes the global model against these spec-
ifications to determine the number of trainers needed, selecting
the top-𝐾 candidates whose hardware specifications best meet the
training job requirements.

L =

∥𝐿∥⋃
𝑙

(
∥𝑊 ∥∑︁
𝑤

𝑤 × 𝑎) (1)

The above equation lists the memory consumption of each layer of
the LM model, where 𝑎 represents the "bytes per parameter", which
is 4 for full precision or 2 for half precision.

After selecting the top-𝐾 trainers as the training candidates. The
task detail will be published on the private blockchain chain for its
remote trainers. The following information will be involved:
• A timestamp;
• parameter server UUID
• A name of this task;
• A list of shred models of the global model and model struc-
tural graph (encrypted);
• A reward expressed for the computing contributors.

3.3 Security Analysis
3.3.1 Gradient-based Malicious Node Detection.

During distributed training, all trainers send their local gradients
to the parameter server for aggregation into the global model. If any
local gradients are perturbed or erased, the updated global model
could produce undesirable outcomes. In our framework, all trans-
missions between trainers and the parameter server are secure and
encrypted. However, a malicious node could still masquerade as a
computing node and execute gradient attacks. Recently, Byzantine
attacks have become a focal point of research in the FL domain.
These attacks aim to devastate the performance of the global model
by manipulating gradient values. The popular methods to defend
Byzantine attacks fall into two main categories: (i) malicious node
detection and (ii) making the global model more robust to these
attacks. In our framework, detecting malicious nodes is more com-
plex than in typical FL problems because remote trainers, acting
as malicious nodes, can manipulate many elements during the
training steps to alter the global model. Therefore, we designed a
two-stage malicious discovery process inspired by the MANDERA
method [33].

We assume the process in the 𝑡-th epoch in trainer M as follows:
ℎ𝑡+1𝑚 = 𝑓𝑚 (ℎ𝑡𝑚,𝑤𝑡𝑚) (2)

where ℎ𝑡+1𝑚 is the tensor input for the local model layer 𝑡 + 1. ℎ𝑡𝑚
and𝑤𝑡𝑚 are the inputs and parameter weights at the layer 𝑡 .

During the back-propagation, the parameters𝑊𝑚 of the trainer
M calculate the local gradient 𝑔𝑡𝑚 based on the current layer weight
𝑤𝑡𝑚 , loss function 𝐿𝑡𝑚 and its local data ℎ𝑡𝑚 .

𝑔𝑚𝑡 =
𝜕

𝜕𝑤𝑡𝑚
𝐿𝑡𝑚 (𝑤𝑡𝑚, ℎ𝑡𝑚) (3)

When one epoch training is completed, the parameter server
receives gradients from all trainers and updates the global model:

𝑊 𝑡+1 =𝑊 𝑡 − 𝛾𝑡 · 𝐴(𝑔𝑡1, 𝑔
𝑡
2, ..., 𝑔

𝑡
𝑀 ) (4)

where 𝛾𝑡 is the learning rate.
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As Equation 3 shows, the malicious node pretends to be a trainer
within the pipeline, which could manipulate the parameter weight
𝑤𝑚 , the output tensor ℎ𝑚 , or the gradient values in Equation 4.

To make the training procedure tolerant to malicious nodes
and to detect them, we introduced three techniques: (i) a cross-
validation method and test dataset for our data parallelism; (ii)
top-𝑁 local model aggregation to filter out poorly performing local
models, which also removes attacked models; and (iii) malicious
node detection at the trainer levels.

The algorithm 16 indicates the parameter server 𝑃𝑆 enters the
validation mode after its training procedure. It will testify the unval-
idated local model𝑀𝑛 in the private chain against the test dataset
𝐷 . As Figure 2 shows in Step7, each parameter server (1...𝑁 ) can
initiate cross-validation if a new local model is released into the
private chain service with validation pending.
• The cross-validation parameter 𝑃𝑆 server will load the local
model into its pipeline, compute against the test dataset 𝐷 ,
and report the performance results 𝐻 back to the private
chain service. If one or a few results are significantly below
the majority, those models will be identified as malicious
models𝑀𝑚𝑎𝑙𝑖𝑐𝑖𝑜𝑢𝑠 and the malicious node detection proce-
dure will be triggered.
• Assuming LM has | |𝐿 | | layers, once the malicious node de-
tection process is triggered, the validation parameter server
with the suspicious local model will randomly select 𝐾 lo-
cal models plus the suspicious malicious model and project
the layers’ gradients 𝐺𝑙𝑖 of these models into the lower-
dimensional space 𝑅. Then, we apply 𝐾-means clustering
across the gradients𝑊𝑙 of each layer 𝐿𝑖 to form two groups
based on the lower-dimensional space vectors 𝑉𝑅 .
• After all local models from parameter servers (1...𝑁 ) have
been validated at epoch 𝑖 , the global model aggregation pro-
cess selects the top-𝑁 best-performing local models and aver-
ages their weights to form a new global model𝑀𝑔𝑙𝑜𝑏𝑎𝑙 . This
process filters out local models from any malicious pipelines.

𝐿𝑚𝑎𝑙𝑖𝑐𝑖𝑜𝑢𝑠 = 𝑎𝑟𝑔𝑚𝑎𝑥
𝐿

(
𝐾𝑚𝑒𝑎𝑛𝑠 (𝐺𝐿

𝑖
)∑𝐿

𝑗,𝑖≠𝑗 𝐾𝑚𝑒𝑎𝑛𝑠 (𝐺𝐿𝑗 )
) (5)

As the above equation indicates, the manipulated gradients
should be well-distanced from those of benign nodes. The
index of the output of the malicious layer 𝐿𝑚𝑎𝑙𝑖𝑐𝑖𝑜𝑢𝑠 can then
be traced back to the corresponding remote malicious train-
ers. Finally, the parameter server can remove the malicious
trainers from its pipeline.

3.3.2 Proof of Training.

The consensus algorithm of the blockchain guarantees the cor-
rect addition of blocks to the blockchain. Its main objective is to
establish consensus among the different trainers in the distributed
system regarding the system state or transactions. As a distributed
system, blockchain utilizes consensus algorithms to tackle issues
stemming from network delays, node failures, or malicious activi-
ties, ensuring the system’s consistency, reliability, and security.

During each training cycle, all remote trainers download the
parameters of their sharded models and upload their gradients and

Algorithm 1 Gradient-based Malicious Node Detection
Require: Validation Parameter Server 𝑃𝑆 , Test Dataset 𝐷 , and Local Mod-

els𝑀𝑛 with | |𝐿 | | layers;
1: while | |𝑀𝑛 | | ≠ 0 do
2: 𝐻 ← 𝑃𝑆 (𝑀𝑖 , 𝐷 )
3: end while
4: if 𝑀𝑚𝑎𝑙𝑖𝑐𝑖𝑜𝑢𝑠 = 𝑎𝑟𝑔𝑚𝑎𝑥 ( |ℎ𝑖−𝜇 |∑∥𝐻 ∥

𝑗,𝑗≠𝑖 |ℎ 𝑗 −𝜇 |
) then

5: Trigger malicious node detection process
6: PS samples models:𝑀𝑘 +𝑀𝑚𝑎𝑙𝑖𝑐𝑖𝑜𝑢𝑠
7: while 𝐿𝑖 ≠ | |𝐿 | | do
8: while𝑀𝑖 ≠ | |𝑀 | | do
9: Gradient𝐺𝐿

𝑖
= 𝜕
𝜕𝑤𝑖

𝐿𝑡
𝑖
(𝑤𝑚
𝑗
, ℎ𝑚
𝑖
)

10: end while
11: Project 𝑅𝐿

𝑖
← 𝐺𝐿

𝑖

12: end while
13: L𝑚𝑎𝑙𝑖𝑐𝑖𝑜𝑢𝑠 ← 𝑎𝑟𝑔𝑚𝑎𝑥

𝐿

( 𝐾𝑚𝑒𝑎𝑛𝑠 (𝑅𝐿 )∑𝐿
𝑗,𝑖≠𝑗

𝐾𝑚𝑒𝑎𝑛𝑠 (𝑅𝐿 )
)

14: Map L𝑚𝑎𝑙𝑖𝑐𝑖𝑜𝑢𝑠 to trainers𝑇𝑚𝑎𝑙𝑖𝑐𝑖𝑜𝑢𝑠 and Block𝑇𝑚𝑎𝑙𝑖𝑐𝑖𝑜𝑢𝑠
15: end if
16: Average aggregate global model:𝑀𝑔𝑙𝑜𝑏𝑎𝑙 = AGGR(𝑇𝑜𝑝𝐾 (𝑀 ) )

local parameters to their parameter server. These local models are
then evaluated by the cross-validation parameter server against
the test dataset. The validation results and all trainers’ outputs are
stored in a transaction on the private blockchain in each epoch,
checking Sec.3.2.1.

Therefore, the details of every training procedure arewell-recorded
by the private blockchain. The entire training process is repro-
ducible, ensuring that the global model is secure and reliable, as the
data used, remote trainer activities, and parameter server validation
results are all traceable.

3.3.3 Incentive.

Once the entire training process is completed and all validation
tests are passed, the transactions of all trainers and parameter
servers are traceable. The clients can then determine the rewards
for the completed computing activities for both the trainers and
parameter servers by reviewing the private chain. As a result, this
incentive mechanism can significantly encourage clients to behave
honestly, given the low likelihood of success and the high risk
costs associated with leveraging attacks, which are not worth the
potential consequences as analyzed in Sec.3.3.1 and Sec.3.3.2.

4 EXPERIMENTS
To demonstrate the effectiveness of our proposed distributed train-
ing method, we conducted a comparative analysis against three
baseline techniques on the ResNet50model with the Cifar-10 dataset.
Our experiments aim to achieve three main objectives:
• We aim to confirm that our training framework, which uti-
lizes a blockchain backbone, can match the performance
of single-node training. To achieve this, we need to select
an ideal ML model that can fit into a single GPU’s mem-
ory while also having large enough layers for distributed
learning, such as ResNet-50.
• Federated learning often shows lower accuracy compared
to single-node training due to its convergence dependency
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on the diversity of client data and the parameter averaging
process. However, our framework, which utilizes customized
data and model parallelism and includes a test dataset for
model evaluation, is expected to achieve comparable perfor-
mance in the assessment.
• We aim to evaluate the efficiency of our method in learning
from distributed training data by examining training loss and
convergence speeds. Our framework offers advantages in
gradient and model aggregation, ensuring consistent conver-
gence in both training loss and model accuracy. In contrast,
federated learning performance is influenced by the number
of participating clients and the distribution of their data, re-
sulting in varied convergence curves, especially with fewer
clients involved.

To verify the above objectives, the experiments are designed
with the following configurations:
• We use ResNet50 and the CIFAR-10 dataset with fixed-split
training and test sets across all experiments, including single-
node training, FedAvg, and our framework. The same learn-
ing rate of 0.1 is applied.
• To evaluate the quality of model training with multiple com-
puting nodes, we assess FedAvg and our framework with 2,
4, and 8 data parallel trainings. We will present the training
loss and accuracy results to compare their performance.
• We also assess the impact of model sharding on training
performance. As the number of computing nodes increases,
the layers of ResNet50 will be distributed across more nodes.

Figure 4: 50 layers ResNet architecture

4.1 Single Computing Nodes and Pipeline
Model Parallelism

We trained ResNet-50 on the CIFAR-10 dataset to achieve perfor-
mance using the local computer with an Nvidia A6000 GPU. Then,
we split the layers of ResNet-50 into 2, 4, and 8 shards, using the Py-
Torch distributed package to load them onto different GPU servers
to test the performance of model parallelism.

As Figure 5 demonstrates, the pipeline model achieves compara-
ble accuracy performance to single GPU training. In the figures 6, it
converges at a similar speed to the single GPU model with similar
accuracies when comparing the black line (Pipeline_Client[4]_Loss)
and the grey line (Single_GPU_Loss).

Note: In "Pipeline_Client[x]", "x" indicates the number of remote
computing units, which can be "2", "4", or "8" in our experiments.
This notation applies similarly in the following experiments.

Figure 5: Baseline testing accuracy

Figure 6: Baseline training loss

4.2 Federated Learning
The FedAvg training performance is evaluated by using different
numbers (2, 4, 8) of remote computing nodes (clients). Figure 5
shows that the accuracy of the FL models on CIFAR-10 is signifi-
cantly lower than that of the pipeline model and the single GPU
model. Both the best and real-time accuracies of FedAvg only reach
83%. Additionally, as the number of remote computing nodes in-
creases, the training losses remain higher and converge more slowly
compared to the other two baselines.

4.3 Our Solution
Figure 7 and Figure 8 demonstrate our framework performance.
Since our framework includes data parallelism (DP) and pipeline
model parallelism (MP) for large model training, the report schema
has two parts: (i) [m] DP and (ii) MP client[𝑁 ]. The first part, similar
to FedAvg, divides the dataset into M pieces with independent
model training and aggregates the local models into a global model
after each epoch. The second part, MP client[𝑁 ], represents the
pipeline model parallelism training where the entire model is split
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Figure 7: Our framework’s testing accuracy

Figure 8: Our framework’s training loss

into 𝑁 shards to ease memory requirements. For example, "2 DP
+ MP, client[2]" means the training set is divided into two with
independent models, and each model is split into two shards across
two computing nodes.

Regarding the model converging speed, Figure 8 shows a smooth
curve with decreasing losses. Due to the aggregation process in
the data parallelism method, it also experiences similar problems
as FedAvgwith convergence speed decreasing as more [M] DP
is involved. However, our top-𝐾 aggregation method results in
smoother convergence loss compared to FedAvg. Compared to
the figures 6, FedAvg losses spike after epoch 150. Regarding the
determination of the 𝐾 value, 𝐾 = 𝑀/2. 2 DP is 𝐾 = 1; 4 DP is
𝐾 = 2; 8 DP is 𝐾 = 4.

Our model achieves a similar performance of 90% accuracy to
that of a single computing node, as shown in Figure 7. However,
similar to the issues faced with FedAvg DP, a larger number of DP
negatively impacts convergence performance. The blue line (8 DP
+ MP, client[8]) shows lower accuracy than setups with fewer DPs,
reaching 90% accuracy after 100 epochs, whereas others achieve
this after 75 epochs.

4.4 Malicious Nodes Detection
In Sec.3.3.1, we present our detection methods for trainers under
Byzantine attacks. In this section, we illustrate the behavior for
various types of attacks, including Gaussian attacks, Zero gradient
attacks, and Mean shift attacks.

4.4.1 Zero gradient attack. A zero gradient attack aims to make the
aggregated message to be zero, such as 𝐺𝐿

𝑖
= 𝜕
𝜕𝑤𝑖

𝐿𝑡
𝑖
(𝑤𝑚

𝑗
, ℎ𝑚
𝑖
) = 0.

Therefore, the next neighbour layer weights will stop the learning
process. Figure 9(a) shows an illustrative motivation to our method.
It demonstrates that our method clearly separates malicious nodes
from benign nodes under zero gradient attacks.

4.4.2 Mean shift attack. Amean shift attack [2] injects minor noise
to poison the trainers’ gradients to disrupt the learning updates of
parameters. Because this attack is not well-identified, it is challeng-
ing to distinguish from true gradient distributions. However, such
attacks rarely occur in our framework. The trainer is unaware of
the actual gradient distribution and must contribute to the learn-
ing process before launching an attack which makes the cost for
attackers higher than simply acting as benign nodes. Figure 9(b)
demonstrates that our method clearly separates malicious nodes
from benign nodes under mean shift attacks.

4.4.3 Gaussian attack. In a Gaussian attack, the attacker generates
random malicious gradient values with a Gaussian distribution
covariance matrix Σ𝑚 . Similarly to the mean shift attack, the at-
tackers need to analyse the gradient distribution (𝜇𝑏 , Σ𝑏 ) before
introducing Σ𝑚 noise. The small Σ𝑚 noise could not affect our
framework performance because its attack may located in the gra-
dient distribution (Σ𝑚 ⊂ Σ𝑏 ,𝑤ℎ𝑒𝑟𝑒 Σ𝑏 = 1

∥𝑏 ∥
∑𝑏
𝑖 𝑠

2
𝑖
). If the large

Σ𝑚 , it would be identified easily. Moreover, our framework will
only aggregate the Top-K local models and the minor Gaussian
attacks can be filtered out easily. Overall, It is a very costly attack
method for our framework. During this experiment, we follow the
configure of MANDERA [33] to set Σ = 30𝐼 for the Gaussian attack.
Figure 9(c) shows that our method effectively separates Gaussian
attacks from benign nodes.

5 CONCLUSION
The limitation of computing resources has been a significant barrier
to the rapid development of large models (LM). Existing techniques
have not fully addressed this issue. Blockchain-based federated
learning has partially solved data privacy and computing limita-
tions across distributed environments, but it still lacks a comprehen-
sive solution for training large models in a distributed manner. In
this paper, we propose a trustworthy distributed machine learning
(TDML) framework to tackle the challenges of LM training over a
public (distributed) network. We integrate blockchain techniques
with parallel training methods to ensure secure, trustworthy, and
traceable distributed training. Our malicious discovery method and
cross-validation mechanism efficiently identify suspicious attack-
ing nodes while verifying the work of computing nodes for the
reward system. Further, our framework allows for the contribution
of spare computing resources and the earning of rewards. Experi-
mental results demonstrate that our aggregation method improves
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(a) Zero gradient attack (b) Mean shift attack (c) Gaussian attack

Figure 9: The mean rankings and standard deviations for benign and malicious trainers after one epoch has completed.

model performance by over 10% in accuracy compared to FedAvg
and matches the baseline performance of a single computing node.
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