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Abstract. Recent developments in Deep Neural Network (DNN) based
watermarking techniques have shown remarkable performance. The state-
of-the-art DNN -based techniques not only surpass the robustness of
classical watermarking techniques but also show their robustness against
many image manipulation techniques. In this paper, we performed a
detailed security analysis of different DNN -based watermarking tech-
niques. We propose a new class of attack called the Deep Learning-based
OVErwriting (DLOV E) attack, which leverages adversarial machine
learning and overwrites the original embedded watermark with a tar-
geted watermark in a watermarked image. To the best of our knowledge,
this attack is the first of its kind. To show adaptability and efficiency,
we launch our DLOV E attack analysis on four different watermarking
techniques, HiDDeN , ReDMark, PIMoG, and Hiding Images in an
Image. All these techniques use different approaches to create imper-
ceptible watermarked images. Our attack analysis on these watermark-
ing techniques with various constraints highlights the vulnerabilities of
DNN -based watermarking. Extensive experimental results validate the
capabilities of DLOV E. We propose DLOV E as a benchmark security
analysis tool to test the robustness of future deep learning-based water-
marking techniques.

Keywords: Deep Learning · Adversarial Machine Learning (AML) ·
Digital Watermarking.

1 Introduction

Digital watermarking is a well-known technique where the watermark (message
or image) is embedded covertly or overtly into a cover image without distorting
the quality of the cover image [25,8,9,42,7]. It has various critical applications,
such as copyright protection, content authentication, tamper detection, data
hiding, etc. In watermarking, the sender embeds the watermark into the cover
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image and sends the watermarked image to the receiver or verifier. To validate
the authenticity or copyright, the watermark from the received watermarked im-
age is extracted and compared with the original watermark, which is provided to
the receiver or verifier in advance. Generally, watermarking techniques consist of
two processes: watermark embedding and watermark extraction. In watermark
embedding, the watermark is embedded into the input cover image to produce
a watermarked image. While in the watermark extraction process, the water-
mark is extracted from the watermarked image and compared with the original
watermark to validate the ownership or authenticity of the cover image. One of
the popular watermarking techniques is invisible watermarking, where the wa-
termark is covertly embedded in the cover image. The security of any invisible
watermarking techniques lies in the secrecy of the embedded watermark, such
that the watermarked image should be perceptually similar to the cover image
and should not contain any detectable artifact.

The classical watermarking techniques use a wide variety of embedding ap-
proaches from the spatial and frequency domains [50,40,47,48,45,5,28,29]. Re-
cently, deep learning has emerged as the key enabler of AI applications. Thus,
there has been an increase in deep learning techniques using Deep Neural Net-
works (DNN) for different tasks due to their adaptability in various applica-
tions. It is also being utilized in the domain of watermarking techniques, which
has resulted in significant improvements in performance and efficiency compared
to traditional techniques [4]. In DNN -based watermarking techniques, the wa-
termark embedding and extraction processes are implemented using deep gen-
erative networks, such as autoencoders and Generative Adversarial Networks
(GAN). The pioneering DNN -based watermarking technique proposed in [4]
can hide an RGB image within another RGB image using an autoencoder net-
work.DNN -based watermarking was further enhanced by introducing distortion
into the training data to make the watermarked images robust against certain
noises [44,21]. These simple autoencoder-based techniques are vulnerable to Deep
Learning based Removal (DLR) attacks [20,6,24]. There are different types of
DLR attacks. In one of the approaches, the attacker trains a denoising autoen-
coder to remove the watermark from the watermarked image as noise [6]. In
another approach, the pixel distribution of the watermarked image is used to
identify the distorted pixels for removing the watermark [20]. Pixel impaint-
ing technique is also utilized to remove the watermark from the watermarked
image [24]. In this line, the watermarking technique proposed in [53,51,19,26]
is considered to be robust against DLR attacks due to the presence of noise
layers in their model architectures. Among these, the most popular technique
is HiDDeN [53], which can withstand arbitrary types of image distortion and
makes robust watermarked images. PIMoG [12] went one step ahead by intro-
ducing screen-shooting robustness such that the watermark can be extracted
even if the digital image is captured with a camera. This robustness is achieved
by introducing a mask-guided loss in the training pipeline of the watermarking
technique. Similarly, ReDMark [2] uses residual structure to embed the water-
mark, striking a balance between robustness and impermeability.
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Please note that DLR attacks are useful for limited applications where the
attacker’s objective is just to fail the ownership claim of the actual owner of
the cover image. The attacker cannot claim ownership of the cover image using
DLR attacks. In order to claim ownership of a cover image, the attacker has
to overwrite the original watermark of a given watermarked image with the at-
tacker’s watermark such that the watermark extraction process should extract
the attacker’s watermark from the watermarked image instead of the original
watermark. There is no doubt that classical watermark overwriting attacks will
not work on DNN -based watermarking technique techniques [39,38]. It requires
a Deep Learning based OVErwriting (DLOV E) attack. However, there is hardly
any work in the open literature related to the DLOV E attack. In regular deep
learning applications, similar attacks are common, which are known as Adver-
sarial Machine Learning (AML) attacks [43,13,37,34]. In targeted AML, the
attacker induces a well-crafted perturbation into the input image such that the
model used for classification not only fails to classify it but is also forced to
misclassify it into a target class as desired by the attacker. We can intuitively
consider that the attacker is overwriting the features of the original class in the
input image with the features of the target class. Inspired by targeted AML at-
tacks, for the first time, we developed the DLOV E attack against DNN -based
watermarking techniques.

In this paper, we perform a security analysis of DNN -based watermarking
techniques using the DLOV E attack. Here, the robustness of these DNN -based
watermarking techniques is verified against well-crafted perturbations where the
final goal is to overwrite the embedded watermark with the desired watermark.
The attack is targeted for the real-world scenario where the watermarking tech-
niques are used to perform copyright protection. To show the adaptability and
efficiency, we launch our DLOV E attack on four different watermarking tech-
niques, which are HiDDeN , ReDMark [2], PIMoG [12], and Hiding Images
in an Image [4]. All these techniques use different approaches to create im-
perceptible watermarked images. Devising a common approach to attack these
techniques with various constraints highlights the vulnerabilities of DNN -based
watermarking.

The paper makes the following key contributions:

1. We are the first to propose DLOV E, a watermarking overwriting attack
based on the concept of targeted AML to overwrite the embedded water-
mark with the target watermark by adding well-crafted perturbation to the
watermarked images.

2. We introduce a new class of attack solely using the knowledge available when
DNN -based watermarking techniques are used for copyright protection.

3. A detailed experimental result is provided to validate the success of the
DLOV E attack. The results demonstrate that the DLOV E attack general-
izes well on different DNN -based watermarking techniques.
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2 Related Works

2.1 Deep learning based Watermarking

Recently, manyDNN -based watermarking techniques have been proposed, which
surpass the performance of traditional watermarking by utilizing the efficient
feature extraction ability of the neural networks. The main architecture used in
DNN -based watermarking involves the use of an encoder network that embeds
the watermark into the cover image and a decoder network that extracts the
watermark from the watermarked image. DNN -based watermarking can embed
an image or bit string as a watermark but most techniques choose to embed a
bit strings. Bit strings work as metadata and provide more robustness compared
to embedding images as a watermark. This is due to the fact that embedding an
image requires the decoder to learn the spatial information of the watermark,
which can hamper robustness. The training of the encoder and decoder is done
in an end-to-end manner as a pipeline [4,21,11]. To further enhance the qual-
ity and robustness of the watermarked image, a discriminator is added in the
pipeline while training and noise layers are added in the model architecture of
theDNN -based watermarking [53,26,12]. The discriminator acts as an adversary
network, which predicts whether the watermark is embedded in an image. Resid-
ual connections and layers of random combinations of a fixed set of distortions
are also used in some model architectures to make the watermarking technique
more robust with high data hiding capacity [2,30]. Almost all of these DNN -
based methods achieve great performance in terms of image quality. Generally,
when we consider robustness in watermarking, it refers to handling distortion
that exists in image processing, such as JPEG compression, blurring, noises,
crop out, etc. There is hardly any analysis that aims to find the vulnerability of
DNN -based watermarking techniques against the DLOV E attacks.

2.2 Adversarial Machine Learning

AML attacks have the capability to fail highly accurate machine learning mod-
els [43,13,37,34] by adding a well-crafted perturbation into the input image.
These attacks are majorly developed to fail deep convolution neural network-
based classifiers. Transferable AML attacks are also developed [27,52,35,36] such
that a perturbation crafted to fail one model can also be used to fail other mod-
els that perform a similar task even if the attacker has no access to the second
model’s parameters or architecture. In AML, knowledge of the attacker is as-
sumed to be either white-box (complete knowledge of the target model architec-
ture, its parameters and training data) [13,31,33] or black-box access ( limited
or no knowledge to the target model) [15,17]. In a white-box attack, the attacker
can craft adversarial examples by directly manipulating the input data to max-
imize the model’s loss or misclassification using the model parameters. While in
a black-box attack, despite lacking internal knowledge of the model, the attack-
ers can still generate adversarial examples by exploiting the model’s response to
input queries. These queries can be carefully chosen such that by observing its
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outputs, information about the model can be inferred, and adversarial examples
can be crafted accordingly using the transferability of AML attacks.

AML is a great tool for the designer of deep convolution neural network-
based classifiers to test the robustness of their classifiers. There is a lack of
such tools in the domain of DNN -based watermarking techniques. In this pa-
per, we tried to overcome this lacuna by introducing the DLOV E attack, which
can be an interesting tool for the designers of DNN -based watermarking tech-
niques. Our approach is inspired by targeted AML attacks. The objective of the
DLOV E attack is to craft a new watermark, which, once added to the water-
marked image, will force the watermark decoder to decode the new watermark
instead of the original watermark. We demonstrate the DLOV E attack in the
white box as well as black box settings.

3 Threat Model

3.1 Attackers Goals

Copyright protection is one of the most important use cases of watermarking
through which the owner of digital content can claim its rights. An attacker
can violate the copyright protection either by corrupting/cleaning the embed-
ded watermark in the image so that the decoder cannot decode the watermark
from the watermarked image (Objective 1) or by overwriting the embedded
watermark present in the watermarked image with the target watermark so that
the decoder will decode the target watermark instead of the original watermark
from the watermarked image (Objective 2 ). In either case, the objective is to
defeat the techniques of watermarking.

Fig. 1. Overview of the proposed DLOV E attack leveraging Adversarial Machine
Learning to a create well-crafted perturbation to overwrite the original watermark
with the target watermark.
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3.2 Attackers Knowledge

Before going into the details of the attack, we make the following assumptions
about the attacker’s knowledge:
Training Data: The attacker has no knowledge of the training data used to
train the DNN -based watermarking model in both variants of the DLOV E
attack (white box and black box settings). This included both the watermark
and the cover image.
Network Architecture: The architecture of the encoder network is not known
to the attacker in both black and white box settings. In the white-box variant of
the attack, it is assumed that the attacker has knowledge of the decoder network
architecture and its parameters. The same is not valid for the black-box setting
of the DLOV E attack.

The black box setting of the DLOV E attack is more practical and useful
in professional applications of watermark [32,14,1,46], where the watermarking
technique is available as a service (API) to verify the digital content. In such a
scenario, the attacker can subscribe to the service and get Oracle access to both
the encoder and decoder through its API. Nevertheless, there is a limit on the
number query to the API. However, in stringent secure application scenarios,
even Oracle access to the decoder is infeasible for the attacker as it remains
under the possession of the verifier only. The DLOV E attack considers these
stringent security assumptions in the black-box setting.

3.3 Scenario

Let Alice be a digital artist who creates digital paintings. She wants to pro-
tect her digital paintings (copyright) from unauthorized use and distribution.
Alice uses DNN -based invisible watermarking as it protects the copyright of
the painting and also preserves its aesthetic appeal. The watermarking tech-
nique subscribed by Alice uses the logos of the artist as the watermark. Thus,
Alice embeds the logo of her website into her digital paintings (cover image).
For verification, the verifier needs to find the presence of a watermark, extract
it, and verify the owner of the digital painting. In copyright protection, similar
information that forms the metadata of the digital content for different owners
is used as a watermark (in this case, it is a logo). This is to make sure that
the verifier can verify with consistent information. Now, there is an attacker,
Eve, who has also subscribed to the same watermarking technique used by Al-
ice. Thus, she knows that the digital paintings of Alice are copyright-protected
with the logo of Alice’s website. Eve can clean or overwrite the watermark with
a target watermark containing a different logo in the watermarked image and
recirculate it. By achieving Objective 1, Eve can only remove the watermark
from the digital painting. While achieving Objective 2, Eve not only removes
the watermark but also makes herself the digital painting owner by embedding
her logo into it. Alice cannot prove that the digital painting belongs to her as
the decoder decodes the logo, which belongs to Eve. This scenario is depicted in
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Figure 1, where the decoder decodes the target watermark instead of the origi-
nal watermark when the well-crafted perturbation is added to the watermarked
image. Thus, the verifier will announce that the digital paintings belong to Eve.

4 Proposed Approach

4.1 Formal description

DNN -based watermarking techniques consist of an encoder and a decoder. The
encoder E produces a watermarked image W by embedding the watermark α
into the cover image I as shown in Eq. (1). In contrast, the decoder D takes W
as input and extracts the embedded watermark α as the output, as shown in
Eq. (2). The attacker’s aim is to launch theDLOV E attack to foolD by inducing
adversarial perturbation δ in W such that D decodes the target watermark β
instead of the original embedded watermark α as shown in Eq. (3).

E(I + α) → W (1)

D(W ) → α (2)

D(W + δ) → β (3)

White-Box Access: Having white-box access to the decoder gives the attacker
enough information to simulate the network by devising a targetted adversarial
attack and using the gradients of the decoder to create the desired perturbation
δ, where α is the original watermark, β is the target watermark and ϵ is the
perturbation limit. We minimize the loss (l) of β, which is the target watermark
while maximizing the loss of α, which is the original watermark, i.e. we solve the
optimization problem as shown in Eq. (4). This is the easiest approach but does
not align with the use cases of watermarking, where access to the decoder is not
allowed.

minimize
δ

{l(D(W + δ), β)− l(D(W + δ), α)}, δ ∈ [−ϵ, ϵ] (4)

Black-Box Access: If the attacker has the ability to use the decoder as an ora-
cle, it can obtain a set of watermarked images and their watermarks by querying
the decoder with watermarked images. Once this data set is available, the at-
tacker can train a surrogate decoder. Afterwards, a white-box attack is performed
on the surrogate decoder to craft the desired perturbation δ, which is used to
launch the DOV E attack on D. However, in stringent security applications, even
the decoder is not available. Therefore, we consider only having limited instances
of watermarked images whose watermarks are known. One of the easiest ways
for the attacker to gain access to such data is to request the subscribed copyright
protection service provider to copyright on, say, n pairs of cover images and their
watermarks.
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Fig. 2. Overview of surrogate model attack a) Training the surrogate model using
surrogate dataset b) Fine-tuning the surrogate decoder with the watermarked image of
the target DNN -based watermarking technique c) Attacking the decoder of the target
DNN -based watermarking technique after generating the well-crafted perturbation
from the surrogate decoder.

Under this scenario, the attacker will train its own DNN -based surrogate
watermarking encoder (E′) and decoder (D′) models with its own dataset (also
known as the surrogate dataset) i.e., a set of cover images and their watermarks.
Once the surrogate model is trained, D′ is fine-tuned with the limited instances
of watermarked images available from the target decoderD to be attacked. While
fine-tuning, loss between the extracted watermark and the original watermark
is used for the training of the surrogate decoder, as shown in Eq (5). The sur-
rogate decoder is trained and fine-tuned to act as the target decoder D, making
the black-box attack transferable. Therefore, the attacker can launch a white-
box DLOV E attack on D′ using the gradient information to craft the desired
perturbation δ as shown in Eq. (6). The same δ can be used to fail D when
added with W (Eq. (7)). The value ϵ is chosen judiciously such that the induced
perturbation (δ) to the watermarked image is imperceptible. Figure 2 refers to
the training procedure of the surrogate model and fine-tuning of the surrogate
decoder to perform an attack on the target decoder.

minimize{l(D′(W ), α)} (5)

minimize
δ

{l(D′(W + δ), β)}, δ ∈ [−ϵ, ϵ] (6)

D(W + δ) → β (7)

4.2 Crafting algorithm

The adversarial perturbation crafting algorithm is shown in Algo 1. The algo-
rithm shows how to craft a perturbation using the DLOV E attack in a white
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box scenario. Inputs to the algorithm are, a watermarked image W , the target
decoder D, the target watermark β, a perturbation δ (initialized as zero) with
the same size (k×k) as W , a limiting range ϵ of δ (-ϵ ≤ δ ≤ ϵ). δ is added with W
and passed into the decoder D, which decodes the secret as γ. The loss between
γ and β is computed using the chosen loss function l. In each iteration of the
loop, the optimizer tries to minimize the loss between γ and β and maximize
the loss between β and α. Accordingly, ∆ is updated. This process is repeated
until the model converges and the desired δ is obtained, which is the realization
of the DLOV E attack on W to overwrite α with β.

Algorithm 1 Adversarial perturbation crafting algorithm

Require: W , D, β, δ, ϵ
1: δ ← [0]k×k ▷ Initial perturbation
2: max iter=k × k
3: γ = D(W + δ) ▷ Embedded Watermark
4: while i ≤ max iter & γ ̸= β do
5: γ ← D(W + δ) ▷ Intermediate decoder’s output
6: ∆← l(β, γ)− l(β, α)
7: Update δ : δi ← δi−1 − η∇∆(δ) ▷ Update delta with respect to the loss
8: δ ← Clip(δ, [−ϵ, ϵ]) ▷ δ is clipped
9: end while
10: return δ

The hyperparameters (parameters that we explicitly define) for this attack
include:

1. ϵ: The maximum amount of allowable perturbation that can be added to the
images.

2. Optimizer: It is used to find the well-crafted perturbation δ.
3. l: The loss function chosen for minimizes the loss between γ and β and

maximizes the loss between β and α.

This algorithm works similarly in the black-box scenario where the decoder
D is replaced by a surrogate decoder D′, and the corresponding loss will be
l(β, γ) + l(D′(W ), α) in line 6 of the algorithm.

4.3 Reason For Successful Attack

In the classification task, whatever may be the input, the classifier will always
classify it into one of the classes. These classes are also known to the attacker
while performing a targeted adversarial attack. Thus, the attacker adds pertur-
bation such that the boundary of the current class is crossed to the target class
and the confidence level of the classifier corresponding to the target class is the
highest. Suppose the watermark is of N -bit, i.e., the output of the decoder is a
N -bit watermark. Now, we can consider the decoder as a classifier that classifies
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the watermarked image into one of 2N possible watermark classes. Therefore,
our attack can be considered a targeted adversarial attack where the target class
is the target watermark among one of the 2N possible cases. DNN -based wa-
termarking techniques are trained end-to-end based on the perceptual similarity
of the image after embedding a watermark, which makes the embedding region-
specific and susceptible to attack. Even if the models are trained for robustness
against prominent image manipulation attacks, the same factor is responsible
for the generation of adversarial perturbations.

5 Experimental Results

In this section, we validate the effectiveness of our DLOV E attack on four well
known DNN -based watermarking techniques: HiDDeN [53], ReDMark [2],
PIMoG [12] and Hiding Images in an Image [4]. Experiments are conducted on
a machine with 14-core Intel i9 10940X CPU , 128 GB RAM , and two Nvidia
RTX-5000 GPUs with 16 GB V RAM each.

5.1 Setup of Target Models

The target DNN -based watermarking techniques have different DNN model
architectures, training pipelines, training datasets, and watermark sizes. The key
features of these four techniques are described below with the help of Table 1:

1. HiDDeN is an end-to-end model for image watermarking that is robust
to arbitrary types of image distortion. It comprises four main components:
an encoder, a parameterless noise layer N , a decoder, and an adversarial
discriminator. The encoder uses a 128×128×3 cover image to embed a 30-
bit binary watermark.

2. ReDMark uses residual connections, circular convolution, attack layer (sim-
ulated attacks during training against real-world manipulations, particularly
JPEG compression), and 1d convolution layers for embedding and extract-
ing the watermark. It takes a grayscale 32×32×1 cover image and embeds a
4×4-bit watermark using the residual connection between the layers.

3. PIMoG consists of three main parts: the encoder, the screen-shooting noise
layer, and the decoder. In order to achieve both screen-shooting robustness
by handling perspective distortion, illumination distortion and moire distor-
tion while maintaining high visual quality, the technique uses an adversary
network with edge mask-guided image loss and gradient mask-guided image
loss. It uses a 128×128×3 size cover image to embed a 30-bit watermark.

4. Hiding Images in an Image could hide a 200×200×3 image as a watermark
inside a 200×200×3 cover image. In this technique, the watermarked image
is passed through a preparation network that transforms and concatenates
it to the original cover image using a hiding network. During decoding, the
watermarked image is passed through a reveal network and outputs the
watermarked image.
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Table 1. Characteristics of different DNN -based watermarking techniques which are
attacked by DLOV E.

Technique
Dicrimator
in the Loop

Cover
Image Size

Watermark
Size

Dataset

HiDDeN [53] Yes 128×128×3 30 bit COCO [23]

ReDMark [2] No 32×32×1 4×4 bit CIFAR10 [22]

PIMoG [12] Yes 128×128×3 30 bit COCO [23]

Hiding Images in an Image [4] No 200×200×3 200×200×3 bit ImageNet [10]

5.2 Training Surrogate Model

Each of the techniques mentioned above uses a different resolution of the cover
image and watermark sizes as shown in Table 1. Therefore, we have made four in-
stances of the surrogate model (encoder and decoder), i.e., one instance for each
target model. The size of the cover image, watermarked image and watermark
for each instance of the surrogate model is set according to the target model
it corresponds. We have used UNet [41] architecture for the surrogate encoder,
whereas for the surrogate decoder, after trying various models, we have used two
different architectures: one is spatial transformer [18] with seven convolutional
layers followed by two fully connected layers and the other is Self-supervised
vision transformer (SiT ) [3] based autoencoder. The first one is used to build
surrogate decoders for HiDDeN , ReDMark, and PIMoG, where a bit-string is
used as the watermark. The second architecture is used to build the surrogate de-
coder for Hiding Images in an Image, where an image is used as the watermark.
We have used the Mirflickr [16] dataset as our surrogate dataset, consisting of
one million images with varied contexts, lighting, and themes, from the social
photography site Flickr. We used 50k images in our training set and 10k in our
test set. We trained all four surrogate models in an end-to-end manner for 200
epochs, which is the general approach followed in DNN -based watermarking
techniques [4,53,12,2]. We used MSE, LPIPS [49], and L2 residual regular-
ization loss functions between the cover image and the watermarked image for
training the surrogate encoders. While training surrogate decoders forHiDDeN ,
ReDMark, and PIMoG, where a bit-string is used as the watermark, we used
BCE to calculate the loss between the extracted and the original watermarks.
In the same line, MSE and LPIPS loss is used to train the surrogate decoder
for Hiding Images in an Image.

5.3 Fine-tuning Surrogate Decoder

In order to demonstrate the efficacy of our attack (Algo 1), we will next show
that it can successfully adapt to different watermarking techniques through a
set of experiments. Before going into the details of our attack results, we briefly
discuss our fine-tuning setup. For the fine-tuning, we collected 500 watermarked
images and their watermarks from each of the four watermarking techniques.
In the case of HiDDeN , ReDMark and PIMoG, each watermarked image
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is embedded with a unique watermark generated from randomly sampled bits,
whereas for Hiding Images in an Image, we use randomly sampled images from
the Imagenet dataset as the watermark. Subsequently, the four instances of the
trained surrogate decoder are fine-tuned on the watermarked images of the re-
spective target decoder. The results show that fine-tuning the surrogate decoder
for 100 epochs is sufficient to attack the target decoder successfully.

5.4 Attack Validation

In order to validate our attack, we generate 10000 watermarked images using
each of the four target watermarking techniques. Using each of these water-
marked images, we attack the corresponding fine-tuned surrogate decoder using
Algo 1 to generate corresponding well-crafted perturbations. These perturba-
tions are added to the watermarked images and are used to attack the target
decoder to evaluate the success rate of our attack. We tried our attack on the
surrogate decoder with L1 and MSE loss (Line 06, Algo 1). Finally, we chose
MSE, as the perturbation generated was imperceptible and the attack converged
quickly. The initial perturbation δ is initialized as a zero-filled vector, whereas
ϵ is chosen as −0.3 ≤ ϵ ≤ 0.3. We employ the Adam optimizer with an initial
learning rate of 0.001. The attack converges around 5000 iterations for all four
watermarking techniques.

5.5 Evaluation

After the initial training of all four surrogate decoders has an accuracy of more
than 90% in successfully extracting the embedded watermark when validated
on the test set. This shows that all four surrogate models have converged suc-
cessfully. Subsequently, these surrogate decoders are successfully fine-tuned with
500 watermarked images and their watermarks within 100 epochs to launch a
white-box attack on the surrogate decoder to get the well-crafted perturbation
that will fail the target decoder. An experimental analysis is performed for each
instance of the surrogate decoder to check if it can be fine-tuned in less than 100
epochs and also with less than 500 watermarked images and their watermarks.
The optimum epochs and required watermarked images are shown in 2nd and
3rd columns of Table 2.

The evaluations are made using the settings mentioned in the Section 5.4.
One of the most important metrics in our evaluations is the Attack Success
Rate (ASR), which defines the percentage of adversarial examples that lead
to successful attacks in the target decoder. Furthermore, in order to evaluate
the quality and the similarity of the attacked (perturbed) watermarked images
in comparison to their respective original watermarked images, we use MSE,
Peak Signal-to-Noise Ratio (PSNR), Structural Similarity Index (SSIM), and
LPIPS (from Alexnet Network). These image quality metrics are used in com-
bination with visual analysis to show the quality of our DLOV E, i.e., our wa-
termark overwriting attack. In our terms, a good quality attack not only fails
the target decoder without leaving any visual traces (artifacts) in the attacked
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Table 2. Optimal epoch and watermarked image required for fine-tuning different
surrogate models along with the image quality of the watermarked images after at-
tacking and adding the well-crafted perturbation using DLOV E attack. For PSNR
and SSIM , higher is better. For LPIPS and MSE, lower is better. ASR represent
the rate of success on attacking 10000 watermarked images generated from each DNN -
based watermarking technique.

Technique Fine-Tuning Pert Limit (ϵ) Evaluation Matrix

Epoch Image PSNR SSIM LPIPS MSE ASR

ReDMark 40 200 0.002 41 0.97 0.08 0.05 98

HiDDeN 60 300 0.008 38 0.99 0.07 0.15 96

PIMoG 70 400 0.02 37 0.99 0.1 0.27 93

Hiding Images
in an Image

90 500 0.1 33 0.95 0.12 0.36 89

Normal
Image

Added
Perturbation

Attacked
Image

Normal
Image

Added
Perturbation

Attacked
Image

Fig. 3. The well-crafted imperceptible perturbation is successfully added to the orig-
inal watermarked image without deteriorating the image quality of the watermarked
image.

watermarked image. In this line, the MSE and PSNR metrics provide pixel-
wise error measurement, which helps the difference between the attacked water-
marked images and their respective original watermarked images with respect
to the pixels and their orientations. At the same time, the SSIM and LPIPS
metrics measure the image quality specifically such that there is no degradation
of an image by adding perturbation.

Normal
Image

Embedded
Watermark

Target
Watermark

Attacked
Image

Extracted
Watermark

Fig. 4. Result of attacking the watermarked image created by the technique of Hiding
Images in an Image using the DLOV E attack.
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The performance of our DLOV E attack on different techniques is shown
in Table 2. Figure 3 show the watermarked image quality after the DLOV E
attack where the normal image refers to the original watermarked image and
the attacked image refers to the perturbed watermarked image after DLOV E
attack. Figure 4 shows the quality of the target watermark extracted after at-
tacking the technique of Hiding Images in an Image using DLOV E attack. The
attacked images maintained low values of MSE, LPIPS, and high values of
PSNR (in %) and SSIM scores, indicating the added perturbation’s impercep-
tibility. The ASR is 90% for almost all the techniques, highlighting the efficacy
of the DLOV E attack. Our attack fails for instances where the cosine similarity
between the original and target watermarks is less than 0.1. In order to get a
100% success rate in these cases, we had to sacrifice in perturbation limit, which
is increased to 0.5. This took a toll on all other metrics. Thus, the MSE and
LPIPS increased, while PSNR and SSIM decreased significantly. Noticeable
artifacts also appeared in the attacked images, as shown in Figure 5.

Normal
Image

Added
Perturbation

Attacked
Image

Normal
Image

Added
Perturbation

Attacked
Image

Fig. 5. Artifacts appear on attacking some watermarked images using DLOV E when
cosine similarity is less than 0.1.

5.6 Discussion

The initial training of the surrogate model for ReDMark and HiDDeN have a
good accuracy and fine-tuning with the target watermarked image leads to a
successful DLOV E attack. There were some problems with Hiding Images in
an Image and PIMoG where the initial surrogate model had good accuracy and
similar fine-tuning was performed, but still theDLOV E attack was unsuccessful.
In the case of Hiding Images in an Image after the DLOV E attack, the target
decoder could recover a distorted watermark that neither matched with the
original watermark nor matched with the target watermark. To overcome this
issue, we have added LPIPS loss (from V GG-19 Network) along with the initial
MSE loss while training the surrogate decoder with the surrogate dataset. This
led to a successful DLOV E attack when we fine-tuned the surrogate model for
90 epochs with 500 watermarked image of the target decoder. In the case of,
PiMoG, the target decoder recovers the original watermark successfully, even
with the perturbed watermarked image. This was possible due to the presence
of screen shooting robustness. We introduced perspective warp, motion blur, and
colour manipulations to overcome the issue while initially training our surrogate
model. Subsequently, the surrogate decoder is fine-tuned for 70 epochs with 400
watermarked images of the target decoder, which led to a successful DLOV E
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attack. This shows that the DLOV E attack needs minute tweaking in surrogate
training and fine-tuning such that it can be adaptable to different techniques.

6 Conclusion

In this work, we have proposed the DLOV E attack on DNN -based watermark-
ing techniques by leveraging adversarial machine learning. The attack shows that
modern DNN -based watermarking techniques are vulnerable to the DLOV E
attack. The proposed DLOV E attack raises a clear question on the security
of the existing DNN -based watermarking techniques. It provides a new attack
vector to the designer community to assess the security of their DNN -based
watermarking techniques.
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1 Alternate Setup of Surrogate Model006 006

In this setup, we want to find if we can make a common surrogate model that is007 007

trained and fine-tuned only once and is able to attack multiple techniques. Each008 008

technique mentioned above uses a different resolution of the cover image and009 009

watermark size. As HiDDeN , ReDMark, and PIMoG use bit-string as the010 010

watermark, we have used one surrogate model (encoder and decoder), for these011 011

techniques. The size of the cover image, watermarked image and watermark012 012

of the surrogate model is fixed at 224 × 224 × 3, 224 × 224 × 3 and 10 bits,013 013

respectively. We have used UNet [?] architecture for the surrogate encoder,014 014

whereas, for the surrogate decoder, we have used is spatial transformer [?] with015 015

seven convolutional layers followed by two fully connected layers. We have used016 016

the Mirflickr [?] dataset as our surrogate dataset, consisting of one million017 017

images with varied contexts, lighting, and themes, from the social photography018 018

site Flickr. We used 50k images in our training set and 10k in our test set.019 019

We trained the surrogate model in an end-to-end manner for 200 epochs, which020 020

is the general approach followed in DNN -based watermarking techniques [?,?,021 021

?,?]. We used MSE, LPIPS [?], and L2 residual regularization loss functions022 022

between the cover image and the watermarked image for training the surrogate023 023

encoders. While training the surrogate decoder where a bit-string of !0-bit is024 024

used as the watermark, we used BCE to calculate the loss between the extracted025 025

and the original watermarks. We collected 500 watermarked images and their026 026

watermarks from each for HiDDeN , ReDMark and PIMoG for the fine-tuning.027 027

The watermarked images are upscaled to 224×224×3. In the case of HiDDeN ,028 028

ReDMark and PIMoG, each watermarked image is embedded with a unique029 029

watermark generated from randomly sampled bits which is capped at 10 bits030 030

for this setup. Subsequently, the trained surrogate decoder is fine-tuned on the031 031

1500 watermarked images collected from HiDDeN , ReDMark, and PIMoG.032 032

This fine-tuned decoder can attack the techniques of HiDDeN , ReDMark and033 033

PIMoG at once.034 034

1.1 Attack Validation035 035

In order to validate our attack, we generate 1000 watermarked images using036 036

each one of the techniques of HiDDeN , ReDMark, and PIMoG. Using each037 037
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of these watermarked images, we attack the fine-tuned surrogate decoder to038 038

generate corresponding well-crafted perturbations. To attack the fine-tuned sur-039 039

rogate decoder, the watermarked image is upscaled to 224 × 224 × 3 and the040 040

well-crafted perturbation is generated accordingly. Once the attack is successful041 041

on the surrogate decoder, the attacked image is downscaled to the resolution of042 042

the target decoder to verify the success. We chose MSE as the loss function043 043

while generating the perturbation. The initial perturbation δ is initialized as a044 044

zero-filled vector, whereas ϵ is chosen as −0.3 ≤ ϵ ≤ 0.3. We employ the Adam045 045

optimizer with an initial learning rate of 0.001. The attack converges around046 046

8000 iterations for all four watermarking techniques.047 047

1.2 Evaluation048 048

After the initial training of the surrogate decoder has an accuracy of more than049 049

90% in successfully extracting the embedded watermark when validated on the050 050

test set; this shows that the surrogate model has converged successfully. Sub-051 051

sequently, these surrogate decoder is successfully fine-tuned with 1500 water-052 052

marked images generated from techniques of HiDDeN , ReDMark and PIMoG053 053

for 100 epochs to launch a white-box attack on the surrogate decoder to get the054 054

well-crafted perturbation that will fail the target decoder. The results were good055 055

but not better than the original setup, where one instance was created for each056 056

target model. The result can be found in Table 1. The fine-tuning with vari-057 057

ous watermarked images has led to lower PSNR and SSIM and attack success058 058

rates while higher LPIPS and MSE. This is due to the fact that the surrogate059 059

decoder fails to replicate the behaviour of all the target decoders at once. Still,060 060

the surrogate decoder successfully removes the watermark, such that the target061 061

decoder fails to decode the watermark in most cases. If the attack success rate is062 062

measured as failing the decoder to decode the watermark, then the attack success063 063

rate for HiDDeN , ReDMark and PIMoG are 89%, 86% and 78% respectively,064 064

which shows the efficiency of the trained surrogate model.065 065

Table 1: Optimal epoch and watermarked image required for fine-tuning the surrogate
model such that a surrogate model can successfully attack HiDDeN , ReDMark, and
PIMoG when the watermark is of 10 bits. The image quality of the watermarked
images after attacking and adding the well-crafted perturbation using the DLOV E
attack is also present. For PSNR and SSIM , higher is better. For LPIPS and MSE,
lower is better. ASR represent the rate of success on attacking 1000 watermarked
images generated from each DNN -based watermarking technique.

Technique Fine-Tuning Pert Limit (ϵ) Evaluation Matrix
Epoch Image PSNR SSIM LPIPS MSE ASR

ReDMark 90 500 0.01 36 0.93 0.12 0.1 71
HiDDeN 90 500 0.01 32 0.96 0.19 0.23 68
PIMoG 90 500 0.01 29 0.95 0.27 0.45 59
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2 Reason for successful DLOV E Attack066 066

We have already highlighted why our DLOV E attack is successful. Here we are067 067

adding few more points for the same. In [?] the author has explored the possibility068 068

of an attacker training a network to reveal a watermark without having access to069 069

the original network. They investigated a potential attack scenario in which the070 070

attacker can fail the target decoder of the watermarking technique by acquiring a071 071

few instances of watermarked images and the corresponding watermark for the072 072

target technique. Furthermore, DNN -based watermarking algorithms demon-073 073

strate transferability [?, ?, ?]. This means that the decoder of one model can074 074

partially restore the secret image encoded by another model. The attacker can075 075

roughly know the secret image and find the original secret image corresponding076 076

to the revealed image. Therefore, the surrogate model variant of the black-box077 077

scenario is proposed as a threat model for deep watermarking attacks.078 078

3 Challenges079 079

The encoder being used in ReDMark generate low-resolution images compared080 080

to the images used in HiDDeN, Hiding Images in an Image and PIMoG. In the081 081

context of adversarial machine learning, reducing the image size will make the082 082

attack more challenging because it will also decrease the number of non-robust083 083

features that the attacker can exploit [?]. It may also be the case that certain084 084

visible artefacts may appear while attacking images with smaller resolutions. To085 085

overcome this while attacking the perturbation range is set lower so there is no086 086

artifact in the image.087 087

4 Additional Results088 088

In this section, we provide more visual details of the watermarked images at-089 089

tacked using DLOV E. Figure 1 shows the residual image, which represents the090 090

difference between the cover image and the attacked watermarked image. The091 091

code is also provided in the supplementary material.092 092
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Fig. 1: Difference between the original cover image and the corresponding attacked
image.


