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Quantum access to arbitrary classical data encoded in unitary black-box oracles underlies interest-
ing data-intensive quantum algorithms, such as machine learning or electronic structure simulation.
The feasibility of these applications depends crucially on gate-efficient implementations of these ora-
cles, which are commonly some reversible versions of the boolean circuit for a classical lookup table.
We present a general parameterized architecture for quantum circuits implementing a lookup table
that encompasses all prior work in realizing a continuum of optimal tradeoffs between qubits, non-
Clifford gates, and error resilience, up to logarithmic factors. Our architecture assumes only local 2D
connectivity, yet recovers results that previously required all-to-all connectivity, particularly, with
the appropriate parameters, poly-logarithmic error scaling. We also identify novel regimes, such as
simultaneous sublinear scaling in all parameters. These results enable tailoring implementations of
the commonly used lookup table primitive to any given quantum device with constrained resources.

I. INTRODUCTION

Quantum computers promise dramatic speedups over
classical computers for a broad range of problems. Prov-
able advantage in many cases such as in Hamiltonian
simulation [1–6], quantum machine learning [7–12], and
quantum search are in the so-called query model. The
quantum gate costs of these quantum algorithms are typ-
ically dominated by queries made to a particular unitary
oracle, with each oracle query having a gate cost that
scales polynomially with the amount of classical data
needed to encode the problem instance. As quantum
computers will execute orders-of-magnitude fewer logical
operations per second than classical computers [13, 14],
the crossover of runtime between classical and quantum
advantage is highly sensitive to the constant factors in
synthesizing these oracles. Understanding the cost of
oracle synthesis, such as in simulating chemistry, for a
given algorithm can mean a crossover of days rather than
years [15].

The dominant gate cost of quantum oracles in many
cases reduces to some instance of a quantum lookup ta-
ble [16] – a generic framework that facilitates access to
unstructured classical data in superposition. In analogy
to the classical lookup table that returns data xi for spec-
ified address bits i ∈ [N ], the quantum lookup table is
some unitary quantum circuit Ox⃗ that responds with a
superposition of data

Ox⃗

∑
i∈[N ]

αi |i⟩ |0⟩ =
∑

i∈[N ]

αi |i, xi⟩ , (1)

when queried by an arbitrary superposition of address
bits

∑
i αi |i⟩ |0⟩. In general, quantum circuits imple-

menting Ox⃗ can be efficiently found for any data x⃗.
It is understood that a decisive quantum advantage for

interesting problems will be achieved with logical qubits

in the fault-tolerant regime. Hence, the cost of quantum
table-lookup should be understood in the context of fault-
tolerant quantum resources. Specifically, logical Clifford
gates {H, S, CNot} are cheap, such as due to a native
implementation on underlying physical qubits [17]. In
contrast, logical non-Clifford gates {T, Toffoli} are re-
markably expensive [18], following the Eastin-Knill the-
orem for the nonexistence of a set of transversal gates
universal for quantum computing, and require sophis-
ticated protocols to realize, like magic-state distillation
and code-switching.

There are myriad possible implementations of quan-
tum table-lookup Eq. (1), which realize distinct resource
trade-offs. Early seminal work called QRAM [19] found
implementations [20] using Θ(N) T gates and qubits
in Θ(polylogN) depth. However, realizing this shal-
low depth (or runtime) is impractical due to the bot-
tleneck of T gate production. Synthesizing a single T
gate in each unit of depth has an overhead of 100s
qubits [18]. Moreover, interesting problems such as in
chemistry have on the order of N ∼ 106 [21] terms.
Overall, the extreme space requirements make the full
potential of QRAM implementations difficult to realize.
This has motivated spacetime tradeoffs on the other ex-
treme end — QROM [4] uses Θ(N) T gates, but now
with the minimum of Θ(log N) qubits in Θ(N) depth.
It is straightforward to interpolate between these ex-
tremes [22], but a most surprising discovery is that in-
terpolating a novel SELECT-SWAP [23] architecture re-
duces the expensive T gate count to an optimal Θ(

√
N)

with only a moderate number of Θ(
√

N) qubits. Even
more recently, the bucket-brigade QRAM implementa-
tion was discovered to be error-resilient with polyloga-
rithmic error scaling [24] in an all-to-all quantum gate
model, compared to all other approaches with linear er-
ror scaling. Error resilience indirectly reduces the cost
of logical resources, as lower errors allow cheaper, lower-
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distance error-correcting codes with faster logical cycle
times.

Our key contribution is an architecture for table-
lookup summarized in Table I that encompasses all pre-
vious methods and enables a new continuum of tradeoffs
in the three key parameters of qubits, T gates, and error.
Crucially, our architecture only requires a planar layout
of nearest-neighbor quantum gates. There are concerns
that local connectivity in QRAM variants [25, 26] limit
their capabilities in end-to-end implementations [27, 28].
We similarly find in Table II, that the naive implementa-
tion of long-range gates in our architecture severely limits
error resilience. However, we introduce a more sophisti-
cated implementation based on entanglement distillation
that establishes the feasibility of long-range connectivity
within a planar layout. This allows us to recover, up to
logarithmic factors, in Table III the scaling found in prior
work assuming all-to-all connectivity. In other words, our
refined method for long-range connectivity in our table-
lookup architecture is equivalent to allowing unrestricted
access to long-range gates, at some small (logarithmic)
overhead.

Novel tradeoffs are enabled by our general architec-
ture. These include, for instance, simultaneous sublinear
scaling of all parameters with N , in both the case where
xi is a single bit, and the more general setting of a b-bit
word.

Theorem I.1 (Informal version of Theorem III.1 and
Corollary III.2 ). There exists a single-word quantum
lookup table that has sublinear scaling in infidelity, T-
gate count, and qubit count, with local connectivity.

Theorem I.2 (Informal version of Theorem V.1 and
Theorem V.2). For constant word size b, there exist
multi-word quantum lookup tables that have sublinear
scaling in infidelity, T-gate count, and qubit count, with
local connectivity.

We also provide a fine-grained error analysis of our
table-lookup implementation. We parameterize overall
circuit error in terms of each common gate type present,
e.g. Idling error, non-Clifford gate errors, etc. summa-
rized in Table IV. In contrast, prior art universally as-
sumes a generic ϵ error parameter for all gates, which we
do, in Table I to ease presentation, but elaborate on with
details later. Our approach proves useful for understand-
ing dominant error sources, which future experimental
implementations can then focus on minimizing.

Our table-lookup architecture is assembled from com-
mon circuit primitives reviewed in Section II, and the
general framework is introduced in Section III. We then
elucidate in Section IV the importance of long-range con-
nectivity in table-lookup on a planar layout, and demon-
strate that entanglement distillation provides a scalable
means for overcoming the geometric error scaling of naive
long-range implementations. These tools also enable
our general table-lookup architecture to be extended to
multi-bit words in Section V. Finally, we conclude and
discuss future work in Section VI.

II. PRELIMINARIES

All the circuit designs in this work are assumed to
access data addressed by n bits with a memory of size
N = 2n. We demonstrate how to read a single bit of
data before discussing extensions for large word sizes.
Here, we consider four key characteristics of the quan-
tum lookup table and describe how they directly impact
its efficiency: circuit depth, qubit count, T-gate count,
and infidelity.

The minimum time taken to query a memory location
is proportional to circuit depth. It is commonly claimed
that quantum algorithms have an exponential speedup
over classical algorithms when circuit depth scales poly-
logarithmically in memory size. However, this minimum
time is only achieved under exceptional circumstances
requiring extremely large space. In most cases, the over-
all spacetime volume is the correct metric for evaluating
cost, and not depth alone. Thus, we also consider qubit
count as a key characteristic.

The qubits in a lookup table design are either used to
maintain memory and router status or to act as control
or ancilla bits The current generation of quantum devices
is relatively small, often having a few dozen to a few
hundred qubits [29, 30]. Considering such constraints
in near-to-intermediate term devices, a quantum lookup
table design with sublinear qubit scaling becomes highly
desirable.

T-gates, essential for implementing routers in the pres-
ence of superposition queries, are non-Clifford gates that
remain difficult to physically implement without substan-
tial resources in most qubit modalities [31, 32]. Hence,
in practical circuit design, the T-gate count needs to be
minimized and roughly approximate the overall space-
time volume of the circuit.

The infidelity is the probability of failing a single query
and it scales as a function of memory size multiplied by
a generic gate error ε. Thus for a constant target query
error, lower infidelity provides more gate error tolerance
and flexibility for accommodating larger memories.

In classical memory, a combination of logical gates
sends the bus signal to the specific memory location de-
termined by the input address bit and relays the data
stored in that memory location to the output register.
Similarly, quantum routers (Fig. 1) help to navigate the
qubit to a memory location determined by the address,
after which the corresponding classical data is loaded
onto the bus qubit, and subsequently, the bus qubit is
navigated to the output register. The circuit design of
the quantum router plays a pivotal role in determining
the properties of a quantum lookup table. We review
some of these router designs and prior architectures each
of which assumes all-to-all connectivity.
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Architecture Infidelity Query-depth Qubits T-gates Layout

QRAM [19, 24] O(log2 N) O(log N) O(N) O(N) all-to-all

QROM [4] O(bN) O(N) O(log N + b) O(N) all-to-all

SELECT-SWAP [23] O(bN) O( N
λ

+ log λ) O(log N + bλ) O( N
λ

+ bλ) all-to-all

general single-bit
(Sec. III) Õ( γN

λ
) O( N

λ
log N) O(log N

λ
+ λ) O( N

γ
+ N

λ
log N

λ
+ λ) local, planar

general multi-bit parallel
(Sec. V) Õ( bγN

λ
) O( N

λ
(log bN) O(log N

λ
+ bλ) O( N

λ
log N

λ
+ bN

γ
+ bλ) local, planar

general multi-bit sequential
(Sec. V) Õ( bγN

λ
+ b2) O( N

λ
log(bN) + b) O(log N

λ
+ bλ) O( N

γ
+ N

λ
log N

λ
+ bλ) local, planar

single-bit (Sec. III) Õ(N3/4) O(
√

N log N) O(
√

N) O(N3/4) local, planar

parallel multi-bit (Sec. V) Õ(bN3/4) O(
√

N log N) O(b
√

N) O(bN3/4) local, planar

sequential multi-bit (Sec. V) Õ(bN3/4 + b2) O(
√

N log(bN) + b) O(b
√

N) O(N3/4 + b
√

N) local, planar

TABLE I: Asymptotic scaling for qubit and T gate cost, query depth, and single-query infidelity in terms of memory
size N and word size b. Trade-offs are realized by setting tuning parameters λ ∈ [1, N ] and γ ∈ [1, λ] with both
assuming values that are a power of 2. The types of models studied in this work are in bold. The last four rows
show asymptotic results for the particular choice of λ =

√
N , and γ = N1/4.

TABLE II: The exponent of infidelity scaling is
examined for N = 2n with zero long-range budget,
while varying d and d′ subject to the constraint
d + d′ ≤ n, where λ = 2n−d and γ = 2n−d−d′ . The color
gradient corresponds to different T-count scalings. The
O(

√
N) infidelity region corresponds to the regime

associated with the basic planar case in Fig. 11.

|a⟩Router

Incident qubit |b⟩

Left output Right output

FIG. 1: A high-level description of a quantum router,
the router status is set to |a⟩. Incident qubit |b⟩ will be
routed to the left (right) when the router state is set to
|0⟩ (|1⟩).

TABLE III: The exponent of infidelity scaling is
examined for N = 2n with an effectively infinite
long-range budget. The linear infidelity region links to
the all-to-all connectivity QRAM case explored in
Ref. [4], while the zero exponent region pertains to the
look-up table as detailed in Ref. [23].

A. Fan-out architecture

The fan-out architecture [33], an initial proposal for
the QRAM, can be visualized as a binary tree of depth
log N , where the N memory locations are situated at the
tree’s leaves (Fig. 2). Every non-leaf node in this tree
functions as a router, which guides the bus signal to its
left or right child. The status of the routers on the ℓ-th
level is determined by the ℓ-th address bit, which is max-
imally entangled with the router qubits. Once the mem-
ory contents xj are written into the bus, such as using a
classically-controlled X gate, the bus qubit is routed back
out via the same path, and all router qubits are restored
to their original disentangled state.

A significant drawback of this architecture is its high
linear infidelity. If a single router gets corrupted, it will
flip the status of all other routers on that same level,
thereby misdirecting the query to an incorrect memory
path. Consequently, for error resilience, it is suboptimal
to have all the routers simultaneously entangled with the
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x0 x1 x2 x3 x4 x5 x6 x7

|0⟩ |0⟩ |0⟩ |0⟩

|1⟩ |1⟩

|0⟩

|0⟩

|1⟩

|0⟩

FIG. 2: High-level routing scheme for the fan-out
architecture. The address bits |010⟩ are entangled with
their corresponding routers at each level. In the end the
stored classical data at memory location x2 is queried.

address bits.

B. Bucket-brigade architecture

The bucket-brigade architecture [16] is an improved
QRAM proposal over the fan-out architecture with three
phases for querying memory: setting router status, qubit
route-in, and qubit route-out. It uses CSWAP (Fig. 3)
routers to direct signals.

Rj

(a)

tj

inj

Rj

Lj

(b)

FIG. 3: (a) A single CSWAP router that takes input
qubit and sends it to one of its child nodes based on its
state. (b) It takes four qubits to maintain a CSWAP
router. The inj register takes in input and directs the
input qubit to either the left or right register depending
on the state of tj .

The circuit description for a CSWAP router Rj is illus-
trated in Fig. 3b following [24]. The router is composed
of four qubits (t0, in0, L0, and R0) and is referred to as
a CSWAP router as it uses Controlled-SWAPs to route
information.

The status of a router at depth ℓ of the bucket-brigade
model is set according to the ℓth address bit. For our
toy model, Rj ’s status is set by storing the address qubit
aℓ in the status register tj . Once a router’s status is set,
it is said to be active and part of a query path. During
qubit route-in, the bus qubit enters the router by being
swapped into the inj register. It is then swapped to the
desired memory location connected to either Rj or Lj

depending on the status in tj . In Fig. 3b, the circuit
for qubit route-out is not explicitly depicted, as it is the
qubit-route in a circuit in reverse.

When a memory address is queried, the control qubits
activate a path through the routers to the target mem-
ory cell (shown highlighted in blue in Fig. 4). Only the
routers along this path are activated, significantly reduc-
ing the number of active routers at any time. This is in
contrast to the fan-out architecture where all routers are
activated simultaneously. As a result, only log N routers
in the binary tree are strongly entangled with the address
bits, and all other routers are weakly entangled. Simi-
larly, the bus qubit storing xj is routed back out via the
same path and is weakly entangled with all other routers
off the path.

x0 x1 x2 x3 x4 x5 x6 x7

|w⟩ |0⟩ |w⟩ |w⟩

|1⟩ |w⟩

|0⟩|010⟩

FIG. 4: High-level routing scheme for the
bucket-brigade architecture. The address bits |010⟩ are
sent in from the root level router to set all the routers
in the corresponding query path to the correct state.
The routers not in the query path remain inactive.

A pivotal study by Hann et al. [24] demonstrated a cir-
cuit design for the bucket-brigade model with O(log2 N)
infidelity that is resilient to generic gate errors, assum-
ing all-to-all connectivity. They observed that the er-
ror in some query paths remains contained and does not
spread to every other branch of the bucket-brigade model
thereby ensuring that some of the query paths remain
free of fault. The key idea here is that CSWAP routers
have a certain ability to contain error. Assuming that all
CSWAP routers along a given path suffer no errors, one
can prove that arbitrary errors on any other router off the
path do not affect the state of the bus qubit containing
the queried data. Hence, by linearity, the overall error
for this model is limited only by the error of all CSWAP
routers and circuit elements along any one query path.

C. SELECT-SWAP architecture

The SELECT-SWAP architecture [23] uses a combi-
nation of linear and CNOT routers (described below) to
route addresses and the fan-out architecture to route out
the bus qubit.

The linear routers R0 and R1 in Fig. 5 act like a SE-
LECT circuit that sets the state of register q to |1⟩ if and
only if the state on the routers equals the state of the
address qubits. This is achieved with the use of multi-
control CNOT gates and a detailed implementation can
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be found in Ref. [4, Section 3A]. The router is named
linear as its qubits can be set in a line within a planar
layout.

|0⟩

|0⟩

q

(a)

t0

t1

q0 = |0⟩ |1⟩

(b)

t0

t1

q3 = |0⟩ |0⟩

(c)

FIG. 5: (a) The linear routers R0 and R1 are configured
based on the value of address bits which are set to |00⟩.
(b) In round 0, a specific set of multi-control CNOT
gates is applied to ensure that the control qubit q0 is set
to |1⟩. (c) The circuit outputs qi = |0⟩ for all i ̸= |00⟩.

The CNOT router in Fig. 6 can be used for diffusing
the input signals from a parent to all child nodes. Notice
that implementing a CNOT router does not require any
T gates.

+
input

(a)

input
|0⟩
|0⟩

(b)

FIG. 6: (a) A single CNOT router for route-in that
takes input qubit and sends it to all its child nodes. (b)
Circuit for the CNOT router during route-in.

The high-level routing scheme for memory with 16 lo-
cations is shown in Fig. 7 where the address bits are par-
titioned into two sets, each controlling the linear and fan-
out routers respectively. The linear and CNOT routers
activate one out of four sets of memory locations using
the first set of address bits. The second set of address
bits then activates the fan-out routers to route out the
qubits stored at the designated memory location to an
output register.

Although the SELECT-SWAP architecture targets T
count reduction, it cannot achieve better than linear in-
fidelity for generic error resilience. This limitation arises
because every route in the tree must be correct to pro-
duce the desired output.

D. Fine-grained error types

A common scenario while analyzing various table
lookup designs is to assume a single error parameter that
represents the error contribution of any operation. How-
ever, this obscures the fact that every operation could

R0

R1

qi

+
+ +

x4i x4i+1 x4i+2 x4i+3

|0⟩ |0⟩

|0⟩

|0⟩

|0⟩

FIG. 7: High-level routing scheme for the
SELECT-SWAP architecture for N = 16.

contribute differently to the errors in the overall circuit.
Separating the contributions from various errors allows
for more in-depth circuit profiling that helps in identi-
fying which operations hamper the overall performance
of a model or circuit design and how one can best har-
ness its full potential. The errors that we will consider
throughout this work are summarized in Table IV.

E. Circuit optimization

We note that all the high-level circuits we have pre-
sented usually admit straightforward circuit optimiza-
tions. We outline a few examples in this section.

The CNOT router in Fig. 6a is depicted is sending a
single input to two outputs. However, it can be clearly
optimized to have one fewer qubit by instead having the
input as one of the outputs.

Similarly, the CSWAP router Fig. 3a is depicted as per-
forming a controlled swap to move the qubit inj to either
the left or right. However, this can also also be optimized
by removing one output qubit and one controlled-swap
gate by having the inj input be the same as the Lj out-
put. Then, the qubit will be swapped to Rj if and only
if tj is 1 without affecting the functionality of the router.

III. GENERAL TABLE LOOKUP FRAMEWORK

In this section, we present our general error-resilient
quantum table lookup architecture that can simultane-
ously have sub-linear scaling in qubit count, T count,
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Error type Symbol
Idling εI

Qubit εQ

Long range εL

SWAP gate εs

CSWAP gate εcs

CNOT gate εc

CCNOT gate εcc

TABLE IV: Error types considered in the fine-tuned
analysis throughout this work.

and infidelity for a specific choice of parameters. We be-
gin by describing our framework’s structure followed by
delineating its working and correctness.

The high-level scheme of our design to query a mem-
ory of size N = 2n with partition size λ ≤ N and CNOT
tree size γ ≤ λ can be visualized as the tree-like structure
shown in Fig. 8. The top of our design contains d ≤ n
linear routers R0, . . . , Rd−1 where d = log2

(
N
λ

)
. This is

followed by a tree of depth d′ made up of CSWAP routers
R0, . . . , R2d′+1−1 where d′ = log2

(
λ
γ

)
. Each of the 2d′

leaves of this tree has a corresponding CNOT tree with
γ leaves attached to it. Essentially, the linear routers
are used to partition the N memory locations into sets
of size λ and the CSWAP routers further partition these
into sets of size γ. Each leaf of the CNOT tree is con-
nected to a memory location. The bottom of the design
contains a tree of depth n−d made up of CSWAP routers
R0, . . . , R2n−d+1−1 to read the queried data from the ap-
propriate location. The parts of the tree that correspond
to the query path for x0 are highlighted in blue in Fig. 8.

Data lookup in our framework can be broken into three
stages and without loss of generality, we describe the pro-
cess to query address |a⟩ = |a0 . . . an−1⟩ = |0 . . . 0⟩:

a. Stage I (address setting). The status of the lin-
ear routers is set using the first d address bits such that
|Rz⟩ = |az⟩. Next, the status of the d′ CSWAP routers
in the query path are set sequentially using the address
bits |ad . . . ad+d′−1⟩. Note that only the CSWAP routers
along the query path are set, as opposed to every router
in the CSWAP tree.

b. Stage II (querying memory). Let [m] denote the
set {0, . . . , m − 1} for a number m. The objective in this
stage is to compute intermediate values q′

0, q′
1, . . . , q′

λ−1
through N/λ repetitions. For i ∈

[
N
λ

]
, the control qubit

qi is set to |1⟩ if and only if |i⟩ = |a0 . . . ad−1⟩. In our
example, only q0 is set to |1⟩ and qi is set to |0⟩ for i ̸= 0.
The control qi is routed along the query path determined
by the status of the CSWAP routers set in Stage I to a
leaf of the depth d′ tree. Then, qi’s value is diffused to
the γ leaves of the activated CNOT tree attached to this
leaf. In our example, qi will be routed and diffused to the
leftmost CNOT tree. Note that in the ith repetition, the
leaves of this CNOT tree are associated with the memory

locations {λ · i + j | j ∈ [λ]}. Finally, qi’s value acts as a
control indicating whether data from memory is loaded
into the corresponding q′

j qubit registers. For instance,
when |ad . . . ad+d′−1⟩ = |0 . . . 0⟩, qubit registers {q′

j} are
updated with the data {xλ·i+j} for j ∈ [γ]. By contrast,
the qubit registers q′

j for j ∈ {γ, γ + 1, . . . , λ − 1} remain
unchanged. Specifically, the values in the q′

j registers
satisfy:

q′
j =

N/λ⊕
i=0

qixλ·i+j (2)

where ⊕ denotes addition modulo 2. For our example,
after N/λ repetitions, only q0 = 1 and only the leftmost
CNOT tree is activated. Hence, we find that q′

j = xj for
j ∈ [γ] and q′

j = |0⟩ otherwise. We remark that between
each repetition, the qubits in the CNOT trees can be
trivially reset to |0⟩. Additionally, qi is routed back to
the top of the CSWAP tree and all qubits except for the
router status qubits are reset trivially to |0⟩.

c. Stage III (retrieving data). Data is retrieved sim-
ilar to how the bus qubit is routed out of the noise-
resilient bucket brigade architecture in Ref. [24]. We use
the address bits |ad . . . an−1⟩ to set the status of the n−d
CSWAP routers at the bottom of our design. As in Stage
I, it is only the routers in the query path whose status
is set. The leaves of this CSWAP tree point to the q′

registers and only the data in q′
ℓ for ℓ = ad . . . an−1 is re-

trieved. In our example, this leads to q′
0 being retrieved

at the end of the data lookup process.
The detailed procedure for data lookup is shown in

Algorithm 1. Our objective is to examine the optimal
balance between d and d′ that results in the most favor-
able infidelity, T count, and qubit count scaling. Our
fine-grained analysis uses the error types from Table IV.
Theorem III.1. Consider the quantum data lookup
structure with the high-level scheme in Fig. 8 with N
memory locations. Let n = log N , λ = 2n−d be the par-
tition size and γ = 2n−d−d′ be the size of a CNOT tree
with d′ ≤ d ≤ n. The infidelity of this circuit is

O

(
εL

(
γN

λ
+ N

λ
log λ

γ

)
+ εs log λ2

γ

+εI

(
N

λ
log N

(
log N

γ
+ γ + log λ

γ

)
+ polylog λ

)
+εc

γN

λ
+ εcc

N

λ
log N

λ

+εcs

(
N

λ
log λ

γ
+ log2 λ

γ
+ log2 λ

))
.

(3)

Moreover, the T count for this design is O( N
γ + N

λ log N
λ +

λ), and its qubit count is O(log N
λ + λ).

We will restate and prove this theorem in Section IV C
after explaining how to lay out the scheme in Fig. 8 on
a planar grid with nearest neighbor connectivity. Here,
we use the above theorem to find an instance that has
sub-linear scaling for infidelity, qubit, and T-counts.
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R

R

|qi⟩

R

R R

R R

+
+ +

+
+ +

+ +
q′0 ⊕ xλi q′1 ⊕ xλi+1 q′λ−2 ⊕ xλi+λ−2 q′λ−1 ⊕ xλi+λ−1

R R

R R R R

R R

R R

R R

R

d

d′

n − d − d′

n − d

FIG. 8: High-level routing scheme for a generic noise resilient data lookup framework.

Corollary III.2. For N memory locations, there exists
a quantum data lookup scheme that has Õ(N 3

4 ) infidelity,
O(N 3

4 ) T count, and O(
√

N) qubit count.

Proof. For the high-level scheme depicted in Fig. 8, set-
ting λ =

√
N and γ = N1/4 and applying Theorem III.1,

gives the result.

We claim that it is necessary to have CSWAP routers
at the top of our design in Stages I and II to achieve
sublinear infidelity scaling. Assume by way of contradic-
tion that the CSWAP routers are replaced with CNOT
routers. First, note that CNOT routers are not robust to
Pauli Z errors as shown in Fig. 9. Although the Pauli Z
error propagates only to the parent node in the CNOT
router, it can result in a phase kickback that can alter
the address state presented during a query. Specifically
for our example, this happens when i = a0 . . . ad−1 in
Stage II, and there are an odd number of Z errors along
the query path in the framework. A comparable scenario
is also presented in Ref. [25, Section V], where the read-
out CNOT tree demonstrates resilience to only Pauli Z
errors.

Second, to prevent a phase kickback, we need to as-
sume that the entire CNOT tree with λ leaves is part
of the query branch and remains Pauli Z error-free. In

this case, the idling error will be dominated by Stage II’s
contribution of O

(
2dεI

(
d + 2n−d

))
= O(2n) leading to a

linear infidelity scaling. By contrast, the CSWAP router
is robust against error propagation (see Section IV for
details). Hence, we consider our framework with a non-
zero number of CSWAP routers at the top of our design
to be a more resource-efficient approach.

Uncomputing the table lookup circuit is crucial to en-
sure that there are no residual garbage states entangled
with the address and output registers once a query has
been performed. For our design, uncomputing can be
done as follows. First, run the circuit for Stage III in re-
verse to route the output bit back into its corresponding
q′ register, then run the Stage II circuits again to set all
q′ registers to 0. Finally, run the Stage I circuit in reverse
to reset the status of all the routers. This will effectively
double the infidelity scaling.

A potential way to reduce the T count for our frame-
work without worsening its query infidelity is by modi-
fying the design for Stage III. Specifically, in Fig. 8, we
retain the CSWAP tree from the bottom of the figure up
to a depth d′. Each of the 2d′ leaves of this tree has a cor-
responding tree of fan-out routers with γ leaves attached
to it. Each of the γ leaves is connected to a corresponding
q′

j register. Essentially, this creates λ/γ different fan-out
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Algorithm 1 Pseudocode for quantum data lookup on memory of size N , partition size λ, and CNOT tree size γ

Setup: classical database data of size N with n = log2 N , memory partition λ ≤ N with d = log2
(

N
λ

)
and CNOT tree size

γ ≤ λ with d′ = log2
(

λ
γ

)
.

Input: state |a⟩ where a = a0 . . . an−1 is an address of length n.
Output: state |a⟩ |data[a]⟩ where data[a] refers to the data at address a.

Stage I:
1: Initialize all qubits of the quantum lookup table to 0.
2: for k in 0 . . . d− 1 do
3: Set ak as the status of the linear router Rk.
4: Set the status of the CSWAP routers based on address bits ad . . . ad+d′−1

Stage II:
5: for i in 0 . . . 2d − 1 do
6: if i = a0 . . . ad−1 then
7: Set qi ← |1⟩
8: else
9: Set qi ← |0⟩

10: Route qi along the query path determined by the CSWAP routers to a leaf attached to a CNOT tree.
11: Propagate qi’s signal to the γ leaves c0, . . . , cγ−1 of the CNOT tree.
12: for j in 0 . . . λ− 1 do
13: Apply unitary Uλ·i+j where Uλ·i+j = CNOT|cj⟩ |q′

j⟩ if data[λ · i + j] = 1 and I otherwise.
14: Reset all qubits cj and those in the CNOT tree to 0.
15: Route qi back up the CSWAP routers to its original location.
16: Reset all the qubits of the CSWAP routers except the router status qubits and qi to 0.

Stage III:
17: Set the status of log2(λ) CSWAP routers based on address bits ad . . . an−1.
18: Route q′

ℓ along the query path determined by the CSWAP routers to the output register where ℓ = ad . . . an−1.

X = X

(a)

Z =
Z

Z

(b)

FIG. 9: (a) Pauli X error does not propagate from the
bad branch (red) to the good branch (blue) in the
CNOT router. (b) Pauli Z error does propagate into the
parent register from a child branch in the CNOT router.

router substructures each of whose routers is set inde-
pendently of the other. Let ℓ = ad . . . an − 1. Then, this
will impose the condition that the γ-sized sub-structure
of the fan-out routers containing q′

ℓ should be error-free
for noise resiliency. Since a similar condition is satis-
fied by the CNOT trees in Stage II, this does not affect
the asymptotic scaling for the infidelity. However, the T
count reduces as the fan-out routers do not use T gates.
A more detailed analysis of this improvement is left for
future work.

IV. PLANAR LAYOUTS FOR QUANTUM
DATA LOOKUP FRAMEWORKS

In this section, we discuss how our general quantum
data lookup framework can be designed on a planar lay-
out with only local connectivity. We first build some
intuition for the underlying principles to achieve this by
modifying the bucket-brigade design of [24] for a planar
layout. This is illustrated in Section IV A. An initial
analysis of query infidelity for this design, shows that it
scales sub-linearly in memory size for the planar layout.
In Section IV B we use entanglement distillation to per-
form long-range operations and recover the log scaling
for query infidelity in the planar layout. We put these
ideas together to present the planar layout for our general
framework in Section IV C.

A. Planar layout for the bucket-brigade model

We provide a circuit design for the bucket-brigade
QRAM model, assuming the qubits are laid out on a 2D
planar lattice and multi-qubit gates act only on adjacent
qubits. We first demonstrate a toy model with two mem-
ory locations, where the routing scheme is depicted as a
binary tree in Fig. 3a. To reach the desired memory allo-
cation, a single CSWAP router R0 is employed to direct
the incoming address qubit into the designated memory
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location, from where the stored data xi is retrieved and
then routed out using the same path.

t0

L0 in0 R0

a0 input

bus

(a)

(b)

FIG. 10: (a) A planar layout of qubits for the toy model
with nearest-neighbor connectivity. (b) Joining two
T-shaped routers to form a single H-tree segment.

The CSWAP router’s four qubits can be arranged in
a T-shaped configuration as shown in Fig. 10a where the
qubits are located at the intersections of the grid. This
configuration ensures that each router qubit is adjacent
to any other router qubit with at most one local SWAP.
The three-qubit CSWAP gate can be decomposed into a
sequence of Clifford and T gates that operate on at most
two qubits [23].

For the larger memory size of N = 16, the high-
level bucket-brigade routing scheme is shown in Fig. 11a,
where both the route-in and route-out phases follow the
same path in the tree. The corresponding planar lay-
out is shown in Fig. 11b where the blue lines show the
structure of a CSWAP router, the red lines show connec-
tions between different levels of the routing scheme, and
the input, address, and bus qubits are positioned in the
center of the diagram.

The routers are placed on the grid following the H-tree
fractal pattern [34] starting from the root at the center
and leaves at the boundaries of the grid. The left and
right registers of the leaf-level routers send an incoming
qubit to the respective memory locations. A pair of T-
shaped routers each laid out according to Fig. 10a can be
joined together to form a single H-tree segment as shown
in Fig. 10b. Note that such a planar layout scheme can be
naturally extended to higher dimensions such as a cubic
grid for 3D. However, we focus only on the planar grid
throughout this work.

The recursive expansion of the fractal layout yields an
optimal layout that occupies an area of size O(N). For
this layout scheme the T count, and qubit count scale as
O(N) since the layout uses O(N) CSWAP routers and
there are O(N) points in the rectangular grid where each
point corresponds to a qubit. Unlike in the all-to-all con-
nectivity case, the error accumulation in the planar lay-
out occurs due to the long-range gates that need to be
performed such as those along the red lines in Fig. 11b.
Naively, if we assume that the probability of gate error is
εmax and a long-range SWAP is performed using a suc-
cessive series of SWAP gates, the overall infidelity scales
as O(Nεmax) as both the circuit depth and number of
gates for each query scales as O(

√
N). However, by per-

forming a more fine-grained error analysis, we show how
the infidelity can scale sub-linearly in N .

The foundation for calculating the infidelity scaling lies
in the crucial property of error containment exhibited by
the bucket-brigade QRAM. Consider the tree branches
in Fig. 11a. They can be categorized either as good or
bad based on the presence or absence of errors in them.
In Ref. [24, Appendix D], it was shown that the errors do
not spread from a bad branch to a good branch, and as-
suming that the query path is a good branch, this implies
that errors in other parts of the QRAM do not signifi-
cantly affect the query. Importantly, this holds regardless
of the layout scheme as long as CSWAP routers are used
to enact the high-level routing scheme in Fig. 11a. Hence,
we can use the error containment property for our planar
layout too.

To improve the overall infidelity of our layout scheme,
we modify the circuit and employ constant depth circuits
for long-range operations between non-adjacent qubits.
One way to implement a long-range SWAP between two
qubits separated by a line of m qubits(e.g., a single red
line in Fig. 11b), is to use a strongly entangled length-m
GHZ state as a resource. The long-range gate is then per-
formed involving the qubits near the endpoint as shown
in Ref. [35]. A length-m GHZ state is

|GHZm⟩ = |0⟩
⊗

m + |1⟩
⊗

m

√
2

. (4)

The error contribution for using GHZ states in this case
is stated below.

Lemma IV.1. For a given GHZ state of length m, the
probability that any long-range operation using this state
has an error is O(mεQ) where εQ is the probability of a
single qubit having an error.

Proof. For the GHZ state to be correct, all its underlying
qubits have to be correct. Using triangular inequality
yields the desired error probability for the GHZ state.

Lemma IV.1 shows that despite the constant depth
needed for the long-range operation, its error rate in-
creases linearly with the length of the GHZ state. How-
ever, GHZ states of arbitrary length can be created using
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x0 x1 x2 x3 x4 x5 x6 x7 x8 x9 x10 x11 x12 x13 x14 x15

R7 R8 R9 R10 R11 R12 R13 R14

R3 R4 R5 R6

R1 R2

R0

(a)

input

busa0 a1

a2 a2

t0

in0 R0L0t1 in1

L1

R1

t2in2

L2

R2

t3

in3 L3R3

t4

in4L4 R4

t5

in5L5 R5

t6

in6 L6R6t7in7

L7

R7

t8 in8

L8

R8

t9 in9

L9

R9

t10in10

L10

R10

t11 in11

L11

R11

t12in12

L12

R12

t13in13

L13

R13

t14 in14

L14

R14

(b)

FIG. 11: (a) High-level routing scheme for the bucket-brigade architecture with 16 memory locations. (b) Qubit
layout arrangement of the bucket-brigade model with 16 memory locations.

a constant-depth circuit [17]. Consequently, all the GHZ
states utilized for the long-range SWAPs can be gener-
ated in place without incurring a substantial overhead.
In fact, with this modification, the circuit depth for the
planar layout reduces from O(

√
N) to O(log N), thereby

leading to a sub-linear infidelity scaling of O(
√

N).

B. Recovering log scaling in infidelity

As using GHZ states still gives a polynomial depen-
dence on N in the infidelity analysis, we instead consider
performing a long-range SWAP on remote qubits using a
Bell state

(
i.e., |Φ+⟩ = |00⟩+|11⟩√

2

)
between them as a re-

source. To obtain a high-quality Bell state, we use noisy

Bell states, a quantum error correcting code, and an en-
tanglement distillation protocol as shown in [36, Section
II.D].

Lemma IV.2. Given an [[n̂, k̂, d̂]] quantum error cor-
recting code and n̂ noisy Bell pairs with initial error
εi, there exists a distillation protocol that creates k̂ Bell
pairs with error εf < εi where εf = O(εd

I). Moreover,
when εi = O(m · εG) and εf < 1 is a small constant,
d = O(log m).

To perform a long-range SWAP, consider the Bell pair
being created on adjacent qubits near the source qubit
with one half of it being teleported to be adjacent to
the target qubit using the length-m GHZ state where
m = O(

√
N) as per our layout. Then, from Lemma IV.1

these noisy Bell pairs could have an error εi ≤ O(
√

N ·εQ)
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and it is possible to distill a Bell pair with constant error
using say, the surface code, with distance O(log N). For
this choice of code, the protocol to distill would have
depth O(d) = O(log N) and the number of noisy Bell
pairs used would be n̂ = O(d2) = O(log2 N). Combining
the two methods gives the following.

Corollary IV.3. Given two qubits separated by m qubits
on a planar grid with local connectivity, qubit error εQ

and the error on a distilled Bell pair εf , the error on
performing a long-range operation between the two qubits
is given by

εL := min(m · εQ, εf ). (5)

We acknowledge that, by using entanglement distilla-
tion, the overall circuit depth may increase by a poly-
logarithmic factor in the worst case, which is acceptable.
However, there might be strategies to mitigate this depth
increase. Therefore, for the purposes of our analysis, we
proceed under the assumption that long-range Bell states
are readily available.

Accounting for the overheads due to entanglement dis-
tillation, for the planar layout, we claim that the circuit
depth D scales as O(polylog N). Understanding the ac-
tivation sequence of routers in a query branch is bene-
ficial in performing fine-grained error analysis. For in-
stance, in the setting router status phase, we try to route
as many address qubits as possible in parallel. This
means that it is not necessary to wait for the address
qubit |aℓ⟩ to reach the router at level ℓ before sending
the address qubits |aℓ+1⟩ to be routed by R0. Specif-
ically, this reveals that not all qubits need to maintain
their state throughout the entire query depth T . Suppose
we are given a fixed query branch of depth four, with the
routers R0, R1, R2, R3 counting from root to leaf. The
activation sequence for each router and associated gates
is depicted in Fig. 12, where the time τi increases by an
O(polylog N) additive factor and hence the total query
time

∑
i τi = O(polylog(N)).

The error terms for our fine-grained analysis are taken
from Table IV.

Theorem IV.4. For N memory locations, the improved
fine-grained infidelity of the bucket-brigade QRAM with
planar layout (Fig. 11b) scales as

O
(
log2 NεL + log Nεs + log2 Nεcs + polylog NεI

)
.

(6)

Proof. For a fixed query branch, we first consider the
error contribution from the long-range operation. Let
T = log N be the tree depth of the routing scheme as
shown in Fig. 11a. By Corollary IV.3, the contribution
of long-range error to the probability of a successful query
is

PL =
log N∏
ℓ=1

(1 − εL)3(T −ℓ) = (1 − εL)Ω(T 2), (7)

R3

R2

R1

R0

τ0 τ1 τ2 τ3

FIG. 12: The activation sequence of routers in a given
query branch of depth four, where each column
represents a single time step. τi is the total time to set
the status bit for router Ri. The green and blue dots
indicate the router at the associated time step that is in
use. The rectangle represents a local SWAP operation
over the qubits associated with the router, the circle
represents a local CSWAP operation, and the dashed
rectangle represents a long-range SWAP between qubits
associated with parent and child routers. The green and
blue colors refer to routers at even and odd depths
respectively of the tree as per the routing scheme
in Fig. 11a.

where 3(T −ℓ) is the number of times a long-range CNOT
is applied to execute T − ℓ long-range SWAP operations.
This pattern is also evident in Fig. 12, where a long-range
operation between R1 and R2 occurs T times, but occurs
only T − 1 times between R2 and R3.

Next, consider the error contribution from the local
SWAP operation over qubits associated with individual
routers. It can be observed from Fig. 12 that it takes
two local swap operations for the address setting of each
router. Hence the contribution of local SWAP error to
the probability of a successful query is

Ps = (1 − εs)2T = (1 − εs)Ω(T ). (8)

The error contribution of the local CSWAP operation
can be found similarly, and its probability contribution
toward success is

Pcs =
log N∏
ℓ=1

(1 − εcs)2ℓ = (1 − εcs)Ω(T 2). (9)

Last, we consider the idling error of the status qubit
tℓ for each router Rℓ as it must maintain its value im-
mediately after its associated router’s address is set. By
contrast, the other qubits in the router can be reset and
remain irrelevant until their next usage. The idling time
for each Rℓ’s status qubit tℓ is the total active time of
the router minus the number of CSWAP operations over
the qubits of Rℓ. Then, by Fig. 12 and Corollary IV.3,
the total idling time for Rℓ is O(T − ℓ + polylog(

√
N

2⌈ℓ/2⌉ )).
Therefore, the idling qubit error contribution toward to-
tal query success probability is

PI = (1 − εI)Ω(polylog N). (10)

Since the total success probability is P = PL · Ps ·
Pcs ·PI , combining Corollary IV.3 with a similar analysis
as in reference [24, Appendix D], we obtain the desired
infidelity.
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C. Planar layout for the general framework

The CSWAP routers form only one part of our gen-
eral data lookup framework but the techniques from Sec-
tion IV A can be reused here. For ease of description, con-
sider a memory of size N = 16, partition size λ = 4, and
CNOT tree size γ = 2 for our design as shown in Fig. 13.

The planar layout for 16 memory locations is given
in Figs. 14a and 14b where the former depicts the layout
during Stages I and II while the latter holds for Stage
III. Some of the routers are labeled in the figures with
their components surrounded by dashed boxes. As the
name suggests, the linear routers are at the top of the
design. The middle of the layouts contains the CSWAP
routers R0 and R′

0 respectively. In Fig. 14a, the routers
at the sides in the bottom of the figure correspond to
the CNOT trees. By contrast, note that in Fig. 14b, the
same qubits can be reused for the CSWAP routers R′

1
and R′

2. In comparison to Fig. 11b, clearly these layouts
use far fewer qubits.

Now, we can analyze the T count, qubit count, and
query infidelity for our framework for the planar layouts
described here.

Theorem (Restatement of Theorem III.1). Consider the
quantum data lookup structure with the high-level scheme
in Fig. 8 with N memory locations. Let n = log N , λ =
2n−d be the partition size and γ = 2n−d−d′ be the size
of a CNOT tree with d′ ≤ d ≤ n. The infidelity of this
circuit is

O

(
εL

(
γN

λ
+ N

λ
log λ

γ

)
+ εs log λ2

γ

+εI

(
N

λ
log N

(
log N

γ
+ γ + log λ

γ

)
+ polylog λ

)
+εc

γN

λ
+ εcc

N

λ
log N

λ

+εcs

(
N

λ
log λ

γ
+ log2 λ

γ
+ log2 λ

))
.

(11)

Moreover, the T count for this design is O( N
γ + N

λ log N
λ +

λ), and its qubit count is O(log N
λ + λ).

Proof. First, consider Stage I where the linear routers do
not contribute to the infidelity as their status is directly
set by the address qubits. The CSWAP tree functions
like a depth-d′ noise-resilient bucket-brigade QRAM. For
the planar layout, the infidelity for the bucket-brigade
QRAM is computed in Theorem IV.4. Using this, the
depth-d′ CSWAP tree has infidelity O(poly(d′)εI +d′εL+
d′εs + d′2εcs) in Stage I.

For the N
λ = 2d repetitions performed in Stage II, the

infidelity comes both from gate errors when operations
are performed as well as idling error on qubits that don’t
have gates on them. The O(d) Toffoli gates used to im-
plement the linear routers as per [4] each contribute εcc

to the infidelity. The error containment property of the

CSWAP routers discussed in Section IV B implies that
their contribution is only d′εL for the long-range opera-
tions performed. For the CNOT tree with γ leaves, its
contribution amounts to εL +εc for each node in the tree.
Then, the overall gate error infidelity is

O
(

2d
(

εcc d + εcs d′ + εL

(
d′ + 2n−d−d′

)
+ εc 2n−d−d′

))
.

(12)

The infidelity from the idling error is

O
(

2d
(

εIn
(

d + d′ + 2n−d−d′
)))

, (13)

where the terms correspond to the qubits that are not
reset between repetitions. These are the router status
qubits for the linear routers and CSWAP routers along
the query path, as well as the γ intermediate registers q′

i

at the leaves of the activated CNOT tree.
Lastly, Stage III acts like a depth-(n − d) bucket-

brigade QRAM and applying Theorem IV.4 again, we
obtain its infidelity as O(poly(n−d)εI +(n−d)εL +(n−
d)εs + (n − d)2εcs). Combining the infidelity from all
stages, and replacing d, d′ and n by N, λ, and γ yields
Eq. (11).

The overall T count for the design is

O
(

2d(2d′
+ d) + 2n−d

)
, (14)

where the first term corresponds to the 2d repetitions of
Stage II each of which uses the depth-d′ CSWAP tree,
and the last term comes from the depth-(n − d) CSWAP
tree in Stage III. Note that stage I has T count O(2d′)
and it is always asymptotically smaller than the Stage
II T count. Replacing d, d′ and n yields a T count of
O( N

γ + N
λ log N

λ + λ).
The overall qubit count for the design is

O(d + 2n−d), (15)

where the first term comes from the linear routers. The
depth-d′ CSWAP tree and the γ sized CNOT trees in to-
tal contain O(2n−d) qubits. In Stage III, the qubits used
for the CNOT trees are reused for the CSWAP routers
accounted for in Stage II. Replacing n and d with N and
λ yields an overall O(log N

λ + λ) qubit count.

V. LARGE WORD SIZE

While all previous circuits considered reading a single
bit of information from memory, in most real-world sce-
narios, one would want to retrieve multiple bits of classi-
cal information. In this section, we discuss two ways our
general framework can be modified to handle the readout
of multiple bits of information – (i) in parallel; and (ii) in
sequence – while still maintaining a sub-linear scaling for
memory size N . While the former has lower query infi-
delity, the latter has a lower T count. Determining where



13

R0

R1

|qi⟩
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+ +
|q′

0⟩ ← |q
′
0 ⊕ x4i⟩ |q′

1⟩ ← |q
′
1 ⊕ x4i+1⟩ |q′

2⟩ ← |q
′
2 ⊕ x4i+2⟩ |q′

3⟩ ← |q
′
3 ⊕ x4i+3⟩

R′
1 R′

2

R′
0

Stage I
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FIG. 13: High-level routing scheme for a general noise resilient data lookup framework with sub-linear scaling in
qubit count, T count and infidelity having memory size N = 16, partition size λ = 4, CNOT tree size γ = 2 and,
i ∈ {0, 1, 2, 3}. For an address |a0a1a2a3⟩, the routers are set to |R0⟩ = |a0⟩, |R1⟩ = |a1⟩, |R0⟩ = |R′

0⟩ = |a2⟩, and
|R′

1⟩ = |a3⟩. The colored line highlights the query branch for x0. The number of repetitions in Stage II is N/λ = 4.

there exists a single multi-bit readout scheme that simul-
taneously minimizes T-count and infidelity or whether
the need for two schemes remains a fundamental limita-
tion of our framework is left for future work.

Throughout this section, we assume that the word size,
i..e, number of bits to be read out from each memory
location is b and for ease of description, the designs will
be described assuming N = 16, λ = 4 and γ = 2.

A. Parallel multi-bit readout

To read b-bit words with parallel readout, we make
b copies of parts of our general framework from Fig. 13.
Specifically, we create b copies of the framework involving
the register with |qi⟩, the CSWAP routers R0, R′

0, R′
1

and R′
2 and the CNOT trees. Note that the three stages

for data lookup proceed as described in Section III ex-
cept that the ith copy will be used to access the ith bit of
data, and at the end of Stage III all the b-bits will have
been simultaneously retrieved. For b = 2, this modifi-
cation is depicted in Fig. 15 where |qi⟩ is copied to the
registers with |q0

i ⟩ and |q1
i ⟩. A very high-level view of

this schematic for b = 6 is given in Fig. 16 where each
square labeled by qj

i contains the jth copy of the single-
bit readout framework. The asymptotic scaling for infi-
delity, qubit, and T counts for parallel multi-bit readout
is given below.

Theorem V.1. Consider the quantum data lookup struc-
ture with the high-level scheme in Fig. 15 with N mem-

ory locations. Let b = 2d′′ be the word size, n = log N ,
λ = 2n−d be the partition size and γ = 2n−d−d′ be the
size of a CNOT tree with d′ ≤ d ≤ n. Also, let I be the
infidelity of the single-bit readout framework from The-
orem III.1. Then, the infidelity of this circuit is O(bI).
Moreover, the T count is O(log N

λ
N
λ +b N

γ +bλ), and qubit
count is O(log N

λ + bλ).

Proof. The multi-bit parallel readout scheme amounts to
containing a single copy of the linear routers followed
by b copies of the remainder of the single-bit readout
framework. While the former uses O(d) qubits, the
latter uses O(b2n−d) qubits. Additionally, as depicted
in Fig. 16, each of |qj

i ⟩ registers can be laid out such that
they are separated by O(2 n−d

2 ) qubits in the planar grid.
Hence, the overall qubit count is O(d+ b2n−d + b2 n−d

2 ) =
O(d + b2n−d) = O(log N

λ + bλ).
Similarly, the T count for this design is O(2d(d+b2d′)+

b2n−d) = O(log N
λ

N
λ + b N

γ + bλ).
To analyze the infidelity for this design, let Is represent

the infidelity at stage s as described in Theorem III.1. In
Stage I, the infidelity is O(bII + ϵLb2 n−d

2 d′), where the
second term emerges from the fact that the d′ address
bits used to set the CSWAP routers have to be copied
b times using long-range operations and routed through
each corresponding copy of the single-bit readout frame-
work as depicted in Fig. 15. Moving to Stage II, the in-
fidelity is O(bIII + 2d(ϵLb2 n−d

2 )), where the second term
is for the 2d times when |qi⟩ is transmitted to all the |qj

i ⟩
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FIG. 14: (a) Qubit layout for the memory querying stage (II) of the unified quantum lookup architecture framework
described in Fig. 8, Section III. (b) Qubit layout for the memory querying stage (III) of the unified quantum lookup
architecture framework described in Fig. 8, Section III.

registers. For Stage III, the infidelity is O(bIIII) as each
of the b bits is retrieved from the corresponding copy of
the readout framework when the procedure is finished.
Aggregating the infidelities across these stages, observ-
ing that the extra terms only amount to an additional
(bII) factor and following Eq. (11), we conclude that the
total infidelity for parallel b-bit readout is O(bI).

B. Sequential multi-bit readout

To read b-bit words in sequence, we extend the single-
bit framework in Fig. 13 by assuming that each mem-
ory location points to a b-qubit register instead of a sin-
gle qubit one and repeating the readout procedure (i.e.,
Stage III from Section III) for each bit of data. For
b = 2, this modification is presented in Fig. 17 where
the CNOT tree now has depth log λ

γ + log b and each leaf
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FIG. 15: A high-level scheme for parallel readout of word size b = 2, an extension to the scheme in Fig. 8.
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FIG. 16: A planar layout of our general quantum data
lookup framework for parallel multi-bit readout with a
word size of b = 6. Each square, labeled by qj

i ,
encompasses the planar layout for each copy of the
single-bit readout framework as depicted in Fig. 15.
The red line indicates the path used for long-range
operations responsible for diffusing the signal qi to all
the qj

i instances.

of the CNOT tree is connected to one of the b bits of
data. This allows the signal for a memory location to be
accessed to be shared amongst the b qubits. To achieve
a compact design, the planar H-tree design is used to lay
out the b qubits of each memory location. A high-level
view of this schematic is given in Fig. 18. To retrieve the
kth bit of data, |q′(k)

j ⟩ is swapped into the q′
j location at

iteration k after which Stage III is applied to retrieve the
data from the q′

j register. The asymptotic scaling for in-

fidelity, T count and qubit count for this design is given
below.
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FIG. 17: A high-level scheme for sequential readout of
word size b = 2, an extension to the scheme in Fig. 8.
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FIG. 18: A planar layout of the multi-bit register for each memory location in the quantum data lookup framework
with sequential readout having a word size of b = 4.

Theorem V.2. Consider the QRAM with the high-level
scheme in Fig. 17 with N memory locations. Let b =
2d′′ be the word size, n = log N . Let b = 2d′′ be the
word size, n = log N , λ = 2n−d be the partition size and
γ = 2n−d−d′ be the size of a CNOT tree with d′ ≤ d ≤
n. Also, let I be the infidelity of the single-bit readout
framework in Theorem III.1. Then, the infidelity of this
circuit is Õ(bI + b2εI). Moreover, the T count is O( N

γ +
N
λ log N

λ + bλ), and qubit count is O(log N
λ + bλ).

Proof. Before reading out the b memory bits, the analysis
follows the same as in Theorem III.1 which yields O(bI)
infidelity. There is an additional qubit idling error to be
considered. It takes O(2d′′ + n − d + d′′) time to transfer
b memory bits out sequentially. The idling qubits are the
memory qubits and the CSWAP router status bits, hence
the total idling error is O(εI(2d′′ +d′)(2d′′ +n−d+d′′) =
Õ(b2εI).

The number of CSWAP routers and linear routers is
unchanged for Stages I and II but the CSWAP routers
are used b times in Stage III. Hence, the T count is O( N

γ +
N
λ log N

λ +bλ) where each term matches the count for each
Stage respectively. The qubit count is O(d + 2n−d+d′′) =
O(log N

λ +bλ) as the size of the H-tree design for Stages II
and III are scaled by b due to the deeper CNOT trees.

VI. CONCLUSION

In this work, we construct a general quantum data
lookup framework and describe how it can be arranged on

a planar grid with local connectivity. Further, we demon-
strate that for specific choices of parameters, this frame-
work can be made to be simultaneously noise-resilient
as well as resource-efficient i.e., having a sub-linear de-
pendency on memory size for qubit count, T count, and
query infidelity. The versatility of our framework in high-
lighted as it provides the blueprint for describing a family
of circuits for quantum data lookup with various space,
time, and noise resiliency trade-offs.

As the community moves beyond NISQ architectures
to designing error-corrected implementations of quantum
hardware [37–41] there is an urgent need to design highly
resource-optimal components for quantum applications.
For instance, initially, T gates would be considered an
expensive resource so the focus would be on minimizing
the T count. However, future improvements in large-scale
quantum hardware and quantum error correction could
dramatically reduce the cost of T gates, which would
shift the focus to minimizing the query infidelity. Having
sub-linear infidelity scaling in this setting would imply
that smaller distance error correcting codes can be used
to minimize overall errors and lead a to reduced qubit
count. In this way, we expect the space-time trade-offs
that result from this work to be repeatedly harnessed for
the realization of end-to-end implementations of quan-
tum algorithms using the evolving state-of-the-art hard-
ware of its time [42].

The circuit designs presented in this work consider lim-
ited local connectivity with qubits laid out in a planar
grid. To the best of our knowledge, there has been no
prior comprehensive investigation into a resilient quan-
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tum lookup table framework for real-world applications
that takes into account both resource limitations and
local connectivity. However, we believe that our gen-
eral framework would be noise resilient and can be more
resource-efficient than prior work irrespective of the con-
straints imposed by connectivity. For instance, assuming
only nearest neighbor connectivity is among the more re-
strictive regimes and having some long-range connectiv-
ity for free improves query infidelity as we show in Ap-
pendix A. A thorough analysis of how our framework
would perform for other qubit topologies is left for fu-
ture work.

Our fine-grained analysis of noise resiliency can be put
to use in practice by replacing those error terms with
the noise models or behavior exhibited by the hardware
of choice. Explicitly separating the different sources of
error can aid in understanding how hardware behavior
contributes to the overall query infidelity. This, in turn,
can help identify any bottlenecks or design improvements
that may be needed to improve hardware capabilities and
implement quantum data lookup successfully.

Our framework recovers previous proposals for quan-
tum data lookup for different choices of parameters. For
example, with λ = N and γ = 1, we recover the noise-
resilient bucket brigade QRAM design; with λ =

√
N

and γ = 1, we recover a variant of the SELECT-SWAP
design; and with λ = 1 and γ = 1 we recover the QROM
design. Hence, we feel justified in considering our de-
sign to be a unifying framework. On the other hand, we
acknowledge that one parameter regime that is not cov-
ered by our framework is the indicator function design
from [23] that has

√
N T-count and logarithmic query

depth. We conjecture that this design has linear infi-
delity scaling but studying whether it can be made noise
resilient while still maintaining the same T-count is left

for future work.
While we presented a straightforward method to re-

set the qubits used for table lookup, it will result in a
doubling of the T count and query infidelity. Another
approach would be to use measurement-based uncompu-
tation as discussed in [21, Appendix C]. This will lead
to an increase in classical processing to deal with the
mid-circuit measurement outcomes but not add too much
overhead in terms of unitary operations. The further
study needed to determine whether this will maintain the
sub-linear scaling in infidelity is left as an open question.

There exists an implicit assumption that the planar
layout and local connectivity versions of both our frame-
work and the bucket-brigade QRAM require the use of
error correction to drive gate errors below some criti-
cal threshold. Without this, the designs can fail to be
error-resilient. The bottleneck here is the difficulty in
implementing the entanglement distillation that is used
for long-range operations. For distillation to be effective,
it is necessary that the initial error of noisy Bell pairs –
determined solely by gate errors – be below some thresh-
old. We leave as an open question whether this threshold
can be raised by more sophisticated techniques such as
using quantum repeaters negating the need for error cor-
rection.
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Appendix A: Limited long-range connections

In this section, we consider variations in qubit architectures that allow for limited long-range connectivity. Examples
include superconducting qubits with long-range connections for LDPC codes or those where qubits can be coupled
with photons that can be used to create high-quality Bell states. We study how the assumption of allowing only a
few gates to be able to act long-range without overhead impacts infidelity. Unlike in the main text, we assume that
there are only two ways in which to perform long-range interactions: (i) using a limited number of almost perfect Bell
pairs that can be used to perfectly perform long-range operations; and (ii) creating noisy GHZ states linked between
source and target qubits as described in Section III.

1. Bucket-brigade model

First, consider the planar bucket-brigade model from Section IV A. We allow the first k level of CSWAP routers
the ability to perform long-range operations without any errors and produce a modified version of Theorem IV.4.

Corollary A.1. Let the first k level routers in the bucket-brigade QRAM of Fig. 11a have the ability to perform
long-range operations without any overhead. For N memory locations, the improved fine-grained infidelity of the basic
planar layout (Fig. 11b) scales as

O
(

2− k
2 log N

√
NεQ + log Nεs + log2 Nεcs + log2 NεI

)
. (A1)

Proof. The result largely follows from the proof of Theorem IV.4 along with two modifications. First, adjust the
initial value of ℓ in Eq. (7) from 1 to k as all levels up to k will not contribute to query infidelity. Additionally, as the
remaining long-range operations only use GHZ states as a resource, its contribution to infidelity is m · εQ for GHZ
states of length m from Lemma IV.1. As m <

√
N , we can upper bound this contribution as O(

√
NεQ). Since no

magic state distillation is applied, the total idling time for each CSWAP router Rℓ is O(T − ℓ), which leads to an
overall log2 N error contribution from the idling error. This gives the desired result.

When k equals log N , the planar layout achieves the expected O(log2 N) infidelity scaling from [24].

2. General framework

We study the effect of allowing the first k level of CSWAP + CNOT routers in Stages I and II of the general
framework from Section III the ability to perform long-range operations without any error and produce a modified
version of version of Theorem III.1.

Corollary A.2. Consider the quantum data lookup structure with the high-level scheme in Fig. 8 with N memory
locations. Let n = log N , λ = 2n−d be the partitions size, and γ = 2n−d−d′ be the size of a CNOT tree with d′ ≤ d ≤ n.
Let the first k-levels of the CSWAP + CNOT routers in Stages I and II have the ability to perform long-distance SWAP
gates without any overhead. Let E denote the sum of all but εL error in Theorem III.1, then the infidelity of the circuit
is

Õ

(
εQ

(
2− k

2
√

λ + 2− k
2

N√
λ

+ γN

λ

)
+ E

)
, (A2)

for k ≤ d′, and

Õ
(

εQ

(
2−kN + 2− k

2
√

λ
)

+ E
)

, (A3)

for d′ < k ≤ n − d.

Proof. For k ≤ d′, in stage I the GHZ error induced from qubit error is d′2 n−d−k
2 εQ, and in Stage II the GHZ error

is 2d(2 n−d−k
2 + 2n−d−d′)εQ. The remaining error analysis follows from Theorem III.1, and combining these yields the

desired GHZ error.
For k > d′, in stage I there is no GHZ error, in stage II the GHZ error comes from the CNOT tree, which becomes

2d ·2n−d−d′−(k−d′)εQ. The remaining error analysis follows from Theorem III.1, and combining these yields the desired
GHZ error.
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Corollary A.2 illustrates the challenging nature of achieving optimal scaling in various aspects by balancing the
parameters λ and γ with a budget of performing O(2k) long-range operations without overhead. It becomes apparent
that striking the perfect balance is a formidable task as it adds parameter that needs to be optimized.

However, for some limited flexibility in choices for d = log
(

N
λ

)
, d′ = log

(
λ
γ

)
, and the long-range budget 2k, we try

to provide some additional insights. For instance, within the realm of Õ(N3/4) T count, we tabulate how the exponent
determining how infidelity scales for increasing values of k ∈ {0, d′/4, d′/2, 3d′/4, d} in Tables V to IX respectively.
Specifically for the green regions in these tables, we find that:

1. When d′ is relatively small, specifically when d′ ≤ n/4, the presence of long-range connectivity does not decrease
infidelity. This is because the primary source of error originates from the CNOT tree section of the circuit.

2. Any further decrease in infidelity becomes unattainable when k exceeds d′/2. This is because, when k > d′/2,
the predominant factor contributing to the error is the idling error by Eq. (A2).

3. The greater the value of d′ that can be accommodated, the more favorable the infidelity scaling becomes. This
is because larger values of d′ serve to diminish both the long-range errors as well as the idling error for the
CNOT tree.

4. Increasing the value of d leads to a more favorable qubit count, as the qubit count scales as O(2n−d). However,
this sets up a trade-off between selecting a larger value of d for improved qubit count or a larger value of d′ for
reduced infidelity within the O(N3/4) T-count regime.

Extending the analysis naturally allows the initial k levels in the route-in procedure to perform long-range operations
without overhead, while permitting the final k′ levels in the route-out procedure to do the same. In a practical context,
this can be likened to having a long-range budget of 2d+k for the route-in and a long-range budget of 2k′ for the route-
out process. The objective is to strike a balance between the values of k and k′ to attain the most favorable scaling
of infidelity.

We can briefly argue that it is not useful to separately consider k vs. k′ in the regime that yields sublinear infidelity
and T count. This is because the long-range error from route-out only dominates that of route-in when k > 2d, at
which point a non-zero k′ is required to suppress the long-range error from the route-out procedure. However, we
observed that k is only meaningful for k ≤ d′

2 , and it only improves the infidelity for cases where d ≤ d′

2 , which
contradicts the condition where k > 2d.

TABLE V: The exponent of infidelity scaling is examined for N = 2n with zero long-range budget, while varying d
and d′ subject to the constraint d + d′ ≤ n, where λ = 2n−d and γ = 2n−d−d′ .

TABLE VI: The exponent of infidelity scaling is examined for N = 2n with k = d′/4, while varying d and d′ subject
to the constraint d + d′ ≤ n.
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TABLE VII: The exponent of infidelity scaling is examined for N = 2n with k = d′/2, while varying d and d′ subject
to the constraint d + d′ ≤ n.

TABLE VIII: The exponent of infidelity scaling is examined for N = 2n with k = 3d′/4, while varying d and d′

subject to the constraint d + d′ ≤ n.

TABLE IX: The exponent of infidelity scaling is examined for N = 2n with k = d′ long-range budget.
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