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The conventional point-to-point setting of a Quantum Key Distribution (QKD) protocol typically
considers two directly connected remote parties that aim to establish secret keys. This work proposes
a natural generalization of a well-established point-to-point discrete-modulated continuous-variable
(CV) QKD protocol to the point-to-multipoint setting. We explore four different trust levels among
the communicating parties and provide secure key rates for the loss-only channel and the lossy &
noisy channel in the asymptotic limit. Our study shows that discrete-modulated CV-QKD is a
suitable candidate to connect several dozens of users in a point-to-multipoint network, achieving
high rates at a reduced cost, using off-the-shelf components employed in modern communication
infrastructure.

I. INTRODUCTION

Quantum Key Distribution (QKD) [1, 2] is a well-
established protocol for information-theoretically secure
key establishment by two remote parties. Continuous-
Variable (CV) QKD protocols [3] offer implementation
simplicity, requiring only readily available off-the-shelf
technology like lasers and photodiodes used for homo-
dyne or heterodyne detection. Hence, CV-QKD emerges
as a prospective candidate for widespread deployment of
Quantum Key Distribution in urban areas. Nevertheless,
while QKD allows the establishment of secret keys be-
tween two parties, enabling point-to-point connections,
modern telecommunication networks interconnect multi-
ple entities. Consequently, QKD needs to be extended to
the multi-user setting to align with the requirements of
modern communication systems.

Based on the modulation scheme, two distinct fam-
ilies of CV-QKD protocols are known: those employ-
ing Gaussian modulation (GM) [4–10] and those utiliz-
ing discrete modulation (DM). The security analysis of
Gaussian-modulated protocols benefits from symmetry
arguments [11, 12], significantly simplifying the analyti-
cal process. However, it is essential to note that Gaussian
modulation remains an idealization that has never been
achieved in implementations. In contrast, protocols with
discrete modulation [13–15] take finite constellations into
account but come with less symmetry, making the secu-
rity analysis hard and complicated [16–25].

While several studies have delved into multiparty QKD
involving discrete variables [26–29] (see also Ref. [30]
for a comprehensive review), and recently also Gaussian
modulated CV-QKD [31, 32], the exploration of multi-
user CV-QKD with discrete modulation remains rela-
tively uncharted.
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In this work, we extend a general discrete-modulated
CV-QKD protocol that has been extensively studied in
the standard setting [16–20, 22–25] to the multi-user case,
employing a “cheap source”, which is a source that re-
quires only off-the-shelf components and differs from the
single-user source only by several additional beam split-
ters. We use an analytical security proof technique [13] to
explore various multi-user scenarios with different trust
levels for noiseless channels. Additionally, we generalize
a recent numerical security proof technique [17, 33, 34]
to the multi-user setting and analyze selected cases for
general channels.

This work is organized as follows. We start with a
description of the general discrete-modulated CV-QKD
protocol considered in this work in Section II, followed by
a discussion of different trust scenarios in multi-user net-
works in Section III. In Section IV, we consider the loss-
only channel and prove asymptotic security for this sce-
nario. In Section V, we lift this assumption and provide
a method for asymptotic security analysis for a general
lossy & noisy channel. We present results both for loss-
only and lossy & noisy channels in Section VI and sum-
marize and conclude our work in Section VII. Lengthy
calculations and a comparison of our numerical method
with our analytical benchmark are given in the Appen-
dices.

II. PROTOCOL DESCRIPTION

A. Multi-User CV-QKD with Discrete Modulation

We analyze a multi-user version of a general discrete-
modulated CV-QKD protocol known from standard
(two-user) QKD. Therefore, let us briefly describe the
multi-user protocol analyzed in the present work. Let
NSt ∈ N be the number of different signal states trans-
mitted by a single Alice in the protocol and NB ∈ N

ar
X

iv
:2

40
6.

14
61

0v
1 

 [
qu

an
t-

ph
] 

 2
0 

Ju
n 

20
24

mailto:florian.kanitschar@outlook.com


2

the number of Bobs (receivers) in the network. We
introduce the short-notations [m] := {1, 2, ...,m} and
[m]−1 := {0, 1, ...,m − 1}, where m ∈ N. Then, the
protocol steps read as follows.

1 State preparation— Alice prepares a coherent
state |α⟩ with α ∈ {α0, ..., αNSt−1} with probabili-
ties p0, ..., pNSt−1 according to some probability dis-
tribution. This state passes a quantum optical net-
work of beamsplitters that split the signal equally
into NB parts and distribute those NB signals to
the NB Bobs via NB quantum channels.

2 Measurement— Each of the Bobs receives the
quantum signal and performs heterodyne detection,
determining the q and p quadrature of the received
state. The measurement outcome y

(i)
k ∈ C of Bob i

is stored in his private register, where i ∈ [NB ] and
k ∈ [N ] is used to label the round.

Steps 1 and 2 are repeated N times.

3 Statistical testing — Once the quantum phase of
the protocol is completed, Alice and the NB Bobs
communicate over the classical channel to perform
statistical tests. If the test passes, they proceed
with the protocol. Otherwise, they abort. Note
that - depending on the specific trust assumptions
between different users - the tests between Alice
and certain Bobs might fail, while the tests between
other users might pass.

4 Reverse reconciliation key map— Each of the
Bobs performs a reverse reconciliation key map,
where he maps his measurement results y(i)k to dis-
crete values z

(i)
k ∈ {0, ..., NSt − 1,⊥}. This phase

allows for postselection, where discarded results are
mapped to ⊥.

5 Error correction— Alice and each of the Bobs
communicate over the classical channel to correct
their raw keys x̃ and z̃(i) for i ∈ [NB ].

6 Privacy amplification— Finally, the communi-
cating parties perform privacy amplification. De-
pending on the trust structure, the details of this
phase differ slightly.

B. QPSK Modulation and Key Map

While the presented arguments apply independently
of the chosen discrete modulation scheme and the value
of NSt, for illustration purposes, we present numerical
results for a quadrature phase-shift keying (QPSK) pro-
tocol, where Alice prepares NSt = 4 states (each with
probability 1/4) that are evenly distributed on a circle
with radius |α|. Then, the key map, which is performed
by each of the Bobs in step 4 of the protocol description
above, reads as follows, ∀j ∈ [NB ] :

FIG. 1. Sketch of CV-QKD setup with discrete modulation
connecting one Alice with multiple Bobs. For ease of presen-
tation, we sketch only four Bobs, albeit our work covers the
general case with NB Bobs, which can be easily realized with
beamsplitters. In particular, the case for NB = 2k can be
easily implemented by trees of 50 : 50 beamsplitters of depth
k.

z̃
(j)
k =



0 if − π
4 ≤ arg

(
y
(j)
k

)
< π

4 ∧
∣∣∣y(j)k

∣∣∣ ≥ ∆r,

1 if π
4 ≤ arg

(
y
(j)
k

)
< 3π

4 ∧
∣∣∣y(j)k

∣∣∣ ≥ ∆r,

2 if 3π
4 ≤ arg

(
y
(j)
k

)
< 5π

4 ∧
∣∣∣y(j)k

∣∣∣ ≥ ∆r,

3 if 5π
4 ≤ arg

(
y
(j)
k

)
< 7π

4 ∧
∣∣∣y(j)k

∣∣∣ ≥ ∆r,

⊥ otherwise,
(1)

where arg(y) denotes the argument of the complex num-
ber y, and ∆r ≥ 0 is an optional postselection parameter.

III. TRUST SCENARIOS

When Alice distributes quantum signals to NB Bobs,
several trust scenarios for key generation are possible. In
what follows, we consider four different scenarios.

a) Alice and one particular Bob trust each other, but
distrust all other NB − 1 Bobs. Alice aims to es-
tablish secret keys with the trusted Bob.

b) Alice and a group of 1 < MB < NB Bobs trust
each other but distrust all other NB − MB Bobs.
Alice aims to establish secret keys with one of the
trusted Bobs.

c) Alice and all NB Bobs trust each other. Alice aims
to establish secret keys with one (trusted) Bob.

d) Alice trusts a group of 1 ≤ MB ≤ NB Bobs. The
MB Bobs are assumed to be legitimate parties, i.e.,
they do not collaborate with Eve, but also aim for
their own private key with Alice, independently of
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FIG. 2. Illustration of different trust scenarios, with a) and
c) as special cases of b) for MB = 1 and MB = NB .

all other Bobs. Alice aims to simultaneously estab-
lish secret keys with all trusted Bobs.

Note that a) and c) are special cases of b) for MB = 1
and MB = NB , resp. For ease of notation, without loss
of generality, we assume that the first MB Bobs are the
trusted ones while the last NB −MB are untrusted. We
note that the classical protocol phase in trust-scenario
d) fundamentally differs from that in cases a) - c). Here,
Alice establishes different secret keys with all the collab-
orating Bobs, i.e., each of those Bobs sends syndromes
Si over the classical channel. However, the syndrome of
Bob i can leak information about Bob j ̸= i, which must
be considered in the key rate calculation. One way to
avoid this leakage is encrypting the syndromes sent via
the classical channel.

IV. THE LOSS-ONLY CHANNEL

First, we restrict our considerations to the case of the
loss-only channel, i.e., we assume that there is no noise.
To simplify the presentation, we assume symmetric chan-
nels, i.e., the channels connecting Alice with each of the
Bobs are all characterized by the same loss parameter η.
However, our method is not restricted to this case and,
at the cost of less instructive expressions, accommodates
the general, non-symmetric case as well. We generalize
the proof method from Ref. [13] to the multi-user case.
Note that [13] discusses only a two-state protocol with
heterodyne detection; generalizations to protocols with
four and higher number of states can be found, for ex-
ample, in [17, 22, 35]. In the absence of channel noise, it is
known that Eve’s optimal attack is the generalized beam-
splitter attack, i.e., given that Alice prepared a coherent
state |αx⟩, for a channel with loss parameter η, Bob re-
ceives

∣∣√ηαx

〉
, while Eve’s share is |ϵx⟩ :=

∣∣√1− ηαx

〉
.

Here, x ∈ [NSt]−1 labels the state Alice prepared. In
what follows, we are always interested in the secure key
rate between Alice and one of the Bobs, given certain
trust assumptions on the other Bobs as described in the
previous section. To simplify our presentation, we as-

sume that the channels connecting Alice with each of the
Bobs are identical, i.e., all channels are described by the
same loss-parameter η. However, we want to emphasize
that our argument also works for the general case at the
cost of more complicated and less instructive expressions.
Therefore, due to symmetry, the key rates between Alice
and all of the (trusted) Bobs are the same. We denote the
Bob with whom Alice aims to establish a secret key with
Bj . Then, the asymptotic secure key rate for cases a) - c)
is given by the well-known Devetak-Winter formula [36]:

R∞ = βI(A : Bj)− χ(Bj : E), (2)

where β is the reconciliation efficiency, I(A : Bj) denotes
the mutual information between Alice and Bob j and
χ(Bj : E) is the Holevo information, a quantity bound-
ing Eve’s information about the trusted Bob’s quantum
state.

However, for d), where each of the Bobs aims to gen-
erate a key with Alice and does not want the other Bobs
to hold any information about his key, it is required to
take the other Bobs into account. As already discussed
in Ref. [31], the Holevo information must be replaced
with the maximum of the mutual information held by Eve
or any of the other Bobs. Thus, the modified Devetak-
Winter formula reads

R∞ = βI(A : Bj)−max

{
χ(Bj : E),max

i ̸=j
{I(Bj , Bi)}

}
.

(3)
In both cases, the main task is to calculate the Holevo
quantity, bounding Eve’s information for the given sit-
uation, since quantifying the correlation between the
Bobs for trust scenario d) does not involve Eve’s sys-
tem. Therefore, we aim to describe Eve’s system as an
orthonormal system.

A. Direct Proof

To illustrate the idea and to point out an issue with a
direct analytical approach, let us first focus on scenario c)
from the previous section, where Alice trusts all Bobs and
aims to establish keys with Bob i and performs the QPSK
protocol from Section II B. Assume Alice prepared |αx⟩ in
her lab. She splits the state into NB equal shares and dis-
tributes them over NB noiseless channels characterized
by a transmittance η to all Bobs. The Bob with whom
Alice aims to establish keys then obtains

∣∣∣√ η
NB

αx

〉
. Eve

performs a generalized beamsplitting attack and obtains
|βx⟩ :=

∣∣∣√ 1−η
NB

αx

〉
from each of the channels. The goal

is to find a low and finite-dimensional way to represent
and diagonalize this state, allowing us to calculate the
Holevo quantity.

As we show in Appendix A for a general phase-shift
keying protocol, we can express Eve’s state given Alice
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prepared |αx⟩ as a superposition of basis states |bz⟩,

|Ψx⟩E =

3∑
z=0

cze
i arg(βx)z |bz⟩E ,

where the coefficients have the form

cz =

√√√√√√
3∑

a1,...,aNB−1=0∑
s as=z

NB∏
s=1

kas , (4)

with

kj := e−|β|2
∞∑
s=0

|β|2(NStns+j)

(NStns + j)!

for j ∈ {0, 1, 2, 3}. Note that we omitted the subscript x
in βx because of the symmetry of the considered QPSK
protocol. The special form of |Ψx⟩E allows an ana-
lytic calculation of the Holevo quantity χ(B : E) =

H(ρE) −
∑3

j=0 P (Z = j)H(ρE,j), where ρE,j is Eve’s
conditional state given that Bob measured the symbol
associated with j,

ρE,j :=

3∑
x=0

P (X = x, Z = j)

P (Z = j)
|Ψx⟩⟨Ψx|E

and ρE :=
∑3

j=0 P (Z = j)ρE,j .
However, as the number of summands in (4) grows ex-

ponentially with the number of Bobs involved, i.e., as
4NB−1. So, even for QPSK with NSt = 4 the calculation
of the coefficients cz becomes already time-consuming
(and potentially inaccurate) for double-digit NB . Thus,
it is evident that one requires a more efficient method for
a larger number of Bobs (and/or a larger number of sig-
nal states). The same applies to the case where we trust
some but not all of the Bobs, which, in principle, can be
done similarly, but suffers from the same computational
issue.

B. Reduction to Single Bob Case

As the optimal attack in the loss-only scenario is
known, this might allow for simplifications or even re-
ductions from the NB Bobs to a n < NB Bob case. For
the following argument, we consider the most general sce-
nario b), where Alice distributes quantum signals to NB

Bobs where only MB are trusted, while all other NB−MB

Bobs are assumed to collaborate with Eve. Since cases a)
and c) are special cases thereof, they follow from the gen-
eral case by setting MB = 1 and MB = NB . We do not
restrict our considerations to a specific (discrete) mod-
ulation pattern, hence, in general, Alice samples states
from an arbitrary discrete set {α0, ..., αNSt−1} according
to some discrete distribution. Again, to simplify the ar-
gument, we assume that the channels between Alice and

each of the Bobs are characterized by the same loss pa-
rameter η. If we set η := maxi{ηi}, we obtain valid lower
bounds for the key rate in the asymmetric case. However,
a tight derivation for the general non-symmetric case can
be done along similar lines, leading to less instructive
explanations and significantly more complicated expres-
sions.

We start by modeling the channel behavior. Since
we assume MB Bobs are trusted, we can attribute the
NB − MB untrusted outputs of Alice’s lab directly to
Eve. Thus, we replace the 1 : NB beamsplitter in Al-
ice’s lab by a MB

NB
: NB−MB

NB
beamsplitter BS 1, where

the second output
∣∣∣√1− MB

NB
αx

〉
E′

is directly routed

to Eve. The trusted output
∣∣∣√MB

NB
αx

〉
B′

hits another
(multi-port) beam-splitter BS 2, dividing the input sig-
nal into MB equal shares

⊗MB

l=1

∣∣∣ 1√
NB

αx

〉
B′′

l

, one for each

trusted Bob. Each of those signals propagates through a
separate lossy quantum channel, where according to the
general beam splitting attack (with a set of beam split-
ters, BS 3), Eve obtains each a share

∣∣∣√ 1−η
NB

αx

〉
El

, while

each of the Bobs receives
∣∣∣√ η

NB
αx

〉
Bl

.

The whole procedure can be summarized as,

|αx⟩
BS 17→∣∣∣∣∣

√
MB

NB
αx

〉
A′

⊗

∣∣∣∣∣
√
1− MB

NB
αx

〉
E′

BS 27→

MB⊗
l=1

∣∣∣∣ 1√
NB

αx

〉
A′′

l

⊗

∣∣∣∣∣
√
1− MB

NB
αx

〉
E′

BS 37→

MB⊗
l=1

(∣∣∣∣√ η

NB
αx

〉
Bl

⊗
∣∣∣∣√1− η

NB
αx

〉
El

)
⊗

∣∣∣∣∣
√
1− MB

NB
αx

〉
E′

.

In the following, we make use of two facts: (i) We
can efficiently solve the single Bob case in which Eve
holds a single coherent state, and (ii) unitary transfor-
mations on Eve’s systems leave her Holevo information
invariant. Therefore, we try to unitarily combine all sep-
arate coherent states that Eve holds into a single coherent
state. We use photon number conservation as a shortcut
to obtain the magnitude of the single coherent state of
Eve and search for a unitary transformation that com-
bines the outputs E′ and all the El such that Eve holds∣∣∣√1− MBη

NB
αx

〉
E

while having the vacuum state in all
other systems. In other words, we ask if there exists a
linear optics transformation with complex coefficients a
and bl for l ∈ [MB ] such that

a

√
1− MB

NB
αx +

MB∑
l=1

bl

√
1− η

NB
αx =

√
1− MBη

NB
αx

|a|2 +
MB∑
l=1

|bl|2 = 1
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holds. Due to symmetry we anticipate that ∀l ∈
[MB ] : bl =

b√
MB

holds and obtain the solution

a =

√
NB −MB

NB −MBη
,

b =

√
MB(1− η)

NB −MBη
.

Hence, we could show that Eve can superpose all
her coherent states into a single mode |Ψx⟩E =∣∣∣√1− MBη

NB
αx

〉
E

which is in a tensor product with vac-
uum states only by quantum optical operations (i.e.,
beam splitters). Thus, we have simplified the general NB

user scenario effectively to a single Alice to Bob scenario
with a modified Eve term, which allows us to calculate a
lower bound on the secure key rate without exponentially
growing terms like in the direct approach in Section IVA.
In fact, the computational demands are now independent
of the number of users and, therefore, scalable. Note that
by setting MB = 1, we obtain

∣∣∣√1− η
NB

αx

〉
E

, which
is the result we expect for the particular case of trust-
scenario a), and for MB = NB , corresponding to trust-
scenario c), we obtain

∣∣√1− ηα
〉
E

, which as well meets
expectations for this particular case. The Holevo quan-
tity can then be calculated along the same lines as in the
previous section and we yield the same results as with
the direct method, but significantly quicker. The mu-
tual information between Alice and Bob i is calculated
similarly to the single-user case, always keeping in mind
that the key-generating Bob only receives

∣∣∣√ η
NB

αx

〉
. A

similar consideration allows for calculating the mutual
information between Bob i and other Bobs. Then, the
asymptotic secure key rate for scenarios a) - d) follows
immediately. We present results for key rates in Sec-
tion VI.

V. THE LOSSY & NOISY CHANNEL

Having dealt with the loss-only case in the previous
section, it remains to derive secure key rates for the multi-
user scenario for general (i.e., lossy & noisy) channels.
The results we obtained for the loss-only case then serve
as a benchmark for low noise parameters in the general
case and represent upper bounds on those general key
rates. We analyze the general case for arbitrary discrete
modulation using the numerical security proof method
introduced in Refs. [33, 34] and applied in Refs. [17, 19,
24] to DM CV-QKD, focussing on the asymptotic case.
In what follows, we briefly explain the idea of the security
proof method for the single Bob case and show how it is
adapted and applied to the multi-user case. We refer to
Refs. [17, 19, 33, 34] for further details.

A. Introduction to the Numerical Method Used

We aim to calculate secure key rates for the protocol
introduced in Section II, where Bob performs heterodyne
detection, described by a POVM {|ζ⟩⟨ζ|}ζ∈C, while in the
source-replacement [37, 38] picture, Alice’s POVM reads
{|i⟩⟨i|}NSt−1

i=0 .
Applying the dimension reduction method [19], one

can rewrite the Devetak-Winter formula as the follow-
ing optimization problem.

R∞ = min
ρ∈S

H (Z|E)Φ(ρ) − δEC −∆(W ), (5)

where S is a subset of the set of all density operators
defined by physical requirements and experimental ob-
servations, Φ is a quantum channel describing the pro-
tocol steps, δEC denotes the error-correction leakage,
W ≥ Tr

[
ρΠ⊥] is the so-called weight of the state outside

some finite-dimensional cutoff space Hfin of H with Π⊥

being the projection onto the complement of that space,
and

∆(W ) :=
√
W log2(|Z|) + (1 +

√
W )h

( √
W

1 +
√
W

)
(6)

is the improved weight-dependent correction term
from [39].

Intuitively, the task is to minimize the key rate over
all density matrices compatible with the observations. It
turns out that this optimization problem can be rewrit-
ten as a semi-definite program with a non-linear objective
function. The method introduced in Refs. [33, 34] tackles
this optimization problem by a two-step process. In the
first step, a linearized version of the problem is solved it-
eratively, using, for example, the Frank-Wolfe algorithm
[40]. The output of step 1, which is only an approximate
solution to the problem, is then turned into a reliable
lower bound in step 2, using SDP duality theory. Addi-
tionally, the influence of numerical constraint-violations
on the result is taken into account. The gap between step
1 and step 2 can be used to monitor the result’s quality.
In almost all cases, the results of step 1 and step 2 (which
represent an upper- and lower bound on the secure key
rate, respectively) differ only negligibly, indicating tight
lower bounds.

This method allows us to consider untrusted ideal and
trusted non-ideal detectors, as described in [18]. Fol-
lowing the notation there, we denote the trusted detec-
tion efficiency of Bob’s detectors by ηD and the trusted
electronic noise by νel. For simplicity, we assume that
both homodyne detectors, forming one heterodyne detec-
tor, are characterized by the same parameters (ηD, νel).
Note that this can be easily achieved by choosing ηD :=
min(ηD,1, ηD,2) and νel := max(νel,1, νel,2), which leads
to slightly pessimistic, but secure lower bounds.

The method and its extensions introduced in the
present paper build up upon code from Ref. [24] (which
builds up upon code by Ref. [19]) and was implemented
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in Matlab® version R2022a. The convex optimization
problems are modeled using CVX [41, 42], and we used
the MOSEK solver (version 10.0.34) [43] to solve semidef-
inite programs numerically.

B. Generalization to Multiple Bobs

Now, let us generalize this method to the case of multi-
ple Bobs. As untrusted Bobs are assumed to collaborate
with Eve, we can immediately reduce the general case to
scenario b) by attributing all information that goes to
untrusted Bobs directly to Eve. Since in QKD, we con-
servatively assume that all losses are due to Eve, we can
include untrusted Bobs simply by modifying η 7→ MB

NB
η.

Without loss of generality, to simplify notation, we as-
sume that the first MB Bobs are trusted. The crucial
part for all four scenarios is to quantify Eve’s informa-
tion about the key. Since scenarios a) and c) are special
cases of scenario b), and the expression for Eve’s infor-
mation about the key in scenario d) is the same as in
scenario b) (see Eqs. (2) and (3)), we can discuss the
main task for all four cases at once.

We analyze the generalized problem within the post-
processing framework of Refs. [17, 19]. Therefore, let S
denote the set of density matrices compatible with the ex-
perimental observations and the requirement that Alice’s
reduced density matrix remains unchanged. Let us de-
note Alice’s, the Bobs’ and Eve’s quantum systems by A,
Bi, and E, respectively, whereas Eve’s system purifies Al-
ice’s and the Bobs’ joint density matrix, i.e., ρAB1...BMB

E

is pure. Furthermore, let Ā and B̄i denote Alice’s and
each of the Bobs’ private registers, and let us use tildes
to denote their public registers, Ã, B̃i, for i ∈ [MB ]. Let
be j, the index for the key generating Bob. The values
stored in the register are drawn from alphabets Sa, Sb, Sα

and Sβ , respectively. Finally, let X and Z denote Alice’s
and Bob j’s key register. Alice’s and the Bobs’ measure-
ments can be described by a measurement channel M,

M(j)
(
ρAB1...BMB

E

)
=
∑
k,l

|ak⟩⟨ak|Ã ⊗ |αk⟩⟨αk|Ā ⊗ |bl⟩⟨bl|B̃j
⊗ |βl⟩⟨βl|B̄j

⊗
[√

P
(k)
A ⊗

√
P

(l)
Bj

]
ρABTE

[√
P

(k)
A ⊗

√
P

(l)
Bj

]
,

(7)

where
{
P

(l)
Bj

}
denotes Bob j’s POVM, and we implicitly

assume that on registers we do not mention explicitly, we
perform the identity. The action of the key map can be
represented by the following isometry

V =
∑

Sa,Sb,Sβ

|g(a, b, β)⟩Z ⊗ |a⟩⟨a|Ã ⊗ |b⟩⟨b|B̃j
⊗ |β⟩⟨β|B̄j

,

(8)
where the g : Sa×Sb×Sβ → {0, ..., NSt,⊥} is the key map
function and ⊥ is the symbol we use to denote discarded

signals. Then, the final classical-quantum state between
the key register and Eve reads

ρ̃Z[E] = V TrAĀB1...Bj−1BjB̄jBj+1...BMB
[M (ρABTE)]V

†

= TrAĀB1...Bj−1BjB̄jBj+1...BMB

[
VM (ρABTE)V

†]
= : Φ

(
ρAB1...BMB

E

)
.

(9)
The starting point for our examination in scenario b) is
the Devetak-Winter formula, which can be rewritten as

R∞ = I(X : Z)− I(Z : E) = H(Z|E)−H(Z|X),

where the occurring quantities are evaluated on the state
processed by the communicating parties. Here, Z and
X denote Bob j’s and Alice’s key string. Since we aim
for a lower bound on the secure key rate, we have to
minimize this expression over all states compatible with
all (trusted) Bobs’ observations. We replace the second
term with the actual error correction leakage δleak

EC and
thus are only left with an optimization over the first term.
We obtain

R∞ = min
S

H(Z|E)ρ̃ZE
− δleak

EC . (10)

For scenario d), along similar lines, we can rewrite the
key rate formula from Eq. (3) as

R∞ = min
{
min
S

H(Z|E)ρ̃ZE
,min

i
{H(Z|Bi)}

}
− δleak

EC .

(11)
Our main task in what follows is to determine

minS H(Z|E)ρ̃ZE
, which is the same for both cases. Fol-

lowing the ideas in [44], we can simplify H(Z|E)ρ̃ZE

further. To simplify notation, we extend the short
notation BT for B1...BMB

to BT\j in case we mean
B1, ..., Bj−1, Bj+1, ..., BMB

, i.e., to denote all Bobs’ reg-
isters but Bj . Then, note that ρ̃ABT

=
∑

i ZiρABT
Zi for

Zi being orthogonal projectors with
∑

i Zi = 1, which
allows us to rewrite the term we want to minimize

H(Z|E)ρ̃ZE

=H(ρ̃ZE)−H(ρE)

=H(ρ̃ABT
)−H(ρABT

)

=− Tr [ρ̃ABT
log2 ρ̃ABT

]−H(ρABT
)

=Tr [−ρABT
log2 ρ̃ABT

+ ρABT
log2 ρABT

]

=D (ρABT
||ρ̃ABT

) .

The first equality is the definition of the conditional en-
tropy; for the second equality, we use that ρABTE is pure,
and the fourth equality exploits the fact that ρ̃ABT

is al-
ready block-diagonal, hence we can replace the first ρ̃ABT

by ρABT
without changing the result. Finally, for the last

equality, we use the definition of the quantum relative en-
tropy. A more detailed argument follows the lines of [17,
Appendix A]. This justifies using the numerical method
from Refs. [33, 34], tailored for the quantum relative en-
tropy.
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Next, let us discuss the optimization problem for the
objective protocol in detail. Recall that Alice prepares
one out of NSt quantum states and sends them to the
Bobs, who are equipped with heterodyne detectors. In
every testing round, one of the Bobs measures to de-
termine the expected value of certain observables (in
our case n̂βi and n̂2

βi
as we will discuss later). In key-

generation rounds, all but one Bob act passively, while
the key-generating Bob’s POVM is

{
1
π |ζ⟩⟨ζ|

}
ζ∈C. Fi-

nally, in the source-replacement picture [37, 38], Alice’s
POVM is given by {|i⟩⟨i|}NSt−1

i=0 . For key generation, we
perform a key map that assigns measurement outcomes
lying in a certain region of phase space some logical bit-
value. Therefore, we need to combine the POVM ele-
ments corresponding to a certain region to obtain the
corresponding coarse-grained POVM (see also Ref. [17])

Rz
Bj

=
1

π

∫
Az

|ζ⟩⟨ζ| d2ζ, (12)

where Az labels the region. For the objective QPSK pro-
tocol, z ∈ {0, 1, 2, 3} and Az are wedges in phase space,
defined in Eq. (1). As outlined in [19], the key map for
our protocol simply copies Bob’s private register B̄ to Z,
hence we can relabel B̄ to Z. Thus, we finally obtain for
the postprocessing map Φ, defined in Eq. (9)

Φ (ρABTE) =

NSt−1∑
z=0

|z⟩Z ⊗ TrABT

[
ρABTE

(
Rz

Bj
∗ 1ABT\j

)]
,

(13)

where we introduced the notation ÔBj
∗ 1ABT\j :=

1AB1,...,j−1 ⊗ ÔBj ⊗ 1ABj+1,...,MB
for the operator Ô act-

ing on the j-th Bob system and identity operators acting
on Alice’ and all other Bobs’ systems. Furthermore, ac-
cording to Ref. [17, Appendix A], we omitted redundant
registers.

Similar to the single-Bob case [19], the expected coher-
ent state Bob receives in the case of a loss-only channel is
|βi⟩ = D̂(βi) |0⟩, where βi :=

√
ηαi and {βi}NSt−1

i=0 is a set
of complex numbers that we use to parametrize basis vec-
tors and observables later on. However, considering lossy
& noisy channels, we expect Bob to receive a displaced
thermal state. This motivates the basis of displaced num-
ber states |nβi

⟩ = D̂(βi) |n⟩ as an efficient choice for a ba-
sis for our finite-dimensional subspace. This choice will
allow us to describe the received state sufficiently well
with a small number of basis states (as in the limit of no
noise, only one vector suffices). Since this applies to each
Bob, we naturally generalize the choice for the single-
Bob case to the multi-Bob case and choose the following
projection

ΠNc

βi,MB
:=

MB⊗
k=1

Nc∑
n=0

|nβi
⟩⟨nβi

| . (14)

This already sets the stage for the generalization of
observables used in [19] to the multi-Bob case, as it will

turn out to be beneficial if they commute with the pro-
jection onto the finite-dimensional state we just chose.
We choose the observables to be n̂βi

:= D̂(βi)n̂D̂
†(βi)

and n̂2
βi

:= D̂(βi)n̂
2D̂†(βi) which are easily accessible by

heterodnye measurement (for details see [39]). Then, the
set of observables for our protocol read{

Γ̂i,k, Γ̂
sq
i,k

}k∈[MB ]

i∈[NSt]−1

. (15)

with

Γ̂i,k := |i⟩⟨i|A ⊗
[
(n̂βi)Bk

∗ 1BT\k

]
,

Γ̂sq
i,k := |i⟩⟨i|A ⊗

[(
n̂2
βi

)
Bk

∗ 1BT\k

]
.

(16)

Note, that they commute with ΠNc

βi,MB
from Eq. (14).

It remains to determine the weight outside of the
cutoff space defined by ΠNc

βi,MB
, where ΠNc

βi,MB
:= 1 −

ΠNc

βi,MB
. The generalized version of the dual SDP for

Wi = Tr
[
ρBT

ΠNc

βi,MB

]
given in the proof of Theorem 5

in Ref.[19] reads

min
y⃗

y0 +

MB∑
k=1

yk⟨Γ̂i,k⟩+ ysq
k ⟨Γ̂sq

i,k⟩

s.t.:

y01BT
+

MB∑
k=1

ykΓ̂i,k + ysq
k Γ̂sq

i,k −ΠNc

βi,MB
≥ 0

y⃗ ∈ R2MB+1.

The positivity of the operator on the RHS of the first
constraint is equivalent to all eigenvalues of this operator
being non-negative. Taking into account the structure of
this operator, we observe that ∀k ∈ {1, ...,MB} : yk +
ysq
k ≥ 0 which implies yk ≥ −ysq

k . Additionally, we iden-
tify the following candidates for the smallest eigenvalue

λ(m1, ...,mMB−1) = y0 − 1 +

MB∑
k=1

mkyk +m2
ky

sq
k ,

where m1, ...,mMB
∈ {0, ..., Nc + 1}, with m1 = ... =

mB = Nc + 1 being the worst-case candidate. It follows
readily that yk = − 1

MBNC(NC+1) and ysq
k = 1

MBNC(NC+1)

together with y0 = 0 solves all conditions on the eigen-
values simultaneously. Noting that

〈
(n̂βi

)Bk
∗ 1BT\k

〉
=

⟨n̂βi
⟩ and

〈(
n̂2
βi

)
Bk

∗ 1BT\k

〉
= ⟨n̂2

βi
⟩ we obtain

Wi =
⟨n̂2

βi
⟩ − ⟨n̂βi

⟩
Nc(Nc + 1)

, (17)

which coincides with the single Bob case. Thus, we ob-
tain for the weight, in accordance with the single Bob
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case from Ref. [19],

W =

NSt−1∑
i=0

pi
⟨n̂2

βi
⟩ − ⟨n̂βi

⟩
Nc(Nc + 1)

. (18)

Having discussed and specified all parts that differ from
the single Bob case, we finally can formulate the rele-
vant optimization problem, in analogy to the single Bob
case in Ref. [19], but using the improved correction from
Ref. [39]. We define the objective function

f(ρ) := H(Z|E)Φ(ρ) (19)

and arrive at the following minimization problem

minρf(ρ)

s.t.:
1−W ≤ Tr [ρ] ≤ 1,

1

2
||TrBT

[ρ]− ρA||1 ≤
√
W,

Tr

[
ρ
1

pi
Γ̂i,k

]
≤ γi,k,

Tr

[
ρ
1

pi
Γ̂sq
i,k

]
≤ γsq

i,k,

ρ ≥ 0,

(20)

where ρA =
∑NSt−1

m,n=0

√
pmpn ⟨αn|αm⟩ |m⟩⟨n|, the Γ̂i,k and

Γ̂sq
i,k have been defined in Eq. (16) and γi,k := ⟨Γ̂i,k⟩ =

⟨n̂βi
⟩, γsq

i,k := ⟨Γ̂sq
i,k⟩ = ⟨n̂2

βi
⟩ for i ∈ [NSt]−1 , k ∈ [MB ]

This optimization problem can be solved using the nu-
merical two-step algorithm from Refs. [34, 44]. Denoting
the found optimum by ρ∗, we finally obtain for the key
rate

R∞ = f(ρ∗)− δleak
EC −∆(W ), (21)

where ∆(W ) is the improved correction term given in
Eq. (6).

To consider imperfect detectors and/or trusted detec-
tion noise, the POVM for the ideal heterodyne mea-
surement must be replaced with the POVM of the non-
ideal heterodyne measurement which affects the region-
operators in the objective function and the observables
in the constraints, as explained in [18].

VI. RESULTS

We illustrate our findings for the quadrature phase-
shift keying (QPSK) protocol (see Section II B). However,
we emphasize that this is just a choice for illustration
purposes since our findings in the previous sections are
general. Furthermore, to ease presentation, we consider
the symmetric case. This means the channels connecting
Alice with each of the Bobs are all characterized by the
same loss parameter η and, in case of noisy channels, the

excess-noise ξ is distributed evenly among all channels.
The labs of each of the Bobs are equipped with detec-
tors with the same detection-efficiency ηD and electronic
noise νel. This assumption, however, is only made to ease
presentation and is not necessary for our method.

In the following, we assume standard optical fibers
with 0.2dB loss per kilometer in our loss model. We
consider the case where Alice and Bob perform reverse
reconciliation, in which Alice corrects her errors accord-
ing to the information she receives from Bob via the clas-
sical channel. We assume a constant reconciliation effi-
ciency of β = 95% to allow comparability with existing
works on single-user QKD. However, we want to note that
achieving a continuous error-correction efficiency over a
wide range of transmissivities, hence for different orders
of signal-to-noise ratio, is challenging. To date, it is un-
clear if this can be achieved with current error-correction
routines. We refer the reader to Ref. [45] for an in-depth
discussion. We start our conversation with the loss-only
case, followed by the general case of lossy & noisy chan-
nels.

A. Key Rates for the Loss-Only Channel

In Section IV, we have presented two equivalent meth-
ods for calculating asymptotic secure key rates for the
loss-only case. However, since the second method, intro-
duced in Section IVB, where we reduced the multi-Bob
scenario to the single-Bob case, is significantly faster, and
both the problem size and calculation times are indepen-
dent of the number of Bobs, we will focus on this method,
allowing us to analyze settings with an arbitrary number
of Bobs. For each fixed distance, we optimized the secure
key rate over the coherent state amplitude α in the inter-
val [0.3, 5] using the built-in Matlab® routine fminbnd
applied to the negative objective function.

Having clarified the parameters and the method used,
let us discuss our results for different trust scenarios (see
Section III). In Figure 3a, we present asymptotic se-
cure key rates for Scenario a), where Alice and the key-
generating Bob distrust all other Bobs, i.e., assume all
other Bobs collaborate with Eve. We illustrate this case
for 2n Bobs, where n ∈ {0, 1, 2, 3, 4, 5, 6}. However, this
is just for illustration purposes, as our method allows an
arbitrarily high number of Bobs, also beyond powers of 2.
Note that the 1 Bob curve corresponds to the single-user
case, already known from earlier works [17, 22].

In Figure 3b, we present asymptotic secure key rates
for Scenario c), where Alice and the key-generating Bob
trust all other Bobs. Again, the 1 Bob curve corresponds
to the case already known from single-user DM CV-QKD.
We observe qualitatively similar behavior for large trans-
mission distances and a significant increase in key rate
compared to the fully untrusted case for low transmis-
sion distances. This is aligned with our expectations,
based on the reduction found in Section IV B. While for
a fixed total number of Bobs in both cases, the key-



9

0 50 100 150 200

Transmission distance  L (km)

10
-6

10
-4

10
-2

10
0

S
e
c
u
re

 K
e
y
 R

a
te

 (
B

it
s
 p

e
r 

C
h
a
n
n
e
l 
u
s
e
)

1 Bob, 1 trusted

2 Bobs, 1 trusted

4 Bobs, 1 trusted

8 Bobs, 1 trusted

16 Bobs, 1 trusted

32 Bobs, 1 trusted

64 Bobs, 1 trusted

(a) Scenario a), i.e., all other Bobs untrusted

0 50 100 150 200

Transmission distance  L (km)

10
-6

10
-4

10
-2

10
0

S
e
c
u
re

 K
e
y
 R

a
te

 (
B

it
s
 p

e
r 

C
h
a
n
n
e
l 
u
s
e
)

1 Bob, 1 trusted

2 Bobs, 2 trusted

4 Bobs, 4 trusted

8 Bobs, 8 trusted

16 Bobs, 16 trusted

32 Bobs, 32 trusted

64 Bobs, 64 trusted

(b) Scenario c), i.e., all Bobs trusted

FIG. 3. QPSK key rate for a single Bob vs transmission dis-
tance for the loss-only channel.

generating Bob receives the same signal, the share caught
by Eve differs notably. This share can be quantified by
r(η) :=

√
1−η

1− 1
NB

η
. Inserting η1 = 0.954, which corre-

sponds to a distance of 1km and η100 = 0.01, correspond-
ing to a distance of 100km and, exemplarily, NB = 16
leads to r(η1) = 0.219 and r(η100) = 0.995, i.e., for 100km
transmission distance, the signals Eve obtains do hardly
differ in both scenarios, while they differ by a factor of
about 5 for 1km, which explains the observed behavior.

Finally, in Figure 4, we fix the total number of Bobs
to NB = 8 and (from bottom to top) trust between 1
and 8 Bobs. The curves where we do not trust all other
Bobs (1 Bob trusted) are equivalent to the corresponding
curves in Figures 3b and 3a. Again, we observe very
different behaviors for low transmission distances, while
the obtained key rate curves are qualitatively the same
for medium to large distances.

These observations already highlight that trusting
some or even all Bobs helps to increase the key rate only
for low to medium transmission distances. This, how-
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FIG. 4. QPSK key rate vs transmission distance for the loss-
only channel and eight Bobs. Scenario b), i.e., some Bobs are
trusted by Alice.

ever, is well aligned with the main use case of CV-QKD,
which distributes secure quantum keys at a high rate in
urban areas and campus networks. In particular, trust-
ing some or even all the Bobs can be a practical and
realistic use case for campus networks. However, while
in such use cases, it might be reasonable to trust some or
even all other Bobs not to collaborate with Eve, the Bobs
nevertheless might aim for a private key concerning Eve
and all other Bobs. We call this scenario, aligning with
trust-scenario d). We illustrate this case for NB = 2, 4, 6
and 16 Bobs in Figure 5, where we optimized α in the
interval [0.3, 10]. We also note that the optimal α for
scenario d) differs slightly for low distances. The solid
lines correspond to the fully trusted case, while the dot-
ted lines represent the secure key rates in scenario d).
We want to highlight that both the solid and the dotted
line correspond to the key rate per Bob. While this is
equivalent to the total key rate generated by Alice for
the trusted case (solid lines), where only one of the Bob
generates a key, this differs by a factor of MB = NB

from the total key rate generated by Alice in scenario d)
(dotted lines). This is because, in the latter case, each
of the Bobs’ keys is completely decoupled from all the
other Bobs and, therefore, can be used independently by
Alice. Considering the key rate per Bob, we observe a
noticeable difference in key rate only for very low trans-
mission distances (i.e., in the low-loss case); this small
gap even shrinks further for increasing numbers of Bobs.
For NB >= 32, no discernible difference can be observed
through visual inspection; thus, we omitted the corre-
sponding curves. This highlights that obtaining keys ac-
cording to scenario d) w.r.t. the other Bobs comes at
only a tiny cost in key rate per Bob, while it significantly
increases the key rate generated by Alice. However, in
this picture, we have neglected one effect. Namely, the
error-correction phase for scenario d) differs from those
in the other scenarios since the syndrome transmitted by
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FIG. 5. QPSK key rate vs transmission distance for the loss-
only channel and scenario d), and the trusted scenario c).

one Bob might leak information to the other Bobs. One
way to avoid this is by encrypting the syndrome. While
in the ideal case, where all routines work without errors,
this does not come with additional cost since the key is
the same length as the syndrome, whose size is subtracted
in the key rate formula anyway. If the error correction
fails, this procedure uses up the key, thus decreasing the
effective key rate. However, since in the asymptotic set-
ting, all subroutines are assumed to work perfectly, we
do not consider this error-dependent effect. According to
Ref. [31], parts of the lost key can be regained by a re-
cycling procedure that uses the fact that the key used in
aborted rounds is ‘hidden’ by the partially random syn-
drome. While we do not discuss this method in further
detail here, we note that it is, in principle, compatible
with our work and refer to Ref. [31] for further details.

B. Key Rates for the Lossy & Noisy Channel

While the assumption of the loss-only channel helped
to simplify the security analysis and allowed for ana-
lytical solutions, fast evaluations, and qualitative state-
ments, it is far from reality. Thus, we require a security
argument for the general lossy & noisy case. However,
the results from the previous section will serve as a help-
ful benchmark and upper bound for the results in the
present section.

Therefore, we apply the security argument presented
in Section V B, using the numerical two-step method by
Refs. [33, 34], to obtain secure key rates. While our ar-
guments in Section VB apply to a general number of
Bobs, calculating secure key rates in this formulation in-
cludes solving semi-definite programs. Therefore, compu-
tational constraints and limitations need to be taken into
account. Let us denote by nc the largest (displaced) Fock
state included in the basis of our finite-dimensional cut-
off space. Then the numerical dimension of the problem
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FIG. 6. QPSK key rate vs transmission distance for the lossy
& noisy channel with ξ = 10−2. Solid lines are reference
curves for the loss-only channel.

scales as O(NSt(nc + 1)MB ). Thus, it is obvious that to
keep the problem numerically feasible, we need to choose
a significantly smaller cutoff dimension than for the single
Bob case. We found nc = 7 (thus dim(Hfin) = 8) being
a reasonable compromise. Using the dimension reduc-
tion method leads to a higher weight W , hence a larger
correction term ∆(W ), but after all, still valid lower
bounds on the secure key rate. Furthermore, with our
current computational resources, we had to restrict our
numerical evaluations to a maximum of two trusted Bobs,
MB = 2, while keeping the total number of Bobs in prin-
ciple arbitrary. This is not a fundamental limitation but
mainly comes from very RAM-demanding SDP solvers.
We expect the number of feasible Bobs can be increased
by an improved implementation, using different solvers,
better hardware, and/or improved problem formulations
that exploit symmetries. Generally, calculating secure
key rates for QKD protocols involving high-dimensional
systems is known to be RAM-demanding and computa-
tionally challenging [46]. However, since this work aims
to demonstrate our method, arbitrary NB and fixing
MB = 2 is sufficient for our purposes. We demonstrate
the soundness of our implementation in Appendix B and
proceed with our results for an excess noise of ξ = 10−2

(assumed as preparation noise, inserted into the system
from Alice’s source). For our plots, for fixed transmission
distance L, we optimize over the coherent state amplitude
α via fine-grained search in steps of ∆α = 0.01. Our se-
curity argument for the lossy and noisy case was general
and applied to an arbitrary number of Bobs. We im-
plemented our numerical algorithm in Matlab R2022b,
used CVX [41, 42] to model the SDPs and employed the
SDP solver Mosek [43].

In Figure 6, we show the secure key rate for a fixed
noise parameter of ξ = 0.01 as a function of the trans-
mission distance. As discussed in the previous paragraph,
we fix the number of trusted Bobs to MB = 2 and ex-
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& noisy channel with ξ = 10−2 and L = 10km.

amine a total number of Bobs of NB = 2 (blue curves)
and NB = 5 (red curves), although there is no funda-
mental limit on NB . For comparison, we also plot the
corresponding curves for the loss-only scenario (ξ = 0)
in solid lines. As expected, we observe lowered key rates
due to the additional excess noise, but qualitatively sim-
ilar behavior with loss/transmission distance as for the
loss-only case.

Finally, we examine the secure key rate of a star net-
work as a function of the number of users in the net-
work (while still trusting MB = 2 Bobs). For Figure 7,
we fixed the transmission distance between Alice and
each of the Bobs to L = 10 km, representing a realis-
tic value for local area and campus networks and plot
the secure key rate vs the total number of Bobs, NB ,
both for the loss-only case (ξ = 0, blue dots) and for
ξ = 10−2 (orange dots). Even in the presence of noise,
our network can tolerate NB = 32 Bobs and beyond
in the asymptotic scenario. This demonstrates the fea-
sibility of local-area networks using discrete-modulated
continuous-variable quantum key distribution systems.

VII. CONCLUSION

In this study, we introduce a natural extension of
continuous-variable quantum key distribution (QKD)
with discrete modulation, commonly used in standard
point-to-point QKD, to a multi-user setting where a sin-
gle Alice is connected to multiple Bobs, establishing keys
with some or even all of them simultaneously. This repre-
sents a significant advancement toward achieving secure
communication in complex network environments.

We present a method to calculate achievable secure key

rates, considering both loss-only and lossy+noisy chan-
nels. Additionally, we explore various trust scenarios and
analyze the impact of different trust levels on the secure
key rate. Our investigation demonstrates that secure key
rates can be achieved for distances and channel attenu-
ations relevant to urban area networks and campus net-
works. In one scenario, our model shows that the pro-
posed scheme can accommodate a double-digit number
of users at urban-area distances (approximately 10 km)
and a mid-single-digit number of users in metropolitan
area networks (greater than 10 km). The generated keys
can directly encrypt messages exchanged between Alice
and one or multiple Bobs. Moreover, the mutually gen-
erated keys between Alice and each Bob can be used to
distribute a random bit string for conference key agree-
ment. This highlights the suitability of discrete modu-
lation continuous-variable QKD for deployment in quan-
tum optical networks, facilitating secure communication
among multiple users over near- and mid-range distances,
such as those encountered in urban areas and campuses.

While real-world key rates depend on various factors,
including implementation details, noise levels, and error-
correction efficiency — factors that we could only con-
sider within theoretical models — our study neverthe-
less demonstrates the feasibility and practicality of multi-
user quantum key distribution systems based on discrete-
modulated continuous variables.

In this work, we have focussed on key rates in the
asymptotic limit. Since the single-Bob case has been
proven secure against collective i.i.d. attacks in the finite-
size regime in previous studies [23, 24, 47], the obvious
next step is to extend our results to scenarios with finitely
many exchanged signals.
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Appendix A: Details for the Direct Loss-Only Proof

In this section, we discuss the mathematical details of the direct proof for the loss-only scenario and general phase-
shift keying (PSK) modulation in more detail. The idea is to expand the state in Fock representation and group
those Fock states in congruence classes mod NSt. We then define NSt basis vectors. As we want the number of basis
vectors to be independent of the number of Bobs, we group them in a special way that ensures mutual orthogonality.
So, we first aim to write the state Eve branched off in a different way that allows us to regroup the expressions in an
advantageous way.

|Ψx⟩E =

NB⊗
b=1

|βx⟩Eb
= e−NB

|βx|2
2

NB⊗
b=1

∞∑
nb=0

βnb
x√
nb!

|nb⟩Eb

= e−NB
|βx|2

2

∞∑
n1,...,nNB

=0

NB⊗
b=1

βnb
x√
nb!

|nb⟩Eb

= e−NB
|βx|2

2

NSt−1∑
a1,...,aNB

=0

∞∑
n1,...,nNB

=0

NB⊗
b=1

(
βNStnb+ab
x√

(NStnb + ab)!
|NStnb + ab⟩Eb

)

= e−NB
|βx|2

2

NSt−1∑
z=0

NSt−1∑
a1,...,aNB

=0∑
j aj=z mod NSt

∞∑
n1,...,nNB

=0

NB⊗
b=1

(
βNStnb+ab
x√

(NStnb + ab)!
|NStnb + ab⟩Eb

)

In the third line we introduce the said congruence classes 0, 1, ..., NSt − 1 in each of the systems, and in the last line,
we split this sum into NSt parts satisfying

∑
j aj = z mod NSt for z ∈ [NSt]−1. This allows us to define

∣∣∣b̃(x)z

〉
E
:= e−NB

|βx|2
2

NSt−1∑
a1,...,aNB

=0∑
j aj=z mod NSt

∞∑
n1,...,nNB

=0

NB⊗
b=1

(
βNStnb+ab
x√

(NStnb + ab)!
|NStnb + ab⟩Eb

)
.

Note that βNStnb+ab
x = |βx|NStnb+ab ei arg(βx)(NStnb+ab). Given the symmetry of PSK protocols where arg(αx) =

2π
NSt

x,
ei arg(βx)(NStnb) = 1, which allows us to rewrite the expression as

∣∣∣b̃(x)z

〉
E
:= e−NB

|β|2
2 ei arg(βx)z

NSt−1∑
a1,...,aNB

=0∑
j aj=z mod NSt

∞∑
n1,...,nNB

=0

NB⊗
b=1

(
|β|NStnb+ab√
(NStnb + ab)!

|NStnb + ab⟩Eb

)
,

which shows that x only occurs in the exponential pre-factor. Next, we normalize those vectors. Let us denote

kj := e−|β|2
∞∑
s=0

(
|β|2

)NStns+j

(NStns + j)!

for j ∈ [NSt]−1. Note that due to symmetry implied by phase-shift keying modulation, for all x, kj is independent

of x. Consequently, to ease notation, we omitted the descriptor x. Then the normalization constant cz for
∣∣∣b̃(x)z

〉
E

,
which is independent of x, reads

cz =

√〈
b̃
(x)
z

∣∣∣b̃(x)z

〉
=

√√√√√√
NSt−1∑

a1,...,aNB−1=0∑
s as=z

NB∏
s=1

kas
, (A1)

and the normalized system is given by ∣∣∣b(x)z

〉
E
:=

1

cz

∣∣∣b̃(x)z

〉
E
,

for z ∈ [NSt]−1.
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This allows us to express Eve’s state given Alice prepared |αx⟩ in a particularly simple form

|Ψx⟩E =

NSt−1∑
z=0

cze
i arg(βx)z |bz⟩E ,

where we pulled out the x-dependent exponential factor from
∣∣∣b(x)z

〉
E

, defining |bz⟩E := e−i arg(βx)z
∣∣∣b(x)z

〉
E

. Next, we
notice the following

Lemma 1. For |bz⟩E as defined above and z1, z2 ∈ [NSt]−1 we have z1 ̸= z2 ⇒ |bz1⟩E ⊥ |bz2⟩E.

Proof. If z1 ̸= z2, then it holds for all a1, ..., aNB
and d1, ..., dNB

∈ [NSt]−1 that z1 =
∑

j aj ̸=
∑

j dj = z2. Then, we
find at least one j such that aj ̸= dj . Thus, in every summand of |bz1⟩E there is (at least) one Fock state |NStnj + aj⟩Ej

that is orthogonal to its counterpart |NStnj + dj⟩Ej
. Consequently, the |bz⟩E are mutually orthogonal.

Since, thanks to Lemma 1, those vectors are now not only normalized but orthogonal, the {|bz⟩E}z form an
orthonormal system, hence a basis. This finally allows an analytic calculation of the Holevo quantity χ(B : E) =

H(ρE) −
∑NSt−1

j=0 P (Z = j)H(ρE,j), where ρE,j is Eve’s conditional state given that Bob measured the symbol
associated with j,

ρE,j :=

NSt−1∑
x=0

P (X = x, Z = j)

P (Z = j)
|Ψx⟩⟨Ψx|E

and ρE :=
∑NSt−1

j=0 P (Z = j)ρE,j .
For illustration, we consider quadrature phase-shift keying (QPSK) where NSt = 4 and assume the most simple

nontrivial case NB = 2. Then, the kj take a particularly simple form, namely

k0 = e−|β|2 cosh
(
|β|2

)
+ cos

(
|β|2

)
2

k1 = e−|β|2 sinh
(
|β|2

)
+ sin

(
|β|2

)
2

k2 = e−|β|2 cosh
(
|β|2

)
− cos

(
|β|2

)
2

k3 = e−|β|2 sinh
(
|β|2

)
− sin

(
|β|2

)
2

and the coefficients cz read

c0 =
√

k20 + 2k1k3 + k22

c1 =
√
2k0k1 + 2k2k3

c2 =
√
k21 + 2k0k2 + k23

c3 =
√
2k0k3 + 2k1k2.

For NB = 1 we recover the single Bob case, already discussed in [17, 22].

Appendix B: Verification of the Numerical Method

This section briefly compares our numerical implementation to the analytical loss-only results. In Figure 8a, we
fix the transmission distance to L = 20km and the coherent state amplitude to α = 0.87 (which was the optimal
α found for the loss-only case) and plot the obtained secure key rate for decreasing values of excess noise. The key
rates converge to the analytical result for ξ = 0, with negligible difference for ξ = 10−6 and lower. We note that we
cannot choose ξ exactly zero for numerical reasons. Next, in Figure 8b, we fix the excess noise to ξ = 10−6 and plot
the secure key rate for 2 Bobs where both are trusted and 3 Bobs where 2 of them are trusted for various distances
in the interval [0km, 100km] and optimize over α in steps of ∆α = 0.01 around the analytical optimum. Again, we
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(a) Key rate vs excess noise ξ compared to loss-only
channel for 2 Bobs where both are trusted.
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FIG. 8. Comparison of the numerical method to analytical benchmark for a QPSK protocol.

compare our numerical results with the analytical result for the loss-only case and observe excellent accordance. Both
Figures show the excellent alignment of our numerical results for the lossy & noisy case with the analytical loss-only
key rates.
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