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Abstract

In the landscape of generative artificial intelligence,
diffusion-based models have emerged as a promising method
for generating synthetic images. However, the application
of diffusion models poses numerous challenges, particularly
concerning data availability, computational requirements,
and privacy. Traditional approaches to address these short-
comings, like federated learning, often impose significant
computational burdens on individual clients, especially those
with constrained resources. In response to these challenges,
we introduce a novel approach for distributed collaborative
diffusion models inspired by split learning. Our approach fa-
cilitates collaborative training of diffusion models while alle-
viating client computational burdens during image synthesis.
This reduced computational burden is achieved by retaining
data and computationally inexpensive processes locally at
each client while outsourcing the computationally expensive
processes to shared, more efficient server resources. Through
experiments on the common CelebA dataset, our approach
demonstrates enhanced privacy by reducing the necessity for
sharing raw data. These capabilities hold significant potential
across various application areas, including the design of edge
computing solutions. Thus, our work advances distributed
machine learning by contributing to the evolution of collab-
orative diffusion models.

1 Introduction

Recently developed generative artificial intelligence
(GenAI) methods exhibit astonishing results in generat-
ing images, among other modalities like music [26] and
video [41, 3]. Recent advancements primarily rely on dif-
fusion models [15, 42] that generate synthetic images from
random noise through iterative denoising steps. We formally
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Figure 1: Our approach for collaborative image synthesis
splits the denoising process between the server and clients.
Based on client-specific conditioning, the first denoising
steps are run on a trusted server, while the remaining denois-
ing steps are run locally. Thereby, external resources can be
utilized while keeping the clients’ raw data private.

introduce diffusion models and related work in Sec. 2.1. In
contrast to more traditional approaches [21, 10], diffusion
models excel in providing high sample quality and strong
mode coverage [20, 29, 6]. However, the strides in GenAI re-
quire large amounts of data, and the generation process itself
is computationally expensive due to the multiple required de-
noising steps.

While large companies possess the necessary data and
computational resources for training diffusion models,
smaller organizations and private clients may face challenges
in providing the required resources, limiting their ability to
train and implement recent GenAI models. This might lead
to high dependency on a few key players and even prevent
the application of such models completely due to local data
protection regulations. For example, the popular Stable Dif-
fusion v2 has been trained on 256 A100 GPUs for about
200,000 hours [33]. But even smaller models still set notably
high hardware and data requirements.
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To address these constraints, organizations and clients can
join forces to train machine learning models collaboratively
with other clients in a decentralized way. A prominent repre-
sentative of collaborative training is federated learning [27].
Conceptually, each client trains an individual model locally
on their private data. After performing a certain number of
training steps, the model parameters are sent to the server to
build a global model by incorporating the individual weights.
The server then makes this global model accessible to all
clients. Yet, the necessity for each client to train and share an
entire model remains, still entailing high computational re-
sources for each client [45] and potentially introducing new
privacy risks [40, 50].

As an alternative learning paradigm, split learning [11]
supports collaborative model training by splitting the model
into server-side and client-side components. In the conven-
tional setup, clients share only intermediate network activa-
tions with the server, where the final computations are per-
formed. Unlike federated learning, split learning reduces
the computational load on clients and enhances privacy pro-
tection by sharing only intermediate representations instead
of raw data or model weights. We provide a comprehen-
sive overview of collaboratively training generative models
in Sec. 2.2.

Our Approach: In addressing the challenges posed by
the data, computation, and privacy requirements of diffusion-
based GenAI, we present our collaborative diffusion models
in Sec. 3. We introduce a novel collaborative learning and
inference approach tailored specifically for diffusion mod-
els. Drawing inspiration from the split learning framework,
our approach divides the iterative denoising steps of diffusion
models into two components. The computation of the initial
denoising steps is carried out by a shared model on a server,
with limited information disclosure due to the inherent noise
in the training data and generated samples. Subsequently, the
client’s model then performs the remaining denoising steps,
which are usually significantly fewer than the denoising steps
on the server side.

Our collaborative diffusion approach also allows for per-
sonalized image conditioning by incorporating attribute la-
bels during the generation. Our empirical results demon-
strate that our collaborative diffusion approach improves the
image quality compared to a setting where each client trains
its own local diffusion model. By sharing a server model
that performs most of the computationally heavy denoising
steps, the computational burdens for each client are compa-
rably small. At the same time, clients can better approximate
their individual data distribution, which enables them to gen-
erate better characteristic features.

The proportion of denoising steps carried out on the server
and client sides, respectively, is controlled by a single param-
eter called cut point. The higher the cut point, the more steps
are computed on the client side. Whereas our approach is

in principle also applicable to other diffusion model archi-
tectures, we focus our experiments in Sec. 4 on the common
Denoising Diffusion Probabilistic Models (DDPM) [15]. In
summary, we make the following contributions:

1. We introduce the first collaborative diffusion model,
which consists of a shared server component trained by
multiple clients without revealing their original training
data to other clients or the server.

2. Collaborative diffusion models allow clients to out-
source most of their computationally expensive denois-
ing steps during training and inference to a shared server
model.

3. Our collaborative diffusion models improve the image
quality compared to the setting where each client trains
a local diffusion model on its own data.

2 Background and Related Work

We start by introducing diffusion models for generative
image synthesis. We further describe related distributed col-
laborative machine learning approaches, such as federated
and split learning, and their utilization for image synthesis or
generative AI more generally.

2.1 Diffusion Models

The Denoising Diffusion Probabilistic Models
(DDPMs) [15] mark a significant advancement in gen-
erative image synthesis consisting of a diffusion and
denoising process. The diffusion process is a Markov chain
with T timesteps that transforms a training image x0 to a
noisy image xT that follows a random Gaussian distribution.
The diffusion process of an image xt at time step t is
mathematically defined as

xt =
√
αtxt−1 +

√
1− αtϵ, with t = 1, . . . , T. (1)

Here, αt denotes the variance schedule, and ϵ is the added
Gaussian noise. A denoising network ϵθ(xt, t) with param-
eters θ is then trained to reverse the diffusion process and
predict the noise added to the sample xt during time step t.

Most denoising networks are built upon the common U-
Net [34] architecture. With the denoising network, the image
generation process, which iteratively removes the predicted
noise ϵθ(xt, t) from the noisy sample xt, can be defined as

xt−1 =
1
√
αt

(
xt −

1− αt√
1− ᾱt

ϵθ(xt, t)

)
(2)

with ᾱt =
∏t

s=1 αs.
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Based on the idea of Markov chains, the distribution of
the intermediate noise predictions in the denoising process
pθ(·) is defined by

pθ(x0:T ) = p(xT ) ∗
T∏

t=1

pθ(xt−1|xt) (3)

with p(xT ) = N (xT ;0, I).
In DDPMs, the iterative application of U-Nets across T

timesteps is a fundamental characteristic, enabling the model
to refine noisy data into structured outputs progressively.
The Imagen model [36], as one of the most recognized text-
conditioned diffusion models in the community, builds upon
DDPMs. The authors employ a frozen text encoder and dy-
namic thresholding to generate photorealistic images condi-
tioned by text prompts y. The loss function of the Imagen
model is expressed by

LImagen =

T∑
t=1

ωt · ||ϵθ(xt, t, y)− ϵ||22. (4)

In this context, ωt is the guidance weight, which is inte-
gral to the denoising process. This guidance weight modu-
lates the influence of the predicted noise ϵθ(xt, t, y) at each
timestep t, enabling precise control over the image genera-
tion process, particularly in maintaining fidelity to the target
distribution. For simplicity, we leave the explicit embedding
process out of our notation and implicitly assume that all text
labels have already been embedded before feeding the em-
beddings into the U-Net ϵθ(·).

2.2 Federated and Split Learning in Generative AI

Federated learning (FL) and split learning (SL) are among
the most prominent approaches for training machine learn-
ing models collaboratively on distributed data sources. FL
utilizes distributed data, with clients independently training
models on their unique datasets. These models are subse-
quently shared, aggregated, and redistributed. The cycle re-
peats until the models converge. Conversely, SL divides a
model among clients and a central server, decreasing the
computational load on clients. Moreover, clients have the
option to use FL for model aggregation, leading to the de-
velopment of SplitFed learning [45]. These techniques have
found applications in diverse fields such as the automotive
industry [38], energy management [37], and healthcare [18],
where they are combined with both discriminative [28] and
generative AI approaches [39].

Especially for image synthesis, FL and SL possess sig-
nificant potential owing to the extensive volume of data in-
volved. Before diffusion models took over as the predomi-
nant architecture for image synthesis, Generative Adversar-
ial Networks (GANs) [10] were the most common network

architecture. GANs are composed of two components, a gen-
erator for generating images and a discriminator trained to
distinguish between real and synthetic images. Existing re-
search on collaborative training of GANs demonstrates the
different integrations of the two components within the FL
learning process. Hardy et al. [12] introduce FL-GAN adopt-
ing the standard FL learning process for discriminators and
generators alike. This vanilla approach is compared to the
proposed MD-GAN. Here, FL is only applied to the discrim-
inator, while the generator is trained directly by a server. Ex-
panding upon this foundation, Fan and Liu [8] have empiri-
cally analyzed different strategies for synchronizing the dis-
criminators and generators across clients in FL. Their anal-
ysis demonstrates that the best results are achieved when
synchronizing both the discriminator and generator across
clients. Li et al. [23] improved FL-GANs by employing max-
imum mean discrepancy for generator updates. Moreover,
follow-up research [22, 49] has combined FL and SL to train
GANs collaboratively.

Furthermore, there have been efforts to reduce privacy
risks for GANs in FL settings. Augenstein et al. [1] pro-
posed a novel algorithm for differentially private federated
GANs, while Veeraragavan et al. [47] combine consortium
blockchains and an efficient secret sharing algorithm to ad-
dress trust-related weaknesses in existing solutions. Al-
though Ohta et al. [30] do not focus on distributed learning,
they offer a solution for privacy-preserving SL of GANs that
can be expanded for collaborative learning.

In the domain of diffusion models, research on collabo-
rative training methods is still scarce. Jothiraj and Mash-
hadi [19] made a first step and introduced the Phoenix tech-
nique for training unconditional diffusion models in a hori-
zontal FL setting. Their objective is to address mode cover-
age issues often seen in distributed datasets that are not in-
dependent and identically distributed. Their data-sharing ap-
proach boosts performance by sharing only 4-5% of the data
among clients, minimizing communication overhead. Per-
sonalization and threshold filtering techniques outperform
comparison methods in terms of precision and recall but
fall short in image quality compared to the proposed tech-
nique. The paper suggests further exploration to enhance
image quality in future work.

Moreover, the potential of FL for AI-generated con-
tent, especially for DDPMs, was demonstrated by Huang et
al. [17]. The authors discuss three different approaches for
diffusion models in FL settings. A parallel approach mim-
icking the conventional FL. A separate split approach com-
bines FL with SL. As a third solution, the authors discussed a
sequential approach in which one client receives the current
model from the server, trains the model on its data, and then
transmits the current version to the next client. The trained
model returns to the server only after every client trained the
model once. Based on the sequential FL, a LoRA-based [16]
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federated fine-tuning scheme is designed and examined in
more detail, demonstrating the advantages of faster conver-
gence time and reduced memory consumption during the
tuning process.

By mainly focusing on FL for GANs [24], current
literature neglected benefits from different collaborative
paradigms and GenAI architectures so far. Combining
DDPMs and SL promises various benefits, including reduc-
ing local resource requirements and increasing data privacy.
Our proposed approach for distributed collaborative image
synthesis with diffusion models taps into these advantages
and combines the research areas of diffusion models and col-
laborative learning.

3 Collaborative Diffusion Models

We now formally introduce our novel approach for en-
abling collaborative image generation with diffusion mod-
els. In our setting, a certain number k of clients c ∈
C = {c1, c2, ..., ck} wants to collaboratively train a diffu-
sion model for image synthesis. Although we assume that
each client has a dataset from a similar domain, e.g., facial
images, the specific feature distribution may differ. To stay
with the facial image example, client A may have a dataset
of facial images with eyeglasses, whereas client B’s dataset
consists only of faces without eyeglasses. All clients now
want to train a shared U-Net ϵSθ on the server that is avail-
able to each client and computes the initial denoising steps.
Additionally, each client c ∈ C trains an individual U-Net ϵcθ
that is maintained locally and computes solely the remaining
denoising steps. For notation simplicity, we assume that θ
denotes the weights of each individual model, so there exist
no shared weights between clients and the server.

The computational split between server and clients is
manually set by the cut point tζ ∈ [0, T ] that specifies the
number of denoising steps performed on the client side af-
ter T − tζ steps were computed by the shared server model.
The cut point is set as a hyperparameter and kept fixed dur-
ing training and inference. For tζ = 0, all denoising steps
are computed by the server, which is trained on the joint set
of all clients’ data. For tζ = T , each client trains an individ-
ual diffusion model on its data that performs all denoising
steps without any shared server model. The approximated
data distribution of our collaborative denoising approach is
formalized in Equation (5) with p(xT ) = N (xT ; 0, I):

pθs,θc(x0:T ) = p(xT ) ·
∏tζ

t=1 pθs(xt−1|xt) ·
∏T

t=tζ
pθc(xt−1|xt). (5)

Here, the first product operator describes the distribution
approximated by the server model with weights θs, and the
second product operator consequently defines the distribu-
tion approximated by the client model θc.

Algorithm 1 Collaborative Training

Require: training dataset D; batch size b; number of time
steps T , cut point tζ ,
batch size b, variance scheduler α, noise scheduler σ,
clients C, server s

1: client dataset Dc ⊆ D
2: while Not Converged do
3: for c ∈ C do
4: for Each batch {(x0, y)}b ⊆ Dc do
5: *** CLIENT NODE ***
6: tc ∼ U [1, tζ ]b and ts ∼ U [tζ , T ]b
7: ϵc ∼ N (0, I), ϵs ∼ N (0, I)
8: xtc ← α(tc) · x0 + σ(tc) · ϵc
9: xtζ ← α(tζ) · x0 + σ(tζ) · ϵc

10: xts ← α(ts) · xtζ + σ(ts) · ϵs
11: Ltc = ωtc · ||ϵθc(xtc , t

c, y)− ϵc||22
12: Update θc

13: Pass xts and ϵs to server s
14: *** SERVER NODE ***
15: Lts = ωts · ||ϵθs(xts , t

s, y)− ϵs||22
16: Update θs

17: end for
18: end for
19: end while

Diffusion
Process

Denoising
Process

3.1 Collaborative Training

During training, client models ϵcθ and the server model
ϵsθ are updated independently. Alg. 1 provides our collabo-
rative training procedure in pseudocode, which we now de-
scribe in more detail. For training, each client c ∈ C has
access to a private dataset Dc = {(xi

0, y
i)} of images xi

0

with optional textual attribute labels yi. In principle, our
approach also works with unlabeled data and other kinds
of labels, e.g., one-hot encoded label vectors and segmen-
tation maps. However, we focus on the use case of attribute-
conditioned image generation in this work. By using textual
feature descriptions as labels, our implementation can eas-
ily be extended to more elaborated text-guided image syn-
thesis. As for the standard diffusion training process, each
client samples a training batch {(x0, y)}b ⊆ Dc of batch
size b together with client time steps tc ∼ U [1, tζ ]b during
each training step. Gaussian noise is added to each training
sample based on tc following the diffusion process defined
in eq. (1). All noisy images are fed into the client’s model
to predict the added noise and update the model’s parameters
according to the loss function defined in eq. (4). In addition,
each client uses the diffused image xtζ from the cut point
and sampled additional server time steps ts ∼ U [tζ , T ]b to
provide the noisy images xts for the server. The final noise
image and the noise added to xtζ are then used to update the
server model’s weights analogously. We note that the process
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Algorithm 2 Collaborative Inference

Require: number of time steps T , label y, cut point tζ , client
c, server s

1: Sample initial noise: xT ∼ N (0, 1)

2: M =
⌊
tζ +

tζ
T · (T − tζ)

⌋
3: tclist = linearly spaced array generator(1,M, tζ)
4: t← T
5: while t ≥ 1 do
6: if t > tζ then
7: Compute xt−1 using ϵθS (xt, t, y) and α(t), σ(t)
8: else
9: Compute xt−1 using ϵθC (xt, t

c
list[t], y) and

α(tclist[t]), σ(t
c
list[t])

10: end if
11: t← t− 1
12: end while

of adding additional noise for the server could, in principle,
also be performed on the server side. However, it is crucial
to note that the server only has access to samples at the noise
level of tζ and not the initial training samples to limit the
amount of disclosed information shared with the server.

3.2 Collaborative Inference

After training, each client c ∈ C can send a request to
the server containing optional textual attribute labels y. The
individual steps during the inference are specified in Alg. 2.
The server first samples initial noisy images x̂T ∼ N (0, 1)
and starts denoising them using ϵsθ for T − tζ steps condi-
tioned on the label y. The still noisy samples x̂s

tζ
are sent to

the client c, which computes the final tζ denoising steps us-
ing its local model ϵcθ. To account for the increased amount
of noise in x̂s

tζ
and hence allow for a higher noise reduc-

tion on the client node, the variance and noise scheduler are
adapted considering the cut point tζ . While keeping the to-
tal amount of timesteps fixed, the maximum value M is de-
fined to adapt the schedulers. A sufficiently large cut point tζ
ensures that possibly sensitive features are generated on the
client side while the server performs the less privacy-critical
initial denoising steps. If multiple clients request samples
from the same label y, the server-side denoising process can
be run once to generate an intermediate noise sample, and
each client solely has to compute the remaining denoising
steps.

4 Experiment

To assess our approach, we implement Alg. 1 and Alg. 2
and train the models on a common benchmark dataset. We
simulate a scenario in which k = 5 clients use a trusted

Table 1: Attribute selection for dataset and clients. Each
client dataset comprises samples of two to five attributes,
e.g., black hair, brown hair, etc.

Dataset Client 1 Client 2 Client 3 Client 4 Client 5

CelebA Hair colors Jewelry Hair cut Eyebrows Eyes/Glasses

server to train a DDPM collaboratively. Each client has ac-
cess to an individual subset from the same domain. Thereby,
we investigate the influence of collaborative training on the
fidelity of generated images. Furthermore, we analyze the
influence of the chosen cut point tζ on sample fidelity with
respect to disclosed information.

4.1 Experimental Protocol

To ensure consistent conditions and avoid confounding
factors, we maintain identical training and inference hyper-
parameters and seeds across different runs and settings, if
not stated otherwise. We provide our source code for repro-
ducibility1.
Model Architecture: We adopt the network architecture of
Imagen [36], which is based on the U-Net architecture [34] to
process 64× 64 RGB images. As in the original Imagen im-
plementation, each U-Net model is conditioned on text em-
beddings computed by a T5-Base model [32]. Unlike Saharia
et al. [36], we do not apply any super-resolution model to in-
crease the fidelity of the generated images, as the focus of
our work lies on the feasibility of the collaborative training
and inference process. However, our collaborative diffusion
setting also allows each client to add individual or shared
super-resolution models [35] to their pipeline to upscale the
generated images.
Datasets: We train and evaluate our collaborative diffusion
models on the common CelebA dataset of facial attributes.
The CelebA dataset is a large-scale face attributes dataset
collected by Liu et al. [25]. It consists of over 200,000 facial
images of celebrities, each annotated with 40 binary attribute
labels, including attributes such as gender appearance, per-
ceived age, hair color, and facial expressions. The images
in the dataset are diverse, featuring celebrities from various
ethnicities, ages, and backgrounds.
Training Parameters: Our training protocol consists of ten
epochs, employing a learning rate of 0.001, a batch size of
50, a cosine scheduler, and T = 1000 timesteps. Each
client holds 2,000 training images and 5,000 test images
(hold-out dataset) according to an individual attribute group
(cf. Tab. 1). The experiments were conducted utilizing an
NVIDIA A100-SXM4-40GB for computational processing.
Evaluation Metrics: To assess the quality of the gener-
ated images, we calculate the common Kernel Inception Dis-

1https://github.com/SimeonAllmendinger/collafuse
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Figure 2: Comparison between random samples from the
training set (top row) and images generated with our col-
laborative diffusion models trained with cut point tζ = 100
(bottom row). Images were not cherry-picked and generated
starting with the same initial noise. The results demonstrate
that collaboratively training diffusion models can achieve
high image quality and attribute fidelity.

tance (KID) [2], the Fréchet Inception Distance (FID) [13]
and the Fréchet CLIP Distance (FCD) between the 2,100 real
(test dataset) and generated images from each client. We
differentiate between images generated by clients from pure
Gaussian noise (client-only), and images generated based on
the server image at the cut point. All metrics are computed on
the implementations provided by Parmar et al. [31] to ensure
stable and comparable evaluation results. For all three met-
rics, lower values indicate better approximation of the train-
ing distribution and improved image quality. In the main pa-
per, we report the FID and FCD values, as well as the KID
results in the appendix due to the page limitation.

As we are interested in the performance of the collabora-
tive system, we calculate the image fidelity across the set of
clients to compare the performance for different values of tζ .
Furthermore, we calculate the fidelity between the partially
diffused images at the cut point tζ and original images of the
clients, as well as the denoised images from the server model
at cut point tζ and further denoised images at t = 0. More
detailed results are provided in the appendix.

4.2 Experimental Results

In our experiments, we analyze the performance of collab-
orative diffusion models by focusing on specific distributed
attributes among clients. Fig. 2 displays exemplary gener-
ated images of our collaborative approach, comparing them
with their attributes and real images from the dataset. Our
quantitative analysis includes a comparison with two base-
lines: global model (tζ = 1000) and independent client mod-
els (tζ = 0). The single global model on the server node
is trained using the combined datasets of all clients, while
the independent client models are trained on client-specific
distributed sub-datasets and separately operate on the client
node. The FID and FCD scores in Fig. 3 show that models
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Figure 3: Fidelity results for each client using the Fréchet
Inception Distance (FID↓) and Fréchet CLIP Distance
(FCD↓): We evaluate 10,500 real x0 and collaboratively gen-
erated images (x̂c

0 ◦ x̂s
tζ
(ϵ)) of the CelebA dataset across

clients. In our experiment, cut points tζ <= 300 outper-
form the baseline of independent client models (tζ = 1000).
Moreover, small cut points even succeed the global model
(tζ = 0), which is trained on all client datasets.

with cut points tζ ≤ 300 surpass the performance of the inde-
pendent client models in favor of collaborative image synthe-
sis. Our experiments with smaller cut points even manage to
outperform the global model. However, cut points tζ > 300
weaken the fidelity of image generation, which converges
with the performance of the independent client models for
higher cut points. Furthermore, our findings highlight that
a client-only approach, which includes the image generation
from pure Gaussian noise at the cut point proves ineffective,
particularly at lower cut points, as detailed in the appendix.

In terms of image quality, we observe that the degrada-
tion of image fidelity and visual characteristics is evident in
images generated by the server as the cut point tζ increases.
Fig. 4 displays this deterioration, which affects the images
generated by the server at higher cut points. Conversely,
the client’s performance in generating images from noise is
compromised when operating with low cut points. However,
leveraging our collaborative approach, each client can pro-
duce meaningful images with improved fidelity, as shown
in Fig. 3, making use of denoised images provided by the
server. Additionally, our results indicate that incorporating
an adjustment of the variance and noise scheduler into the
collaborative inference process significantly enhances the de-
noising capabilities on the client node. This is particularly
effective given the higher levels of residual noise in the im-
ages received from the server, leading to an improvement in
the overall quality of the images. The adoption of the ad-
justed parameter M in Alg. 2, especially with an increased
emphasis on managing variance and noise in the collabora-
tive setting, proves to be beneficial in refining the quality of
the final image output.
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Figure 4: Samples generated by collaborative diffusion mod-
els trained with different cut points tζ . The top row depicts
images produced by the server, which are then sent to the
client. The bottom row shows the samples after the final de-
noising performed by the client. For tζ = 0, the server per-
forms the full denoising process, for tζ = 1000, each client
trains a separate diffusion model without a server side.

5 Discussion, Limitations, and Future Work

Our findings reveal that collaborative diffusion models
produce images of higher quality than those generated by in-
dependently trained diffusion models using sub-datasets. In
certain instances, they even surpass the performance of cen-
trally trained diffusion models. This not only highlights the
efficacy of our method but also demonstrates its capability
to tackle the personalization versus generalization challenge
frequently encountered in federated learning scenarios. Be-
yond the aspect of image fidelity, it is pivotal to consider
our findings within their broader impact on information dis-
closure and computational efficiency in distributed machine
learning frameworks. Our approach circumvents the need to
share raw data or complete model updates, opting instead to
share only the diffused images alongside server-side noise.
Furthermore, by delegating computationally intensive tasks,
our approach significantly reduces the computational load on
individual clients, leveraging the potential strengths of grow-
ing foundation models on large servers. Consequently, even
in cases where image fidelity decreases, clients may still fa-
vor a collaborative diffusion model for its ability to lighten
their computational load, even in simple one-to-one setups.
Thus, our strategy facilitates a balanced optimization of per-
formance, privacy, and computational resources and can be
tailored to individual preferences.
Limitations: Our current approach assumes trustworthy
clients and an honest server. However, collaborative ap-
proaches are known to be susceptible to backdoor at-
tacks [48, 44] in which an adversarial client tries to inject
secret functionalities into a collaboratively trained model.
Also, existing research has shown that diffusion models are

indeed susceptible to backdoor attacks [43, 5]. Our proposed
collaborative diffusion models do not account for such ad-
versarial cases. However, our focus lies on the conception of
collaborative diffusion models and not on the security area.
Future Work: Our empirical evaluations are currently lim-
ited to images with 64 × 64 resolution. An important fu-
ture avenue is the collaborative training of diffusion models
of larger scales, for which the computational advantage to
each client further increases. Also, collaborative diffusion
applications based on more general text-to-image synthesis
models like Stable Diffusion are interesting to investigate.
However, training such models requires high computational
resources and is, therefore, out of the scope of this work.
Nevertheless, future research steps include examining vul-
nerabilities, like backdoor attacks, in collaborative diffusion
models. Identifying suitable countermeasures and analyzing
their impact on image fidelity and computational efficiency
is central to bringing our approach closer to its real-world
application. Another intriguing avenue is the combination of
our collaborative diffusion models with differentially private
training algorithms to provide formal privacy guarantees for
trained models [7, 9]. Similarly, it would be interesting to in-
vestigate to what extent the phenomenon of memorization in
diffusion models [4, 46, 14] can also occur in collaborative
approaches with separate models.

6 Conclusion

Our collaborative diffusion approach offers a novel so-
lution to the challenges of diffusion-based generative mod-
els. By dividing the denoising process between a shared
server and client models, we address performance, informa-
tion disclosure, and computational concerns effectively. Our
approach enables clients to outsource computationally in-
tensive denoising steps to the server, balancing image qual-
ity without the necessity of sharing raw data. Through ex-
periments, we demonstrate the effectiveness of collaborative
training in enhancing image quality tailored to each client’s
domain while reducing the number of denoising steps on the
client side. These findings highlight the potential of collab-
orative diffusion models in advancing distributed machine
learning research and development.

Reproducibility Statement. Our source code is publicly
at https://github.com/SimeonAllmendinger/
collafuse to reproduce the experiments and facilitate
further analysis.
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A Appendix

A.1 Exemplary images for different image generation process: Client-only, server-only, cut point and
collaborative inference

Figure 5: The figure shows generated images exemplarily for different scenarios across different cut points. Column I describes
server-only generated images, while column II describes client-only generated images. Column III shows images at the cut
point, while column IV shows images generated collaboratively.
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A.2 Development of FID, FCD, KID across cut points for different image generations compared with the
original images
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Figure 6: The figure shows the development for FID; FCI, KID calculated between real and generated images The green lines
show the scores of the client-only generated images, while the purple lines show the scores for server-only generated images.
The blue line shows the server-generated images at the cut point and the yellow for the diffused images at the cut point.

12



A.3 Development of FID, FCD and KID over cut points
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Figure 7: Fidelity results for each client using FID↓, FCD↓, and KID↓: We evaluate 10,500 real x0 and collaboratively generated
images (x̂c

0 ◦ x̂s
tζ
(ϵ)) of the CelebA dataset across clients. In our experiment, cut points tζ <= 300 outperform the baseline of

independent client models (tζ = 1000). Moreover, small cut points even succeed the global model (tζ = 0), which is trained
on all client datasets.
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