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ABSTRACT
The application of deep learning in visual anomaly detection
has gained widespread popularity due to its potential use in
quality control and manufacturing. Current standard meth-
ods are Unsupervised, where a clean dataset is utilised to
detect deviations and flag anomalies during testing. How-
ever, incorporating a few samples when the type of anomalies
is known beforehand can significantly enhance performance.
Thus, we propose ATAC-Net, a framework that trains to de-
tect anomalies from a minimal set of known prior anomalies.
Furthermore, we introduce attention-guided cropping, which
provides a closer view of suspect regions during the training
phase. Our framework is a reliable and easy-to-understand
system for detecting anomalies, and we substantiate its supe-
riority to some of the current state-of-the-art techniques in a
comparable setting.

Index Terms— anomaly detection, self-explainability,
weak supervision, attention augmentation, deviation loss
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1 Introduction
Deep learning has achieved state-of-the-art results, matching
or surpassing human-level performance in various areas such
as healthcare, autonomous driving, natural language process-
ing, and computer vision tasks. Even though these deep learn-
ing networks perform better when increasing the available
size of the datum, only some domains have enough data for
every class in the dataset, leading to significant imbalances in
the data distributions and thus biases. This paper thoroughly
examines anomaly detection as one of these domains.

Anomaly detection involves identifying deviations from
the typical sample distribution through an anomaly score’s
measure. Despite its potential, the area of anomaly detection
utilising deep learning techniques has yet to be extensively
researched, mainly due to specific key characteristics of the
data.

Anomaly detection datasets often have only two classes,
”normal” and ”anomalous” samples, with the number of ”nor-
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Fig. 1: Grad-CAM [1] visualization of a dog class within the
original image and zoomed view of the object. The density
of the saliency map increases as the model receives a zoomed
object

mal” samples significantly exceeding that of ”anomalous”
samples by a factor of at least 100. Moreover, anomalies can
greatly differ from one another or exhibit vast dissimilarities.
Coupled with a limited number of anomaly samples, it creates
a complex problem.

Various methods have been developed to address the prob-
lem at hand without the need for supervision. Recent tech-
niques such as [2] and [3] fall under unsupervised approaches,
which do not require anomalous samples during training. Un-
supervised approaches utilise feature extraction and deviation
calculation based on anomaly scores, reconstruction errors,
or distance-based scores. However, the most significant chal-
lenge is determining the optimal threshold, as genuine sam-
ples with noise can sometimes get misclassified as anomalies.

This work delves into the domain of anomaly detection us-
ing weak supervision. We suggest attention-guided cropping
as an augmentation method to enable the model to concentrate
better on object features. Our findings, as illustrated in Fig. 1,
demonstrate that the model can concentrate more on the ob-
ject’s features when presented with a focused or cropped im-
age rather than the raw input image. The model performed
better with zoomed inputs, particularly the object’s Region
of Interest (ROI). By guiding the model in this manner, we
achieved a higher accuracy in anomaly detection, meeting the
benchmark accuracy on three distinct datasets. In this paper,
we contribute the following insights:

• We propose a weakly supervised attention augmentation
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Fig. 2: ATAC-Net, using attention augmentation module to
learn and find anomalies while also providing interpretability
of the anomaly via the saliency map. The network’s feature
extraction works two-fold to find the best results for anoma-
lies within the provided sample. The normal (un-cropped) and
attention-cropped flows are used in train and inference time.

method to guide the learning of the anomaly score net-
work by focusing on regions of interest (ROI) in the in-
put image.

• We use deviation-loss modelling, based on the Gaussian
distribution, to structure the anomaly scores accurately.

• We tested on three public real-world datasets to test
the generalisation ability of the proposed approach and
achieved benchmark results when compared to state-of-
the-art methods.

2 Literature Review
In this section, we delve into the evolution of anomaly de-
tection research, focusing on supervised and unsupervised
learning methods. Early works in anomaly detection focused
on density-based and distance-based modelling techniques.
However, these methods proved inadequate in handling high
resolutions and failed to effectively map non-linear relation-
ships among the data.

PaDiM, introduced by Defard et al. [4], utilises an unsuper-
vised domain to compare query image patches with a feature
database. The training process involves representing each im-
age patch using a multivariate Gaussian Distribution with in-
termediate layer features. During testing, PaDiM compares
the features of the query image with the learned distribution
using Mahalanobis Distance [5]. The PaDiM model has sev-
eral variants, each with a different backbone type. This paper
compares the ResNet-50 [6] variant against other options.

PatchCore, by Roth et al. [2], involves using a memory
bank of normal samples to compare with a query sample
during testing. The memory saves the patch-aware features,
which get downsized using greedy corset sampling. Each
query patch is compared during query time to determine if it is
an anomaly. Another approach, proposed by Zhang et al. [7],
called MemSeg, which combines the memory bank features
of normal samples with reconstruction methods. They intro-
duce anomalies only in external datasets in the foreground of
items using various techniques to generate noise over gen-
uine samples. Another technique called FastFlow, introduced
by Jiawei et al. [3], uses normalising flows [8] to transform
the input to a normal distribution, forcing the anomalies to
have mappings distant from the genuine samples, making de-
tection easier. Before this, Gudovskiy et al. [9] proposed a
method called CFlow-AD, which uses Condition Normalis-
ing Flows. CFlow-AD learns the probability distribution of
the genuine samples fed into the model to convert the original
distribution to a Gaussian density. This method distinguishes
between out-of-distribution patches from normal ones.

Ding et al. [10] have achieved state-of-the-art results in
supervised learning-based approaches. Their novelty lies in
using four learning heads, each with a different objective, to
optimise the model and improve convergence. Additionally,
they utilised a few anomalous samples for training and em-
ployed the deviation loss function proposed by Pang et al.
[11] for anomaly detection through supervised training. Our
proposed technique also uses this loss function.

Other approaches, such as those based on Focal [12] and L1
loss [13]. For instance, Zhang et al. [14] introduced Prototyp-
ical Res-Nets (PRN) that learn multi-scale features with Fo-
cal and L1 loss during training with labelled segment maps as
ground truth. To address data imbalance, they created pseudo
anomalies.

3 Methodology
This section provides the proposed technique and intuition
behind using attention cropping with deviation loss [11] for
weak supervision compared to direct classification heads.
Fig. 2 provides the overall structure of ATAC-Net.

3.1 Weaker-Supervision Heads
Given an input image x and a classifier ϕ, we can generate
class probabilities P (yi|x) for the classification task. We can
identify the most influential visual features from the image



that result in a prediction for class yi by backpropagating ϕ(x)
w.r.t. the output confidence scores; this helps get a visual
explanation behind the network’s classification.

Explainable methods like Grad-Gam [1], and SHAP [15]
allows for visualising the most importable regions in an in-
put image for predictions. The visualisation of Grad-Cam
maps, which can be generated using Eq. (1) and Eq. (2) for
class Dog, shown in Fig. 1, by zooming in on these most ac-
tive regions, we observe that confidence scores for an object’s
classification are higher than the raw image. The Grad-Cam
output on the zoomed sample provides evidence for compari-
son, showing more of the object features activated compared
to the original input sample image x.
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Considering better outputs from ϕ for given cropped inputs
(xc), we propose an attention-guided augmentation to learn
the activation map of the features contributing towards the ob-
ject class (anomaly here) via self-attention [16]. Furthermore,
augmenting a closer crop, the model reiterates over the crop
to learn the target object better even with high background
noise within the input; closer cropping w.r.t. the anomaly re-
gion provides better ROI analysis using the attention features.
Thus, we introduce our architecture ATAC-Net (Attention-
based Anomaly Cropping Network)

The proposed ATAC-Net maps the feature extraction out-
puts to highlight the region representing the anomaly for a
given input image x ∈ RH×W×C . We define our network
γ, comprising of three components: 1) feature extraction
pipeline ϕ(x; θf ), which generates latent representation for
given input image x, attended by 2) the proposed attention-
augmentation module σ(ϕ(x); θa) comprising of convolu-
tion layers followed by self-attention block to generate the
saliency map corresponding to presence of anomalies within
x. The augmentation module guides the feature extraction
pipeline to reiterate ϕ through a close crop augmentation xc ∈
RH×W×C (scaled via interpolation) using σ. Finally, we have
our 3) anomaly scoring mapper τ(σ(ϕ(x; θf ); θa); θs) to map
the attention features into a score map with each element in
the anomaly score mapping corresponding to a larger patch
in the input sample x. End-to-end training of this pipeline re-
sults in learning the anomaly representation better and guides
the architecture to find the anomalous regions without explic-
itly providing any ground truth ROIs.

amp1 = τ(σ(ϕ(x; θf ); θa); θs) (3)

C ′
map =

1

C

C∑
i=1

σ(ϕ(x; θf ); θa) (4)

Cmap = maxdim=1(C
′
map) > ω (5)

xc = crop(x; (argmin
x,y

(Cmap), argmax
x,y

(Cmap))) (6)

amp2 = τ(σ(ϕ(xc; θf ); θa); θs) (7)

In the above equation, amp1 and amp2 represent the
anomaly score maps, with each score on the spatial map cor-
responding to a patch on the input samples x and crop xc,
respectively. Eq. (6) describes how we obtain the cropped in-
put xc using the channel-wise mean of the attention features
from σ, which is then normalized to 0−1; further, a threshold
parameter (ω) on the normalized map is used to improve the
localization which helps determine ”active” regions attended
by σ as shown in Eq. (4), Eq. (5). To obtain the final anomaly
score value as a scalar, we use the top − K approach over
both anomaly maps to take the mean of the most significant
K values as the anomaly score. This is done to tackle the in-
consistency of abnormalities found in various samples. Some
samples may have extensive areas of irregularity, while others
may only have small ones. Due to this, considering a mean
or sum over the whole score map would greatly hinder the
results in finding an optimal threshold point to differentiate
based on these scores. The final top −K mean of amp1 and
amp2 produces two scalars whose mean is the final anomaly
score produced by ATAC-Net. The same can be understood
using Eq. (8), Eq. (9), and Eq. (10) as follows:

TK{i} = {xi ∈ amp{i}|i ∈ argmaxK
j=1xj} (8)

aKmp{i} =
1

K

K∑
j=1

TK{i}j (9)

γ(x; θ) =
1

2
(aKmp1 + aKmp2) (10)

Using the anomaly score generated via γ, we can identify
image anomaly via the magnitude of the score. This scor-
ing is trained through Deviation loss (discussed ahead). Most
techniques rely on backpropagation to find the region where
the anomaly lies and provide for interpretability, in contrast
ATAC-Net learns to find the anomaly regions within input
while learning the attention-augmentation module.

3.2 Deviation Loss
With the generated anomaly scores from the network, we re-
quire some guidance via a loss function; supervised algo-
rithms rely on assuming the ”anomaly” and ”normal” sam-
ples as categories. The distinction is not well drawn for the
high imbalance cases when we train the model for weak su-
pervision and thus require excessive hyperparameter tuning.
Unsupervised techniques generally try to get a distance-based
measure where the idea is to reduce the distances between a
set of ”normal” samples during training. Once any anoma-
lous sample comes up, a deviation is expected, and based on
an optimal threshold, we classify the anomaly. Even though
the scoring strategy works well, threshold selection is com-
plex at times Fig. 3. To solve this, we inculcate the deviation



Fig. 3: Histogram of anomalous and normal samples on a test
dataset between SPADE and ATAC-Net

loss [11] where the key objective is to assume that all ”nor-
mal” samples lie in a standard Gaussian distribution such that
their generated anomaly scores have zero mean (µ = 0) and
unit standard deviation (σ = 1).

The idea is to use the deviation of the new incoming sam-
ples Eq. (11), using the previously defined distribution for
”normal” distribution samples. This way, we give a higher
value for the deviated samples in a contrastive loss set-
ting, i.e., anomalous samples produce much higher deviation
scores than ”normal” samples. The final loss can be summa-
rized using Eq. (12) displayed ahead.

dev(x) =
γ(x; θ)− µR

σR
(11)

L(xi, µR, σR, θ) = (1− yi)|dev(x)|
+yi(k − |dev(x)|)

(12)

For the defined loss in Eq. (12), if yi = 0, the loss would
push closer to zero, thus making the ”normal” sample predic-
tion the same. If yi = 1, the loss will move the tampered
sample’s anomaly score towards the defined cut-off constant
k. Allowing for the model to learn the anomaly scoring while
maintaining the gap between the ”normal” and ”tampered”
samples, Fig. 3 illustrates the same observation over a pri-
vate document-images dataset consisting of 7.7K genuine and
11.5K anomalies. To demonstrate the effectiveness of weak
supervision with deviation loss compared to other cluster-
based distance losses [4], we have included the anomaly score
variation when using an unsupervised algorithm, showing
how much more distinguishable the results are visually (dis-
cussed ahead in results).

4 Experimentation
Three publicly available datasets have been tested to check the
proposed methods’ efficacy, each being a real-world dataset

Fig. 4: t-SNE plots between different training versions
of a baseline ResNet-50. ATAC-Net shows the effect of
attention-based cropping, which helps better distinguish be-
tween anomalies and normal samples.

containing subtle anomaly differences helping understand the
models’ impact in natural settings for various tasks. For this,
we consider Industrial and medical datasets to test. Since
these fields cover the most impactful applications of anomaly
detection and allow for agility checks of the model, this sec-
tion discusses the implementation details followed for ATAC-
Net, comparing networks in the weak supervision domain.
We use an Nvidia RTX 2080Ti GPU with 11GB of memory
for all the presented experiments in the paper.

4.1 Datasets
We use the MVTec-AD [17], Head-CT [18] and Brain-MRI
[18]. MVTec-AD dataset contains various types of surfaces
and object-level anomalies, which can help determine how
the model can handle subtle variations. It contains 15 dif-
ferent classes, with five surface-level and ten object-level.
Correspondingly, the medical datasets, namely, Head-CT and
Brain-MRI, each have the presence of anomalies in their re-
spective visual modality, making them viable for detection
tasks using the proposed architecture, thus helping the medi-
cal community with automated detection. The proposed net-
work can detect deviations from new samples by incorporat-
ing both normal sample deviations and known tamper sam-
ples where (||normal|| >> ||tamper||). It achieves this
by training on normal data to learn patch-wise score learn-



Fig. 5: Anomalous regions detected by the attention-cropping
mechanism from ATAC-Net. The heatmaps are binarized us-
ing a threshold after normalizing for the coordinate points ex-
traction

ing, like unsupervised methods and leveraging known tam-
pers through deviation loss for detection in the datasets. To
leverage the weak-supervision strategy, we leverage two dif-
ferent settings: 1) using only one anomaly sample compared
to 2) ten anomalies to observe model performance in weak
data settings, selecting the anomalies randomly in each. Fur-
ther, the cut-mix [19] algorithm is also incorporated to add
some pseudo/artificial anomalies for learning the primary cut-
paste distribution over the object/surface.

4.2 Training Details
The proposed technique comprises a ResNet-50 [6] as the
backbone for our feature extraction, with 64 channels in the
convolution layers and self-attention layers added ahead of
the extractor for attention cropping mechanism and zoom
view generation for reiteration operation. Eq.(4) sets a thresh-
old value ω to 40%, based on the observed loss convergence.
We also apply the Cut-Mix algorithm to add pseudo anoma-
lies during training to compensate for the data imbalance and
support weak supervision.

For comparison against other techniques which follow
anomaly score-based detection, we consider the top 10% of
the scores, i.e., top − K scores of the map [10][11], to find
the final anomaly score. Further, all experiments and compar-

isons are done at a fixed spatial resolution of 224x224. We set
k to 10 in Eq. (12) to differentiate the anomaly scores via de-
viation loss. The model is trained for 30 epochs with a batch
size of 16 using the train set given by the respective datasets
and compared with other SOTA models on the test sets. We
also utilize the learning rate decay by a factor of 0.1 at a step
size of 10 epochs. We use Adam [20] optimizer to update the
parameters, starting at an initial learning rate 1e−3.

We compare the proposed method with all other methods
using weak-supervision domains, including the likes of some
SOTA techniques like DevNet [11], DRA [10], SAOE [21]
[18] [22], and a weighted categorical cross-entropy loss [23]
trained Cut-Mix (using the same feature extractor ResNet-50)
without using the anomaly scoring map strategy through ad-
dition of a MLP unit to act as a binary classifier. DevNet al-
gorithm devises the deviation loss for anomaly detection for
weak supervision, followed up with DRA with changes in the
plain feature extraction pipeline (compared to [11]) to detect
anomalies more robustly. SAOE, on the other hand, refers
to using synthetic anomaly generation and outlier exposure
to improve the training. Cut-Mix works by creating pseudo
anomalies by selecting and pasting random input parts with
other regions to simulate an anomaly. Further, we compare
ATAC-Net with SOTA un-supervised techniques over the in-
dustrial dataset for surface and object-level detection accu-
racy in Table 2. The area under the ROC curve is considered
the standard metric for each table’s shown comparisons.

5 Results
Table 1 compares all the mentioned algorithms using weak su-
pervision, showing the improvements of the proposed ATAC-
Net. The technique comes in close with the DRA algorithm
on a few points. However, overall, the zoomed view technique
achieves better results and even provides interpretability by
the model for detected anomalies through a saliency map.
The saliency maps for a few surface and object classes of the
MVTec-AD dataset are in Fig. 5. To understand more about
the explanability provided by the model, we additionally ob-
serve the t-SNE [24] plot for the difference between the base
ResNet-50 pipeline with weighted cross-entropy as a baseline
compared with the same feature extractor using deviation loss
and finally with our proposed attention-augmentation module.
All these accumulated results can be observed in Fig. 4 with
each method using the Cut-Mix algorithm and ten anoma-
lous samples for weak supervision. Given the setting in all
the mentioned datasets, ATAC-Net beats all the current weak
supervision-based models in determining the anomalies.

Also, for the graph in Fig. 3, we observed that for a size-
able internal dataset (19K samples) comprising anomalies
on the document surface, ATAC-Net maintained an easy-to-
determine threshold between the ”normal” and tampered class
by limiting the ”normal” samples class in closer proximity
to 0. Whereas using SPADE [25], the results show a con-
siderable overlap of ”normal” and ”tampered” sample scores,



Dataset No. of
Anomalies

One Anomaly Training Ten Anomaly Training
Dev-net DRA SAOE Cut-Mix ATAC-Net Dev-net DRA SAOE Cut-Mix ATAC-Net

Carpet 5 0.746 0.859 0.766 0.734 0.849 0.867 0.940 0.755 0.803 0.924
Grid 5 0.891 0.972 0.921 0.935 0.918 0.967 0.987 0.952 0.931 0.988

Leather 5 0.873 0.989 0.993 0.957 0.994 0.999 1.000 1.000 0.984 1.000
Tile 5 0.752 0.965 0.935 0.942 0.980 0.987 0.994 0.944 0.935 1.000

Wood 5 0.900 0.985 0.948 0.893 0.987 0.999 0.998 0.976 0.988 0.996
Bottle 3 0.976 1.000 0.989 0.984 1.000 0.993 1.000 0.998 0.991 1.000

Capsule 5 0.564 0.631 0.611 0.582 0.735 0.865 0.935 0.850 0.914 0.934
Pill 7 0.769 0.832 0.652 0.649 0.821 0.866 0.904 0.872 0.852 0.921

Transistor 4 0.722 0.668 0.680 0.715 0.787 0.924 0.915 0.860 0.903 0.969
Zipper 7 0.922 0.984 0.970 0.909 0.988 0.990 1.000 0.995 0.989 1.000
Cable 8 0.783 0.876 0.819 0.856 0.904 0.892 0.909 0.862 0.864 0.983

Hazelnut 4 0.979 0.977 0.961 0.973 0.993 1.000 1.000 1.000 1.000 1.000
Metal nut 4 0.876 0.948 0.922 0.853 0.963 0.991 0.997 0.976 0.952 1.000

Screw 5 0.399 0.903 0.653 0.610 0.734 0.970 0.977 0.975 0.966 0.997
Toothbrush 1 0.753 0.650 0.686 0.594 0.864 0.860 0.826 0.865 0.901 0.879
MVTec-AD 15 0.794 0.883 0.834 0.812 0.901 0.945 0.959 0.926 0.932 0.973
Brain-MRI 1 0.694 0.744 0.532 0.631 0.833 0.958 0.970 0.900 0.899 0.979
Head-CT 1 0.742 0.796 0.597 0.570 0.864 0.982 0.972 0.935 0.913 0.985

Table 1: Comparison of ATAC-net with SOTA weak-supervision methods over three datasets, two settings of weak supervision
are tested through this for robustness check. all these methods have the familiar computation, using ResNet50 as backbone

Category ||A|| Patch-SVDD SPADE PaDiM PatchCore MemSeg ATAC-Net

Texture

Carpet 5 0.929 0.928 0.988 0.984 0.996 0.924
Grid 5 0.946 0.473 0.942 0.959 0.974 0.988

Leather 5 0.909 0.954 0.996 1.000 1.000 1.000
Tile 5 0.978 0.965 0.974 1.000 1.000 1.000

Wood 5 0.965 0.958 0.993 0.991 0.991 0.996
mean 0.945 0.929 0.959 0.987 0.992 0.982

Object

Bottle 3 0.986 0.972 0.991 1.000 1.000 1.000
Capsule 5 0.767 0.897 0.927 0.982 0.993 0.934

Pill 7 0.861 0.801 0.939 0.920 0.972 0.921
Transistor 4 0.915 0.903 0.976 1.000 0.986 0.969

Zipper 7 0.979 0.966 0.882 0.985 0.994 1.000
Cable 8 0.903 0.848 0.878 0.990 0.982 0.983

Hazelnut 4 0.920 0.881 0.964 1.000 1.000 1.000
Metal nut 4 0.940 0.710 0.989 0.994 1.000 1.000

Screw 5 0.813 0.667 0.845 0.960 0.978 0.997
Toothbrush 1 1.000 0.889 0.942 0.933 1.000 0.879

mean 0.908 0.976 0.975 0.976 0.991 0.969
MVTec-AD 15 0.921 0.854 0.948 0.980 0.991 0.973

Inference Time (ms) 480 339 319 225 32 29

Table 2: Comparison of ATAC-net with other SOTA unsuper-
vised techniques over MVTec-AD dataset. ||A|| represents
the number of different anomalies present for that category

complicating the process of finding the optimal threshold ev-
ery time.

Comparing the weak-supervised ATAC-Net with some
SOTA un-supervised models like Patch-SVDD [26], SPADE
[25], PaDiM [4], PatchCore [2], and MemSeg [7] (using
ResNet-50), in Table 2, we provide a comparison between the
object-level and the surface-level anomaly detection scoring.
From the results, it is viable that ATAC-Net is very compara-
ble on both surface level and object class, with many classes
surpassing the unsupervised methods by getting a 100% AU-
ROC score, failing significantly only on the toothbrush object.
This case might be due to the cut-mix augmentation provid-
ing an out-of-context pasting for this object. Overall, the re-
sults are viable and provide better differentiability from other
stated methods (Fig. 3, Fig. 4). Further, the noise-based fore-

ground anomalies [7] can act as a better augmentation along
with Cut-Mix for training as done by MemSeg [7].

Despite the accurate localization of anomalous regions, it
is essential to understand that the augmented module is lo-
calizing on a large scale, giving out a little closer view; this
gates us from generating pixel-level AUROC scores by just
using the anomaly segments from attention maps. However,
observing Fig. 5, the self-attention module, when left with the
provided contrastive setting, can reiterate over the generated
saliency map at each step to learn the position of anomaly
pretty accurately.

6 Conclusion And Future Works
Throughout this paper, we discussed how a zoomed-in view
of input allows for better anomaly detection compared to stan-
dard feature extraction pipelines when given to a network.
The need for anomaly supervision is ignored at many points
by the advent of unsupervised algorithms, where they work
simply by observing only the ”normal” samples of a distribu-
tion; ATAC-Net showed, along with some other weakly super-
vised techniques, that getting a very few samples in training
can provide accurate inferencing with easy determination in
a real-world setting. Further, the lack of proper boundaries
in anomalous and normal samples is handled here via devi-
ation loss training. We also outperform some SOTA mod-
els’ results over three real-life datasets. Despite these results,
further work is still required to localise the anomalies better.
For instance, it is possible to train the attention-augmentation
pipeline with the ground-truth anomaly segmentation maps
to estimate the locals better. Further, it is possible to test
the unsupervised techniques by generating anomaly maps and
again form the close look augmentation to better attend to the
anomaly scoring and distinguish the embedding space accord-
ingly.

Supplementary material to dive in further is available at this
link on sigport

https://sigport.org/documents/atac-net-zoomed-view-works-better-anomaly-detection
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