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Abstract—Over the past years, images generated by artificial
intelligence have become more prevalent and more realistic. Their
advent raises ethical questions relating to misinformation, artistic
expression, and identity theft, among others. The crux of many of
these moral questions is the difficulty in distinguishing between
real and fake images. It is important to develop tools that are able
to detect AI-generated images, especially when these images are
too realistic-looking for the human eye to identify as fake. This
paper proposes a dual-branch neural network architecture that
takes both images and their Fourier frequency decomposition as
inputs. We use standard CNN-based methods for both branches
as described in Stuchi et al. [7], followed by fully-connected
layers. Our proposed model achieves an accuracy of 94% on
the CIFAKE dataset, which significantly outperforms classic ML
methods and CNNs, achieving performance comparable to some
state-of-the-art architectures, such as ResNet.

I. INTRODUCTION

With the advent of high-quality, publicly available artificial-
intelligence image generation tools such as DALL·E and
Midjourney, billions of artificial images have been created
and shared online. Such fake images have only become more
realistic and consequently more difficult to identify as their
popularity has grown. The problem is only further complicated
by the fact that algorithms used in generating these images are
themselves constantly and rapidly evolving. Despite efforts
to reliably identify artificially generated imagery, it is often
possible to circumvent technical solutions to this problem.
For example, AI tools intended for identifying these images
may fail to generalize when faced with images generated using
different models than those used in the creation of the training
set [13]. Researchers at Mozilla found that most current
disclosure methods, such as labels and watermarks denoting an
image as AI-generated, “may not prevent or effectively address
harm once it has occurred” [9]. In light of this, it is important
to develop new techniques that assist in making the distinction
between real and fake images. Neural networks are an ideal
candidate for this task because they can be trained to classify
images using information that is beyond the scope of human
sensory perception. Since image generating AI systems are
designed to create outputs as realistic as possible, it is this
information that we may have to rely on.

Within the existing literature, a wide array of neural ar-
chitectures have been used to detect AI-generated images [4,
6, 8]. These models range from simple convolutional neural

Fig. 1: Real and artificially-generated images from the
CIFAKE dataset.

networks (CNN) to well-known image classification models
that have been specifically fine-tuned for the task, such as
ResNet. Results have been mixed, with even the best models
failing to detect images generated using a different method
than their training data [13]. For example, ResNet-50 is a
popular CNN-based architecture used in computer vision;
when applied to the task of detecting AI-generated images,
it is capable of achieving an accuracy of 99% when tested
on images created using the same generator as the training
samples [13]. However, it only has an accuracy of 58.6%
when tested on a dataset including fake images from seven
other generators.

In contrast to existing methods, which primarily make use
of either the raw pixel data or frequency spectrum data from
a discrete Fourier transform (DFT) as input to the network,
we propose the implementation of a dual-input architecture,
integrating both the frequency content and the raw pixel data
to provide a unified representation of the underlying image
structure. The inclusion of frequency data can reveal features
distinct from the raw data, despite both originating from the
same source [7]. This is due to the fact that frequency analysis
addresses patterns related to the rates of change and periodicity
within the data which might otherwise not be evident in the
spatial domain representation. In particular, images generated
using GANs show patterns that are visible to the human eye
and which are generally not present in normal images [12, 10,
3]. Fig. 2 displays a bird from the CIFAR-10 dataset and its
DFT; our model will train using both these images as inputs.
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(a) A cool bird.

(b) The log-magnitude of the DFT, centered around the largest
magnitude.

Fig. 2: An example image of a bird from CIFAR-10 and its
corresponding DFT. For demonstration purposes, we take the
DFT of the gray-scaled image

II. MODEL

The proposed neural network model consists of two distinct
branches; the first taking a colour image as input, and the
second taking the discrete Fourier transform of the same image
as input. The layers in each branch do not interact with nor
affect parameter values held in each others layers. Branch
outputs are concatenated before being passed through further
linear layers. An overview of the architecture is pictured in
Fig. 5.

As the DFT is a transformation of the original input,
choosing to provide it as additional input does not necessarily
provide new information to the model. However, the DFT does
in fact present the information in a manner that may allow
features that would otherwise be less evident to be learned
more easily. In this sense, the proposed workflow can be

likened to data augmentation.

A. Frequency Domain Branch

We design the frequency branch following the methodology
outlined by Stuchi et al. [7]. The first step in the workflow
involves the segmentation of image into quadrants, which will
be addressed as “blocks” throughout the remainder of the text.
If necessary, these blocks can be further segmented into sub-
blocks for an even more granular approach. The purpose of
this segmentation is to encourage the model to learn both local
and global features within the image. For example, a 32 ×
32 image can be split into four 16 × 16 blocks, which can
each be subsequently split into four 8 × 8 sub-blocks, with
subsequent operations applied to each block independently.
With the previous example, we would have 21 sets of pixels
to operate on (the entire image, its four 16×16 blocks, and the
16 8 × 8 sub-blocks). Fig. 3 provides a visual representation
of the first stage of this process.

Fig. 3: A 32 × 32 image of a bird split into four 16 × 16
sub-blocks.

Prior to sectioning each image into quadrants, its content
is parsed into one of three colour channels (RGB) such that
the two-dimensional DFT can be applied to each channel
separately. For a channel with size A × B and pixel values
flj , the corresponding entries of the DFT are

Fhk =

A−1∑
l=0

B−1∑
j=0

flje
−2πi(hl/A+kj/B), where

h = 0, 1, . . . , A− 1 and k = 0, 1, . . . , B − 1. (1)

Since the outputs of DFTs are complex-valued, the outputs
of the operation are evaluated in terms of their complex
magnitude, Mhk, for each frequency value to get

Mhk =
√

(Re(Fhk))2 + (Im(Fhk))2, (2)

where Re and Im denote the real and imaginary parts of a
complex number, respectively. This sacrifices some informa-
tion but is necessary in order for the network to learn using
back-propagation. After determining the magnitude we further
take the natural logarithm of Mhk, as raw outputs may be
separated by several orders of magnitude. Next, we include a
max pooling layer, reducing the dimensionality of the problem
space and speeding up the training process. Continuing with



the previous example, our 21 blocks have been reduced to one
16×16 block which was originally the entire image, four 8×8
blocks, and 16 4× 4 blocks.

After processing and transforming the inputs, the data is
passed through a series of convolution/filtering layers. One
convolution filter is used for each block size. Continuing with
our example, a filter’s parameters are trained on the 16 × 16
block, another on all four 8 × 8 blocks, and a third on the
remaining 4 × 4 blocks. Having taken the magnitude of the
frequency values, this step is no different from the convolution
layers in any other CNN. After which, data is passed through
a rectified linear unit (LReLU) activation function [2]. LReLU
is similar to standard ReLU, except for negative inputs where
the function is linear with slope 0.01. For input current x, the
activation is

LReLU(x) =

{
x if x ≥ 0

0.01 · x if x < 0
. (3)

The function’s kink for non-zero values helps prevent dead
neurons and overall improves model training dynamics in
deeper networks.

Finally, all blocks and sub-blocks are flattened and con-
catenated before passing the results through a series of fully-
connected layers. Within these layers we opt to use the
parametric rectified linear unit (PReLU) activation functions
[5]. PReLU is an adaptation of leaky ReLU, where the
coefficient of the negative portion of the function is a learnable
parameter. This change allows the activation function to adapt
dynamically to the data during training. For an input current
x, the PReLU activation is

PReLU(x) =

{
x if x ≥ 0

p · x if x < 0
, (4)

where p is a learnable parameter.

Fig. 4: ReLU, LReLU, and PReLU with paramater p = 0.05
activation functions.

B. Spatial Domain Branch

The spatial domain branch inherits a similar architecture
from the frequency branch. In a similar manner, the image
is parsed into its RGB channels and divided into sub-blocks
before being fed into the learnable layers. We use the same
operations as described in the frequency layer, with the only
exception being the absence of the DFT. In contrast to the
frequency layer, we have no need to take the magnitude of the
pixel values as they are not complex valued. After splitting
the image into its blocks and sub-blocks, we pass these
through our filtering layers followed by LReLU activation
functions. The convolutions are trained on blocks which are
the same size as those present in the frequency layer, however,
their parameters are entirely distinct from the filters in the
other branch. After filtering, max-pooling is applied to down-
sample the feature map and reduce computational complexity.
Similarly, the spatial branch concludes with fully-connected
layers and further PReLU activation functions.

C. Merged Layers

At their intersection, the outputs from both the frequency
and image branches are concatenated into a single vector,
which is then passed through further fully connected layers,
again using PReLU activation. The final output layer consists
of a single neuron, representing the network’s estimate for the
probability that the input image is AI-generated. As such, the
logistic activation function is applied to the output such that
it is constrained to the range [0, 1].

The network is architected (padding, stride,filter size, etc.)
such that the outputs of both the spatial and frequency
branches have identical dimensionality. This way, each branch
has an equal contribution to the merged fully connected. If
it is desired that one branch is weighed more heavily in the
model’s analysis its output can be made bigger, and vice versa.

Fig. 5 is a diagram of the complete model architecture.
The fully connected layers, filtering blocks and PReLU are
highlighted as those with learnable parameters.

III. EXPERIMENT

The model’s performance was evaluated by training and
testing using the CIFAKE dataset, comparing its performance
to the performance of other state-of-the-art neural network
architectures prevalent in the literature. The CIFAKE dataset
was intentionally selected because of its manageable size given
constraints on time and computational resources.

The following paragraph is a summary of the relevant
properties of the CIFAKE dataset, as found in the paper in
which it was originally presented [1]. CIFAKE is composed
of both the classic CIFAR-10 dataset, made up of real images,
and an equal number of artificial images generated using SDM,
a latent diffusion model. Each image is labelled as either real
(class 0) or fake (class 1). The dataset is composed of 100,000
training samples and 20,000 test samples, each composed of
equal parts authentic and generated images. To provide cer-
tainty that the model is indeed learning to distinguish between
real and generated images, the fake images are generated to



Fig. 5: Schematic of the branched network architecture depicting: a) the frequency branch and b) the image branch, where
layers which serve the same purpose are color coded.

intentionally resemble the ten classes in the original CIFAR-10
dataset. Otherwise, one could argue that the model is learning
to classify images as being an instance of one of the ten classes
from CIFAR-10 or an instance of whatever classes may be
present in the artificial dataset.

The models which were used as benchmarks are: a classic
support vector machine (SVM), a CNN, ResNet-50, VGGNet,
and DenseNet [11]. For the last three models, Wang et al. used
weights which were pre-trained on the ImageNet dataset; these
weights were then fine-tuned using the CIFAKE images.

A. Training

Since the ResNet, VGGNet, and DenseNet networks are
trained on ImageNet data, it is important that the images they
take as inputs are processed in the same way. While we do
not use any pre-trained weights, we will follow the same
data pre-processing/augmentation procedures as in Wang et
al. [11]. Our data should be as similar to that used by our
benchmarks as possible so that any difference in performance
can be attributed to the architecture. We horizontally flip
each image with 0.5 probability and normalize over each
colour channel using preset means (0.485, 0.456, 0.406) and
standard deviations (0.229, 0.224, 0.225).

Given the relatively low resolution of the CIFAKE images
(32×32 pixels) we opted to split the image into one set of four
16×16 sub-blocks. Experimentation demonstrated that further
segmentation resulted in noise in the dataset and diminished
performance. Testing further divisions into 8 × 8 and 4 × 4
blocks reduced the model’s accuracy by more than 0.20, all
other factors remaining equal.

The model was trained on the CIFAKE dataset for a total
of 15 epochs using the Adam optimizer and batch sizes of
32 images. Our learning rate is scheduled such that it is held
constant at 10−4 for the first ten epochs, and reduced to 10−5

for the last five. As the network is intended to perform binary
classification it is suitable to implement binary cross-entropy
as our loss function.

A variety of regularization techniques were implemented in
order to improve the solution quality and prevent overfitting:

• Dropout: Dropout was applied to each unit in the linear
layers with probability 0.5. Dropout was not applied to
the convolutional layers.

• Weight Initialization: Uniform Glorot initialization was
implemented for all the linear layers’ weights and convo-
lution layers’ filters. All biases were initialized to zero.

• Data Augmentation: As described previously, a random
horizontal flip was applied to the images before being
normalized.

• Scheduled Learning Rate: Learning rate was scheduled
such that it decreases by an order of magnitude every
ten epochs to help the parameters stabilize around an
equilibrium.

IV. RESULTS

After training, the model achieved a test accuracy of 0.94.
Fig. 6 shows the performance of the model throughout the
training process. It is observed that the training and test loss
both decrease steadily during the first ten epochs, after which
the learning rate is reduced by an order of magnitude, as de-
tailed in section III-A. For remaining five epochs, the test loss
stays constant while the training loss slightly decreases. This
is indicative of the model converging upon a stable solution
and not overfitting. Fig. 6b corroborates this conclusion; the
training and test accuracies steadily improve before the test
accuracy settles at an equilibrium solution while the training
accuracy grows slightly.

A detailed account of the model’s performance in com-
parison to the benchmarks can be found in TABLE I. We



(a) Accuracy of the model on the training/test set during the training
loop.

(b) Binary cross-entropy loss of the model for the training/test set
during the training loop.

Fig. 6: Performance metrics of the model during training.

TABLE I: Results for SVM, CNN, ResNet, VGGNet, and
DenseNet models from Wang et al. [11].

Model Precision Recall F1-Score Accuracy
SVM 0.8020 0.8222 0.8120 0.8143
CNN 0.8734 0.8574 0.8653 0.8640

ResNet 0.9917 0.9066 0.9472 0.9495
VGGNet 0.9657 0.9547 0.9602 0.9600
DenseNet 0.9769 0.9779 0.9774 0.9774

Our Model 0.9444 0.9321 0.9570 0.9451

find that our model outperforms both the SVM and CNN
models. The original CIFAKE paper proposed another CNN-
based model that achieved a test accuracy of just under 0.93,
which our model also outperforms [1]. However, our model
underperforms in all metrics when compared to VGGNet and
DenseNet. Our model is most similar to ResNet in perfor-
mance; the accuracies are within 0.01 of each other and the
F1-scores are even closer. To understand this result we need

to recognize that ResNet’s precision is higher, but its recall is
lower. Since the F1-score of a classifier is the harmonic mean
of its precision and recall, it is sensible that our values average
to similar results despite their discrepancies.

ResNet has high precision. Indeed, it is higher than any
other model’s we consider and higher than any value for
recall. In the context of AI image detection, this means that
when ResNet classifies a picture as being AI-generated, it is
very likely to be correct. However, its relatively low recall
presents an issue. There will be proportionally more AI-
generated images that go undetected when we use ResNet over
our model. Determining which of these two models is more
suitable will depend on the specific application and problem
context. For example, in some contexts it may be preferable
to detect many fake images even at the expense of increasing
the rate of false positives. The choice will require careful
consideration as to whether or not the harm from incorrectly
classifying a real image as fake is less than the harm from
incorrectly classifying a fake image as real. This is a very
situational question and will depend for what purpose the user
wishes to distinguish between AI-generated and real images.

V. CONCLUSION

This study introduced a novel dual-branch neural network
architecture, incorporating both image and discrete Fourier
frequency decompositions to detect AI-generated images with
high reliability. In comparison to established benchmarks,
our model achieved an accuracy of 0.94, outperforming con-
ventional machine learning and CNN-based approaches, and
demonstrating performance which is comparable to that of
state of the art models such as ResNet.

In its current state, the proposed architecture is not yet
comparable to VGGNet and DenseNet, falling short in all
metrics. Despite this, a more systematic approach to selecting
and tuning hyper-parameters could potentially result in further
improve performance, provided a longer time horizon.

Future work should investigate the application of the model
in a broader array of contexts, such as how it performs
on images which were generated using methods that were
not included in the training set. Doing so will allow for an
understanding of how generalizable our model is and where
necessary improvements can be made. Furthermore, the model
would benefit from a more sophisticated dataset, ideally one
which more closely mimics the evolving capabilities of state
of the art image generation techniques. With CIFAKE, we are
limited to low resolution images of ten kinds of objects. Such
a dataset will ensure that we are assessing the models utility
in real world scenarios, where generative techniques are ever-
evolving.

Going beyond the dataset, we can make changes to the
architecture as well. Our use of standard CNN tools is not
the only approach. We can replace either of the branches with
residual neural networks, transformers, or many others. Even
had our model surpassed previous results, it would likely not
remain in the top spot for long. The use of Fourier decom-
positions is one more tool for researchers and developers to



consider. As the landscape of AI-generated images continues
to change, so to must the architectures and tools we use to
respond to it.
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