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Abstract—Within the machine learning community, recon-
struction attacks are a principal attack of concern and have
been identified even in federated learning, which was designed
with privacy preservation in mind. In federated learning, it has
been shown that an adversary with knowledge of the machine
learning architecture is able to infer the exact value of a training
element given an observation of the weight updates performed
during stochastic gradient descent. In response to these threats,
the privacy community recommends the use of differential
privacy in the stochastic gradient descent algorithm, termed DP-
SGD. However, DP has not yet been formally established as
an effective countermeasure against reconstruction attacks. In
this paper, we formalise the reconstruction threat model using
the information-theoretic framework of quantitative information
flow. We show that the Bayes’ capacity, related to the Sibson
mutual information of order infinity, represents a tight upper
bound on the leakage of the DP-SGD algorithm to an adversary
interested in performing a reconstruction attack. We provide
empirical results demonstrating the effectiveness of this measure
for comparing mechanisms against reconstruction threats.

Index Terms—Bayes capacity, federated learning, reconstruc-
tion attacks, DP-SGD, information flow

I. INTRODUCTION

Reconstruction attacks - in which an attacker can reconstruct
the training data used to build a machine learning model - are a
principal attack of concern in machine learning, since training
data are often considered to be sensitive. These attacks are of
particular concern in Federated Learning (FL), a distributed
form of machine learning in which weaker machine learners
collaborate to train a more powerful model without having to
share their training data.

Numerous works [1]–[3] have shown that FL is suscepti-
ble to gradient-based reconstruction attacks. These describe
an attacker who can observe the gradients produced in the
stochastic gradient descent algorithm, and by incorporating
their knowledge of the architecture, can reconstruct the sen-
sitive input data. Significant works in this regard are deep
leakage from gradients by Zhu et al. [1], see through gradients
by Yin et al. [2] and inverting gradients by Geiping et al. [3].
Such attacks are feasible in distributed learning architectures
such as FL because the gradients computed by each client
are shared with a central server who, in the threat model we
consider, is an honest-but-curious adversary.

We observe that theoretical work in this area [4], [5] differs
from practical work in understanding reconstruction, particu-
larly when the sensitive input data are images. Theoretically,
a reconstruction attack occurs when an input data value is
inferred exactly; practically, a reconstruction attack occurs
when a sensitive image can be reconstructed approximately.
This has implications for the information-theoretic measures
used to describe leakage, which we discuss later in the paper.

A second important caveat is that the reconstruction attacks
described in the literature assume that no privacy protections
have been put in place. In this paper, we study reconstruction
attacks with differential privacy applied to the gradients as in
Alg. 1, also known as DP-SGD.

While it is standard practice in the DP literature to compare
mechanisms by “comparing their epsilons”, we argue that a
formal information-theoretic analysis of reconstruction attacks
reveals that the Bayes’ capacity better aligns with the attacker’s
strategy. The Bayes’ capacity is known in the quantitative
information flow literature as a robust upper bound on the
leakage of a system against any Bayesian attacker [6]; its
logarithm is known in the information-theory literature as the
Sibson mutual information of order α =∞ [7]. We make the
following contributions:

1) We formalise reconstruction attacks and show that
Bayes’ capacity acts as a measure of attack success.

2) We introduce the continuous version of the Bayes’
capacity and derive a formulation for the Bayes’ capacity
of the DP-SGD algorithm.

3) We propose an alternative mechanism for DP-SGD
based on the Von Mises-Fisher distribution and compute
its Bayes’ capacity in the DP-SGD algorithm.

4) We experimentally compare the Bayes’ capacity and the
ϵ values for the above mechanisms against proxies for
reconstruction attacks, showing that the attacks correlate
well with Bayes’ capacity compared with ϵ.

Proofs for our results can be found in Appendix B.

II. A FORMAL MODEL FOR RECONSTRUCTION ATTACKS

In this section, we use a theoretical understanding of recon-
struction - inferring the exact value of the secret - to formalise
a leakage model using on the information-theoretic framework
of quantitative information flow [6].
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Algorithm 1 DP-SGD with Gaussian noise

1: Input: Examples {x1, . . . , xN}, loss function L(θ) =
1
N

∑
i L(θ, xi). Parameters: learning rate ηt, noise scale

σ, group size L, gradient norm bound c.
2: Initialise θ0 randomly
3: for t ∈ T do
4: Lt ← random sample of L indices from 1. . .N
5: for i ∈ Lt do
6: gt(xi)← ∇θtL(θt, xi) ▷ Compute gradient
7: gt(xi)← gt(xi)/max(1,

∥gt(xi)∥2
c ) ▷ Clip gradient

8: end for
9: g̃t ← 1

L

∑
i gt(xi) ▷ Average

10: g̃t ← g̃t +
1
LN (0, c2σ2) ▷ Add noise

11: // Leak g̃t

12: θt+1 ← θt − ηtg̃t ▷ Descent
13: end for
14: Output θT

A. Model for the machine learning system

The standard DP-SGD algorithm is depicted in Alg. 1.
In federated learning, DP-SGD is performed in a distributed
fashion: each client begins with their own training examples
(inputs x1, ..., xN ) and a common loss function (L); the
server performs a weight initialisation (line 2) which is shared
with the clients, who each perform the gradient update steps
over their training batch (lines 4-10) and then send back the
gradients to the server for the gradient descent step (line
12). The updates (θt+1) are shared with the clients for the
next (t+ 1) round. The leak statement (line 11) indicates the
information observed by the adversary, who in this scenario
is the server.

Formally, we model a system as an information-theoretic
channel C : X → DY , taking secrets X to distributions over
observations Y can be written as a matrix C : X × Y → [0, 1]
whose rows are labelled with secrets, and columns labelled
with observations, and where Cx,y is the probability of ob-
serving y ∈ Y given the secret x ∈ X .

Applying this model to Alg. 1, we have that each client can
be expressed as a channel taking a set of L inputs xL ∈ XL

(line 4) and producing an observable (noisy) averaging-of-
gradients y ∈ Y (line 10), where we denote by Y the set of
all possible observations and XL the set of all possible input
sets of length L. For now, our model assumes that XL and
Y are discrete; we extend this idea to continuous domains in
Sec. III. We remark that once the set of size L is selected, the
algorithm consists of deterministic steps (lines 5-9), followed
by a probabilistic post-processing (line 10). We can model
this system as a composition of channels D ◦ C, where C is
the deterministic channel described by lines 5-9 and D is the
noise-adding mechanism from line 10. Theoretical analyses
have provided conditions under which C describes a 1-1
function and could therefore be inverted by an adversary [4],
[5]. We use this as our basic assumption since this represents

the maximum leakage of the system to an adversary. 1 We
remark that in practice, counter-measures such as adjusting
the loss function to favour more “realistic” images are applied
to increase the reconstruction accuracy [2], however, even in
these cases approximate measures (eg. mean-squared error)
are required in order to measure the effectiveness of the
reconstruction attack.

We write the type of D as Y → DY , that is, taking gradient
vectors to distributions over gradient vectors, and the type of
C as X → DY . Note that DY incorporates deterministic
channels as point distributions on Y . Mathematically, the
composition D ◦ C corresponds to C·D where · is matrix
multiplication. This composition describes the information
flow to the attacker, from secrets X to noisy gradients Y .

B. Model for the attacker

We model a Bayesian attacker: they are equipped with
a prior over secret inputs, modelled as a probability distri-
bution π : DX . We equip our attacker with a gain func-
tion g : W ×X → R≥0 which describes the gain to the
attacker when taking action w ∈ W if the real secret is
x ∈ X . Such gain functions can model a wide range of
attacks including an attacker who wants to guess the secret
exactly, who wants to guess the secret in k tries or who
wants to guess a value close to the secret [6]. The leak-
age of a channel M with respect to this attacker can be
modelled as the difference between the attacker’s expected
prior and posterior knowledge, computed using their prior
knowledge and their gain function. The adversary’s prior
knowledge of the secrets is modelled as their maximum ex-
pected gain before access to the channel M , given by Vg(π) =
maxw∈W

∑
x∈X πxg(w, x) . The adversary’s posterior knowl-

edge is their maximum expected gain using their knowledge
of the channel M , derived from the Bayes rule and formulated
as Vg(π,M) =

∑
y∈Y maxw∈W

∑
x∈X πxMx,yg(w, x) . The

(multiplicative) leakage of the system M can then be formu-
lated as Lg(π,M) =

Vg(π,M)
Vg(π)

.
The above models are based on standard decision-theoretic

principles; further discussion can be found in [6].
Remark 1. We note that the above assumes discrete sets X ,Y ,
and indeed this assumption underlies much of the modelling
for Bayesian information flows described in [6]. In later
sections, we will extend this reasoning to continuous sets.

C. Model for the reconstruction attack

In our reconstruction attack model for FL, the adversary
learns the secret (training input) exactly, using a single ob-
servation of the gradient updates. In our attacker model,
this corresponds to the following gain function describing an
attacker who learns the secret exactly in 1 try:

g(w, x) =

{
1 if x = w,
0 otherwise. (1)

1Note: If it is not the case that the model M leaks the secrets exactly, then
the system will be more protected, and we leave the study of this to future
work.



Our attacker has no knowledge of the secrets apart from
that which allows them to eliminate unlikely secrets from
the domain. Thus we model the attacker’s prior knowledge
as uniform over the (full support) domain XL; we denote
the uniform prior by υ : DXL. Hence our reconstruction
attacker’s prior knowledge can be computed as Vg(υ) =
maxx∈XL υx = 1

|XL| . Our attacker is assumed to have
knowledge of the machine learning architecture and the DP-
SGD algorithm described in Alg. 1. As explained above,
this system can be modelled as the composition C · D.
Thus, our attacker’s posterior knowledge can be computed as
Vg(υ,C·D) = 1

|XL|
∑

z∈Z maxx∈XL(C·D)x,z. The leakage
of the secrets via the channel C·D to the adversary is then
Lg(υ,C·D) =

∑
z∈Z maxx∈XL(C·D)x,z. Finally, the follow-

ing lemma allows a simplification of the leakage calculation
for DP-SGD.
Lemma II.1. Let C, D be channels such that C·D is defined,
and C is deterministic. Then CBayes(C·D) = CBayes(D).
Noting that C is deterministic, it follows that

Lg(υ,C·D) =
∑
y∈Y

max
x∈Y

Dx,y (2)

is a measure of the reconstruction risk for DP-SGD.

III. BAYES’ CAPACITY

The quantity computed in Eqn (2) is a remarkably robust
measure known as the Bayes’ capacity [6]. For a channel M :
X → DY it is defined:

CBayes(M) =
∑
y∈Y

max
x∈X

Mx,y . (3)

This quantity was recently shown to measure the maximum
leakage of adversaries wanting to guess arbitrary values of
the secret X [8]. In the quantitative information flow litera-
ture [6], the Bayes’ capacity is a measure of the maximum
multiplicative leakage of a system to any adversary modelled
using a prior and a gain function, as described in Sec. II-B.
In the case of reconstruction attacks, this means that even if
our adversarial assumptions are incorrect (eg. the adversary’s
prior is not uniform, or their reconstruction attack goal is to
find a value close to the secret rather than the exact value of
the secret), then the Bayes’ capacity represents a tight upper
bound on the leakage of the system to this adversary. For this
reason, we consider the Bayes’ capacity to be a robust and
reliable measure of the effectiveness of a system to protect
against reconstruction attacks.
Remark 2. At this point, we note that the experimental
machine learning literature on image reconstruction describes
reconstruction attacks as producing a “similar” image to the
original training image, presumably because the image con-
tains information of a sensitive nature that is inferrable from a
close enough reproduction. There is no agreed-upon measure
to identify similar images, so proxies such as mean-squared
error (MSE) [9] or Structural Similarity Index (SSIM) [10]
are used. However, a notable strength of Bayes’ capacity

lies in its comprehensive nature, as it considers all of these
measures. It quantifies the maximum leakage of the system
to any adversary, regardless of the gain/loss function chosen.
Thus, if Bayes’ capacity is low, then any attack assessed with
SSIM, MSE, or any other measure will be less successful.

We summarise our findings from Sec. II as follows:

1) The Bayes capacity CBayes(C·D) of the machine learn-
ing system with DP-SGD C·D represents the leakage
of the system to a “reconstruction attacker” with knowl-
edge of the model architecture who makes a single
observation of weight updates generated from the DP-
SGD algorithm. When C is deterministic then this is
CBayes(D).

2) Given two noise-adding mechanisms D,D′ applied to
DP-SGD, we say that D is safer than D′ against a
reconstruction attack iff CBayes(C·D) < CBayes(C·D′).
When C is deterministic, this holds iff CBayes(D) <
CBayes(D

′).

A. Bayes’ Capacity for Continuous Mechanisms

For the Gaussian mechanism described in Alg. 1, the output
domain of interest is continuous, however, Bayes’ capacity
has previously only been defined for mechanisms acting on
discrete domains. We now introduce a natural generalisation
of Bayes’ capacity for continuous domains.

Definition III.1 (Continuous Bayes’ capacity). Let f : X →
DY be a randomised function taking inputs x ∈ X to
distributions on outputs Y . Then the Bayes’ capacity of f
is defined as

CBayes(f) =

∫
Y
sup
x

f(x)(y) dy (4)

where f(x)(y) denotes the (continuous) probability density
f(x) evaluated at y. This is well-defined when f is measurable
(since the pointwise supremum of measurable functions is
measurable).

We can now derive the Bayes’ capacity for the DP-SGD
algorithm using Gaussian noise, described by lines 4-10 of
Alg. 1. From Lem II.1, since lines 4-9 are deterministic, we
calculate the Bayes’ capacity for the operation defined in line
10. We set clipping length c = 1 as per our experiments.

Theorem III.1 (Bayes’ Capacity for Gaussian). Let Gp,σ :
X → DRp be the mechanism which takes as input a p-
dimensional vector x ∈ X and outputs a perturbed vector
y ∈ Rp by applying Gaussian noise with parameter σ to
each element of the (clipped) input vector with clipping length
c = 1, and then averaging by L. Then the Bayes’ capacity of
Gp,σ is given by:

CBayes(Gp,σ) =
2

Γ
(
p
2

)
2

p
2 σp

Z +
Rp

Γ
(
p
2 + 1

)
2

p
2 σp

where R is the number of layers in the network (each clipped
to length 1) and Z =

∑p−1
i=0 Γ(p−i

2 )(
√
2σ)p−i

(
p−1
i

)
Ri.



(a) Epsilon vs MSE (b) Bayes’ capacity vs MSE

Fig. 1: Reconstruction success in terms of MSE across the datasets using different privacy measures. The left hand figure
shows that, for the same epsilon, different mechanisms have different MSE values (a measure of reconstruction success). The
right-hand figure shows that, for the same Bayes’ capacity, different mechanisms have similar MSE values. Thus, the Bayes’
capacity aligns better with reconstruction success when comparing mechanisms.

Algorithm 2 DP-SGD with von Mises-Fisher noise

1: Input: Examples {x1, . . . , xN}, loss function L(θ) =
1
N

∑
i L(θ, xi). Parameters: learning rate ηt, noise scale

σ, group size L, gradient norm bound c.
2: Initialise θ0 randomly
3: for t ∈ T do
4: Lt ← random sample of L indices from 1. . .N
5: for i ∈ Lt do
6: gt(xi)← ∇θtL(θt, xi) ▷ Compute gradient
7: gt(xi)← gt(xi)/max(1,

∥gt(xi)∥2
c ) ▷ Clip gradient

8: end for
9: g̃t ← 1

L

∑
i gt(xi) ▷ Average

10: g̃t ← g̃t/|g̃t| ▷ Scale
11: g̃t ← V(σ, g̃t) ▷ Add noise
12: // Leak g̃t

13: θt+1 ← θt − ηtg̃t ▷ Descent
14: end for
15: Output θT

IV. COMPARING MECHANISMS

We next examine an alternative mechanism for DP-SGD:
the von Mises-Fisher mechanism (VMF). This mechanism was
introduced by Weggenmann et al. [11] and can be applied
to high-dimensional vectors much like the Gaussian. (Further
details are provided in Appendix A.) Our goal is to identify
whether the VMF mechanism may provide better protection
than the Gaussian against reconstruction attacks in FL.

Alg. 2 represents a DP-SGD algorithm designed for the
VMF mechanism. We note that the VMF mechanism requires
scaling of the final vector to ensure that it resides on the unit

sphere Sp−1. 2 As for the Gaussian mechanism, we find that
the DP-SGD algorithm for VMF decomposes into the same
deterministic channel C composed with a channel D described
by lines 10-11 of Alg. 2. We now compute the Bayes’ capacity
for the channel D using the VMF mechanism.
Theorem IV.1 (Bayes’ Capacity for VMF). Let Vp,κ : X →
DSp−1 be the mechanism which takes as input a p-dimensional
vector x ∈ X and outputs a perturbed vector y ∈ Sp−1 by
applying VMF noise with parameter κ on the unit sphere Sp−1.
Then the Bayes’ capacity of Vp,κ is given by

CBayes(Vp,κ) = 2Γ−1
(p
2

) κ
p
2−1

2
p
2 I( p

2−1)(κ)
eκ

where Iν is the modified Bessel function of the first kind of
order ν.

A. Experimental results

We performed experiments using both versions of DP-SGD
against the Inverting Gradients Attack3 which is a well-known
reconstruction attack against federated learning. For data we
used standard training and test images from the MNIST
[12] and Fashion-MNIST [13] datasets. For ease of testing
used a simplified neural network model consisting of 13,700
parameters. We varied the ϵ parameters of both mechanisms
(for fixed δ) 4 and measured the attack success using the
mean-squared error (MSE), widely used as a measure for
reconstruction success [9]. Results are shown in Figure 1.

The plot for Epsilon vs MSE shows that the protection
provided by the Gaussian mechanism decreases as ϵ increases

2Here p is computed as the number of weights in the network.
3https://github.com/JonasGeiping/invertinggradients
4Both the Gaussian and the VMF mechanisms use comparable ϵ, δ guar-

antees, although the proof of this is beyond the scope of this paper.



(small MSE means more attack success), while the MSE
of the VMF remains relatively stable. However, the results
for Bayes’ capacity vs MSE show that smaller values for
the Bayes’ capacity (which correspond to less leakage and
thus better protection) also correspond to better effectiveness
against reconstruction attacks (larger MSE), regardless of the
mechanism used. Thus, Bayes’ capacity is a better proxy for
reconstruction attack effectiveness than the ϵ of DP.

(a) Original (b) Gaussian (c) VMF

(d) Original (e) Gaussian (f) VMF

Fig. 2: Example of reconstruction success for FMNIST (top)
and MNIST (bottom) datasets using ϵ = 173 for the Gaussian
and VMF mechanisms.

Figure 2 illustrates the success of the reconstruction attack
when using the Gaussian vs the VMF mechanism for ϵ = 173
on both mechanisms. This shows that the Gaussian provides
less protection than the VMF mechanism for the same ϵ.

V. DISCUSSION AND CONCLUSION

We have shown that Bayes’ capacity measures the leakage
of an FL system incorporating DP-SGD to a Bayesian attacker
whose goal is to perform a perfect reconstruction attack. We
have provided a continuous version of Bayes’ capacity and de-
rived its formulation for 2 “incomparable” differential privacy
mechanisms. Experimentally we have demonstrated that the
Bayes’ capacity provides a better measure for reconstruction
attack success than does the ϵ of differential privacy, even
when “approximate” measures for a successful attack are used.

The lack of a well-defined reconstruction success measure
for image reconstruction makes it more difficult to identify
a clear leakage measure corresponding to a reconstruction
attack. Indeed, although Bayes’ capacity is a robust measure
for leakage, and can be used for comparison of mechanisms
wrt. an exact reconstruction attack, we have questions re-
garding its robustness for comparing mechanisms wrt. other
measures. For example, if CBayes(C) < CBayes(D) then it
does not necessarily follow that LMSE(υ,C) < LMSE(υ,D),
even though in our experiments we found this to be the case.
We leave further investigation of this to future work.
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APPENDIX A
THE VMF MECHANISM

Weggenmann et al. [11] introduced the VMF mechanism
derived from the VMF distribution that perturbs an input
vector x on Sp−1. They show that this mechanism satisfies
ϵdθ-privacy, where dθ is the angular distance between vectors,
and ϵ is the scaling parameter corresponding to the κ parameter
in the definition of the VMF.

Definition A.1 (VMF mechanism). For any secret x ∈ Sp−1

and an output y ∈ Sp−1, the corresponding probability density
function of the VMF mechanism centred around x with a
concentration parameter κ > 0 is given by

fV
p,κ(x)(y) =

1

Cp,κ
eκx

T y , (5)
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where superscript T denotes vector transpose, Cp,κ =
(2π)ν+1Iν(κ)

κν is the normalisation factor, ν = p/2 − 1, and
Iν is the modified Bessel function of the first kind of order ν.

The concentration parameter κ roughly corresponds to the
variance of the VMF around its mean; larger κ corresponds
to a smaller variance.

APPENDIX B
PROOFS

This section provides details of proofs for theorems pre-
sented in the paper.
Lemma B.1. Let C, D be channels such that C·D is defined,
and C is deterministic. Then CBayes(C·D) = CBayes(D).

Proof. Preprocessing by a deterministic channel has the effect
of swapping rows or repeating rows. Neither of these actions
involves removing a row of a channel or modifying the
maximum element in the column of a channel. (Note that
when we define channels we exclude the possibility of all zero
columns - thus C cannot remove rows from D). Since CBayes

sums the column maxes for each column, it is unaffected by
the preprocessing by C. The result follows.

Theorem B.2 (Bayes’ Capacity for Gaussian). Let Gp,σ : X →
DRp be the mechanism which takes as input a p-dimensional
vector x ∈ X and outputs a perturbed vector y ∈ Rp by
applying Gaussian noise with parameter σ to each element of
the (clipped) input vector with clipping length c = 1, and then
averaging by L. Then the Bayes’ capacity of Gp,σ is given by:

CBayes(Gp,σ) =
2

Γ
(
p
2

)
2

p
2 σp

Z +
Rp

Γ
(
p
2 + 1

)
2

p
2 σp

where R is the number of layers in the network (each clipped
to length 1) and Z =

∑p−1
i=0 Γ(p−i

2 )(
√
2σ)p−i

(
p−1
i

)
Ri.

Proof. (Sketch) We are given a domain of p-dimensional
vectors X which are mapped by Alg. 1 to output vectors in Rp

after clipping. We remark that the effect of clipping in Alg.
1 is that, given an unclipped x ∈ X and its clipped version
xC ∈ Bp

R, the probability density function f(xC) centred at
xC is exactly f(x) for noise-adding mechanism f . Therefore
we can write:

CBayes(Gp,σ) =

∫
Rp

sup
x

Gp,σ(x)(y) dy

=

∫
y∈Bp

R

sup
x

Gp,σ(x)(y) dy +∫
y∈Rp\Bp

R

sup
x

Gp,σ(x)(y) dy

For the first integral, the supremum for each y occurs when
y = x. Using the notation fG

p,σ2(x) to describe the probability
density function for the Gaussian mechanism, we have:∫

y∈Bp
R

sup
x

Gp,σ(x)(y) dy =

∫
y∈Bp

R

fG
p,σ2(y)(y) dy

= fG
p,σ2(u)(u)

∫
y∈Bp

R

dy

=
1

√
2πσ2

pV (Bp
R)

where u is an arbitrary vector inside Bp
R and V (S) denotes

the volume of S.
For the second integral, we observe that the supremum at y

occurs at the point x on the surface of Bp
R which minimises

the distance between x and y. This occurs when x is on the
ray from y through the origin. i.e. x = R y

∥y∥2
. Thus we can

write:

∫
y∈Rp\Bp

R

sup
x

Gp,σ(x)(y) dy =

∫
y∈Rp\Bp

R

fG
p,σ2

(
R

y

∥y∥2

)
(y)dy

=

∫
Rp\Bp

R

1
√
2πσ2

p e
−∥y−R

y
∥y∥2

∥22
2σ2 dy

=

∫
Rp\Bp

R

1
√
2πσ2

p e
−(∥y∥2−R)2

2σ2 dy

=
1

√
2πσ2

pA(Sp−1)

∫ ∞

r=R

rp−1e
−(r−R)2

2σ2 dr

=
1

√
2πσ2

pA(Sp−1)

∫ ∞

s=0

(s+R)p−1e
−s2

2σ2 ds

where A(S) denotes the area of (S) and R is the radius of the
ball Bp

R. Note that the second-last line follows from change
of variables to spherical coordinates.

Now, expanding (s + R)p−1 and using the identity∫∞
0

xk−1e
−x2

2σ2 dx =
Γ( k

2 )

2 (2σ2)
k
2 , we compute:∫ ∞

s=0

(s+R)p−1e
−s2

2σ2 ds =
1

2

p−1∑
i=0

Γ

(
p− i

2

)
(
√
2σ)p−i

(
p− 1

i

)
Ri

The result follows.

Theorem B.3 (Bayes’ Capacity for VMF). Let Vp,κ : X →
DSp−1 be the mechanism which takes as input a p-dimensional
vector x ∈ X and outputs a perturbed vector y ∈ Sp−1 by
applying VMF noise with parameter κ on the unit sphere Sp−1.
Then the Bayes’ capacity of Vp,κ is given by

CBayes(Vp,κ) = 2Γ−1
(p
2

) κ
p
2−1

2
p
2 I( p

2−1)(κ)
eκ

where Iν is the modified Bessel function of the first kind of
order ν.

Proof. (Sketch) In Alg. 2 the domain X of gradient vectors is
p-dimensional vectors in Rp which are subsequently scaled to
unit length so that the output domain is restricted to vectors in
Sp−1. For each input x ∈ X the VMF noise mechanism attains
its maximum value at the point y = x/∥x∥2. Since Sp−1 ⊆ X ,
from Eqn (4) we can choose each pointwise supremum over X
at y = x. Using the notation fV

p,κ(x) from Eqn (5) describing
the VMF density function, we have:

CBayes(Vp,κ) =

∫
Sp−1

sup
x

Vp,κ(x)(y) dy

=

∫
y∈Sp−1

fV
p,κ(y)(y) dy



= fV
p,κ(u)(u)

∫
y∈Sp−1

dy

=
1

Cp,κ
eκA(Sp−1)

where u denotes an arbitrary point on Sp−1 (noting that the
value of the VMF at any u is independent of the mean u
chosen) and A(S) denotes the area of S. The result follows.
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