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Abstract—This paper investigates a range of empirical risk
functions and regularization methods suitable for self-training
methods in semi-supervised learning. These approaches draw
inspiration from various divergence measures, such as f - di-
vergences and α-Rényi divergences. Inspired by the theoretical
foundations rooted in divergences, i.e., f -divergences and α-Rényi
divergence, we also provide valuable insights to enhance the
understanding of our empirical risk functions and regularization
techniques. In the pseudo-labeling and entropy minimization
techniques as self-training methods for effective semi-supervised
learning, the self-training process has some inherent mismatch
between the true label and pseudo-label (noisy pseudo-labels)
and some of our empirical risk functions are robust, concerning
noisy pseudo-labels. Under some conditions, our empirical risk
functions demonstrate better performance when compared to
traditional self-training methods.

I. INTRODUCTION

Machine learning applications such as finance, natural lan-

guage processing, and computer vision have access to vast

amounts of data, but sometimes this data lacks labels. This

lack of labeling poses a challenge to traditional supervised

learning methods. Semi-supervised learning (SSL) techniques

leverage both labeled and unlabeled data samples to improve

performance in supervised learning scenarios. One such SSL

technique is self-training algorithms, which are explored in [1].

These algorithms use confident predictions from a super-

vised model to assign labels to unlabeled data. There are

two primary approaches to self-training-based SSL: entropy

minimization and pseudo-labeling.

Entropy minimization methods use an entropy function as

a regularization term, aiming to penalize uncertainty in label

predictions for unlabeled data [2]. The underlying assumption

behind entropy minimization algorithms can be attributed to

either the manifold assumption [3], which assumes that labeled

and unlabeled data samples are drawn from a standard data

manifold, or the cluster assumption [4], which suggests that

similar data features tend to share the same label.

Pseudo-labeling, introduced in [5], involves training a model

using labeled data and assigning pseudo-labels to the unlabeled

data based on the model’s predictions. These pseudo-labels

are then used to construct another model, which is trained in
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a supervised manner using both labeled and pseudo-labeled

data. However, neural network predictions may exhibit inac-

curacies, particularly in neural networks. This issue is further

exacerbated when these erroneous predictions are employed as

labels for unlabeled samples, a characteristic inherent in the

practice of pseudo-labeling. The phenomenon of overfitting

to incorrect pseudo-labels generated by the neural network is

widely recognized as confirmation bias [6].

This work proposes new empirical risk functions and

regularizers based on the divergence between the empirical

distribution data samples and conditional discrete distribution

over the label set. These empirical risk functions are then

applied to self-training approaches, i.e., pseudo-labeling and

entropy minimization, in SSL applications. Our empirical risk

functions are more robust to noisy pseudo-labels (i.e., the

pseudo-label is different from the true label) of unlabeled

data samples, which are generated by self-training approaches.

Inspired by some divergences properties, we also provide an

upper bound on the true risk of some empirical risk functions.

Our main contributions to this paper are as follows:

• We propose novel risk functions inspired by different

divergences, including f -divergences and α-Rényi diver-

gence.

• We combine our risk functions with self-training meth-

ods, i.e., pseudo-labeling and entropy minimization. For

this purpose, we propose novel regularization terms in-

spired by f -divergences and α-Rényi divergence.

• For some divergences, which are also metric distance, we

provide an upper bound on ideal performance (access to

all true labels for all unlabeled data) of the empirical and

true risk functions.

• We provide an empirical analysis of our empirical risk

functions and regularizers under different scenarios and

datasets to show their performance under noisy pseudo-

labels.

II. PRELIMINARIES

A. Problem Formulation

Throughout the paper, upper-case letters denote random

variables (e.g., Z), lower-case letters denote the realizations of

random variables (e.g., z), and calligraphic letters denote sets

(e.g., Z). All the logarithms are natural, and all the information
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measure units are nats. We denote the set of integers from 1

to N by [N ] , {1, . . . , N}.
We denote the space of labels and features by Y and X ,

respectively. The set of labeled and unlabeled data samples1

are defined with X
l
n := {X l

i}ni=1 and X
u
m := {Xu

j }mj=1,

where the X l
i and Xu

j are the labeled and unlabeled data

samples drawn of distribution PX . The set of all labeled and

unlabeled data samples is defined by X
l,u := X

l
n ∪ X

u
m.

The labeled dataset is denoted by Z
l
n, which contains n

samples, Z
l
n = {(X l

i , Y
l
i )}ni=1, where X l

i ∈ X l ⊂ X and

Y l
i ∈ Y are labeled features and the corresponding labels,

respectively. For classification problems with k classes, we

consider |Y| = k. We define the uniform distribution over Y
with Unif(k). Let P̂ (Y|Xi) denote the empirical distribution

over labels given the feature Xi. Our model is able to

predict the underlying conditional distributions of labels given

features, i.e., Pθ(Y|Xi) := {Pθ(Y = j|Xi)}kj=1, where θ ∈ Θ
is the parameter of our model. This means that our model

can estimate the probability of each possible label for each

given feature vector. For example, the output of the Softmax

layer in neural networks can be considered as an estimation

of the conditional distribution of labels given the feature. We

examine the following scenarios,

• Supervised Learning (SL): We train the model based on

only labeled data samples,

• Semi-Supervised Learning (SSL): We train the model

based on a labeled dataset and an unlabeled dataset,

• Fully Supervised Learning (FSL): We train the model

with all of the data in both datasets and their true labels.

B. Divergence and Entropy

In this section, we introduce different f -divergences and

α-Rényi divergence.

f -divergence: The f -divergence [7] between two discrete

distributions, P = {pi}ki=1, and Q = {qi}ki=1, is defined as,

Df (P‖Q) :=
k∑

i=1

qif

(
pi
qi

)
, (1)

where f : (0,∞) → R is a convex generator function with

f(1) = 0. Note that Df(P‖Q) = 0, if P = Q. We can also

define the f -entropy, for discrete distribution P as,

Hf (P ) = −Df (P‖Unif(k)), (2)

where f(·) is the same generator function for f -divergence.

For example, for f(t) = t log(t), we have KL-divergence, and

the entropy is equal to the summation of traditional entropy

and a constant term,

HKL(P ) = hKL(P )− log(k), (3)

where hKL(P ) = −∑k

i=1 Pi log(Pi).
α-Rényi divergence: The α-Rényi divergence between P

and Q is defined,

Dα(P‖Q) :=
1

α− 1
log

( k∑

i=1

pαi q
1−α
i

)
, α ≥ 0. (4)

1We use features and data samples terms interchangeably.

Similarly, we can define the α-Rényi entropy of distribution

P as follows,

Hα(P ) := −Dα(P‖Unif(k)), α ≥ 0. (5)

Note that our definition of α-Rényi entropy coincides with the

traditional α-Rényi entropy definition in [8],

Hα(P ) = hα(P )− log(k), α ≥ 0, (6)

where hα(P ) := 1/(1 − α) log
(∑k

i=1 p
α
i

)
is traditional α-

Rényi entropy. For ease of notation, we define the general

divergence and D-entropy as D(P‖Q) and HD(P ), where it

can be f -divergence and f -entropy or α-Rényi divergence and

α-entropy, respectively.

C. Soft-label And Hard-label

Our study uses two distinct label types: hard-label and soft-

label. In the case of a hard-label, the distribution over the label

set is such that P̂ (Y = yi|Xi) = 1, indicating a certainty

that the label is yi, while P̂ (Y = yj |Xi) = 0 for all yj ∈
Y not equal to yi. Conversely, in the soft-label scenario, we

have P̂ (Y = yj|Xi) ≥ 0 for all labels yj , and
∑k

j=1 P̂ (Y =
yj|Xi) = 1. It is worth noting that for labeled datasets, we

employ hard-labels. However, for unlabeled datasets, we have

the flexibility to adopt either hard-label or soft-label.

III. DIVERGENCE-BASED EMPIRICAL RISK

In this section, we introduce divergence-based empirical

risk (DER) inspired by divergence, e.g., f -divergence and α-

Rényi divergence. All the proofs details are provided in the

Appendix.

A. DER For SL Application

For SL applications, we denote the empirical distribution

over the label set for all labeled features by

P̂ (Yl|Xl
n) :=

{ 1

n
P̂ (Yl|X l

i)
}n

i=1
, (7)

where P̂ (Yl|X l
i) is the empirical true label distribution. Sim-

ilarly, the estimated conditional distribution of given features

by the model with parameters θ is,

Pθ(Y|Xl
n) :=

{ 1

n
Pθ(Y|X l

i)
}n

i=1
. (8)

Note that both Pθ(Y|Xl
n) and P̂ (Yl|Xl

n) are joint probability

distributions over Y ×X
l
n set, i.e.,

1

n

n∑

i=1

k∑

j=1

P̂ (yj |X l
i) = 1,

1

n

n∑

i=1

k∑

j=1

Pθ(yj |X l
i) = 1.

For the labeled dataset, we consider the hard-label as an

empirical distribution over the label set. In particular, for all

X l
i ∈ X

l
n, we can assert that P (yli|X l

i) = 1, and for any other

label yj where yj 6= yli, we can assert that P (yj |X l
i) = 0.

The main goal of supervised learning is to learn a model

that can predict the true labels of the training data, i.e.,

Pθ(Y|Xl
n) = P̂ (Yl|Xl

n). For this purpose, we can con-

sider D
(
P̂ (Yl|Xl

n)‖Pθ(Y|Xl
n)
)

, where the divergence is



zero if we have Pθ(Y|Xl
n) = P̂ (Yl|Xl

n). Therefore, we

can define the empirical risk inspired by f -divergence or α-

Rényi-divergence between the distributions P̂ (Yl|Xl
n) and

Pθ(Y|Xl
n) as DER,

R̂D(θ,Zl) := D
(
P̂ (Yl|Xl

n)‖Pθ(Y|Xl
n)
)
, (9)

where D ∈ {Df , Dα}. The true risk is defined as

RD(θ,Zl) := EYl,Xl
n

[
D
(
P̂ (Yl|Xl

n)‖Pθ(Y|Xl
n)
)]
,

where we consider the expectation of DER with respect to

the distribution of the training dataset. In Table I, we provide

different DERs based on different f -divergences and α-Rényi-

divergence, which satisfy Assumption 1.

Comparing DERs to each other is possible since they are

based on divergences. For instance, the α-ERM increases as

α increases. We also have,

lim
α→1

R̂α(θ,Z
l) = R̂KL(θ,Z

l).

We can provide the following examples of the inequalities

between other DERs,

• From [9], we have R̂KL(θ,Z
l) ≤ R̂χ2(θ,Zl),

• From Pinsker inequality [10], we have 2R̂2
TV(θ,Z

l) ≤
R̂KL(θ,Z

l),
• From [9], we have R̂JS(θ,Z

l) ≤ 2 log(2)R̂LC(θ,Z
l).

Note that some of the DERs are bounded, e.g.,

R̂TV(θ,Z
l) ≤ 1, R̂JS(θ,Z

l) ≤ 2 log(2), and R̂LC(θ,Z
l) ≤ 1.

In addition, R̂α(θ,Z
l) is similar to tilted empirical risk [11]

by considering the cross-entropy loss in the tilted empir-

ical risk minimization framework. However, our definition

is inspired by α-Rényi divergence. In contrast to [11], our

R̂α(θ,Z
l) can be applied to soft-label scenarios. Some of

DERs are equivalent to some well-known loss functions. (e.g.,

R̂TV(θ,Z
l) is equivalent to empirical risk based on mean-

absolute-error loss function [12] and R̂KL(θ,Z
l) is equivalent

to empirical risk based on the cross-entropy loss function.)

Remark 1 (Comparison with [13]). In [13], the authors propose

a loss function that optimizes the f-mutual information be-

tween the true labels and the model predictions. They achieve

this by using Fenchel’s convex duality for f-divergences to

maximize the f-mutual information. However, it is important

to note that Fenchel’s convex duality framework provides a

lower bound on the f-mutual information, and the optimization

process focuses on maximizing this lower bound. On the other

hand, our framework takes a different approach by minimizing

the f-divergence between the empirical distributions of model

predictions and true labels. Additionally, our approach can

easily accommodate semi-supervised learning and the concept

of soft labels.

B. DER For SSL Application

In SSL applications, we focus on self-training approaches,

which include methods such as pseudo-labeling and entropy

minimization.

TABLE I: DERs for SL applications, including KL divergence, Total

variation distance (TV-distance), χ2-divergence, Power-divergence

(P-divergence), Jensen-Shannon divergence (JS-divergence), Le Cam

distance (LC-distance), and α-Rényi divergence. “N/A” means not

applicable. We have Pi := Pθ(y
l
i|X

l
i).

Divergence Generator f(t) Definition DER

KL-divergence t log(t) R̂KL(θ,Z
l) −1

n

∑n

i=1 log(Pi)

TV-distance 1
2
|t− 1| R̂TV(θ,Z

l) −1
n

∑n

i=1(1− Pi)

χ2-divergence (1− t)2 R̂χ2(θ,Zl) 1
n

∑n

i=1(P
−1
i − 1)

P-divergence tp − 1 R̂P (θ,Z
l) 1

n

∑n

i=1(P
−p+1
i − 1)

JS-divergence t log
(

2t
1+t

)
+ log

(
2

1+t

)
R̂JS(θ,Z

l) 1
n

∑n

i=1 (Pi log(Pi)− (Pi + 1) log(Pi + 1))

LC-distance 1−t
2(1+t)

R̂LC(θ,Z
l) 1

2n

∑n

i=1 (1− Pi)
(
1− Pi

1+Pi

)
+ 2 log(2)

α-Rényi divergence, α ≥ 0 N/A R̂α(θ,Z
l) 1

α−1
log

(
1
n

∑n

i=1 P
1−α
i

)

1) Pseudo-labeling: In this scenario, we assign a pseudo-
label to each unlabeled feature through a pseudo-labeling

process. We define the pseudo-labeled dataset as Ẑ :=
{Ŷ j , Xu

j }mj=1, where Ŷ j is the pseudo-labeled assigned to

unlabeled data sample. Therefore, we define P̂ (Ŷu|Xu
j ) as

empirical distribution2 over unlabeled dataset inspired by
pseudo-label generation process for unlabeled feature Xu

j . To
apply our DER approach in this setup, we define a convex
combination of the empirical distribution over label set for all
labeled and unlabeled datasets by

P̂ (Yl
, Ŷ

u|Xl,u) :=
{{

β

n
P̂ (Yl|Xl

i)
}n

i=1
,
{ (1− β)

m
P̂ (Ŷu|Xu

j )
}m

j=1

}
,

where β ∈ [0, 1]. Similarly, the estimated conditional distribu-
tion as a joint distribution over the set Yl ×X

l,u

Pθ(Y|Xl,u) :=
{{

β

n
Pθ(Y|Xl

i)
}n

i=1
,
{ (1− β)

m
Pθ(Y|Xu

j )
}m

j=1

}
.

Note that both Pθ(Y|Xl,u) and P̂ (Yl, Ŷu|Xl,u) are joint

probability distributions over Y ×X
l,u. Similar to (9), we can

define the DER for the SSL application based on f -divergence

or α-Rényi divergence respectively,

R̂D(θ,Zl, Ẑ) = D
(
P̂ (Yl, Ŷu|Xl,u)‖Pθ(Y|Xl,u)

)
,

where D ∈ {Df , Dα}. It is worth noting that adjusting the

value of β allows us to modify the nature of our problem.

For instance, setting β to 1 creates a supervised learning

scenario where the model is trained on labeled data, while

β being 0 indicates an unsupervised learning scenario. For

semi-supervised learning applications, a popular choice is

β = n
n+m

.

Furthermore, certain divergences can function as metrics on

the probability distribution space. This characteristic can be

utilized to determine the upper limit of the effectiveness of

the pseudo-label (or soft-label) approach.

We define Pt(Y
l,Yu

t |Xl,u) as the true empirical distribu-

tion for all labeled and unlabeledd samples, where Y
u
t is the

true labels for the unlabeled samples.

2The empirical pseudo-label distribution can be either empirical hard
pseudo-label or empirical soft pseudo-label distributions.



Theorem 1. Suppose that there exists an increasing function
G : [0,∞) → [0,∞) where for a generator function, f(t),
G(Df (.‖.)) is a metric on the space of probability distribu-
tions. Then, the following holds,

G
(
R̂

FSL
D (θ⋆,Zl

,X
u
m,Y

u
t )
)

≤ G
(
Df

(
Pt(Y

l
,Y

u
t |X

l,u)‖P̂ (Yl
, Ŷ

u|Xl,u)
))

+G
(
R̂D(θ⋆,Zl

, Ẑ)
)
,

where R̂FSL
D (θ,Zl,Xu

m,Yu
t ) = Df (Pt‖Pθ⋆) , is the em-

pirical risk of the FSL scenario, Pt = Pt(Y
l,Yu

t |Xl,u),
Pθ⋆(Y,Xl,u) and θ⋆ ∈ argminθ∈Θ R̂D(θ,Zl, Ẑ).

It is worth noting that the minimizer of the DER in SSL

under some conditions is also a minimizer of the DER in the

FSL scenario. We can also derive an upper bound on true risk

under the FSL scenario for some generating functions. The

following f -divergences satisfy the conditions in Theorem 1,

• Total variation distance for G(t) = t,
• Le-Cam distance for G(t) =

√
t, [14],

• Jensen-Shannon divergence for G(t) =
√
t, [14].

2) Entropy Minimization: Building upon the ideas pre-

sented in [2], we study the concept of D-entropy. In this

approach, we compute D-entropy as a regularization term over

the distribution of predicted labels, denoted as Pθ(Y|Xu
m),

for the unlabeled dataset. It’s worth noting that the mini-

mization of D-entropy can be interpreted as the maximization

of D(Pθ(Y|Xu
m)|Unif(k)). Essentially, this means we are

actively seeking predicted labels for each unlabeled feature

with the maximum dissimilarity with the uniform distribution

in terms of f -divergence or α-Rényi divergence. However, the

minimization of D–entropy can cause the system to predict the

same class for each data sample.

To avoid the prediction of one specific class for each unla-

beled feature, [15] and [6] proposed to use a KL divergence

between the mean distribution of Softmax outputs for all unla-

beled data samples, i.e., P̄θ(Y
l|Xu

m) := 1
m

∑m

j=1 Pθ(Y|Xu
j ),

and the uniform distribution. In a similar approach, we propose

to minimize the divergence, i.e., f -divergence or α-Rényi

divergence, between P̄θ(Y
l|Xu

m) and uniform distribution.

Minimizing this divergence would help the system to predict

uniform distribution over all classes. Note that, by the Law of

Large Numbers [16], if the number of unlabeled data samples

goes to infinity m → ∞, then we have, P̄θ(Y
l|Xu

m) →
P̄θ(Y

l), where P̄θ(Y
l) is the distribution over all classes that

is induced by the algorithm. If we have the balance assumption

for all classes, then we expect that P̄θ(Y
l) would be uniform.

Therefore, this regularization can also help in the case when

we have an imbalanced number of data samples from classes

during the pseudo-labeling process. In particular, after pseudo-

labeling (with soft-label or hard-label), we can expect an

imbalanced pseudo-labeled dataset. Our final regularized risk

for entropy minimization would be,

R̂D̃(θ,Zl,Xu
m, λ) := R̂D̃(θ,Zl) + λhHD(Pθ(Y|Xu

m))

+ λuD(P̄θ(Y
l|Xu

m)‖Unif(k)), (10)

Different D-entropy functions are introduced in Appendix D.

3) Robustness: From Corollary 1 in Appendix, if SSL

scenario’s cost, i.e., Df

(
Pt(Y

l,Yu
t |Xl,u)‖P̂ (Yl, Ŷu|Xl,u)

)
,

is bounded, then we’ll have a notion of robustness with respect

to changes in Pt(Y
l,Yu

t |Xl,u). For example, in the pseudo-

labeling process, if the pseudo-label is not equal to the true

label of an unlabeled data sample, then we can have noisy

pseudo-labels, which increase the SSL scenario’s cost. The

same holds for soft-label scenarios in the entropy minimization

approach. Note that as the total variation distance, Le-Cam

distance and the Jensen-Shannon divergence are bounded;

therefore, they have a bounded SSL scenario’s cost and are

robust with respect to pseudo-labeling process.

IV. ALGORITHMS

DP-SSL: We propose a divergence-based pseudo-labeling

SSL (DP-SSL) algorithm in Algorithm 1. In this algorithm,

we first generate pseudo-labels for unlabeled data samples in

an iterative manner based on an uncertainty-aware process.

Let us define Q(j) := maxi∈[k] Pθ(yi|Xu
j ) where q :=

argmaxi∈[k] Pθ(yi|Xu
j ), then we have,

Ŷj
q := 1

[
Q(j) ≥ τp

]
1
[
U(Q(j)) ≤ κp

]
, (11)

where the function U : [0, 1]→ [0, 1] estimates the uncertainty

of label for a given feature as proposed in [17]. If Ŷj
q = 0,

then the unlabeled sample would be neglected to reduce the

confirmation bias incurred by pseudo-labeling. Otherwise, we

select the hard-label for the q-th class. Note that the constants

τp and κp are the estimated uncertainty and conditional

probability thresholds, respectively. The selection of τp would

help us to select the most certain predictions for unlabeled

data samples. In addition, increasing the τp would reduce

the number of unlabeled samples that can be utilized in the

training process. It is worth mentioning that unlabeled data

are not included in the first iteration. Therefore, the model

derived in the first iteration (Warm-up) is utilized to generate

a pseudo-label based on (11) in the next iteration. After each

iteration of the pseudo-labeling process, we balance the set of

pseudo-labeled dataset. For this purpose, we under-sample the

pseudo-labeled dataset, based on the data samples from the

minority class.

DEM-SSL: Motivated by the concept of entropy mini-

mization, we introduce a novel approach, Divergence-based

entropy minimization Semi-Supervised Learning (DEM-SSL),

in this paper. In developing this algorithm, we build upon

the techniques presented in [17], incorporating D-entropy

minimization. In each iteration of the algorithm, we adopt the

previous predictions of unlabeled data samples as soft-labels

for these unlabeled data samples. Our objective is to minimize

the DER with respect to the true labels for labeled features

and the soft-labels assigned to unlabeled data samples. As dis-

cussed before, we introduce the minimization of D-entropy and

the divergence term D(P̄θ(Y
l|Xu

m)|Unif(k)) as regularization

terms. The utilization of soft-labels for unlabeled data samples

serves to reduce confirmation bias, enhancing the effectiveness

of our approach.



Algorithm 1: DP-SSL Algorithm

Data: Z
l = {(X l

i , Y
l
i )}ni=1 sampled from PXY ,

X
u
m = {Xu

j }mj=1 sampled from PX ,

hyper-parameters β, τp, κp, R̂D(θ,Zl), and

R̂D(θ, Z
l ∪ Ẑ), the Pθ model based on a

divergence, Iteration index by tg and max

Iterations I
Result: A trained neural network with parameter θ and

output of softmax Pθ which minimizes the

DER

tg ← 1
Train model (Warm-Up) Pθ with SGD based on

R̂D(θ, Z
l)

while tg ≤ I do
1. Select pseudo-labels based on all unlabeled data

samples X
u
m based on

Ŷj
q = 1

[
Q(j) ≥ τp

]
1
[
U(Q(j)) ≤ κp

]
,

2. ∀j ∈ [m], if Ŷj
q > 0, then Ẑ← {(X̂u

j , Ŷ
j
q ) ∪ Ẑ}

3. Initial your model Pθ

4. Ẑ← Balance(Ẑ)
5. Train your model Pθ with SGD based on

R̂D(θ,Zl ∪ Ẑ)
6. tg ← tg + 1

end

V. EXPERIMENTS AND DISCUSSION

Anonymized code is provided at GitHub link.

DER: We conduct the experiments for KL-ERM, JS-ERM,

α-ERM, P-ERM, and χ2-ERM. As the accuracies of TV-

ERM and LC-ERM are inferior in comparison with other

divergences and their slower convergence in training, we have

chosen not to present the results for these particular ERMs. For

TV-ERM (a.k.a. mean-absolute error), the same phenomena

is also observed by [18].

TABLE II: Comparison of DP-SSL with uncertainty (DP-SSL/WU),

DP-SSL without uncertainty (DP-SSL/WOU) and SL algorithms for

CIFAR-100 (n = 400, m = 49600) and LETTER (n = 104, m =

17896) datasets with assuming τp = 0.7 in DP-SSL algorithm and

κp = 0.005 for DP-SSL/WU.

DER
LETTER CIFAR-100

SL DP-SSL
/WU

DP-SSL
/WOU

FSL SL DP-SSL
/WU

DP-SSL
/WOU

FSL

KL 38.77 ± 1.24 61.57 ± 0.42 61.72 ± 0.35 61.90 ± 0.67 13.89 ± 0.94 76.38± 0.21 75.52± 1.36 75.24± 0.10

χ2 38.25 ± 0.61 56.52 ± 0.49 56.80 ± 0.71 56.32 ± 1.38 8.00 ± 1.06 71.97 ± 0.27 71.99 ± 0.24 72.33 ± 0.10
Pow, (p = 1.2) 37.13 ± 0.87 58.88 ± 0.85 58.75 ± 0.87 59.33 ± 0.45 13.39 ± 1.18 75.43 ± 0.39 75.28 ± 1.47 74.4± 0.30

JS 35.58 ± 1.89 61.92± 0.73 62.5± 0.90 63.20± 0.58 7.11 ± 1.06 68.59 ± 0.30 71.89 ± 0.23 71.25 ± 0.60
α-Rényi, (α = 0.6) 40.01± 0.19 61.30 ± 0.13 62.0 ± 0.29 61.88 ± 0.70 13.93± 0.15 73.15 ± 0.93 71.01 ± 0.89 73.66 ± 0.74

Results and Discussion: In Table II, we conducted ex-

periments involving the DP-SSL algorithm and compared its

accuracy with both SL and FSL scenarios. In the case of the

DP-SSL algorithm, we set τp = 0.7. Furthermore, we explored

the impact of the uncertainty term in equation (11) through

two scenarios: one with uncertainty (κ = 0.005) and one

without uncertainty. It is noteworthy that, across all DP-SSL

algorithms utilizing various divergences, the consideration of

uncertainty led to an accuracy improvement of less than 1% in

both datasets in many cases. For JS-ERM, we can observe that

we have a better accuracy without uncertainty in comparison

with uncertainty. For the CIFAR-100 dataset, the KL-ERM

achieves the highest accuracy at 76.38± 0.21, outperforming

other DERs. Among the DERs, JS-ERM achieved the highest

accuracy in the LETTER dataset. It is worth noting that, for

the SL scenario, the α-R’enyi divergence outperformed other

DERs in terms of accuracy. As we choose the unlabeled data

samples with high confidence, the accuracy of DP-SSL with

uncertainty and without uncertainty for some DERs is better

than their performance under the FSL scenario, as shown in

Table II.

As we decrease τp, we assign more pseudo-labels to unla-

beled data samples. However, this increase in pseudo-labeled

data samples is expected to result in noisier pseudo-labels,

where we have mismatches between the pseudo-labels and

the true labels of the unlabeled data samples. In Table III,

we conducted experiments for DP-SSL and DEM-SSL algo-

rithms by considering τp = 0.3 without uncertainty. The JS-

ERM has the best performance among other DERs, which is

consistent with our robustness discussion in Section III-B3.

Therefore, for a smaller value of τp, JS-ERM is more robust

in comparison with other DERs. It is worth mentioning that

the accuracy of DP-SSL/WOU under JS-ERM for τp = 0.3 is

improved compared to τp = 0.7. However, the accuracy of DP-

SSL/WOU under KL-ERM would decrease from 75.52±1.36
(τp = 0.7) to 67.80 ± 0.75 (τp = 0.3). We can also observe

that DEM-SSL has better performance than DP-SSL in most

cases.

TABLE III: Accuracy of DP-SSL and DEM-SSL. We consider

without uncertainty and τp = 0.3. For DEM-SSL, we assume

λu = 0.8 and λh = 0.4.

DER
LETTER CIFAR-100

DP-SSL/WOU DEM-SSL/WOU DP-SSL/WOU DEM-SSL/WOU

KL 58.87 ± 2.13 59.14± 0.65 67.80 ± 0.75 70.49± 0.51
χ2 56.52 ± 0.67 57.60± 0.93 68.02 ± 1.06 69.05± 0.48
Pow, (p = 1.2) 58.55 ± 1.04 59.10± 0.93 67.20 ± 0.34 71.14± 0.46
JS 61.67± 0.94 57.49± 1.29 72.43± 1.06 73.34± 0.50

α-Rényi, (α = 0.6) 57.95 ± 1.40 59.65± 2.04 70.26 ± 1.31 70.37± 0.60

VI. CONCLUSION AND FUTURE WORKS

We provide novel empirical risk functions and regularizers

inspired by f -divergence and α-Rényi divergence for self-

training algorithms for semi-supervised learning. Our algo-

rithms can be applied to both pseudo-labeling and entropy-

minimization. We also discussed, under some divergences,

we can provide an upper bound on DERs and their true

risks under a fully labeled scenario. Finally, we observe that

under more noisy pseudo-labeled or imbalanced data samples,

our empirical risk functions are robust. As future works, our

framework can be combined with other methods for semi-

supervised learning, e.g., Fixmatch [19], MixMatch [20], and

Meta pseudo-label [21].
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APPENDIX A

RELATED WORKS

We provide an overview of relevant works concerning self-

training techniques in SSL, as well as other SSL methodolo-

gies and robust loss functions for handling label noise.

Self-training and SSL: Under different scenarios, it is

shown that the pseudo-labeling is effective, [6] and [17].

[22] shows that semi-supervised learning with pseudo-labeling

can achieve near-zero test loss under some conditions. The

study by [21] introduced meta pseudo-labeling. This method

enhanced the accuracy of pseudo-labels by incorporating feed-

back from the student model. [17] proposed confidential-based

pseudo-label generation for training a network with unlabeled

data. [6] suggests soft-labeling with the MixUp method to

reduce over-fitting to model predictions and confirmation bias.

[23] and [24] analyzed both theoretical and algorithmic side

of self-training. In this work, we propose a more general

framework as a combination of self-training methods which

outperforms previous self-training algorithms.

Confirmation Bias: [6] introduced confirmation bias as over-

fitting to incorrect pseudo-labels. [25] suggests a Mix-Up

method to avoid confirmation bias. [26] introduced "Class-

aware Contrastive Semi-Supervised Learning" as a method to

improve the quality of the pseudo-labels. [27] solution is based

on re-initializing the model before every self-training iteration.

Our work differs from this line of work as we utilize the soft-

labels by using D-entropy minimization in DEM-SSL in order

to reduce confirmation bias. The performance of the Gibbs

algorithm under the SSL scenario is studied in [28].

Other SSL methods: Some methods use a combination

of consistency regularization and pseudo-labeling. MixMatch

[20] computes k augmentations for each unlabeled sample,

and one for labeled sample in the batch, then sharpens the

average output probability of the model for k augmented data

and applies the Mix-Up approach [29]. Continuing the idea

of MixMatch, [30] introduced ReMixMatch; this method adds

distributional alignment between unlabeled and labeled data,

moreover, augmentation anchoring and utilizing the output of

weakly-augmented data as labels for k strongly-augmented

unlabeled data. [31] established DivideMix proposed a new

method for learning with noise based on the Gaussian Mixture

Model (GMM) and MixMatch method. [19] presents Fix-

Match, which uses weakly-augmented input model prediction

pseudo-label as a label for strongly-augmented input model

prediction. This line of research differs from ours as our focus

is self-training algorithms despite consistency regularization

methods.

Robust loss functions to label-noise: The pioneering work

by [12] proved that the mean absolute error loss function is

robust to symmetric and label-dependent noises. On the other

hand, the Generalized cross-entropy loss function, which can

be reduced to mean absolute error, and the cross-entropy loss

function, is proposed by [18]. Generalized Jensen-Shannon as

a loss function robust to label noise is proposed by [32]. The

loss functions based on f -divergence between the joint and

product of marginal distributions of clean and noisy labels

for the label-noise scenario are studied by [13]. The work

by [33] proposes an information-theoretic loss function using

determinant-based mutual information, which is robust to

instance-independent label noise. The normalizing technique

is applied to some loss functions, e.g., cross-entropy and focal

loss, by [34] to make these loss functions robust to label

noise. The peer loss functions based on the peer prediction

mechanism are studied by [35]. Since the pseudo-labels can

mismatch with the true label of an unlabeled data sample,

we can model this process as supervised learning with noisy

labels. Our work differs from this body of research in the sense

that we provide general novel empirical risk functions and

regularizers inspired by divergences for the SSL applications.

Note that pseudo-labels are a type of input-dependent label

noise, and our proposed algorithms based on these empirical

risk functions and regularizers are robust to the noise of

pseudo-labels.

APPENDIX B

THEORETICAL RESULTS AND PROOFS

Note that, the DER is not well-defined for all f-divergences.

For this purpose, we consider the following assumption.

Assumption 1. The generator function of f -divergence satis-

fies f(0) <∞.

Proposition 1. Under Assumption 1 and assuming hard-label

for the labeled dataset, the DER based on f -divergence exists,

and we have

0 ≤ R̂Df
(θ,Zl) <∞.

Proof of Proposition 1: From the definition of DER and

f -divergence we have,

R̂Df
(θ,Zl) = Df

(
P̂ (Yl|Xl

n)‖Pθ(Y|Xl
n)
)

=
1

n

n∑

i=1

k∑

j=1

Pθ(yj |X l
i)f

( P̂ (yj |X l
i)

Pθ(yj|X l
i)

)
,

(12)

If we consider a hard-label, then there exists j ∈ [k] and

i ∈ [n], where P̂ (yj |X l
i) = 0 and Pθ(yj |X l

i) > 0 and we

have Pθ(yj |X l
i)f(0). Therefore, for f(0) < ∞, DER in (12)

is well defined. Otherwise, DER is infinite.

For example, considering reverse KL-divergence with

f(t) = − log(t) and symmetrized KL-divergence with f(t) =
(t− 1) log(t), do not satisfy Assumption 1 and are infinite if

we consider the hard-label for the labeled data samples.

Proof of Theorem 1: As G(Df (.‖.)) is a metric on the

space of probability distribution, then for P1, P2 and P3 as

distributions,

G(Df (P1‖P3)) ≤ G(Df (P1‖P2)) +G(Df (P2‖P3)), (13)

If we consider,

P1 = Pt(Y
l,Yu

t ,X
l,u),

P2 = P̂ (Yl, Ŷu|Xl,u),

P3 = Pθ⋆(Y,Xl,u),



in (13), the final result holds by

considering R̂FSL
D (θ,Zl,Xu

m,Yu
t ) =

Df

(
Pt(Y

l,Yu
t ,X

l,u)‖Pθ⋆(Y,Xl,u)
)

and

R̂D(θ,Zl, Ŷu,Xu
m) = Df

(
P̂ (Yl, Ŷu|Xl,u)‖Pθ(Y|Xl,u)

)
.

Corollary 1. Assume that there exists an increasing and
concave function G : [0,∞) → [0,∞) such that 2G(t/2) ≤
G(2t) and G(Df (·‖·)) is a metric on the space of probability
distributions. Then, the following holds,

R
FSL
D (θ⋆t ,Z

l
,X

u
m,Y

u
t ) ≤

2E
Zl,Ẑ,Yu

t

[
Df

(
Pt(Y

l
,Y

u
t |X

l,u)‖P̂ (Yl
, Ŷ

u|Xl,u)
)]

+ 2RD(θ⋆t ,Z
l
, Ẑ),

where RFSL
D (θ,Zl,Xu

m,Yu
t ) := EZl,Xu

m,Yu
t

[
Df

(
Pt‖Pθ⋆

)]
, is

the true risk of FSL scenario, Pt = Pt(Y
l,Yu

t ,X
l,u), Pθ⋆ =

Pθ⋆(Y,Xl,u) , and θ⋆t ∈ argminθ∈ΘRD(θ,Zl, Ẑ).

Proof of Corollary 1: From Theorem 1, we have,

G
(
R̂FSL

D (θ⋆,Zl,Xu
m,Yu

t )
)

(14)

≤ G
(
Df

(
Pt(Y

l,Yu
t |Xl,u)‖P̂ (Yl, Ŷu|Xl,u)

))

+G
(
R̂D(θ⋆,Zl, Ẑ)

)

≤ 2G
(1
2
Df

(
Pt(Y

l,Yu
t |Xl,u)‖P̂ (Yl, Ŷu|Xl,u)

)
(15)

+
1

2
R̂D(θ⋆,Zl, Ẑ)

)

≤ G
(
2Df

(
Pt(Y

l,Yu
t |Xl,u)‖P̂ (Yl, Ŷu|Xl,u)

)
(16)

+ 2R̂D(θ⋆,Zl, Ẑ)
)
,

where (14), (15) and (16) follow from Theorem 1, concavity

of function G(·) and the assumption that 2G(t/2) ≤ G(2t),
respectively. As we have

G
(
R̂FSL

D (θ⋆,Zl,Xu
m,Yu

t )
)

(17)

≤ G
(
2Df

(
Pt(Y

l,Yu
t |Xl,u)‖P̂ (Yl, Ŷu|Xl,u)

)

+ 2R̂D(θ⋆,Zl, Ẑ)
)
,

From increasing assumption on function function G(·), we

have,

R̂FSL
D (θ⋆,Zl,Xu

m,Yu
t ) (18)

≤ 2Df

(
Pt(Y

l,Yu
t |Xl,u)‖P̂ (Yl, Ŷu|Xl,u)

)

+ 2R̂D(θ⋆,Zl, Ẑ)
)
.

The final result holds by taking the expectation from both sides

of (18) with respect Zl, Ẑ and Y
u
t .

Note that, for DERs in Corollary 1 ,the term

Df

(
Pt(Y

l,Yu
t |Xl,u)‖P̂ (Yl, Ŷu|Xl,u)

)
is independent

from θ and can be interpreted as cost of SSL scenario. For

example, if the true risk DER under the SSL scenario is

zero, then for the same minimizer, θ⋆t , we can bound the FSL

scenario’s true risk with the SSL scenario’s cost.

The following f -divergences satisfy the conditions in Corol-

lary 1,

• Total variation distance for G(t) = t,
• Le-Cam distance for G(t) =

√
t, [14],

• Jensen-Shannon divergence for G(t) =
√
t, [14].

Remark 2 (TV-ERM). We can provide a tighter upper bound

for on the true risk of the FSL scenario under TV-ERM in

comparison with Corollary 1, as follows,

R̂FSL
TV (θ⋆,Zl,Xu

m,Yu
t )

≤ TV
(
Pt(Y

l,Yu
t |Xl,u), P̂ (Yl, Ŷu|Xl,u)

)

+RTV(θ
⋆,Zl,Xu

m).

(19)

Remark 3 (Comparison with [36] and [37]). We can also

define the ERM for SSL application based on a convex

combination of ERM for labeled dataset and unlabeled dataset,

as proposed in [36] and [37]. However, due to the convexity of

f -divergences, our DER for SSL application is a lower bound

for the proposed setup,

D
(
P̂ (Yl, Ŷu|Xl,u)‖Pθ(Y|Xl,u)

)

≤ βD
(
P̂ (Yl|Xl

n)‖Pθ(Y|Xl
n)
)

+ (1 − β)D
(
P̂ (Ŷu,Xu

m)‖Pθ(Y,Xu
m)

)
.

APPENDIX C

ROBUSTNESS DISCUSSION

The robustness of our DERs in SSL applications is different

from the label-noise approach in [12]. Our approach can be

applied to both soft-label and hard-label. However, robust

loss functions to label-noise in [12] are discussed for hard-

labels. Our robustness definition is inspired by f-divergences,

which are metric over spaces and satisfy the assumptions in

Theorem 1. In addition, these f -divergences can be applied to

all types of noise. However, the results in [12] are based on

symmetric loss function definitions.

APPENDIX D

D-ENTROPY

Different DERs and the corresponding entropy are intro-

duced in Table IV.

APPENDIX E

EXPERIMENT DETAILS

Datasets: We ran different experiments to validate our

proposed algorithms, DEM-SSL and DP-SSL, on two datasets:

CIFAR-100 [38] and the Letter [39] datasets. For the SSL

scenario, we have allocated n = 104 labeled data samples

and m = 17896 unlabeled data samples for the Letter dataset

and n = 400 labeled data samples and m = 49600 unlabeled

data samples for CIFAR-100. We utilized the CNN-13 network

architecture for CIFAR-100 ( [3], [40], [41], [42], [43], [30],

[44]) and 2-layer Feedforward neural network inspired by [45]

for letter.

Hyper-parameters: We use a combination of manual and

automatic hyper-parameter tuning for the learning rate values



TABLE IV: DER and D-Entropy for α-Rényi, as well as metrics like KL divergence, Power divergence, JS divergence, Le

Cam, and Total variation distance. We have Pi := Pθ(y
l
i|X l

i).

Name/ Generator f(t) DER D-Entropy

KL,

t log(t) −1

n

n∑

i=1

log(Pi) − log k −
∑k

i=1 Pi logPi

TV,
1
2
|t− 1| 1

n

(∑n

i=1(1− Pi)
)

−1
2

∑k

i=1 |Pi −
1
k
|

χ2,

(1− t)2 1
n

(∑n

i=1(P
−1
i − 1)

)
− 1

k

∑k

i=1(1− kPi)
2

Power,

tp − 1 1
n

(∑n

i=1(P
−p+1
i − 1)

)
1− kp−1

∑k

i=1 P
p
i

Jensen-Shannon,

t log
(

2t
1+t

)
+ log

(
2

1+t

) 1

n

( n∑

i=1

Pi log(Pi)− (Pi + 1) log (Pi + 1)
)

+2 log(2)

−

k∑

i=1

Pi log

(
1 +

1

kPi

)

+

k∑

i=1

1

k
log(1 + kPi)

− 2 log(2)

Le Cam,
1−t

2(1+t)
1
2n

∑n

i=1(1− Pi)
(
1− Pi

1+Pi

) ∑k

i=1
kPi−1

2k(1+kPi)

α-Rényi,

N/A 1
α−1

log
(

1
n

∑n

i=1 P
1−α
i

) log k +
1

α−1
log

∑k

i=1

∑n

j=1 Pθ(yj |X
l
i)

α

and regularization coefficients. For parameter β, we select

β = n
n+m

. We have two hyper-parameters for DP-SSL, i.e.,

τp and κp. We set τp ∈ {0.3, 0.7} and κp = 0.005 in (11). For

DEM-SSL, regularization weights (λu, λh) inspired by [6] and

running cross-validation, we selected λu = 0.8 and λh = 0.4
for DEM-SSL across all DERs. More details are provided in

Table V.

TABLE V: Experiment setup details for CIFAR-100 and Letter

CIFAR-100 Letter

Optimizer SGD SGD
Learning rate 0.03 0.03

Network CNN-13 FFNN
Max epochs (M ) 512 512

Labeled dataset size (n) 400 104
Unlabeled dataset size (m) 49600 17896

Train/Test size 50000/10000 18000/2000
Batch size 512 512

Max Iterations (I) 5 5
λu 0.8 0.8
λh (0.4, 0.04) (0.4, 0.04)
τp (0.3,0.7) (0.3,0.7)
κp 0.05 0.05
β 0.992 0.994

We used 20%/80% of CIFAR-100 and 10%/90% of Letter

datasets for the test/training process. In the FSL scenario, we

only train our network with all 80% of labeled data. The

implementation uses the PyTorch framework [46], training was

optimized using SGD with nesterov momentum of 0.9 [47],

learning rate of 0.03, cosine annealing for five iterations and

512 epoch for each iteration. Experiments are executed on

Nvidia Volta V100 GPU with 32 GB VM.

APPENDIX F

ADDITIONAL EXPERIMENTS

No balancing: As mentioned in DP-SSL and DEM-SSL,

after each pseudo-labeling iteration, we balance the pseudo-

labeled data samples. In Table VI, we conducted DP-SSL and

DEM-SSL algorithms without balancing (imbalance) in order

to show how DP-SSL and DEM-SSL can handle imbalance

pseudo-labels in the training stage. Note that in this setup, we

set τp = 0.3 and do not consider uncertainty. We can observe

that under the imbalance scenario in pseudo-labeled data

samples, the χ2-ERM has a better performance in comparison

with other DERs. For example, the accuracy of χ2-ERM under

balancing and imbalance for τp = 0.3 and DEM-SSL in

CIFAR-100 is 54.17± 0.50 and 50.0± 0.48, respectively.

TABLE VI: Accuracy of DP-SSL and DEM-SSL under no

Balancing. We consider τp = 0.3 for DP-SSL. For DEM-SSL,

we assume λu = 0.8 and λh = 0.04.

DER
LETTER CIFAR-100

DP-SSL
/NB&WOU

DEM-SSL
/NB&WOU

DP-SSL
/NB&WOU

DEM-SSL
/NB&WOU

KL 45.55 ± 0.75 52.1± 2.48 19.46 ± 0.24 35.84 ± 0.94
χ2 53.9± 1.25 54.17± 0.50 43.14± 0.47 50.0± 0.48

Pow, (p = 1.2) 43.74 ± 0.56 53.7± 1.09 31.45 ± 0.11 45.36 ± 1.18
JS 39.05 ± 1.15 41.13 ± 1.01 7.46± 0.12 46.45 ± 2.16

α-Rényi, (α = 0.6) 45.00 ± 0.70 47.15 ± 0.74 19.37 ± 0.10 29.86± 0.4



TV-ERM and LeCam-ERM: TV and LeCam results for

setup of Table. II are presented in Table. VII. Due to the

lack of space, we did not present them in Table II. The poor

performance of TV-ERM could be due to the fact that its

derivative (± 1
2 ) is constant.

TABLE VII: Comparison of DP-SSL with uncertainty (DP-

SSL/WU), DP-SSL without uncertainty (DP-SSL/WOU) and

SL algorithms for CIFAR-100 (n = 400, m = 49600) and

LETTER (n = 104, m = 17896) datasets with assuming τp =
0.7 in DP-SSL algorithm and κp = 0.005 for DP-SSL/WU.

DER
LETTER CIFAR-100

SL DP-SSL
/WU

DP-SSL
/WOU

FSL SL DP-SSL
/WU

DP-SSL
/WOU

FSL

TV 16.85 ± 2.84 40.70 ± 2.00 40.75 ± 2.94 41.03 ± 0.65 3.40 ± 1.94 11.32 ± 0.71 11.73 ± 1.34 20.64 ± 1.10
LeCam 22.4 ± 1.70 57.34 ± 0.96 58.30 ± 0.65 59.84 ± 1.23 12.49 ± 1.18 55.13 ± 3.87 60.12 ± 1.32 63.14 ± 2.99
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