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Dual Teacher Knowledge Distillation with Domain
Alignment for Face Anti-spoofing

Zhe Kong, Wentian Zhang, Tao Wang, Kaihao Zhang, Yuexiang Li, Xiaoying Tang, Wenhan Luo

Abstract—Face recognition systems have raised concerns due
to their vulnerability to different presentation attacks, and system
security has become an increasingly critical concern. Although
many face anti-spoofing (FAS) methods perform well in intra-
dataset scenarios, their generalization remains a challenge. To
address this issue, some methods adopt domain adversarial
training (DAT) to extract domain-invariant features. However, the
competition between the encoder and the domain discriminator
can cause the network to be difficult to train and converge. In this
paper, we propose a domain adversarial attack (DAA) method
to mitigate the training instability problem by adding perturba-
tions to the input images, which makes them indistinguishable
across domains and enables domain alignment. Moreover, since
models trained on limited data and types of attacks cannot
generalize well to unknown attacks, we propose a dual perceptual
and generative knowledge distillation framework for face anti-
spoofing that utilizes pre-trained face-related models containing
rich face priors. Specifically, we adopt two different face-related
models as teachers to transfer knowledge to the target student
model. The pre-trained teacher models are not from the task
of face anti-spoofing but from perceptual and generative tasks,
respectively, which implicitly augment the data. By combining
both DAA and dual-teacher knowledge distillation, we develop
a dual teacher knowledge distillation with domain alignment
framework (DTDA) for face anti-spoofing. The advantage of our
proposed method has been verified through extensive ablation
studies and comparison with state-of-the-art methods on public
datasets across multiple protocols.

Index Terms—Face Anti-Spoofing, Knowledge Distillation, Do-
main Generalization, Adversarial Attack

I. INTRODUCTION

Face recognition techniques [1] have been widely used
in authentication systems, such as mobile financial payment,
access control, and other security scenarios. However, face
recognition systems are vulnerable to different types of attacks,
including 3D mask attacks, print attacks, and replay attacks.
Thus the security of these systems has gradually become an
increasingly critical concern.

To protect face recognition systems from attacks, there is
a growing interest in investigating face anti-spoofing (FAS)
methods to distinguish between live and spoof faces. These
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Fig. 1. Comparison of domain adversarial training (DAT) and the
proposed domain adversarial attack (DAA) method. a) is the DAT method.
After the feature encoder, a gradient reversal layer (GRL) is inserted. A feature
encoder is trained for producing the domain-invariant features, competing
with domain discriminators simultaneously during the learning process, which
gradually guides the learned features to be domain indistinguishable for
face anti-spoofing. b) is our proposed DAA method. A domain classifier is
adopted to generate perturbations aiming at making the input image domains
indistinguishable, which can encourage the model to learn domain-invariant
features for face anti-spoofing and improve its generalization to the target
domain.

methods are capable of extracting distinctive features, includ-
ing handcrafted features [2], [3], [4], [5] and deep features
[6], [7], and are formulated as a binary classification problem.
Although previous detectors [8], [9], [10] perform well under
intra-database testing scenarios, the distribution of testing
samples in practice may differ from that of training samples,
especially when the attack type is unseen. Discrepancies
between training and testing data can lead to inferior detector
performance, indicating a need to improve its generalization
ability. To address this problem, domain generalization (DG)
[8], [11], [12], [13], [14], [15], [16], [17], [18] methods
are proposed to minimize the distribution discrepancy be-
tween the source and target domains. Some face anti-spoofing
methods [19], [11] leverage Domain Adversarial Training
(DAT) [20] for domain alignment, as shown in Fig. 1 (a).
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Specifically, a feature generator is trained to compete with a
domain discriminator to make the features of different domains
indistinguishable. Despite its power for extracting domain-
invariant features, DAT is known to be challenging to train and
converge. Since the detrimental and biased rivalry between the
encoder and the domain discriminator, the training is unstable
[21]. It is crucial to develop an effective algorithm to address
both domain alignment and unstable DAT training. Adversarial
attack is a powerful technique that can influence the attention
region in an image, making it possible to restrain domain-
specific regions within the image. Therefore, we propose to
use adversarial attacks to achieve domain alignment as shown
in Fig. 1 (b).

In addition, in machine learning, sufficient labeled data is
crucial to improve the model generalization ability. However,
for face anti-spoofing, it is expensive to collect large-scale
labeled data. It is well known that knowledge distillation
[22] is effective for transferring knowledge from teacher to
student. Therefore, to solve this problem, we attempt to mine
additional data from other pre-trained models using knowledge
distillation to achieve the goal of data augmenting in an
implicit way.

To this end, we propose a dual teacher knowledge distilla-
tion with domain alignment framework, denoted as DTDA for
face anti-spoofing, as depicted in Fig. 2. Our approach employs
a domain classifier to generate perturbations for input images,
making images from different domains indistinguishable and
forming a domain adversarial attack method (DAA). This
encourages the model to learn domain-invariant features for
face anti-spoofing and improves its generalization to the target
domain. To address the challenge of insufficient large-scale
face data, we adopt knowledge distillation to acquire face
priors. Specifically, we train our student network under the
guidance of teacher models and propose dual-teacher models
from perceptual and generative tasks, respectively. The dual
teacher models contain rich face priors implied in the em-
ployed a large amount of training face data. Exploiting the
strengths of various teacher models can bring significant ad-
vantages, with each teacher model being responsible for what
they are proficient in and complimenting others. Specifically,
the dual teacher models adopted in our approach are tailored
for face recognition and face attribute editing tasks, respec-
tively. Together, these face models, as dual teacher networks,
provide rich, diverse, and useful face-prior knowledge to the
student model via knowledge distillation, which achieves data
augmentation in an implicit way. By combining DAA and
dual-teacher knowledge distillation, we further enhance the
generalization potential of the student model. During training,
the inputs to both the student and the teacher models are
adversarial samples. Moreover, we train face recognition, face
attribute editing, and face anti-spoofing tasks simultaneously
in a multi-task learning manner. As a result, the labeled data
from all tasks can be aggregated to alleviate the problem of
insufficient data. Our contributions are summarized as follows:

• We propose a domain adversarial attack method to
achieve domain alignment. Generating perturbations by
leveraging the gradient from the domain classifier, we
make the original images indistinguishable across do-

mains. Utilizing domain-specific data, our model can ex-
tract domain-invariant features for FAS, which improves
the model’s generalization on the target domain.

• We propose a dual-teacher knowledge distillation method
using perceptual and generative models to achieve data
augment in an implicit way. Without introducing addi-
tional network parameters, our model acquires diverse
and rich facial priors from pre-trained models that are
freely available. By leveraging these facial priors, we
alleviate the problem of insufficient data, which boosts
the generalization of the model.

• Experimental results on public datasets under the cross-
dataset testing settings verify the generalization of our
proposed method. Specifically, when trained on OULU-
NPU, MSU-MFSD, and Idiap Replay-Attack datasets
and evaluated on CASIA-FASD, the proposed method
achieves 6.67% in terms of HTER, outperforming the
state-of-the-art methods.

II. RELATED WORK

A. Face Anti-spoofing

Existing face anti-spoofing methods can be broadly cate-
gorized as traditional and deep learning-based methods. Tra-
ditional methods typically rely on hand-craft features such
as LBP [2], HOG [3], SURF [4] and Surf [5] for face
anti-spoofing. However, these methods heavily rely on ex-
pert knowledge, and their performance may not be robust
enough. Deep learning-based methods use neural networks to
adaptively extract features [23], [10], [24], [25], [26], [27],
[28], [29], [30]. However, these data-driven methods rely on
data and thus exhibit the generalization issue. Specifically,
while these models can achieve satisfactory results in the
training distribution, their performance may degrade under
shift distributions caused by different sensors, localization,
and illumination conditions [12], [6]. To address this issue,
specific network architectures [7], [31] are designed to extract
robust features to strengthen the generalization. Some methods
[32], [33], [6] disentangle face images into liveness features
and content features, which can improve the generalization
by focusing more attention on the liveness feature. Jia et al.
[19] design a single-side adversarial loss to align features of
different domains and propose an asymmetric triplet loss to
separate the spoof faces of different domains and aggregate the
real ones. Wang et al. [11] propose a Shuffled Style Assembly
Network (SSAN) to extract and reassemble different con-
tent and style features for face images. Meta-learning-based
methods [34], [35], [14], [13], [36] are also introduced for
regular optimization. Self-supervised learning-based methods
[37], [38], [39] extract face-related semantic features in pretext
tasks, which are useful for face anti-spoofing.

In contrast to previous methods, our study employs knowl-
edge distillation to enhance the generalization of face anti-
spoofing with face recognition and editing networks. Our
model is trained under the guidance of soft labels generated
by teacher models. Compared with hard labels, soft labels
can mine more intra-class variance and inter-class distance
information, providing better supervision.
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B. Adversarial Attack

Szegedy et al. [40] find that adding a quasi-imperceptible,
carefully crafted perturbation to an image can mislead the deep
neural network to make a wrong decision. Numerous effective
adversarial attack methods, such as Projected Gradient Descent
Attack (PGD) [41], Gradient Sign Method (FGSM) [42], Car-
ilini and Wagner Attack (CW) [43], and MI-FGSM [44] have
been proposed. The category for adversarial attacks can be
roughly divided into white-box attacks and black-box attacks.
White-box attacks are allowed to access all the parameters
and concrete structure information of the attacked model when
generating adversarial examples, and black-box attacks are to
know only part of the attacked model’s output when generating
adversarial examples.

In the proposed method, we use adversarial attacks not to
fool the network into distinguishing live and spoof images,
but to suppress the domain-specific regions in an image. Our
method aims to force the network to extract domain-invariant
features that generalize well to the target domain. We use the
PGD method for white-box adversarial example generation
due to its flexibility and effectiveness in conducting extensive
experiments.

C. Knowledge Distillation

Knowledge distillation is introduced in [22], which can
transfer the knowledge of teacher models to the student model.
As the teacher model’s feature has a stronger representation
power, its key strategy is to make students imitate the teacher’s
output as close as possible. The student is supervised by the
hard ground-truth labels and soft labels from the teacher’s
last linear layer. Due to its strong performance, knowledge
distillation has been widely used in practical deployment
scenarios combined with network pruning and model quan-
tization. Recently, numerous methods study [45], [46], [47],
[48], [49], [50], [51] distill the knowledge in the intermediate
features. It is proposed in [45] to mimic the attention maps in
convolutional layers of the teacher model. In [52], a teacher
transforms, and a new distance function is proposed to measure
the distance for distillation. Some studies have explored face
anti-spoofing through knowledge distillation. Existing methods
[35], [53], [54], [55] attempt to improve the generalization
for face anti-spoofing by training a strong teacher model.
Qin et al. [35] train a meta-teacher in a bi-level optimization
manner learning to supervise the PA detectors to learn rich
spoofing cues, and the meta-teacher is explicitly trained to
better teach the detector. [54] is a one-class method that
utilizes a few genuine face samples of the target domain to
help the teacher model extract more discriminative features
and then distill the student model in the source domain. In [53],
data from a richer and related domain are leveraged to train
the teacher model. In order to achieve higher performance,
[55] directly adopts a Transformer network [56] as the teacher
model. However, the performance of the student model is
limited if the teacher model cannot perform well. Previous
knowledge distillation methods for face anti-spoofing train a
single teacher model using only the face anti-spoofing task.
In contrast, our proposed method differs significantly from

existing techniques in two ways. Firstly, we propose a do-
main adversarial attack method to achieve domain alignment.
By using perturbations generated by the domain classifier,
we make the input image domains indistinguishable, forcing
the model to learn domain-invariant features. Secondly, we
propose a dual-teacher knowledge distillation method for face
anti-spoofing. Specifically, the teacher models in our proposed
method are trained not from the task of face anti-spoofing, but
from perceptual and generative tasks, providing the student
model with abundant face priors. Additionally, by training
multiple face tasks simultaneously, our method alleviates the
data insufficiency problem and improves the generalization of
the student model.

III. PROPOSED METHOD

As shown in Fig. 2, the proposed DTDA method contains
two stages during training. Firstly, the domain adversarial
attack method is leveraged to generate domain indistinguish-
able images. Given a batch of training data containing live
and spoof images from different domains, we derive the
corresponding perturbations using a pre-trained domain clas-
sifier. By adding the perturbations to the input images, we
can make the adversarial image domains indistinguishable,
allowing the model to learn domain-invariant features that
improve the model’s generalization ability. Different facial
tasks share the face priors and they may benefit from each
other. The face recognition model and face attribute editing
model are trained on large-scale face datasets, which capture
rich texture and shape priors of the face. And then, we leverage
knowledge distillation to exploit common priors and enhance
the generalization capability of our model. Adversarial im-
ages are used to train both the student and teacher models
during the knowledge distillation stage. Our proposed method
incorporates two teacher models: a face recognition teacher
Tfr and a face attribute editing teacher Tfa. Both the student
and teacher models use adversarial samples generated by our
domain adversarial attack method as input. The teacher models
produce soft labels for face recognition and face attribute
editing, respectively, while hard labels for face anti-spoofing
are derived from annotations. Hence, under the guidance of
both soft and hard labels, the student model benefits from
richer supervision. We train face recognition, face attribute
editing, and face anti-spoofing tasks in a multi-task learning
manner. This enables the knowledge contained in one task to
be leveraged by others, resulting in improved generalization
performance for all tasks.

A. Domain Adversarial Attack

In real-world scenarios, face images are often captured by
different cameras under varying illumination, resolution, and
backgrounds. This leads to a domain shift between the source
and target domains, making domain alignment essential. Do-
main adversarial training is a popular approach for mitigating
the distribution discrepancies between source and target do-
mains. However, the competition between the encoder and the
domain discriminator in domain adversarial learning can be
unstable, making the network difficult to train and converge.
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Fig. 2. The overall architecture of our face anti-spoofing via dual teachers with domain alignment (DTDA) method. The input faces with different
color backgrounds represent examples of different domains. During the adversarial attack stage, a domain classifier is utilized to generate perturbations that
make the input image domains indistinguishable, thereby forcing the model to learn domain-invariant features. In the dual teacher knowledge distillation stage,
two teacher models transfer face priors to the student model. The dual teacher models are sourced from perceptual and generative tasks trained on millions
of face data, further improving the generalization of the model.

To address this issue, we propose a domain adversarial attack
method that adds perturbations to the input images. This makes
the input image domains indistinguishable, achieving domain
alignment and mitigating the instability problem commonly
encountered in domain adversarial training.

Given live and spoof input images from different domains,
we first train a domain classifier Ed(·), which is trained with
a cross-entropy loss defined as follows

Ld = − 1

N

N∑
[dlog(p̂d) + (1− d)log(1− p̂d)], (1)

where d is the domain label and p̂d is the predicted result of
input images x .

To make the input image domain indistinguishable, we use
an adversarial attack to force the network to produce incorrect
predictions, which is formulated as

x̃ = x+ εsign(∇xLd). (2)

To ensure the effectiveness of the domain attack during
distillation, the network architectures of the domain classifier
and student are similar. By using the domain adversarial attack,
the domains of input images are indistinguishable, allowing the
network to exploit more common discriminative cues for face
anti-spoofing.

B. Knowledge Distillation for Face Anti-spoofing

Face anti-spoofing models are susceptible to illumination
variations, and training them with sufficient data and annota-
tion is challenging. Collecting large-scale data and annotations
is expensive and time-consuming, and privacy and fairness
issues make it difficult or even impossible to collect data under
all conditions. To alleviate the shortage of data volume, we aim
to leverage face priors from other pre-trained models through

knowledge distillation. The knowledge distillation framework
is depicted in the right part of Fig. 2, which consists of a stu-
dent network and two teacher networks. One teacher network,
denoted as Tfr is designed for face recognition, while the
other, denoted as Tfa, is specific for face attribute editing. Both
teacher networks are pre-trained on large-scale face datasets.
With the guidance of Tfa and Tfr in knowledge distillation,
multiple tasks are trained simultaneously. By sharing face
priors, the model can improve generalization performance.

We use x and y to represent the input face image and
its corresponding label. x̃ is the adversarial sample generated
from x. We input x̃ into both the teacher and student models
to extract domain-invariant features. Therefore, the proposed
method forces the model to learn a generalized feature space
for images from different domains. The outputs produced by
the dual teacher models are represented as:

pedi = Tfa(x̃), (3)

prec = Tfr(x̃). (4)

Here, pedi is the output of the face attribute editing teacher, and
prec is the output of face recognition teacher Tfr. We adopt
knowledge distillation in the student model, which shares the
same network backbone for each face task but with different
embedding layers to match the corresponding output of the
teacher model. The student model comprises a feature encoder
S and three parallel embedding layers, editing embedding Ee,
recognition embedding Er, and classification embedding Ec.
Specifically, given an input image x, a shared feature map can
be encoded by

f = S(x). (5)

The corresponding outputs can be calculated from f . For
instance, Ee(f) generates the output p̂edi, while Er and Ec



5

Algorithm 1 Face Anti-Spoofing using DTDA
Date: Training data Xt

Init: Domain Classifier Ed(·);
Pre-trained Face Recognition Teacher Tfr(·);
Pre-trained Face Attribute Editing Teacher Tfe(·);
Student S(·);
Editing Embedding Ee(·);
Recognition Embedding Er(·);
Classification Embedding Ec(·);

Output: Model parameters S(·), Ee(·), Er(·) and
Ec(·);

1: while Model parameters have not converged do
2: for x in Xt do
3: Generate domain indistinguishable sample x̃ through

x+ εsign(∇xLdomain);
4: Extract feature f through S(x̃);
5: Derive embedding p̂edi through Ee(f);
6: Obtain embeddings p̂rec, p̂fas through Er(f) and

Ec(f);
7: Calculate Lfas through Eq. (8);
8: Derive class probability pedi through Tfa(x̃);
9: Obtain face recognition features prec from Tfr(x̃);

10: Calculate Lfa and Lfr through Eq. (6), (7);
11: Update S(·), Ee(·), Ec(·) and Ec(·) by minimizing

Eq. (9);
12: end for
13: end while

generate p̂rec and p̂fas, respectively. For the face attribute
editing task, the teacher model generates the ground truth
labels. We aim to maximize the consistency of logit-based
class probability distributions between the output of student
and face attribute editing teacher via knowledge distillation
(KD) loss,

Lfa = KL(softmax(
pedi
τ

), softmax(softmax(
p̂edi
τ

)),

(6)
where KL indicates the Kullback-Leibler divergence, which
can measure the distance between the categorical probability
distribution of the student and teacher models. The temperature
hyper-parameter τ is used in the softmax function. In addition
to the KD loss used for face attribute editing, we also use it
to optimize S and Er for face recognition:

Lfr = KL(softmax(
prec
τ

), softmax(softmax(
p̂rec
τ

)).

(7)
Face recognition and face attribute editing are auxiliary tasks
and can extract additional face priors for face anti-spoofing.
To optimize our model for face anti-spoofing, we adopt the
cross-entropy loss as:

Lf = − 1

N

N∑
[pfaslog(p̂fas) + (1− pfas)log(1− p̂fas)].

(8)
To provide a clear view of the proposed method, we illustrate
our algorithm in Alg. 1.

TABLE I
SUMMARY OF THE FACE ANTI-SPOOFING DATASETS.

Dataset Attack type Subject Video
train test real attack

Oulu-NPU (O)
Printed phone
Display phone
Replayed video

35 20 1980 3960

CASIA-FASD (C)
Printed phone

Cut phone
Replayed video

20 30 150 450

Idiap Replay-Attack (I) Printed photo
Replayed video 30 20 390 640

MSU-MFSD (M)
Printed photo

Cut phone
Replayed video

18 17 110 330

C. Loss Function

Multi-task learning has been shown to improve generaliza-
tion [57], so we train the face recognition, face attribute edit-
ing, and face anti-spoofing tasks simultaneously to alleviate
overfitting. During training, we freeze the network parameters
of the teacher models and optimize only the student network
and its corresponding embedding layers.

To summarize, the total loss function Lsum for face anti-
spoofing is defined as:

Lsum = Lf + λ1Lfr + λ2Lfa, (9)

where λ1 and λ2 are hyper-parameters to balance the propor-
tion of different loss terms.

IV. EXPERIMENT

To explore the effectiveness of our proposed method, we
evaluate DTDA on numerous publicly available datasets. In
the following, we first introduce the dataset and experimental
protocol. Then, we validate the effectiveness of the proposed
method by conducting ablation studies. Finally, we compare
DTDA with state-of-the-art methods to verify its superiority.

A. Datasets and Protocols

Datasets. We use four publicly available datasets to evaluate
the performance of the proposed method, including OULU-
NPU [58] (denoted as O), CASIA-FASD [59] (denoted as
C), Idiap Replay-Attack [60] (denoted as I), MSU-MFSD [9]
(denoted as M) and CelebA-Spoof [61] (denoted as S).

To evaluate the effectiveness of our method, we follow [19]
and use two protocols for cross-dataset testing. In cross-dataset
testing, we conduct experiments on four datasets: OULU-NPU
[58], CASIA-FASD [59], Idiap Replay-Attack [60], MSU-
MFSD [9]. The fine-grained subject number, video number,
and attack types for cross-dataset testing are summarized in
Table I. In Protocol-I, three datasets are used as training sets,
and the remaining one is used for testing. Thus, the experiment
consists of four groups in total: O&C&I to M, O&M&I to C,
O&C&M to I, and I&C&M to O. In Protocol-II, we use two
datasets for training and one for testing. Specifically, we have
two testing tasks in total: M&I to C and M&I to O.

For intra-dataset testing, we performed experiments on
CelebA-Spoof [61] dataset. This dataset is a comprehensive
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TABLE II
RESULTS OF ABLATION STUDIES IN TERMS OF HTER (%) AND AUC (%) UNDER THE CROSS-DATASET SETTING ON OULU-NPU (O), CASIA-FASD

(C), IDIAP REPLAY-ATTACK (I) AND MSU-MFSD (M). AMONG THESE MODELS, THE PERCEPTUAL MODEL IS DERIVED FROM THE FACE RECOGNITION
TASK, WHILE THE GENERATIVE MODEL CORRESPONDS TO THE FACE ATTRIBUTE EDITING TASK.

Baseline Perceptual (Face
Recognition)

Generative (Face
Attribute Editing)

Domain
Adversarial Attack

O&C&I to M O&M&I to C O&C&M to I I&C&M to O
HTER AUC HTER AUC HTER AUC HTER AUC√

× × × 11.43 95.07 16.00 91.45 24.74 77.25 17.08 90.94√ √
× × 8.57 96.58 13.33 93.16 19.90 75.22 14.45 91.84√

×
√

× 8.57 95.14 11.22 94.78 20.81 75.11 16.39 90.82√ √ √
× 7.14 97.20 9.33 95.62 13.76 92.55 13.83 92.69√ √ √ √

5.71 98.03 6.67 97.27 13.12 92.24 13.13 94.24

Fig. 3. ROC curves for the ablation study under the cross-dataset testing. FR denotes the face recognition network, FE denotes the face attribute editing
network and DAA denotes the domain adversarial attack method.

face anti-spoofing collection, encompassing 625,537 images of
10,177 subjects. The dataset incorporates 43 detailed attributes
covering aspects such as facial features, illumination, environ-
ment, and various spoof types. Furthermore, each image within
the CelebA-Spoof dataset is meticulously annotated with the
43 attributes. This abundance of annotation significantly en-
hances the dataset’s diversity, providing a more illustrative and
comprehensive foundation for face anti-spoofing research.

Implementation Details. In our experiment, the MTCNN
algorithm [62] is adopted for face detection and alignment. All
the detected faces are resized to 256×256. During training, we
randomly select one frame from each video. ResNet18 [63] is
set as the backbone for the student model. For face recognition,
we use the pre-trained model from ArcFace [1]. And we only
use the pre-trained discriminator of StarGAN [64] for face
attribute editing. The SGD optimizer with a momentum of

0.9 and weight decay of 5e-4 is used for the optimization.
The learning rate is 0.1, and the batch size for training is
96. Our framework is implemented using PyTorch, and all the
experiments are carried out using NVIDIA Tesla V100 and
RTX 3090 GPUs.

Performance Metrics. Following the work of [19], we use
the Half Total Error Rate (HTER) and the Area Under Curve
(AUC) as the evaluation metrics for cross-dataset testing for a
fair comparison. In intra-dataset testing, we follow the original
protocols and use FPR@Recall, AUC, Attack Presentation
Classification Error Rate (APCER), Bona Fide Presentation
Classification Error Rate (BPCER), and ACER metrics for a
fair comparison. Notably, ACER is defined as follows:

ACER =
APCER+BPCER

2
(10)
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TABLE III
PERFORMANCE COMPARISON BETWEEN THE PROPOSED METHOD AND THE STATE-OF-THE-ART METHODS IN TERMS OF HTER(%) AND AUC (%)

UNDER THE CROSS-DATASET SETTING (PROTOCOL-I).

Method O&C&I to M O&M&I to C O&C&M to I I&C&M to O Mean
HTER AUC HTER AUC HTER AUC HTER AUC HTER AUC

Auxiliary [10] 22.72 85.88 33.52 73.15 29.14 71.69 30.17 77.61 28.89 77.08
PAD-GAN [6] 17.02 90.10 19.68 87.43 20.87 86.72 25.02 81.47 20.65 86.43

RFM [14] 13.89 93.98 20.27 88.16 17.30 90.48 16.45 91.16 16.98 90.95
NAS-FAS [31] 16.85 90.42 15.21 92.64 11.63 96.98 13.16 94.18 14.21 93.56

EPCR [39] 12.50 95.30 18.90 89.70 14.00 92.40 17.90 90.90 15.83 92.08
DRDG [65] 12.43 95.81 19.05 88.79 15.56 91.79 15.63 91.75 15.67 92.04

VLAD-VSA-M [66] 11.43 96.44 20.79 86.32 12.29 92.95 21.20 86.93 16.43 90.66
ANRL [67] 10.83 96.75 17.83 89.26 16.03 91.04 15.67 91.90 15.09 92.24
SSDG [19] 7.38 97.17 10.44 95.94 11.71 96.59 15.61 91.54 11.29 95.31

SSAN-M [11] 10.42 94.76 16.47 90.81 14.00 94.58 19.51 88.17 15.10 92.08
DF-DM [37] 7.14 97.09 15.33 91.41 14.03 94.30 16.68 91.85 13.30 93.66

GDA [68] 9.20 98.00 12.20 93.00 10.00 96.00 14.40 92.60 11.45 94.90
Ours 5.71 98.03 6.67 97.27 13.12 92.24 13.13 94.24 9.66 95.45

B. Ablation Study

To investigate the effectiveness of different components in
our model, we conduct an ablation study using cross-dataset
testing. We have five variants as the following.

Variant1: The first variant is denoted as Baseline, using
a ResNet-18 pre-trained on ImageNet as the baseline method.
After the features pass through the classifier, we only calculate
the loss Lfas using the cross-entropy function, as shown in
Eq. (8).

Variant2: The second variant is Baseline + Face
Recognition. In this experiment, face recognition serves
as a teacher model for learning perceptual priors. To measure
the output distance between the student and teacher models,
we use the KL loss, similar to previous knowledge distillation
methods [22]. The loss function for this variant, Lfr, is
shown in Eq. (7). Therefore, the sum loss for this variant is
Lfas+λ1Lfr, where λ1 is a hyperparameter that balances the
two loss terms.

Variant3: The third variant, Baseline + Face
Attribute Editing, employs face attribute editing as
another teacher model for learning generative priors. Similar
to the face recognition teacher model mentioned above, we
calculate the loss between the face editing teacher model and
the student model using Eq. (6), denoted as Lfa. Variant3 is
trained using Lfas + λ2Lfa, where λ2 balances the two loss
terms.

Variant4: In the fourth variant, Baseline + Face
Recognition + Face Attribute Editing, we
combine the face recognition and face attribute editing
teacher models. The method is trained using Eq. (9), with
clean images used as input for both the student and teachers.

Full method: The fifth and final variant, Baseline +
Face Recognition + Face Attribute Editing
+ Domain Adversarial Attack, is our full method.
Similar to Variant 4, it uses Eq. (9) for network optimization.
However, adversarial images are used as input for both the
student and teacher models.

The qualitative comparison results are shown in Table II
and the corresponding ROC curves are shown in Fig. 3. The

TABLE IV
PERFORMANCE COMPARISON BETWEEN THE PROPOSED METHOD AND

THE STATE-OF-THE-ART METHODS IN TERMS OF HTER(%) AND AUC (%)
UNDER THE CROSS-DATASET SETTING (PROTOCOL-II).

Method O&I to C M&I to O
HTER AUC HTER AUC

MS-LBP [8] 51.16 52.09 43.63 58.07
IDA [9] 45.16 58.80 54.52 42.17
CT [5] 55.17 46.89 53.31 45.16

LBP-TOP [8] 45.27 54.88 47.26 50.21
MADDG [12] 41.02 64.33 39.35 65.10

DR-MD-Net [6] 31.67 75.23 34.02 72.65
SSDG-M [19] 31.89 71.29 36.01 66.88

ANRL [67] 31.06 71.12 30.73 74.10
SSAN-M [11] 30.00 76.20 29.44 76.62

Ours 22.67 82.43 28.22 79.44

training set and testing set are from different domains, which
can show the generalization ability and effectiveness of our
method. Compared to the baseline, both the face recognition
and attribute editing networks improve the generalization
of face anti-spoofing. Specifically, adopting face recognition
yields a 3.25% increase in mean HTER, while face attribute
editing improves the mean AUC from 88.68% to 88.96%.
Using both face-related teachers simultaneously yields better
results compared to using a single-teacher model. Finally,
using both the dual-teacher model and domain adversarial
attack simultaneously achieves the best performance in terms
of HTER and AUC, indicating the benefits of both face priors
and DAA in face anti-spoofing.

C. Cross-Dataset Testing

Experiment in Leave-One-Out Setting. To further verify
the generalization of the proposed method, we compare our
method with the state-of-the-art methods in two protocols.
Table III shows the comparison results on Protocol-I. In this
protocol, we conduct cross-dataset testing using a leave-one-
out strategy: three datasets are selected for training and the rest
for testing. We compare our methods with the state-of-the-
art methods, including Auxiliary [10], PAD-GAN [6], RFM
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TABLE V
THE OBTAINED RESULTS ARE REPORTED IN TERMS OF FPR@RECALL (%), AUC (%), APCER (%), BPCER (%) AND ACER (%) UNDER THE

INTRA-DATASET SETTING ON CELEBA-SPOOF DATASET.

Protocol Sensors types FPR=1% FPR=0.5% FPR=0.1% AUC APCER BPCER ACER
1 95.72 94.01 90.39 99.75 2.43 2.40 2.42

2

Low - - - 100.00 0.09 0.10 0.10
Middle - - - 99.71 2.09 2.15 2.12
High - - - 99.97 0.50 0.49 0.50

Average - - - 99.89±0.16 0.89±1.06 0.91±1.09 0.90±1.07

TABLE VI
PERFORMANCE COMPARISON BETWEEN THE PROPOSED METHOD AND THE STATE-OF-THE-ART METHODS IN TERMS OF FPR@RECALL (%), AUC (%),

APCER (%), BPCER (%) AND ACER (%) UNDER THE INTRA-DATASET SETTING ON CELEBA-SPOOF DATASET.

Protocol Methods FPR=1% FPR=0.5% FPR=0.1% AUC APCER BPCER ACER

1
AENet [61] 95.00 91.40 73.60 99.50 4.09 2.09 3.09
DPM [69] 96.70 93.90 79.00 - 2.09 1.57 1.83

Ours 95.72 94.01 90.39 99.75 2.43 2.40 2.42

2
AENet [61] - - - 99.80±0.00 4.94±3.42 1.24±0.73 3.09±2.08
DPM [69] - - - - 1.02±0.29 0.72±0.62 0.73±0.64

Ours - - - 99.89±0.16 0.89±1.06 0.91±1.09 0.90±1.07

TABLE VII
INFERENCE TIME COMPARISON BETWEEN TWO DIFFERENT METHODS.

Method Backbones Flops (G) Params (M) Speed (FPS) Avg HTER (%) Avg AUC (%)
FRT-PAD [28] ResNet-18 + GAT 3.01 75.56 53 10.24 95.84

Ours ResNet-18 1.82 11.70 95 9.79 95.83

[14], SDA-FAS [36], NAS-FAS [31], EPCR [39], DRDG [65],
VLAD-VSA-M [6], ANRL [67], SSDG [19], SSAN-M [11],
DF-DM [37] and GDA [68]. The proposed method achieves
the best performance in all settings except for the case of
O&C&M to I, where the proposed method still obtains results
on par with the SOTA methods. Among all the cases, the most
significant improvement is obtained on the setting O&M&I to
C, which outperforms the state-of-the-art method by more than
3% in terms of HTER. It further verifies the effectiveness and
generalization capability of our proposed method.

Experiment on Limited Training Data. In Protocol-II,
limited source data can be leveraged for training, which can
further measure the generalization of the method. In this proto-
col, two datasets are selected for training, and we use another
two datasets for testing respectively. Experiment results are
shown in Table IV. Our method achieves the best HTER
and AUC under the limited training data, with a significant
improvement over other methods. Although only two source
domains are available, the proposed method can still push the
distribution of live and spoof faces away, demonstrating the
superiority of our method.

D. Intra-Dataset Testing
To validate the effectiveness of the proposed method, we

conducted experiments on CelebA-Spoof [61] for intra-dataset
testing. Subsequently, we compare the obtained results with
other face anti-spoofing methods.

The proposed domain adversarial attack method is designed
to facilitate the learning of domain-invariant features. How-
ever, during intra-dataset testing, where only one domain
exists, the application of DAA is not feasible. Therefore, for

intra-dataset testing, we exclusively employ a dual-teacher
knowledge distillation method. This method integrates both
face recognition and face attribute editing teacher models. The
training process, guided by Eq. (9), utilizes clean images as
input for both the student and teachers.

Two protocols for intra-dataset testing, specifically designed
to evaluate the performance of face anti-spoofing methods,
are shown in Table V. Additionally, we conducted a com-
parative comparison between the proposed method and other
established methods, namely ACNet [61] and DPM [69].
The comparison results with other methods are summarized
in Table VI. Specifically, the proposed method outperforms
the state-of-the-art method across several evaluation metrics,
substantiating the effectiveness of our approach.

E. Comparisons of Different Architectures
Since the proposed method and [28] all leverage other face-

related tasks. We compare two different architectures of feature
encoders to investigate the computational complexity of the
proposed method. Comparison results of different network
backbones, network parameters, FLOPs (floating point opera-
tions), and time cost are shown in Table VII. RTK-PAD and
our method all adopt ResNet-18 as the backbone, but FRT-
PAD uses an extra Graph Attention Network (GAT), which has
increased the computational complexity and inference time.
Thus, 1.19 G Flops and 63.86 M parameters can be saved
by the proposed method. The inference time of each method
is tested on a single GPU with 256 × 256 image resolution.
And the proposed method can achieve 95 FPS, almost 1.8
times faster than [28]. This also indicates that GAT is time-
consuming. Specifically, the Avg HTER and AUC represent
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a) Before using the proposed method b) After using the proposed method

Fig. 4. The t-SNE visualizations of the extracted features under O&M&I to C. a) Visualization results before using the DTDA method. b) Visualization
results after using the DTDA method. Distinct colors are used to signify features originating from live images, spoof images, or features derived from different
domains.

a) b) c) d) e) a) b) c) d) e)

Live Faces Spoof Faces

Fig. 5. Grad-CAM visualizations of the proposed method under O&M&I to C. The images in the red box show the visualization of live faces, and
the green box displays the visualization results of spoof faces. a) Original image. b) Visualizations after using the ImageNet pre-train model. c) Visualization
results after using the face attribute editing model. d) Visualization results after using the face recognition model. e) Visualization results after combining face
attribute editing and recognition models.

the average results of four testing tasks. The proposed method
is more suitable for real-world applications than FRT-PAD,
not only in inference time but also in accuracy. Other different
network architectures can also leverage the proposed method
for face knowledge distillation, and they may achieve better
performance.

F. Visualization

t-SNE Visualization. To better illustrate our method, we
analyze the feature space learned by our DTDA method.
Specifically, we randomly select 300 source samples and
100 target samples from the four datasets and visualize the
distribution of different features using t-SNE [70]. As shown
in Fig. 4, before using the proposed method, all the features,
whether from live or spoof images, are randomly distributed
in the feature space. However, by using both dual teacher
and DAA, the distribution between live and spoof images
becomes more dispersed, resulting in a better class boundary
in the target domain. This improvement demonstrates the
effectiveness of the proposed method.

Grad-CAM Visualization. To further investigate the effec-
tiveness of the proposed dual teacher method and domain ad-
versarial attack method, we utilize Grad-CAM [71] to generate
activation maps for both methods on the original images. The
activation maps for the dual teacher module are shown in Fig.
5, which are generated using the O&M&I to C protocol. The
first row of the figure shows the original image, indicating
that when using network weights pre-trained on ImageNet,
some activated regions are in the background. However, after
using either the face attribute editing network or the face
recognition network, the activated regions mainly focus on the
landmark areas in faces, regardless of whether the images are
live or spoofed. Furthermore, when combining feature attribute
editing and face recognition networks, the proposed method
consistently focuses on the relevant region of interest, such as
the mouth or eyes region of the face, to extract discriminative
cues instead of domain-specific backgrounds. This approach
is more likely to generalize well to unseen domains.

In addition, we also visualize the effectiveness of the domain
adversarial attack (DAA) method. The activation results of
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C I M O

Domain 
Classifier

w/o DAA

w/ DAA

Image

Live Faces Spoof Faces

C I M O

Fig. 6. Grad-CAM visualizations of the proposed DAA method on four datasets. The four datasets are denoted as C, I, M, and O, respectively. The
images in the red box show the visualization of live faces, and the green box displays the visualization results of spoof faces. The first row shows the original
images, while the second row displays the activated regions of the domain classifier. The activated regions without using DAA and with using DAA are shown
in the third and fourth rows, respectively.

the domain classifier are shown in the second row of Fig. 6,
where the activated regions contain domain-specific features.
The first row of the figure shows the original image. Without
using DAA, there may be some overlapping activated regions
with the domain classifier regions in the third row. However,
after using DAA, those domain-related activations become
inactive, indicating that DAA has forced the network to focus
on domain-specific regions rather than domain-independent
regions. By using DAA, the network can learn domain-
invariant features, which can improve the generalization of
the model.

V. CONCLUSION

In this paper, we propose a framework of dual teacher
knowledge distillation with domain alignment for face anti-
spoofing to improve the generalization performance of the
model. We first propose a domain adversarial attack method
that aims to extract domain-invariant features. To further ac-
quire more face priors from other face tasks, we propose a dual
teacher model for knowledge distillation. The effectiveness of
the proposed method is verified by extensive ablation studies
and comparison with SOTA methods on public datasets with
various protocols.
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