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Abstract

Image steganography, the practice of concealing infor-
mation within another image, traditionally faces security
challenges when its methods become publicly known. To
counteract this, we introduce a novel private key-based im-
age steganography technique. This approach ensures the
security of hidden information, requiring a corresponding
private key for access, irrespective of the public knowledge
of the steganography method. We present experimental ev-
idence demonstrating our method’s effectiveness, showcas-
ing its real-world applicability. Additionally, we identi-
fied a critical challenge in the invertible image steganog-
raphy process: the transfer of non-essential, or ‘garbage’,
information from the secret to the host pipeline. To ad-
dress this, we introduced the decay weight to control the
information transfer, filtering out irrelevant data and en-
hancing the performance of image steganography. Our
code is publicly accessible at https://github.com/
yanghangAI/DKiS, and a practical demonstration is
available at http://yanghang.site/hidekey .

1. Introduction

Image steganography, a subset of the broader field of
steganography, involves the practice of concealing informa-
tion within a digital image [17,20]. This technique is rooted
in the ancient art of hidden communication, but has evolved
significantly with the advent of digital technologies. At its
core, image steganography aims to embed data, such as text,
audio, or another image, into a host image in a manner that
is undetectable to the casual observer [35]. The primary
objective is to maintain the apparent normalcy of the host
image while secretly carrying additional information.

The evolution of image steganography has been marked
by various methods and technologies. Initially, simple tech-
niques [7, 25] like the Least Significant Bit (LSB) insertion

Figure 1. The workflow of image steganography with a private
key.

were used, where information is embedded in the least sig-
nificant bits of the pixel values of an image, causing mini-
mal visual alteration [18]. Some other methods [6, 13] in-
clude transform domain techniques, where information is
embedded in frequency domain of an image, making it more
resilient to compression and other image processing opera-
tions.

The introduction of deep learning has further advanced
the field of image steganography [5, 8–10, 24, 37]. By em-
ploying complex neural networks, it has become possible to
embed larger amounts of data with improved security mea-
sures. These deep learning models can learn optimal ways
to conceal data within images, making detection by third-
party observers or automated systems significantly more
challenging.

Image steganography continues to evolve, facing the
challenge of maintaining confidentiality amidst widespread
popularity. The known methods of steganography can be
compromised by unauthorized parties, making it unsuit-
able for high-security contexts. To address this, our re-
search integrates preset private keys into high-capacity im-
age steganography, as shown in Fig. 1 based on invertible
neural networks. This innovative approach secures the em-
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bedded data even if the steganographic technique is widely
known, using preset private keys that eliminate the need
for transmission with the container image—thereby reduc-
ing interception risks. Our method, which combines ad-
vanced deep learning algorithms with this novel key man-
agement strategy, shows promising effectiveness in our ex-
perimental results. This highlights its potential for various
applications, including secure communications and confi-
dential data storage, where stringent security measures are
paramount.

In addition, we find that when the information passing
through the secret pipeline, the amount of secret part is get-
ting less and less, which gives us the idea to limit the infor-
mation transfer from secret pipeline into the host pipeline.
Therefore we proposed the decay weight for a better perfor-
mance.

The main contributions are listed as follows:
1. Preset private key is introduced into deep learning

based image steganography for the first time, which ex-
tremely increase the security of image steganography.

2. Decay weight is proposed to control the amount of
information transfer into the host pipeline from the secret
pipeline based on the insight that the secret information is
getting less and less as the secret pass through the secret
pipeline.

2. Related Works

2.1. Image Steganography without Private Key

Image steganography is broadly categorized into tradi-
tional and deep learning-based methods.

Traditional Image Steganography: The most prevalent
method in this category is the Least Significant Bit (LSB)
technique [7, 32], which embeds secret messages by alter-
ing the n least significant bits of the host image. However,
these modifications make it susceptible to detection by ste-
ganalysis methods [11,12,39]. Other notable techniques in-
clude Pan’s pixel value differencing (PVD) [27], Tsai’s his-
togram shifting [33], Nguyen’s use of multiple-bit-planes
[26], and Imaizumi’s palette-based approach [14]. Some
traditional methods utilize frequency domains like discrete
cosine transform (DCT) [13], discrete Fourier transform
(DFT) [28], and discrete wavelet transform (DWT) [6].
These methods offer more robustness and stealth than LSB
techniques, though they still face limitations in payload ca-
pacity.

Deep Learning-Based Image Steganography: Recent
advancements have seen deep learning techniques signifi-
cantly outperform traditional methods in image steganog-
raphy. HiDDeN [41] and SteganoGAN [38] utilize an
encoder-decoder architecture, coupled with a third network
to counteract steganalysis. Shi’s Ssgan [31] is based on
generative adversarial networks. Baluja [4, 5] and Zhang

[37] have achieved higher payload capacities by hiding se-
cret images of the same size as the host image. Lu [24],
Jing [16], and Jia [15] have introduced invertible neural net-
works (INN) into the field and achieved SOTA performance
in this area.

2.2. Image Steganography with Private Key

To address security issues arising from the widespread
use of steganographic methods, researchers have proposed
LSB-based image steganography utilizing private keys [2,3,
19]. While this approach enhances security, it tends to suf-
fer from low payload capacity. Seeking to increase capacity,
Kweon [21] integrated private keys into a deep learning-
based steganography framework. Although this method
achieves higher capacities, it necessitates the transmission
of the private key with the container image, which could
potentially compromise security. Additionally, Kweon’s
method faces low performance issues. The quality of gen-
erated image is not satisfied.

3. Method

3.1. Overview

The architecture of our DKiS model is illustrated in Fig.
2. In the embedding phase, the process involves the host im-
age, secret image, and a private key as inputs, producing the
container image and what we term as ‘missing info’. The
term ‘missing info’ is used because, during transmission,
only the container image is sent to the receiver, resulting in
the missing of the other image. DKiS requires two images
for both embedding and extraction phases. Consequently, a
placeholder Gaussian distribution is introduced into DKiS
alongside the container image and key. And the generated
extracted image is indistinguishable from the original secret
image if and only if the key used matches the one employed
during the embedding phase.

Figure 2. The overview of DKiS.

Additionally, before the host, secret, and container im-
ages are processed by the DKiBlocks, a discrete wavelet

2



transform (DWT) is applied to these input images. Corre-
spondingly, an inverse discrete wavelet transform (IWT) is
applied to the output from the DKiBlocks based on the work
of [16].

3.2. DKiBlock

The architecture of the DKiBlock is depicted in Fig. 3.
This design is founded on invertible blocks [34], enhanced
through the incorporation of a decay weight and a private
key.

xi+1
k = E(xi

s, ki)

xi+1
h = xi

h + wi · f(xi
k) (1)

xi+1
s = xi

k ⊗ exp(σ(g(xi+1
h ))) + h(xi+1

h )

With a little transformation of Eq. (1), the inverse processes
is gained and shown as below:

xi
k = (xi+1

s − h(xi+1
h ))⊗ exp(−σ(g(xi+1

h )))

xi
h = xi+1

h − w · f(xi
k) (2)

xi
s = E−(xi+1

k , ki)

Where E is the encode function, it encodes the input x with
k, and in order to maintain the invertible ability, it needs
to have invert function E−, the detail of E will be shown
in Section 3.4. And wi is the decay weight, the detail and
purpose will be discussed in Section 3.3.

3.3. Decay Weight

The extraction process becomes more challenging as the
amount of secret information in ‘mission info’ increases.
For optimal performance, it is crucial to minimize the infor-
mation about the secret image in the ‘missing info’. Ideally,
this ‘missing info’ should closely resemble the placeholder
Gaussian distribution.

However, the transformation from secret image to ‘miss-
ing info’ is impossible to finish in one invertible block. To
better understand this, we analyzed the outputs of the se-
cret pipeline, as depicted in Fig. 4. We observed that the
deviation of each xi

s from the secret image increases with
the increment of i. To quantify these deviations, we calcu-
lated the distances/similarity between the secret image and
each xi

s, employing metrics such as Average Pixel Distance
(APD), Peak Signal-to-Noise Ratio (PSNR), and the Struc-
tural Similarity Index Model (SSIM), which are elaborated
in Section 4.2. The comparative findings are displayed in
Fig. 5. This analysis indicates a progressive divergence of
xi
s from the secret image with increasing i, signifying a re-

duction in the information content of the secret image as it
progresses through the secret pipeline.

Recognizing that less information about the secret im-
age reduces the necessity for its transmission into the host
pipeline, we introduced a decay weight wi to modulate the

amount of information transferred from the secret to the
host pipeline. The formulation of wi is detailed in Eq. 3,
where r represents the decay rate.

wi = ri (3)

3.4. Private Key

We have incorporated a private key into the secret
pipeline through an encoding function, E(·), as illustrated
in Fig. 6.

This encoding process comprises two main steps: shuf-
fling and element-wise multiplication. The private key, ki,
is divided into two components: kim and kis. In the first step,
the image is segmented into 4× 4 small patches (for clarity,
Fig. 6 only displays 2× 2 patches). These patches are then
shuffled according to the sequence determined by kis. In the
second step, the image undergoes element-wise multiplica-
tion by kim. Here, kim is of the same dimensions as xi

s, and
each element in kim has an equal probability of being either
-1 or 1. It is important to note that the encoding operation
is invertible solely when the correct key is available.

Key Generation Process: To generate the key, any user-
preset key is first transformed into a 256-bit number using
SHA-256 encoding [22]. This encoded number is then con-
verted into a random seed, which is subsequently used to
generate both ks and km.

3.5. Loss Function

Our study addresses two distinct types of similarity.
Firstly, we examine the differences between the host im-
age xh and the container image xc, referred to as the C-pair.
Secondly, we consider the differences between the secret
images xs and the extracted images xe, termed the S-pair.
To quantify these differences, we introduce two specific loss
functions, Lc and Ls, defined as follows:

Lc =
∑
p

(x(p)
c − x

(p)
h )2, Ls =

∑
p

(x(p)
s − x(p)

e )2 (4)

In these equations, x(p) denotes the pixel value at position
p in image x. The terms Lc and Ls are designed to measure
the similarities within the C-pair and S-pair, respectively.
The overall loss function is then computed as a weighted
sum of these two losses:

L = λcLc + λsLs (5)

where λc and λs are weighting factors for the respective
loss functions.

4. Experiment
4.1. Implementation Details

Unless otherwise specified, our model is trained on the
DIV2K dataset [1]. We pre-process the input images by
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Figure 3. The architecture of DKiBlock. Left: forward process. Right: inverse process.

Figure 4. The outputs of secret pipeline.

Figure 5. The SSIM, APD and PSNR values between each xi
s and

the secret image. * denotes that xi
s has been aligned to the secret

image through a linear transformation. This alignment ensures
that xi

s matches the secret image in terms of mean and standard
deviation.

cropping them to a resolution of 256 × 256 pixels. To en-
hance generalization, we employ random cropping on the
training dataset. Conversely, for the testing dataset, cen-
ter cropping is utilized to eliminate randomness in evalua-
tion. The weighting factors λc and λs are both set to 1. The
training process involves 1600 epochs, utilizing the Adam
optimizer with a learning rate of 10−4.5, and β1 = 0.9,
β2 = 0.99. The learning rate is halved every 200 epochs to

Figure 6. The overview of encode operation.

optimize convergence.
Acknowledging the inevitability of rounding errors in

real-world applications, we incorporate a rounding opera-
tion on the container image in all our experiments to simu-
late this effect. To address the non-differentiable nature of
the rounding operation, we employ the Gradient Approxi-
mation Function (GAF) as described in PRIS [36].

4.2. Evaluation Criteria

The primary goal of image steganography is to maximize
similarity in the C-pair (container and host images) and the
S-pair (secret and extracted images). Introducing a private
key into our system, we define a new pair called the S’-
pair, which consists of the secret image and an incorrectly
extracted secret image using an incorrect key.
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Our evaluation employs the Peak Signal-to-Noise Ratio
(PSNR) and the Structural Similarity Index Model (SSIM)
[30] to measure image similarity, with higher values indicat-
ing greater similarity. These metrics are denoted as PSNR-x
and SSIM-x, where ’x’ specifies the image pair under eval-
uation. For C-pair and S-pair, higher PSNR and SSIM val-
ues suggest superior steganographic performance. In con-
trast, lower PSNR and SSIM values for the S’-pair indicate
enhanced security against unauthorized information extrac-
tion.

Additionally, we utilize the Average Pixel Distance
(APD) for quantifying the pixel-wise distance between two
images, as defined in 6. In this context, x(p) and y(p) rep-
resent pixel values of images x and y at position p, respec-
tively, and N is the total number of pixels. A higher APD
value implies a greater distance between the images.

APD(x, y) =
1

N

∑
p

|x(p) − y(p)| (6)

4.3. Ablation Study

To illustrate the effectiveness of our proposed decay
weight and standardize pre-process techniques, we con-
ducted ablation studies. As shown in Table 1, the incor-
poration of decay weight and standardize pre-process with
r = 0.6 resulted in a significant improvement, reducing the
loss value by 23.14%.

We conducted comparative analyses to evaluate the ef-
fects of implementing decay weights on the missing infor-
mation in our model. These comparisons included scenarios
without decay weight, with a decay weight characterized by
r = 0.6, and with a Gaussian distribution. The results, as
illustrated in Fig. 7, reveal that the introduction of the de-
cay weight leads to a pattern of missing information that
more closely aligns with that of the Gaussian distribution.
This alignment provides insight into why the decay weight
is effective in our model.

Figure 7. The comparison of the missing info of secret pipeline
between without decay weight, with r = 0.6 and Normal distribu-
tion.

4.4. Experiments with Private Key

Due to the novelty of our method, which involves hiding
an image within another image using a private key, direct

comparisons with existing techniques are challenging. The
most closely related work [21] operates under a significant
constraint: the key is generated by embedding networks,
and cannot be preset. This implies that the key must be
transmitted alongside the container image, a limitation our
method overcomes. Consequently, a direct, fair comparison
with existing methods is not feasible. Despite the increased
practicality and complexity of our task compared to previ-
ous work, our approach demonstrates superior performance,
as evidenced by the results presented in Tab. 2 and Fig. 10.

We expanded our experimentation to include additional
datasets, as summarized in Tab. 3. We incorporated a sub-
set of the COCO-2017 dataset [23], selecting 6,000 images
at random, to evaluate our model’s performance on diverse
real-world scenarios. Additionally, we used a set of 1,000
images from the ImageNet-2012 [29] to further assess the
model’s robustness in varied photographic contexts. Fur-
thermore, to test the model’s applicability in a different do-
main, we employed a sample of 1,000 images from Pub-
LayNet [40], a dataset only consisting of document images,
contrasting the real-world photos in the other datasets. The
consistent performance across these varied datasets under-
scores the versatility and adaptability of our method in han-
dling both photographic and document imagery.

4.5. How is the secret image hiding?

To illustrate how the secret image is concealed, we an-
alyzed the differences between host and container images,
as depicted in Fig. 8. The first row displays the secret im-
ages. The second and third rows show the differences be-
tween C-pair without and with the private key, respectively.
Since these differences are typically visually undetectable,
we enhanced the images in the last two rows for clearer vi-
sualization. This enhancement involved multiplying the dif-
ferences by a factor of 10 and increasing the brightness by
40%.

Figure 8. The difference between host and container images.

The first two rows exhibit similar patterns, suggesting
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Table 1. Ablation studies for normal pre-process and decay rate.

Pre-process Decay rate PSNR-C↑ PSNR-S↑ SSIM-C↑ SSIM-S↑ Loss↓
Normalize × 40.63 40.39 .9928 .9987 42.65

Standardize × 41.40 41.11 .9945 .9989 35.41
Standardize 0.9 41.25 41.21 .9945 .9989 35.77
Standardize 0.8 41.49 41.21 .9947 .9989 34.88
Standardize 0.7 41.73 41.43 .9946 .9990 32.78
Standardize 0.6 41.91 41.62 .9948 .9990 31.48
Standardize 0.5 41.54 40.97 .9943 .9989 36.05

Table 2. Results with private key.

Method PSNR-C↑ PSNR-S↑ SSIM-C↑ SSIM-S↑ PSNR-S’↓ SSIM-S’↓
Kweon [21] 22.73 26.39 .9485 .9859 11.52 .4109

Our 36.04 31.95 .9858 .9906 8.71 .0014

Table 3. Experiment results on other datasets.

Dataset PSNR-C↑ PSNR-S↑ SSIM-C↑ SSIM-S↑ PSNR-S’↓ SSIM-S’↓
DIV 36.04 31.95 .9858 .9906 8.66 .0000

COCO 32.92 30.33 .9938 .9886 8.49 .0000
ImageNet 33.25 31.01 .9950 .9900 8.32 .0002

PubLayNet 36.88 27.25 .9969 .9764 10.84 .0000

that the secret image is embedded in the host image through
a specific addition operation. However, with the introduc-
tion of a private key, these shared patterns are no longer
evident. This indicates that the private key modifies the em-
bedding process with a more complicated way, thereby en-
hancing the security of the embedded image.

5. Application

The integration of a private key significantly enhances
the security of image hiding techniques, particularly for
methods that are publicly accessible. For example, the use
of a private key enables our method to address challenges
that traditional image hiding approaches cannot solve. For
instance, consider the application in photo verification. As
illustrated in Fig. 9, camera manufacturers can embed a
secret verification image into photos using a private key
known only to them. If verification is required, users can
submit the photo to the manufacturer. Successful extraction
of the secret verification image by the manufacturer will
confirm that the photo was taken with their product and has
not been modified. This approach could become a univer-
sal standard among camera manufacturers, with each set-

ting their unique private key. In the event of a key leak, the
impact would be limited to the compromised manufacturer,
while the integrity of other cameras remains unaffected.

Figure 9. Photo verification.

6. Conclusion
In this paper, we introduced DKiS, a pioneering ap-

proach in the realm of image steganography, distinguished
by its integration of a private key mechanism. Central to
DKiS is the novel concept of decay weight, which strate-
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Figure 10. Visual comparison.

gically controls the transfer of information from the secret
pipeline to the host pipeline. This is based on the insight
that the relevance of information for the host pipeline dimin-
ishes progressively along the secret pipeline. The imple-
mentation of decay weight has notably enhanced the overall
performance of the method.

A pivotal feature of DKiS is the incorporation of a pri-
vate key into the steganographic process. This addition ef-
fectively addresses the longstanding challenge of balanc-
ing widespread accessibility with robust security in image
steganography. As a result, DKiS emerges as a viable can-
didate for standardization in applications like image veri-
fication, where both the publicity and security of stegano-
graphic methods are paramount.

Our extensive experimental evaluations, conducted un-
der conditions that include rounding errors, affirm the satis-
factory performance of DKiS. The results demonstrate not
only the method’s efficacy in securely hiding images but
also its potential as a versatile tool in a wide range of prac-
tical scenarios. DKiS, therefore, stands as a significant con-
tribution to the field of image steganography, bridging the
gap between public accessibility and stringent security re-
quirements.
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