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3 École de Technologie Supérieure, Mila-Quebec AI, CIFAR AI Chair

Abstract

Advancements in deep learning techniques have given
a boost to the performance of anomaly detection. How-
ever, real-world and safety-critical applications demand a
level of transparency and reasoning beyond accuracy. The
task of anomaly detection (AD) focuses on finding whether
a given sample follows the learned distribution. Exist-
ing methods lack the ability to reason with clear expla-
nations for their outcomes. Hence to overcome this chal-
lenge, we propose Transparent Anomaly Detection Concept
Explanations (ACE). ACE is able to provide human inter-
pretable explanations in the form of concepts along with
anomaly prediction. To the best of our knowledge, this is the
first paper that proposes interpretable by-design anomaly
detection. In addition to promoting transparency in AD,
it allows for effective human-model interaction. Our pro-
posed model shows either higher or comparable results to
black-box uninterpretable models. We validate the perfor-
mance of ACE across three realistic datasets - bird classifi-
cation on CUB-200-2011, challenging histopathology slide
image classification on TIL-WSI-TCGA, and gender classi-
fication on CelebA. We further demonstrate that our concept
learning paradigm can be seamlessly integrated with other
classification-based AD methods.

1. Introduction

In recent years, deep learning models have achieved re-
markable advancements, often demonstrating performance
levels on par with human capabilities in a wide array of

*These authors contributed equally to this work.

tasks like image segmentation [19], image generation [26],
and text generation [22, 29]. As a result, these models have
been increasingly applied in diverse real-world contexts.
However, it’s crucial to recognize that despite their achieve-
ments, instances of model failure have surfaced in practical
scenarios, raising concerns about their reliability for safety-
critical applications. One contributing factor to these fail-
ures is rooted in the assumption that the distribution used
for testing deep learning models matches their training dis-
tribution. However, this assumption does not hold in many
realistic tasks limiting their application. Hence it is impor-
tant for the model to be able to differentiate between the dif-
ferent distributions. The ability to identify and adapt to out-
of-distribution (also known as anomalous) instances is vi-
tal for ensuring that the model’s predictions remain reliable
and trustworthy in novel and diverse scenarios which can
be aided by anomaly detection. Anomaly detection mod-
els aims to differentiate between data points that follow a
certain distribution and those that deviate from it.

In many critical domains such as healthcare and finance,
it is not only crucial to identify anomalies but also to pro-
vide meaningful explanations for the detected anomalies.
This is particularly important to enhance user trust, facili-
tate decision-making, and ensure the accountability of deep
learning models.

The task of anomaly detection has been of great interest
in the research community and has developed strong meth-
ods to detect distributional shifts [3, 31, 34, 45]. Most of
these works have focused on improving the algorithms to
accurately discriminate between in-distribution (also known
as normal) data and out-of-distribution (anomalous) in-
stances [3, 12, 31, 35, 58]. However, despite the progress
in deep learning, a critical aspect - explainability - has been
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Figure 1. ACE; Anomaly detection with ACE on the CUB dataset.
Corresponding concepts provide detailed insights and explana-
tions into model behavior.

overlooked for anomaly detection methods. An “easy”and
obvious method could be to use the interpretability methods
for each in-domain and out-domain data separately and then
visualize the difference [42]. While this has been somewhat
explored in literature, it could be argued that pixel-level ac-
tivations may not necessarily be the most effective methods
for human understanding [1].

Since the emergence of research focused on anomaly
detection, there have been different subgroups of problem
statements introduced [5]. Through our work, we aim to
bridge the research gap between human-level explainability
and anomaly detection using human-understandable con-
cepts. To the best of our knowledge, this is the first work
that introduces an inherently interpretable by-design model
for anomaly detection. Concept-based explanations provide
an interpretable linkage between the model’s decisions and
the high-level concepts learned during training. By condi-
tioning the detection of anomalous (out-of-distribution) in-
stances with specific concepts, we not only offer insights
into the model’s decision-making process but also empower
domain experts to validate the model’s conclusions.

One popular approach for unsupervised anomaly de-
tection is using self-supervised learning to train an auxil-
iary task (e.g. discriminating between different transfor-
mations) to learn better representations for normal training
data and consequently improving the model’s discrimina-
tiveness [3, 12, 31, 44]. In this work, we propose Transpar-
ent Anomaly Detection Concept Explanations (ACE) that
provide explanations for transformation-based anomaly de-
tection models (see Fig. 1). In addition to providing ex-
planations, our method can allow a domain expert to inter-
act with the model using concept-based explanations. This
interaction allows the supervisor to correct the concepts
if they disagree with the model’s explanations which can
improve the downstream representation as well. We con-
duct extensive experiments on diverse datasets to showcase
the effectiveness of our approach. Our results demonstrate
that our concept-based explanation framework not only en-
hances the interpretability of anomaly detection models but

also maintains competitive detection performance.

2. Related Work
In this section, we will review some of the previous

studies related to out-of-distribution detection and concept
learning.

Anomaly Detection Anomaly detection (AD) or in
general out-of-distribution (OOD) detection approaches
can be grouped according to the following paradigms.
Distributional-based approaches try to build a probabilis-
tic model on the distribution of normal data. They rely
on the idea that the anomalous samples would act differ-
ently than the normal data. They expect that the anoma-
lous samples receive a lower likelihood under the proba-
bilistic model than the normal samples. The difference in
these models is in the choice of their probabilistic model
and their feature representation approach. Gaussian mixture
models [28], which only work if the data can be modeled
with the probabilistic assumptions of the model, and kernel
density estimation (KDE) [21] methods are among tradi-
tional methods. Some recent approaches use deep learning
to represent the features [49, 57]. To alleviate the limita-
tion that the probabilistic assumption imposes, recent stud-
ies suggested learning a probabilistic model on the fea-
tures extracted by the deep models [58]. Classification-
based approaches One-Class SVM (OC-SVM) [35] and
support vector data description (SVDD) [45] are among the
first works in this category. They used the idea of sepa-
rating the normal data from the anomalous data based on
their feature spaces. In the long history of the studies of
this paradigm, different approaches from kernel methods to
deep learning approaches such as Deep-SVDD [32] have
been used. However, these approaches may suffer from
the insufficient and biased representations the feature learn-
ing methods can provide. One remedy for this issue is
using self-supervised learning methods. Various surrogate
tasks such as image colorization [56], video frame predic-
tion [25], and localization [50] are among those that pro-
vide high-quality feature representations for downstream
tasks. In 2018, Golan et al. [12] proposed geometric trans-
formation classification (GEOM) to predict different ge-
ometric image transformations as their surrogate task for
anomaly detection. Following that, Bergman et al. [3] in-
troduced GOAD, a unified method on one-class classifica-
tion and transformation-based classification methods. Sohn
et al. [41] presented a two-stage framework with a self-
supervised model to obtain high-level data representations
as the first stage, followed by a one-class classifier, such
as OC-SVM or KDE, on top of the representations of the
first stage. Whereas CSI [44] changed the conventional con-
trastive learning setting for anomaly detection by contrast-
ing each example by distributionally-shifted augmentations
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of itself. MSC [31] recently proposed a new contrastive
objective to use transformed representations pretrained on
an external dataset for anomaly detection. Reconstruction-
based approaches instead of relying on the lower likeli-
hood of the distributional-based methods, these approaches
rely on the idea that normal samples should receive smaller
reconstruction loss rather than anomalous samples. Differ-
ent loss and reconstruction basis functions vary in each of
these approaches. K-means is used as an early basis re-
construction function [16] while [2] proposed using deep
neural networks as the basis functions. In the class of deep
neural networks, generative models such as GANs [34] and
autoencoder [57] are used to learn the reconstruction ba-
sis functions. Following the presentation of AnoGAN [34]
as the first anomaly detection model based on GAN, sev-
eral other studies used similar ideas with modifications on
their basis functions and losses [8, 30, 54, 55] to increase
the performance of anomaly detection models based on
GANs. One of the major issues in using generative mod-
els, especially GANs as the reconstruction basis function, is
their difficulty in recovering the entire data distribution (aka
mode-collapse in GANs), leading to lower performance in
comparison with classification-based approaches. [37] com-
bined adversarial training with contrastive learning to miti-
gate the challenges of reconstruction-based approaches.

Interpretable Anomaly Detection While ample research
has been conducted in the field of anomaly detection (AD),
only a limited number of studies have focused on devel-
oping interpretable AD models. Carletti et al. [4] em-
ployed feature importance to improve the explaianability
to the Isolation Forest. While an interpretable and ex-
plainable anomaly detector has been rarely explored, few
studies improved explainablity using concepts to address
distribution shifts [1, 17]. More specifically on out-of-
distribution detection, [47] proposed the idea of introduc-
ing a new confidence measure based on PARTICUL [48],
an existing pattern identification model into OOD detec-
tion. Seras et al. [36] relied on the attribution maps in
Spiking Neural Networks (SNNs) [11] to explain the rea-
son behind the prediction of the model. Szymanowicz et
al. [43] proposed an explainable OOD detection based on
saliency maps in video. On the other hand, [9] proposed
a dual-monitoring approach involving global and local ele-
ments to construct a scene graph that observes interactions
among different objects within a scene. In a rather limited
attempt, Cho et al. [7] introduced a new semi-supervised
explainable OOD detection model for medical image seg-
mentation. This was achieved by training an auxiliary pro-
totypical network based on outlier exposure [15].

Concept-based Explainability Concept Bottleneck
Models (CBMs) [20] introduced explainability by adding

predefined human understandable features in the neural
network. Despite the popularity of CBMs, [24] pointed out
that their concept representations may lead to information
leakage, thus diminishing their performance. Since its
introduction, there have been various works that build upon
CBMs to overcome their shortcomings [10, 13, 18, 38].
Havasi et al. [13] showed that CBM performance is highly
dependent on the set of concepts and the expressiveness
of the concept predictor and modified CBMs using au-
toregressive models and disentangled representations. [10]
improved the performance of concept-based models by
introducing high-dimensional concept embedding. Sheth
et al. [38] proposed a multi-task concept learning model
for medical imaging applications. Beyond explainability,
CBMs also allow human intervention to refine the concepts
during inference. These interventions were further studied
by [6, 39, 40, 53].

3. Methodology

3.1. Background

In an unsupervised anomaly detection, models only have
access to the normal training data. Once the unsupervised
anomaly model is trained, the representations obtained from
it will be used to separate normal and anomalous samples.
One-class (OC) classification models rely on a normality
score defined to identify anomalous samples. While these
models achieved state-of-the-art performance in detecting
anomalies, they lack explanatory capabilities for their pre-
dictions. Therefore, the incorporation of concepts into the
detection process introduces a more transparent anomaly
detection model.

3.2. ACE

In this section, we deconstruct the Transparent Anomaly
Detection Concept Explanations (ACE) model into two dis-
tinct modules: anomaly detection and concept-based expla-
nation. We further explain each module in the following
section.

Formal Definition In our AD task, assuming that all data
lies in RL where L defines the data distribution, we defines
normal (in-distribution) data as a subspace X ⊂ RL which
includes x ∈ X . Therefore, given an unsupervised setting,
the training set Dtrain = {x1, x2, ..., xk ∼ Pind} contains
normal samples drawn from Pind, in-distribution. To eval-
uate the model, we use a test set Dtest = {x̄1, x̄2, ..., x̄n ∼
Pind ∪ Pood} including both normal and anomalous sam-
ples drawn from in and out-of-distribution (Pood) respec-
tively. Our model belongs to the category of unsupervised
approaches as it does not see any out-of-distribution sample
during training.
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Figure 2. ACE; Training and inference of ACE on two examples from the CUB dataset with their corresponding transformed images.
Since the example in the inference is from different classes as the normal training example, it receives a higher normality score indicating
anomalous.

Concept Explanations In the concept-based model
setup, each dataset is augmented with its corresponding
auxiliary human interpretable concepts. For ACE, we refor-
mulate the training dataset used for anomaly detection to in-
corporate concepts. As a result, the training dataset is rede-
fined as Dtrain = {(x1, c1), (x2, c2), ..., (xk, ck) ∼ Pind},
where c ∈ R0. Each concept vectors is of the length N
denoting the number of human-interpretable concepts we
train with. Our concept representation is binary in nature
i.e. the model predicts whether a concept is present in the
image or not. While traditional concept based models were
developed for supervised classification, we modify the ob-
jective for anomaly detection. The first step is to extract
the concepts from the image, we define a concept model, an
encoder GX→C , to map each image x ∈ X into the con-
cept c. In the concept encoder, most of the parameters are
shared apart from the very shallow concept prediction layer.
For brevity, we continue to denote the concept encoder with
concept prediction layers as GX→C . To train the concepts
in ACE, we use binary cross entropy loss function across
each concept:

Lconcepts(c, ĉ) =

cN∑
ci

−cilog(ĉi)−(1−ci)log(1− ĉi) (1)

where ĉ is the predicted concept.

Anomaly Detection In this work, we follow the
transformation-based classification methods for anomaly
detection [3, 12, 31, 44]. Given an input tuple (x, c) ∈
Dtrain and a transformation function T (.) with M =
{t1, t2, ..., tm} different transformations, we apply all the
transformations to each normal image x ∈ X . Hence, for
each input image, the original input image x and its cor-
responding transformed images x′ ∈ X ′

m will be mapped
to their corresponding feature representations using the en-
coder GX→C .

Each transformation tm ∈ M forms a cluster with a cen-
troid sm defining the sphere. The centroid is the average of
the features over all the training set for every transformation
and is computed by sm = 1

NΣx∈XG(T ((x, c), tm)) where
N defines the number of samples in the training set.

Following Bergman et al. [3] and in order to have lower
intra-class variation and higher inter-class variation for each
cluster (feature space), we define a transformation loss us-
ing triplet loss [14] for the training of encoder G as follows:

LAD = Σi max (
∥∥G(T (xi, ci, tm))− sm

∥∥2 + d

−minm′ ̸=m

∥∥G(T (xi, ci, tm))− s′m
∥∥2 , 0) (2)

where d is a hyperparameter regularizing the distance be-
tween clusters.

The final loss for training ACE combines concept (Eq. 1)
and anomaly detection (Eq. 2) losses:

LACE = αLconcepts + LAD (3)

where α is the hyper-parameters controlling the contribu-
tion of the accurate concept learning training process.

Normality Score During the inference time, all M dif-
ferent transformations will be applied to each sample x ∈
Dtest including samples from Pind ∪Pood. The probability
of x being identified as normal is the product of the proba-
bilities that all transformed samples lie within their respec-
tive subspaces. Therefore, we compute the normality score
as presented in Eq. 4, where higher values indicates anoma-
lous samples (see Fig 2 for a schematic overview of ACE).

NS(x) = −logP (x ∈ X) = −ΣtmP (T (x, c, tm) ∈ Xm)

= −ΣtmP (tm|T (x, c, tm))

(4)
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4. Experiments and Results
We conduct extensive experiments across two bench-

mark datasets with different domains (i.e. vision and medi-
cal) to validate the performance of our model, ACE. We aim
to show that our method either improves performance or has
a comparable performance to its baselines with explanatory
power.

4.1. Datasets

We conduct experiments for bird classification CUB-
200-2011 and cancer histopathology cancer classification
TIL-WSI-TCGA data. For bird classification, we used
the Caltech-UCSD Birds-200-2011 (CUB) [46]. The CUB
dataset has 11,788 images with 200 classes, however,
we trained our anomaly detection model on the first 10
classes and tested on the first 20 classes only. We also
conducted experiments on CelebA (CelebFaces Attributes
Dataset) [23]. CelebA has 202,599 face images of 10,177
celebrities, each annotated with 40 binary labels indicating
facial attributes like hair color, gender, and age. In this ex-
periment, we focus on gender classification between males
and females. For the medical dataset, we examined the
Tumor-Infiltrating Lymphocytes (TIL) dataset [33], which
contains histopathology images from various cancer types.
TIL encompasses 13 subsets of the TCGA dataset, each rep-
resenting a distinct cancer type.

In order to evaluate ACE on anomaly detection tasks, we
employ one-vs-all scheme. In this scheme, a dataset with
K classes will lead to K different anomaly detection exper-
iments. A given class kind, 1 ≤ kind ≤ K, is considered as
the normal class, while kood defines anomalous class of the
rest of K − 1 classes.

4.2. Baselines

Our model ACE introduces concept-based explanations
in the one-vs-all category of anomaly detection. Hence
we compare the performance of our model with the
black-box anomaly detection model. We considered a
popular transformation-based anomaly detection baseline-
GOAD [3] for all of our experiments. The aim of our model
is to maintain the performance of GOAD along with pro-
viding human interpretable explanations. We further per-
formed an ablation study by using a different backbone-
MSC [31] instead of GOAD (see Sec. 4.6).

4.3. Experimental Setup

We use the same hyperparameters for GOAD and
GOAD+ACE for the anomaly detection task. We used M =
72 transformations during training. For training, we em-
ployed the SGD optimizer with a learning rate of 0.01 and
a batch size of 4. The training of GOAD and GOAD+ACE
was conducted over 15 epochs for both datasets. The back-

bone is a WideResNet10 model [52]. For GOAD+ACE ex-
periments, the concept weight is α=0.01.

4.4. Results

With extensive experiments, we demonstrate that our
explainable concept-based anomaly detection approach
can indeed be effectively applied to transformation-based
anomaly detection models. The performance of ACE is
outlined in Table 1. The Receiver Operating Characteris-
tics (ROC) curve’s Area Under the Curve (AUC) measures
the classifier’s performance across different threshold set-
tings. In the context of this research, the ROC-AUC as-
sesses the classifier’s ability to differentiate between normal
and anomalous samples. The results from Table 1 indicate
that adding concept explanations to the anomaly detection
enhances both the interpretability as well as the overall per-
formance of the model, particularly in the case of challeng-
ing TIL dataset.

To evaluate the faithfulness in concept prediction, we use
concept accuracy as a metric. High concept accuracy signi-
fies that the model is able to learn concept representation
aligned to human understanding and annotation.

4.5. Ablation Studies

To evaluate the robustness of our model against various
hyperparameters, we conducted extensive experiments.

4.5.1 Sparse Concept Scenario

The concept representation for vision and medical datasets
is fairly different. For medical datasets such as TIL, the
concepts are fairly easily available through medical notes.
However, in settings where concept data annotation is not
easy to obtain, it might be difficult to gauge the optimal
number of concepts to label. Although finer concept label
suggests that we can obtain finer knowledge about the im-
age. To understand the effect of concept annotation, we per-
formed experiments by training with a part of concepts only.
In the Figure 3 and Figure 4, we averaged the AUC of each
label for CUB and TIL datasets respectively. Our experi-
ments showed that using only 10% of concept annotation
resulted in a lower AUC, whereas an increase in the number
of concept labels led to an AUC enhancement (apart from
40% concept annotation on TIL).

4.5.2 Influence of Concept Weightage

The hyperparameter α controls the weightage given to the
concept learning in the final ACE loss. We conduct experi-
ments to evaluate the sensitivity of ACE to this hyperparam-
eter. Given the small variations in AUC for CUB dataset
across α = (0.001, 0.01, 0.1, 1.0, 10.0), we conclude that
our model is fairly robust to changes in α in the CUB
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Datasets Class (kind) GOAD [3] GOAD+ACE Concept Accuracy

Black footed Albatross 71.76± 0.01 73.38± 0.00 92.47±0.34
Laysan Albatross 63.73± 0.02 65.02± 0.03 86.94±0.88
Sooty Albatross 60.02± 0.01 60.35± 0.02 87.37±1.39

Groove billed Ani 67.94± 0.01 69.31± 0.01 93.11±2.20
CUB Crested Auklet 66.31± 0.03 66.91± 0.03 88.38±0.79

Least Auklet 55.07± 0.03 58.84± 0.02 84.26±2.21
Parakeet Auklet 77.79± 0.01 77.85± 0.02 93.07±0.54

Rhinoceros Auklet 70.91± 0.01 70.00± 0.00 90.42±1.23
Brewer Blackbird 56.05± 0.02 56.44± 0.02 89.57±1.95

Red winged Blackbird 77.60± 0.01 77.96± 0.01 94.04± 1.63

Average 66.72 67.61 89.96

BLCA 53.40± 0.04 58.83± 0.00 90.91 ± 0.98
BRCA 54.56± 0.06 57.43± 0.00 92.68± 1.96
CESC 51.52± 0.08 53.66± 0.08 91.63± 0.59
COAD 40.88± 0.02 37.82± 0.03 91.90 ± 1.38

TIL LUAD 50.01± 0.01 52.21± 0.01 92.14 ± 1.27
LUSC 53.75± 0.03 56.71± 0.05 91.88± 0.83
PAAD 50.64± 0.01 52.92± 0.02 85.39± 0.48
PRAD 56.84± 0.02 55.59± 0.09 88.47± 1.21
READ 56.05± 0.02 56.44± 0.02 89.43± 0.32
SKCM 41.72± 0.02 48.92± 0.06 91.11± 0.96
STAD 52.28± 0.01 52.66± 0.00 90.46± 0.46
UCEC 48.96± 0.05 61.30± 0.02 91.33± 0.74
UVM 53.76± 0.06 62.57± 0.02 83.45± 2.40

Average 51.11 54.39 83.14

Female 65.75± 0.01 65.28± 0.00 81.52± 2.39
CelebA Male 39.20± 0.01 40.01± 0.01 74.68±1.85

Average 52.47 52.64 78.08

Table 1. ROC-AUC (%) comparison of AD models on TIL, CUB, and CelebA datasets with one-vs-all scheme. In the one-vs-all scheme,
the class name defines kind. The results are averaged over five different runs. We used α = 0.01, α = 1.0, and α = 0.01 for our
experiments on TIL, CUB, and CelebA datasets respectively. The concept accuracy is only reported for GOAD+ACE

dataset. For the medical TIL dataset, we observe a fairly
similar trend. In summary, our model is robust to different
concept weights while being interpretable.

4.6. Extending ACE to other AD Methods

To prove that the explanatory feature of ACE is easily ap-
plicable to other anomaly detection models, we integrated
a new AD model as the backbone for our anomaly detec-
tion framework. Therefore to evaluate the effectiveness
of the concept explainability module introduced in ACE,
we used a recent transformation-based anomaly detection
model named MSC [31] and added the concept encoder to
it.

For our experiments on MSC+ACE with a transforma-

tion model inspired by MSC [31], we used similar hy-
perparameters. During the training, each sample within a
batch will go over M = 2 random transformations. We
used pre-trained ResNet18 for our encoder GX . We trained
MSC+ACE with SGD optimizer with learning rate 1e − 3,
attribute weight (α) 0.1. MSC+ACE is trained for 20 epochs
for both dataset with batch size 8, 32 for CUB and TIL re-
spectively. Similar hyperparameters are used for the exper-
iments on MSC.

The results of MSC and MSC+ACE are presented in Ta-
ble 2. While the outcomes of our model, incorporating
an anomaly detection backbone influenced by MSC [31],
reveal significantly enhanced performance compared to
GOAD+ACE, this comes with certain considerations. MSC

6



Figure 3. Number of concepts and its impact on CUB using
GOAD+ACE; In general increasing the number of concept leads
to the higher ROC-AUC.

Figure 4. Number of concepts and its impact on TIL using
GOAD+ACE; Increasing the number of concept improves the per-
formance.

employs a k-Nearest Neighbor algorithm with k = 2 to
determine whether a sample is categorized as normal or
anomalous, and this decision-making involves the storage
of all training set embeddings. Consequently, there exists
a trade-off between the desired accuracy and the available
resources, particularly when dealing with larger datasets.

5. Limitations
While ACE improves anomaly detection performance

through human explainable concepts, its adaptability to di-
verse anomaly detection scenarios relies on the presence
of annotated concepts. Recent works [27, 51] overcame
the limitation of concept annotations by querying a large

Figure 5. The impact of concept weightage on CUB dataset:
Higher values of α generally lead to a reduction in ROC-AUC.

Figure 6. The effect of concept weightage on TIL dataset;
GOAD+ACE achieves highest ROC-AUC with α = 1.0.

Datasets CUB TIL CelebA

MSC 93.90±2.90 62.42±1.01 70.76±4.73

MSC+ACE 93.85±3.00 64.83±1.32 70.99±4.37

Table 2. ROC-AUC (%) comparison of MSC+ACE with MSC on
one-vs-all scheme on CUB and TIL datasets. All of the results
are from our implementations and are averaged over five different
runs for TIL and CUB and three for CelebA.

vision-language model for concepts. However, as men-
tioned in [51], the concepts are prone to model biases which
are undesirable. Additionally, these models would fail to
generate concepts in realistic datasets such as those in med-
ical datasets. However to have a generalizable concept gen-
erating model is a fairly difficult task, although overcoming
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this bottleneck could be an interesting future work. Since
our contribution is uncovering the black-box anomaly de-
tection via human-interpretable concepts and is algorithmic
in nature, we have not performed a user survey of using
these concepts in anomaly detection. We hope that our work
can motivate experiments in the medical domain.

6. Conclusion and Future Work
In this paper, we proposed a methodology that introduces

transparency in anomaly detection prediction beyond stan-
dard metrics. While current anomaly detection approaches
achieve promising performance, real-world applications de-
mand transparency in model predictions beyond accuracy.
Our proposal, transparent Anomaly detection Concept Ex-
planations (ACE) addresses this challenge, offering human-
interpretable insights along with anomaly prediction. Our
experiments conducted on realistic datasets demonstrate
comparable or better results in comparison to black box
anomaly detectors. Additionally, we showcased the adapt-
ability of the explanatory module to other transformation-
based AD models. We hope that our work encourages re-
search in interpreting and explaining anomaly detection. In
future work, we intend to extend our experiments in explor-
ing the integration of ACE into anomaly detection models
beyond transformation-based detectors. Additionally, in-
vestigating the influence of intervention on anomaly detec-
tion performance is another avenue to explore.
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