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AudioFool: Fast, Universal and synchronization-free
Cross-Domain Attack on Speech Recognition

Mohamad Fakih, Rouwaida Kanj, Fadi Kurdahi and Mohammed E. Fouda

Abstract—Automatic Speech Recognition systems have been
shown to be vulnerable to adversarial attacks that manipulate
the command executed on the device. Recent research has focused
on exploring methods to create such attacks, however, some issues
relating to Over-The-Air (OTA) attacks have not been properly
addressed. In our work, we examine the needed properties of
robust attacks compatible with the OTA model, and we design
a method of generating attacks with arbitrary such desired
properties, namely the invariance to synchronization, and the
robustness to filtering: this allows a Denial-of-Service (DoS)
attack against ASR systems. We achieve these characteristics by
constructing attacks in a modified frequency domain through an
inverse Fourier transform. We evaluate our method on standard
keyword classification tasks and analyze it in OTA, and we
analyze the properties of the cross-domain attacks to explain
the efficiency of the approach.

Index Terms—Adverserial attacks, audio attacks,
synchronization-free, Universal attack, Frequency-domain
attack.

I. INTRODUCTION

AUTOMATIC Speech Recognition (ASR) Systems are
widely used in virtual assistant applications, such as

Android’s Google Assistant[1], Apple’s Siri[2] and Microsoft’s
Cortana[3]. The ASR system is responsible for identifying
the user’s speech and converting it into text. ASR systems
are also used in critical operations such as air traffic control,
surveillance, monitoring, and many other applications where
voice-to-text could be beneficial. The widespread use of such
systems motivated researchers to improve the accuracy of
speech recognition, as well as investigate the robustness of
the systems to different environments and noise conditions.
This also introduces a vulnerability allowing some attackers
to inject some imperceptible command to gain unauthorized
access to sensitive information, hijack accounts or even infil-
trate critical systems.

Deep Neural Networks (DNNs) have recently made sig-
nificant improvements in speech recognition [4], [5]. The
success of the DNNs in speech recognition depends on the
pre-processing of the raw audio signal, which is crucial for
the system to learn the features of the audio signal. Most
DNNs use Mel Frequency Cepstral Coefficients (MFCCs) as
the audio features [5]. MFCCs are obtained by performing an

Manuscript received xxx xx, xxx.
M. Fakih and R. Kanj are withElectrical and Computer Engineering Dept.,

American University of Beirut, Lebanon, 1107 202.
F. Kurdahi is with Center for Embedded & Cyber-physical Systems,

University of California-Irvine, Irvine, CA, USA 92697-2625.
M. Fouda was with Center for Embedded & Cyber-physical Systems,

University of California-Irvine, Irvine, CA, USA 92697-2625 and is currently
with Rain Neuromorphics, Inc (e-mail: foudam@uci.edu).

FFT on the raw audio signal, and then computing relevant
coefficients of the power spectrum. However, other methods
[4] opt to operate directly on the raw audio signal, which also
produces good results.

DNNs have been repeatedly shown to be vulnerable to
adversarial perturbations that can compromise the performance
of neural networks [6]. Such adversarial attacks are imper-
ceptible noise examples that cause networks to misclassify
or fail to classify their inputs and are therefore a source of
concern for machine learning systems operating in the real
world. Adversarial attacks are commonly considered in the
context of white-box attacks where the attacker has access to
the model’s architecture and parameters. The earliest attack
methods considered the case of untargeted attacks where the
perturbation would change the classification of the model to
any other class than the original prediction. However, recent
works focus on targeted attacks where the attack is designed
for making the classifier output a certain class.

Another class of studied attacks is Universal Perturbations
[7] which can be applied to any data sample and would fool
the classifier. Such attacks are expensive to construct but are
highly sought after given the simplicity of deploying them.

Motivation: To properly deploy attacks against ASR sys-
tems in the wild, the method needs to have certain properties
that relate to the fact that the attacker cannot predict the signal,
the channel, or the receiver’s relative position. Such properties
are summarized as:

• The user’s speech can not be anticipated which necessi-
tates making the perturbation universal.

• Furthermore, the attack should work regardless of syn-
chronization: in simulated experiments, the perturbation
and the signal are known ahead of time and are made to
originate at the same time sample. In practice, this is not
feasible since the attacker does not know when the user
will speak.

• Lastly, since the attacker does not control the attack’s
perceived power at the attacked device, the attack vector
should work for a range of relative power.

These issues are further aggravated by the delay introduced
during the physical propagation inside the channel (eg: a
distance of 10 meters is enough to introduce 233 timesteps of
latency for an 8kHz signal). Previous works either infinitely
repeat the same perturbation disregarding the synchronization
issue [8], or design short pulses that are synchronization-free
due to the distribution they optimize over [9]. We solve the
synchronization problem by designing signals that directly
verify invariance to shift through generating attacks by finding
a power spectral density that is constant through time, this has
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the added benefit of converging much faster since iterating in
the search space is more efficient than the data space.

Contributions: We summarize our novelties as follows:
• We propose solving the synchronization problem by de-

signing attacks that inherently require no such alignment.
• We propose constructing attacks in a designed co-domain,

different than the signal domain, which allows the con-
struction of the attack signals with properties guaranteed
by the mapping function.

• We extensively study the designed attacks on software
emulated as well as physical OTA setups, as well as on
convolutional and recurrent networks to demonstrate the
cross-architecture and cross-model transferability of the
attacks. To the best of our knowledge, this is the first
work that showcases performance across architectures.

• We identify a new method to study the two search spaces
allowing us to explain the efficiency of building attacks
in the co-domain instead of the main domain.

II. RELATED WORK

Attacks against classifiers: The concept of adversarial
attacks has been extensively researched following the work
by Szegedy et Al. [6] which first described a gradient-based
algorithm to construct attacks that fool a neural network
classifier on a certain input, followed by the Fast-Gradient-
Sign-Method by Goodfellow et al. [10] which iteratively takes
the same step size towards a vector that minimizes the true
output of the classifier. Different classes of algorithms have
emerged, each focusing on some particular objective that aims
to be minimized. Most gradient methods aim to minimize
some lp norm of the attack vector given some constraints
on the values present, such as to change the output of the
classifier. Namely, the work by Moosavi-Dezfooli et Al. [11]
minimizes the L2 norm of the perturbation by iteratively
linearizing the local decision boundary of the classifier around
a certain data input. Alternatively, the work by Carlini and
Wagner proposes a more general algorithm that works with
L0, L1, L2, or L∞ norms by choosing an appropriate objective
function that minimizes both the lp norm of the attack vector,
as well as maximizes the difference between the logit values of
the top fake choice and the true label of the data point chosen.
Particular algorithms exist for L1 based attacks, commonly
referred to as ’sparse’ attacks: SparseFool [12] by Moosavi-
Dezfooli et al. iteratively aggregates L2 attacks generated
using DeepFool [11] by identifying and accumulating the
best dimension at each step to approach the closest decision
boundary of the classifier around a certain data point. Other
adversarial methods exist such as the Jacobian-based Saliency
Map Attack (JSMA)[13] which identifies how changes to
a particular vector dimension will affect all output logits.
These different algorithms construct the attack in the same
domain of the data, we aim to explore the cross-domain
construction of attacks by choosing an appropriate domain
basis that guarantees certain properties.

Attacks on Audio Classifiers: Some works study the
feasibility and effectiveness of attacks on the audio sensor
(microphone) [14], [15], mainly by jamming the sensor by

injecting audio that lies outside the hearing domain of the
human ear. These attacks, although provably efficient, require
extensive preparation and uncommon equipment on the part
of the attacker. Thus we focus on adversarial attacks that
build audio signals that can be played back using normal
speaker drivers. CommanderSong [16] is one of the earliest
works towards Adversarial Attacks for ASR systems, where
Yuan et. Al propose hijacking a song by inserting a designed
perturbation stemming from a given keyword which the ASR
system should interpret as a command while remaining im-
perceptible to the average human listener. They use a simple
gradient descent approach with a constraint on the norm of
the imposed perturbation. Carlini and Wagner’s work [17]
on adversarial attacks for ASR systems target full Text-
To-Speech (TTS) systems by maximizing the Connectionist
Temporal Classification (CTC) Loss [18] which measures the
accuracy of TTS systems on audio recordings paired with
transcripts without any timing information. Neither of these
two works addresses the issue of generalizing the attack
for any user input. Universal Adversarial Attacks on ASR
systems leverage the work done by Moosavi-Dezfooli et al.
[7] which proposes aggregating per-image attacks iteratively
until a certain desired performance on the entire dataset is
achieved: Projected Gradient Descent is used to guarantee the
L2 norm constraint by scaling the aggregated perturbation
if its norm exceeds the constraint. The work by Abdoli et
al. [19] directly modifies the original UAP algorithm [7]
by using aggregated updates through mini-batches from the
set instead of stochastic sampling, and the perturbation on
each iteration is computed using a simpler method similar
to FGSM [10]. Alternatively, the work by Neekhara et al.
[20] modifies the UAP algorithm by iteratively aggregating
perturbations that maximize the error rate of a TTS system.
Xie et al. [21] propose a universal attack against speaker
recognition systems by crafting short attacks that are either
cropped or repeated to cover the data signal length; they also
propose overcoming the Over-The-Air channel by simulating
the attack signal through Room Impulse Response (RIR) [22]
and their attack construction uses a simple projected gradient
descent. The work on generative models by Xie et al. [23]
leverages the Wave-U-Net generative architecture [24] to craft
an adversarial vector against any input, although the attack
vector itself is not universal, the model queried on construction
time is pretrained and therefore lightweight enough to be
considered real-time. The generative U-Net model is trained to
minimize the accuracy of the audio keyword classifier on the
entire dataset. The invariance to synchronization and timing
has also been investigated by constructing attacks robust to
such cyclical shifting. Namely, the work by Li et al. [9]
uses short sub-second perturbations that are not repeated over
the speech signal length, instead they design the perturbation
by minimizing the expected accuracy over the distribution
of possible start offsets by using an aggregating algorithm
similar to UAP [7]. Finally, the work by Gong et al. [25] uses
a modified Fast Feature Fool algorithm [26] that constructs
an attack through maximally exciting particular neurons in
the neural network; the modifications proposed include the
expectation over transformation trick over the distribution of
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cyclical shifts.

III. BACKGROUND

In this section, we overview the methods and formulations
used as building blocks in our method, as well as some
motivation for our design.

A. Adversarial attacks formulation

Adversarial attacks were first introduced in [6] as a way to
change the output of a classifier on a certain image. Consider
a classifier C : X → {1, ..., k} applied on some data in the
domain X = Rm and producing one of k classes. Internally,
the classifier first produces how likely each of the k classes
is, then yields the class k̂ corresponding to the maximal value.
Consider f : X → Rk to be the mentioned distribution
function then we can express C as follows:

C (x) = argmax
k

fk (x) (1)

Adversarial attacks are small perturbations r ∈ X such that
x̂ = x + r for some data x will have a different predicted
class that x. The perturbations r are designed to be ”small”
for some p-norm. Formally, this is equivalent to finding r using
the formulation:

min
r

||r||p
s.t. C(x̂) ̸= C(x)

(2)

This formulation finds the smallest perturbation that changes
the output of the classifier. Other formulations exist to have the
best perturbation given some norm budget ϵ. Given the initial
output of the classifier k0 = C(x), the ’best’ perturbation is
the one that moves the classifier as far away as possible from
the original output k0:

min
r

fk0
(x̂)

s.t. ||r||p ≤ ϵ
(3)

Many methods [6], [27], [11] exist to solve such problems for
the L2 norm, as well as the L1 norm [28], [12].

B. Universal Attack algorithms

Typical formulations of Universal Adversarial Perturbations
[7] aim to generate a single attack vector V that is able to fool
the classifier C on ”most” of the inputs x that are sampled from
the data D. Such formulations solve a minimization problem
of the form:

min
V

||V ||p

s.t. Px∼D [C(x+ V ) = C(x)] ≤ 1− ϵ
(4)

where Px∼D [.] is the probability when sampling x from the
dataset D, and the parameter ϵ controls the target fool rate of
the perturbation V . The fool rate can be formally defined in
this case as FR(V ) = Px∼D [C(x+ V ) ̸= C(x)]. In practice,
this is found by tracking the ratio of test samples that change
classification after the perturbation.

C. Audio Signals

Since our method is focused on the audio domain, there are
a few essential signal concepts we use throughout our work.
In all that follows, an audio signal has some duration T (in
seconds) and a sampling rate s, yielding data x ∈ RT∗s that
has length N = T ∗ s. We use two types of transformations
to operate one of the audio signals. The first manipulation
is the shift operation that rotates the signal in a cycle. For
x′ = shift (x, τ) The operation is defined as:

x′
i = x(i+τ)mod N (5)

where τ is a parameter controlling the shift introduced to
the signal in number of samples. The second operation we
use is the single-sided Fourier transform and its inverse. The
FFT (Fast Fourier Transform) is very commonly used in
signal processing applications. The implementation of the FFT
involves the use of sine and cosine functions to extract spectral
components across all the signals. The operation normally
yields complex-valued numbers however for practical appli-
cations, only the magnitude of these numbers is considered.

IV. AUDIOFOOL SETUP

A. Setup

Our designed method aims to circumvent the need for
cost terms related to desired properties in the minimization
problem: Consider inputs to the classifiers x ∈ X , instead of
looking for perturbations V in the entire input space X and
enforcing a cost L (V ) for elements that do not verify the
desired property, we propose looking in a space z ∈ Z that
we feed to a mapping function g that guarantees that g (z)
verifies the property needed.

g : Z → X
∀z ∈ Z : L (g(z)) = 0

(6)

For example, if we desire that the attack to be Additionally,
we can design such functions f that introduce invariance to
certain transformations. Consider some transformation T (x),
we attempt to design a mapping fT (z) such that it its images
are (semi-)invariant to that transform.

T (x) : X → X
∀z ∈ Z : T (gT (z)) ≈ gT (z)

(7)

We assume that any such designed function is differentiable
in the rest of our work. Our approach differs from the tradi-
tional method of minimizing the expectation over transforma-
tion [9] by guaranteeing the needed (semi-)invariance to some
transformation instead of sampling from a transformation
distribution.

B. Spectral-Domain Attacks

Using our setup, let the function gF (z) be the inverse-FFT
operation on zero-phased spectrums followed by an (optional)
padding operation: gF (z) takes the domain Z as the set of of
real valued signals having length NT , and phase = 0. E.g for
signals of length 8000, Z ≡

{
c ∈ C4001s.t.∠c = 0

}
≡ R4001.
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Inverse FFT
gF (z)

Constrained
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Fig. 1. Domain relationship overview

The padding operation repeats the resulting real-time signal
so as to become in the same domain X as our waveform
data. Smaller values of NT make the attack more robust to
rotation since it sets the upper bound to the rotation cycle (i.e:
shift(V,NT ) = V ). However, bigger NT values allow for
more degrees of freedom in constructing the attack. NT is cho-
sen such as to make gF (z) semi-invariant to rotation/shifting
within 30 milliseconds which is the propagation delay at 10
meters of distance.

The designed function gF (z) is fully differentiable, and it
verifies the invariance to the rotation transformation. We use
it to first construct stationary attacks on Classification DNNs.

C. Formulation

To achieve the needed properties of shift-invariance and
robustness to perfect filtering, previous methods [9] minimize
the expectation of having a correct classification over many
distributions of transformations and the distribution of the
data. Namely, the transformations here are the shift and
scaling of the attack. Let s be the shift parameter and α
the attenuation parameter, and x the signal to be perturbed.
Typically chosen distributions uniformly cover some arbitrary
range (for attenuation) or the entire span of the parameter (for
shift), therefore sampling s from U(0; 1) and α from U(0; 4),
in addition to sampling the data x from the dataset D. The
attack V is taken to cover all the signal space X , which in
the case of N second recordings with a sample rate of Ts is
X ≡ RN∗Ts . The formulation minimizes the accuracy of the
classifier over these distributions as follows:

argmin
V ∈X

Ex∼D,α∼U(0;4),s∼U(0;1)[C(x) = C(x+α∗shift(V, s))]
(8)

However, as we previously discussed this is neither suf-
ficient nor efficient for constructing attacks that verify the

properties needed. We introduce the transformation-invariant
domains to the formulation. We use the mentioned gF (z)
mapping with z being from Z , the set of Fourier transforms
of signals semi-invariant to shifting. Furthermore, since the at-
tacker does not control the distance to the victim, we constrain
the construction with a limit on the attack signal power up to
a parameter that the attacker controls; this parameter would
dictate the perceptibility as well as the range of effectiveness
of the attack. We study the effect of choosing this parameter
in our experiments. Our proposed optimization problem is
therefore the following:

argmin
z∈Z

Ex∼D[C(x) = C(x+ gF (z))]

s.t. ||gF (z)||22 ≤ ϵ
(9)

D. Universal Attacks

To construct the universal perturbations, we opt to use a
modified formulation of the Universal Adversarial Perturbation
(UAP) Algorithm [7]. The original UAP algorithm aggregates
individual attacks on samples from the dataset and enforces
some norm constraints by projecting into an Lp ball of known
radius. The first modification is that instead of updating the
perturbation in a fashion close to Stochastic Gradient Descent
where the candidate perturbation is updated for every sample
in the dataset until convergence, we use mini-batches with
momentum-based updates to have a stronger direction which
negates the effect of unhelpful directions. Additionally, we
only compute perturbations for samples in the batch that were
not fooled by the current candidate, and we only aggregate
the successful attacks (since most attack methods do not
guarantee convergence). The second modification relates to
the target norm of the perturbation: our method computes the
average power of a signal from the dataset and designs a
perturbation such as not exceeding some given SNR limit. Our
algorithm uses the DeepFool algorithm by Moosavi-Dezfooli
et. al [11] as the core L2 attack for each iteration of the
AudioFool algorithm. DeepFool finds an adversarial attack
by minimizing the L2 norm of the perturbation such that the
perturbation fools the classifier. Note that the formulation and
implementation of the AudioFool algorithm allow for plug-
and-play configurations with other Adversarial Perturbation
algorithms such as the Carlini and Wagner [29] attack or
the FGSM attack [6]. Our choice of the DeepFool algorithm
centers around the fact that this attack method provided the
most efficient as well as the perturbations with the smallest
L2 norm. The resulting AudioFool algorithm is shown in
Algorithm 1, where we show the iterative aggregation of
attacks on previously unfooled examples from the dataset
using a momentum update and a projection back into the space
that verfies the norm constraint.

V. THREAT MODEL
We assume that the attacker can install a speaker in the

vicinity of the victim device(s) if the victim is physically sta-
tionary, or that the attacker can keep a mobile speaker within
a valid range of the mobile victim device if they are moving.
The attack requires no further knowledge, information, or
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Attack Domain
Z

g(z)

Classifier f(.)
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Physical Attack Vector
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Propagation

: Gradient Path

: Forward Path

Data Domain
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Fig. 2. Attack framework overview

preparation on the part of the attacker since the attack vector
is already present on the speaker device. Typical information
about the user’s speech, the environment, and the timing is not
necessary here:

• Synchronization: The attack is invariant to user timing,
as well as the propagation delay usually incurred when
playing back any attack signal through the channel. The
attacker does not control the user’s keyword initiation
and cannot predict the start of the phrase. Even when
overcoming this causality issue, the attacker cannot be
expected to maintain the exact distance within a range
of 4 centimeters (propagation delay for 1/8000th of a
second). This invariance is essential for a true DoS-style
attack.

• Signal Content: The attack is also invariant to the content
of the signal (i.e: which words the user will speak), which
is also essential since the attacker is not able to anticipate
most of the user’s speech since the entropy of human
speech is quite high in most cases: the attacker might
anticipate some common sequence of words or phrases
but in the majority of scenarios this is not possible. The
designed attack is universal

This attack approach can therefore be used in simultaneous
jamming of multiple user applications without being percep-
tible to the human ear if designed as such.

Algorithm 1 AudioFool
Require: Desired Fooling Rate ϵ, Classifier f , max iter IM ,

dataset S, SNR, Learning Rate LR, Decay Rate α, Domain
function g

Ensure: Universal Perturbation U
i← 0
fooling rate← 0
U ← 0
∆U ← 0
l2target← Ev∼S [|v|2] ∗ 10−

SNR
10 ▷ Average L2 norm of

data in S
while fooling rate < ϵ and i < IM do

Get Batch B from S s.t ∀ X ∈ B, f(X) = f(X+g(U))
R← 0
c← 0
for W ∈ B do

Candidate← fool(f,W, g)
if f(W ) = f(W + g(Candidate)) then

Discard Candidate
else

R← R+ Candidate
c← c+ 1

end if
end for
R← R/c ▷ Get the average computed perturbation
∆U ← α ∗∆U + LR ∗R
U ← U +∆U
U ← Qg(U, l2target) ▷ Project into L2 ball with

radius l2target
Update fooling rate using the entirety of S
i← i+ 1

end while

Fig. 3. The setup of the real-world attack

VI. ATTACK EVALUTATION

A. Experimental Setup

Task: To measure the effectiveness of our proposed attack
method, we target popular ASR applications that have become
standard in testing such attacks. The SpeechCommands [30]
dataset consists of a limited vocabulary corpus of one-second
utterances produced by various speakers. The dataset contains
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35 distinct words, as well as explicit background noise that can
be used to augment the data. We train a classifier to predict
one of the 36 possible classes. The noise class is left as a
choice to study the effect of drowning the speech signal with
noise. The dataset was downsampled from 16kHz to 8kHz
which is a common pre-processing step in audio applications
on edge devices which are the focus of our attack. The dataset
was divided into a 95/5 train/test split, with a batch size of 64
samples.

Architecture: We use two different models to study the
effect of cross-architecture transferability, as well as the effect
of having certain pre-processing steps and recurrent units.

The first architecture is the well-studied AudioNet [4]
architecture that takes as input raw audio signals and uses
a series of 1D convolutions, BatchNormalization, and max
pooling, with a final dense layer to extract needed features.
This architecture is the simplest yet efficient form of con-
volutional classifiers, as we consider our attack performance
against this architecture to be representative of the perfor-
mance against convolutional models that are similar in depth
and size (number of channels per layer). The second model
mimics the advanced DeepSpeech architecture[5] by having
MFCC feature extraction, followed by two 2D convolution
layers, and finally an LSTM layer over the timesteps. The
architecture is dubbed ”SpecCRNN”. We use the same pa-
rameters as the original architecture: 40 mfcc bins, and 128
channels for the inner convolutions, with the ’same’ padding.
The two models were trained using AdaDelta optimizers until
satisfactory and comparable performance is reached. The test
accuracies for the AudioNet and SpecCRNN are 92.28% and
92.68%, respectively.

Over-The-Air: We measure the performance of the pro-
posed algorithm on Over-The-Air audio by crafting a data
superset that contains the software test set recorded over two
different channels for two different environments: A calm
residential suburb and a busy university common space. The
data was collected by playing the audio at full volume using
’device A’ (2013 MacBook Pro), and recorded using ’device
B’ (Galaxy Tab S6 Lite); Additionally, for half of the test set in
each scenario, ’device C’ (Wired Speakers) was playing back a
previously designed attack on the software-trained models. In
total, this approach yielded around 90 minutes of unperturbed
audio, and 90 minutes of attacked audio. To address the drop
in accuracy induced by introducing the channel, we finetune
each of the models previously mentioned on the unperturbed
OTA audio until the same accuracy is reached as the software
case. (92.28% for AudioNet, 92.68% for SpecCRNN). In the
following experiments we refer to the models trained on the
data through the channel as ”OTA”, and the initial software
only models as ”SW” or ”Software models”. Attacks built in
the data domain (Waveform domain) might be referred to as
”wav attacks”, and the Attacks in the Co-Domain (Frequency
Domain) might be referred to as freq attacks”.

B. Results

Cross-Architecture Transferability: We test transferring
attacks between architectures by constructing different attacks

Attack modeled against
architecture "A"

(Attacked Arch.) in the
wav. or freq. domains

(Attack Domain)

Attack deployed against
architecture "B"

(Evaluated
Architecture)

Fig. 4. Overview of the transferability experiment

TABLE I
ATTACK PERFORMANCE IN CROSS-DOMAIN AND CROSS-ARCHITECTURE

SCENARIOS

Evaluated Architecture
SpecCRNN AudioNet

Attack Domain Wav. Freq. Wav. Freq.
Attacked

Arch.
SpecCRNN 74% 53% 78% 95.4%
AudioNet 60% 51% 73% 95.7%

for different (model, domain) pairs, yielding four attacks that
we evaluate on both architectures. We show this method’s
overview in figure 4. We report the Fool Rates in Table VI-B.
The attack evaluation show that the currently used algorithm
produces attacks in both the waveform and the modified
frequency domains that can be transferred between two widely
different architectures. This finding allows us to build later
experiment on either of the two architectures, since the attacks
have largely similar performance.

Robustness to attenuation: We test the effect of attenuating
the attack relative to the signal to simulate the attacker getting
closer/further to the device of the user or the effect of targeted
filtering of the perturbation. We report the accuracy for the
different attacks on the AudioNet architecture under the SW
scenario as well as the OTA scenario against the SNR ratio
in figure 5. Three distinct regions are identifiable: Region A
(SNR < 4dB), where both the attacks are too loud relative
to the data, which drowns the signal in the noise and the
classification model cannot perform well. Region B (4dB
< SNR < 15dB) where there exists a substantial disparity
between the attack domains reaching a 12.7% advantage in
the OTA scenario, and 20.2% in the SW scenario. Finally,
Region C (15dB < SNR) where both attacks perform largely
similarly.

Synchronization: We test the effect of cyclically shifting
the attack relative to the beginning of the signal to simulate
the user talking at random offsets relative to the attack. We
report the fool rate against the number of timestep samples
shifted in figure 6. We repeat the experiment on 100 different
attack vectors in each domain which allows us to extract the
statistical deviation which is shown alongside the Accuracy
mean for each shift value. The frequency-based attacks are
on average more robust to shifting than the waveform-based
attacks.
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Efficiency: For the constructed attacks on the AudioNet
model, we track the Accuracy of the model across iterations
of the AudioFool algorithm, and we compare the mean perfor-
mance and the deviation of the two attack domains in figure
7. Attacks in the frequency domain converge on a good attack
from the first iteration, while waveform attacks need upwards
of 5 iterations on average to achieve the same performance.
This disparity in efficiency is furthermore studied in the
Discussion section.

2 4 6 8
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A
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Accuracy vs. Iterations of proposed algorithm

wav
freq

Fig. 7. The convergence of the two attack domains over iterations for
SpecCRNN.

VII. DISCUSSION

Designed Constraints: The results showcased the validity
of the attack approach: An attacker with access to publicly
available resources can quickly mount a robust attack that can
be shaped with arbitrary properties as long as the attacker can
design a function that generates the needed constrained signal.
This can be used to dodge defenses if the attacker has further
knowledge of the system. For example, if the system under
attack is known to have some band-pass filter, the attacker
can then limit their search space to the relevant space without
needing to penalize the attack construction if frequencies
outside the space are chosen. Such capability might also help
in constructing attacks in the real-time as a means to adapt
to the environment between the attacker and the attacked
system: by projecting some form of pre-constructed general
’meta-attack’ that resides in the unconstrained search space
into the newly acquired environment-specific search space,
the attacker will have a better starting attack vector that they
can fine-tune in a short time. For example, if the attacker’s
model includes reverberation modeling, the information on
the current room’s Room-Impulse-Response (RIR) can be
approximated and used alongside the positioning of both the
attacker and the victim devices to construct an attack that is
either invariant to such reverberation, or that might use the
reverberations to its advantage after fine-tuning. Removing
the need for distributions of transformations and having to
sample different transformation combinations at construction
time will lead to much faster construction time and much more
adaptable attacks.

Defenses: The choice of the modified frequency domain for
solving the synchronization problem aims to use the fact that
the phase is zero for all frequencies, while still maintaining a
value at all timesteps. Other choices might be designed for the
fundamental basis instead of the frequency domain to achieve
different characteristics. For example, one might use the latent
space of some generator function that uniquely generates bird
sounds to build a perturbation that mimics the sound of a
bird (More accurately phrased, the algorithm would find the
possible bird sound output that highly perturbs the keyword
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Fig. 8. Frequency composition of all generated attacks, Smoothed with a
Gaussian kernel of size 5

classifier). Alternatively and more relevant to our research, a
function that generates non-stationary signals can be used to
dodge band-stop filters that are tuned to the top frequencies
detected from our attacks. Although we have already studied
the effect of perfect filtering on the attacks, targeted filtering
might behave differently. To better understand this possibility,
we analyze the frequency content of the attacks and extract
relevant statistics shown in figure 8. The composition clearly
shows peaks at around 1000Hz and 500Hz, which coincides
with the frequency peaks of the human voice.

Attack search spaces: Perhaps the most surprising result
is the difference in attack construction efficiency between two
domains (that are equivalent), or when the attack is more
potent overall if constructed in a more constrained domain.
Theoretically, the choice of space only consists of some
transformation of the original bases, and the co-domain might
have bases that stretch the space in the direction that provides
the largest surface for the algorithm, therefore granting larger
ease for iterative updates since our approach aggregates attacks
that are built on gradient information. We study here the effect
of having this transformation of search space by exploring
the difference between the search surface of the frequency
domain and that of the waveform domain for the same signal
powers (i.e: ball of the same radius in both domains). We
generate 3 attacks for each of the domains with a different
initial point to achieve different final attacks with the same
SNR level. Since all of the attack vectors generated to have the
same magnitude, they form a unique sphere around the origin,
which we unroll into a (Φ,Θ) space, and study the classifier’s
accuracy when adding perturbations from this surface to the
test set. This allows us to measure the geometry of the search
spaces involved in the attack construction. A visualization of
the method is shown in figure 9. Formally, we choose the
points P1, P2, and P3 from outputs of three distinct runs of
the AudioFool Algorithm, and we measure the accuracy of the
model when adding R(Φ,Θ) to the data by sweeping over the
pair (Φ ∈ [0− 360] ,Θ ∈ [0− 360]), with R(Φ,Θ) being:

R(Φ,Θ) = sin(Φ)cos(Θ)P3 + sin(Φ)sin(Θ)P2 + cos(Φ)P1
(10)

Fig. 9. Visualization of surface studied
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Fig. 10. Search space vs the accuracy for waveform-doamin attack (top) and
for frequency-domain attack (bottom).

The resulting surfaces of f(x+R(Φ,Θ)) are shown in figure
10. The difference in geometry between the two surfaces
highlights the different search space of the algorithm in the
respective domains: The frequency domain has fewer local
minima, as well as wider minima loci, from any starting
point on this surface, and the path to the nearest optimum is
straighter than the respective path in the waveform domain. To
verify this hypothesis, we track the gradient updates through
iterations and compute the relative angle between successive
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updates to the perturbation vector U . Formally, at each itera-
tion i, we compute:

∇Ui = ∆Ui −∆Ui−1

θi = arccos

Å
< ∇Ui,∇Ui−1 >

||∇Ui|| ∗ ||∇Ui−1||

ã
Where < ., . > is the inner product. We plot the θ sequences
for 100 runs for each of the frequency and waveform domains
and we extract relevant statistics in figure 11. Updates in the
waveform domain, on average, take around 20 iterations to
solidify into the final direction, pointing less than 2 degrees
towards the local minimum, with most of the variance happen-
ing in this phase of iteration. Updates in the frequency domain,
on the other hand, start with update angles significantly less
than the waveform domain: Even from the first iteration, the
angle is less than 1 degree, signifying that the algorithm does
indeed find the best direction towards the local minimum much
faster than the waveform based algorithm. It is worth noting
that the variance in this case mainly happens in the second
phase of the iterations; i.e: when the algorithm starts to yield
close enough points to the optimum.

VIII. CONCLUSION

This paper proposed a frequency-domain attack which
is more potent and more efficient than waveform pertur-
bations. The proposed method is designed to generate a
synchronization-free attacks which are very desirable for
speech attacks.Our formulation allows for dodging stationarity
detecting circuits, as well as the design of arbitrary properties
for attacks. We demonstrate the validity of the DoS attack
against OTA systems, the transferability of attacks across
model architectures, and the effect of perfect filtering on the
attack. Furthermore, we analyse the fundamental differences
between the domains proposed to explain the disparity in
results observed by showing that the search space in the fre-
quency domain is inherently more efficient than the waveform
domain. In the future works, the audioFool will be tested and
evaluated on other speech models and datasets.
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