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Abstract. In this work, we assess the theoretical limitations of deter-
mining guaranteed stability and accuracy of neural networks in classifi-
cation tasks. We consider classical distribution-agnostic framework and
algorithms minimising empirical risks and potentially subjected to some
weights regularisation. We show that there is a large family of tasks for
which computing and verifying ideal stable and accurate neural networks
in the above settings is extremely challenging, if at all possible, even when
such ideal solutions exist within the given class of neural architectures.
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Notation

R denotes the field of real numbers, R≥0 = {x ∈ R| x ≥ 0}, and Rn denotes the
n-dimensional real vector space, N denotes the set of natural numbers; (x, y) =
∑

k xkyk is the inner product of x and y, and ‖x‖ =
√

(x, x) is the standard
Euclidean norm in R

n; Bn denotes the unit ball in R
n centered at the origin

Bn = {x ∈ Rn | ‖x‖ ≤ 1}, Bn(r, y) is the ball in Rn centred at y with radius
r ≥ 0: Bn(r, y) = {x ∈ Rn | ‖x− y‖ ≤ r}; Cb(ℓ, y) is the cube in Rn centered at

y with side-length ℓ ≥ 0: Cb(ℓ, y) =
{

x ∈ Rn | ‖x− y‖∞ ≤ ℓ
2

}

; Sn−1(r, y) is the

sphere in Rn centred at y with radius r: Sn−1(r, y) = {x ∈ Rn | ‖x− y‖ = r};
sign(·) : R → R≥0 denotes the function such that sign(s) = 1 for all s ∈ R≥0

and sign(s) = 0 otherwise; Kθ is the class of real-valued functions defined on R

which are continuous, strictly monotone on [θ,∞), and constant on (−∞, θ); 1n

denotes the vector (1, . . . , 1) ∈ Rn.

http://arxiv.org/abs/2309.07072v1
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1 Introduction

Data-driven AI systems and neural networks in particular have shown tremen-
dous successes across a wide range of applications, including automotive, health-
care, gaming, marketing, and more recently natural language processing. Fuelled
by high and growing rates of adoption of the new technology across sectors, ro-
bustness and stability are vital characterisations of AI performance.

The importance of AI stability and robustness is exemplified by the dis-
covery of adversarial perturbations [12] – imperceptible changes of input data
leading to misclassifications. These perturbations can be universal [8] (i.e. trig-
gering misclassifications for many inputs), limited to a single attribute [11], or
masquerading as legitimate inputs [2]. Sometimes, such AI instabilities can be
typical [14], [10]. Moreover, instabilities can also be induced by perturbations of
the AI structure [13].

The issue of AI robustness is non-trivial and cannot be considered in isolation
from other measures of AI performance: a model returning the same output
regardless of the inputs is perfectly robust yet useless. A theoretical framework
to approach the problem has recently been proposed in [1]. It has been shown
in [1] that (i) there is an uncountably large family of distributions such that for an
appropriately large data sample drawn from a distribution from this family there
is a feed-forward neural network showing excellent performance on this sample,
although (ii) this same network becomes inevitably unstable on some subset of
the training and validation sets. Moreover, (iii) for the same distribution and
the same data, there is a stable network possibly having a different architecture.

Here we show that the stability-accuracy issues have other unexplored di-
mensions and could be significantly more pronounced than previously thought.
Our main result, Theorem 1 shows that there exist large families of well-behaved
data distributions for which even networks achieving zero training and validation
error may be highly unstable with respect to almost any small perturbation on
nearly half of the training or validation data. Yet, for the same data samples
and distributions, there exist stable networks with the same architecture as the
unstable network which also minimise the loss function. Strikingly, there exist
infinitely many pairs of networks, in which one network is stable and accurate
and the other is also accurate but unfortunately unstable, whose weights and
biases could be made arbitrarily close to each other. What is even more inter-
esting, all this happens and persists when the values of weights and biases are
made small.

This result reveals a fundamental issue at the heart of current data-driven
approaches to learning driven by minimising empirical risk functions, even in the
presence of weight regularisation, in distribution-agnostic settings. The issues is
that such learning algorithms could be structurally incapable of distinguishing
between stable and unstable solutions.

The rest of the paper is organised as follows. In Section 2 we introduce
notation and problem setting. In Section 3 we state our main results along with
discussion, interpretation, and comparison to the literature. Section 4 concludes
the paper.
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2 Preliminaries, assumptions, and problem settings

Following [1], by NNN,L we denote the class of neural networks with L layers
and dimension N = {NL, NL−1, NL−2, . . . , N1, N0 = n}, where n is the input
dimension, and NL = 1 is the dimension of the network’s output. A neural
network with dimension (N, L) is a map

φ = GLσGL−1σ · · · · · ·σG1,

where σ : R → R is a coordinate-wise activation function, and Gl : RNl−1 → R
Nl

is an affine map defined by Glx = W lx+ bl, where W l ∈ RNl×Nl−1 , bl ∈ RNl are
the corresponding matrices of weights and biases. By Θ(φ) we denote the vector
of all weights and biases of the network φ.

In general, the activation functions σ do not have to be the same for all
components and all layers, although here we will assume (unless stated other-
wise) that this is indeed the case. In what follows we will consider feed-forward
networks with activation functions in their hidden layers computing mappings
from the following broad class:

σ = gθ, gθ ∈ Kθ, θ ∈ R. (1)

Popular functions such as ReLU are contained in this class (that is the class
of functions which are continuous, strictly monotone on [θ,∞) and constant on
(−∞, θ)). The condition of strict monotonicity of gθ over [θ,∞) can be reduced
to strict monotonicity over some [θ, θ1], θ1 > θ, with gθ being merely monotone
on [θ1,∞). This extension won’t have any affect on the validity of the theoretical
statements below, but will enable the inclusion of leaky ReLU activations (since
then activation functions satisfying (1) can be constructed as a difference of
a leaky ReLU function and its shifted/translated copy, and the results below
therefore still follow) as well as “sigmoid”-like piecewise linear functions.

We will suppose that all data are drawn from some unknown probability
distribution belonging to a family F , and each element D ∈ F of this family is
supported on [−1, 1]n × {0, 1}. For any given D ∈ F , we will assume that the
training and testing algorithms have access to samples (xj , ℓj), j = 1, . . . , s+ r,
s, r ∈ N, independently drawn from D, and which can be partitioned into training

T = {(x1, ℓ1), . . . , (xr , ℓr)}
and validation/testing

V = {(xr+1, ℓr+1), . . . , (xr+s, ℓr+s)}
(multi)-sets. Let M = r + s = |T ∪ V| be the size of the joint training and
validation (multi)-set.

Further, we impose a condition that the data distribution is sufficiently regu-
lar and does not possess hidden instabilities and undesirable accumulation points
which could otherwise trivialise our statements and results. In particular, for
δ ∈ (0, 2

√
n] we will only consider those distributions Dδ ∈ F which satisfy:

If (x, ℓx), (y, ℓy) ∼ Dδ with ℓx 6= ℓy, then, with probability 1, ‖x− y‖ ≥ δ. (2)
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Finally, we introduce the family of loss functions

CF loc ={R : R× R → R≥0 ∪ {∞} | R(v, w) = 0 ⇐⇒ v = w} (3)

which will be used to define the corresponding empirical loss functions for the
model outputs h : Rn → {0, 1} on samples S ∼ Dδ drawn from Dδ

L(S, h) =
∑

(xi,ℓi)∈S
R(h(xi), ℓi). (4)

The subscript “ loc” in (3) emphasises that the loss functions R are evaluated on
single data points and in this sense are “local”. It provides an explicit connection
with the classical literature involving empirical risk minimisation, allowing us to
exploit the conventional interpretation of the generalisation error as a deviation
of the empirical risk from the expected value of the loss over the distribution
generating the data.

3 Main results

Having introduced all relevant notation, are now ready to state the main result
of the contribution.

Theorem 1 (Inevitability, typicality and undetectability of instability)
Consider the class of networks with architecture

N = (NL = 1, NL−1, . . . , N1, N0 = n), L ≥ 2, n ≥ 2,

where N1 ≥ 2n and N2, . . . , NL−1 ≥ 1, and activation functions gθ in layers
1, . . . , L−1 satisfying conditions (1), and the sign(·) activation function in layer
L.

Let ε ∈ (0,
√
n − 1) and fix 0 < δ ≤ ε/

√
n. Then, there is an uncountably

large family of distributions Dδ ∈ F satisfying (2) such that for any Dδ ∈ F ,
any training and validation data T , V drawn independently from Dδ, and every
R ∈ CF loc, with probability 1:

(i) There exists a network which correctly classifies the training data T and
generalises to the test data V, satisfying

f ∈ argmin
ϕ∈NNN,L

L(T ∪ V , ϕ)

with L(T ∪ V , f) = 0.
Yet, for any q ∈ (0, 1/2), with probability greater than or equal to

1− exp(−2q2M)

there exists a multi-set U ⊂ T ∪ V of cardinality at least ⌊(1/2 − q)M⌋ on
which f is unstable in the sense that for any (x, ℓ) ∈ U and any α ∈ (0, ε/2),
there exists a perturbation ζ ∈ Rn with ‖ζ‖ ≤ α/

√
n and

|f(x)− f(x+ ζ)| = 1. (5)
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Moreover, such destabilising perturbations are typical in the sense that if
vectors ζ are sampled from the equidistribution in Bn(α/

√
n, 0), then for

(x, ℓ) ∈ U , the probability that (5) is satisfied is at least

1− 1

2n
.

Furthermore, there exist universal destabilising perturbations, in the sense
that a single perturbation ζ drawn from the equidistribution in Bn(α/

√
n, 0)

destabilises m ≤ |U| points from the set U with probability at least

1− m

2n
.

(ii) At the same time, for the same distribution Dδ there is a robust network
with the same architecture as f , satisfying

f̃ ∈ argmin
ϕ∈NNN,L

L(T ∪ V , ϕ)

with L(T ∪ V , f̃) = 0, which is robust in the sense that for all (x, ℓ) ∈ T ∪ V

f̃(x) = f̃(x+ ζ)

for any ζ ∈ Rn with ‖ζ‖ ≤ α/
√
n, even when |T ∪ V| = ∞.

Moreover, there exist pairs of unstable and robust networks, fλ, f̃λ and fΛ, f̃Λ,
satisfying the statements above such that the maximum absolute difference
between their weights and biases is either arbitrarily small or arbitrarily large.
That is, for any λ > 0, Λ > 0:

‖Θ(fλ)−Θ(f̃λ)‖∞ < λ, ‖Θ(fΛ)−Θ(f̃Λ)‖∞ > Λ.

(iii) However, for the above robust solution f̃ ,

a) there exists an uncountably large family of distributions D̃δ ∈ F on which
f̃ correctly classifies both the training and test data, yet fails in the same
way as stated in (i).

b) there exists an uncountably large family of distributions D̂δ ∈ F such
that the map f̃ is robust on T ∪ V (with respect to perturbations ζ with
‖ζ‖ ≤ α/

√
n, α ∈ (0, ε/2)) with probability

(

1− 1

2n+1

)Mk

but is unstable to arbitrarily small perturbations on future samples with
probability k/2n+1.

The proof of the theorem is provided in the Appendix.
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3.1 Interpretation of results

According to statement (i) of Theorem 1, not only are instabilities to be expected,
but they can also be remarkably widespread: for sufficiently large data sets they
may occur, with high probability, for nearly half of all data.

Statement (ii) of Theorem 1 confirms that a stable solution exists within pre-
cisely the same class of network architectures, although it is difficult to compute
it by using only the loss functional L as a measure of quality. This shows that
the architecture isn’t necessarily the source of the instability. Moreover, a ro-
bust solution may be found in an arbitrarily small neighborhood of the specific
non-robust one in the space of network weights and biases. As the construction
in the proof shows, using networks with small Lipshitz constants can, counter-
intuitively, make the problem worse.

The robust solution, in turn, can also be unstable, as follows from statement
(iii), part (a). This is reminiscent of a “no free lunch” principle for robust and
accurate learning, although with a subtle distinction. In fact, as part b) of the
statement states, there are solutions which may appear to be certifiably robust
(and one can indeed certify the model on the training and validation sets),
although there is no guarantee whatsoever that the certificate remains valid for
future samples. To minimise the risks, one needs to certify the model on data sets
which are exponentially large in n. This is particularly relevant for safety-critical
settings, where the risk of failure must be calculated and bounded in advance.

Finally, we note that the instabilities considered in Theorem 1 become par-
ticularly pronounced for networks with sufficiently high input dimension n (see
statement (iii) of the theorem). Moreover, statement (ii) shows that the fraction
of perturbations around unstable points x in the sample which alter the net-
work’s response approaches 1 as n grows. These high-dimensional effects may
still be observed in networks with arbitrarily low input dimensions if such net-
works realise appropriate auxiliary space-filling mappings in relevant layers. The
technical point that the statement of Theorem 1 holds with probability one is
due to the fact that the proof constructs data distributions which assign proba-
bility zero to certain sets, so there may exist training samples with probability
zero for which the construction does not apply.

3.2 Discussion

Instabilities and regularisation The construction we used in the proof of
Theorem 1 reveals that the instability discussed in statements (i) and (ii) of the
theorem is inherent to the very definition of the binary classification problem
and may not be addressed by regularisation approaches constraining norms of
network’s parameters and Lipschitz constants of non-threshold layers.

Indeed, consider just the first two layers of the network f constructed in the
proof of the theorem, remove the sign(·) activation function, and introduce an



The Boundaries of Verifiable Accuracy, Robustness, and Generalisation 7

arbitrarily small positive factor β (cf. (13)):

freg(x) =
n
∑

i=1

gθ(θ) − gθ(β((x, ei)− 1/
√
n) + θ)

+

n
∑

i=1

gθ(θ)− gθ(β(−(x, ei)− 1/
√
n) + θ).

(6)

If the functions gθ are Lipschitz then the Lipschitz constant of the function freg
can be made arbitrarily small by setting β to some sufficiently small value. At
the same time, the values of signfreg(x) and f(x) coincide. This implies that
regardless of how well-behaved the function freg in (6) is, forced classification
achieved either by the application of the sign function or, alternatively, through
thresholding or softmax, brings instabilities.

In this respect, network regularisation by pruning, restricting norms of the
network’s weights, and forcing the network’s Lipschitz constant to stay small do
not always warrant robustness. Similarly, requesting that there is some non-zero
margin separating the classes does not address or alleviate the problem either.
The instability occurs due to the fact that the algorithm is required to produce
a decision boundary, but is unaware that the data is placed directly on this
boundary.

Adversarial training A potential way to overcome the instabilities formalised
in statement (i) of Theorem 1 is to invoke a type of training capable of assessing
that instabilities (5) do not occur. Adversarial training and data augmentation,
whereby each data sample produces a set of points corresponding to perturbed
data is an example of an approach which can potentially address the problem.
The approach is not without its own challenges as one needs to ensure that all
points in the sets Bn(α/n, x), α ∈ (0, ε/2) are checked. The latter task can be
computationally and numerically overwhelming for large n.

Dark data The final and perhaps the most interesting point in relation to the
problem of verifiability is statement (iii), which can be related to challenge of
the “dark data” – the data which exists but to which we don’t have access [9]
or, more generally, the missing data and the data which we don’t have [6]. As
the theorem states, high-dimensional distributions could be a very real source of
such dark data, potentially leading to instabilities or non-verifiability.

4 Conclusion

Deep learning networks and models have convincingly shown ample capabilities
in many practical tasks. When properly engineered, these models stunningly
outperform shallower architectures (see e.g. [7], [15] for examples and precise
statements). Moreover, recent breakthroughs such as the emergence of Chat-
GPT show exceptional power these models may bring. These models operate in
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high-dimensional spaces and process and execute decisions on genuinely high-
dimensional data.

At the same time, and despite these remarkable achievements, the appli-
cation of these highly expressive and capable models requires special care and
understanding of their fundamental limitations.

Our work, by building on [1], reveals a new set of limitations which are partic-
ularly inherent to high-dimensional data. These limitations constitute the pres-
ence of nested uncountably large families of exceptions on which even moderately-
sized networks may and likely will fail. The results also show that it may be
computationally hard to verify both robustness and accuracy of models within
classical distribution-agnostic learning frameworks based solely on the notions of
risk and empirical risk minimisation. All these call for the need to rethink stan-
dard distribution-agnostic learning frameworks and introduce more appropriate
models of reality into the mathematical setting of statistical learning.

The results, by showing fundamental difficulties with guaranteeing simultane-
ous stability, accuracy, and verifiability, highlight the importance of mathemat-
ical theory and methods for the continuous correction of AI models [4], [5], [3].

At present, the results do not include networks with classical sigmoidal ac-
tivation functions. Detailed analysis of these types of networks will be the topic
of our future work.
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Appendix

4.1 Proof of Theorem 1

Proof of statement (i) of the theorem The proof consists of three parts.
The first part introduces a family of distributions satisfying the separability
requirement (2) and shows relevant statistical properties of samples drawn from
these distributions. The second part presents the construction of a suitable neural
network minimising the empirical loss function L for any loss function R ∈ CF loc

which successfully generalises beyond training (and test/validation) data. The
final part shows that, with high probability, this network is unstable on nearly
half of the data (for s+ r reasonably large).

Proof of statement (i), part 1. Consider the n-dimensional hyper cube Cb(2, 0)
= [−1, 1]n. Within this cube, we may inscribe the unit ball Bn (the surface of
which touches the surface of the outer cube at the centre of each face), and
within this ball we may, in turn, inscribe the inner cube Cb(2/

√
n, 0) each ver-

tex of which touches the surface of the ball and whose faces are parallel to the
faces of the cube Cb(2, 0). For any ε ∈ (0,

√
n − 1), the cube Cb( 2√

n
(1 + ε), 0)

may be shown to satisfy Cb(2/
√
n, 0) ⊂ Cb( 2√

n
(1 + ε), 0) ⊂ Cb(2, 0).

Let V = {vi}2
n

i=1 denote the set of vertices of Cb(2/
√
n, 0) with an arbitrary

but fixed ordering, and note that each vi may be expressed as 1√
n
(q1, . . . , qn)

https://doi.org/10.3390/e24111635
https://doi.org/10.3390/e24111635
https://www.mdpi.com/1099-4300/24/11/1635
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with each component qk ∈ {−1, 1}. The choice of ε ensures that the set

J0 =
{

x ∈ Sn−1(1, 0) | x /∈ Cb
( 2√

n
(1 + ε), 0

)}

.

is non-empty and that minx∈J0, y∈V ‖x− y‖ > ε√
n
.

Consider a family of distributions F1 ⊂ F which are supported on Sn−1(1, 0)×
{0, 1}, with the σ-algebra ΣS×{0}∪ΣS×{1}, where ΣS is the standard σ-algebra
on the sphere Sn−1 with the topology induced by the arclength metric.

We construct F1 as those distributions Dδ ∈ F such that

PDδ
(x, ℓ) = 0 for x ∈ Cb

(

2√
n
(1 + ε), 0

)

\ V, and any ℓ, (7)

with

PDδ
(x, ℓ) =

{

1
2n+1 for x ∈ V, ℓ = 1

0, for x ∈ V, ℓ = 0
(8)

and

PDδ
(J0, ℓ) =

{

0 for ℓ = 1,
1
2 for ℓ = 0.

(9)

The existence of an uncountable family of distributions Dδ satisfying (7)–(9) is
ensured by the flexibility of (9) and the fact that J0 contains more than a single
point (consider e.g. the family of all delta-functions supported on J0 and scaled
by 1/2). This construction moreover ensures that any Dδ ∈ F1 also satisfies the
separation property (2) with δ ≤ ε√

n
.

Let M = T ∪ V = {(xk, ℓk)}Mk=1, denote the (multi-)set corresponding to
the union of the training and validation sets independently sampled from Dδ,
where M = s + r = |M|. Let z : Rn × {0, 1} → {0, 1} be the trivial function
mapping a sample (x, ℓ) from Dδ into {0, 1} by z(x, ℓ) = ℓ. This function defines
new random variables Zk = z(xk, ℓk) ∈ [0, 1] for k = 1, . . . ,M , with expectation
E(Zk) =

1
2 .

The Hoeffding inequality ensures that

P

(

1

2
− 1

M

∑

Zk > q

)

≤ exp
(

−2q2M
)

,

and hence, with probability greater than or equal to

1− exp
(

−2q2M
)

, (10)

the number of data points (x, ℓ) with ℓ = 1 in the sample M is at least

⌊
(

1

2
− q

)

M⌋. (11)

Proof of statement (i), part 2. Let {e1, . . . , en} be the standard basis in Rn.
Consider the following set of 2n inequalities:

(x, ei) ≤
1√
n
, (x, ei) ≥ − 1√

n
, for i = 1, . . . , n. (12)
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Any function defined on [−1/
√
n, 1/

√
n]n (or which contains [−1/

√
n, 1/

√
n]n

in the domain of its definition) and which returns 1 for x satisfying (12) and 0
otherwise, minimises the loss L on T . It also generalises perfectly well on any V .
Hence a network implementing such a function shares the same properties.

Pick a function gθ ∈ Kθ and consider

gθ((x, ei)− 1/
√
n+ θ), gθ(−(x, ei) + 1/

√
n+ θ), i = 1, . . . , n.

It is clear that gθ(θ) − gθ((x, ei) − 1/
√
n + θ) = 0 for (x, ei) ≤ 1/

√
n, and

gθ(θ)−gθ((x, ei)−1/
√
n+θ) < 0 for (x, ei) > 1/

√
n. Similarly gθ(θ)−gθ(−(x, ei)−

1/
√
n+ θ) = 0 for (x, ei) ≥ −1/

√
n, and gθ(θ)− gθ(−(x, ei)− 1/

√
n+ θ) < 0 for

(x, ei) < −1/
√
n. Hence, the function f given by

f(x) =sign

(

n
∑

i=1

gθ(θ)− gθ((x, ei)− 1/
√
n+ θ)

+
n
∑

i=1

gθ(θ) − gθ(−(x, ei)− 1/
√
n+ θ)

) (13)

is exactly 1 only when all inequalities (12) hold true, and is zero otherwise. We
may therefore conclude that

f ∈ arg min
ϕ∈NNN,L

L(T ∪ V , ϕ).

Observe now that (13) is a two-layer neural network with 2n neurons in the
hidden layer and a threshold output. This core network can be extended to any
larger size without changing the map f by propagating the argument of sign(·)
in (13) to the next layers and appending the width as appropriate.

Proof of statement (i), part 3. Let us now show that the map (13) becomes un-
stable for an appropriately-sized set M. Suppose that there are ⌊(1/2−q)M⌋ data
points on which f(x) = 1, and by construction each is a vertex of Cb(2/

√
n, 0).

According to (10), (11), the probability of this event is not zero. Let x be one
such point and let ζ be a perturbation sampled from an equidistribution in the
ball Bn(α/

√
n, 0) for some α ∈ (0, ε/2). Then, with probability 1− 1

2n , the per-
turbation ζ is such that |f(x + ζ) − f(x)| = 1, since this is true for any ζ such
that x+ ζ /∈ I = Cb(2/

√
n, 0) ∩ Bn(α/

√
n, x), and the set I is uniquely defined

by the signs of exactly n linear inequalities which slice the ball into 2n pieces of
equal volume and so has probability 1

2n .
Finally, note that if there are at least m points (u1, ℓ1), . . . , (um, ℓm) in the set

U then the probability that all ui+ζ, i = 1, . . . ,m are outside of the correspond-
ing intersections follows from the union bound, which completes the argument.

Proof of statement (ii) of the theorem The argument used in the proof of
statement (i), part 2, implies that there exists a network f̃ ∈ NNN,L such that

f̃(x) takes value 1 when the inequalities

(x, ei) ≤
1√
n

(

1 +
ε

2

)

, (x, ei) ≥ − 1√
n

(

1 +
ε

2

)

, for i = 1, . . . , n. (14)
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are satisfied, and zero otherwise. This network also minimises L and generalises
beyond the training and validation data.

However, since for any α ∈ (0, ε/2) the function f̃ is constant within a ball
of radius α/

√
n around any data point x ∈ T ∪ V , we can conclude that f̃ is

insusceptible to the instabilities affecting f .
To show that there exists a pair of unstable and stable networks, f and

f̃ (the network f̃ is stable with respect to perturbations ζ : ‖ζ‖ ≤ α/
√
n),

consider systems of inequalities (12), (14) with both sides multiplied by a positive
constant κ > 0. Clearly, and regardless of the multiplication by κ, these systems
of inequalities define the cubes Cb(2

√
n, 0) and Cb(2

√
n(1+ε/2), 0), respectively.

Then

f(x) =sign

(

n
∑

i=1

gθ(θ)− gθ(κ((x, ei)− 1/
√
n) + θ)

+

n
∑

i=1

gθ(θ)− gθ(κ(−(x, ei)− 1/
√
n) + θ)

) (15)

encodes the unstable network, and

f̃(x) =sign

(

n
∑

i=1

gθ(θ)− gθ(κ((x, ei)− (1 + ε/2)/
√
n) + θ)

+

n
∑

i=1

gθ(θ) − gθ(κ(−(x, ei)− (1 + ε/2)/
√
n) + θ)

) (16)

encodes the stable one. These networks share the same weights but their biases
differ in absolute value by κε/(2

√
n). Given that κ can be chosen arbitrarily

small or arbitrarily large, the statement now follows.

Proof of statement (iii) of the theorem Part a) of statement (iii) can be
demonstrated following the same argument used to prove of statement (i) by
replacing the cube Cb(2/

√
n, 0) with Cb(2/

√
n(1 + ε/2), 0).

Part b) follows by considering a slightly modified family of distributions Dδ

in which the set V is replaced with

V = {vi | i = 1, . . . , 2n − k} ∪ V̂ ,

where
V̂ = {vi(1 + ε/2) | i = 2n − k + 1, . . . , 2n}.

The probability that a single point from V̂ is not present in M is (1−1/2n+1)M .
Since the samples are drawn independently, the probability that none of these
points are present in M is (1 − 1/2n+1)Mk. The probability, however, that a
point from V̂ is sampled is k/2n+1. ⊓⊔
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