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Abstract—Supervised classification recognizes patterns in the
data to separate classes of behaviours. Canonical solutions con-
tain misclassification errors that are intrinsic to the numerical
approximating nature of machine learning. The data analyst
may minimize the classification error on a class at the expense
of increasing the error of the other classes. The error control of
such a design phase is often done in a heuristic manner. In this
context, it is key to develop theoretical foundations capable of
providing probabilistic certifications to the obtained classifiers.
In this perspective, we introduce the concept of probabilistic
safety region to describe a subset of the input space in which the
number of misclassified instances is probabilistically controlled.
The notion of scalable classifiers is then exploited to link the
tuning of machine learning with error control. Several tests
corroborate the approach. They are provided through synthetic
data in order to highlight all the steps involved, as well as
through a smart mobility application.

Index Terms—Misclassification error control, probabilistic
safety regions, scalable classifiers, statistical learning

I. INTRODUCTION AND PROBLEM FORMULATION

SAFETY-CRITICAL assessment of machine learning
(ML) is currently one of the main issues in trustworthy

artificial intelligence [1], [2]. The scope is to understand
under which conditions autonomous operation may lead
to hazards, in order to reduce to the minimum the risk
of operating with detrimental effects to the human or the
environment. Such an assessment is mandatory in several ap-
plication domains, such as avionics [3], finance [4], health-
care [5], smart mobility [6], cybersecurity [7] as well as
with autonomous systems [1], [2], [8]. Informally speaking,
the safety assurance of ML consists of building guardrails
around the autonomous decision in front of uncertainty [9].
This can be achieved with a combination of rigorous ver-
ification [10], design validation [11] or standardized safety
analysis1. However, those approaches look at ML from the
outside, by analyzing risks at system level. Intrinsically in
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ML, on the other hand, there is the possibility to link the
search of classification boundaries with error control. More
specifically, the error control may be built around the class
of behavior it is desired to protect, e.g., collision avoidance,
disease status, cyber attack in progress. This may change
the theoretical approach to algorithm design considerably.
In this respect, the guardrails are built here on the basis of
order statistics [12], by incorporating them as probabilistic
constraints of the model. The notion of probabilistic safety
region is firstly outlined. The region defines the subset of
data samples under which the error is constrained. Second,
a specific class of classifiers, named scalable classifiers is
introduced as a valuable tool to construct probabilistic safety
regions. In particular, the optimal shape of the region may
be obtained by setting the value of the parameters within
the set of possible scalable classifiers.
Namely, scalable classifiers share the property of having
a scaling parameter that can be adjusted to control both
the classification boundary and the inherent error. Suitable
classifiers are in this respect, for instance, support vector
machines, support vector data description, logistic regres-
sion; but the class is very rich and several different and
new scalable classifiers may be devised. Probabilistic scaling
[13] drives the validation of parameters setting. Based on
this scaling procedure, the proposed design methodology is
capable of probabilistically guaranteeing a given error level
valid for the largest possible region.

A. Contribution

More specifically, the contribution of this research is
twofold. First, the family of Scalable Classifiers (SCs) is
studied as a new group of classifiers that share the property
of being scalable, that is, of being controllable by a single
scalar parameter (Section II-A). Then, the definition of
Probabilistic Safety Region (PSR) models the idea of giving
probabilistic guarantees on the prediction of a classification
(but in general also a regression) problem (Section II-B). The
link between these two concepts is provided by probalistic
scaling, a state-of-the-art technique for providing probabilis-
tic bounds based on the field of order statistics [14]. More-
over, we take into account the variability of the classifier
due to the hyperparameter selection. It is known that the
choice of the hyperparameters can affect dramatically the
result in the prediction of the model. Usually, their optimal
setting is a hard task. To cope with this problem, we apply
our probabilistic safety framework to classifiers obtained by
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finite families of hyperparameters, selecting among this set
of confident classifiers the one which optimizes a certain
statistical index, for example minimizing the false positive
rate of the classification (Section III).
The result is a totally new framework in statistical learning
that shares the requirements of AI trustworthiness, i.e., it is
reliable, safe and robust.

B. Related works

The concept of robust Machine Learning has several subtle
meanings. Initially, overfitting was the main issue involved
in robustness [15]. More recently, robustness passes through
the capacity of the model to counter adversarial attacks
[16], to handle data-privacy problems [17], to have good
generalisation properties [18], and many other theoretical
and practical challenges [19] facing the scientific commu-
nity. Today, robustness is inseparable from safety, and the
reason for this is entirely agreeable: algorithms that cannot
handle data fluctuations or fail to provide sufficient levels
of reliability can lead to risky situations for users. Safety
and robustness are, therefore, fundamental requirements that
cannot be separated.
In relation with the concept of safety [20], the idea of Safety
Region (SR) [21] deals with the identification of the regions
of the input space that lead to predictions with the same
guaranteed level of confidence. Currently, there are different
methodologies addressing this topic: Conformal Prediction
(CP) [22], which deals with the discovery of the confidence
interval of each prediction, thus giving a clear indication of
the quality of the prediction. Error Quantification [23] pro-
vides a methodology to quantify uncertainty with probabilis-
tic maximization. Bayesian learning contexts [24], which
provide probabilistic guarantees by exploiting the degree
of belief about the output. Selective Classification, [25] in
which the model can abstain from making a prediction and
the goal is to minimize incorrect predictions while also
minimizing abstentions. Covariate shift [26], where the goal
is to learn a classifier based on samples from training and test
that have different marginal distributions but share the same
conditional labelling functions for all points. CP is one of
the most recognised methods for confidence calculation. In
order to meet the probabilistic guarantees, CP might assign
more than a single class to a given point of the input space.
The method proposed here is inspired on the procedure used
in the computation of the confidence level sets of the SR.
Reformulation of classifiers to make them more robust or
reliable is well established and defined. For example, the
support vector machine (SVM) model (which we will show
to be a scalable classifier) has been extensively studied (see
[27]–[31]).
Recent approaches deal with finding regions with fixed false
negative or positive rates, by means of sensitivity analysis
of SVDD in [32], and of Boolean rules in [33], but they
disregard the confidence interval of the resulting regions.
Understanding the concept of confidence more broadly, the
following approaches can also be considered. Out of distri-
bution detection [34], where statistical tests are performed

to assess if predictions are performed in conditions different
from what was learned from the training stage. Counter-
factual eXplanation [35], [36], which finds the minimum
feature variation in order to change the predicted class.
In summary, the control of the confidence of the model [37]
is the goal we pursue in this paper. The proposed method-
ology is suitable to address the potential variations in the
underlying probability distribution of the data.
The introduction of the scalable family of classifiers makes
it possible to approximate the PSR while maintaining the
same level of confidence. Together with probabilistic scaling,
scalable classifiers provide a new framework for compliant
machine learning. What is new about this approach is that
probabilistic assurance is provided in the design phase of
the classifier, along with the calibration of the model. This
is a key point because in the state of the art all methods that
address the problem of providing probabilistic guarantees in
prediction are based on a posteriori approaches.

C. Notation and order statistics concepts

Given an integer n, [n] denotes the integers from 1 to n.
Given x ∈ R, ⌊x⌋ denotes the greatest integer no larger than
x and ⌈x⌉ the smallest integer no smaller than x. The set of
non-negative reals is denoted R+. Given integers k, n, and
parameter ε ∈ (0, 1), the Binomial cumulative distribution
function is denoted as

B(k;n, ε)
.
=

k∑
i=0

(
n

i

)
εi(1− ε)n−i.

Pr{A} denotes the probability of the event A.

The following definition is borrowed from the field of order
statistics [14], [23].

Definition (Generalized Max). Given a collection of n
scalars Γ = {γi}ni=1 ∈ R

n, and an integer r ∈ [n], we
denote by

max(r)(Γ)

the r-smallest value of Γ, so that there are no more than
r − 1 elements of Γ strictly larger than max(r)(Γ).

We will often refer to r as a discarding parameter, since the
generalized max can be interpreted as a classical maximum
after the largest r − 1 points are discarded. Indeed, to
construct max(r)(Γ) it is sufficient to order the elements
of Γ as {γ(1), γ(2), . . . , γ(n)} so that

γ(1) ≥ γ(2) ≥ · · · ≥ γ(n).

Then, we let max(r)(Γ)
.
= γ(r).

The following result, see Property 3 in [14], states how to ob-
tain a probabilistic upper bound of a random scalar variable
by means of the notion of generalized max. This result has
been used in the context of uncertainty quantification [23]
and chance-constrained optimization [13], [38], and plays a
key role in our successive developments.
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Property 1 (Scaling factor [14]). Given probabilistic pa-
rameters ε ∈ (0, 1), δ ∈ (0, 1) and a discarding parameter
r ≥ 1, let n ≥ r be chosen such that

B(r − 1;n, ε) ≤ δ. (1)

Suppose that γ ∈ R is a random scalar variable with
probability distribution W . Draw n i.i.d. samples {γi}ni=1

from distribution W . Then, with a probability no smaller
than 1− δ,

PrW

{
γ > max(r)({γi}ni=1)

}
≤ ε.

In words, this results shows that, if the number of points
is chosen large enough, the generalized max constitutes
with very high probability a good approximation of the true
maximum, in the sense that the probability of obtaining a
larger value may be bounded a-priori.
The following corollary, proved in this form in [13], provides
a way to explicitly bound the number of samples n (i.e.
the so-called sample complexity), by “fixing” the discarding
parameter r to be a percentage of the total number of
samples, i.e. letting r = βεn.

Corollary I.1 (Explicit bound [13]). Let r = ⌈βεn⌉, where
β ∈ (0, 1), and define the quantity

κ
.
=

(√
β +

√
2− β√

2(1− β)

)2

.

Then, inequality (1) is satisfied for

n ≥ κ

ε
ln

1

δ
. (2)

Specifically, the choice β = 0.5 leads to r =
⌈εn
2

⌉
and

n ≥ 7.47

ε
ln

1

δ
.

II. SCALABLE CLASSIFIERS AND SAFE SETS

Classification algorithms assign to a given input vector
x ∈ X a single label y ∈ Y based on certain patterns in
the data. We here consider the case of binary classification,
with classes y ∈ {+1,−1}. Note that this choice of labels
is without loss of generality, since any binary classifier can
be converted to these labels. In our context, we assume
that the label +1 denotes the target class S, which is to
be interpreted as “safe” configurations. The label −1 refers
instead to the non-target class U (i.e. unsafe configuration).
We write x =̂ S to denote the fact that the vector x is safe,
i.e. it has “true” label +1. Similarly, x =̂U denotes that x
is unsafe.
The main goal of our approach is to design, based on obser-
vations, a safety region, i.e. a region S of the feature space
X for which we have a guarantee that the probability of
being unsafe is not larger than a given risk level ε ∈ (0, 1).
More formally, we consider a probabilistic framework, and
assume that the observations come from a fixed probability
distribution. Then, for a given risk level ε ∈ (0, 1), we
are interested in constructing a Probabilistic Safety Region
(PSR), denoted by Sε, satisfying

Pr
{
x =̂U and x ∈ Sε

}
≤ ε. (3)

In words, a PSR region Sε ⊆ X represents a set such that
the probability of observing the event x =̂U conditioned to
the event x ∈ Sε is lower or equal than ε.
This paper provides a general approach to constructing such
sets while maximizing a given performance index (e.g.,
size). We rely on a two-level of probability framework
in which the final provided set is a probabilistic safety
region with a (prescribed) level of probability. To generate
such probabilistic safety regions, we introduce a special
(but rather general) class of classifiers, that we refer to as
scalable classifiers (SCs). Namely, SCs are classifiers whose
formulation can be made to explicitly depend on a scaling
parameter ρ ∈ R. The parameter ρ allows to dynamically
adjust the boundary of the classification: changing ρ causes
the classifier to widen, shrink, or change shape completely.
With some abuse of notation, we can think of the different
values of ρ as different “level sets” of the classification
function.

A. Scalable Classifiers

Formally, we consider binary classifiers which can be for-
mulated as follows

ϕθ(x, ρ)
.
=

{
+1 if fθ(x, ρ) < 0,

−1 otherwise.
(4)

where the function fθ : X × R −→ R is the so-called
classifier predictor. Note that, in the above notation, we
highlight the fact that fθ may depend also on a second set
of parameters θ ⊂ R

nθ . The vector θ = [θ1, · · · ,θnθ
]⊤

collects the so-called classifier hyperparameters, that is
all those parameters to be adjusted in the model (e.g.
different choices of kernel, regularization parameters, etc.).
Obviously, a different choice of θ corresponds to a possibly
very different classifier. The role of different choices of θ
in the construction of the classifier is extremely important,
and will be discussed in Section III.

Note that ϕθ(x, ρ) may be interpreted as the “tentative” (or
predicted) label associated to the point x by the classifier.
In the sequel, with some slight abuse of notation, we will
sometimes refer to fθ as the classifier itself.
As we will see in the following derivations, the scaling
parameter ρ plays a key role for this particular family of
classifiers. Specifically, in order to define a SC, we require
that the ρ-parametrized classifier ϕθ(x, ρ) satisfies some
special “ordering” condition, as defined next.

Assumption 1 (Scalable Classifier). We assume that for
every x ∈ X , fθ(x, ρ) is a continuous and monotonically
increasing function on ρ, i.e.

ρ1 > ρ2 ⇒ fθ(x, ρ1) > fθ(x, ρ2), ∀x ∈ X . (5)

We assume also that

lim
ρ→−∞

fθ(x, ρ) < 0 < lim
ρ→∞

fθ(x, ρ), ∀x ∈ X . (6)

Property 2 (Boundary radius). Suppose that Assumption 1
holds. Then, for each x ∈ X , there exists a unique ρ̄(x)
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satisfying fθ(x, ρ̄(x)) = 0. Moreover, the classifier ϕθ(x, ρ)
given by (4) satisfies

ϕθ(x, ρ) = −1 ⇔ ρ ≥ ρ̄(x).

The proof of Property 2 is available in Appendix A. In this
paper, and under Assumption 1, we denote ρ̄(x) the unique
solution (see Property 2) to the equation

fθ(x, ρ) = 0.

In words, a scalable classifier is a classifier for which, given
x, there is always a value of ρ, denoted ρ̄(x), that establishes
the border between the two classes. Therefore, a SC is a
classifier that maintains the target class of a given feature
vector x under a decrease of ρ We also remark that this
definition is implied by condition (5). Indeed, for a given
x̃ ∈ X and ρ1 > ρ2, if fθ(x̃, ρ1) < 0 (i.e. ϕθ(x̃, ρ1) = +1)
then fθ(x̃, ρ2) < fθ(x̃, ρ1) < 0 (i.e. ϕθ(x̃, ρ2) = +1).
Next property shows that any standard binary classifier
can be rendered scalable by simply including the scaling
parameter ρ in an additive way.

Property 3. Consider the function f̂θ : X → R and its
corresponding classifier

ϕ̂θ(x)
.
=

{
+1 if f̂θ(x) < 0,

−1 otherwise.

Then, the function fθ(x, ρ) = f̂θ(x)+ρ satisfies Assumption
1 and thus provides the scalable classifier

ϕθ(x, ρ)
.
=

{
+1 if fθ(x, ρ) < 0,

−1 otherwise.

Proof. The result is trivial because fθ(x, ρ) = f̂θ(x)+ ρ is
clearly a continuous and monotonically increasing function
on ρ. It is also straightforward to check that (6) is satisfied.

The next example illustrates the use of the previous property
to obtain a scalable classifier from a standard linear classifier.
In subsection II-C we present other examples of scalable
classifiers and we show that the scaling parameter ρ does not
need necessarily to appear in an additive way into fθ(x, ρ)
to obtain a SC.

Example II.1 (Linear classifier as scalable classifier). Con-
sider the standard linear classifier defined by means of the
function

f̂θ(x) = w⊤x− b.

The classifier elements w, b may be obtained, for instance,
as the solution of a SVM problem of the form

min
w,b

1

2η
w⊤w +

1

2

n∑
i=1

max
{
0, 1 + yi(w

⊤φ(xi)− b)
}
,

and notice that we are not using the usual form
of the hinge loss with a minus in front of yi
(max

{
0, 1− yi(w

⊤φ(xi)− b)
}

) since we would like f̂θ(x)
to be negative for y = +1 and positive otherwise.
In this case, the classifier depends on the choice of the

regularization term η, and of the specific regressor functional
φ(·). That is, for a fixed choice of regressor, the hyperpa-
rameter vector is just the scalar θ = η. In this sense, we
remark that a more rigorous notation would be w = w(θ)
and b = b(θ), but we omit this dependence for the sake of
readability.
As stated in the proof of Property 3, it is immediate to
observe that linear classifiers belong indeed to the class
of scalable classifiers if we introduce a scaling parameter ρ
in an additive way, that is

fθ(x, ρ) = w⊤x− b+ ρ. (7)

Indeed, given ρ1 > ρ2 we immediately have that

w⊤x− b+ ρ1 > w⊤x− b+ ρ2, ∀x ∈ X ,

and it is straightforward to see that also (6) holds.

B. Main Result: Probabilistic Safety Regions

Consider a given SC classifier fθ(x, ρ) (i.e. a classifier de-
signed considering a specific choice2 of hyperparameter θ).
Then, for a given value of the scaling parameter ρ ∈ R, we
define the ρ-safe set

S(ρ) = { x ∈ X : fθ(x, ρ) < 0 },

which represents the set of points x ∈ X predicted as safe
by the classifier with the specific choice ρ i.e. the safety
region of the classifier fθ for given ρ.
Note that, contrary to the similar concept introduced in [13],
the interpretation of ρ as a “radius” is not valid anymore.
That is, ρ shall be viewed as a safety inducing parameter:
the larger ρ, the more stringent the requirements will be and
thus, the smaller will be the corresponding ρ-safe set. Also,
note that ρ ∈ R, hence it can take negative values. 3. The
reason why we prefer the current formulation is that it allows
us to draw a clear parallel with the results in conformal
prediction, see Remark V.1. Indeed, following the reasoning
above, it is easy to see that the larger ρ, the smaller is the
region. In other words, it is easy to see that

ρ1 > ρ2 =⇒ S(ρ1) ⊂ S(ρ2).

This behavior is depicted in Fig. 1.
In the next section, for completeness, we present some
notable examples of well-assessed classifiers which can
be reformulated in a way so that they belong to the SC
family. We now introduce the main result of the paper,
which is a simple procedure to obtain, from a calibration
set Zc

.
= {(xi, yi)}nc

i=1, a probabilistic safety region Sε

that with a probability no smaller than 1 − δ satisfies the
probability constraint

Pr
{
y = −1 and x ∈ Sε

}
≤ ε.

2Note that in this section, we assume θ to be fixed and given. Section III
discusses in detail how the possibility of choosing θ may be exploited to
improve the SC.

3One may salvage the “radius” interpretation by introducing a new
parameter ρ̃ .

= −ρ, but we prefer not to do this because this choice would
complicate the ensuing derivations.
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Figure 1. Graphical depiction of the role of the scaling parameter. The
blue circles represent safe points x =̂ S, while the red crosses represent
unsafe ones, x =̂U.

We will assume that the pair (x, y) is a random variable and
that Pr{x ∈ X} = 1. Moreover, the nc samples of Zc are
assumed i.i.d..

Theorem II.1 (Probabilistic Safety Region). Consider the
classifier (4), and suppose that Assumption 1 holds and that
Pr{x ∈ X} = 1. Given a calibration set Zc

.
= {(xi, yi)}nc

i=1

(nc i.i.d. samples), suppose that δ ∈ (0, 1), ε ∈ (0, 1), and
the integer discarding parameter r satisfies nc ≥ r ≥ 1, and

B(r − 1;nc, ε) ≤ δ.

Consider the subset ZU
c =

{
(x̃U

j ,−1)
}nU

j=1
corresponding

to all the unsafe samples in Zc and define the probabilistic
scaling of level ε as follows

ρε
.
= max(r)

(
{ρ̄(x̃U

j )}
nU
j=1

)
, (8)

and define the corresponding ρε-safe set

Sε
.
=

{
S (ρε) if nU ≥ r
X otherwise.

Then, with probability no smaller than 1− δ,

Pr
{
y = −1 and x ∈ Sε

}
≤ ε. (9)

The proof of Theorem II.1 is available in Appendix B.
From Corollary I.1, it is easy to see that the smaller ε is,
the larger max(r) is (i.e., ρε).
In this view, ρε is in line with the idea of a safety-inducing
parameter discussed previously, since it operationally en-
codes the probabilistic guarantee required by ε.

C. Examples of Scalable Classifiers

As stated by Property 3, any standard classifier can be con-
verted into a scalable one by means of the inclusion of the
scaling parameter ρ in an additive way. Using this scheme,
we present in this section families of scalable classifiers
obtained from Support Vector Machines and Support Vector
Data Description classifiers. Additionaly, we also show how
to obtain a scalable classifier from the Logistic Regression
classifier by including the parameter ρ in a non-additive
manner. In the following examples, we assume we are given
a learning set

ZL
.
= {(xi, yi)}ni=1 ⊆ X × {−1,+1}

containing observed feature points and corresponding labels
zi = (xi, yi). Then, we introduce the kernels (see e.g. [39]).
In particular, letting

φ : X −→ V

be a feature map (where V is an inner product space) we
define

Φ =
[
φ(x1) φ(x2) . . . φ(xn)

]
, (10)

D = diag{y1, y2, . . . , yn}, (11)
K = Φ⊤Φ, (12)

with Ki,j = K(xi,xj) = φ(xi)
⊤φ(xj), i ∈ [n], j ∈ [n]

the kernel matrix.
The models considered and their derivation is absolutely
classical. However, since we are interested in scalable
classifiers with guaranteed safety, for each model we will
consider two hyperparameters, i.e. we will set θ = [η, τ ]⊤,
where besides the classical regularization parameter η ∈ R
we introduce a weighting term τ ∈ (0, 1) that penalizes
missclassification errors (the role of τ is much in the spirit
of quantile regression formulation [40]).
1) Scalable SVM: SVM is the simplest extension of a linear
model and indeed we define its classifier predictor as

f̂θ(x) = w⊤φ(x)− b.

The SVM formulation we adopt is the classical one proposed
by Vapnik in [41], with the addition of the weighting
parameter τ :

min
w,b,ξ1,...,ξn

1

2η
w⊤w +

1

2

n∑
i=1

((1− 2τ)yi + 1) ξi

s.t. yi(w
⊤φ(xi)− b) ≤ ξi − 1, i ∈ [n], (13)

ξi ≥ 0, i ∈ [n].

We explicitly report the formulation in (13) since our specific
definition of the classifier, which requires fθ(xi) to be
negative when yi equals +1, leads to a slightly different
formulation than the classical one.
The offset b can be found exploiting special feature points
xs called support vectors that are such that φ(xs) lies on
the boundary of the transformed space. The addition of the
scaling parameter ρ changes the model in

fθ(x, ρ) = w⊤φ(x)− b+ ρ. (14)

We observe that, for the linear kernel, the variation of ρ is
simply a rigid translation of the classification hyperplane;
for other kernels, for example, the Gaussian kernel or the
polynomial kernel, the effect is the “deflation” or the “infla-
tion” of the classification boundary. The composition with
the feature map does not affect the scalability property of the
linear classifier, so it is easy to verify from the considerations
made in II.1 that indeed scalable SVM satisfies Assumption
1 (see also Property 3).

Remark II.1 (On the role of τ parameter.). Indeed, it is
easy to see that small values of τ add more weight to the
class +1, which is the class we are interested in. So, the
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choice of a “good” value of τ is particularly important.
This will be discussed in Section III, where the possibility of
considering several values for this parameter in the context
of our approach is discussed in detail.

2) Scalable SVDD: SVDD was introduced in [42] based on
the idea of classifying the feature vectors by enclosing the
target points (in the kernel space) in the smallest hypersphere
of radius R and center w. With this idea, we define the
scalable classifier predictor for SVDD as

fθ(x, ρ) = ∥φ(x)−w∥2 − (R2 − ρ), (15)

where w, R are obtained as the solution of the following
weighted optimization problem

min
w,R,ξ1,...,ξn

1

2η
R2 +

1

2

n∑
i=1

((1− 2τ)yi + 1) ξi (16)

s.t. yi

(
∥φ(xi)−w∥2 −R2

)
≤ ξi, i ∈ [n],

ξi ≥ 0, i ∈ [n]

that, again, depends on the hyperparameters θ = [η, τ ]⊤,
playing the role of regularization and missclassification
parameters. As for the SVM model, the radius R is retrieved
by support vectors, that are feature points lying on the
hypersphere boundary of the classification in the kernel
space. It is immediate to observe that the introduction of
the scaling parameter ρ maintains the idea that an increase
in ρ will result in a smaller radius R̃2 = R2 − ρ, thus im-
plying the meaning of safety induction. Indeed, the scalable
SVDD-classifier predictor (15) clearly satisfies equations (5)
and (6).
3) Scalable Logistic Regression: Logistic Regression (LR)
classifies points x ∈ X on the basis of the probability
expressed by the logistic function

1

1 + ew⊤φ(x)−b
= Prθ {y = +1 | x}

= 1− Prθ {y = −1 | x} ,

where w and b minimize the regularized negative log-
likelihood

L (w, b | x, y) = 1

2η
w⊤w

+
1

2

n∑
i=1

((1− 2τ)yi + 1) log
(
1 + eyi(w⊤φ(xi)−b)

)
,

with b explicitly computed with the support vectors of the
model. Note that, differently from classical LR and in the
spirit of previously described approaches, we introduce into
the cost function the weight parameter τ ∈ (0, 1) to pe-
nalize misclassification, we also consider the regularization
parameter η > 0. In this case, defining

f̂θ(x) =
1

2
− 1

1 + ew⊤φ(x)−b
,

the standard LR classifier is given by

ϕ̂θ(x)
.
=

{
+1 if f̂θ(x) < 0,

−1 otherwise.

We now show that the following function

fθ(x, ρ) =
1

2
− 1

1 + ew⊤φ(x)−b+ρ,

satisfies Assumption 1, and thus provides a scalable clas-
sifier. Clearly, fθ(x, ρ) is a continuous and monotonically
increasing function on ρ. Moreover,

lim
ρ→−∞

fθ(x, ρ) = −1/2 < 0 < 1/2 = lim
ρ→+∞

fθ(x, ρ).

Thus, we conclude that

ϕθ(x, ρ)
.
=

{
+1 if fθ(x, ρ) < 0,

−1 otherwise.

is a scalable classifier.

Remark II.2 (Generality of SC). We remark that the three
examples above, although already significant in themselves,
represent only a small subset of possible scalable classifiers.
Indeed, as stated in Property 3, any standard classifier can
be easily converted into an scalable one. Thus, the results
presented in this paper can be directly applied, for example,
to any deep neural network classifier.

Remark II.3. We emphasize that one of the main ad-
vantages of our approach is that the distribution of the
calibration set need not be equal to that of the learning set.
It should be equal to the one for which we want to impose
probabilistic guarantees. This is a crucial observation, since
probabilistic guarantees apply only to the distribution from
which the calibration set was drawn, which must therefore
be chosen carefully. Note also that as the desired degree
of guarantee changes, the cardinality required for the the
calibration set changes.

Example II.2. To give the reader a simple but meaningful
idea of the method, Figure 2 shows the behavior of the
PSR as ε varies while δ is fixed to 10−6. For this example,
we sampled with equal probability two classes, “safe” S
and “unsafe” U, from two Gaussian distributions with
respectively means and covariance matrices

µS =

[
−1
−1

]
, ΣS = I ; µU =

[
+1
+1

]
, ΣU = I

where I is the identity matrix. We sampled 3000 points for
the training set and 10000 for the test set, and nc = nc(ε)
points for the calibration set according to Corollary I.1
(from 146 points for ε = 0.5 up to 7261 for ε = 0.01).
The behaviour of the PSR constructed via the scalable
classifiers is in agreement with the theory developed: the
smaller the ε (i.e. the smaller is the error required) the
smaller is the PSR, to guarantee more probability of safety.
For scalable SVM (left) and scalable SVDD (middle) we
choose a linear kernel, while for scalable LR (right) a
Gaussian kernel was used. The blue cirles represent safe
points x =̂ S, while the red crosses represent unsafe ones,
x =̂U.
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(a) Scalable SVM (b) Scalable SVDD (c) Scalable LR

Figure 2. 2D examples of PSRs via, respectively from left to right, scalable SVM (linear kernel), scalable SVDD (linear kernel) and scalable LR (Gaussian
kernel). Synthetic test data were sampled from Gaussian distributions and classified for varying values of ε (from 0.01 to 0.5, from lighter to darker colors),
after calibrating the scalable parameters with a calibration set of size nc according with bound (2) and δ = 10−6. Blue points refer to the safe class (x =̂ S)
and reds to the unsafe one (x =̂U).

III. FINITE FAMILIES OF HYPERPARAMETERS

Probabilistic scaling guarantees confidence in prediction for
any given scalable classifier. In other words, for any fixed
value of hyperparameter θ, the safety set obtained selecting
the scaling parameter ρ according to our procedure will
fulfill the required probabilistic guarantees (Theorem II.1).
However, it should be remarked that different values of θ
will correspond to different models, and the resulting set will
consequently be different, both in “size” and in “goodness”.
In particular, if the starting SC has been chosen badly, our
procedure would lead to a very small PSR, that would be
indeed guaranteed theoretically, but with no practical use.
Hence, the problem of selecting the best initial SC becomes
of great importance. In our setup, this problem translates
in choosing the best value for the hyperparameter. Also,
we remark that, in general, there may be other parameters
that affect the performance of a classifier, such as the
choice of different kernels or different weights or different
regularizations and many others. Hence, in general, the
hyperparameter θ may be of larger dimensions and consider
several possible choices.
To formally state our problem, we assume to have a finite
set of m possible hyperparameters to choose from

Θ =
{
θ(1),θ(2), . . . ,θ(m)

}
, (17)

and we consider the problem of selecting the “best” one.
Hence, we assume we are given a performance function
J : Θ → R which measures the goodness of the model
described by θ. Then, we will choose

θ⋆ .
= argmax

θ∈Θ
J(θ).

Clearly, depending on the problem at end, different cost
functions may be devised. We discuss a possible meaningful
choice of performance function in Section III-B. In the
following section, we show how the scaling procedure can
be easily modified to guarantee that the selected SC, and
the ensuing estimate of the PSR, still enjoy the desired
probabilistic guarantees.

A. Probabilistic scaling for finite families of SC

The following results, whose proof is a direct consequence
of Bonferroni’s inequality and is omitted for brevity, shows
how the results in Theorem II.1 may be immediately ex-
tended to the case of a finite family of classifiers, i.e. a finite
set of candidate SCs described by a finite set of possible
values of hyperparameters.

Theorem III.1 (Probabilistic Safety Region for finite fam-
ilies of hyperparameters). Consider the classifier (4), a
finite set of possible hyperparameter values θ ∈ Θ ={
θ(1),θ(2), . . . ,θ(m)

}
, and suppose that Assumption 1

holds and that Pr{x ∈ X} = 1. Fix a risk parameter
ε ∈ (0, 1), a probability level δ ∈ (0, 1) and an integer
discarding parameter r ≥ 1. Given ZU

c =
{
(x̃U

j ,−1)
}nU

j=1
corresponding to all the unsafe samples in a calibration set
Zc of nc ≥ r i.i.d. samples, for all θ(k), k ∈ [m], compute
the corresponding scaling factors:

• compute the scaling parameters

ρ̄
(k)
j such that fθ(k)(x̃U

j , ρ̄
(k)
j ) = 0, j ∈ [nU ], k ∈ [m],
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(a) η = 10−2, τ = 0.1
J(η, τ) = 535

(b) η = 10−1, τ = 0.1
J(η, τ) = 563

(c) η = 1, τ = 0.1
J(η, τ) = 590

(d) η = 10−2, τ = 0.5
J(η, τ) = 697

(e) η = 10−1, τ = 0.5
J(η, τ) = 776

(f) η = 1, τ = 0.5
J(η, τ) = 736

(g) η = 10−2, τ = 0.9
J(η, τ) = 662

(h) η = 10−1, τ = 0.9
J(η, τ) = 811

(i) η = 1, τ = 0.9
J(η, τ) = 770

Figure 3. Plots of PSRs at the varepsilon = 0.05 level for Gaussian SVDD with different regularization parameters (η) and different weights (τ ). The
shape of the region changes by varying the design parameters, but maintaining the probabilistic guarantee on the number of unsafe points within it. The best
configuration is chosen by maximizing a performance index, in this case the number of calibration points contained in the region (see the equation (21)).
For this toy example, the best configuration is obtained for epsilon = 10−1 and tau = 0.9, but others can be found by increasing the number of candidate
design parameters.

• compute the k-th probabilistic radius and the k-th
probabilistic safety region of level ε, i.e.

ρ(k)ε
.
= max(r)

(
{ρ̄(k)j }nU

j=1

)
, (18)

S(k)
ε

.
=

{
S
(
ρ
(k)
ε

)
if nU ≥ r

X otherwise.
. (19)

Then, the following holds

Pr
{
Pr

{
y = −1 and x ∈ S(k)

ε

}
≤ ε

}
≥ 1−mB(r−1;nc, ε),

(20)
∀k ∈ [m].

In particular, this means that all sets S(k)
ε are valid PSR

candidates, and we have the possibility of selecting among
those the “best” one according to some specific measure on
how we expect the SC to behave. In the next subsection,
we propose a possible criterion which proved to be very
effective in our experience.

B. Increase of safe points

In general, one is interested in a solution which, besides
providing probabilistic guarantees on the safe region, i.e.
minimizing the probability of having unsafe points in the
set S(k)

ε , it also maximises the number of safe points
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captured by the region itself. To this end, we first notice
that, when applying the scaling procedure, we are basically
only exploiting the unsafe points in calibration set Zc (i.e.
the points belonging to ZU

c ).
It is thus immediately to observe that the remaining points
in the calibration set, i.e. the points belonging to

ZS
c = Zc \ ZU

c ,

i.e. the set containing all the safe (+1) points in Zc may be
exploited in evaluating the goodness of the candidate sets.
To this end, given a candidate set S(k)

ε , we can measure
its goodness by choosing the cardinality of that set as the
performance function

J(θ(k))
.
=

∣∣∣{z ∈ ZS
c : z ∈ S(k)

ε

}∣∣∣ . (21)

Example III.1. Considering the scalable SVDD with Gaus-
sian kernel, in the same design as ExampleII.2, but with a
probability of sampling outliers per class set at pO = 0.1
(to allow for some noise), with only 1, 000 points for the
test set (to make the boundary plot clearer, see Figure 3)
and with ε set to 0.05 (that gives a calibration set with
2, 064 points), we computed the probabilistic safety region
Sε for different values of the hyperparameters θ = [η, τ ],
specifically η = [10−2, 10−1, 1] and τ = [0.1, 0.2, . . . , 0.9].
All regions satisfy the probabilistic bound on the number of
unsafe points within Sε, i.e. Pr{x =̂U and x ∈ Sε} < 0.05,
but the area covered changes as the design parameters
change. The best region can be chosen as the one that
maximizes an index parameter, as in this case the equation
(21) that increases the number of safe points in the PSR.

Finally, it is worth noting that, more generally, the parameter
to be optimized can be specified in principle according to
the specific problem to be solved. For example, J can be
defined such that it maximizes accuracy or minimizes only
false positives or false negatives or optimizes any other
performance index.

IV. A REAL-WORLD APPLICATION:
VEHICLE PLATOONING

Safety critical assessment represents a fundamental require-
ment in the automotive industry and vehicle platooning
(VP) [43] represents one of the most challenging CPS
(Cyber Physical System) in this context. The main goal
of VP is to find the best trade-off between performance
(i.e., maximizing speed and minimizing vehicle mutual
distance) and safety (i.e., collision avoidance). With the
idea of finding the largest region in the input space where
safety is probabilistically guaranteed, we tested our scalable
classifiers on the following scenario: given the platoon at a
steady state of speed and reciprocal distance of the vehicles,
a braking is applied by the leader of the platoon [44], [45].
Safety is referred to a collision between adjacent vehicles
(in the study, it is actually registered when the reciprocal
distance between vehicles achieves a lower bound, e.g. 2
m). The dynamic of the system is generated by the following
differential equations [44]:

{
v̇ℓ =

1
mℓ

(Fℓ − (aℓ + bℓ · v2ℓ ))
ḋℓ = vℓ−1 − vℓ

(22)

where vℓ,mℓ, aℓ, bℓ and Fℓ are, respectively, the speed, the
mass, the tire-road rolling distance, the aerodynamic drag
and the braking force (the control law) of vehicle ℓ and dℓ
is the distance of vehicle ℓ from the previous one ℓ− 1.
The behaviour of the dynamical system is synthesised by
the following vector of features:

x = [N, ι(0), F0,m,q,p], (23)

N + 1 being the number of vehicles in the platoon, ι =
[d,v,a] are the vectors of reciprocal distance, speed, and
acceleration of the vehicles, respectively (ι(0) denotes that
the quantities are sampled at time t = 0, after which a
braking force is applied by the leader [45] and simulations
are set in order to manage possible transient periods and
achieve a steady state of ι before applying the braking), m is
the vector of weights of the vehicles, F0 is the braking force
applied by the leader, q is the vector of quality measures of
the communication medium (fixed delay and packet error
rate (PER) are considered in the simulations) and finally p
is the vector of tuning parameters of the control scheme.
The Plexe simulator [44], [45] has been used to reg-
ister 20000 observations in the following ranges: N ∈
[3, 8], F0 ∈ [−8,−1] × 103N , q ∈ [0, 0.5], d(0) ∈
[4, 9] m, v(0) ∈ [10, 90] Km/h. Initial acceleration a(0)
is computed as a(0) = F0/m Km/h2. The output variable
is then defined as y ∈ Y = {−1,+1}, where −1 means
“collision” and +1 means “non-collision”.
We searched safety for three levels of guarantee (ε =
0.01, 0.05, 0.1) and different hyperparameters (η =
10−2, 10−1, 1 and τ = 0.1, 0.5, 0.9), evaluating the per-
formance on the test set (reported in Table III-B) com-
puting the empirical probability of getting a collision
inside the “non-collision” probabilistic safety region Sε,
Pr

{
x =̂ {collision} and x ∈ Sε

}
, and the number of

non-collision points of the calibration set contained in Sε,
varying the hyperparameters, J(η, τ ).
We divided the dataset in training set (ntr = 3000 points),
calibration set (nc = 10320, 2064, 1032 respectively for
ε = 0.01, 0.05, 0.1) and test set (nts = ntr − nc).
In this numerical example, we use the scalable classifiers
presented in Subsection II-C; scalable SVM (SC-SVM),
scalable SVDD (SC-SVDD) and scalable LR (SC-LR). In
all of them, the Gaussian kernel has been employed. For
all scalable classifiers, the trade-off between the guarantee
and the number of safe points of the calibration set within
the “non-collision” safety region is good, allowing for the
construction of operational regions where safety can be
guaranteed. In particular, the best performance obtained by
each classifier at different levels of ε is highlighted in bold
in Table III-B. Furthermore, Figure 4 shows the trend of the
probability of getting a collision within the safety region as
ε varies, with η = 1 and τ = 0.5 (i.e., without regularizing
and weighting equally both the classes). As expected, the
behavior is (almost) linear with ε, with SC-LR deviating
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Table I
TABLE OF THE PERFORMANCE OF PSRS FOR VEHICLE PLATOON AS THE COLLISION PROBABILITY (ε = 0.01, 0.05, 0.1) AND DESIGN PARAMETERS

(η = 10−2, 10−1, 1 AND τ = 0.1, 0.5, 0.9) VARIATION. THE KERNEL WAS SET AS GAUSSIAN. IN BOLD, THE BEST RESULTS FOR EACH COMBINATION OF
CLASSIFIER AND PARAMETERS.

η = 10−2 η = 10−1 η = 1

τ = 0.1 τ = 0.5 τ = 0.9 τ = 0.1 τ = 0.5 τ = 0.9 τ = 0.1 τ = 0.5 τ = 0.9

Pr{} J(θ) Pr{} J(θ) Pr{} J(θ) Pr{} J(θ) Pr{} J(θ) Pr{} J(θ) Pr{} J(θ) Pr{} J(θ) Pr{} J(θ)

ε = 0.01

V
E

H
IC

L
E

P
L

A
T

O
O

N
IN

G

SC-SVM 0.04 825 0.02 1254 0.03 1054 0.02 1211 0.01 1839 0.01 2030 0.01 1390 0.01 1833 0.01 2361
SC-SVDD 0.01 3347 0.02 2395 0.01 3532 0.01 3342 0.02 2395 0.01 3547 0.01 3342 0.01 3032 0.01 3548

SC-LR 0.02 5373 0.02 5372 0.02 5372 0.02 5378 0.02 5373 0.02 5372 0.02 5372 0.02 5376 0.02 5350

ε = 0.05

SC-SVM 0.06 486 0.07 568 0.08 518 0.05 707 0.05 780 0.06 752 0.05 805 0.04 797 0.05 844
SC-SVDD 0.05 886 0.06 678 0.05 876 0.05 889 0.06 678 0.05 880 0.05 889 0.06 763 0.05 880

SC-LR 0.03 909 0.03 910 0.03 909 0.03 915 0.03 911 0.02 907 0.03 953 0.03 951 0.00 889

ε = 0.1

SC-SVM 0.10 360 0.12 394 0.16 357 0.14 430 0.10 456 0.10 449 0.12 466 0.09 495 0.09 487
SC-SVDD 0.10 508 0.11 463 0.09 528 0.10 508 0.11 463 0.09 529 0.09 508 0.10 485 0.09 529

SC-LR 0.10 566 0.10 574 0.10 574 0.10 577 0.09 586 0.09 567 0.09 597 0.07 568 0.06 558

slightly from SC-SVM and SC-SVDD.
It should be mentioned that this work represents a significant
improvement of the results obtained on the same dataset by
[46]. In this previous research, a safety set was searched
by numerically minimizing the number of false positives
by controlling the radius of an SVDD classifier. Here, with
the new theory based on SCs and probabilistic scaling, we
obtain better results in terms of performance (i.e., size of
safety regions) and, more importantly, with a formally solid
mathematical framework, applicable to any binary classifier.
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Figure 4. Empirical probability of collision, measured in the test set, as a
function of ε.

V. CONCLUSIONS

Statistical learning can rely on two significant new con-
cepts: scalable classifiers and probabilistic safety regions
SCs constitute a new family of classifiers, expanding the
knowledge in the field of ML classification, which has been
state of the art for many years. Three examples of SCs
have been proposed (SC-SVM, SC-SVDD and SC-LR), but
more can be developed. For example, the results of the

paper can be straightforwardly applied in the field of deep
neural networks, which, in principle, would have a crucial
impact: they would allow classification performance to be
controlled without lengthy retraining. Also, the definition
of PSR and its proved properties provide the field of CPSs
with a new relevant methodology for evaluating safety. The
range of applications in which PSRs can be introduced
is definitely wide: from safety monitoring to performance
improvement and conformity guarantee, just to name a few.
Moreover, the ideas here introduced open up new research
directions and parallels with other theories. In particular,
and with this remark we conclude the paper, our theory
has much in common with Conformal Prediction, allowing
for connections that both methodologies can use to improve
each other.

Remark V.1 (Link with Conformal Prediction). We shall
remark that our approach bears various similarities with
the Conformal Prediction approach. Conformal Prediction
is a framework developed starting in the late nineties
and early two thousand by V. Vovk. We refer the reader
to the surveys [47]–[49] for a nice introduction to this
methodology. Similarly to our approach, CP makes use of
a calibration set to perform an a-posteriori verification of
the designed classifier. In practice, it returns a measure
of its ”conformity” to the calibration data, based on the
introduction of specific score functions. We are currently
working in showing how specific score functions may be
designed in the case of scalable classifier. Preliminary
results, which go beyond the scope of present work, seem
to prove how the scaling setup proposed here may be used
to prove interesting safety properties of CPs.
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APPENDIX

This appendix is devoted to the proofs and derivations of all
the original results presented in this paper.

A. Property 2

Proof. Because of (6) we have that if ρ is small enough
then fθ(x, ρ) < 0. On the other hand, if ρ is large enough
then fθ(x, ρ) > 0. This, along with the continuity nature of
fθ(x, ρ), guarantees the existence of ρ such that fθ(x, ρ) =
0. The uniqueness follows from the monotonic assumption
on fθ(x, ρ). Denote ρ̄(x) this unique value of ρ satisfying
fθ(x, ρ̄(x)) = 0. From the monotonically increasing nature
of fθ(x, ρ) we have

fθ(x, ρ) ≥ 0 ⇔ ρ ≥ ρ̄(x).

Thus,
ϕθ(x, ρ) = −1 ⇔ ρ ≥ ρ̄(x).

B. Theorem II.1

Proof. Let us introduce the auxiliary function

ψ : X × {−1, 1} → [−1, 1),

which is defined as

ψ(x, y)
.
=

{
−1 if y = +1,
ρ̄(x)

1+|ρ̄(x)| otherwise. (24)

Denote now

ψε = max(r) ({ψ(xi, yi)}nc
i=1)).

Since δ ∈ (0, 1), ε ∈ (0, 1) and the integers nc ≥ r ≥ 1
satisfy

r−1∑
i=0

(
nc
i

)
εi(1− ε)nc−i ≤ δ,

we have from Property 1 that, with a probability no smaller
than 1− δ,

Pr
{
ψ(x, y) > ψϵ

}
≤ ε. (25)

The rest of the proof shows that the previous inequality is
equivalent to the claim of the theorem. That is,

Pr
{
ψ(x, y) > ψε

}
≤ ε ⇔ P

{
y = −1 and x ∈ Sϵ

}
≤ ε.

We consider two cases nU < r and nU ≥ r.
• Case nU < r: By definition,

−1 = ψ(x,+1) < ψ(x,−1) ∈ (−1, 1), ∀x ∈ X .

This means that the smallest values for ψ(x, y) are
attained at the safe samples. From nU < r we have that
at most r−1 elements of the calibration set correspond
to unsafe samples. Equivalently, no more than r − 1
elements of {ψ(xi, yi)}nc

i=1 are larger than −1. This
implies that the r-th largest value in {ψ(xi, yi)}nc

i=1

corresponds to a safe sample and is equal to −1. That
is,

ψε = max(r) ({ψ(xi, yi)}nc
i=1)) = −1.

Thus, the inequality (25) is equivalent in this case to

Pr
{
ψ(x, y) > −1

}
≤ ε.

By definition, for every x ∈ X we have

ψ(x, y) > −1 ⇔ y = −1.

Thus, we obtain that in this case, ψε = −1 and

Pr
{
ψ(x, y) > ψε

}
≤ ε ⇔ Pr

{
y = −1

}
≤ ε

⇔ Pr
{
y = −1 and x ∈ X

}
≤ ε.

From the assumptions of the Theorem, we have that, by
definition, nU < r implies Sε = X . Thus, we conclude
that in this case,

Pr
{
ψ(x, y) > ψε

}
≤ ε ⇔ Pr

{
y = −1 and x ∈ Sε

}
≤ ε.

• Case nU ≥ r: In this case, the r-largest value of
{ψ(xi, yi)}nc

i=1 is attained at an element of the unsafe
calibration set ZU

c =
{
(x̃U

j ,−1)
}nU

j=1
⊆ Zc. That is,

ψε = max(r) ({ψ(xi, yi)}nc
i=1)

= max(r)({ψ(x̃U
j ,−1)}nU

j=1) ∈ (−1, 1).

Define now

ρε = max(r)
(
{ρ̄(x̃U

j )}
nU
j=1

)
.

Since ρ̄(x)
1+|ρ̄(x)| is a monotonically increasing function

on ρ̄(x), we have that ψϵ can be obtained by means of
ρε. That is,

ψε = max(r)({ψ(x̃U
j ,−1)}nU

j=1) =
ρε

1 + |ρε|
.

Thus, from ψε > −1 and the previous expression we
obtain the equivalences

ψ(x, y) > ψε ⇔ y = −1 and
ρ̄(x)

1 + |ρ̄(x)|
>

ρε
1 + |ρε|

⇔ y = −1 and ρ̄(x) ≥ ρε.

Therefore, Pr
{
ψ(x, y) > ψε

}
≤ ε is equivalent to

Pr
{
y = −1 and ρ̄(x) > ρε

}
≤ ε.

From the monotonicity of fθ(x, ρ) on ρ (Assumption 1)
we obtain that the previous inequality can be rewritten
as

Pr
{
y = −1 and fθ(x, ρ̄(x)) > fθ(x, ρε)

}
≤ ε.

Taking into consideration that fθ(x, ρ̄(x)) = 0 we
obtain that Pr

{
ψ(x, y) > ψε

}
≤ ε is equivalent to

Pr
{
y = −1 and fθ(x, ρε) < 0

}
≤ ε.

From the assumptions of the Theorem we have that, by
definition, nU ≥ r implies that Sε is equal to { x ∈
X : fθ(x, ρε) < 0 }. Thus, we conclude in this case
that

Pr
{
ψ(x, y) > ψε

}
≤ ε ⇔ Pr

{
y = −1 and x ∈ Sε

}
≤ ε.
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