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Abstract—In this paper, we investigate Federated Learning
(FL), a paradigm of machine learning that allows for decen-
tralized model training on devices without sharing raw data,
thereby preserving data privacy. In particular, we compare two
strategies within this paradigm: Federated Averaging (FedAvg)
and Personalized Federated Averaging (Per-FedAvg), focusing
on their performance with Non-Identically and Independently
Distributed (Non-IID) data. Our analysis shows that the level
of data heterogeneity, modeled using a Dirichlet distribution,
significantly affects the performance of both strategies, with
Per-FedAvg showing superior robustness in conditions of high
heterogeneity. Our results provide insights into the development
of more effective and efficient machine learning strategies in a
decentralized setting.

Index Terms—Federated Learning (FL), Personalized Feder-
ated Averaging, Data Heterogeneity, Dirichlet Distribution

I. INTRODUCTION

Machine learning (ML), a subset of artificial intelligence,
has revolutionized numerous fields, from healthcare to
finance, by enabling computers to learn from data and make
intelligent decisions or predictions [1]], [2]. Traditional ML
approaches typically rely on centralized models trained
on large, aggregated datasets. However, these centralized
approaches often face significant challenges related to
data privacy, security, and data ownership [2]. Moreover,
the uncertainty inherent in machine learning models, both
aleatoric and epistemic, has been a topic of considerable
research [1]].

To address these challenges, a novel paradigm in machine
learning, known as Federated Learning (FL), has emerged.
FL allows for model training on decentralized data residing
on local devices, such as mobile phones or IoT devices,
without the need to share raw data [3]]. This approach not only
preserves data privacy but also enables the utilization of rich,
diverse data sources that would otherwise be inaccessible due
to privacy concerns or data transfer limitations [3].

In FL, a global model is collaboratively trained across
multiple devices or ’nodes’, each holding their local data.
The nodes compute model updates locally and only share

these updates with a central server, where they are aggregated
to update the global model [3]]. This process is iteratively
performed until the model’s performance converges. As such,
FL effectively addresses the privacy-security-utility trade-off,
making it an attractive approach for applications dealing with
sensitive data, such as healthcare or finance [3]—[5].

However, FL is not without its challenges. Issues such
as system heterogeneity, communication efficiency, and
straggler mitigation need to be addressed for effective FL
deployment [3]]. Furthermore, despite the privacy advantages
of FL, potential security threats, such as data poisoning and
adversarial attacks, still exist and require further research
[6], [7]. In response to these challenges, researchers have
proposed secure aggregation protocols for privacy-preserving
machine learning, which are communication-efficient and
failure-robust [8]].

One of the key strategies within the FL framework is
Federated Averaging (FedAvg), introduced by McMahan
et al. [8]. FedAvg is a robust method that combines local
updates computed through stochastic gradient descent (SGD)
on each client with a server that performs model averaging.
This algorithm is particularly effective in scenarios where
data is unbalanced and non-IID (Independent and Identically
Distributed), and it can significantly reduce the rounds
of communication needed to train a deep network on
decentralized data [8].

In this work, we meticulously compare the FedAvg strategy
with another aggregation technique, specifically examining
their suitability for Non-IID data with Dirichlet distribution.
Through this comparison, we aim to shed light on the
strengths and weaknesses of each strategy, providing valuable
insights for the development of more effective and efficient
machine learning strategies in a decentralized setting.

The rest of this paper is organized as follows, with section
IT discussing related works with a focus on various Feder-
ated Learning Algorithms. The system model is described



in Section III, while Section IV presents the simulation and
numerical findings. Section V serves as the paper’s conclusion.

II. RELATED WORKS

Federated Learning (FL) is a machine learning paradigm
that has seen significant advancements over the years. This
approach allows for decentralized learning, where the data
remains on the local devices, and only model updates are
shared. This approach has gained significant attention due
to its ability to maintain privacy and reduce communication
overhead. Various aggregation algorithms have been proposed
in the literature to improve the performance and efficiency of
FL.

The journey of these advancements can be traced back to
2017, with the introduction of the FedAvg algorithm in [S]].
This algorithm, which averages the model updates from each
client and applies the average update to the global model, sets
the foundation for many subsequent FL algorithms. It was a
significant step forward in the development of FL algorithms,
providing a simple yet effective method for aggregating
model updates in a decentralized setting.

However, the FedAvg algorithm assumes that all clients
have identically distributed data, which is often not the
case in real-world scenarios. Recognizing this limitation,
the FedAvgM algorithm was proposed in 2019 in [9].
This algorithm introduced a momentum term to stabilize
the learning process in the presence of non-identical data
distribution. This modification to the FedAvg algorithm
marked a significant step forward in the development of FL
algorithms, addressing one of the key challenges in FL.

In 2020, the FedProx algorithm was introduced in [[10].
This algorithm further improved upon FedAvg by introducing
a proximal term to the optimization objective. This term
encourages the local updates to stay close to the global
model, thereby improving the robustness of the algorithm
in heterogeneous networks. The introduction of the FedProx
algorithm was a significant advancement in FL, addressing
the challenge of network heterogeneity, which is common
in real-world FL scenarios. The same year, the SCAFFOLD
algorithm was introduced in [11f]. This algorithm used
control variates to reduce the variance of the updates,
leading to faster convergence and improved performance.
It was particularly effective in scenarios with high client
drop-out rates, a common issue in FL. The introduction
of the SCAFFOLD algorithm marked another significant
milestone in the development of FL algorithms, addressing
the challenge of high client drop-out rates.

In 2021, the MOON algorithm was presented in [[12]. This
algorithm introduced a contrastive loss function that encour-
aged the global model to learn from the differences between
the local models. This approach showed promising results in
visual classification tasks, demonstrating the potential of FL

in complex machine learning tasks. The introduction of the
MOON algorithm marked a significant advancement in FL,
expanding its applicability to more complex tasks. Later in
2021, the FedDyn algorithm was introduced in [13]. This
algorithm used dynamic regularization to adapt the learning
process based on the heterogeneity of the data. This approach
improved the performance of FL in scenarios with skewed
data distribution, a common issue in real-world FL scenarios.
The introduction of the FedDyn algorithm marked another
significant milestone in the development of FL algorithms,
addressing the challenge of skewed data distribution.

In the same year, the FedGen algorithm was introduced in
[14]. This algorithm used generative models to provide strong
privacy guarantees in FL, allowing clients to share synthetic
data instead of real data, thereby preserving the privacy of
the clients’ data. The introduction of the FedGen algorithm
marked a significant advancement in FL, addressing the
critical challenge of privacy preservation.

In 2022, the FedLC algorithm was presented in [15]. This
algorithm addressed the issue of label distribution skew in FL
by introducing a logit calibration mechanism that adjusted
the local models based on the global label distribution,
thereby improving the fairness of the learning process.
The introduction of the FedLC algorithm marked another
significant milestone in the development of FL algorithms,
addressing the challenge of label distribution skew.

On the personalized FL front, the Per-FedAvg algorithm
was introduced in [16]. This algorithm proposed a model-
agnostic meta-learning approach to personalize federated
learning, providing theoretical guarantees for its performance.
The introduction of the Per-FedAvg algorithm marked
a significant shift in the FL paradigm, moving towards
personalized FL.

The evolution of FL has been marked by continuous in-
novation, with each new algorithm building on the strengths
of its predecessors while addressing their limitations. This
paper focuses on comparing the FedAvg and Per-FedAvg
algorithms for non-IID data. FedAvg laid the groundwork for
FL, while Per-FedAvg introduced the concept of personalized
FL, marking a significant shift in the FL paradigm. These
algorithms, along with the others mentioned, have significantly
expanded the applicability and effectiveness of FL.

III. SYSTEM MODEL

In this section, we will elaborate on the system models
that form the foundation of our comparison. Our primary
focus is the Federated Averaging (FedAvg) approach. We
discuss its limitations, particularly under the condition of high
data heterogeneity, and introduce the Personalized Federated
Averaging (Per-FedAvg) as an alternative that addresses these
shortcomings. We will also discuss the different data distri-
bution models to evaluate and compare the performance of
FedAvg and Per-FedAvg, including one based on a Dirichlet



distribution. Detailed explanations of these approaches and
their implementation follow

A. The FedAvg Approach

This approach presumes a synchronized update procedure
that transpires in communication rounds. It involves a static
pool of K clients, each possessing a fixed local dataset. At the
initiation of every round, a random proportion C' of clients is
chosen, and the server disseminates the current global algo-
rithm state to them, such as the prevailing model parameters.
We elect to involve only a fraction of clients for improved
efficiency, as our tests exhibit a saturation point beyond which
the inclusion of additional clients provides no added benefits.
Each chosen client then undertakes local computations based
on the global state and its local dataset and transmits an update
to the server. The server consequently applies these updates to
its global state, and the cycle continues. Although our main
emphasis is on non-convex neural network goals, the algorithm
under review can be applied to any finite-sum objective of the
following form:

min f(w where
Inin, f(w) -

For a machine learning issue, we usually define f;(w) =
¢ (x;,y;;w), that is, the loss of the prediction on example
(z;,y;) made with model parameters w. We presume that
there are K clients over which the data is divided, with Pk
representing the set of indexes of data points on client k, with
nk = |Pg|. Consequently, we can rephrase the objective
as

flw) =) —Fr(w) 2)

where

Fr(w) = nik > filw)

1€Py

When the partition Py, was created by randomly distributing
the training examples across the clients, then we would have
Ep, [Fr(w)] = f(w), where the expectation is over the set
of examples assigned to a fixed client k. This IID assumption
is commonly made by distributed optimization algorithms; we
refer to situations where this assumption is violated (i.e., Fj
could be a significantly poor approximation to f ) as the non-
IID setting.

B. The Per-FedAvg Approach

The basic concept underpinning the Model-Agnostic
Meta-Learning (MAML) approach, as presented in [17],
can be leveraged to create a personalized version of the FL
challenge. First, let’s review the MAML model. MAML,
unlike the standard supervised learning approach, aims to
find an initial model that adapts quickly to a new task within
a fixed computational resource, using tasks taken from a
common distribution. Instead of a model that works well
across all tasks, the focus in MAML is to find an initialization

that’s effective post-update when a new task is introduced.

The formula used is:

) 1 n ,
min F(w) = ; fi(w=a' V@),  ©

Here, the stepsize is represented as o' > 0. This equation’s
strength lies in the fact that it retains the benefits of FL
and recognizes the variation among users. Users can use the
solution of this new problem as a starting point and fine-tune
it using their own data.

Solving the original problem for the considered hetero-
geneous data model isn’t the ideal choice as it doesn’t quickly
adapt to each user’s local data, even after a few steps of the
local gradient. However, solving (3) provides an initial model
(meta-model) that can be quickly adapted to each user after
one step of the local gradient. The issue can also be extended
for users who run multiple steps of gradient updates, but for
simplicity, we focus on the single gradient update scenario.

Subsequently, a novel algorithm titled Personalized FedAvg
(Per-FedAvg) aimed at resolving equation (3). This is an
enhanced version of the conventional FedAvg, particularly
engineered to ascertain the solution to equation (3)) as opposed
to equation (I). Mirroring the FedAvg process, the server
chooses a user subset in each cycle, dispatches the existing
model to these users who then tweak the model based on
their unique loss function by carrying out steps of stochastic
gradient descent. These modified models are relayed back to
the server, which then refines the global model by averaging
all the received models. This entire sequence is then iterated.

In [[16], the authors altered the data distribution for half
of the users to augment data heterogeneity. Precisely, users
possessing a/2 images from any of the initial five classes
had these images eliminated from their dataset. This alter-
ation proved that under these novel distributions, Per-FedAvg
outperforms FedAvg, yielding a more individualized solution.
Nevertheless, the imposed data distribution structure may not
fully represent the intricacy and unpredictability of real-world
situations.

To address this, we use the approach based on [[18]]: data
are selected randomly based on a Dirichlet distribution. This
approach is derived from a previous study where class labels
were assumed to be drawn independently following a categor-
ical distribution over N classes, parameterized by a vector gq.
This vector is subject to the constraints ¢; > 0 and ||¢||; = 1.
It is then drawn from a Dirichlet distribution ¢ ~ Dir(ap),
which p is defined by a prior class distribution over N classes
and a concentration parameter « that controls the similarity
among clients.

In this model, for every client, we determine a concentration
parameter «, and from this, we sample ¢ and assign the client
with a corresponding number of data instances across multiple
classes. This approach enables us to capture a wide spectrum
of data heterogeneity, ranging from complete similarity (with a



Algorithm 1: The Per-FedAvg Algorithm

1 Initial iterate wyq, fraction of active users r.
2fork:0t0 K—1do

3 The server randomly selects a subset of users,
denoted as A, where the size of the subset is 771
Server sends wy, to all users in Ay;

4 for all i € Ay, do

5 Set wy 4 g = Wk}

6 fort:1 to T do

7 Compute the stochastic gradient

Vi (w,i+1}t_1, Dg) using dataset D¢;
8 Set wy 4, =
Wiig 4o — @ Vi (wllc+1,t—1vD§>§

9 Set wy g4 = Whyy 41 —
B(1—a'V2fi (whey,o0 DY) )
Vi <@Z+1,t,pfg);

10 B User ¢ sends wlk 17 back to server;

11 Server updates its model by calculating the mean
of the received models:
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Fig. 1: Illustration of the experiment’s setting in [[16]

large concentration parameter) to extreme heterogeneity (with
a small concentration parameter).

By adopting this methodology, our comparison between
FedAvg and Per-FedAvg will encompass a broader and more
realistic range of data distributions. This provides an accurate
understanding of the relative strengths and weaknesses of these
two aggregation methods under various conditions of data
heterogeneity.

IV. SIMULATION AND NUMERICAL RESULTS

A. Simulation Setup

All experiments were conducted on an Intel(R) Core(TM)
i7-7700HQ CPU @ 2.80GHz with hardware specifications of
4 cores and 8 threads, backed by 16GB RAM.

B. Dataset

Our study focused on a visual classification task using
the CIFAR-10 dataset. The dataset, configured with an «
parameter of 0.5 according to a Dirichlet distribution, emulates
the non-IID nature often encountered in federated learning
scenarios. This dataset comprises 60,000 color images of
32x32 pixels, spread across ten classes, thereby providing a
robust benchmark for our algorithm comparison.

C. Algorithm Implementation

The implementation was executed using Python 3 and
TensorFlow, along with the Keras API. We utilized the LeNet-
5 model, a standard convolutional neural network that is com-
monly applied in image classification tasks, in both FedAvg
and Perf-FedAvg methods.

D. Parameters and Configuration

In our experiment, both FedAvg and Perf-FedAvg completed
1000 global epochs and 10 local epochs per round. The learn-
ing rate was set at 0.01 for local updates, and we maintained
a uniform batch size of 40 across all clients in our simulated
federated learning network. We selected a fraction of 0.5 of
the clients to participate in each training round.

Our decision to adopt Per-FedAvg (Hessian Form) over
Per-FedAvg (First Order Form) was not arbitrary but rather
strategically guided. The primary factor influencing this choice
was its demonstrably improved performance in environments
marked by high data heterogeneity. Perf-FedAvg (Hessian
Form) has an added advantage over Per-FedAvg (First Order
Form) because it incorporates a second-order approximation
of the gradient into its computations, using the Hessian
matrix. This allows for more precise and effective model
updates, especially in complex and diverse data landscapes.
The Hessian matrix approximates the curvature of the loss
function, making the algorithm more resilient to the variance
in gradients that often accompanies highly heterogeneous data.
Consequently, this leads to improved performance and stability
of the learning process, justifying our preference for Perf-
FedAvg (Hessian Form).

E. Results and Analysis

Before delving into the analysis of performance under
varying conditions of heterogeneity, we first consider the
case of high data homogeneity represented by a = 10.
In this scenario, FedAvg presented a consistent performance
following numerous global epochs. Conversely, Per-FedAvg
peaked at a lower accuracy, indicating that in a scenario where
data points exhibit high similarity, the Per-FedAvg algorithm
may not perform as optimally as FedAvg.
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Fig. 3: The FedAvg and Per-FedAvg Performance for homo-
geneous data (o = 10)

Building on this understanding, we now explore the scenar-
ios of higher data heterogeneity.
In figure [5 Per-FedAvg algorithm exhibits superior perfor-
mance under conditions of high heterogeneity (o = 0.1), with
accuracy levels maintained around 75% — 80% for 10 local
updates. Interestingly, decreasing the number of local updates
to 4 results in lower accuracy, particularly during the middle
epochs, before stabilization around 72%. This suggests that
Per-FedAvg can effectively learn from diverse data instances,
but is dependent on a sufficient number of local updates to
maintain high performance.
In contrast, when we increase « to 0.5, representing a move
toward data homogeneity, Per-FedAvg manifests different pat-
terns of performance as shown in figure ] For the case of 4 lo-
cal updates, the algorithm begins with higher accuracy, before
settling at around 53%. With 10 local updates, however, the
algorithm demonstrates steady improvement over the epochs,
achieving almost 60% accuracy by the final epoch. This indi-
cates that, while Per-FedAvg can handle homogeneous data,
the number of local updates becomes a more significant factor
in performance, with greater local learning (more updates)
enhancing the accuracy.

Comparison of Accuracy for Different Algorithms and Local Epochs, a = 0.5
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Fig. 4: The FedAvg and Per-FedAvg Performance for hetero-
geneous data (o« = 0.5), 7 represents the number of local
updates.
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Fig. 5: The FedAvg and Per-FedAvg Performance for highly
heterogeneous data (o« = 0.1), 7 represents the number of
local updates.

The figure [3|shows that the performance of the FedAvg algo-



rithm, with a fixed 10 local updates, varies notably depending
on the o parameter. With higher heterogeneity (o = 0.1),
FedAvg underperforms relative to Per-FedAvg, suggesting
this algorithm may struggle with diverse data. However, the
increase in « to 0.5 results in substantial improvement in
accuracy, with results closely aligned to the performance of
Per-FedAvg with 4 local updates. Our experiment revealed
that the level of data heterogeneity introduced by the Dirichlet
distribution significantly influences the performance of both
FedAvg and Perf-FedAvg. Specifically, Perf-FedAvg demon-
strated superior robustness in the face of data heterogeneity,
outperforming FedAvg in scenarios of high heterogeneity.
This result highlights Perf-FedAvg as a promising choice for
federated learning in non-IID conditions.

TABLE I: Comparison of test accuracy of different algorithms

given different parameters
Parameters FedAvg | Per-FedAvg
a=0.5,7=10 | 53.24% 59.42 %
a=05T1=4 - 53.20 %
a=0.1,7=10 | 3831% 79.73 %
a=01T1=4 - 72.07 %

V. CONCLUSION

Through our comparison of the FedAvg and Per-FedAvg
strategies, we find that the level of data heterogeneity, repre-
sented by the o parameter in the Dirichlet distribution, signifi-
cantly impacts the performance of both strategies. Particularly,
Per-FedAvg outperforms FedAvg under conditions of high
heterogeneity. Our findings indicate that Per-FedAvg exhibits
superior performance in diverse data environments, making it
a promising choice for FL in non-IID conditions. However, we
also observe that the number of local updates becomes a signif-
icant factor in the performance of Per-FedAvg when handling
heterogeneous data, indicating areas for further investigation
and optimization. Overall, our work provides valuable insights
for future research in developing more effective FL strategies,
taking into account data heterogeneity and the dynamics of
local updates.
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