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Abstract

Over the last decade, adversarial attack algorithms have revealed
instabilities in deep learning tools. These algorithms raise issues re-
garding safety, reliability and interpretability in artificial intelligence;
especially in high risk settings. From a practical perspective, there has
been a war of escalation between those developing attack and defence
strategies. At a more theoretical level, researchers have also studied
bigger picture questions concerning the existence and computability
of attacks. Here we give a brief overview of the topic, focusing on
aspects that are likely to be of interest to researchers in applied and
computational mathematics.

1 Introduction

We are currently living in a world where

• automated driving systems can misinterpret traffic “Stop” signs as
speed limit signs when minimal graffiti is added [12],

• artificial intelligence (AI) algorithms for medical imaging, microscopy
and other inverse problems in the sciences can introduce hallucinations
[3, 17],
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• methods that aim to “explain” or “interpret” the decisions from an AI
system may be superficial or unreliable [11, 13],

• carefully tailored prompts can persuade chatbox-style large language
models to generate offensive or sensitive material [21, 9, 32].

At the heart of these issues is the concept of instability—extreme sen-
sitivity of the output to changes in the input. In this brief manuscript we
describe how AI instabilities have been identified and analysed, aiming at a
readership in applied and computational mathematics.

2 Adversarial Attacks

Let us focus now on image classification. In Figure 1 we show a success-
ful adversarial attack. This computation was performed with the MATLAB
Deep Learning Toolbox [24], after slightly editing the relevant demonstra-
tion code1. (The only significant edit was changing “great white shark” to
“cabbage butterfly.”) The computation uses squeezenet, an 18 layer convo-
lutional neural network that has been trained on over a million images from
the ImageNet database http://www.image-net.org. The network classifies
an image into one of 1000 object categories. On the left in Figure 1 we
show an image from the ImageNet data set which is correctly classified by
squeezenet as a golden retriever. On the right we show the image arising
when a specific, small perturbation is made. The perturbation was computed
using an attack algorithm that has access to the inner workings of the net-
work, along the lines of the ideas in [20, 1]. Here, the attack algorithm is
designed to produce a perturbed image that is unchanged according to the
human eye, but is now classified by squeezenet as a cabbage butterfly, and
these goals were achieved.

The observation that convolutional neural networks are vulnerable to
computable adversarial perturbations was made in [29]; see also [14] for
further seminal work on this topic. Such perturbations may be found by
evaluating, or estimating, the sensitivity of the classifier output (or the loss
function that is used to judge goodness-of-fit) to small changes in the input
pixel values. A “steepest ascent” direction is then available that, locally, has
the most damaging effect.

Many variants of this basic idea have been studied:

1https://uk.mathworks.com/help/deeplearning/ug/generate-adversarial-examples.html.
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Figure 1: Left: an image from ImageNet that is correctly classified as a
golden retriever by a convolutional neural network. Right: after a small,
visually imperceptible, perturbation is made, the image is now classified as
a cabbage butterfly.

• In Figure 1 we formed a targeted attack, asking for the new class to be
“cabbage butterfly.” An untargeted attack would have the simpler aim
of seeking any change to the output class.

• Figure 1 shows a white box attack—the attack algorithm has access
to the partial derivatives of the classifier output and loss function with
respect to the input pixels. A corresponding black box attack has access
only to input and output pairs; in this case certain partial derivatives
can be estimated via finite differencing.

• The attack in Figure 1 applies to a single image. In practice it has
been observed that the same perturbation can lead to misclassification
across many images and across different deep learning networks, leading
to so-called universal attacks [25, 19].

• The algorithm in Figure 1 looked for a small perturbation as measured
in the Euclidean norm (regarding the pixels as forming a large input
vector). Alternative norms may be used [18, 28] and more tailored
relative componentwise perturbations may be implemented [5].
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• Attacks may be made on the parameters that define the network [6,
16, 33, 26, 31, 30].

In tandem with attack algorithms, there have been a wealth of defence
strategies; including adversarial training [23], where a network is retrained
on perturbed data points using a robust optimization approach. Currently,
within this extensive cat-and-mouse game there is no guaranteed safeguard
against adversaries [2]. Indeed, the author in [8] argues that “Historically,
the vast majority of adversarial defenses published at top-tier conferences
. . . are quickly broken.” We also note that vulnerability to misclassification
raises major questions around the usefulness of add-on strategies that aim to
“explain” or “interpret” system outputs [11, 13]. For the picture on the right
in Figure 1, there is clearly no valid post-hoc explanation for the “cabbage
butterfly” classification.

3 Higher Level Issues

Alongside the development of heurustic attack and defence algorithms, re-
searchers have also addressed the overarching question of whether, under
reasonable assumptions, it is inevitable that classification tools will be vul-
nerable to attack. Of course, in order to prove rigorous results it is necessary
to make assumptions about the training data, testing data and classifier. In
[4] the accuracy-robustness tradeoff is studied, and it is shown that any ap-
proach to training a neural network with a fixed architecture must allow for
examples of either inaccuracy or instability. The authors in [27, 31] look at
the asymptotic limit of high-dimensional data (i.e., large numbers of pixels),
where concentration of measure effects are relevant, and show that under
appropriate assumptions it is inevitable that adversarial examples will exist.
In [30] a concrete “stealth attack” algorithm that perturbs parameters in a
neural network is introduced. Unusually, this algorithm is amenable to rig-
orous analysis, and it can be shown to have a high probability of success in
an appropriate high-dimensional limit.

Although “inevitability of vulnerability” results paint a worrying picture
for the use of AI, they may also help in the design of more stable systems. In
order to work around an inevitability result we must ensure that one or more
of the assumptions under which the result was proved does not hold. In the
case of results that apply in asymptotically high dimension, one reasonable
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approach is to estimate, and, if necessary reduce, the real, or intrinsic, di-
mension that operates in the input space and through the layers of a neural
network—this might be much less than the nominal dimension [10]. (For ex-
ample, the space of natural images may lie on a lower dimensional manifold
than the overall pixel space.) We also note that concentration of measure
effects can be used to motivate on-the-fly fixes for large, expensively trained
systems when a small number of errors have been identified [15]. Moreover,
there has been some progress in establishing that guaranteed benefits arise
from adversarial training; see, for example, [7].

4 Implications for Regulation

The increasing prevalence of AI in our everyday lives is raising concerns
around data protection, privacy, safety, ethics, defence, security, and the
use of the earth’s natural resources. Understanding and addressing these
issues requires a multi-disciplinary approach, combining expertise across the
computational, engineering, political and social sciences, as well as business,
law and philosophy. We argue here that more fundamental concerns, arising
at a mathematical level, should be added to this mix. AI systems may
possess inherent vulnerabilities, preventing them from operating as intended
and making them susceptible to adversarial attacks.

These concerns are becoming highly relevant as governmental bodies seek
to regulate AI. For example: “The AI Act is a proposed regulation by the
European Union that aims to establish a legal framework for the develop-
ment, deployment, and use of AI systems in the EU” [22]. The current
version of the proposed act would oblige providers of AI systems intended
for high-risk applications to comply with a range of requirements, including
technical robustness. Similarly, Section 3.2.3 of the UK Government pol-
icy paper AI regulation: a pro-innovation approach (updated August, 2023)
recommends five cross-sectoral principles, two of which are Safety, security
and robustness and Appropriate transparency and explainability. There is a
well-defined sense in which such goals are mathematically unachievable. In
order to create regulations that can withstand mathematical scrutiny, it is
clear that terms such as robustness, safety and explainability must be artic-
ulated in sufficient detail (along with the term AI itself), and known results
about the fundamental limitations of algorithms that are designed to perform
inference and decision making must be acknowledged.
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