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Abstract
The design methodology of congestion control algorithms
(CCAs) has shifted from control-based tomeasurement-based
in recent years. However, we find that measurement-based
CCAs, although having better performance, are not robust
enough in fluctuating network environments, which are in-
creasingly common nowadays. In this paper, we propose PAD
tomakemeasurement-based CCAs as robust as control-based
CCAs in fluctuating environments while enjoying the per-
formance benefits in general. PAD identifies that the root
cause is that measurement-based CCAs blindly rely on mea-
surement results, which unfortunately can be inaccurate, and
will transiently mislead the CCAs to misbehave. The prelimi-
nary design of PADworks as a shim layer between the socket
and CCAs so as to scale to any measurement-based CCAs,
which turns out to outperformmost commonly used CCAs
in fluctuating environments.

1 Introduction
The congestion control algorithm (CCA) community nowa-
days witnessed a significant shift in the design philosophy.
Traditionally, researchers and operators tended to conserva-
tively increaseordecrease the sending rate (or congestionwin-
dow),whichwe call control-based CCAs [1, 2, 5]. Such a design
is helpful to stabilize the CCA – the stability of such additive-
increase-multiplicative-decrease (AIMD) algorithms has been
analytically proved [14]. However, in recent years, increas-
inglymore CCAs break themethodology of gradually increas-
ing or decreasing the sending rate and take ameasurement-
based way to make rate adaptation decisions [3, 4]. For exam-
ple, BBR [3] and PCC [4] will deliberately probe the network
bandwidth and directly take the measured value as the send-
ing rate for the next step. This is effective in the fluctuating
Internet – instead of slowly converging to the new bottleneck
bandwidth in control-basedCCAs,measurement-basedCCAs
can adjust the sending rate in one step.
However, one major issue of measurement-based CCAs

is that they heavily rely on the measurement results, which
unfortunately can be inaccurate and evenmisleading in some
cases. For example, the transient fluctuation of link propaga-
tion delay will aggregate the acknowledgment packets and
affect the measurement results of available bandwidth. The
overestimationorunderestimationof the available bandwidth
will mislead the CCA and result in the overshoot or under-
utilization of the link (§2.2). Due to the mismatch between
sending rate and available bandwidth, the CCA can not keep
a stably high sending rate in the fluctuation situations, and
degrades the performance. Although not thoroughly investi-
gatedasus, similarobservationsabout the robustnessproblem
on specific CCAs have also been made by some previous re-
searchers. For example,whenpropagation delay is fluctuating

heavily, BBR, ameasurement-based CCA,may underestimate
the round-trip propagation time [8]. In the above case, the
network fluctuation makes it hard for measurement-based
CCAs to estimate the network condition accurately.
Moreover, we observe that such a performance degrada-

tion actually roots in the fundamental design flaws of the
measurement-based CCAs in general. These measurement-
based CCAs probe the network with certain methods and
collect some network samples to calculate the sending rate.
In order to outline the network environment with just several
instant samples, current measurement-based CCAs add some
assumptions about the network environment. Examples of
such assumptions are that throughput can not exceed bot-
tleneck bandwidth, and delivery rate can faithfully respect
throughput. However, the assumptions may fail in dynamic
situations like fluctuating delay situations, which means cur-
rent measurement-based CCAs are not robust enough to face
the complex network.

In light of the issue above, our question in this paper is:
Can we have a robust measurement-based CCA while enjoy-

ing the performance benefits?
WeproposePADas a trial of the robustmeasurement-based

CCA. PAD comes from the following observation – if the
CCA can robustly measure the network environment, we can
achieve both high performance and high flexibility. We add
a stateful block for measurement-based CCAs to help them
measure the network environment more robustly. Then, they
can use both the historical information provided by PAD and
the instant information provided by the measuring samples
to generate the measuring result.

However, CCAs are heterogeneous and diverse, so it is chal-
lenging to make PAD general to all CCAs. We do not propose
a new CCA directly, since there are a lot of measurement-
based CCAs. An ideal solution is a plugin cooperating with
all kinds of measurement-based CCAs. Re-arranging ACKs is
a reasonable approach to send information to measurement-
based CCAs since these CCAs usually use ACKs to generate
measuring samples. Thus, PAD introduces an ACK controller
between the TCP socket base (responsible for packet process-
ing) and CCAs to help measurement-based CCAs get more
robust measurement results. PAD is designed to keep histor-
ical information like ACK arrival timestamps, and inform the
CCA of the information by re-arranging ACKs. With the aid
of the historical information provided by PAD, the CCA is
expected to achieve better performance in dynamic situations.

Yet, it is non-trivial to re-arrangeACKs to a proper position
and overcome all the following challenges.

First, the rearrangement of ACKs in PADmight incur addi-
tional delays for specific packets. Yet, PAD should not affect
the network performance in stationary network conditions.
Therefore, on one hand, PAD should not add additional delay
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to many packets. On the other hand, the delays added by PAD
should not interfere the original working cycles of CCAs, oth-
erwise the CCA will get confused about those unexpected
delays. It is challenging to only add limited delay to specific
packets while making the CCA robust as discussed above.
In order not to insert extra delay, PAD is designed to have

a positive mode and a negative mode, and functions only in
the positive mode. Extra delay can be avoided by switching
wisely between these twomodes. PAD also uses the outgoing
packets to avoid interfering the working cycles of the CCA.
When the CCA is probing the network, PAD can detect it and
allow the corresponding ACKs to go through more actively.
Second, PAD’s rearrangement of ACKs should not be af-

fected by CCAs’ recovery process. Packet loss is inevitable
in network and CCAs have their routine to recovery from
the packet loss. It is challenging to make the rearrangement
cooperate with existing recovery process well.

Packet loss canbedivided into twocategories. Someof them
can be recognized by Fast Recovery. Introducing SACK [10]
into PAD can successfully filter out the influence of this kind
of packet loss. The other kind of packet loss is recognized after
RTO. PAD deals with this kind of packet loss by cleaning its
states and give up all its historical information. Then ACKs
received before the packet loss will not influence those after
the packet loss.

We implement PADoverBBRas a preliminary experiments.
Our method has got great results in our experiments of delay-
fluctuating situations. PAD+BBR can work better than pure
BBR, with about 1.6x throughput and about 0.5x extra de-
lay. PAD+BBR has a better tradeoff between throughput and
latency thanBBR,Copa,Vegas, andCubic. In the followingsec-
tions, we also use BBR as an example to explain our insights.

2 Background andMotivation
In this section, we first introduce the background of conges-
tion control algorithms and scenarios with fluctuating prop-
agation delay in §2.1. We then motivate the design of PAD
in §2.2 with our experiments on measurement-based CCAs
in fluctuating delay situations, and our discussion about the
experimental results.

2.1 Background
In this subsection, we first introduce control-based CCAs
and measurement-based CCAs respectively. Then, we show
that network scenes with fluctuating propagation delay are
important nowadays.
2.1.1 CongestionControl Algorithms. We in this paper divide
CCAs into two categories: control-based and measurement-
based. They are divided by the means they acquire network
information. Control-based algorithms like Cubic [5] and
Copa [1] passively acquire network information. They have
little knowledgeof thenetwork environment andpassively ac-
cept congestion signals.Measurement-based algorithms like
BBR [3] and PCC [4] actively probe network information.
They periodically enter a probing phase where they change
their sending rate higher than the available bandwidth pur-

posely to see how the network responds, and use the results
to decide the sending rate.

Control-based CCAs: Typically, control-based CCAs are
believed to have worse performance and can work more gen-
erally [7]. Control-based CCAs lack information about the
network environment. They probe the network gradually
based on their current states, and takes some actionwhen con-
gestion signals like packet loss or increasing latency emerge.
Such mechanisms mean that it is hard for a control-based
CCA to achieve both high throughput and low latency. For
example, Cubic is known to have high throughput and high
latency, and Copa is known to have low throughput and low
latency. However, since control-based CCAs do not rely on
the perception of network environment, they are robust to
fluctuations in the network environment.
Measurement-based CCAs:Measurement-based CCAs

perform better in traditional stable situations like wired net-
work. Measurement-based CCAs can actively probe the net-
work environment. They can use collected information to
decide the sending rate directly. If they can estimate the net-
work environment well, they can decide the sending rate
accordingly, and achieve both high throughput and low la-
tency. However, when measurement-based CCAs can not
measure the network condition accurately in dynamic situa-
tions like fluctuating delay situations, theymay fail to achieve
their goals. In other words, measurement-based CCAs are not
robust enough to work in general situations.
2.1.2 Propagation Delay Fluctuation. Recently, there are a
rising amountof network sceneswithfluctuatingpropagation
delay. Physical limits are the most important cause of delay
fluctuation. Networks using mm-Wave as physical media like
5G is gradually going into people’s sight [8]. Utilization of low
earth orbit (LEO) satellite is also actively applied [15]. In both
situations, the delay fluctuation is rather high. For example,
in LEO satellite network, the longest propagation delay can
be twice than the shortest delay [9] Despite these physical
limits, some techniques like delayed ACK and end-host or
in-network scheduling overhead also lead to fluctuating delay.
Since fluctuating delay situation is not a traditional sta-

ble network environment, we really want to knowwhether
measurement-based CCAs can performwell in such a situa-
tion. In the next subsection, we will show that BBR can not
performwell in fluctuation delay situations. We will deeply
explain the reason and show our thinking about it.

2.2 Motivation
Tofigure outwhethermeasurement-basedCCAs canget good
performance influctuatingdelay situationsornot,weconduct
a preliminary experiment using ns-3. We introduce some jit-
ters to the link’s propagation delay to see whether a CCA can
work well on such links. We have the following observations.

Measurement-basedCCAsarenot robust enough to faceafluc-
tuating network environment and achieve both high throughput
and low latency. For example, according to our preliminary
experiments, a representativemeasurement-based CCA, BBR,
does not work well in fluctuating delay situations. Details of
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Figure 1: BBR does not performwell in fluctuating delay
situations. With severer fluctuation, BBR can only achieve about
half of the available bandwidth and introduce extra latency of
more than 30 percent.
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Figure 2:Demonstration for assembled ACKs.When the
propagation delay becomes lower, ACKs will assemble.

the preliminary experiments are shown in §4. As shown in
Figure 1, BBR can take use ofmore than 99% of available band-
width while introducing extra latency of less than 7% with a
stable link.However,whenthepropagationdelaystarts tofluc-
tuate, BBR can only use about half of the available bandwidth
and introduce extra latency of more than 30 percent. That is
to say, BBR can not work well in fluctuating delay situations.
We will show the reason why BBR can not work well in

fluctuation delay situations. We first show the mechanisms
misleading BBR in §2.2.1. We then showwhymeasurement-
based CCAs can not get accurate measuring results in §2.2.2.
2.2.1 Direct Cause. When we dive into the detail of exper-
iments, we find the fluctuating delay leads to BBR overesti-
mating bandwidth, which then causes performance loss. The
following several paragraphs will show the process in detail.

Fluctuating propagation delay causes assembledACKs. Fig-
ure 2 is a demonstration of why fluctuating latency will cause
assembled ACKs. The sender sends all five packets with a
constant pacing rate, and the first three ACKs come backwith
the same rate. When the fourth packet arrives the receiver,
the propagation delay becomes lower. Then if we use ACK 3,
4, and 5 to calculate delivery rate, we will get a higher result.

Ourpreliminaryexperimentsprove thatBBRoverestimates
the bandwidth. With the standard deviation to be 6ms, the 99
percentile and windowed-maximum percentile of all delivery
rate samples are 8.5%and11.2%higher than theavailable band-
width respectively. More detailed discussion can be seen in §4.
2.2.2 Root Cause. In the above several paragraphs we show-
case the reason why BBR does not work well in fluctuating
delay situations. We can see the main problem is that BBR

uses delivery rate samples to estimate bandwidth, but in fluc-
tuating situations, the delivery rate samples do not faithfully
reflect the bottleneck bandwidth. We believe this reveals a
general drawback of all measurement-based CCAs.

The performance loss of BBR reflects the general drawback
that measurement-based CCAs can not measure the network
environment well in dynamic situations. Measurement-based
CCAs probe the network in certain approaches and get some
network samples. They then use these samples to calculate
the proper sending rate. They are usually stateless, and there-
fore lack historical information. It is a big challenge to use
just instant samples to outline the network environment. Cur-
rent measurement-based CCAs add some assumptions about
the network environment to solve the problem. For example,
BBR assumes throughput can not exceed bottleneck band-
width, and delivery rate can faithfully respect throughput.
Thus BBR uses the largest delivery rate (in several RTTs) as
the estimation of bottleneck bandwidth. However, such kinds
of assumptions can not always be true. In fluctuating delay
situations, the delivery rate exceeds the bottleneck bandwidth
from time to time, and thus BBR faces a performance loss in
such situations.

We believe a better solution is to keep some states to store
historical information.This idea ismotivatedbycontrol-based
algorithms, which use the inner state to decide sending rate
when no congestion signal emerges. If we add some states to
measurement-based CCAs, they can fully utilize the informa-
tion they have collected during the probing phases. Then the
newly designed CCA can use both the states and samples to
generate the sending rate. The states keep track of outstand-
ing historical information, and the samples reflect instant
information. They can supplement each other, helping the
CCA to generate a better sending rate.

Question: Can we have a robust measurement-based CCA
while enjoying the performance benefits? Existing methods
suffer from the fundamental trade-off: control-based CCAs
can provide robust performance, while measurement-based
CCAs can provide high performance. In this paper, we are
going to add a stateful block from control-based CCAs to
measurement-based CCAs, enjoying the benefits from both
sides. With the aid of PAD, a CCA can be more robust while
keeping itshighperformance. In§3,wewill introduceourPAD
indetail. In §4,wewill showsomeexperimental results ofPAD.

3 Design
In this section, we first give an outline of PAD in §3.1. We
then introduce the design of PAD ACK Buffer and PAD Rate
Estimator in §3.2 and §3.3 respectively.

3.1 Overview
As we have discussed in §2.2, measurement-based CCAs only
use instant samples to measure the network environment.
However, instant samples do not always faithfully reflect
the network environment. PAD is then proposed to keep the
historical information.
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Figure 3: The structure of PAD, and its relationship with the TCP
socket base and the CCA. PAD is composed of Rate Estimator and
ACK Buffer. Rate Estimator stores the historical information, and
ACK Buffer controls the ACKs directly. PADworks as a shim layer
between the TCP socket base and the CCA.

PAD is anACKcontroller,working between theTCP socket
base and the CCA. The relationship among PAD, TCP socket
base, andCCA is shown in Figure 3. Since the lack of historical
information is the general drawback of many measurement-
based CCAs, such modulated design can maintain as much
flexibility as possible. Every newmeasurement-based CCA
found to be influenced by the fluctuating delay situation can
co-work with PAD, trying to get better performance.
PAD has two sub-modules, namely ACK Buffer and Rate

Estimator. The structure of PAD is also shown in Figure 3.
ACK Buffer is where we insert historical information into

measurement-based CCAs. As discussed above, PAD collects
historical information for the CCA behind it. However, it
is not an easy job to pass the historical information. Since
measurement-based CCAs often calculate the acknowledged
bytes within a time window to form their probing samples,
we decide to pass historical information by re-arranging the
ACKs. ACKBuffer can postpone received ACKs for some time
to help the CCA get better samples.
Rate Estimator is where we collect and store historical in-

formation. Manymeasurement-based CCAs calculate ACK
arrival rate to estimate the network environment, so we also
use it asaconcrete representationof thehistorical information.
Rate Estimator monitors the ACK arrival rate, and instruct
ACK Buffer to filter out some outliers.

3.2 ACKBuffer
ACK Buffer is where arriving ACKwaits for permission to go
through PAD. When a rate sample represented for an ACK
comes from Socket Base and is about to go into CCA, it will
be queued in ACK Buffer first. ACK Buffer is a FIFO queue,
with the job to keep ACKs temporarily. It reports to Rate Es-
timator when an ACK arrives and howmany bytes the ACK
acknowledges. Then it uses the ACK arrival rate got from
Rate Estimator to decide when to allow the ACKwaiting at
the head of the queue to go into CCA.

Rate Estimator can calculate the ACK arrival rate 𝜆, which
will be shown in §3.3. ACK Buffer then uses calculated 𝜆 to
decide when to allow the next ACK to go through. An easy
way to do such a job is to choose another leaving rate 𝜇. 𝜇
represents the rate ACKs leave ACK Buffer. Since we want
ACKBuffer to be emptymost of the time rather than to keep a

lot of ACKs, 𝜇 has to be chosen elaborately. In fact, 𝜇 should be
slightly higher than 𝜆 to keep ACK Buffer empty. Specifically,
ACK Buffer decides 𝜇 by

𝜇=𝑘𝜆 (1)

where 𝑘 is a parameter controlling the degree of aggressive-
ness.When𝑘 gets smaller, theACKBuffer drainsmore slowly,
which adds more extra delays. When 𝑘 grows larger, the leav-
ing rate are more different from the arrival rate, which might
mislead the CCA behind the ACK Buffer.
With 𝜇 chosen, ACK Buffer can decide when to grant the

next ACK to go through. The time to grant the next ACK to
go through can be calculated by the pacing method with the
pacing rate to be 𝜇.
A critical goal of the design of PAD is not to inject addi-
tional latency in stable conditions. ACKBuffer introduces
two modes to prevent injecting additional latency in stable
conditions.Not injectingadditional latencymeansACKBuffer
should be empty in most of the time. To achieve it, a positive
mode and a passive mode are introduced to ACK Buffer. Dur-
ing passive mode, ACK Buffer allows every arriving ACK to
go through ACK Buffer immediately. During passive mode,
however, ACKswill be buffered for a period of time. In a stable
network condition, ACK Buffer should work in passive mode,
as if ACKs go from the socket base straight to the CCA.When
the propagation delay starts to fluctuate, making some ACKs
arrive earlier than supposed, ACK Buffer then changes to the
positivemodeandputs theseACKsbackoff to reasonable time.
ACKBuffer should not interfere CCAs’ regular probing
process. Usually, a measurement-based CCA has a mecha-
nism to measure the network environment periodically, so
that it can react to network environment changes in time. One
of the most popular approaches is to send more packets than
the estimated bottleneck bandwidth on purpose. However,
it is a challenge to distinguish the regular probing process
from assembledACKs caused by fluctuating delay, since there
are both some ACKs crowding together. In order not to inter-
fere CCAs’ regular probing process, ACK Buffer cooperates
with the sending side of CCAs to distinguish CCAs’ regular
measuring process. PAD can identify a period of time as the
CCA’s probing period when sending rate is higher than 𝜇, the
rate CCA gets ACKs. If PAD and CCA can exchange some
messages, then PAD can get the probing period directly from
the CCA. After PAD identifies a period of time as the CCA’s
probing period, PAD can allowmore ACKs to pass when the
corresponding ACKs come back. By such means, ACK Buffer
will not block CCAs’ regularmeasuring process, while pacing
the arriving ACKs in the meantime.

3.3 Rate Estimator
Rate Estimator is responsible for collecting and restoring the
historical information. It also uses such historical informa-
tion to estimate the ACK arrival rate, which will then be used
to decide when to allow arrived ACK to go through. There
are actually two assumptions here. First, we assume that the
sender is trying to send as much data as possible. That is to
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Figure 4: Comparisons between pure BBR and PAD+BBR.
PAD+BBR can keep a stable throughput, while pure BBR faces a
throughput collapse. PAD+BBR also introduces lower extra delay
than pure BBR.

say, the sender is not in the "application limited" state, where
upper applications do not provide enough data to send. Sec-
ond, the propagation delay of the link is fluctuating among a
central value, and the central value is stable somehow. If the
above two assumptions can be true, the ACKs will arrive at
a constant rate in general. Certainly, with the fluctuation, the
arriving rate cannot be exactly constant but is also fluctuating
among a central rate. Rate Estimator’s job is to find the central
rate, which will be marked as 𝜆 in the following paragraphs.
Rate Estimator continuously collects information to cal-

culate proper 𝜆. As we have discussed above, ACKs arrive at
PAD at a constant rate in general. Thus, Rate Estimator uses
a window to calculate the constant rate 𝜆. More specifically,
every time an ACK arrives, Rate Estimator upgrades 𝜆 by

𝜆=
𝐴𝐶𝐾𝑛𝑜𝑤−𝐴𝐶𝐾𝑝𝑟𝑒𝑣

𝑡𝑛𝑜𝑤−𝑡𝑝𝑟𝑒𝑣
(2)

where 𝑡𝑛𝑜𝑤 is the time ACK arrives, 𝑡𝑝𝑟𝑒𝑣 is 𝑤 RTTs before
ACK comes,𝐴𝐶𝐾𝑛𝑜𝑤 is the largest sequence number acknowl-
edged by the newly arriving ACK, and𝐴𝐶𝐾𝑝𝑟𝑒𝑣 is the largest
sequence number acknowledged by the ACK having arrived
at 𝑡𝑝𝑟𝑒𝑣 .𝑤 is a parameter controlling stable level. We set𝑤 to
16 to make sure it can cover the probing period of commonly
used measurement-based CCAs.

PAD uses the SACK option in TCP to resolve the ambiguity
caused by ACKs. When packet loss occurs, ACKs will intro-
duce ambiguity. The acknowledged sequence number may
not represent the largest sequence number received. SACK
is a solution for such a problem. We read the SACK option
field in the TCP packet header to get the largest sequence
number received. By getting the largest sequence number re-
ceived more precisely, we can calculate 𝜆 more precisely, and
match the received ACKs to the packets sent more accurately.
Then we can decide the postponing time more precisely, and
recognize the regular probing process more accurately.

4 Preliminary Evaluation
Since PADworks between the TCP socket base and the CCA,
it is hard to evaluate PAD itself. Aswe havementioned in §3.1,
if we see PAD and CCA as a whole, it can be seen as a new
CCA. Thus, we use the combination of PAD+BBR as a new
CCA and compare it with other CCAs.
We first compare PAD+BBR and pure BBR to verify the

improvement PAD can achieve. Then we compare PAD+BBR
with BBR, Cubic, Copa, and Vegas.We compare both through-
put and RTT among these CCAs. After that, we dive into
BBR to get some inner information to prove that our expla-
nation of BBR’s performance loss is reasonable. In the end,
we show PAD can provide improvement in more complicated
situations, and will not introduce fairness problems.
Most of our experiments discussed below are conducted

with ns-3 [6]. We use ns-3 to simulate a sender, a bottle-
neck link, a delay-fluctuating link, and a receiver. The delay-
fluctuating link is simulated by changing the link propaga-
tion delay every 100 milliseconds during the whole experi-
ment. The propagation delay’s changing process is specially
smoothed to keep the order of packet arrivals. In general, the
propagation delay is normally distributed, and we control the
standard deviation to get different extents of fluctuation. The
bandwidth of the bottleneck link is set to 10Mbps, and the
round-trip propagation time is set to fluctuate around 160ms.
The queue at the bottleneck is a pure FIFOqueuewith a length
of 100 packets. For PAD, we set 𝑘 to 1.025, and𝑤 to 16.

PAD+BBR performs better than pure BBR in terms of both
throughput and latency. Since we can see PAD+BBR as an
improvement of pure BBR, the first experiment we conduct
is to compare them. The two sub-figures of Figure 4 show
the throughput and RTT of PAD+BBR and BBR in different
extents of delay fluctuation respectively. When the extent of
the fluctuation grows severer, BBR can only utilize about half
of the bottleneck bandwidth, with extra latency several times
than the theoretical value. With the aid of PAD, PAD+BBR
can keep a stably high throughput and lower RTT. This result
in a sense proves our explanation about why BBR dose not
performwell in delay-fluctuating situations. PADsuccessfully
alleviates thephenomenonof assembledACKsandbandwidth
overestimation by introducing historical information.

PAD+BBR has got a better trade off than Cubic, pure BBR,
Copa, and Vegas in different extents of fluctuation. When
evaluating a newCCA, throughput and RTT are the twomost
significant target.Wesupply the senderwithall kindsofCCAs,
and monitor the average throughput and RTT during the pro-
cess. We choose Cubic, Vegas and Copa as representatives
of control-based CCAs. Cubic uses packet loss as congestion
signal, and Vegas and Copa use delay increase as congestion
signal.We choose pure BBR (BBRwithout PAD) as a represen-
tative of measurement-based CCAs. Our results are shown in
Figure 5. It shows different CCAs’ throughput and RTT in dif-
ferent fluctuation extent, namely with standard deviation to
be 3msand12ms. Theblue line across the image from top right
to bottom left shows the Pareto optimal of throughput and
RTT,with every point on it represents aCCA. Sincewe expect
higher throughput and lower RTT, points at southeast are the
best. It is easy to see PAD+BBR surpasses the Pareto optimal.
It achieves rather low RTTwith only a bit throughput loss.
The following experiments dive into how BBR is mislead

by the rate samples.We conduct the next experiments to show
that BBR actually gets some improper delivery rate samples,
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Figure 5: PAD+BBR surpasses the Pareto optimal line of throughput and RTT
composed by pure BBR, Cubic, Vegas, and Copa in delay-fluctuating situations of
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samples. PAD can alleviate the extent that
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and PAD alleviates the phenomenon by re-scattering assem-
bled ACKs. We present the distribution of the 90th and 99th
percentiles of delivery rate estimations in BBR. To show the
influence of BBR’s windowedmaximum filtering approach,
we also calculate the windowed maximum 90th and 99th per-
centiles. The results are shown in Figure 6. With fluctuation
growing severer, percentiles of BBR, especially windowed
maximum percentiles grow a lot. PAD, however, manages to
keep all these percentiles or windowed maximum percentiles
lower. Thus, PAD avoids BBR from samples with delivery
rate of too high. This can avoid BBR from overestimate the
bottleneck bandwidth.

PAD+BBRalsoperformsbetter thanpureBBRwhenat least
two streams exist. It is a more common situation that at least
two streams flow through the same bottleneck link. We add
different numbers of flows to the bottleneck link. Specifically,
experiments are conducted on 2 and 5 streams. The flows
are added one by one, with 0.1 seconds between two flows.
The experiments show that PAD+BBR can always get higher
throughput than pure BBR in different extents of fluctuation.
The increase of throughput varies from 1.06x to 1.46x.

The fairness between PAD+BBR and other CCAs are also
achieved. It is important toconfirmthenewlyproposedmethod
will not harmexistingmethods. Thus,weput two streams into
the bottleneck link, both using BBR as the congestion control
algorithm. One of the two streams is armed with PAD, while
the other one is not. Results show that PAD+BBR can coexist
with pure BBR, without any one of them facing the danger of
starvation. The streamwith higher throughput takes up less
than 1.11x throughput than the other stream. That is to say,
PAD+BBR can easily be deployed, evenwhenmany pure BBR
streams are still in the Internet.

5 Discussion
We present several future directions beyond the preliminary
design of PAD.
Will PAD work with other CCAs? In this paper, we only

evaluate the performance of PAD over BBR. However, PAD is
designed to work with any other measurement-based CCAs.
As long as the CCA depends on measurement results (e.g.,
delivery rate or latency), PAD can help to make the measure-

ment results robust by introducing the queue. For example,
PCC probes the network periodically to get an instant sam-
ple of delivery rate and loss rate. It is possible that PADmay
improve PCC’s performance since the mechanism is almost
identical to BBR except for the algorithm. In the future, we
will implement and evaluate PAD over other CCAs.

Is PAD easy to use for network operators? Since we are mod-
ifying part of the network stack of Linux kernel, a natural
concern is if it is too difficult for network operators to use PAD
in their own products. In fact, PAD takes the load of modifica-
tion from the users of PAD – network operators will not need
to toucheither theCCAor thekernel codes themselves. For ex-
ample,wecan insert akernelmodule todeployPAD.As longas
operators can insert the PADmodule into their ownoperating
system, PAD should work as expected. We plan to implement
this into a kernel module for a broader impact in the future.

The influence of measurement-based CCAs on existing mod-
elling. Since the proposal of BBR [3], we do see an inspiring
spike in theCCA research by heavily relying onmeasurement
results, most of which do have a satisfactory performance.
However, measurement-based CCAs are not well analytically
studied in the community: the robustnesswe discussed in this
paper is one aspect, but definitely not the only one. For exam-
ple,measurement-basedCCAs such as BBRwill also break the
throughputmodel of existing control-based CCAs [13]. There
are definitely more exciting directions to explore, especially
considering the fact that the measurement-based CCAs are
gradually dominating the Internet traffic [11, 12]. We call for
the attention from the community to rethink these designs
and their potential effects together.

6 Conclusion
In this paper, we propose PAD to collect historical informa-
tion for measurement-based CCAs. PADworks between the
socket base and the CCA. It collects and stores the historical
information, and then passes to the CCA by re-arranging the
ACKs. We conduct some preliminary experiments to show
PAD can work well with BBR, one of the most representative
measurement-based CCAs.
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