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Abstract

A key challenge in many modern data analysis tasks is that user data are heterogeneous. Different
users may possess vastly different numbers of data points. More importantly, it cannot be assumed
that all users sample from the same underlying distribution. This is true, for example in language data,
where different speech styles result in data heterogeneity. In this work we propose a simple model of
heterogeneous user data that allows user data to differ in both distribution and quantity of data, and
provide a method for estimating the population-level mean while preserving user-level differential privacy.
We demonstrate asymptotic optimality of our estimator and also prove general lower bounds on the error
achievable in the setting we introduce.

1 Introduction

Many practical problems in statistical data analysis and machine learning deal with the setting in which each
user generates multiple data points. In such settings the distribution of each user’s data may be somewhat
different and, furthermore, users may possess vastly different numbers of samples. This issue is one the
key challenges in federated learning [Kairouz et all, 2021] leading to considerable interest in models and
algorithms that address this issue.

As an example, consider the task of next-word prediction for a keyboard. Different users typing on a
keyboard may have different styles of writing or focus on different topics, leading to different distributions.
There are aspects of the language that are common to all users, and likely additional aspects of style that
are common to large groups of users. Thus while each user has their own data distribution, there are
commonalities between the distributions, and additional commonalities amongst distributions corresponding
to particular subsets of users. Modeling and learning such relationships between users’ distributions is crucial
for building a better global model for all users, as well as for personalizing models for users.

The focus of this work is on differentially private algorithms for such settings. We assume that there is
an unknown global meta-distribution D. For each user ¢, a personal data distribution D; is chosen randomly
from D (for example, by sampling a set of parameters that define D;). Each user then receives some number
k; of i.i.d. samples from D;. The goal is to solve an analysis task relative to D, with an eye towards better
modeling of each D; even when k; is small. This abstract setting can model many practical settings where
the relationships between the D;’s take different forms. Indeed the standard loss in federated learning is
the (unweighted) average over users of a per-user loss function |[Kairouz et all, 2021, Sec. 3.3.2], which
corresponds to learning when the underlying distribution is D. Little theoretical work has been done in
this setting and even the most basic statistical tasks are poorly understood. Thus we start by focusing on
the fundamental problem of mean estimation. Specifically, in our model, D is a distribution on the interval
[0,1] with unknown mean p and unknown variance 012). Further, we assume that D; is simply a Bernoulli
distribution with mean p; ~ D.

While the general D; setting is of interest, the Bernoulli case captures a variety of interesting use cases.
For example, each sample from the Bernoulli distribution could represent whether or not the user has clicked
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on an ad. Another common example is model evaluation, where the user produces a Bernoulli sample by
engaging or not engaging with a feature (e.g., phone keyboard next word suggestion, crisis helpline link,
search engine knowledge panels, sponsored link in search results, etc.). As a concrete example, a language
model is used to make the next word suggestions on a phone keyboard. A new version of this model would be
first tested to measure the average suggestion acceptance rate over users. Each user would thus generate a
set of independent Bernoulli r.v.’s with each individual mean p; corresponding to the model accuracy for the
specific user. Heterogeneity comes from different users typing differently (and hence model accuracy varying
across users) and using the keyboard with different frequency. Note that the distribution of model accuracies
among users is the meta distribution D in our work. More generally, measuring the average accuracy of a
classification model among a large group of users is an important task in itself. Such models are deployed
in privacy-sensitive applications such as health and finance. The resulting statistics may need to be shared
with third parties or other teams within a company, raising potential user privacy concerns.

Our main contribution is a differentially private algorithm that estimates the mean of D in this heteroge-
neous setting. We first study this question in an idealized setting, where the variance of D is known, and no
privacy constraints. Here the optimal non-private estimator for p; is simple and linear: it is a weighted linear
combination of the individual user means with weights that depend on the k;’s and on o,. The variance
of this estimate is 02, ,, ~ (>, min(k;, o, 2))~1. This expression has a natural interpretation: this is the
variance from using min(k;, o, %) samples from user i and averaging all the Bernoulli samples thus obtained.
We then design a differentially private estimator for p. We show that under mild assumptions, there is
no asymptotic price to privacy (and to not knowing o,). That is, our differentially private estimator has
variance O(afdeal). For some intuition, note that the restriction on using at most o, 2 samples from each
user ensures that the estimator is not too affected by their individual mean p;. Interestingly, the estimator
achieving this bound in the private setting is non-linear. Further, we show that o2, is close to the best
achievable variance, under some mild technical conditions.

Our technical results highlight several of the challenges associated with ensuring user-level privacy when
data is heterogeneous. For example, in the heterogeneous setting, the optimal choice of weights for each user
contribution depends on properties of D that also need to be estimated from the data. Further, we show a
novel approach to proving lower bounds for private statistical estimation in the heterogenous setting. Our
approach builds on the proof of the Cramér-Rao lower bound in statistics, and we show how privacy terms
can be incorporated in this approach to show near optimality of our algorithms for nearly every setting of
k;’s. These tools and insights should be useful for modeling and designing algorithms for more involved data
analysis tasks.

We note that the optimal algorithm for this problem was not known prior to this work, even in the special
case where all D;’s are identical (or, equivalently, a% = 0) but users hold different numbers of samples. In
the absence of privacy constraints, this setting poses no additional complexity over the case where each
user has a single data point, since the data points all come from the same distribution. However, with the
requirement of user-level differential privacy, even this special case appears to require many of the technical
tools developed in this work (see Section 3] for a detailed discussion).

We aim to help foster similar model-driven exploration in other settings. There have been attempts
to handle heterogeneity by phrasing the problem as meta-learning or multi-task learning [Kairouz et all,
2021, Sec 3.3.3]. These works rely on implicit assumptions about the different distributions. Our goal is
to start with a more principled approach that makes explicit the assumptions on the relationship between
different distributions and use that to derive algorithms. For example, if we were to model the D;’s as having
means coming from a mixture of Gaussians, the estimation of cluster means would be a necessary step in
an EM-type algorithm. Our choice of D;’s being Bernoulli is meant to capture discrete distribution learning
problems that have been extensively studied in private federated settings. Our techniques are general and
extend naturally to real-valued random variables where, e.g., D; is a Gaussian with mean p; and known
variance. While we make minimal assumptions on D, our results asymptotically match the lower bounds for
the case of D being Gaussian with known variance. Our techniques also have natural extensions to higher
dimensions.



Summary of our results: Our main results involve three estimators; an idealized (non-realisable) esti-
mator pi4°¥! that assumes that the mean and variance of D are known to the algorithm, an estimator p, that
is private with respect to the user’s samples, but not with respect to each user’s number of samples k;, and
finally an estimator pP™V * that is private with respect to both the samples and the number of samples. Let
Pi be the mean of the k; samples from user i. The estimators p. and pP*' ¥ both require as input initial, less
accurate (e,0)-DP mean and variance estimators mean, 5 and variance,s. The main results of this paper
can be (informally) summarised as follows:

e Near optimality of 9 [Theorem [5.1]. For any parameterized family of distributions p ~ Dy,
such that the Fisher information of p; is inversely proportional to the variance of p; for all ¢, each p;
is sufficiently-well concentrated (e.g. sub-Gaussian) and p € [1/3,2/3], we have that p'9¢®! is minimax
optimal, up to logarithmic (in n) factors, among all unbiased estimators of p. The estimator p'dea!
itself is not unbiased, but it has very low bias. The proof of this result involves a Cramér-Rao style
argument which may be of independent interest. This result allows us to use p'9®! as a yardstick by
which to compare p. and pPHiv ¥,

e Near optimality of p. [Theorem [4.7]]. Assume there exists mean and variance estimators, mean, s
and variance. s, such that when run with a constant fraction (say n/10) of the users, mean, s returns
a sufficiently good estimate of p (roughly no worse than the estimate from any single user, and implies
a constant multiplicative approximation to p(1 — p)), and when run with logn/e users, variance. s
returns a constant multiplicative approximation to 012). If the maximum k; and median k; are within
a factor of (ne/logn) — 1, then the variance of p., with mean.; and variance.; as the inputted
initial estimators, is within a constant factor of the variance of pi4°3l. The conditions on mean, s and
variance, s are not particularly stringent and such estimators exist, for example, when D is a truncated

Gaussian distribution with mean bounded away from 0 or 1 and sufficiently small variance.

e Near Optimality of pP''V * [Theorem [4.3]. Under slightly more stringent conditions on D and the
assumption that the maximum k; and median k; are within a factor of O(ne?/logn), we extend the
upper bounds to the case when k;’s are also considered private information. The conditions are again
satisfied, for example, by truncated Gaussian distributions with mean bounded away from 0 or 1 and
sufficiently small variance.

e Lower bound in terms of k; [Corollary [5.6]. Finally, we show that for any sequence kq,--- , k,
and variance az there exists k* and a family of distributions p +— D, such that the minimax optimal
error among all unbiased estimators of p, for p in the range [1/3,2/3], is lower bounded by

(. 430l minfki k") - Op
Q <mln{\/(2?1 min{ki,\/W})2’ \/ﬁ .

We note that our main algorithmic results require concentration of the meta-distribution D. We note
that in practice, this is not an unreasonable assumption. For example, in the case of model evaluation, it
may be be reasonable to assume that a general model has similar accuracy for the vast majority of users, or
formally, that the model accuracy is well-concentrated.

1.1 Related Work

Frequency estimation in the example-level privacy model has been well-studied in the central [Dwork et all,
2006, IDwork and Rothl, 12014] and local models [Hsu et all, 2012, [Erlingsson et all, 12014, [Chen et all, 2020,
Acharya and Sun, 2019, |Acharya et all, 12019]. Similarly, private mean estimation has been well studied in
both central [Dwork et al., 2006, Hardt and Talwai,|2010] and local models [Duchi et al!; 2018, [Duchi and Rogers,
2019, Bhowmick et all,[2019] of privacy. These works have focused on providing example-level privacy (rather
than user-level) in settings with homogeneous data, i.e., i.i.d. samples.



Liu et all [2020] recently studied the problem of learning discrete distributions in the homogeneous cases
(same distribution and same number of samples per user) with user-level differential privacy, and [Levy et al.
[2021] extended such results to other statistical tasks. These works also consider the setting with different
number of samples per user although only via a reduction to same number of samples by discarding the data
of users that have less than the median number of samples and effectively only using the median number
of samples from all the other users. This approach can be asymptotically suboptimal for many natural
distributions of k;’s and is also likely to be worse in practice. Previously, IMcSherry and Mironov [2009]
showed how to build a (user-level) differentially private recommendation system, and McMahan et all [2018§]
showed how to train a language model with user-level differential privacy.

User-level differential privacy in the context of heterogeneous data distributions has been studied in the
constant k; setting|Ozkara et all [2022]. Much of the complexity in our setting arises from variation in the k;
values, which makes it challenging to maintain user-level privacy while leveraging the additional data points
from users with a large number of data points.

The challenges to optimization due to data heterogeneity have also been studied; [Zhou and Cong [2018],
Hanzely and Richtarik [2020], and [Eichner et al! [2019] study the approach of using different models for
different groups from a convex optimization point-of-view.

Mathematically, similar issues are addressed in meta-analysis [Borenstein et all, 2021, [Wikipedia contributors,
2021, where the heterogeneity comes from different studies instead of different users. The non-private ap-
proach of inverse variance weighting that we recap in Section 3 is standard in that context.

2 Model and Preliminaries

Let D be a distribution on [0, 1] with (unknown) mean p and variance o7.. We assume a population of n € N
users, where each user i € [n] has a hidden variable p; ~ D and k; € N samples z}, ... ,xfi ~iid. Ber(p;).
That is, the samples of user ¢ are i.i.d. from a Bernoulli distribution with parameter p;, which we will denote
D; =Ber(p;). Assume without loss of generality that individuals are sorted by their k;, so that ky > --- > ky,.
The hidden variables p; of each user are unknown to the analyst. In the non-private setting, the samples 2/
and k; will be accessible to the analyst. In the private setting, access to these data is constrained.

The analyst’s goal is to estimate the population mean p with an estimator of minimum variance in a
manner that is differentially private with respect to user data (p; and {z]}). Each user provides their own
estimate of their p; to the analyst based on their data z;: p; = kl Zle xf . The analyst can then aggregate
these (possibly along with other information) into her estimate of p.

Let us first give some intuition for the distribution of these p;. Let D(k) be the distribution that first
samples p; ~ D, then samples x1, -,z ~ Ber(p;) and finally outputs p; = %Zle z;. The following
lemma (proven in Appendix [A]) shows that the variance of p; is larger than 012) and transitions from p(1 — p)
to U% as k increases (equivalently as p; concentrates around p;).

Lemma 2.1. For all distributions D supported on [0, 1] with mean p and variance U%, 012) < p(l—p). Further,
E[D(k)] = p and Var(D(k)) = 3p(1 —p) + (1 — 1) 0.

We assume that k; and p; are independent, so the amount of data an individual has is independent of
her data distribution. This is crucial for the problem setup: in order for learning from the heterogeneous
population to be advantageous, there must a common meta-distribution is shared across all individuals in the
population, rather than a meta-distribution only for each fixed k;. If k; and p; can be arbitrarily correlated,
then the meta-distribution for each value of k; can be different. Hence, the best solution in that setting
is to learn on each sub-population (where the sub-populations are defined by their value of k;) separately.
While this assumption is natural in some settings, it is unlikely to hold in others — for example, different
writing styles that are more or less verbose. In future work, it may be interesting to explore how various
heterogeneity assumptions affect learning algorithms.



2.1 Differential Privacy

Differential privacy (DP) |[Dwork et all, [2006] informally limits the inferences that can be made about an
individual as a result of computations on a large dataset containing their data. This privacy guarantee
is achieved algorithmically by randomizing the computation to obscure small changes in the dataset. The
definition of differential privacy requires a neighbouring relation between datasets. If two datasets D and
D’ are neighbours under the neighbouring relation, then differences between these two datasets should be
hidden by the private algorithm.

Definition 2.2 ( (e, §)-Differential Privacy [Dwork et all, 2006]). Given e > 0, ¢ € [0, 1] and a neighbouring
relation ~, a randomized mechanism M : ® — ) from the set of datasets to an output space ) is
(e, 8)-differentially private if for all neighboring datasets D ~ D’ € D, and all events E C ),

Pr[M(D) € E] <ef-Pr[M(D') € E] + 6,

where the probabilities are taken over the random coins of M. When é = 0, we may refer to this as
e-differential privacy.

When each user has a single data point, the neighbouring relation is typically defined as: D and D’ are
neighbours if they differ on the data of a single individual, i.e., a single data point. In our setting where
users have multiple data points, we must distinguish between user-level and event-level DP. The former
considers D and D’ neighbours if they differ on all data points associated with a single user, whereas the
latter considers D and D’ neighbours only if they differ on a single data point, regardless of the number
of data points contributed by that user. Naturally, user-level DP provides substantially stronger privacy
guarantees, and is often more challenging to achieve from a technical perspective. In this work, we will
provide user-level DP guarantees.

Further, when defining user-level DP where users have heterogeneous quantities of data, we also need to
distinguish between settings where the number of data points held by each user is protected information,
and settings where it is publicly known. We’ll refer to the former as private k user-level differential privacy,
where the entry that differs between neighboring databases can have arbitrarily different number of data
points, and the latter as public-size user-level differential privacy, where the amount of data held by each
user is the same in neighboring databases. Formally, let D; = {z},--- ,xf} be the data of user i for each
i € [n]. For private k user-level differential privacy, we say D and D’ are neighbours if there exists an index
i such that for all j € [n]\{i}, D; = Dj. For public-size user-level differential privacy, we say D and D' are
neighbours if they are neighbours under private k user-level differential privacy and additionally |D;| = | Dj|
for all i € [n].

One standard tool for achieving e-differential privacy is the Laplace Mechanism. For a given function f
to be evaluated on a dataset D, the Laplace Mechanism first computes f(D) and then adds Laplace noise
which depends on the sensitivity of f, defined for real-valued functions as

!/
Af =, pmax D)= FDY]
The Laplace Mechanism outputs M, (D, f,e) = f(D) 4+ Lap(Af/e), and is (¢, 0)-DP.

Differential privacy satisfies robustness to post-processing, meaning that any function of a DP mechanism
will retain the same privacy guarantee. DP also composes adaptively, meaning that if an (e, d1)-DP mech-
anism and and an (ez,d2)-DP mechanism are both applied to the same dataset, then the entire process is
(€1 + €2,01 + 02)-DP. Parallel composition of DP mechanisms says that if DP mechanisms are applied to
disjoint datasets, then composition is not required. That is, if an (e1, §1)-DP mechanism and and an (e, d3)-
DP mechanism are each applied to disjoint datasets, then the entire process is (max{e1, €2}, max{d1, d2 })-DP
with respect to both datasets together.

3 A Non-Private Estimator

We begin by illustrating the procedure for computing an optimal estimator p in the non-private setting.
The general structure of the estimator will be the same in both the private and non-private settings. The



analyst will compute the population-level mean estimate p as a weighted linear combination of the user-level
estimates ]31 The key question is how to derive the weights so that individuals with more reliable estimates
(i.e., larger k;) have more influence over the final result.

Algorithm 1 Non-private Heterogeneous Mean Estimation p

Input: number of users n, number of samples held by each user (ki,...,k, s.t. k; > k;y11), user-level
estimates (D1, ,Pn)-

1: Initial Estimates

2: ﬁnitial = Z?:gn/lo 3011 > Initial mean estimate
~2 _ 1 ~ =2 " . .
3 0p = 1og n(logn—1) Zi,je[log n] (pi — Py) > Initial variance estimate

4: Defining weights
5: for i =logn to 9n/10 do

~2 __ 1 (=initial minitial)2 1\~2 : EO I :
Compute o7 = 7-(P —(p )+ (1 =)o > Estimate individual variances
—~ 1/52 . .
7 w; = SO /1/(;7 B 732 > Compute normalised weights
j=logn ~/j

8: Final Estimate
9: return p= >\, ., Wip; > Final estimate

Let 02 be the variance of p;. In an idealized setting where the o7 are all known, the analyst can minimize
the variance of the estimator by weighting each user’s estimate p; proportionally to the inverse variance of
their estimate. The weights are then normalised to ensure the estimate is unbiased. This approach yields
the following estimator, which is optimal in the non-private setting [Hartung et all, [2008]:

ides * * 1/o?

Pt = 301, wibi where wi = 5 /1011/02' (1)
J= J

In practice, the o?s are unknown, so the analyst must rely on estimates to assign weights. Fortunately, the

user-level variance o2 can be expressed as a function of k; and the population statistics p and 0127, as shown

in Lemma 2T}

g?:%(p—p%—l—(l—%)()ﬁ. (2)

Now, p and 012) are also unknown but since they are population statistics, we can use simple estimators to
obtain initial estimates. These initial statistics can then be used to define the weights, resulting in a refined
estimate of the mean p. Specifically, as outlined in Algorithm [II we split users into three groups. The logn
individuals with the most data are used to produce an estimate of Var(D(kiogn)), which serves as a proxy
for 0127. The 1/10th of individuals with the least data are used to produce an initial estimate of the mean
p. The remaining 9n/10 — log n individuals are used to produce the final estimate. We split the individuals
into separate groups to ensure the initial estimates and the final estimate are independent so we can easily
obtain variance bounds on the final estimate. The specific sizes of the three groups are heuristic; the exact
fraction 1/10 is not necessary. Under some mild conditions on D, and if n is large enough, the error incurred

by p is within a constant factor of the error incurred by the ideal estimator ﬁdcalﬂ

4 A Framework for Private Estimators

We now turn to our main result, which is a framework for designing differentially private estimators for the
mean p of the meta-distribution D. We discussed in Section B] the need for initial estimates of p and U% to

1In the non-private setting, this restriction is without loss of generality since the optimal estimator takes this form. In the
private setting this is still near-optimal; see Section [Bl for more details.

2This can be observed by viewing the non-private setting as a simplified version of the setting studied in Section [5] which
proves near-optimality of (truncated) linear estimators for this problem.



weight the contributions of the users. In the non-private setting, there are canonical, optimal choices of these
estimators; the empirical mean and empirical variance. In the private setting, these choices are not canonical,
and different estimators may perform better in different settings. There is a considerable literature exploring
various mean and variance estimators for the homogeneous, single-data-point-per-user setting. As such, we
leave the choice of the specific initial mean and variance estimators as parameters of the framework. This
allows us to focus on the nuances of the heterogeneous setting, not addressed in prior work. In Section [6l we
give a specific pair of private mean and variance estimators that provably perform well in our framework.

We will define three estimators: a ideal estimator pi4°3 (only implementable if all the o2 are known),
and a realisable estimator P, in the public-size user-level DP setting, and a realisable estimator pP™ * in the
private k user-level DP setting. The main result in the public-size user-level DP setting (Theorem [4.1]) is
that under some mild conditions and assuming n is sufficiently large, there exists an (e, §)-DP estimator p.
(Algorithm [2)) such that for some constant C,

Var(p.) < C - Var(pie).

In Section 4], we extend this result to the case where k;s are private and unknown to the analyst. We

will maintain the optimality of the estimator (up to logarithmic factors), under slightly more restrictive
conditions (Theorem FA.3]).

4.1 The Complete Information Private Estimator

As in Section [B] we begin with a discussion of the ideal estimator if the o; were known. This ideal private
estimator p'9°¥! has a similar form to p'4*® with some crucial differences. The first main distinction is that
Laplace noise is added to achieve DP, where the standard deviation of the noise must be scaled to the

sensitivity of the statistic. A natural solution would be to add noise directly to the non-private estimator
pdel but the sensitivity of this statistic is too high. In fact, the worst case sensitivity of p'4°® is 1, which

would result in the noise that completely masks the signal. Thus, the first change we make is to limit the
weight of any individual’s contribution by setting

o min{l/c?,T/0;}
Wi = S min{1/02.T/a;)

for some truncation parameter 7. Analogous to the weights used in Section [B this choice of w; is still
inversely proportional to o7 up to an upper limit that depends on the truncation parameter T, and then
normalized to ensure the weights sum to 1 so the estimator is unbiased. Intuitively, the parameter 7" controls
the trade-off between variance of the weighted sum of individual estimates (which is minimized by assigning
high weight to low variance estimators) and variance of the noise added for privacy (which is minimized by
assigning roughly equal weight to all users).

We make one final modification to lower the sensitivity of the statistic. Inspired by the Gaussian mean
estimator of [Karwa and Vadhan [201&], we truncate the individual contributions p; into a sub-interval of
[0,1]. The truncation intervals [a;,b;] are chosen to be as small as possible (to reduce the sensitivity and
hence the noise added for privacy), while simultaneously ensuring that p; € [a;, b;] with high probability (to
avoid truncating relevant information for the estimation). In order to achieve this, we need a tail bound on
the distribution D. To maintain generality for now, we assume there exists a known function f{%(n, 012), B)
that gives high-probability concentration guarantees of p; around p, and is defined such that

Appendix [[] presents a more detailed discussion of the structure of these concentration functions and how
they may be estimated if they are unknown to the analyst.
We can now describe the full information, or ideal estimator pidea!:

ides ~1b; ax; w] |b;—a;
pideal = 7w [pi]% + Lap(mwilbizaily (3)



where [p;]% denotes the projection of p; onto the interval [a;,b;] and

_ k; 2 _ k; 2 * min{1/0?7T*/a-i}
a; =P — fD (naopaﬁ)v bi - p+ fD (nuapaﬁ)v and w; = Z;}Zl min{l/g‘?’T*/gj}' (4)

We would like to choose the truncation parameter 7* to minimise the variance of the resulting estimator:
. N2 2
Var() = Y2 (wf)? Var([pilt;) + max; ==L, (5)

Although we do not know Var([p;]% ) exactly, we do know that [p;]% = p; with high probability, and thus
we can approximate Var([@]gii ) with o2?. Throughout the remainder of the paper, we will assume that 3 is
chosen such that %0? < Var([ﬁi]gi). Thus, we will approximate the optimal truncation parameter by

(w])?|b; — ai]?

n
* 3 *\2 _2
T = arg min E (wy)o; + max =
i=1

. n . min{1/0%,T2%/02}|b;—a;|?
= Argmin ror e (S0 min{1/07, T2} + max, = mepn lime). (6)

=1

We'll show in Section [5] that under some conditions on the Fisher information of D(k), pid°3! is optimal

up to logarithmic factors among all private unbiased estimators for heterogeneous mean estimation.

Example 1. As a simple example, suppose that p € (%, %), op = 1/\/n, and k; = [Z]. In this case, an
asymptotically optimal non-private estimator averages all the > k; = O(nlogn) available samples. It can be

shown that this gives us an unbiased estimator with standard deviation ©(———). A naive sensitivity-based

Vnlogn
@), since the weight of the first user in this average
is ©(1/logn). Our truncation-based algorithm will truncate the ith user’s contribution to a range of width

. Applying our algorithm would then give us privacy error @(ﬁ). In other words,

noise addition method will give us privacy error O(

logn
ki
for constant €, privacy does not have an asymptotic cost. We remark that in this case, any uniform weighted
average will incur asymptotically larger standard deviation Q(%)

~ ilogn
~ —=—
n

4.2 Realizable Private Heterogeneous Mean Estimation

Our goal in this section is to design a realizable estimator p. that is competitive with the ideal estimator

pideal As in the non-private setting, we divide the individuals into three groups. The first group, consisting

of the n/10 individuals with the lowest k; will be used to compute the initial mean estimate piitial. The L
individuals with the largest k; will be used to compute the initial variance estimate /U\:z. These will respectively
be computed using private subroutines mean, s and variancec s, which each provide event-level DP, as they
each operate on only a single point from each user. These initial estimates will be plugged into expressions
to compute 72, a;, and b; for the remaining individuals L + 1 < i < 9n/10. As in the non-private setting,
the specific sizes of these groups are heuristic. The important thing is that the size of the first two groups
are large enough that the resulting mean and variance estimates are sufficiently accurate, and the last group
contains ©(n)-users whose k; is above the median.

Since the estimate pi**a! used in @; and bi may have additional error up to a (which will depends on the
additive accuracy guarantee of mean, 5), we shift these estimates by an additive a to account for this error.
Next, all of these intermediate estimates and the user-level mean estimates p; from users L +1 <14 < 9n/10

will be used to compute the optimal weight cutoff f*, the optimal weights w; for each user L+1 <14 < 9n/10,

and finally the estimator p. as a weighted sum of the truncated user-level estimates []31]% plus Laplace noise.
This procedure is presented in full detail in Algorithm
For the remainder of this section, we turn to establishing the accuracy requirements of mean.; and

variance. s that ensure that the variance of p. is within a constant factor of the variance of ﬁiédcal.

Theorem 4.1. For anye >0, 5 € [0,1], « >0, 8 €[0,1], n € N, 0 < L <3n/5, (¢,0)-DP mean estimator
meane s, (€,0)-DP variance estimator variance, s, and sequence (ki,...,kn s.t. ki > kiy1), Algorithm[2 is
(e,8)-DP. If,



Algorithm 2 Private Heterogeneous Mean Estimation p.

Input parameters: privacy parameters ¢ > 0, § € [0, 1], desired high probability bound g € [0, 1], number
of users n, an (¢,0)-DP mean estimator mean. s, error guarantee on mean. s o > 0, an (e,d)-DP variance
estimator variance. s, number of samples for variance estimator L, and number of samples held by each
user (ki,...,kn 8.t ki > kiy1).
Input data: User-level estimates (p1,- - ,Pn)

1: Initial Estimates

2. pinitial — meane,(;(xén/loﬂ, couxl) > Initial mean estimate
3: 07 = variance.s(p1,--- ,Pr) > Initial variance estimate
4: Defining weights and truncation
5. for i=L+1 to 9n/10 do
6: Compute 57 = 7= (pinitial — (pinitial)2) 4 (1 — L)52. > Estimate individual variances
~ siniti kl -
n =Pt - a - £ (n,o2, 8)
8: by = pimitial o 4 fRi(n, oZ,B) > Estimate truncation parameters
min 734,12 /52 7762 2
f* ) Z?ﬁfﬁl min{ai2 T2} maxp {1<i<on/10 (/i TE/ 0 :
9: = argmin L
S (T min{1/52.1/5:))2
10: > Compute weight truncation
11: for i =L+ 1 to 9n/10 do
. 2 g~ .
12: Wi min{1/e; 77 /0:} > Compute weights

= on/l0 . ~2 e~
Ej:/L+1 mm{l/ajz.,T /ai}

13: Final Estimate

min{1/62,7* /&3 }|b; — ;|
EAL O 10 Y min{1/52 T+ /2.

14: A = max;¢| > Compute sensitivity

15: Sample Y ~ Lap (%) > Sample noise added for privacy
16: return p, = Z?Zélfl w; [@]ZZ +Y > Final estimate

e mean. s is such that given n/10 samples from D, with probability 1 — 3, |p — piitial| < f%’ (n, 012), B) and
Z’)‘iémtlal(l _ Z’)‘iémtlal) c [%p(l _p)7 %p(l _ p)] ,

e variance s is such that given L samples from D(k), with probability 1—3, 62 € [Var(D(k)), 8Var(D(k))],

e the k;s are such that kkl/z < "/QL*L,

then with probability 1 — 23, Var(p.) < C - Var(p'®®!) for some absolute constant C.

The final assumption ensures that the L users with the most data can not estimate the mean of meta-
distribution alone. In the setting where these L users can give a very accurate estimate of the mean, we
conjecture that there is little benefit in incorporating the data of the remaining users. If this assumption
does not hold, then an estimator that better utilizes only the top log n users may be optimal. The strictness
of this condition depends on the sample complexity of estimating the variance of D(k). We'll see in Sec-
tion that for well-behaved distributions like Gaussians, the sample complexity for obtaining a constant
multiplicative approximation of Var(D(k)) is O(log(1/3)/€). Thus for sufficiently well-behaved distributions,
up to logarithmic factors, this condition simply requires that the number of data points held by the user
with the most data is at most n times the number of data points of the median user. If n is large, then this
is unlikely to be a limiting factor.

The first two conditions of Theorem (1] ensure that the mean and variance estimates are sufficiently
accurate to use in the remainder of the algorithm. Notice that the initial estimates do not need to be
especially accurate. In fact, provided p is not too close to 0 or 1, the DP mean estimator that simply adds



noise to the sample mean achieves sufficient accuracy (see Lemma [6.1] for details). In Section [6, we also give
a DP variance estimator that achieves the desired accuracy guarantee using only L = logn/e samples, under
some mild conditions (Lemma [6.4]). Thus the set of mean and variance estimators that satisfy the accuracy
requirements of Theorem [£I] are non-empty. We note that the constants 1/2 , 3/2 and 8 in Theorem [£.1] are
not intrinsic; any constant multiplicative factors will suffice. We also note that the specific sizes of the three
groups outlined in Algorithm Pl are heuristic and can be varied to ensure that the initial estimator achieves
the required accuracy.

A full proof of Theorem E.1]is given in Appendix [Bl we present intuition and a proof sketch here.

The main distinction between ﬁedcal and p. is the use of the output of the estimators mean. s and
variance. s to estimate 02, a; and b;. Thus, the main component of the proof of Theorem ETl is to show
that the conditions stated in the theorem are enough to ensure that @2, a; and 31 are sufficiently accurate.
Lemma 4.2. Given p™%, 52 and k;, define G’ = kiiﬂ“itial(l — pinitialy 4 kik—:lag. Under the conditions
of Theorem I}, for alli > L, we have &;° € [302,9.502] and b; — @;| < 4]b; — aql.

79

A detailed proof of Lemmal.2is presented in Appendix[Bl Lemmad.2limplies that the individual variance
estimates used in the weights, and the truncation parameters are accurate up to constant multiplicative
factors. The main ingredient left then is to show that using only a subset of the population in the final
estimate only affects the performance up to a multiplicative factor. Under the assumption that % < 71/2%,

where o = Var(p1) and o} = Var(p, /) then

or  =——p(l—-p)+ (1 - )0

kmed kmed
_L
< MR P - )+ (- )o;
S n/2117L oin]ﬁx : (7)

We use this to show that for any truncation parameter T,
. 1 T In/10 . 1 T
>y mln{a—?, <A mln{a—?, =1

Using this, along with the bounds on estimated quantities from Lemma [£.2] we show that with high prob-
ability, the variance of the our estimator p, is within a constant factor of Var(p'd®®!), as given in Equation

©D:

1 ,1/:*2 - 2
min{ =7, =7 }|bi—di

T2
on/10 . 1T 2
Zi:L+1 mln{é.‘izv 552 }oi+max; po

9In/10 . ~ T
O min{1/5,2, L})2

< O(Var (ﬁedcal)).

Var(pe) = (8)

We remark that this framework is amenable to being performed in a federated manner if one has private
federated mean and variance estimators. Steps (@) - ([8) and Step (I2)) can be performed locally. Steps (@)
and the final sum in Step (I6) would need to be altered to fit the federated framework. We will see in Section
4.4 that it is sufficient to replace Step (@) with an estimate of % (the inverse standard deviation of the user
with the L-th most data). The final step is then a simple addition with output perturbation, which can be
performed in a federated manner (e.g., McMahan et all [2017], Kairouz et all [2021]).

4.3 Special Case: The constant p; case.

In the previous section, we considered the setting where there was heterogeneity in both the users’ distribu-
tions (i.e., the p;s were not constant), as well as the number of data points that they each held (i.e., the k;s
were not constant). In the absence of variation in the p;, each user is sampling from the same distribution
Ber(p). When privacy is not a concern, this setting reduces to the single-data-point-per-user setting where

10



the sample size is increased to >, k;. However, under the constraint of user-level differential privacy, this
setting is distinct from the single-data-point-per-user setting, since we need to protect the entirety of each
users data set. In fact, much of the complexity of Algorithm [ is required even in this simpler case. In
particular, the truncated inverse variance weighting is still required in this case when there is variation in
the k;. In fact, the only step of Algorithm ] that is not required is Step Bl since already know that 02 =0.

Since there is no variance in D, the high probability bound fD (n, 02, B) is just due to the randomness in the
binomial distribution Bin(k;,p), which comes from averaging k; samples drawn from Ber(p).

\/p(l p)

threshold T on o; to a truncation threshold k on k;, T = ~ p(,: 7p). Further, if we assume that all the k; are

When a =0, 0; has the simple formula ¢; = and we can directly translate from the truncation

large enough (mink; > 21n(1/8)/p) then we also have the simple formula f&i (n, 02, B) = W We

can plug these into Equation (@) (recall that 7™ is defined as the truncation threshold that minimizes the
variance of pi9°?!) to obtain the following formula for the variance of pi4°*!, and hence the variance of p, is:

_ p(—p) > min{k;, k} + 6pIn(2/B) %
e T, min{ki, kiR })? ' (9)

Even in the private setting, one can reduce to the single-data-point-per-user setting by reducing the
sample size by a factor of 2, and forcing the n/2 users with the most data points to produce their estimate p;
using only kmed (the median k;) data points. Then each estimate p; is a sample from the same distribution
and we can compute their mean. To the best of our knowledge, all the prior work in the private literature
that handles variations in k; follows this formula. However, not only does this algorithm reduce the sample
size by a factor of 2, it also unnecessarily hinders the contribution of users with many data points. As a
simple example, suppose that all the users have a single data point, except for y/n users, which have n data
points. Then the algorithm which forces n/2 of the users to use the median number of data points has an
error rate of 6(% + 2152) assuming that p is bounded away from 0 or 1. Letting £ = n in Equation [ implies
that that the truncated inverse variance weighted algorithm in the previous section is better able to utilise
the data of the users with high k;s, resulting in an error rate of O(# + n2—162)

4.4 Extension: private k user-level differential privacy setting

Let us now turn to our problem in the private k user-level differential privacy setting, where the k;s are
considered private and require formal privacy protections. We will need to add considerably more machin-
ery to Algorithm [2] to make it private under this stronger notion of privacy. Under public-size user-level
privacy, the quantities T* (the weight truncation parameter) and A (the sensitivity of the final estimate) in
Algorlthm 2 do not pose privacy concerns since they only depend on the private data p; through the pititial
and o2, which are both produced differentially privately. However, both these quantities depend on the k;
d1rect1y, and hence care needs to be taken when using them under private k user-level DP.

In Algorithm [3 we outline the extension of Algorithm 2] to satisfy private k user-level differential privacy.
It is different to Algorithm Plin two main ways: the method for truncating the weights and the method for
computing the scale of the noise needed to maintain privacy.

The first significant change in Algorithm Blis how the sensitivity parameter A is chosen. The final statistic
is more sensitive under the view of private k user level privacy; the weight of every user can change as a result
of a single user changing the amount of data they hold (due to the resulting change in the normalisation
constant). Rather than an upper bound on the global sensitivity, A as defined in Algorithm [ is, with high
probability, an upper bound on the local sensitivity of all databases that lie in a neighbourhood of D. Given
a function f from the set of databases to R, and a database D, the local sensitivity of f at D is defined by
LS(f; D) = maxp’ neighbour of D |f(D) — f(D’)]. We use a standard framework from the differential privacy
literature called propose-test-release (PTR) [Dwork and Lei, [2009] to privately verify that A is indeed an
upper bound on the local sensitivity of all databases in a neighbourhood of D, which allows us to safely add
noise proportional to A to privatise the final statistic. A database D’ is said to be a k-neighbour of D if it
differs from D on the data of at most x data subjects, and if it contains the same number of data subjects.

11



Algorithm 3 Private Heterogeneous Mean Estimation pPrv *

Input parameters: Privacy parameters e > 0, 6 € [0, 1], desired high probability bound S € [0, 1], number
of users n, an (¢,6)-DP mean estimator mean, 5, error guarantee on mean. s o > 0, an (¢,0)-DP variance
estimator variance, 5, number of samples for variance estimator L, an upper bound on the total number of
data points held by a single user kpax, an e-DP estimator of the ¢th order statistic EMe(+; £, kmax)-

Input data: Number of samples held by each user (ki,...,k, s.t. k; > kiy1), and user-level estimates
(]/9\17 e 7]/9\11)
1: Initial Estimates
2: pritial — mean, 5(x9n/10+1, couxl) > Initial mean estimate
3: 3127 = variance. s(P1, - ,DL) > Initial variance estimate
4: Compute Sensitivity Proposal
5: E =EM(k1, -, kn; L, kmax) > Compute L-th order statistic
6: for i € [L+1, 9n/10] do
7: ki = mln{kz, kL}
~2 initi 12
s Uz — (Z’)‘iemtlal (I’)ﬁenltlal)Q) 4 (1 _ ]Ti)o,p .
9: v; = 512 > Compute truncated, unnormalised weights
2 ~2
10: G = (@mtlal (@mtlal) ) + (1 _ E)UP .
11: N = Z?n/Llﬂl v; + Lap (ea’};ﬁ) — E(T;Tnz In(24) > Compute noisy normalisation term
12: A= 12% > Compute local sensitivity proposal
13: Propose-Test-Release on M(- kL,m, pmitial 52 )

14: D = {(Di, ki) }ie[L+1:9n/10]

15: k* = argmax{k € N| VD’ s.t. D' is a k-neighbor of Dy, LS(M(;; kL,Qn/l() L,pital 52 a); D') < A}
16: > Compute distance to high sensitivity dataset
17: & = k* + Lap(1/e)

18: if & < 220/ then

19: return prriv F = pinitial > Return initial estimate if proposed local sensitivity too small
20: else

21: Sample Y ~ Lap (A) > Sample noise added for privacy
22: return pP'V *F = M(Dr; kL, 9n/10 — L,pinel 52 o) +Y > Final estimate

Next, the function M as described in Algorithm @l incorporates the truncation of weights in a slightly
different (but nearly equivalent) manner to Algorithm [2 but is otherwise the same as Algorithm 2 without
the addition of noise. Observe that choosing a truncation parameter T is equivalent to choosing an 1nteger k
such that T' = 1/Var(D(k)), so kr plays the role in Algomthmlthat T* plays in Algorithm[2l The statistic kr
is a private estimate of the L-th order statistic of the set {k1,--- ,k,}. Since the only users that participate
in the final estimate (and hence have their data truncated) all have k; < kg, this algorithm attempts to find
the smallest truncation parameter such that no data are actually truncated. We will show that provided
either € is not too small or the ratio kmax/kmed is not too large, this level of truncation is sufficient. There
are several existing algorithms in the literature that can be used to privately estimate the L-th order statistic
Ez. A simple algorithm |Dwork and Lei, 12009, [Thakurta and Smith, 12013, lJohnson and Shmatikow, 2013,
Alabi et all, 2020, [Asi and Duchi, |2020] that estimates the order statistic using standard differential privacy
framework called the Exponential Mechanism (EM) [McSherry and Talwanl, [2007] is sufficient up to a constant
factor. For a full description of this algorithm, as well as its accuracy guarantees, see |Asi and Duchi, 2020)].
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Algorithm 4 Truncated weighted mean, M(+; kmax, 7, P, cfp2, «)

Input: number of users n, number of samples held by each user (k1, ..., k), user-level estimates (p1, - - , Dn),
desired upper bound kp,ax, mean estimate p, variance estimate 012), accuracy on mean estimate o

1: for i € [n] do

2: k; = min{k;, kmax

3 @G=p—a—f5nc"A)

4: ~

5: bi:ﬁ+a+f£i(n7&p2vﬁ)

6: _

. 2 1/n A\ 2 1
o or=rBG-0)+0- 5o
8: V; = %

_ by

Picim vilPil gt

9: Return ==t Y
Zie[n] Vi

In order for this algorithm to produce accurate results, we need an upper bound on the maximum number
of data points a single user can have; we will call this number k.

Theorem 4.3. For anye >0, €[0,1], 8€[0,1], n €N, a >0, L € [n] (¢,0)-DP mean estimator mean. s,
(e,9)-DP variance estimator variance. s, kmax € N, e-DP estimator of the {th order statistic EMc(+; €, kmax),

Algorithm[3 is (3¢,20)-DP. Let T = log(él/(s) + ln(l/(s)éln(l/’@). If the conditions of Theorem[{.1] hold and
o 1 l(Inkmax +1In(1/8)) < L < n/4,

Enax : g5 novY-1 n-1 €(n/2-L-1) (n/4—1)c
* dgmm{log% 2 2 2(TF1)°  logZ(n/B) * 3In(2/0) (’

kme

o for all k < kmax, max{a, o} < f%(n,&}f,ﬁ) < 20y+/log(n/B), where o = Var(D(k))

o for any set I C [n], with probability 1 — 3, ZZSLIU;@ —p’ < 2\/Var (%LIU;@) log(1/8),
ie1 Vi ier Vi

then with probability 1 — 43, Var(pP'v ¥) < O (Var(p))

Theorem E3] implies that under some mild conditions, the variance of pP'V ¥ is within a constant factor
of the variance of p, the non-private realisable estimator. While the conditions of this theorem may seem
intimidating, they are not particularly stringent for reasonable parameter settings.

e Conditions on L. In Section 2] when discussing the conditions of Theorem 1] we discussed that
L = 0(1 /€) is sufficient for learning a constant multiplicative approximation to 012) for sufficiently
well-behaved distributions. We’ll give such an example estimator in Section If we increase L to
O(log(n)/e) then the third condition in Theorem HI] (which we still need to satisfy) becomes only
slightly more restrictive, and we can satisfy the first condition of Theorem 3] provided kmax and 1/8

are both polylogarithmic in n.

° Copditions on kmax/kmed- Up to logarithmic factors, the required upper bound on the ratio kmax/kmed
is O(e?n). For moderate values of e, this condition is unlikely to be prohibitive in practice, although it
is more restrictive than the upper bound of O(en) that was required in Theorem [Z11

e Concentration bounds. The final two conditions are concentration bounds, essentially requiring
D(k) to be sub-Gaussian. This condition is technically absent from Theorem A1}, although a similar
condition is required in order to design a private variance estimation algorithm with sufficiently good
accuracy.
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The proof that Algorithm [Bis (3¢,26)-DP is fairly routine, details can be found in the appendix. There
are two main differences between Algorithm [l ar/lg Algorithm 2] that affect the utility: the replacement of
the optimal truncation with truncation based on k,, and the use of propose-test-release (PTR) to determine
the level of noise added to the final estimate. We will control the impact of these two factors separately.

Let us consider the impact of changing the truncation parameter. Set T}, = = Assuming the PTR

component of the algorithm does not fail, the variance of pP™V * can be written as two terms, namely the
variance that exists in the non-private setting, and the additional noise due to privacy:

. ~ o (g 2,8)
S min { 2, 2 } Var([pill]) (12 S )
+
9n/10 T, 1 2 €
21 L+1 min cr_i ; private term

non-private term

Var( Apriv k)

The truncation has opposite effects on each of these terms. As T decreases, the private variance term
decreases while the non-private variance term increases. When we set 77, = 1/Var(D(kr+xk)), where K €
[—%L, %L] then if K is negative, no truncation occurs and the non-private term is optimal. Even if K is
positive, only a small number of data points are truncated so the non-private term is still close to its optimal
value. However, setting the truncation parameter this large means that the private term is larger than
necessary. We show that even though the private term may be larger than it would be with the optimal
truncation, under the conditions of the theorem, the non-private term dominates the variance anyway.

Let us now consider the impact of the use of propose-test-release (PTR). The two relevant components
for the how the PTR component of Algorithm [ affects the utility are the scale of A/e and the probability
that the proposed sensitivity is too small resulting in the algorithm ending in line (I9)), rather than line (22).
The impact of the former is easy to analyse since the noise added is simply output perturbation. In order to
show that the PTR ends in line (22) with high probability, we need to show that with high probability (over
the randomness in the samples), k* as defined in line () is large enough. Since this claim is in essence
about M(-; kmax, 7, P, 0p %), we will state this claim in the notation of Algorithm Fl

Lemma 4.4. Given kmax €N, n €N, p € [0,1], 6,° € [0,1] and k1,--- , kn, let T = log 61/6) 4+ In(1/9) 1“(1/6)
if the conditions of Theorem [{.3 hold and D = {(p;,ki)}", is a dataset such that p; ~ D(k;), then wlth
probability 1 — 3, for any D’ that is a k-neighbour of D for 0 < k < T, we have
kmax ~ 2
LS(M (K. . . %, 0); DY) < 19 P D000 )

D e Vi

5 Near Optimality and Lower Bounds

In Section [ we showed that the variance of our realisable private estimator p. was within a constant of
that of the complete information estimator p'9¢®!, In this section, we will show that in fact, p. performs as
well (up to logarithmic factors) as the true optimal private estimator. We’ll also give a lower bound on the
performance of the optimal estimator in terms of the k;. This will give us some intuition into the types of

distributions of k;’s that benefit from this refined analysis.

5.1 Minimax Optimality of p,

The goal of this section is to show that the estimator p. discussed in Section is minimax optimal up to
logarithmic factors among the class of unbiased estimators. In light of Theorem 1] it suffices to show that
the estimator pi4°8! defined by Equations Bl (@), and (@) is minimax optimal up to logarithmic factors. Let
P be a parameterized family of distributions p — D), where E[D,] = p and D, is supported on [0,1]. For
p € [0,1] and k € N, let ¢, be the probability density function of D, (k). In this section, we will return to
the known size user-level differential privacy setting. Hence, we will let k1,-- -, k, be fixed.
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Our lower bound will show that the estimation error must consist of a statistical term and a privacy
term. Such a lower bound thus must generalize a statistical lower bound. We will rely on the Cramér-Rao
approach to proving statistical lower bounds; as we show, it is particularly amenable to incorporating a
privacy term. This approach relates the variance of any unbiased estimator of the mean of a distribution to
the inverse of the Fischer information; the proof naturally extends to the case where we are given samples
from a set of distributions with the same mean but different variances, as is the case in our setting. For
many distributions of interest, e.g., Gaussian and Bernoulli, the Fischer information of a single sample is the
inverse of the variance, and we make that assumption for D,. We also assume that the D, has sub-Gaussian
tails. Thus, as long as the set of permissible meta-distributions includes distributions with this property,
e.g., includes truncated Gaussians, our lower bound applies.

Theorem 5.1. Let P be a parameterized family of distributions p — D, and suppose that for all p € [0, 1]
and k € N, the Fisher information of ¢, i is inversely proportional to the variance, Var(Dp(k)):

J (5 10g &y, 1:())? by i (2)dx = O(aroayy): (10)

and for allp, n >0, k € N and 8 € [1/3,2/3], f%p(n,afj,ﬁ) = O(Var(D,(k))), then

i . — 0 . ~deal
. etk 0] = 0 g Vst w32 )
; 47202 )2
— 0 [ min S min{1/02, T?} + max; 200l otz
- T [OF mim{l/a’?,T/Uq;})2 :
Further, under the conditions of Theorem[{.]],
ot Ve coomino 50] = O (| min e Vasieiopti ()]

Theorem [G.Ilsays the estimator pi¢®! has variance only a logarithmic factor worse than the variance of the
optimal unbiased estimator. Due to the truncation of the p;, the estimator p'¢®! is not unbiased, although
the bias can be made polynomially small by widening the truncation interval so truncation does not occur
with high probability. The theorem can also be slightly extended to include estimators with polynomially
small bias. This small bias assumption seems to be inherent in the Cramer-Rao style proof that we use.

We will prove Theorem [5.1] in three steps. The following class of noisy linear estimators, NLE, will act
as an intermediary in our proof. The notation o; denotes Var(z;), which accounts for the randomness in

generating x;.
NLE = {MNL(X;W) =3 wir + Lap( =it ) | w; € 0,1, 30 w; = 1}.

Similar to pideal  this class of estimators is not realizable since we only have access to an estimate of o; =
Var(Dy(k;)). Additionally, the estimators in NLE are not necessarily e-DP.

To prove Theorem [5.1] we will first show that the weights used in p9°?! define the optimal weight vector
among the estimators in NLE. Then, we’ll show that (up to constant factors) the minimax optimal estimator
among unbiased estimators lies in NLE. Finally, we’ll show that the variance of pi4°¥! is at most a logarithmic
factor worse than its not-quite-private counterpart in NLE. This completes the proof of the near minimax
optimality of pi4°8! and hence p.

The first step is shown in Lemma [.2] which shows that the weights used in p!4°®! are optimal (i.e.,
variance-minimizing) among all estimators in the set NLE.

Lemma 5.2. Given p; ~ D,(k;) with variance o7 for alli € [n] and w € [0,1]™ such that Y ;- , w; =1, let
p=> 1w+ Lap(=2®i%) . The variance of p is minimized by the following weights:

o min{1/0? T/o;}

b X min{l/o3, T/oy}

for some T.
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Since the threshold 7% in pi4ea! was chosen to minimize Var(pid®a!), then we know that the weights w}
in pideal are optimal. The proof of Lemma can be found in Appendix The main component of the
proof is showing that under the constraint of differential privacy, no individual’s contribution should be too
heavily weighted.

Now, let us turn to the second — and main — component of the proof of Theorem[B.Jl Lemmal5.3]formalises
the statement that an estimator inside the class NLE is minimax optimal among unbiased estimators. That

is, for any unbiased estimator M, there exists an estimator My, € NLE with lower worst-case variance.

Lemma 5.3. Let P be a parameterized family of distributions p — D, and suppose that M : [0,1]" — [0, 1]
is an e-DP estimator such that for all p € [1/3,2/3], if

1. M is unbiased, pp(p) =p

2. the Fisher information of ¢, x, is inversely proportional to the variance
J (35108 dp i, () Pp e, (w3)di = O(varmsmy):

then there exists an estimator My, € NLE such that

Varvicin] z;mD k), My (Miz)] < O Varvicinl z.~D(k, M)] ).
pe[flr}gf;/s][ arvie n,z~D(k:), My (M) <pe[?}§,)§/3][ arvien] 2 ~D(k:), M ( )])

A detailed proof of Lemma [5.3] can be found in Appendix [D] but let us give a brief sketch of the proof
here. Given an estimator My, € NLE, the variance of My, can be written as

Var(My) < >0 wiVar(D(k;)) + O(Raxtio: )2, (11)

That is, it can be decomposed as the variance contribution of each individual coordinate, and the variance
contribution of the additional noise due to privacy. Lemma [5.4] (proved in Appendix [D)) shows that the
variance of any estimator M can be lower bounded by a similar decomposition. Since this involves considering
the impact of each coordinate individually, the following notation will be useful. Given an estimator M, vector
q € [0,1]" and set I C [n], let prn(2pp159) = Bviero,mp,, (k) m[M (21, -+ ,2n)] be the expectation over
only randomness in I and M. Note that in this notation, user 7 is sampling from a meta-distribution with
mean ¢;, which may be different for each user. We will abuse notation slightly to let pas(q) = par(0; q), and
for p € [0,1], we will let pins(zp\130) = pna (T 15 (0, - -+, p)). When the estimator M is clear from context,
we will omit it.

Lemma 5.4. For any randomised mechanism M : [0,1]" — [0, 1],
Varvic(n],iop, (k)M (M) = Byicn],zimd, (ko) m [(M (21, . 20) — 1(p))?]
> 3 B, o) (163 0) — 11(0))?] 4 Buien,zomy (k) i [(M (21, 0y ) — (1,5 s 205 )% (12)
In Equation ([I2), the first term is the sum of contributions to the variance of the individual terms z;, and
the second term is the contribution to the variance of the noise added for privacy. Now we want to define

a weight vector w such that the terms in Equation (I2)) are lower bounded by the corresponding terms in
Equation (II)). The key component of the proof is the observation that if we let

wz(p) = %N(Q) ‘q:(p7,,,7p) (13)

then we can show that there exists a constant ¢ such that

Eu o, (e (123 0) = p(p))?] = ¢ - wi(p)* Var(Dp (ki) (14)

This controls the contribution of each individual coordinate to the variance of M. It remains only to control
the contribution of the noise due to privacy. We show that there exists x;, 2} such that

lu(zisp) — p(xi; p)| > Qwi(p) - /Var(Dy(k:))),
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which we show implies that,

Evicin) iy (o, (M (@1, @) = i, i p))?) = Qe Balid)), (15)
Intuitively, the worst-case |u(z;;p) — p(x}; p)| plays an analogous role to the sensitivity, since it captures
the impact of changing one user’s data. Since M is an e-DP mechanism and |u(z;;p) — p(al;p)| is at
least Q(w;(p) - v/ Var(Dp(k;))), we show that it must include noise with standard deviation of at least this
magnitude over e. This is consistent with, e.g., the Laplace Mechanism that adds noise with standard
deviation ©(Af/e).

Combining Lemma [5.4] with Equations (I4]) and (3] gives that the variance of M is at least,

n wi 2 ar i
Varyienl,wompy (k) (M) = S0 ¢ w;i(p)*Var(Dp (k;)) + QY2 Pelka)y

Finally, we must create a corresponding My, € NLE for comparison, using the same weights. Since
S wi(p) as defined in Equation (I3) need not equal 1, these weights will need to be normalized to sum
to 1 to create an estimator in NLE. We need to show this normalisation does not substantially increase the
variance of the resulting estimator. In order to show this, we show that there exists a p* € [1/3,2/3] such
that >°"" ; w;(p*) > 1, since normalizing the estimator by a factor of m will affect the variance by
a factor of m, and thus if >, w;(p*) > 1, then this will decrease variance. This desired fact
follows from the definition of w;, and the fact that M is unbiased. Now, if we define

n * max; w;(p* Var (D, (ki
> i wi(p*)wi + Lap( @ )6 (Dy( )))

Z?:l w; (p*) ’

then My, € NLE and VarVie[n]ﬁziNDp(ki)yMT“L (MNL) =0 (VarVie[n],miNDp(ki),M(M))-

The final component needed for the proof of Theorem [B.1] is a translation from the estimators in NLE,
which are not e-DP to the corresponding e-DP estimator. For any weight vector w, we can define an e-DP
estimator by truncating the data point z; and calibrating the noise appropriately:

MyL(x) =

p+ip (n,02,8)
p—Frt (n,02,8)

max; Qwifki (n,cr2 ,B)
( ).

My (z1, - Ty W) = E?:l wj[z;] + Lap €

Provided fp (n,03,8) ~ Var(D(k;)), the estimators My have approximately the same variance as the
corresponding element of NLE, but are slightly biased. This is formalized in the following lemma.

Lemma 5.5. For any distribution D, n > 0 and 8 € [0,1], if for all k;, f% (n, 0127, B) = O(Var(D(k;)) then

for any w € [0,1]™ such that > ., w; = 1, we have Var(Mpy(- ;w)) = O(Var(My(- ;w))). Further, the
bias of My is at most [3.

Finally, we have the tools to prove the main theorem in this section, Theorem [G.1t

ot b 5l 2 (MO = Qi o [eren (VD

— Q V NLE
(pe[rf}%,’é /3][ arp, (pe)])

_ Q V. ~ideal
Jelnax /3][ arp, (P ")])

=0 V. De
(pe[rf}%,’é /3][ arp, (Pe)])

where pME € NLE has the same weights as pi4°®. The equalities follow from Lemmas (5.3, (.2 5.5, and

€

Theorem [L.1] respectively.
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5.2 Minimax Lower Bound on Estimation Rate

In addition to establishing the near optimality of p., we will also give a lower bound on minimax rate of

estimation in terms of the parameters k1, - - - , k, and az. Note that we can view the truncation of the weights
w; as establishing an effective upper bound on k;. Given k1, -+ ,k, € N, and € > 0, let
—+ZZ min{k;,k}
k" = argmln 6(27 lmlm{k“k}y . (16)

Intuitively, in the case that 0, = 0, we want to use as many samples as possible, but one user contributing
many samples leads to larger sensitivity and thus privacy cost. Limiting the number of samples per user to
kmax allows us to limit the sensitivity to be about wmax(1/vkmax). Since w; is proportional to the number
of samples used, the variance of the estimator when using at most k* samples per user is akin to choosing a
threshold that minimises the variance.

Corollary 5.6. Given ki,--- ,k, € N, and o, there exists a family of distributions D, such that

B* 2
| o ; 5T minfk ) 0
M, grllblascdpe[rll}%)é/3] Vaere[n],ziNDp(ki)[M(Ila 't )] 2 & <H1Hl { (>, min{ki VEik*})27 }) )

Corollary [5.0 is proved in two parts, using two different families of distributions D,. The first family
is where 02 = 0, so D, (k) = Bin(k, p) for all k € [n]. For this family, we know that the minimax error is
obtained by the mechanism p'9¢®!. Calculating the variance of pi4® on this family, we obtain the first term
of the minimum. The second family is the family of truncated Gaussian distributions (truncated so that D
is supported on [0,1]). The variance of the optimal estimator for this family would be lower bounded by
ag /n, even if each user was given a sample directly from D, rather than from D(k). Thus, using a reduction

to the case of simply estimating p given n samples from D, we obtain the second term in the minimum.

6 Example Initial Estimators

In this section we give example initial mean and variance estimation procedures that can be used in the
framework described in Section[dl For both estimators, we show that they satisfy the conditions of Theorem
[T, and thus can be used as initial estimators in Algorithm [2] assuming all other technical conditions are
satisfied. This also immediately implies that the set of initial mean and variance estimators which satisfy
the conditions of Theorem 1] is non-empty.

We note again that the estimators described in this section are examples of estimators that achieve the
conditions of Theorem ], and that any private mean and variance estimators that satisfy these conditions
could be used instead. As discussed in Section 2] one may choose to use different estimators of these initial
quantities in different settings (for example, if local differential privacy is required or if different distributional
assumptions are known).

6.1 Initial Mean Estimation

We will begin with the initial mean estimation procedure mean. ;s to computed p pnitial - We consider the
simplest mean estimation subroutine, where the analyst collects a single data point from the n/10 users with
the smallest k;, then privately computes the empirical mean of these points using the Laplace Mechanism.
The following lemma shows that this process is differentially private and satisfies the accuracy conditions of
Theorem E] i.e., that with high probability, pi*a! is close to p and pinitial(1 — pinitial) ig close to p(1 — p).

Lemma 6.1. Fiz any € > 0 and let pHitial = meané,g(x(gn/lo)_‘_l, couxk) = ﬁ E?:(Qn/l@)-‘rl x{ + Lap (%)
Then meanc 5 is (¢, 0)-differentially private, E[p"%?!] = p and if p > 201#(1/6), then for n sufficiently large,

nitiz 19pinitial | (4 log? 1 1 5
P[F — ) < ] < 3 for @ = 2max( [ L EAI0) | Biegln) | slostin) bel0)) < gt ),
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Further, if min{p,1 — p} > 12 max{%, lofrf%g)} then with probability 1 — B, p™%el € [1p, 3p] and

Z’)\Lnitial(l _ ﬂnitial) c [17(12—17)7 31)(12—17)]'
The concentration bound follows from noticing that D = Ber(p) and using the concentration of binomial
random variables. The full proof is in Appendix [El
Note that the expression of a depends only on quantities known to the analyst — including p'**! which
will be observed as output — so that « can be computed directly for use in Algorithm Although our
presentation of Algorithm Rlrequires o to be specified up front as input to the algorithm, it could equivalently
be computed internally by the algorithm as a function of pi*i*?! and other input parameters.

6.2 Initial Variance Estimation

We now turn to our variance estimation procedure variance.s for estimating o2

»- Let us first provide
some background on privately estimating the standard deviation of well-behaved distributions. Lemma
guarantees the existence of a differentially private algorithm for estimating standard deviation within a small
constant factor with high probability, as long as the sample size is sufficiently large. The following is a slight

generalisation of the estimation of the standard deviation of a Gaussian given by [Karwa and Vadhan [2018].

Lemma 6.2 (DP standard deviation estimation). For all n € N, omin < Omax € [0,00],¢ > 0, €
(0,2],8 € (0,1/2),( > 0, there exists an (e, §)-differentially private algorithm M that satisfies the following:
ifx1, ...z, are i.i.d. draws from a distribution P which has standard deviation o € [Oimin, Omax] and absolute

1n Zmax
central third moment p = E[|lx — p(P)[*] such that L < (, then if n > c¢? min{%ln(n"T‘“‘“)),%ln(ﬁ)},
(where ¢ is a universal constant), then M produces an estimate & of the standard deviation such that

enoPM(0% <02 < 80%) > 1.

.....

The proof of Lemma is given formally in Appendix [E.Il along with a detailed description of the
algorithm M. The remaining omitted proofs in this section are in Appendix [El We note that the interval
[Gmin, Omax] can be set fairly large without much impact on the sample complexity, in the case that little is
known about o a priori.

In order to estimate ag, we will use the estimator promised by Lemma on the data of the L = logn/e
users with the largest k;. Let k = kjog /e, 50 the top log n/e individuals all have at least k data points. We

will have these individuals report ﬁf = % 2521 :Cj», which is the empirical mean of their first £ data points.
Thus, we are running the estimator promised in Lemma on D(k) with logn/e data points. In order to
utilise Lemma [6.2] we first need to ensure that D(k) satisfies the moment condition that p/o? is bounded,
which is shown in Lemma [6.3]

Lemma 6.3. For k € N, suppose p € [%, 1- %], op > %, k > 2, and there exists v > 0 such that 2%
P

where pp denotes the absolute central third moment of D. Then % < 8(3v3 4+ 7).

<y

With this result, we can apply Lemma to our setting to privately achieve an estimate 31277 . that is
close to the true population-level variance 0127, as shown in Lemma [64l Note that as k grows large, the
allowable range for p approaches the full support [0,1] and the allowable standard deviation o, approaches
any non-negative number.

Lemma [6.4] combines the two previouse results to show that Lemma [6.2] can be applied to the individual
reports p¥ from the top logn users, and the resulting variance estimate will satisfy the accuracy conditions
of Theorem (1]

Lemma 6.4. Given omin < Omax € [0,00],€ > 0,6 € (0, %],B € (0,1/2), and ¢ > 0, let M be the (e,9)-
differentially private mechanism given by Lemmal6.2, and let Gik = M@k, ,ﬁ{“og n/e), where p¥, - - - ,ﬁ{“og /e

D(k). If there exists ¢ > 0 such that £2 < ¢ where pp = Eqp|lz—p|?], \/%p(l —p) + 2202 € [01in, Omax],

( 9max )
Imin

op >+, p€ [1,1—1], and logn > c¢(8(3V3 + ())? min{ln(lnT
2 € [Var(D(k)), 8Var(D(k))].

),ln(ﬁ)}, then with probability 1 — f3,
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A Proofs from Section

Lemma 2.1. For all distributions D supported on [0, 1] with mean p and variance U < p(1—p). Further,

E[D(k)] = p and Var(D(k)) = p(1 —p) + (1 - 1) o2. B

Proof of Lemma[2l Firstly, note that,
0p = Epop2?] — p? < Epnpla] — p® = p(1 —p),

where the inequality follows from the fact that D is supported on [0, 1].

Next,
1

Elz;] = /:0 Pr(p; = ) Pr(Ber(z) = 1)dx = / Pr(p; = x)zdx = p,

=0
which by linearity of expectation implies that E[D(k)] = p.
By the Law of Total Variation, the variance of p; is:

Var(@-) = EZH [Va‘rﬂﬂi (ﬁl |pl)] + Varpz' (sz []/3\1 |pl])

Lpi(1 = po)] + Vary, (p1)

=E,p, [k_
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B Proofs from Section

First, let us show that the conditions of Theorem [.1] imply that the variance and truncation parameter
estimates of each individual data subject are correct up to constant factors.

Lemma 4.2. Given pritial ,\2’ and k;, deﬁne 5t =1 @“‘“dl(l pinitialy 4 %3%. Under the conditions

of Theorem I}, for alli > L, we have &;° € [302,9.50" } and [b; — @;| < 4|b; — asl.

Proof of Lemmal[].2. Note that 2 is actually an estimate of the variance of D(ky) since it has access to

P
samples from this distribution rather than D itself. Therefore, 5> € [Var(D(kz)),8- Var(D(kr))] implies
ol € [02,8 (%p(l —p)+ aﬁ)] Then for every i > L (i.e., with k; < k),
1 ki —1
~2 ~nitial initial 7 ~2
2 = g — prie 4 B 152
11 ki —1
> ——p(l— ‘ 2
A
YA Lkl
=2 \&? N
_1 o2
=500,
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where the first inequality follows from the accuracy conditions on mean. s and variance. s in Theorem [£.1]
and the last equality follows from the definition of ¢ in Lemma 21l Also,

1 . s ki —1
~2 nitial nitial 7 ~2
Ui—k—iﬁe (1—pe )+_ki Op
13 ki —1 1
< =Ip(l-— 8= 1-— 2
<% (1 —p) + m (klognp( p) +0p)

3 ki—1\ 1 ki —1
8= —p(1 — 8 2
2" mm>m” P)+8=—=0

where again, the first inequality follows from the accuracy conditions on mean, 5 and variance, s in Theorem
M1 and the last equality follows from the definition of 02 in Lemma 21l The intermediate steps are simply
algebraic manipulations. These two facts give us the desired bounds on &2

e

Next we turn to the truncation parameters a; and b: Using the definition of @; in Algorithm 2] we have,

a/’\i - Z/)\ienitial i ® fgl(na ;27 B/2)
ki(,. 3
<p-fp(n,op,5/2)
ki
S p—- fD (n,aﬁ,ﬁ)
= Qg,
where the two inequalities respectively follow from the accuracy conditions on mean, s and variance. s in
Theorem [£Il A symmetric result that b; > b; follows similarly.

Finally,
b — @] = 20+ 25 (n, 02, )
S 2f’gl(n7 0;2)7ﬁ) + 2f£1(n7 U}%?ﬁ)
= 4fp (n, 05, B)
The inequalities again follows from the accuracy conditions on mean, s and variance, s in Theorem L1l O

Theorem 4.1. For anye >0, § € [0,1], « >0, 8€[0,1], n € N, 0 < L <3n/5, (¢,0)-DP mean estimator
meane s, (€,0)-DP variance estimator variance, s, and sequence (ki,...,kn s.t. ki > kiy1), Algorithm[2 is
(e,8)-DP. If,

e mean. s is such that given n/10 samples from D, with probability 1 — 3, |p — piitial| < f%’ (n, 012), B) and
]’g\iénitial(l _ ]’g\iénitial) c [%p(l _p)7 %p(l _ p)] ,

e variance. s is such that given L samples from D(k), with probability 1—f, 57 € [Var(D(k)), 8Var(D(k))],

o the k;s are such that k’“/Q < WT_L,

then with probability 1 — 23, Var(p.) < C - Var(p'd®a!) for some absolute constant C.

Proof of Theorem[{.1] To see that Algorithm Rlis differentially private, consider the three cohorts into which
users are placed. The first cohort, containing the n/10 users with the smallest k; will have their data used
in mean, 5, which is (e,d)-DP. Similarly, the second cohort containing the L users with the largest k; will
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have their data used in variance.s, which is also (¢,d)-DP. The intermediate estimators of 57, T*, a;,
I;i, and sensitivity A are all computed as post-processing on the private outputs of these initial estimation
subroutines and on the public k;s, and thus do not incur any additional privacy cost. The third cohort
contains the middle users ¢ € [L 4 1,9n/10]. These users’ data are only used in the final estimate, which is
an (€,0)-DP instantiation of the Laplace Mechanism |[Dwork et all, 2006].

Since these cohorts are disjoint and private algorithms are applied to each cohort’s data separately,
parallel composition applies, and the overall privacy parameters are the maximum of those experienced by
any cohort, so the overall algorithm is (¢, §)-DP.

For accuracy of the p. estimator produced by Algorithm [2 first notice that under the assumption that
kmax < n/27L g op = Var(p1) and o} = Var(p,/2) then

kn]cd— L
n/2—-—L 1 1 n/2—L
)agg /Tk p(1—p)+ (1—k—> on < /Ta,i

1 1
Ted = @p(l —p)+ (1 —

Therefore, for any truncation parameter T,

1 & 1 T 1 T
Z i —_ < i -
ymin zg f < Smin{ 2 )

L n/2
1 T 1 T

:Zmln{—Q,—}—i— Z mln{—Q,—}

i=1 9i Ti i=L+1 ai i

n/2
1 T 1 T
< L -min Ca + Z min{—Q,—}
Okmax O kmax i—Lt1 g 0T
n/2
1 T 1 T
< (n/2—L)-min{ ——, + Z min{—w—}
Ukllled O—kmCd 1=L+1 Ui i
n/2
1 T

<2 i —, —
<2y mm{az,ai}

i=L+1 ?

9n/10

1 T

<2 i —, —
< Z mm{a?’ai}’ (17)

i=L+1 ?

where the first, second, and fourth inequalities follow from our assumed ordering on the k;s. The third
inequality comes from our assumption on kpyax and kmed, and the final inequality follows from the fact that
the summands min{%, UZ} are positive so adding more terms only increases the sum.
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Therefore,

N 1 9n/10 . T*2 ) min{#v%”@ —ap
Var(pe) = —5. 75 — Z min{—r, — }o? + max D7
(Zj:L-i—l min{l/Uj ’ G'Ti})2 i=L+1 g; g; v €
9n/10 S0 . 1 Fx A 12
1 1 T R mln{a ,(;—,}|bz—az|
- T min{ —z, —5 120;" + max T 57
9n/10 ~2 T ~47 ~2 2 2 ¢ D)
(52 min{1/65%, =12 \iZrh g Oi g €
9n/10 . 1 T*2 9
1 1 4 min{ 2, Z5}b; — @
=2 7 > min{=5,7"} + max ol o
(Z?Z/Ll-io-l min{]‘/o/-\_]?? Z’: })2 i=L+1 0; i €
9n/10 . 1 T*2 9
1 1 min{ 2, Z5}b; — @
=2 Z min{ —,7**} + max 2
(Z?Z/Ll-?—l min{l/é\j27 %})2 i=L4+1 0; i 62
9n/10 . 4 2T*2 _ 9
! 2 min{ %, Z5-}6]b; — ;|
= 9n./10 " 5 : L
(Zj:/L-H min{1/1007, flT 1?2 7 i €
9n/10 . 1 T*z _ 9
1 1 min{Zr, T }bi — aif
<240 min{—, T*2) 4+ ma
I et T \ o, T e
1 < 1 min{t, L o }|b —q?
<240 - min{—, T*?} + max d
A e T (e T g

= 3840 - Var(p'd°?!)

The first equality simply follows from the definition of the estimator and basic properties of the Variance,
as well as the fact that Var( [p:]%) < oi. The first inequality follows from the fact that o? < 26,2, which
was shown in Lemma 2 The second inequality is simply pulling out the constant to the front The third
inequality follows from the definition of 7" as the optimiser of the variance using the approximations 52,
b; and d;. The fourth inequality follows from the fact that &;° € [302,1007] and b; — G| < 4lb; — ai, as
shown in Lemma [£32] and will hold with probability 1 — 2/, by taking a union bound over the 3 failure
probabilities from each of the mean, s and variance. s subroutines. The fifth inequality simply pulls out the
constants (240=10*4*6). The final inequality follows from Equation (7)) above. The final equality follows
from definition of pi°* and the assumption that 207 < Var([p;]% ).

O

C Proofs from Section 4.4

Proof of privacy claim in Theorem[{.3. Let us begin with the privacy proof. The population is broken into
three cohorts. Let us consider each cohort individually. First, consider the L individuals with the most data.
They participate in private releases in lines [B]) ((e,d)-DP), and () (e-DP). Using the simple composition
rule of differential privacy |[Dwork et all, 2006], Algorithm [Blis (2¢, §)-DP with respect to these users.

Next, consider the 1/10th of users with the least data. These users participate in lines (@) ((e,)-DP)
and () (e-DP). Again using the simple composition rule of differential privacy, Algorithm B is (2¢,d)-DP
with respect to these users.

Finally, let us consider the the group consisting of users i € [L + 1,9n/10]. These users first participate
in line (@) (e-DP). The post-processing guarantee of differential privacy states that we can now use these
statistics in the subsequent computations without paying additionally for their privacy. Lines @ - @) are
pre-processing for the computation of N. The algorithm releasing N is a simple application of the Laplace
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mechanism since each v; € [0, a/lTn2] and hence is e-differentially private. The computation of A in line (I2)
does not additionally touch the users data. The final estimate p, is an application of the propose-test-release
framework on the function M(- ; kT, n, piritial & Af)) with proposed sensitivity A. This is a generic application
of the propose-test-release framework, so we refer the reader to [Dwork and Lei, [2009] for a proof that this

final step of the algorithm is (e, 6)—differentially private. Therefore, again using the composition theorem,

Algorithm Bl is (3¢, 2§)-DP with respect to this final set of users. O
Lemma 4.4. Given knmax € N, n €N, p € [0,1], 0},2 €[0,1] and ky,--- ,kp, let T = log 61/6) + (/9 ln(l/ﬁ)

if the conditions of Theorem [{.3 hold and D = {(p;,ki)}, is a dataset such that p; ~ D(k;), then wlth
probability 1 — 3, for any D’ that is a k-neighbour of D for 0 < k < T, we have

kmax A2
LS(M(-;kmax,m,ﬁ, UApQ,Oé);DI) < 12’Ukmax D _ (n,Up 76) '

D e Vi

Proof of Lemma[f.4] Let o2, = ——p(1 —p)+ (1 — %)O’%, 02 =——p1—p)+(1— —)UZ, Umax =

1/02,, and vUmin = 1 /o2 ... Note that as in Equation (7)), the condition that kmax/kmin < A implies that

< Ac?. and, equivalently, Vmax < AUmin.

de — min

Let D = {(p;, ki)}?:l be a dataset of size n where each p; ~ D(k;) where D has mean p and variance o3.
It suffices to show that for any database D’, which is a x-neighbour of D where 0 < x < T + 1, and any
J € [n], if D', is D’ where the data of the jth data subject has been removed, then,

kmax ~ 2
n7U )
‘M Emans Ty Dy O, ) — M(D"_;; kmax, 1, P, 7p2, )‘ < 5 —ma %n ( o . ) (18)
i=1 "7

The final result is then a simple application of the triangle inequality.

Our proof that Equation (I8) holds with high probability for all k-neighbours of D relies on the fact that
with probability 1 — 8, D is such that all subsets S of D of size at least m > n—"7" — 1, M(S; kmax, m, D, :fp2)
is concentrated around p. Let I be a subset of [n] of size n — k where K < YT + 1. Then

Ziel vi[/\i]%
Dier Vi

1 2
ZZEI (o 2)2 9;

(Sa)

Var(./\/l(S; kmax,n — K pvap ) )) < Var

where the first inequality follows from o7 < 2;? by Lemma and the definition of ;? from line (@) of

Algorithm @l The second from the fact that 0? < Ag?; for alli € [n]. Let ' = ZTH (™) be the number of
subsets of D of size greater than n — Y — 1. By the concentration assumption on M(S; kmax, n — K, D, cfpz),
with probability 1 — %,

[T 24 /
‘M(S;kmaxﬂl_“aﬁa dpzaa)) _p| < Omin logﬁn—li < Omin 1Og% (19)

27




Note that I' < nY*! so the second inequality follows from the conditions on A. Applying a union bound,
with probability 1 — 8, eqn (Id) holds simultaneously for all subsets of D of sufficiently large size. For the
remainder of the proof, let us assume that this holds.
Let D’ be a k-neighbour of D where 0 < k < T+1. Without loss of generality, assume that D' = {(p}, k})}7,

where (P}, k}) = (pi, ki) for i € [n — k). In order to use this simplification, we will not assume that the k are

in descending order. Let the v; be the un-normalised weights corresponding to D', as defined in line () of
Algorithm Ml Note that the v; depends only on the data of user ¢, not the data of any other individual in
the data set. Then

M(D/7 kmax7n7ﬁ7 dpzua)_M(DLj;kmaxun - 17p7 Up , &

n
D i1 Vi Ei:u;éj Vi

‘ _ ’Zz V0D Dicvigg ”i@‘

n
Y ~y Zi:l,i;ﬁj v;P;
DTN CAD S Y
i=1 Vi i=1,ij Vi

<t (- Ll . (0)
Dim1 Vi D i1 Vi

We will bound the two terms separately. For the first term in Equation (20)), we will use the fact that
X" viD; kj

n—r
i=1 Vi

n—K = -~ n e
S vibi | 2iizg Vil

Dt Vi D i ig Vi

Py — +

is concentrated around p, and pj is truncated to within o + fik)j (n, az, B) of p. So

< max{2(a T B (1,02, 8)) Omin, /1ogg} <415 (n,02,5),

where the second inequality follows since max{c, $0min/log 31 < f;j (n,02, ) and Eqn (I3J).

P Z?:_f v;Di
J Zzl:—lﬁ v;

Next, let us handle the second term in Equation (20). Assume that j = n to simplify notation:

-1
Ez 1 vzpz _ E? 1’1 vzpz 21 n— R+1 Z?:nfrdrl ’Uiﬁ; _ Z? lﬁ Uzpz
1 Ui it vi 1 Ui Z?;71175+1Ui > Ui

_ n—1 e S i,
< <Z?_nl,;+1 Ui) Zi:nffwrl Ui 1pi lelllm vll
= Py —
Zi:l (o Zi:n75+1 Vg
1 ]; N
< Z?:"I*'er Ui) Zzlznf’wrl i max{(2a + 2fD (TL, 012)7 ))7 Omin, /10g %}

Y. :
i=n—k-+1 Vi

<Z?—nl—ﬁ+lvi> (E? nl K+l ”Z4fD (n, O.;mﬂ))

1
E?:n—n-i—l
421 n—r+1 vZfD( 8?)7 )

i v

Fify =2
< dr <maxi Uiff§n70p7ﬁ)>
D i1 Vi

By assumption, max; Uiff; (n,og,ﬁ) < vy gm"”‘(n,ag,ﬁ). Also, 0, < AU,%max so we have Z?;ll v; >

max
n—1
T Vkmax- Lherefore,
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Kmax 2
< 4I{vkn]ax Dma (H,O'p,ﬂ)

— n—1

A Vkmax
4/4114 k
S n— 1fDmax(nva;2)7ﬂ)'

< 2fpm(n, 02, B)

1
Z? 1 Ulpz _ Z? 1’Ii Usz
E;:f Vi Dot v

where the second inequality follows from A < 5 (T +1) < "2— which holds by assumption. Therefore,

K7

M(D';kmax,n,]ﬁ, 0Ap27a) M(Dl—ykma)can_ 1,p, UAanO‘) < E:J _ (4f§(n Up 76) +2f mdx(n Up 76))
=1 "7
v k; .
an s : fD (nngQaﬂ)
=1 "

<6

Taking the max over j, we again have that max; Ujf;;j (n,dp 2 B) < km‘“‘ (n, 0},2, B) so for all j,

max

kmax ~ 2
A A2 Vkmax J D (n,ap ) )
Emax,n — 1,p,0,°, )| < 6 .

D' kmnax, 1, , 67, D
M(D'; n,p,op-, o) — M( ST

_]7

O

Lemma C.1. Given € > 0, § € [0,1], 8 € [0,1], kmax € N, and L € [n], there exists a mechanism
EM (K1, ,kn; L, kmax) which is (€,8)-DP, and with probability 1 — 3, and outputs ki, such that

o~

KLt (nbmax+in(1/8)) < BT < KL 1 (10 kypar+In(1/8))

Proof. There are several existing algorithms in the literature that can be used to privately estimate the L-th
order statistic /2; with the desired accuracy. A simple algorithm [Dwork and Lei, 2009, [Thakurta and Smith,
2013, lJohnson and Shmatikow, 2013, |Alabi et all, 2020, |Asi and Duchi, 12020] that estimates the order statis-
tic using the common differential privacy framework called the exponential mechanism [McSherry and Talwadl,
2007 is sufficient up to a constant factor. For a full description of this algorithm, as well as its accuracy
guarantees see |Asi and Duchi, [2020]. O

Theorem 4.3. For anye >0, €[0,1], 5€[0,1], n €N, a@ >0, L € [n] (¢,6)-DP mean estimator mean, s,
(e,9)-DP variance estimator variance. s, kmax € N, e-DP estimator of the (th order statistic EM.(+; ¢, kmax),

Algorithm[3 is (3¢,20)-DP. Let T = log(l/é) + ln(l/‘s) In(1/8) . If the conditions of Theorem[].1] hold and

[ ) %%(lnkmax +1n(1/6)) S L S TL/4,

° ]Zmﬁgmin
d

me

g3 pn_v-1 n-1 €(n/2-L-1) (n/d—1)e
log 2L 2 2 2(THD) logZ(n/B) ’ 3In(2/3)

o for all k < kmax, max{a, o} < fE(n, &:pz, B) < 204+/log(n/B), where oz = Var(D(k))

e for any set I C [n], with probability 1 — f3,

% —p‘ < 2\/Var (%) log(1/5),

then with probability 1 — 43, Var(pP'v ¥) < O (Var(p))

Proof of Theorem[{.3 The main component remaining to prove is that truncating at 7' = % rather than

the optimal truncation does not affect the utility by more than a constant factor, under the assumptions
of the theorem. Let k1 > ky > --- > k,,. Firstly, we need to show that k; is a sufficiently good estimate
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of k. Lemma provides us with a e-DP estimator of the L-th order statistic that has the guarantee
that with probability 1 — 8, kp i 1(n k. +in(1/8) < KL < KL 1(nkpactin(1/g))- Since by assumption 2L >

L (In kmax +1n(1/8)), this implies that with probability 1 — 3, kip < ki < ks That is, only 3L more data
points than desired will be truncated.

Next, we need to show that truncating at any point within this range provides an estimator with accuracy
competitive with the optimal truncation. Assume the PTR component of the algorithm does not fail, the
variance of pP™V ¥ can be written as two terms, the variance that exists in the non-private setting, and the
additional noise due to privacy;

12f13 (n Up 7ﬂ)

Sy min { Lz, ﬁ}VarqmbiD ( Bre—sian )

i

+ 2
€
9n/10 min
Z L+1 private term

non-private term

Var( Apriv k)

The truncation has opposite effects on each of these terms. As T decreases, the private term decreases while
the non-private term increases. When we set T, = 1/Var(D(kr1k)), where K € [-3L, 3L] then if K is
negative, no truncation occurs and the non-private term is optimal. Even if K is positive, only a small
number of data points are truncated so the non-private term is still close to it’s optimal value:

S min (G e}V Blz) (5000 Avar(pI)
(Z?nﬁ?l min { I §1§ }) ’ - (Z?ﬁfﬁx ?112) i

9n /10 ~ b,
Y A Var([Bi)%)

<0

n/2-3L/2
3L/2
disappears on the right hand side of the first inequality since T7 < % for i > L + K. The second inequality
(o

where the first inequality follows from the same proof as Theorem EIkiven A < . The truncation

follows from the fact that adding more high quality data points onlylimproves the variance of the estimator.
Therefore, the non-private term in the variance is within a constant factor of optimal.

Next, we will show that under the conditions outlined in the theorem, the non-private term dominates
the variance. The normalisation term also appears in the private term but as an approximation:

9n/10
T, 1 1 1
= E mln{f,A2}+Lap< A2>— — In(20).
03 €0min

g; €0min
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With probability 1 — 6,

-~ T 1 1
JoLt1 Ji 0; €0min
n/4 n/2
T 1 T 1
> min TL, — ¢+ Z min AL, — ¢ — 2 In(24)
05 . i O €0,
j=L+1 ? j=n/4+1 ? min
n/4
T 1 1 1
> Ny min{%,A—Q}+(n/4_1)A2 -2 In(26)
j=L+1 03 7 kmed €0min
n/4
. T, 1
> L
- 5wl )

(Y
| =
=3
jm}
—
S
)| =
o
——

where the first inequality comes from high probability bounds on the Laplacian distribution, the second
inequality is simply separating the sum into two pieces and removing the contribution of users i € [n/2 +
1,9n/10], the third inequality comes from the fact that any user with more than ky,.q data points has weight

larger than 1/ &im The fourth inequality follows from Fmed < % Now, let us turn to the proof that

the non-private noise is dominant when € is not too large To see this note that the non-private term satisfies
9In/10 T 1 ~ 1b; In/10 .
Sy min {25, A b Var (Bl ]) Lo [ win(TF, %}

2 -_
on/10 . [T, 1 9n/10
(Zi:L-{-l min {UT» 3_3}) (Ez L+1 mln{ ks }

where the inequality comes from noting that [a;, l;;] C [@, bs], which implies Var(] 1] 1) = Var(] 1] 1) > 107

and o7 is within a constant multiplicative factor of o7. Further, let N = Z?"gﬁl min { , 2} so the private

term satisfies

2
f L (n,0p%.8)
120" (90 5)
(255252) (s
€2 N2€2
log(n/B)

9n/10
012nin52(2i2£+1 mln{g_a o2 )2

Now, comparing these two terms we can see that the non-private term dominates when:

9In/10 .
Zi:é—i—l min{77, g_lg} _q log(n/B)
2 = 9n/10
(E?Z{:;nﬂ min{%, 0—12}) o220 £+1 mln{ ) 12})
That is, when:
9n/10
1 log(n/B)
2
— >
Z mm{TL’g_Q} _Q( 2
Z:L+l 7 min



This condition is satisfied since

9n /10

1 1 1
— 0; med Omin€
1=L+1

where the first inequality is simply because more than (n/2 — L — 1) of the user have weight larger than the
2
median weight, and the second inequality follows from the assumption that Z"% < %. Therefore,

with high probability (based on the accuracy of E), truncating at 1/02,, rather than the optimal truncation

T does not affect the variance of the estimator by more than a constant factor.
Now that we have established that the noise added for privacy is not too large, the only remaining
potential point of failure for the algorithm is that the PTR component fails and the algorithm outputs

pritial pather than the more accurate weighted estimate. The fact that this does not happen with high
probability is a direct corollary of Lemma (4.4l O

D Proofs from Section

Lemma 5.2. Given p; ~ D,(k;) with variance o? for alli € [n] and w € [0,1]™ such that > ;- w; =1, let
p=>1, wiP; + Lap(2&£ii%)  The variance of p is minimized by the following weights:

. min{1/0},T/o)}
LT min{1/0%, T /o)

for some T.

Proof of Lemmali 2 Let

2 2
. . ) maxy wic
w* =arg min Var(p) =arg min g wio? + %
wel0,1]™ we(0,1]" =
Yingwi=1 i wi=1 i=1

€

be an optimal weight vector that minimizes variance of p. We start with a few observations on structural
properties of the optimal weights. Let M = {arg max; wj o} be the set of all users with maximum weighted-
variance contribution to the estimate p.

First, notice that for all 4,5 € [n], if w} > w} then o7 < ¢3. This follows since if 07 > o7 then

i
* 2 * 2 * 2 * 2 * 2 * 2 * . . . . . .
w;of +wio; < wfo; +wjiof and max{w;of,wjo7} < wio; which implies that swapping the weights of i
and j would result in an estimator with lower variance. This is a contradiction given the definition of w*.
Next, we show that if i,j ¢ M then wio? = w;faf-. Suppose towards a contradiction that w}o? < w;UJQ-.
* 2 * 2 ® *
o . W;0,;, —W; 0y maxXy W0 —W; 0;
Let @ = min{ P A -

Also,

;wit. Then a > 0, and (w] — a)oj, (w] + a)o; € [0, maxy wjok].

2 2 2 9 2 9 2 o 2/ 2, 2
(w; —a) o5 + (Wi + @) o] =wj o; +wi o] +a (0] +07) — 2a(w]
*2
J
*2 2 *2 2
<w; oy +w; o,

o? +wio? + a(a(o? + o) — 2(wio? — wic?))

This implies that shifting o weight from w; to w} would reduce the variance of the estimator p without
changing the maximum weighted-variance, which is a contradiction of the optimality of w*.

Define H = maxy, w;oy and note that there exists R > 0 such that w} = R/o? for all i ¢ M. From these
observations, there must exist some threshold 7" such that if o; > 1/T, then w} = R/02, and if o; < 1/T,
then w} = H/o;. By continuity, H = RT, and we can write the optimal weights as: w} = min{1/0?,T/0;}R.
Since the weights w; must sum to 1, we know that R = =, min{ll/a?T/Uj}.
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Thus the optimal weights are:

*

W — min{l/0?,T/o;}
b Yo min{l/e%,T/o;}’

for some appropriate threshold T'.
O

Let us recall some notation. Let P be a parameterized family of distributions p — D,, so E[D,]. Given
an estimator M, vector g € [0,1]" and set I C [n], let

M (@13 @) = Bviera,op,, (ki) m[M (21, 20)]

be the expectation taken only over the randomness of I and M. Note that in this notation, user ¢ is sampling
from a meta-distribution with mean ¢;, which may be different for each user. We will abuse notation slightly
and for p € [0,1], we will let par(zpp\r5p) = par(@ppgs (-, p)). Let par(q@) = par(0;q). When the
estimator M is clear from context, we will simply use the notation (2, s; p). Recall that for p € [0, 1] and
k € N, ¢p 1 is the probability density function of D,(k). We will prove Lemma [5.4] first since this lemma is
required for the proof of Lemma

Lemma 5.4. For any randomised mechanism M : [0,1]" — [0, 1],
Varvic(n],eiwp, (k)M (M) = Byicn],zim, (ko) [(M (21, ..y @) — 1(p))?]
> 3 B, ey (163 0) — 11(0))?] 4 Buien,zomy (k) i [(M (21, 00, ) — (1, oy 205 p))?] (12)

Proof of Lemma[5.4 Let M : [0,1]™ — [0,1] be a randomised mechanism and suppose that each x; ~
D(pi, k;) where p; ~ D. Now, our goal is to decompose the variance of M into the variance conditioned on

each coordinate, and the variance inherent in the mechanism itself. Let u = E, pk,),.. .cpn~D k), m[M (21, T0)]
be the expectation and for any I C [n], let (2, 1) = Evier,z,~D(k,), 0 [M ()] be the expectation conditioned

only on the randomness in I. So,

Var(M) = Eq, oDk, swnmD (o) M (M (@1, 2n) — )]
=E,, o pe) BramD(ka) e onm Do) m (M (21, 20) — g (1) + pa (21) — p)?]
= Eoy oD (k) EaanDka), o sn Do) [(M (@1, -+ ) — pa (1))
+2(M (w1, an) — #1(131))(#1(951) 1) + (p(z1) = )]
=Eyope) (11 (1) = 18)%] 4 Eay op(60) BaaaD (ko) e oD (o) [(M (w1, -+ ) — pa (1)),

Now, by induction we obtain the following decomposition of the variance of M,
Var(M Z B oD (k) aimD (k) [(1(25<i) — p(25<4))?]
+ Eoy D)o oD (i) M (M (@1, ) — p(@1, -+, 20))?)

> B [(1(x:) = 18)%] + By ap(in) s s (M (@1, 20) = @, -+ 7))

where the second inequality follows from Jensen’s inequality:

By D (k) soimD ) (10 5<i) = 10(25<0))°] = Ba o 60) [(Bay oD (k) i~ D (k) [1(T5<i) — i(w5<4)])?]
=By, (1) — 1)?].
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Lemma 5.3. Let P be a parameterized family of distributions p — D, and suppose that M : [0,1]" — [0,1]
is an e-DP estimator such that for all p € [1/3,2/3], if

1. M is unbiased, pp(p) =p

2. the Fisher information of ¢, x, is inversely proportional to the variance
J (35108 dp i, () Pp e, (i) di = O(varmsmy )

then there exists an estimator My, € NLE such that

Varvicinl o mp(e s (M) < O Varyvieinl o op (e a7 (M) ) .
Vet st ) O (s, [V )

Proof of Lemmal[Z3 We first apply Lemma [5.4] to decompose the variance of the estimate computed by M
as:

n

Varyie(n) o, (k) (M) 2 Eaop, o) (1633 0) = 1(0) 1+ Evicn) oimp, (o) e (M (21, -+ )=, -+, 203 D))
i=1

The first term is the sum of contributions to the variance of the individual terms x;, and the second term

is the contribution to the variance of the noise added for privacy. We will proceed by bounding these terms

separately, starting with the first term.
First note that by definition,

/ (1(zi3q) — 11(@)) bgy ki (xi)dwi = Eoyom, (i) (1215 @)] — 11(q) = 0.

Therefore, by taking the partial derivative with respect to g; we have

/ [(3(?11 (w(zizq) — N(Q))) Ggi ks (i) + (s q) — “(q))a%d’%ki (»’Ci)} da; = 0.

Note that p(z;; @) is constant in g; so rearranging, and noting that a%.%i,ki (@) = bg; ks (25) (a%» log ¢g; .k (xl)>

we have,

/ (51#((1)) G ks (i) dz; = /(M($i§Q) — 11(@)) Pq; ki (%) (aﬂ 108 by, 1, («Ti)) dz;

qi
<\ (J o) - w(@Ps, . wos: ( [ (rogtnnten) <xi>dxi>.
1)
Let
w;(p) = / ( aiu@)) Gay i (Ti)d; o = (;Ziu(tI) o

and note that by assumption there exists a constant ¢ such that for all ¢ € [n] and ¢; € [1/3,2/3],

9 ? 1
/ (aqu Og¢(h;kw (fl; )) ¢QZ7I€1 (fl; ) €z c- Var(in (ka))
Then evaluating both sides of Equation (2] at the constant vector ¢ = (p,--- ,p), we have

’ >c- wi(p)2Var(Dp(ki)).

Ti;p) — 2 Opok, (i) da; | > wi(p)Q
(o = oo >>f(a%10g¢p,ki<xi>) by (o)
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Now we have controlled the contribution of each individual coordinate to the variance of M, and it
remains to control the contribution of the noise due to privacy.
We will show that for two independent samples x;, z; drawn from D, (k;),

El(u(wiip) — (@l p)?] = 2(wi(p)? - Var(Dy (ki) ). (22)

Letting

o= \/E[(u(:vi;p) — u(xi;p))?l,

we can write

ou(q
w;(p) = gé)
" lg=(p, p)
_ O(u(q) — (=35 q))
0¢;
a4 q=(p,,p)
0 ,
= 9 (1(i; @) — (55 ) Pys ki (i) dw;
e q=(p,-,p)
:/ (1(xs; p) — (s p)) %@ dz;
o ’ q=(p,.p)
Olo kX
:/ (1(xs; p) — (s p)) %’”(I) Gp.k; (i) dw;
i ! q=(p,"-,p)
2
< Pp.k; (v)d;

i

(/ i) = ul(ehs )20, @ZWZ) / W _

810g¢ iski \Li
e Sy ),

oo L
¢ - Var(D,(k;))

The first equality is by definition. The second equality follows from the fact that p(a};q) is constant with
respect to g;, so its derivative is 0. The third inequality simply expands out the definition of u(q). The fourth
equality follows from the linearity of derivatives, the fact that p(z;;q) — p(x}, ) is constant with respect to
gi, and the fact that (u(zi;q) — w(@), Q)lq=(p,-.- .p) = (W(zs;p) — p(z},p)). The fifth equality follows from

p=(p,",p)

the formula - 1n flz) = f(f()z ), which holds for any differentiable function f. The first inequality is a

result of the Cauchy—Schwarz inequality. The second inequality follows from the definition of «, and the final
inequality follows from Assumption 2 of Lemma [5.3]
Therefore,

a > wi(p) - \/c- Var(Dy(k;)).

We now argue that any (e, €2 /100)-differentially private mechanism should have variance Q(a? log £ /10€?).
Suppose that we had a mechanism that violated this property. Then by running this mechanism — 11 T times

and averaging, the advanced composition theorem implies that this average is (1,1/100)-DP. This averaged
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output however has variance O(a?/10). Thus given samples z;, and z} such that |u(z;; p) — p(x}; p)| > /2, if
the noise had variance O(a?/10) on (z;,x_;) as well as on (2}, x_;) (when x_; is drawn randomly), then these
two inputs would be distinguishable with probability at least 9/10. This however violates the (1,1/100)-DP
of the averaged algorithm. This implies that for random z;, the noise added by the DP algorithm is at least
Q(a?log 1/20€%)

Thus the variance of M is,

- w; (p)?Var(D, (k;
Vaere[ l,xi~Dy (ki), M Z ZC ’LUZ ) Var( (kl)) —I—Q( (p) 62( P( )))

=1

(23)

Finally, since the weights w;(p) that we defined need not sum to 1, they will need to be normalized
to sum to 1 to satisfy the conditions of NLE. We need to show this normalisation does not substantially
increase the variance of the estimator in NLE defined by these weights. This is equivalent to showing that
the normalisation term, Y. ; w;(p) is large for some p. For p € [1/3,2/3], let v : [1/3,2/3] — [0,1]", defined
by v(p) = (p,- - ,p), be a path in [0, 1] then by the fundamental theorem of line integrals,

2/3 n 2/3 n P
w;(p dp*3/ < q) dp
/1 > > (@

q=(p,+,p)
~3 [ Yula) - 1dq
:
(1

w2/3,--,2/3) —p(1/3,---,1/3))
=1

This implies that there exists p* € [1/3,2/3] such that >"; ; w;(p*) > 1. Define

wi (p*)
n - max; s~ Var(D,(k;))
MNL(xla"'uxn):Z%—FLap S w07

= Yo wi(p)z; €
_ o 1 — <i wi(p*) s + Lap (mauxZ w; (p*)+/Var (D, (k; )))) ,
=1 Wi i=1 €

where the second equality follows from properties of the Laplace distribution. Now,

max; w; (p*)*Var(Dy (ki)
SW(Z@UZ )2Var(D. (k:))+0< 2 ))

max; w; (p*)?Var(D, (ki)
< )

V&I‘Dp (M NL )

<sz )*Var(D,(k;)) + O

€2

where the second inequality comes from the fact that Y . ; w;(p*) > 1. Comparing this with Equation 23]
we see that specifically, at p = p*,

Val“pp* (MNL) <0 (Vaer* (M)) :

Now, if p,p* € [1/3,2/3] then Var(D,(k;)) = © (Var(Dp- (k:))) so Varp, (My.) = ©(Varp,. (My.)). Therefore,
the worst case variance of My, is less than the worst case variance of M over all p € [1/3,2/3], as required. O

Lemma 5.5. For any distribution D, n > 0 and f € [0,1], if for all ki, fi (n, o2, B) = O(Var(D(k;)) then
for any w € [0,1]" such that 31 w; = 1, we have Var(Mpy(- ;w)) = O(Var(My(- ;w))). Further, the
bias of My is at most 3.
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Proof of Lemma[5d The variance claim follows immediately from noting that Var ([ ]p+fD (. Up’6)> <

fD (n, Upvﬂ)
Var(z;), and the assumption that f(n, o2.B3) = O(Var(D(k;)). The bias claim follows from noting that

k; 2

with probability 1 — 3, | Z—]”-}’},; E"“‘;; — 2;. This implies that My is within 3 in total variation distance
p—Jjp (n,05,

to an unbiased estimator. Since My takes values in [0, 1], this implies the mean is in [p — 3,p + 3]. O

Corollary 5.6. Given ki,--- ,k, € N, and o, there exists a family of distributions D, such that

2
| . 5 minthk)
M, fl%b]daedpe[rlr}%);/ﬂ VarV1€[n],zi~Dp(ki)[M(xlu 7xn)] >Q <mln{ (o, min{ki,VER 12 }) .

Proof of Corollary[5.81 Firstly, suppose that o, = 0, so the meta-distribution is constant, and D,(k;) =
2

Bin(k;,p). Then the Fisher information of ¢, x, is [ (8% log ¢k, (xl)) Op.i; (T3)dx; = and Var(D, (k;)) =

P (1 2 so D,(k;) satisfies Condition 2 of Lemma 531 Additionally,

p(l p)

re ~ideal ipr
o, i pe[rll}%)é/iﬂ Varp, [M] = (pe[rll}%,);/iﬂ Varp, [p: ]) (under conditions of Thm [.1])

We can view the truncation as simply choosing a maximum k* so that T' = ,/ . Now, the un-normalised

(1 P)
min ! T = min{ ki kik” }
Var(D,(ki))’ \/Var(D,(k:)) | (1=p) p(1-p)

Further, Var([p;]% ) < Var(D(k;)) and we assume throughout this paper that Var([p;]%) > (1/2)Var(D(k;)).
So, Var([p;]%) = ©(Var(D(k;))) = @(%). Finally, since binomials are highly concentrated, |b; — a;| =
Q(0;), which implies that %M as defined in Equation (3] is achieved at k; = k*. Thus,

. L (p(lﬁﬁ) + (min{p(lkip)’ p(lf:kzj) })2 %p(lkjp)
M, f]rligilased pe[rlr}g?;/B] Vaer [M] - pe[rlr}g,);/ﬂ n . ki Vi k* 2
(Zi:l Tnin { p(1—p)’> p(1—p) })
=Q ( max p(l—p) 12_2: Z;.l:l mintk:, &) )
pe(1/3,2/3] (X, min{k, VEik*})2

o X mingk k)
r min{k;, VEE})?2 )

where the first equality comes from Theorem Bl the second equality pulls out common factors, and the
third equality is because p is bounded away from 0 and 1.

For the other component of the bound we will let D, be a truncated Gaussian distribution. Let ¢ and @
respectively be the probability density function and cumulative density function of the standard Gaussian

N(0,1). Let W be such that v := ®(W) — &(—W) > 9/10 and A := % < 1/2. Define the

truncated Gaussian D, with mean p on [p — \/—W P+ \/—W] by the probability density function:

p(q) = {j¢ (a-»42) acb-

ot herw1se.

Of ’Hdeal a

weights re

A=
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Now, the variance of D, is 02 and the Fisher information of D, is given by Mihoc and Fatu [2003]

1 , 11
—(1-=-X — . 24
U%( ) eLlU%’U%] (24)

Since any sample from D can be post-processed into a sampling from D(k) for any k € N, we have

min max Vary; o NM (1, )] > min max Vary,, ... , ~p |[M(p1,---
M, unbiased pe[1/3,2/3] Vi€ln]zi Dp(kl)[ ( ’ ’ n)] ~ M, unbiased p€[1/3,2/3] P sPn p[ (p ’ 7pn)]

o2
> max O -2
pe(1/3,2/3] n

2
o
(%2),
where the second inequality follows from the Cramér-Rao bound |Nielserl, [2013] and Equation (24)). O
E Proofs from Section
Lemma 6.1. Fir any € > 0 and let p"ta! = meanéyg(x%gn/lo)ﬂ, ceLxh) = ﬁ Z?:(gn/lo)ﬂ x; + Lap (%)

Then meanc s is (¢, 0)-differentially private, E[p""?!] = p and if p > w, then for n sufficiently large,

initia ~initial lo o 2 o o i
PrF"%* — p| < o] < B for a = 2max{\/ P ) - B - SRE ) REATY < [ (n.0y, B).

Further, if min{p,1 — p} > 12 max{%, %} then with probability 1 — 3, pinitial € [%p, %p] and
initi initi 1—p) 3p(1—
Z’jiﬁmtlal(l _ Z’jiﬁmtlal) c [ZD( 5 P)7 P(2 ZD)]
Proof of Lemmal6.1l Firstly, the privacy guarantees follows immediately from the Laplace Mechanism in
differential privacy |[Dwork et. all, [2006] noting that 12 Z?:(Qn /10)+1 z} has sensitivity 2. N
Now, let us turn to the two accuracy guarantees. We will start with the guarantee that pi"i*#! is close
to p with high-probability. Note that D is simply a Bernoulli random variable with mean p so since each

sample is independent, 12 Z?:(Qn/lO)Jrl z} = Bin(n/10,p). Thus, if n > 201%}1/[3), a Chernoff bound gives

10 - 3min{p, 1 — p}log(4/p)
Pr ||— E L _p|> ’ < B/2.
ey TPk = \/ n/10 <#/

i=(9n/10)+1

Therefore, combining with a high probability bound on the Laplace distribution,

~initia 3min{p, 1 — p}log(4/6)  log(2/B)
Pr l!Pe ol —p| 2\/ /10 /10 1 < B

We will condition on the following event for the remainder of the proof, which will occur with probability

1—7:

Sinitial 3min{p,1 —p}log(4/3) log(2/B)
‘pe ¢ _p‘§2max{\/ n/lO ; en/lO }

n/10
is known to the algorithm), we need to rework this formula. Squaring both sides and bringing all the terms
to the same side, we obtain

Now if [piitial — p| < 2\/3min{p’1_p} l0e(/8) Since we need a in terms of piMitial rather than p (since pinitial

nitic 6log(4/5) -
2 ~initial ~initial\2
-2 _— <0.
p (pe 0 )Pt ()" <
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Completing the square we obtain

nitial_ 6108(4/8)\* i mitial , 6108(4/8) )
__ initial ~initial\2 _ [ ~initial <0.
<p Pe /10 + @) = (P A+ /10 0

Now, rearranging and taking the square root, we obtain

mitial  010g(4/8) — 6log(4/6)\> _—
_ pinitial _ 7 YO\E/ M) < Hinitial __ (7pinitial )2
‘p Pe TG + /10 (pimitial)

then by squaring both sides, using the fact that min{p, 1 — p} < p, and rearranging we have

initic 12pinitiallog(4/8)  36log”(4/8) | 6log(4/B)
~initial _ < €
pe pls \/ /10 00 T T /0

which implies that,

initie 12pinitiallog(4/8)  36log(4/8)  6log(4/B) log(2/P)
~initial < €
Pe p| = 2max \/ /10 00 T T a0 en/i0

We need to show that this expression is less than or equal to fp (n, 02, 3) because o = O(1/y/n). To
see this, note that o = O(1/y/n) and fp (n,07,B) is increasing towards 1 as n grows large. Thus for n
sufficiently large, o < ff; (n, 012), B) will be satisfied.

Next we turn to proving the second accuracy claim, that pititial(1 — pinitial)

Let & = pnitial _ 4 50

is concentrated around p(1—p).

pinitial(q _ pinitialy — () L £Y(1 —p— &) = p(1 — p) + (1 — 2p)& — &2

€

Now, if min{p,1 — p} > Kmax{%, %} for some constant K, then

3min{p,1 —p}log(4/8) = log(2/5)
€] < \/ n/10 + en/10

min{p, 1 — p} min{p, (1 —p)} n min{p, (1 - p)}
K K

< 2min{p, 1 —p}.
- K

Thus, combining this with the fact that 1 — 2p < max{p,1 — p} for p € [0, 1],
(1= 2p)€ — €?| < max{p,1 - p}

< 6p(1 —p)
=K

2min{p,1—p}jL 2min{p,1 - p}\*
K K

Finally, choosing K = 12 gives,

pinitial (1 _ pinitial) ¢ {p(l —p) 3p(1 —p)} .

€ €
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Lemma 6.3. For k € N, suppose p € 1,1 — ], 0p > +, k > 2, and there exists v > 0 such that g—g <~

where pp denotes the absolute central third moment of D. Then W < 8(3v3 4+ 7).

Proof of Lemmal[G.3. Note that E[D(k)] = p. Then we can bound the absolute third central moment as
follows,

1
vty |7 = PI*] = EpindBybin(rpn (7Y = Pi) = (0 = pi)l’]

1
—y = pil*] + Ep,~pllp —pi|3]>

<4 (EpiNDEyNBin(k,pi)[ A

<4 (kg ;DzND \/Ey~B1n k pl)[ y—- k- pzl ]EyNBln(k pl)[ Yy — pzl ]} + o )
(by Cauchy-Schwarz inequality)
§4<k pirD v%2pl1_p0y(1+3km(1—p0ﬂ—+mﬁ)
1
<4 (@EW (1= p)] + 5 Epnly B — T +107)
1 \/§
<4 <—2 (1=p) + 5B~V (il = p))°] + wﬁ)

(by Jensen’s inequality)

<4 <k3—1/2 (p(1—p))3+ kg—\/iEwa[ (pi(1—pi))?] + 702) )

where the first inequality follows from the following inequality that holds for all real valued a and b: |a—b|3 <
4(|a)® + |b]®). The second to last inequality follows from Jensen’s inequality since h(x) = z(1 — x) is concave,
and the last inequality follows since # < +/p(1 —p). Now, we will use a generalised form of Jensen’s

inequality to bound E,, .p[/(pi(1 — p;))3]. Let h(z) = (z(1 — x))3/? and

_ (@) —hlp) HW(p)

i) 3(8(55)% —8(z5) + 1) 3(8 — 16k +4k*) _ 3 ~
SV

4 /(1_% i 8k+/(2k — 1)

If 2 ¢ [57,1 — 5=] then |z — p| > 5= and h(z) < h(p), so
, B — — 11— 1) 11— 1)

o(z) < 2@ _sl=2lvp(—p) _3vp(=p) o §\/k1 g ,§\/k b T T <3k
z—p| 2|p — | 2 |p—a 2 |g—al 21— -2

Therefore, by the generalised Jensen’s inequality,

EPiND[\/(pZ 1 _pz < \/ 012) 3\/E < ( (1 - )) 012) ’ 3\/E
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Continuing to bound the absolute central third moment as above,

EzND [|‘T - p| <k3/2 \/ + k3/2 PV\/D[ (pz(l _pl))S] + 70-2>

IN

4(# (p(l—p))3+k3/2\/1f+3\/§ ”+w>

IN

4(# (p(1—p) kw\/ p(1—p))3 +3v30) +w>
A3VE 4 ) (,%/ W= )P + af;)

3/2
(3\f+7)<k (1- )+a§>

1 k=1 ,\*?
s(3v3 +) (o= )+ S a2)

where the first and second inequalities follow from above, the third inequality follows because k& > 1, the
fourth is simply rearranging the terms, the fifth follows from the fact that for all positive, real numbers a
and b: a®/2 +b%/2 < (a + b)3/2, and the last inequality follows since if & > 2 then (k —1)/k > 1/2. O

Lemma 6.4. Given omin < Omax € [0,00],€ > 0,6 € (0, %],B € (0,1/2), and ¢ > 0, let M be the (e,9)-
differentially private mechanism given by Lemmal6.2, and let Gik = M@k, ,ﬁ{“og n/e), where p¥, - - - ,ﬁ{“og n/e

D(k). If there exists ¢ > 0 such that 22 < ¢ where pp = Eqp|lz—p|?], \/%p(l —p) + £2062 € [0min: Omax),

In
op >+, p€ [1,1—1], and logn > c¢(8(3V3 + ())? min{ln(w) ln(éﬁ)} then with probability 1 — f3,

2 € [Var(D(k)), 8Var(D(k))].

Proof of Lemma[6-4] Note that the conditions are sufficient to ensure from Lemma that % <
8(3v/3 + 7). Then Lemma and Lemma 2.1l imply that

1 k
—p(1—p)+

Var(D(k)) = 2

1 1 k-1,
A o, <o, k<8<kp(1— D)+ 3 0p>=8Var(’D(k)).

E.1 Proof of Lemma

In this section we slightly generalise the algorithm and analysis given by [Karwa and Vadhan |2018] beyond
Gaussian distributions. We will show that their algorithm provides accurate estimates of the mean of
sufficiently nice exponential families. This algorithm first estimates the variance of the distribution, then
estimates the mean. Both steps of the estimation are performed using differentially private histogram queries.

Let p = Ep[|X — Ep(x)|?] be the absolute third central moment of P, and let o be the standard
deviation. Since the algorithm of [Karwa and Vadhan [2018] is designed for Gaussian distributions we will
use the following lemma that describes the rate of convergence of the central limit theorem.

Lemma E.1 (Berry-Esseen theorem). Let X1, -, X,, be #d samples from a distribution Pandp=Ep[|X—
Ep(x)|3]. Set S, = %Z?:l X, p=Eplz] and 0* = Var(P), and let Y ~ N (p, & ) then for some absolute
constant v > 0,

e (Uniform)
P

a3\/n

[P[Sn <a] —P[Y <a]| <

3
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e (Non-uniform) For all a > 0,

[P[Sn <a] =P[Y <a| < m-

Lemma E.2 (Histogram Learner [Dwork et all, |2006, [Bun et all, 2015, [Vadhan, 2017]). For all K € N and
any domain Q, for any collection of disjoint bins By,--- , Bk defined on Q,n € N;e > 0,§ € (0,1/n),A >0
and B € (0,1) there exists an (e,8)-DP algorithm M : Q" — RX such that for every distribution D on €0, if

1. X1,---, Xy ~D andpk Z]P)()(Z EBk)
2. (p~17"' 7p~f() :M(Xlu 7Xn) G/l’ld

3.
n > max < min 8ln 2K 8ln 1 1ln 1
x 2 222 2 = el =
- €A B ) ex 8o " 2)2 B
then,
PX~D,M(H1]§X D —pK| <A)>1-08 and,
. npj + 2e~ (/&) -maxepe) f [ < 2/§
Px~ a a =5 <
XD, (Brg MAX P = ) < {npj if K >2/5
where the probability is taken over the randomness of M and the data X1, , X,,.

Algorithm 5 Variance estimator

Inpln:: Sa'mple X = (xla s ,l'n) ~ P7 €, 57 Omin; O-maxaﬁ7p'

1: Let ¢ = [(600p)?], where v is the absolute constant from Lemma [E1l
2: If

(ge)) 1 /1
- 5 y n NG )
B e \0B
where c is an absolute constant whose existence is ensured by Lemma [E.2] then output L.
3: Divide [0ynin, Omaz] into bins of exponentially increasing length. The bins are of the form B; = (27,27 +1]
fOI‘j - jminu ¢ 7jma17 where jmaw - ’—1n2 U%I~| +1 and ]mzn = |_1n2 a%lj - 2.
4: Let Z; = %ijl T(i—1ypts fori=1,---,[n/].
5. Let Y; = Zo; — Zo;—1 for i = 1,---, |_TL/2J
6: Run the histogram learner of Lemma [E.2] with privacy parameters (¢,d) and bins B;, . -
input |Y1],--- ,|Yn| to obtain noisy estimates pj;,,.,  * ,Pjma.- L€t

n < cpmin ¢ —In
€

.7B

Imax

on

1= argmaxpj

7. Output 0 = 27+2\/$.

Note in particular that the use of approximate (¢, d)-DP allows us to set the K = oo, while the sample
complexity remains finite. The following lemma states that provided p/o® is bounded, Algorithm [ can
estimate the standard deviation up to a multiplicative constant.

Lemma E.3. For alln € N, 0pin < 0maz € [0,00],€ > 0,9 € (0, %],[3 € (0,1/2),p > 0, Algorithm[A is (¢, )-
DP and satisfies that if X1,--- , X, are #d draws from P, where P has standard deviation ¢ € [Gmin, Omaz]

and L5 < p then if

op

ln (G'mam )
1 Omin 1 1
——=],-In < ) ,

n>cp’min{ —In
€ I} €
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(where ¢ is a universal constant), we have
Pxwpm(c <o <8r)>1-4.

Proof of LemmalE-3. This proof follows almost directly from Theorem 3.2 of [Karwa and Vadhan [2018].

Note that each Y; is sampled from a distribution with mean 0 and variance % and in addition is the

sum of ¢ independent random variables. As in [Karwa and Vadhan, [2018], there exists a bin B; with label
I € (|Ing "%"J — 1, [Ing "’"ﬁ]) such that ﬁ € (2!, 2%1] = B;. Define,

p; = P(|Yi| € By).

Sort the pjs as p(1y > py > -+ -, and let jiy),j2), - be the corresponding bins. Then the following two
facts imply the result (as in [Karwa and Vadhan, [2018]).
Fact 1: The bins corresponding to the largest and second largest mass p(1),p(2) are (j(l),j(g)) e {1 -
D, 01+ 1),(0+1,0)}.
Fact 2: p(1) — p(3) > 1/300.

Now, let W; ~ N (0, 2"5) and let g;, q(;) be the corresponding probabilities for W;. ThenKarwa and Vadhan
[2018] showed that:

e The bins corresponding to the largest and second largest mass q(1), g2y are (j1),j2)) € {([,{—1), (1,1 +
1), (+1,0)}.

By Lemma [E] since ¢ = [(600yp)?], for all j, |p; — q;| < 1/300. Therefore, {p(1),p2)} = {a(1):42)}
which implies both Fact 1 and Fact 2. O

F Interpretation and Estimation of Concentration Functions

Recall that ff; (n, 012), B) describes the concentration of p; ~ D(k;) and is defined as,

fhno2 B) =arginf{a | Pr_(max[p—pl = a) <5}
P, Pn~D(ki) g
In the main body of the paper, we assumed that this function was known to the analyst, even if the input value
012) was unknown and had to be estimated. In this appendix, we interpret the structure of this concentration
function and show that even when this informational assumption is relaxed, our Algorithm [2 can still be
implemented with some minor modifications.

We start by introducing two additional functions: fp(n,ag, B), which describes the concentration of

pi ~ D, and fgin(ks, pi, 8), which describes the high probability tail bound on the binomial Bin(k;, p;):

fp(n,az,ﬁ) = arginf{a | Pr  (max|p—p;| > a) < 5}
P1,pn~D g
1
fBin(ki, pi, B) = arginf{o | owilr?(I}ci,pi)Gk_iI —pi| 2 a) < B}

In this appendix, we will assume that only the function fp(n,-, ) is known to the analyst, but the input
variance parameter 012) of the distribution is not known. For example, the analyst may know that D is
Gaussian with unknown mean and variance, and thus she can express the concentration of p; as a function
of the variance. Also note that for any values k;, p; and 8, we can empirically compute fgin(ki,pi, 5)-

The following lemma shows how we can translate high probability bounds on D to high probability
bounds on D(k), using this binomial tail bound of Bin(k;,p;). Specifically, it shows that our quantity of
interest ff; (n, 012), B) of the p;s can be upper and lower bounded by concentration of the p;s (as described by

fo(n,02,8)) plus a binomial tail bound.
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Lemma F.1. Suppose that D is supported on [0,1/2]. Given k;;n € N, 02, and B € [0,1], define 5/ =

2y/1 = /1= =0(/B/n) and assume that for all p; in the support of D,

—_

(pi — Di > fBin(ki,pi, B')) > 55' and Pr (Di — pi > foin(ki,pi, B') > =

Pr
ﬁiNBin(ki,pi) ﬁiNBin(ki,pi) 4
Then for all B € [0,1], for all i € [n],
f% (n, 012;7 B) < fD(nv 012;, ﬂ/2) + fBin(kiapmaXa ﬂ/n),
where pmax = min{l/2,p+ fp(n,o,,5/2)}. Further, for all i € [n],
15 (03, 8) = fo(1,05, ) + foin(kis max, ).

We note that the conditions on D and Bin(k;, p;) are mild. The condition on the tails of Bin(k;, p;) is
intuitively claiming that Bin(k;, p;) is symmetric. This occurs whenever k; is large enough, and p; is bounded
away from 0 or 1. We conjecture that the condition that D is supported on [0, 1/2] can be relaxed but leave

the relaxation to future work.

Proof of Lemma[F 1l Notice that if p < q < 1/2 then fgin(ki,p,8) < fein(ki,q,B3). Let us consider the

upper bound first. With probability 1 — é
for all 4, |p — pi| < fp(n,op, 8/2).
Further, if Equation (28) holds then we have that with probability 1 — %,

R B B
i — Di| < fBin(Kkis Dis =) < fBin(ki Pmax, 7—)-
1pi = pil < fein(ki, pis 5 -) < foin (ki Proax, 5-)
Thus, for all 4,
B
lp = pil < fpo(n,0p,8/2) + fBin(ki; Pmax; %)-

Now, for the lower bound, let 8’ = v/8y/1 — /T —  and a = fp(1, og,ﬁ’). Note that either

1 1
pPNrD (pi—p>fo(1,02,8)) > 55/ or Pr (p—pi > fo(1,02,8)) > 2[3/
Assume without loss of generality that Pry, ~p (p —p> fp(1, O'p, B )) > %B . Then by assumption,
1
P pi = pi > fein(ki,pi, B') > <6
;DAiNBin{ki,pi)(p pi = fein(kis pis ) = 45
Then
Pr (max [P — p| > fo(1,02, &) + fom(kiop + 0, 8))
Z Pr (37, s.t. pi—D 2 fD(170'12)7ﬂ/) and Z/)\’L — i > fBin( i,pi,ﬁ/))
=1 =Pr(Vi,pi = p < fo(1,07,8) or pi = pi < foin(ki,p + . ')
=1- (Pr (pz' —p< fD(lannﬂ/) or p; — pi < fin(ki,p+a, )))"
Now,

Pr(p; —p < fo(1,00,8') or pi — pi < fain(ki,p+a, 8))

=1—-Pr(pi —p> fp(1,05,5) and p; — pi > fei(ki,p+a,B))

=1-Pr(pi —p > fp(1,00,8)) Pr(Bi — pi > fein(ki,p+ . 8) | pi —p > fp(1,00,8"))
<1-Pr(pi—p=> fo(1,02,8)) Pr(p; — pi > fow(ki,pi, 8) | pi —p > fp(1,02,3))
( ) (k

Sl_Pr(i_piD 170§7ﬁ/)Pr(ﬁi_pi2me iy Dis ))
1

<1-—2= "2

<1-2(8)
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where the first inequality comes from p; > p + «, so fgin(ki,» + o, ') < fein(ki, pi, 8') Finally,
Pr (Inlax |1/9\7, _pl > f'D(luo-f)uB/) + fBin(kiap + aaﬁ/)) >1- (1 - (B//\/§)2)n = ﬁ7

which implies the result. o

F.1 Extending Our Results to Unknown f%’(n,ag,ﬁ) settings

Lemma, [E.1] gives both upper bound and lower bounds on f%’ (n, 012), B), which can be used to modify Algo-

rithm 2] and extend Theorem Bl to apply in the setting where fi (n, 02, ) is unknown, but fn(n, o2, ) is
known instead.
Recall that the concentration bound f%’ (n, 012), B) is used in Algorithm [2]to define the truncation param-

eters a; and 31-, and that we would like to define a truncation window [a;, b:] that both contains [a;, b;] (so
that with high probability none of the p; are truncated), and is not too wide, so |l;; — a;| < 6]b; — a;] (in
order to invoke Lemma E.2).

The following lemma proposes new values for a; and b: for the setting where only f5(n, 012), B) is known,
but not fri (n, 02, 5). It combines the bounds on fri(n, 02, ) from Lemma [T}, with the bounds on piritia!
from Lemma [6.1] to show that |b: — a;| < 6|b; — a;|, as desired.

Lemma F.2. For a > 0, let

a//\i - max{o,ﬁ— o — fD(n7%76/2) - fBln(kl7ﬁ+a+f'D(n75-;7ﬁ/2)7ﬁ/n)}

and

~

bi - mln{l,ﬁ—i—a-l-fp(n,gg,ﬁ/Q) +me(]€7,,]/9\+Oé+f’D(n,;'g,ﬁ/2),ﬁ/n)} .

If;g > 02, and |p — p| < «, then for all i € [n],

~

[ai, b;] C [a, bi).

Further, Zfa S f’gl(naogﬂﬁ) and fgl(nao'gaﬁ) 2 Q(fD(nao'?)uB)+fB1n(klamln{1/27p+ fD(nuap76/2)}76/n))
then
|b; — @] < 6]b; — ail.

Proof of Lemma[F.2 Let us first show that [ZL},EZ-] C |as, b;]. Using our modified definition of a; given above,
we have,
d\i = @nitial — o= fD(n7 0;2)7 6/2) - fBin(kiujj\ienitial + o+ f'D(na 0%,ﬁ/2),ﬁ/n)

S p— fD(nv 012)5 ﬂ/2) - fBin(ki;p + fD(nv 012)5 5/2)5 ﬂ/n)

S p— fD(nv 01275 ﬂ/2) - fBin(ki;p + fD(nv Op, 5/2)5 ﬂ/n)

< p— fgl(nu Ufyaﬁ)

= a;.
The first two inequalities respectively follow from the accuracy conditions on mean. s and variance. s in

Theorem E.T} the third inequality comes from Lemma [E21} and the final equality is by the definition of a;.
A symmetric result that b; > b; follows similarly.
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The second statement of this lemma ensures that the width of the truncation parameter is not more than
a constant factor larger than the ideal. Specifically,

b — @il < 20 +2 (fp(n. 07, 8/2) + fow(ki. 5+ a + fo(n, 03, 8/2), 8/n))
< 2fgl(nao.1277ﬂ) + O(fD(l,Ug,ﬂ/) - fBin(ki7p+ aaﬂ/))
< 2ffn, 0%, 8) +2 (25 (1,02, 5))

<6fp (n, 07, 8)

O

We note that Lemma [£.2] as stated requires |bAZ — ;| < 4]|b; — a;], rather than 6|b; — a;|, this difference of
constants will only affect the constant C' in Theorem LT} and the main claim of a constant approximation
in variance will still hold with these new a; and b; values.

We will, however, have to add an additional assumption to Theorem [£1]in this setting. We will need to
assume that D is s.t. f5 (n, 02.8) > Q(fp(n,0, B) + fin(ki,min{1/2,p+ fp(n,0,,8/2)},5/n)), to satisfy
the condition of Lemma [F.2l This condition is related to the high probability bound on D(k). The right
hand side of this condition is the high probability bound on D(k) that is inherited directly from the high
probability bounds on D and Bin(k, p). Without further assumptions on D, this is the best upper bound on
ff; (n, 012), B) that we can obtain, and hence is the bound used in the truncation in p.. The condition states

that this upper bound is within a constant multiplicative factor of the true value f%’ (n, 012), B). We note

that this condition is guaranteed by the lower bound on f%’ (n,07, ) in Lemma [E-T] for D with support on
[0,1/2], and we conjecture that it holds more broadly.
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